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LEGAL STATEMENT:  

Informational Purposes Only 
CenturyLink has endeavored to provide responses as requested by the RFP, but our response is not intended to create 
a binding contractual commitment between the parties without further discussions between the parties and execution 
of a mutually acceptable agreement. Specifically, our responses and our offer are dependent upon the final solution 
and information exchanged during discussions between the parties. Therefore, regardless of any condition contained 
within the RFP, including but not limited to CenturyLink’s signature to its submission, the responses are informational 
only and are provided for your evaluation.   

 
Contract Structure 
As requested by the RFP, CenturyLink is proposing to provide its Services pursuant to the Terms and Conditions 
contained in Section II. Terms and Conditions of the RFP (“RFP Terms and Conditions”), as modified by CenturyLink’s 
exceptions, clarifications, and additions in this response and subject to further discussion and negotiation by the parties 
to arrive at mutually agreeable terms. CenturyLink has made every effort to provide limited exceptions to the RFP 
Terms and Conditions, and requests changes consistent with terms the parties have agreed to in the past as much as 
possible. Many requested language changes are similar to the provisions agreed to in Contract 70987 O4 for network 
services, signed by the parties in 2016. However, some proposed terms necessarily differ from what the parties have 
agreed to in past contracts due to the unique and high-risk nature of 911 services. Accordingly, CenturyLink has 
proposed some additional and different terms that are necessary for CenturyLink to maintain an appropriate risk profile 
for the provision of 911 services and allows us to offer our 911-related services at competitive rates. In preparing this 
response, CenturyLink has made every effort to streamline its response and to comply with the terms of the RFP to the 
maximum extent possible.  

As permitted by the introductory paragraphs of Section II. Terms and Conditions of the RFP, CenturyLink has included 
with our proposal the service exhibits, service level agreements (SLAs), and technical documents that apply to the 
services proposed (collectively, the “CenturyLink Attachments”). CenturyLink’s proposal to provide its Services 
pursuant to the RFP Terms and Conditions specifically contemplates that the RFP Terms and Conditions will be 
modified and supplemented by the CenturyLink Attachments, and that the RFP Terms and Conditions will be negotiated 
and modified in accordance with CenturyLink's exceptions and clarifications contained in this response. Our response 
is dependent upon incorporating the CenturyLink Attachments into the final agreement between the parties. If there is 
any conflict between the RFP Terms and Conditions, the responses provided, and the CenturyLink Attachments, the 
CenturyLink Attachments control and contain the complete CenturyLink offer. In the context of an intent to award, 
CenturyLink anticipates that the parties will discuss and review the exceptions and clarifications provided in this 
response and the CenturyLink Attachments and that these documents and terms will be incorporated into a final 
definitive contract in the manner mutually agreed to by the parties.  

 
Affiliated Companies  
CenturyLink services are provided through affiliated companies.  The CenturyLink Contract and/or the applicable 
Service Exhibits attached thereto will identify the legal CenturyLink affiliate providing the services.   

 
Critical 9-1-1 Circuits 
To the extent services are provided in the United States, the Federal Communications Commission’s 9-1-1 reliability 
rules mandate the identification and tagging of certain circuits or equivalent data paths that transport 9-1-1 calls and 
information (“9-1-1 Data”) to public safety answering points defined as Critical 911 Circuits in 47 C.F.R. Section 
9.4(a)(5). CenturyLink policies require tagging of any circuits or equivalent data paths used to transport 9-1-1 Data.  We 
require that customers agree to cooperate with CenturyLink regarding compliance with these rules and policies and to 
notify CenturyLink of all Services customers purchase under the Agreement utilized as Critical 911 Circuits or for 9-1-
1 Data. 

 
Insurance  
CenturyLink purchases sufficient insurance limits to protect the company from risks and liabilities associated with 
providing its commercial services and products. CenturyLink's standard coverage is in accordance with generally 
accepted industry standards for the type services and/or work proposed.  CenturyLink’s Memorandum of Insurance is 
available at www.centurylink.com/moi.   
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COVER LETTER 
 

June 3, 2020 

 

 

Annette Walton / Nancy Storant, Procurement Contacts 
State of Nebraska State Purchasing Bureau 
1526 K St. Suite 130 
Lincoln, NE 68508 

 

Dear Mss. Walton and Storant, 

 
CenturyLink is pleased to present this response to your Request for Proposal for Contractual Services 
related to RFP 6264 Z1 to provide a Next Generation 911 Emergency Services IP Network (ESInet) and 
Next Generation Core Services (NGCS). 

CenturyLink has made every effort to respond with accurate and relevant information.  Occasionally, it 
was necessary for CenturyLink to make assumptions to formulate a timely response. Therefore, 
CenturyLink reserves the right to correct any errors and to modify any responses based on the final 
solution or information received during further discussions. Notwithstanding anything in this response to 
the contrary, including CenturyLink’s signature on its response, CenturyLink will not be legally bound until 
execution of a mutually agreed-upon definitive agreement. 

 
Best regards, 

 
Jon Osborne 

 

Central Region Account Director Public Safety 

Public Sector  

118 South 19th Street Omaha, NE, 68102 
Tel: (402) 998-7392 Cell: (402) 216-1009 Fax: (402) 422-3545 
jon.osborne1@CenturyLink.com 
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EXECUTIVE SUMMARY 
 
CenturyLink is proud to respond to the Next Gen 911 Emergency Services IP Network (ESInet) and Next 
Generation Core Services (NGCS) RFP with a history of successfully supporting 9-1-1 services 
throughout the United States for more than 60 years. CenturyLink is fully committed to supporting the 
State of Nebraska Public Service Commission (PSC) and all 68 PSAPS in the implementation and 
support of an Emergency Services IP Network (ESInet) and Next Generation Core Services (NGCS) 
solution. 
 
CenturyLink understands there are several reasons to engage in the journey of NG9-1-1.  NENA states, 
“anyone should be able to connect to 9-1-1 on any device, from anywhere, at any time” with the goal of 
saving more lives.  NG9-1-1’s new technology will deliver faster call set up, more accurate caller location, 
sophisticated policy-based routing, and waves of new data.  The journey of NG9-1-1 is complicated, but 
with the right partner it can be done successfully. All the right players need to be at the table, the best 
designed technology must be deployed, and all the work needs to be organized.   
 
The complexity of NG9-1-1 requires effective collaboration. CenturyLink is proud to have been a part of 
the state’s transition process and to have met with Mission Critical Partners in January 2017 to provide 
input to the “Nebraska Public Service Commission 9-1-1 Service Plan”. Since then, CenturyLink has 
remained focused on assisting the PSC and the PSAPs execute their plan. CenturyLink is ready to deliver 
the PSC’s plan functional areas of 911 System Design, integration of Geographic Information System 
data, Continuity of Operations & Disaster Recovery, and coordination with FirstNet.    
 
The complexity of NG9-1-1 also requires a single point of management for all elements of the NG9-1-1 
solution. CenturyLink’s ESInet will be the fabric that connects all elements of the state’s NG9-1-1 solution. 
Nebraska’s PSAPs and the PSC will benefit from full visibility and management of the entire solution and 
the ability to have a single point of contact with the state’s trusted partner: CenturyLink. 
 
Why CenturyLink does collaboration better 
 
In order to deliver the best, feature-rich, i3 compliant, and public safety grade NG9-1-1 solution for the 
State of Nebraska, effective collaboration between all players in the ecosystem is essential.   
A CenturyLink-led journey of NG9-1-1 is designed with all the elements required to produce effective 
collaboration - the right team, effective conversations to explore all the options, and flexible thinking. The 
goal of CenturyLink’s methodology is to develop an implementation plan that will deliver all designed 
functionality on time and within budget. 
 
CenturyLink’s commitment to the State of Nebraska 
   
CenturyLink’s resume of data transformation experience is expansive. CenturyLink is recognized as a 
worldwide leading provider of networking solutions, security solutions, cloud-based strategies, and 
products through a Unified Communications suite. Because our solution portfolio is comprehensive, our 
public safety customers have the unique advantage of making choices to create a NG9-1-1 solution that 
best meets their needs.  
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CenturyLink is proud of its long history of partnering with the State of Nebraska to deliver communications 
technology that has made a positive impact on government institutions, businesses, and citizens.  
Specifically, CenturyLink has decades of experience working with Nebraska public safety professionals to 
deliver public safety solutions that save lives, protect property, and ensure the safety of first responders.   

CenturyLink’s commitment to the State of Nebraska shines bright in the lives of our dedicated team of           
9-1-1 service technicians. For example, Craig Blocher, a Nebraska native with 15 years servicing 9-1-1 
PSAPs believes he is, “making a real difference and is contributing to saving lives in Nebraska.”  Craig’s 
dedication to his customers is demonstrated by his detailed technical training and expertise, his ongoing 
communication, and his willingness to quickly respond in a time of need. Craig was a part of the team that 
installed the first Intrado VIPER system in Douglas County in 2005. He is also the first technician to install 
the first multi-node hosted solution in Buffalo and Dawson County for the South Central Region. 
According to Craig, he is, “driven by his tremendous sense of pride in his job, the friendships he’s made, 
and supporting Nebraska’s 9-1-1 services.”    
 
CenturyLink’s 9-1-1 experience 
 

 
 
CenturyLink provides 9-1-1 solutions to 1572 PSAPs across 35 states and has implemented and 
managed NG9-1-1 solutions (ESInets and NGCS) in nine states.  Our experience with 9-1-1 dates to the 
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first 9-1-1 call made in 1968.  As NG9-1-1 has evolved, CenturyLink has worked with our customers to 
understand all the technology options available and helped them make the technology choices that best 
fit their situation.  CenturyLink recognizes there is no “one size fits all” to NG9-1-1 and has assembled a 
broad portfolio of technology options available to our customers.  
 
CenturyLink’s NG9-1-1 solution is built on the foundation of our world class reliable, resilient, fault 
tolerant, secure, and i3 compliant ESInet.  Current and future next generation core services (e.g., GIS-
based call routing) will be integrated into our ESInet to provide the State of Nebraska with a full range of 
NG9-1-1 functionality designed to better connect citizens to PSAPs.  Armed with more accurate location 
information, new data sources, and enhanced call routing management, Nebraska PSAPs will be able to 
improve the situational awareness of first responders. 
 
CenturyLink’s Public Safety Network Operations Center (NOC) stands ready to manage Nebraska’s 
CenturyLink ESInet and NGCS solution to ensure superior performance and timely notification of any 
service impacting event.  Our 24/7/365 Public Safety NOC is constantly assessing the health of the 
network and quickly responding with appropriate notifications and actions.  Additionally, CenturyLink’s 
industry leading security solutions and practices will be deployed to scan the ESInet and identify and 
resolve any vulnerabilities.  By adopting CenturyLink’s approach to NG9-1-1 solutions, Public Safety 
professionals across the state can be confident that their PSAP will be ready to answer calls for help and 
save lives. 
 
 
CenturyLink’s NG9-1-1 Strategic Design Approach 
 
A CenturyLink-led NG9-1-1 journey begins with a comprehensive NG9-1-1 Solution Development 
Workshop (SDW).  During the SDW, CenturyLink will lead collaborative discussions on design options, 
security strategies, program/project plans and roles, and responsibilities.  At the conclusion of the SDW, 
the right plan will be identified to ensure the project delivers all functionality on time and within budget.  
An SDW is part of our overall NG9-1-1 solution transformation methodology (shown below). 
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Our NG9-1-1 design principles drive our approach to creating and managing NG9-1-1 solutions that save 
lives and property protect first responders.  Our design principles Influence all we do and include the 
following:  

1. Solutions based on i3 standards. 

2. Highly reliable, resilient, and redundant Public Safety Grade design 

3. NG9-1-1 building blocks that Future Proof your solution 

4. Flexible design process that explores all the available options 

5. Collaboration on a Program Development Plan document that details the installation process and 

timelines 

 
CenturyLink Next Generation Core Services Design Options  
 
In this procurement, CenturyLink is offering two NGCS technology options – 1) CenturyLink NGCS 
(Synergem Technologies) and 2) CenturyLink NGCS (Intrado).  Both NGCS options have been proven in 
customer implementations in several states.  Additionally, both NGCS options are delivered over 
CenturyLink’s industry leading, Public Safety grade ESInet is hardened by CenturyLink cybersecurity 
technology and managed by CenturyLink’s 24x7x365 NOC.   
 
Both NGCS platforms provide the full suite of next generation core services required to complete a NG9-
1-1 emergency call.  In both options, the functionality delivered is consistent with i3 standards.  
CenturyLink is confident either option will meet and exceed the requirements defined in the “Nebraska 
Public Service Commission 9-1-1 Service Plan”. 
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CenturyLink commits to a series of collaborative discussions within our NG9-1-1 Solutions Transformation 
Methodology to determine which option fits best with the state’s strategic vision for the future.      
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State of Nebraska State Purchasing Bureau  
REQUEST FOR PROPOSAL FOR CONTRACTUAL SERVICES 

RETURN TO: 
Name: State Purchasing Bureau 
Address: 1526 K St. Suite 130 
City/State/Zip: Lincoln, NE 68508 
Phone: 402-471-6500 

 

SOLICITATION NUMBER RELEASE DATE 

RFP 6264 Z1 March 17, 2020 

OPENING DATE AND TIME PROCUREMENT CONTACT 

June 3, 2020, 2:00 P.M. Central Time Annette Walton / Nancy Storant  

PLEASE READ CAREFULLY! 
SCOPE OF SERVICE 

 

The State of Nebraska (State), Department of Administrative Services (DAS), Materiel Division, State Purchasing 
Bureau (SPB), is issuing this Request for Proposal (RFP) Number 6264 Z1 for the purpose of selecting a qualified 
bidder to provide a Next Generation 911 Emergency Services IP Network (ESInet) and Next Generation Core Services 
(NGCS). A more detailed description can be found in Section V. The resulting contract may not be an exclusive contract 
as the State reserves the right to contract for the same or similar services from other sources now or in the future. 

The term of the contract will be five (5) years commencing upon notice to proceed. The Contract includes the option to 
renew for five (5) additional one (1) year periods upon mutual agreement of the Parties. The State reserves the right to 
extend the period of this contract beyond the termination date when mutually agreeable to the Parties. 

ALL INFORMATION PERTINENT TO THIS REQUEST FOR PROPOSAL CAN BE FOUND ON THE INTERNET AT:  
http://das.nebraska.gov/materiel/purchasing.html. 

An optional Pre-Proposal Conference will be held on April 1, 2020 from 10:00 AM – 12:00 PM at 1526 K St. Lincoln, 
NE 68508. 

IMPORTANT NOTICE: Pursuant to Neb. Rev. Stat. § 84-602.04, State contracts in effect as of January 1, 2014, 
and contracts entered into thereafter, must be posted to a public website.  The resulting contract, the 
solicitation, and the awarded bidder’s proposal or response will be posted to a public website managed by 
DAS, which can be found at http://statecontracts.nebraska.gov.  

In addition, and in furtherance of the State’s public records Statute (Neb. Rev. Stat. § 84-712 et seq.), all proposals or 
responses received regarding this solicitation will be posted to the State Purchasing Bureau public website.  

These postings will include the entire proposal or response. Bidders must request that proprietary information 
be excluded from the posting.  The bidder must identify the proprietary information, mark the proprietary 
information according to state law, and submit the proprietary information in a separate container or envelope 
marked conspicuously using an indelible method with the words "PROPRIETARY INFORMATION" or as a 
separate electronic file.  The bidder must submit a detailed written document showing that the release of the 
proprietary information would give a business advantage to named business competitor(s) and explain how 
the named business competitor(s) will gain an actual business advantage by disclosure of information.  The 
mere assertion that information is proprietary or that a speculative business advantage might be gained is not 
sufficient.  (See Attorney General Opinion No. 92068, April 27, 1992)  THE BIDDER MAY NOT ASSERT THAT 
THE ENTIRE PROPOSAL IS PROPRIETARY.  COST PROPOSALS WILL NOT BE CONSIDERED PROPRIETARY 
AND ARE A PUBLIC RECORD IN THE STATE OF NEBRASKA. The State will determine, in its sole discretion, if 
the disclosure of the information designated by the Bidder as proprietary would 1) give advantage to business 
competitors and 2) serve no public purpose. The Bidder will be notified of the State’s decision. Absent a 
determination by the State that the information may be withheld pursuant to Neb. Rev. Stat. § 84-712.05, the 
State will consider all information a public record subject to disclosure. 

If the agency determines it is required to release proprietary information, the bidder will be informed.  It will be the 
bidder's responsibility to defend the bidder's asserted interest in non-disclosure.   

To facilitate such public postings, with the exception of proprietary information, the State of Nebraska reserves 
a royalty-free, nonexclusive, and irrevocable right to copy, reproduce, publish, post to a website, or otherwise 
use any contract, proposal, or response to this solicitation for any purpose, and to authorize others to use the 
documents.  Any individual or entity awarded a contract, or who submits a proposal or response to this 
solicitation, specifically waives any copyright or other protection the contract, proposal, or response to the 
solicitation may have; and, acknowledges that they have the ability and authority to enter into such waiver.  



State of Nebraska 
Next Generation 911 Emergency Services IP Network (ESInet) 
and Next Generation Core Services (NGCS) 
Technical Proposal 2 

 
RFP No.: 6264 Z1 
June 3, 2020 

Page 8 

© 2020 CenturyLink. All Rights Reserved. The service marks used in this proposal are registered service marks or service marks of 
CenturyLink, Inc., its subsidiaries, or third parties in the United States and/or other countries. 

This reservation and waiver are a prerequisite for submitting a proposal or response to this solicitation, and 
award of a contract.  Failure to agree to the reservation and waiver will result in the proposal or response to 
the solicitation being found non-responsive and rejected.   

Any entity awarded a contract or submitting a proposal or response to the solicitation agrees not to sue, file a 
claim, or make a demand of any kind, and will indemnify and hold harmless the State and its employees, 
volunteers, agents, and its elected and appointed officials from and against any and all claims, liens, demands, 
damages, liability, actions, causes of action, losses, judgments, costs, and expenses of every nature, including 
investigation costs and expenses, settlement costs, and attorney fees and expenses, sustained or asserted 
against the State, arising out of, resulting from, or attributable to the posting of the contract or the proposals 
and responses to the solicitation, awards, and other documents. 

Response:   
CenturyLink understands the requirements regarding labeling and submission of proprietary information 
and has followed those requirements in its submission of this proposal. If the State evaluates the material 
CenturyLink has submitted as proprietary information and determines that it does not meet the State 
requirements for non-disclosure, CenturyLink respectfully requests that, prior to disclosing such 
information, the State provides CenturyLink with notice and a reasonable opportunity to respond to and  
remedy such reasons for non-compliance prior to the disclosure so as to prevent and/or limit the 
disclosure. In such scenario, CenturyLink respectfully reserves the right to amend its response to revise 
or withdraw the material that was submitted as proprietary in order to protect the proprietary status of 
such information. CenturyLink’s primary concerns are to ensure that certain information related to 911 
configuration or security must remain proprietary in order to protect 911-related services from potential 
security threats or vulnerabilities, and to maintain the proprietary nature of CenturyLink’s 911 service 
offers from being disclosed to competitors. 
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A. PROPOSAL SUBMISSION 

1. CORPORATE OVERVIEW  
The Corporate Overview section of the Technical Proposal should consist of the following 
subdivisions:  

a. BIDDER IDENTIFICATION AND INFORMATION 
The bidder should provide the full company or corporate name, address of the company's 
headquarters, entity organization (corporation, partnership, proprietorship), state in which 
the bidder is incorporated or otherwise organized to do business, year in which the bidder 
first organized to do business and  whether the name and form of organization has 
changed since first organized. 

Response:   
CenturyLink Communications, LLC d/b/a “CenturyLink” 
931 14th Street, # 900  
Denver, CO. 80202 
 
CenturyLink Communications, LLC is a single member limited liability company and its 
sole member is CenturyLink, Inc.   
 
CenturyLink’s Headquarters is located at 100 CenturyLink Drive, Monroe, LA. 71203 
 
CenturyLink Communications, LLC f/k/a Qwest Communications Company, LLC was 
“Organized” in Delaware June 10, 1966;  the charter number in Delaware is:  0642301. 
 
The attachment named “1_a_CC__LLC_Certificate_of_Name_Change__Incorporation” 
shows the Name Change Certificate of Amendment that became effective on April 1, 
2014. 
 

b. FINANCIAL STATEMENTS 
The bidder should provide financial statements applicable to the firm.  If publicly held, the 
bidder should provide a copy of the corporation's most recent audited financial reports 
and statements, and the name, address, and telephone number of the fiscally 
responsible representative of the bidder’s financial or banking organization. 

 

If the bidder is not a publicly held corporation, either the reports and statements required 
of a publicly held corporation, or a description of the organization, including size, 
longevity, client base, areas of specialization and expertise, and any other pertinent 
information, should be submitted in such a manner that proposal evaluators may 
reasonably formulate a determination about the stability and financial strength of the 
organization.  Additionally, a non-publicly held firm should provide a banking reference. 

The bidder must disclose any and all judgments, pending or expected litigation, or other 
real or potential financial reversals, which might materially affect the viability or stability of 
the organization, or state that no such condition is known to exist.  

The State may elect to use a third party to conduct credit checks as part of the corporate 
overview evaluation. 
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Response:   
Complete financial information, including CenturyLink Inc.’s annual Form 10-K and 
quarterly reports on Form 10-Q are available for review on our Investor Relations web 
site at: https://ir.centurylink.com/financials/sec-filings/default.aspx  
Each of the last three annual Form 10-K report are in excess of 200 pages. If 
printed copies of the financial statements are desired, CenturyLink will provide 
them upon request. 

 
Contact information for CenturyLink’s banking references is as follows: 
  

Courtney R Broderick 
Assistant Vice President 
Treasury Management Sales Consultant 
U.S. Bank 
425 Walnut Street Cincinnati, OH 45202 
(414) 765-6118 
courtney.broderick@usbank.com 
  
Pablo Pinedo 
Executive Director, Corporate & Investment Bank Treasury Services 
J.P. Morgan 
4 New York Plaza, 13th Floor 
New York, NY 10004 

(212) 623-8786  
pablo.m.pinedo@jpmorgan.com 

 

Due to size of CenturyLink, various suits, proceedings, and claims typical for an 
enterprise business can be pending against CenturyLink at any one time. While it is not 
possible to determine the ultimate disposition and resolution of any suits, proceedings or 
claims, and whether they are consistent with CenturyLink's position, CenturyLink expects 
the outcome of such proceedings, individually or in aggregate, will not have a materially 
adverse effect on the financial condition or results of CenturyLink operations or its 
business segments; nor negatively affect its ability to provide the services proposed. 

 

As a public corporation, CenturyLink is required to fully disclose material data and 
relevant information that may influence investment decisions to all investors at the same 
time. CenturyLink does not provide detailed information on litigation except through its 
securities filings. Please refer to CenturyLink's Annual Report on Form 10-K, available on 
http://www.centurylink.com/ for a description of certain litigation or claims. 

 

CenturyLink has read and understands that the State may elect to use a third party to 
conduct credit checks as part of the corporate overview evaluation.. 
 

c. CHANGE OF OWNERSHIP 
If any change in ownership or control of the company is anticipated during the twelve (12) 
months following the proposal due date, the bidder should describe the circumstances of 
such change and indicate when the change will likely occur.  Any change of ownership to 
an awarded bidder(s) will require notification to the State. 
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Response:   
No change of ownership within CenturyLink is anticipated during the 12 months following 
the proposal due date. As a public company subject to securities laws disclosure and 
filing requirements, CenturyLink would provide any such notice of change of ownership to 
the extent permitted by applicable securities laws.  
 

d. OFFICE LOCATION 
The bidder’s office location responsible for performance pursuant to an award of a 
contract with the State of Nebraska should be identified. 

Response:   
CenturyLink 
118 S 19th St. 
Omaha, NE 68105 
 

e. RELATIONSHIPS WITH THE STATE 
The bidder should describe any dealings with the State over the previous five (5 years.  If 
the organization, its predecessor, or any Party named in the bidder’s proposal response 
has contracted with the State, the bidder should identify the contract number(s) and/or 
any other information available to identify such contract(s).  If no such contracts exist, so 
declare. 

Response:  
CenturyLink understands and complies. CenturyLink, formerly Qwest, has a long history 
of servicing the State of Nebraska Government agencies, specifically in Public Safety.  
 
In the last five years, CenturyLink has extensively participated in the development and 
support of the of the Nebraska Public Service Commission “9-1-1 Service System Plan” 
in preparation for the implementation of NG9-1-1. The CenturyLink local support team 
has acted in one capacity or another as the consultant, design engineers, support 
technicians, and project managers with the South Central, North Central, East Central, 
Northeast, Metro, and Metro West 911 regions. The team has also consulted with 
individual PSAPS not associated with an assigned region. We helped upgrade multiple 
regions’ call handling and networks in preparation NG9-1-1. Currently, a member of our 
Nebraska Public safety local support team was appointed to the Public Service 
Commission 911 Service System Advisory Committee. As a member of this committee, 
CenturyLink has not only been able to support at the PSAP level, but also support the 
Public Service Commission 911 initiatives.   
 
We currently have 93 active Public Safety specific contracts with 29 PSAPs. These 
contracts support network, call handling equipment, and call routing. CenturyLink is the 
predominate Local Exchange Carrier (LEC) in the state and provides an extensive 
network of voice and data circuits. CenturyLink owns four of the five 911 selective routers 
which transmit 911 calls via our network to the respective PSAPS.  
 
CenturyLink has multiple voice and data circuits and 911 trunks that are contracted via 
the State of Nebraska Tariff; implemented on 9/29/2000 “Qwest Corporation Exchange 
and Network Services Catalog”. Additionally, within the last five years, CenturyLink has 
accumulated a total of 68 voice and data master contracts/amendments. These are 
contracted through the State of Nebraska OCIO. Every government entity: state, county, 
and local municipality are able to purchase off of these existing contracts. There are 93 
counties and 531 cities and villages in the State that may have individual voice or data 
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contracts with CenturyLink. We have provided all public safety CPE, maintenance, and 
network contracts and the 68 master contracts/amendments. The State of Nebraska 
Tariff; “Qwest Corporation Exchange and Network Services Catalog” can be accessed 
via the two links below.  
 
https://www.centurylink.com/aboutus/legal/tariff-library.html 
 
http://www.centurylink.com/tariffs/ne_qc_ens_c.pdf    
   

NE%20Active%20Co
ntracts%20Public%20Saftey%20&%20SoNE.pdf

    Please see the PROPRIETARY INFORMATION in file 4 of 4 
File named: A.1.e NE Active Contracts Public Saftey & SoNE           
PROPRIETARY 

 
f. BIDDER'S EMPLOYEE RELATIONS TO STATE 

If any Party named in the bidder's proposal response is or was an employee of the State 
within the past five (5)  months, identify the individual(s) by name, State agency with 
whom employed, job title or position held with the State, and separation date.  If no such 
relationship exists or has existed, so declare. 

If any employee of any agency of the State of Nebraska is employed by the bidder or is a 
subcontractor to the bidder, as of the due date for proposal submission, identify all such 
persons by name, position held with the bidder, and position held with the State 
(including job title and agency).  Describe the responsibilities of such persons within the 
proposing organization.  If, after review of this information by the State, it is determined 
that a conflict of interest exists or may exist, the bidder may be disqualified from further 
consideration in this proposal.  If no such relationship exists, so declare. 

Response:   
No CenturyLink employee was an employee of the State within the last five months. 
CenturyLink is not aware of any employee relationships with the State that would be 
considered a conflict of interest .  
 

g. CONTRACT PERFORMANCE 
If the bidder or any proposed subcontractor has had a contract terminated for default 
during the past five (5) years, all such instances must be described as required below.  
Termination for default is defined as a notice to stop performance delivery due to the 
bidder's non-performance or poor performance, and the issue was either not litigated due 
to inaction on the part of the bidder or litigated and such litigation determined the bidder 
to be in default. 

It is mandatory that the bidder submit full details of all termination for default experienced 
during the past five (5)) years, including the other Party's name, address, and telephone 
number.  The response to this section must present the bidder’s position on the matter.  
The State will evaluate the facts and will score the bidder’s proposal accordingly.  If no 
such termination for default has been experienced by the bidder in the past five (5) years, 
so declare. 

If at any time during the past five (5) years, the bidder has had a contract terminated for 
convenience, non-performance, non-allocation of funds, or any other reason, describe 
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fully all circumstances surrounding such termination, including the name and address of 
the other contracting Party.   

Response:   
Please see our response to Item 1.B Financial Statements above. Additionally, this 
question is extremely broad and would require disclosure of information that is 
confidential and beyond the scope of this proposal.  Despite CenturyLink's reasonable 
efforts to avoid disputes, the sheer volume of contracts entered into by CenturyLink 
dictates that CenturyLink is occasionally involved in contract disputes. CenturyLink is not 
aware of any disputes or relevant defaults at the time of this response that will have a 
material negative impact on our ability to provide the services proposed. 
 

h. SUMMARY OF BIDDER’S CORPORATE EXPERIENCE 
The bidder should provide a summary matrix listing the previous projects similar to this 
solicitation in size, scope, and complexity.  The State will use no more than three (3) 
narrative project descriptions submitted by the bidder during its evaluation of the 
proposal. 

The bidder should address the following: 

i. Provide narrative descriptions to highlight the similarities between the bidder’s 
experience and this solicitation.  Provide the number of ESInet and NGCS solutions 
implemented by the bidder that are in production today and lessons learned 
throughout the project that will be applied to the deployment of the Nebraska ESInet 
and NGCS solution. These descriptions should include: 

a) The time period of the project. 
b) The scheduled and actual completion dates. 
c) The bidder’s responsibilities.  
d) For reference purposes, contracting entity name, contact name, contact title, 

contact email address, and contact telephone number. The Commission may 
request that references authorize a site visit and the opportunity to review event 
logs.); and 

e) Each project description should identify whether the work was performed as the 
prime Contractor or as a subcontractor.  If a bidder performed as the prime 
Contractor, the description should provide the originally scheduled completion 
date and budget, as well as the actual (or currently planned) completion date and 
actual (or currently planned) budget.   

 
Response:   
CenturyLink has read, understands, and complies.  Three references are provided below. 

Reference # 1 

a) The time period of the project; ESInet installed in 2013 to 2016 

b) The scheduled and actual completion 
dates; 

Matched requested timeframe 

c) The bidder’s responsibilities;  Provide NGCS through the state-wide 
ESInet 

d) For reference purposes, contracting 
entity name, contact name, contact 
title, contact email address, and 
contact telephone number. The 
Commission may request that 

State of North Dakota 
Jason Horning, EMP 
Jason.horning@ndaco.org 
701-328-7334 
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references authorize a site visit and 
the opportunity to review event logs.); 
and 

In an effort to respect our customers’ 
confidential and proprietary information 
and accommodate schedules of all 
parties involved to yield the most 
productive discussions possible, we 
respectfully request that communication 
with CenturyLink’s references be 
coordinated through Jon Osborne, your 
Central Region Account Director (402) 
998-7392; 
jon.osborne1@centurylink.com or Bjorn 
Johnson, your CenturyLink Senior 
Account Manager, at 
Bjorn.Johnson@CenturyLink.com  or at 
(605) 977-2820. 

e) Each project description should 
identify whether the work was 
performed as the prime Contractor or 
as a subcontractor.  If a bidder 
performed as the prime Contractor, 
the description should provide the 
originally scheduled completion date 
and budget, as well as the actual (or 
currently planned) completion date 
and actual (or currently planned) 
budget.   

CenturyLink was Prime Contractor for 
the North Dakota State-wide 
implementation of NGCS. 

 

CenturyLink was the Prime Contractor 
for the North Dakota State-wide ESInet 
project incorporating all PSAPS within 
the State of North Dakota. Phase one 
completion finished 2017 within budget 
and timeline.  Phase two is ongoing and 
will include GIS integration. 

Reference # 2 

a) The time period of the project; 2019 – February of 2020 

b) The scheduled and actual completion 
dates; 

December of 2019 

c) The bidder’s responsibilities;  Managed Emergency Call Handling 
including State-wide NG Core Services 
and Hosted Call Handling System. 

d) For reference purposes, contracting 
entity name, contact name, contact 
title, contact email address, and 
contact telephone number. The 
Commission may request that 
references authorize a site visit and 
the opportunity to review event logs.); 
and 

State of South Dakota 
Maria King – State 911 Coordinator 
maria.king@state.sd.us  
(605) 773-3264 
 
In an effort to respect our customers’ 
confidential and proprietary information 
and accommodate schedules of all 
parties involved to yield the most 
productive discussions possible, we 
respectfully request that communication 
with CenturyLink’s references be 
coordinated through Jon Osborne, your 
Central Region Account Director (402) 
998-7392; 
jon.osborne1@centurylink.com or Bjorn 
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Johnson, your CenturyLink Senior 
Account Manager, at 
Bjorn.Johnson@CenturyLink.com  or at 
(605) 977-2820..  
 
 
. 
 

e) Each project description should 
identify whether the work was 
performed as the prime Contractor or 
as a subcontractor.  If a bidder 
performed as the prime Contractor, 
the description should provide the 
originally scheduled completion date 
and budget, as well as the actual (or 
currently planned) completion date 
and actual (or currently planned) 
budget.   

CenturyLink was Prime Contractor in 
implementing a State-wide ESInet with 
hosted call handling.  The solution is a 
completely managed system including 
911 Ingress, Core Services, Egress and 
Call Handling Services. All monitoring 
and maintenance are provided for the 
term of the agreement. The State of 
South Dakota had an incredibly 
aggressive 6-month implementation 
timeline.  

 

CenturyLink was the Prime Contractor 
on the NG911 project, and the project 
completed within budget. The projects 
only delay was due to additional Core 
Network Improvements that was 
undetermined at the start of the project. 
Through a collaboration and design 
enhancements the completion was 
delayed by only 2 months and still fell 
within acceptable parameters set by the 
state. 

 

 

Reference # 3 

a) The time period of the project; March 2017 – April 2019 

b) The scheduled and actual completion 
dates; 

Matched requested timeframe 

c) The bidder’s responsibilities;  Managed Emergency Call Handling 
including State-wide NG Core Services 
and Hosted Call Handling System. 

d) For reference purposes, contracting 
entity name, contact name, contact 
title, contact email address, and 
contact telephone number. The 
Commission may request that 
references authorize a site visit and 
the opportunity to review event logs.); 
and 

Pima County, Arizona  
Sheila Blevins, Pima County 911 
Administrator,  
sblevins@marana.com,  
520-382-2038 
 
In an effort to respect our customers’ 
confidential and proprietary information 
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and accommodate schedules of all 
parties involved to yield the most 
productive discussions possible, we 
respectfully request that communication 
with CenturyLink’s references be 
coordinated through Jon Osborne, your 
Central Region Account Director (402) 
998-7392; 
jon.osborne1@centurylink.com or Bjorn 
Johnson, your CenturyLink Senior 
Account Manager, at 
Bjorn.Johnson@CenturyLink.com  or at 
(605) 977-2820. 
 
 

e) Each project description should 
identify whether the work was 
performed as the prime Contractor or 
as a subcontractor.  If a bidder 
performed as the prime Contractor, 
the description should provide the 
originally scheduled completion date 
and budget, as well as the actual (or 
currently planned) completion date 
and actual (or currently planned) 
budget.   

CenturyLink was Prime Contractor. 
PIMA County has a population of 1M+ - 
that include 10 PSAPs. CenturyLink 
Implemented, NG911 Core services 
Network and Hosted CenturyLink MECH 
product (Managed Emergency Call 
Handing) and TXT 2 9-1-1.  
 
Description of services provided:  i3 
compliant NG911 Core services, hosted 
VESTA Call handling equipment, 
integrated Text to 911, mapping, 
24x7x365 monitoring and security of 
entire network and CPE. 24x7x365 
maintenance and software support. Full 
implementation which includes training 
pre and post deployment, project 
management and a suite of additional 
services. 

 

 

 

ii. Contractor and subcontractor(s) experience should be listed separately.  Narrative 
descriptions submitted for subcontractors should be specifically identified as 
subcontractor projects. 

 
Response:   
CenturyLink has read, understands, complies. CenturyLink’s vendors are listed as 
subcontractors and are listed as such in the description below.  
 

iii. If the work was performed as a subcontractor, the narrative description should 
identify the same information as requested for the Contractors above.  In addition, 
subcontractors should identify what share of contract costs, project responsibilities, 
and time period were performed as a subcontractor.   
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Response:   
CenturyLink has read, understands, complies, and offers aforementioned description of 
subcontractor(s) most recent experience. Including the narrative description that identifies 
the same information as requested for the Contractors above. Project responsibilities and 
time period is listed. Contract costs are not included and are considered to be customer 
specific proprietary information. Therefore, contract cost is not listed.      
 
 
Intrado acted as the subcontractor and worked directly with CenturyLink in the installation 
of Minnesota – Statewide ESINET Deployment, South Dakota – Statewide ESINET 
Deployment including VIPER as a hosted Statewide Deployment, and Arizona South 
Dakota – Statewide ESINET Deployment including VIPER as a hosted Statewide 
Deployment. Responsibilities included provisioning and turn up of SS7 trunks from the 
LSRs (or IP trunks in the case of SD), hardware ordering and installation, data collection 
at a per PSAP level, provisioning of the IPSR/NGCS, interop testing with the PSAP and 
CPE on site overall project planning, scheduling additional vendors and parties as 
needed, setting up SRDB feeds from the ALI provider, and managing the day of cut 
event. 
 
Minnesota – Statewide ESINET Deployment –Phase 1 – Interop Planning and 
Infrastructure Deployment  - October 2009 to August 2011 RCL/LNG Selection, Contracts 
secured and Installation Connectivity to RCLs and all MN Legacy Selective Routers 
Provisioning Platform for Statewide Deployment General Project Planning. Phase 2 – 
Beta Site Deployments – September 2011 to March 2012. Carver County SO and 
Kandiyohi CO SO PSAP Deployments completes as part of Beta Phase. Phase 3 – 
PSAP Deployments – March 2012 to February 2014. Deployed 105 Minnesota PSAPs. 
All MN PSAPs deployed at end of Phase 3. 
 
South Dakota – Statewide ESINET Deployment – This was a VIPER Hosted Statewide 
Deployment.  Phase 1 – Interop Planning and Infrastructure Deployment - June 2019 to 
October 2019. General Project Planning IP connectivity to Selective Routers tested and 
put in place Provisioning Platform for Statewide Deployment. Phase 2 – PSAP 
Deployments – November 2019 to February 2020. Deployed 30 South Dakota PSAPs. All 
participating SD PSAPs deployed at end of Phase 2.  
 
Arizona – ESINET Deployment – This was a VIPER and VESTA Hosted 
Deployment.  Phase 1 – Interop Planning and Infrastructure Deployment - May 2016 to 
February 2017. RCL/LNG Selection, Contracts secured and Installation. Connectivity to 
RCLs and all AZ Legacy Selective Routers Provisioning Platform for Statewide 
Deployment General Project Planning.  Phase 2 – PSAP Deployments – March 2017 to 
August 2019. Deployed 44 Arizona PSAPs. All participating AZ PSAPs deployed at end 
of Phase 2. 
 

i. SUMMARY OF BIDDER’S PROPOSED PERSONNEL/MANAGEMENT APPROACH 
The bidder should present a detailed description of its proposed approach to the 
management of the project. 

The bidder should identify the specific professionals who will work on the State’s project if 
their company is awarded the contract resulting from this solicitation.  The names and 
titles of the team proposed for assignment to the State project should be identified in full, 
with a description of the team leadership, interface and support functions, and reporting 
relationships.  The primary work assigned to each person should also be identified.  
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Project managers assigned to the project shall be certified Project Management 
Professionals (PMP) and are highly encouraged to possess the Emergency Number 
Professional (ENP) certification. 

The bidder should provide resumes for all personnel proposed to work on the project.  
The State will consider the resumes as a key indicator of the bidder’s understanding of 
the skill mixes required to carry out the requirements of the solicitation in addition to 
assessing the experience of specific individuals. 

Resumes should not be longer than three (3) pages.  Resumes should include, at a 
minimum, academic background and degrees, professional certifications, understanding 
of the process, and at least three (3) references (name, address, and telephone number) 
who can attest to the competence and skill level of the individual.  Any changes in 
proposed personnel shall only be implemented after written approval from the State. 

Response:   
CenturyLink describes our two-team approach for program/project management and 
account management below.  In the initial meeting with the State, after the contract is 
awarded, both teams will be represented to explain our management approach. 

CenturyLink’s Program Management team will be involved in the planning and installation 
of services and products until the service implementation is accepted and the project is 
complete. CenturyLink’s account management team is assigned during the bid process 
and will provide dedicated services to the State throughout the term of the contract.  Each 
team is described below. 

CenturyLink Standard Program/Project Management Approach  

CenturyLink Program/Project Management (CPrgM & CPM) adheres to Best Practices 
Methodology as prescribed by the Project Management Institute standards and ITILv3. 
The CPrgM/CPM charter underscores CenturyLink’s commitment to facilitate a seamless 
transition for our customer’s communications services to CenturyLink’s network, ensure 
compliance with the terms of the contract, and maintain customer satisfaction throughout 
the project life cycle. We believe that by following these proven project management 
practices, the project milestones can be successfully achieved.  The PMO’s goal and 
commitment is to professionally manage and deliver projects on time and with 
satisfaction.  CenturyLink is committed to the successful implementation of our 
customer’s projects through the skills of Project Management by providing:  

• Experienced, professional CPMs (many with PMP certifications) 

• Recognized Authority to Manage and Direct Team Members and Resources 

• Extensive Telecommunications Background  

• Overall Project Management Background  

• Project Management as a Functional Role within CenturyLink 

A CPrgM will engage after the contract negotiations have been finalized.  Throughout the 
program lifecycle, Maggie Cook, PMP, CISSP, CCSK and ITIL certified, will work with the 
CenturyLink Account team to provide customer support across the organizations of 
CenturyLink.   Ms. Cook will serve as the CenturyLink Single Point of Contact, during the 
implementation and transition phase, to identify critical project success factors and 
mutually negotiate modifications and time frames for inclusion in the customized Project 
Plan. Maggie will: 
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• Provide high-quality services through efficient, resourceful and responsive 
Program/Project Management 

• Confirm compliance with terms of contract 

• Maintain customer satisfaction 

• Ensure project meets scheduling and technical requirements 

• Manage external suppliers, vendors, and third-party contributors to the project 

• Facilitate rapid response to changing technologies and environments through 
change/configuration management 

Program and Project Management Representatives  

Please note that the final Program/Project Plan, including the development of 
components such as the communications plan, test plan, cutover plan, and actual 
timeline (with expected task duration and detailed task assignments) will be developed 
after contract award and will be tailored to the unique needs, requirements, and scope of 
the customer’s contract. This document will be developed after a thorough review of the 
contract, SOW, and discussion with the CenturyLink Account Team, the CenturyLink 
Operations & Network teams, and the customer’s representatives. A sample of what the 
Program Development Plan will look like is in the appendix named “4.2.C_CenturyLink 
Sample Program Development Plan for Nebraska”. 

Account Team Introduction 

Our Account and Service Teams are structured around a clear, focused, and disciplined 
market strategy designed to drive near and long-term value to our customers who we 
serve by delivering solutions and value that our competitors cannot easily duplicate.  

The company’s open management model drives fast decision-making and promotes 
discipline, enabling CenturyLink to be closer to its customers and to more responsively 
deliver services to the market and reply to individual customer requests.  CenturyLink’s 
global sales and support model matches its network footprint and delivers a consistent 
and superior customer experience worldwide. 

CenturyLink’s vision “is to be the recognized leader in connecting business, people and 
information around the world”. 

Below is the organizational chart for the CenturyLink Account Team that will be dedicated 
to the Nebraska account. 
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Below is an account team profile.  It provides the title, responsibilities, contact 
information, years of experience, and certifications, if applicable, for each member of the 
account team that has worked on the 911 NGCS system design and/or will work on the 
project. Please note that Maggie Cook is PMP, CISSP, CCSK and ITIL certified and 
Nancy Serafino is ENP certified.   
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The CenturyLink Account Team Profiles for Nebraska 

Account Team Experience and Expertise 

Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

Sr. Account 
Manager - 

SLED 

Proposes customer 
solutions based on customer 

requirements and needs 
resulting in decisions for 
CenturyLink.  Provides 
consultative oriented 

solutions sales leveraging 
the CenturyLink Corporate 
portfolio.  Collaborates with 
technical and other support 

services, and with other 
CenturyLink sales resources 

to maximize sales focus.  
Leads account strategy 
planning and build key 
customer relationships. 

Bjorn Johnson 

Bjorn.Johnson@centurylink.com  

Office: 605 977 2820  

Cell: 605 321 6188 

25 Years of Industry 
experience managing 

large complex 
enterprise accounts 

2+ years’ experience in 
the Public Safety, State 
& County Government, 
and Education markets. 

Account 
Director I - 

SLED 

Strategically engages with 
state and local leadership 

through establishing C-Level 
and Director level 

relationships within multiple 
market verticals. 

Specifically, State 
Government and 911 Public 
Safety. Supports State 911 

Agencies and acts as center 
point of contact to resolve 

issues quickly 

Jon Osborne 

Jon.Osborne1@centurylink.com 

Office: 402 998 7392  

Cell: 402 216 1009 

17+ years in 
telecommunications and 

leadership roles. 6+ 
years in Public Safety 

and Government 
support roles. Member 
of APCO and NENA. 
Active in 911 Local 

Advisory boards   and 
Government  

Community support 
roles 

National 
Director 9-1-1 
Public Safety 

Oversees national public 
safety sales team. 

Responsible for the success 
of the business unit and 

customer projects. Aligns 
ecosystem partners to 

ensure successful delivery 
of revenue commitments. 

Carlos Simmonds 

Carlos.Simmonds@centurylink.com 

Office: 602 512 2535  

Cell: 602 319 4758 

19+ years in 
telecommunications. 13 
years in Public Safety, 

State, Local 
Government and 
education market 
leadership. Active 

member of NENA and 
APCO as well as 

various local community 
organizations. 
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Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

VP 

of Public 
Safety 

Oversees administrative 
sales staff that identifies 

markets and outline 
strategies.  Coordinates a 

team that helps government, 
education and public safety 

sector organizations 
implement proven IT 

solutions to address public 
infrastructure continuity, 

ensure safety and security, 
facilitate economic growth, 
build stronger educational 

systems and augment 
technology needs. 

 

Michael Zody 

michael.zody@centurylink.com 

Office:  610 785 1486 

Cell:  717 443 9535 

 

30+ years in 
telecommunications and 
IT leadership roles. 20+ 
years in Public Sector 

enterprise roles. 
Corporate Alliance 

member of NASCIO 
and NASTD. Active in 
Local Government and 

Community roles 

Senior Sales 
Engineer 

Responsible for reviewing 
technical requirements of 
solicitation to design and 

architect world-class 
networking solutions. 

Steve Deloach 

Steve.Deloach@CenturyLink.com  

Office: 407 252-6333 

Mobile: 407 252-6333 

Over 20 Years Public 
Safety Experience. 

Over 30 years 
Combined Service with 
CenturyLink. Served on 
NC 911 Wireless Board 

in 2013. 

Senior Sales 
Engineer 

Responsible for reviewing 
technical requirements of 
solicitation to design and 

architect world-class 
networking solutions. 

Steven Klocek 

Steven.Klocek@CenturyLink.com 

Office: 763 400 5492  

Cell: 952 857 9609 

Over 36 years of 
experience in the 

Telecommunications 
Industry. 21+ years' 

experience in the Public 
Safety, State & County 

Government, and 
Education markets.  

Strong performance in 
Next Gen 911,   

Senior Sales 
Engineer 

Responsible for reviewing 
technical requirements of 
solicitation to design and 

architect world-class 
networking solutions. 

Cathy Atkin 

Cathy.Atkin@CenturyLink.com 

Office: 520 526 1877  

Cell: 520 331 3021 

45 years with 
CenturyLink in support 

of both Global 
Enterprise Customers 
and Government and 
Education Services. 

MISM - University of 
Phoenix, Cisco- 

CCNA/CCDA, Avaya, 
Juniper,Mitel, Vesta, 

Viper, VMWare Certified 
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Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

Senior Sales 
Engineer 

Responsible for reviewing 
technical requirements of 
solicitation to design and 

architect world-class 
networking solutions. 

Nancy Serafino 

Nancy.C.Serafino@centurylink.com 

Office: 419 755 7366 

Mobile: 419 610 6645 

32+ years’ experience 
with CenturyLink. 25 

years serving 911 
customers throughout 

the US. 

ENP Professional. 
State 911 Technical 

Advisory Committee 5 
years 

Manager 
Sales 

Engineering 
Specialized 

Sales 

Manages Sales Engineers 
who are focused on the 
technical aspects of the 
solution.  Serves as first 

point of escalation for any 
design-related issues. 

Stephen Doyle 

Stephen.Doyle@CenturyLink.com 

Office:  520 292 5618 

Mobile: 520 904 5699 

41 years with 
CenturyLink in support 

of both Global 
Enterprise Customers 
and Government and 
Education Services. 

MISM - University of 
Phoenix, Cisco, Adtran, 

Avaya, Mitel, Vesta, 
Viper Certified 

Senior 
Director 
Sales 

Engineer 
Public Sector 

Responsible for all aspects 
of the pre-sales 

engineering/solution 
architecture functions for the 

CTL Public Sector. 

John Shuttleworth 

john.shuttleworth@centurylink.com 

Office:  571 730 6522 

Cell:  703 407 6177 

 

39 years Telecom 
Engineering and 

Solution Architecture 
with 

CenturyLink.  Additional 
prior experience in 

wireline and wireless 
technologies. 

Client 
Support 
Manager 
(CSM) 

The CSM is your on-going 
personal contacts for 

support. Your CSM will be 
the main support contacts 
for order review, input and 

tracking through install, and 
reviewing your service to 

ensure that it is up to date. 
Additional responsibilities 
include maintaining the 
account for inventory 

accuracy, assisting with 
implementation and review 
and handling of billing and 

credits. 

Caroline Bussell 

caroline.bussell@centurylink.com 

Cell: 317 697 4499 

2+ years of Industry 
experience, 

Government, Education 
and Public Safety in 
both sales and sales 

support roles. 

 

BA- Indiana University 

Telecommunications & 
Sociology    
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Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

Manager 
Base 

Management 

Responsible for the all 
CSMs that support Strategic 

Accounts within 
CenturyLink’s territory.  The 

manager is a point of 
escalation and is the point of 

ultimate responsibility for 
overall customer 

satisfaction. 

Responds to billing inquiries 
and resolves billing 

disputes.  Proactively 
monitors service provider-

billing accuracy. Works with 
order processing group to 

minimize billing errors on the 
front end. 

Mary Anderson 

Mary.Anderson1@centurylink.com  

Office: 402 998 7386 

Mobile: 402 215 2282 

17 years telecom 
experience, 13 years as 

Customer Service 
Manager 5 years at 

CenturyLink 

Director, Base 

Management 

Manages the Account 

Consultants and Service 

Managers. 

Dedicated to working with 

our Government & 

Education Services (GES) 

clients in either a sales or 

sales support role. 

Michele Wolf 

Michele.Wolf@CenturyLink.com 

Office: 952 885 3940 

Mobile: 651 492 3361 

19 years’ experience 

with CenturyLink 

MBA from Augsburg 

College and BS – 

Economics and 

Business 

Management  

Lean Six Sigma 

Green Belt 

Post Sales 

Engineer & 

Service 

Manager 

The Service Assurance 

Manager is the post sales 

technical support and repair 

escalation.  Your Service 

Assurance Manager will 

assist in trouble ticket 

management, escalation 

and provide RFO (reason for 

outage) upon request.  

Additional responsibilities 

include coordination of 

change management and 

client business review and 

recommendations.  The 

Service Assurance Manager 

reports directly to the 

Regional Support Manager. 

Rachel Renteria 

Rachel.Renteria@centurylink.com  

Office: 214 989 3577 

26 years telecom 

experience with 7 at 

CenturyLink. 

CCNA, with 20 years of 

Service Management 

experience and 10 

years NOC 

management.  

 



State of Nebraska 
Next Generation 911 Emergency Services IP Network (ESInet) 
and Next Generation Core Services (NGCS) 
Technical Proposal 2 

 
RFP No.: 6264 Z1 
June 3, 2020 

Page 25 

© 2020 CenturyLink. All Rights Reserved. The service marks used in this proposal are registered service marks or service marks of 
CenturyLink, Inc., its subsidiaries, or third parties in the United States and/or other countries. 

Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

Manager Post 
Sales 

Engineering II 

Manager Post Sales 
Engineering responsible for 

overall operational 
performance for regional 
clients within the Public 

Sector. 

John Atkinson 

John.Atkinson@CenturyLink.com  

Office: 602 563 3292 

Cell: 480 888 5104 

33 years of service at 
CenturyLink including 

13 years in service 
management and over 

15 in a NOC 
environment 

Sr Mgr 
Operations 

Service 
Management 

Sr. Manager Operations 
Service Management 
responsible for overall 

operational performance for 
all clients supported by 

Operations Service 
Managers and Post Sales 

Engineers within the Public 
Sector. 

David Mueller 

dave.mueller@centurylink.com 

Office: 720 888 2634  

Cell: 303 905 7432 

18 years in the 
telecommunications 
industry with 16 at 

CenturyLink and legacy 
companies. 

Lean Six Sigma Green 
Belt, 

Bachelor’s in political 
science, MBA 

Dir 
Operations 

Service 
Management 

Director of Operations 
Service Management 
responsible for overall 

operational performance for 
all clients supported by  

Operations Service 
Managers and Post Sales 

Engineers within 
CenturyLink. 

Eric Peterson 

eric.peterson@centurylink.com 

Office:  918 547 7754  

Cell:  918 809 1994 

22 years with 
CenturyLink, bachelor’s 

in finance, MBA. 

Manager 
Regional 

Operations II 

Responsible for overall field 
operations including 

installation and maintenance 
of fiber and copper transport 

networks and installation 
and maintenance of all 911 

equipment and CPE. 
Oversee all CenturyLink 

Technician activities 

Stan Waterman 

Stan.Waterman@centurylink.com 

Office: 531 301 3080  

Cell: 308 631 2653 

39 Yrs. 
Telecommunication 
experience including 

Installation, 
maintenance and 

construction of 
CenturyLink network 
and residential and 

enterprise customers. 
Manage teams doing 

this work 

Manager 
Regional 

Operations II 

Responsible for overall field 
operations including 

installation and maintenance 
of fiber and copper transport 

networks and installation 
and maintenance of all 911 

equipment and CPE. 
Oversee all CenturyLink 

Technician activities 

Cory Skoumal 

Cory.Skoumal@CenturyLink.com 

Office: 402 998 6012  

Cell: 402 320 6261 

20 Yrs. 
Telecommunication 

experience including, 
managing teams of 

engineers, installation 
and maintenance teams 

for residential and 
enterprise customers 

 

VP 
Operations 

Located in Houston, TX. 
Responsible for field 

provisioning, maintenance, 
and repair of physical plant 

in TX, NM, KS, NE, OK 

Scott Pfister 

scott.pfister@centurylink.com 

Office: 281 618 3972  

Cell: 214 755 4239 

25 years with 
CenturyLink, bachelor’s 

in finance. 
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Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

Sr. Lead 
Program 
Manager 

(PM) 

Oversees overall 
implementation including 

project planning 
development, project 

execution, quality, change 
control, meeting 

coordination, and 
documentation.  Main 

customer point of contact 
and integrator, ensuring 
compliance with contract 
terms and objectives are 
incorporated consistently 

throughout the project 
implementation. 

Maggie Cook 

margaret.cook@centurylink.com   

Office: 571 730 3096 

Cell: 703 867 2095 

 

26+ years in the 
telecommunication 

industry, with 15+ years 
focused on mission 

critical Department of 
Defense networks. B.S 
in Information Systems, 

Certified Project 
Management 

Professional (PMP) 
since 2005. Certified 
Information Systems 
Security Professional 

(CISSP), Cloud 
Computing Security 

Knowledge (CCSK) and 
Information Technology 

Infrastructure Library 
(ITIL) certified 

 

Director 
Public Sector 

Program 
Management 

Responsible for all aspects 

of the Project Management 

process for the lifecycle of a 

project’s implementation. 

Directly responsible for PMO 

managers and, by 

extension, individual 

contributors. Point of 

escalation both internally 

and customer-facing, to 

ensure appropriate project 

support and alignment with 

project goals. 

 

Gordon Gee 

gordon.gee@centurylink.com   

Office: 571 730 6591 

Cell: 703 593 0080 

30 years in the 
telecommunications 
industry and 8 years 

with CenturyLink. B.Sc. 
Electrical Engineering 

and MBA – Carey 
Business School, Johns 

Hopkins University  

Customer 
Data 

Technician 

 

Responsible for all aspects 

of installation and 

maintenance of 911 

systems. Including Network 

elements and CPE. 

Craig Blocher 

Craig.Blocher@centurylink.com 

Office: 308 324 3302 

Cell: 308 325 5234 

30 yrs. 
Telecommunication 

experience 

15 yrs. Specific 911 
experience 

Intrado Viper Certified 

Enterprise Design 
Services installation and 

maintenance of fiber 
and copper networks 
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Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

Customer 
Data 

Technician 

Responsible for all aspects 

of installation and 

maintenance of 911 

systems. Including Network 

elements and CPE. 

Jim Stacy  

James.Stacy@centurylink.com  

Office: 308 530 4011 

Cell: 308 530 4011 

12 yrs. 
Telecommunications 

experience 

1 yr. specific 911 
experience 

Intrado Viper Certified 

Enterprise Design 
Services installation and 

maintenance of fiber 
and copper networks 

Customer 
Data 

Technician 

Responsible for all aspects 

of installation and 

maintenance of 911 

systems. Including Network 

elements and CPE. 

Don Cramer  

Donald.Cramer@CenturyLink.com 

Office: 402 708 3261 

Cell: 402 708 3261 

25 yrs. 
Telecommunications 

experience 

14 yrs. Specific 911 
experience 

Intrado Viper training 

Enterprise Design 
Services installation and 

maintenance of fiber 
and copper networks 

Customer 
Data 

Technician 

Responsible for all aspects 

of installation and 

maintenance of 911 

systems. Including Network 

elements and CPE. 

Ryan Scott 

Ryan.Scott@centurylink.com 

Office: 402 592 6016 

Cell: 402 312 4880 

 

22 yrs. 
Telecommunications 

experience 

13 yrs. specific 911 
experience 

Intrado Viper training 

Lifeline training 

Enterprise Design 
Services installation and 

maintenance of fiber 
and copper networks 

Customer 
Data 

Technician 

Responsible for all aspects 

of installation and 

maintenance of 911 

systems. Including Network 

elements and CPE. 

Tom Hodge 

Thomas.v.hodge@centurylink.com 

Office: 402 727 4974 

Cell: 402 720 2883  

29 yrs. 
telecommunication 

experience 

16 yrs. specific 911 
experience 

Intrado Viper Certified 

Lifeline Certified 

Enterprise Design 
Services installation and 

maintenance of fiber 
and copper networks 
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Title Responsibility 
CenturyLink Personnel and 

Contact Information 
Experience 

Central Office 
Technician 

Responsible for the 

installation and maintenance 

of fiber and copper transport 

networks in NE. 

Christopher Kautz 

Christopher.Kautz@centurylink.com 

Office: 402 644 3530 

Cell: 402 290 8317 

27 yrs. 
Telecommunications 

experience installation 
and maintenance of 

fiber and copper 
transport networks 

Central Office 
Technician 

Responsible for the 

installation and maintenance 

of fiber and copper transport 

networks in NE. 

Grant True 

Grant.True@centurylink.com 

Office: 402-433-5182 

Cell: 402 433 5182 

25 yrs. 
Telecommunications 

experience installation 
and maintenance of 

fiber and copper 
transport networks 

Central Office 
Technician 

Responsible for the 

installation and maintenance 

of fiber and copper transport 

networks in NE. 

Brenda Kobobel-Troy 

Brenda.Kobobel-
Troy@centurylink.com 

Office: 402 336 1144 

Cell: 402 340 4616 

30 yrs. 
Telecommunications 

experience installation 
and maintenance of 

fiber and copper 
transport networks 

 
CenturyLink reserves the right to make changes to its organization. CenturyLink understands the 
importance of consistency in personnel and will attempt to limit changes. CenturyLink agrees that the 
State may request personnel changes and CenturyLink will work with the State to address any 
concerns, but we must ultimately retain responsibility for how our employees are assigned to projects.   
 
CenturyLink has detailed the project plan and timeline in the Program Management Plan (PMP). 
CenturyLink presents the resumes for the people who will work on the State’s project and focus on 
providing an excellent customer experience in the attachment named “I.A.1.i Key Employee 
Resumes”.   

 

j. SUBCONTRACTORS 
If the bidder intends to subcontract any part of its performance hereunder, the bidder 
should provide: 

i. name, address, and telephone number of the subcontractor(s); 
 

Response:   
Intrado Life & Safety, Inc. 
1601 Dry Creek Drive 
Longmont, CO 80504 
720-494-5800 
 
ii. specific tasks for each subcontractor(s); 
 

Response:  Intrado’s responsibilities included provisioning and turn up of SS7 trunks 
from the LSRs (or IP trunks in the case of SD), hardware ordering and install, data 
collection at a per PSAP level, provisioning of the IPSR/NGCS, interop testing with the 
PSAP and CPE on site with CenturyLink, assisting in overall project planning, scheduling 
additional vendors and parties as needed, and managing the day of cut event. Ongoing 
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tasks include supporting CenturyLink’s Project Management/Program Management and 
providing GIS and Location Database management. 

 
iii. percentage of performance hours intended for each subcontract; and 
 

Response:  Intrado will have approximately 40% of the contract hours 

 
 
iv. total percentage of subcontractor(s) performance hours. 
 

Response:  Intrado will have approximately 40% of the contract hours 
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II. TERMS AND CONDITIONS 
Bidders should complete Sections II through VI as part of their proposal.  Bidders should read the 
Terms and Conditions and should initial either accept, reject, or reject and provide alternative language 
for each clause.  The bidder should also provide an explanation of why the bidder rejected the clause or 
rejected the clause and provided alternate language.  By signing the solicitation, bidder is agreeing to be 
legally bound by all the accepted terms and conditions, and any proposed alternative terms and 
conditions submitted with the proposal.  The State reserves the right to negotiate rejected or proposed 
alternative language.  If the State and bidder fail to agree on the final Terms and Conditions, the State 
reserves the right to reject the proposal.  The State of Nebraska is soliciting proposals in response to this 
solicitation.  The State of Nebraska reserves the right to reject proposals that attempt to substitute the 
bidder’s commercial contracts and/or documents for this solicitation. 

Bidders should submit with their proposal any license, user agreement, service level agreement, or similar 
documents that the bidder wants incorporated in the Contract.  The State will not consider incorporation 
of any document not submitted with the bidder’s proposal as the document will not have been included in 
the evaluation process.  These documents shall be subject to negotiation and will be incorporated as 
addendums if agreed to by the Parties. 

If a conflict or ambiguity arises after the Addendum to Contract Award have been negotiated and agreed 
to, the Addendum to Contract Award shall be interpreted as follows:1. If only one Party has a particular 
clause then that clause shall control; 

2. If both Parties have a similar clause, but the clauses do not conflict, the clauses shall be read 
together; 

3. If both Parties have a similar clause, but the clauses conflict, the State’s clause shall control. 

A. GENERAL 

Accept 
(Initial) 

Reject 
(Initial) 

Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

  SKB 

CenturyLink requests a revision to the order or precedence consistent 
with what the parties have agreed to in prior contracts and as shown 
below. This change ensures clarity about any modifications to the RFP 
specifications provided in CenturyLink’s response and ensures the final 
definitive contract between the parties reflecting the specific solution 
selected by the State takes first priority: 

1) Amendment to the executed Contract with the most recent dated 
amendment having the highest priority,  
2) executed Contract and any attached Addenda or Service 
Attachments,  
3) the bidder’s submitted Proposal,  
4) Amendments to solicitation and any Questions and Answers,  
5) the original solicitation document and any Addenda 

The contract resulting from this solicitation shall incorporate the following documents: 

1. Request for Proposal and Addenda; 
2. Amendments to the solicitation; 
3. Questions and Answers;  
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4. Bidder’s proposal (Solicitation and properly submitted documents); 
5. The executed Contract and Addendum One to Contract, if applicable; and, 
6. Amendments/Addendums to the Contract. 
These documents constitute the entirety of the contract.  

Unless otherwise specifically stated in a future contract amendment, in case of any conflict 
between the incorporated documents, the documents shall govern in the following order of 
preference with number one (1) receiving preference over all other documents and with each 
lower numbered document having preference over any higher numbered document: 1) 
Amendment to the executed Contract with the most recent dated amendment having the highest 
priority, 2) executed Contract and any attached Addenda, 3) Amendments to solicitation and any 
Questions and Answers, 4) the original solicitation document and any Addenda, and 5) the 
bidder’s submitted Proposal. 

Any ambiguity or conflict in the contract discovered after its execution, not otherwise addressed 
herein, shall be resolved in accordance with the rules of contract interpretation as established in 
the State of Nebraska. 

 

B. NOTIFICATION 

Accept 
(Initial) 

Reject 
(Initial) 

Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

SKB   

Regarding Item D, Governing Law, CenturyLink understands that the 
State of Nebraska must comply with applicable law, statutes, and 
regulations. However, rather than include a blanket statement that the 
contract may be overridden for a broad list of reasons, CenturyLink 
proposes that the parties should closely review the contract during the 
finalization process and ensure that that terms in the contract comply 
with applicable laws. The parties will benefit from the certainty of having 
definitive contract terms that can only be changed via a mutually 
agreed upon amendment to the contract. 

Contractor and State shall identify the contract manager who shall serve as the point of contact 
for the executed contract.  

Communications regarding the executed contract shall be in writing and shall be deemed to have 
been given if delivered personally or mailed, by U.S. Mail, postage prepaid, return receipt 
requested, to the parties at their respective addresses set forth below, or at such other addresses 
as may be specified in writing by either of the parties.  All notices, requests, or communications 
shall be deemed effective upon personal delivery or five (5) calendar days following deposit in the 
mail. 

Either party may change its address for notification purposes by giving notice of the change, and 
setting forth the new address and an effective date. 

 

C. BUYER’S REPRESENTATIVE  

The State reserves the right to appoint a Buyer's Representative to manage (or assist the Buyer 
in managing) the contract on behalf of the State.  The Buyer's Representative will be appointed in 
writing, and the appointment document will specify the extent of the Buyer's Representative 
authority and responsibilities.  If a Buyer's Representative is appointed, the Contractor will be 
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provided a copy of the appointment document, and is required to cooperate accordingly with the 
Buyer's Representative.  The Buyer's Representative has no authority to bind the State to a 
contract, amendment, addendum, or other change or addition to the contract. 

 

D. GOVERNING LAW (Statutory) 

Notwithstanding any other provision of this contract, or any amendment or addendum(s) entered 
into contemporaneously or at a later time, the parties understand and agree that, (1) the State of 
Nebraska is a sovereign state and its authority to contract is therefore subject to limitation by the 
State’s Constitution, statutes, common law, and regulation; (2) this contract will be interpreted 
and enforced under the laws of the State of Nebraska; (3) any action to enforce the provisions of 
this agreement must be brought in the State of Nebraska per state law. (4) the person signing this 
contract on behalf of the State of Nebraska does not have the authority to waive the State's 
sovereign immunity, statutes, common law, or regulations; (5) the indemnity, limitation of liability, 
remedy, and other similar provisions of the final contract, if any, are entered into subject to the 
State's Constitution, statutes, common law, regulations, and sovereign immunity; and, (6) all 
terms and conditions of the final contract, including but not limited to the clauses concerning third 
party use, licenses, warranties, limitations of liability, governing law and venue, usage verification, 
indemnity, liability, remedy or other similar provisions of the final contract are entered into 
specifically subject to the State's Constitution, statutes, common law, regulations, and sovereign 
immunity.  
 

The Parties must comply with all applicable local, state and federal laws, ordinances, rules, 
orders, and regulations.  

 

E. BEGINNING OF WORK  

The bidder shall not commence any billable work until a valid contract has been fully executed by 
the State and the awarded bidder.  The awarded bidder will be notified in writing when work may 
begin. 

 

F. AMENDMENT 

This Contract may be amended in writing, within scope, upon the agreement of both parties. 

 

G. CHANGE ORDERS OR SUBSTITUTIONS 

Accept 
(Initial) 

Reject 
(Initial) 

Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

SKB    

The State and the Contractor, upon the written agreement, may make changes to the contract 
within the general scope of the solicitation.   Changes may involve specifications, the quantity of 
work, or such other items as the State may find necessary or desirable.  Corrections of any 
deliverable, service, or work required pursuant to the contract shall not be deemed a change.  
The Contractor may not claim forfeiture of the contract by reasons of such changes.   
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The Contractor shall prepare a written description of the work required due to the change and an 
itemized cost sheet for the change. Changes in work and the amount of compensation to be paid 
to the Contractor shall be determined in accordance with applicable unit prices if any, a pro-rated 
value, or through negotiations.  The State shall not incur a price increase for changes that should 
have been included in the Contractor’s proposal, were foreseeable, or result from difficulties with 
or failure of the Contractor’s proposal or performance. 

No change shall be implemented by the Contractor until approved by the State, and the Contract 
is amended to reflect the change and associated costs, if any.  If there is a dispute regarding the 
cost, but both parties agree that immediate implementation is necessary, the change may be 
implemented, and cost negotiations may continue with both Parties retaining all remedies under 
the contract and law. 

In the event any product is discontinued or replaced upon mutual consent during the contract 
period or prior to delivery, the State reserves the right to amend the contract or purchase order to 
include the alternate product at the same price.   

***Contractor will not substitute any item that has been awarded without prior written 
approval of SPB*** 

 

H. VENDOR PERFORMANCE REPORT(S) 
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NOTES/COMMENTS: 

SKB    

The State may document any instance(s) of products or services delivered or performed which 
exceed or fail to meet the terms of the purchase order, contract, and/or solicitation specifications. 
The State Purchasing Bureau may contact the Vendor regarding any such report. Vendor 
performance report(s) will become a part of the permanent record of the Vendor. 

 

I. NOTICE OF POTENTIAL CONTRACTOR BREACH 
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CenturyLink will provide notice as soon as possible under the 
circumstances but does not agree that failure to provide immediate 
notice is grounds for denial of a request for waiver of a breach. The 
circumstances of what constitutes immediate notice are inherently 
subjective and difficult to quantify for an infinite number of potential 
scenarios.  

If Contractor breaches the contract or anticipates breaching the contract, the Contractor shall 
immediately give written notice to the State.  The notice shall explain the breach or potential 
breach, a proposed cure, and may include a request for a waiver of the breach if so desired.  The 
State may, in its discretion, temporarily or permanently waive the breach.  By granting a waiver, 
the State does not forfeit any rights or remedies to which the State is entitled by law or equity, or 
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pursuant to the provisions of the contract.  Failure to give immediate notice, however, may be 
grounds for denial of any request for a waiver of a breach.   

 

J. BREACH; DAMAGES LIMITATIONS 
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CenturyLink proposes the changes shown below. Given the higher risk 
and cost associated with providing 911 services, CenturyLink cannot 
agree to a cost of cover provision. The State may seek services from a 
different provider if it chooses, but CenturyLink will not cover those 
costs. Additionally, CenturyLink requires limitations on its liability in 
order to provide the services at competitive rates and has provided 
additional language to address that concern below. 

1. Breach.  Either Party may terminate the contract, in whole or in part, if the other Party 
materially breaches its duty to perform its obligations under the contract in a timely and 
proper manner.  Termination requires written notice of default and a thirty (30) calendar day 
(or longer at the non-breaching Party’s discretion considering the gravity and nature of the 
default) cure period.  Said notice shall be delivered by Certified Mail, Return Receipt 
Requested, or in person with proof of delivery.  Allowing time to cure a failure or breach of 
contract does not waive the right to immediately terminate the contract for the same or 
different contract breach which may occur at a different time. In case of default of the 
Contractor, the State may contract the service from other sources and hold the Contractor 
responsible for any excess cost occasioned thereby. OR In case of breach by the Contractor, 
the State may, without unreasonable delay, make a good faith effort to make a reasonable 
purchase or contract to purchase goods in substitution of those due from the contractor.  The 
State may recover from the Contractor as damages the difference between the costs of 
covering the breach.  Notwithstanding any clause to the contrary, the State may also recover 
the contract price together with any incidental or consequential damages defined in UCC 
Section 2-715, but less expenses saved in consequence of Contractor’s breach.  

The State’s failure to make payment shall not be a breach, and the Contractor shall retain all 
available statutory remedies and protections. 

2. Damages Limitations.  CenturyLink will not be liable for any damages for lost profits, lost 
revenues, loss of goodwill, loss of anticipated savings, loss of data or cost of purchasing 
replacement services, or any indirect, incidental, special, consequential, exemplary or 
punitive damages arising out of the performance or failure to perform under this Agreement 
or any Service Attachment. UNLESS OTHERWISE SET FORTH IN A SERVICE 
ATTACHMENT, CUSTOMER’S EXCLUSIVE REMEDIES FOR CLAIMs WILL BE LIMITED 
TO THE TOTAL MRCS OR USAGE CHARGES PAID BY CUSTOMER TO CENTURYLINK 
FOR THE AFFECTED SERVICE IN THE ONE MONTH IMMEDIATELY PRECEDING THE 
OCCURRENCE OF THE EVENT GIVING RISE TO THE CLAIM. CENTURYLINK'S 
LIABILITY FOR ANY LOSS OR DAMAGE ARISING FROM ERRORS, INTERRUPTIONS, 
DEFECTS, FAILURES, OR MALFUNCTIONS OF ANY SERVICE OR ANY PART THEREOF 
CAUSED BY THE NEGLIGENCE OF CENTURYLINK WILL NOT EXCEED THE GREATER 
OF $50.00 OR AN AMOUNT EQUIVALENT TO THE PRO RATA CHARGES FOR THE 
SERVICE AFFECTED DURING THE TIME THE SERVICE WAS FULLY OR PARTIALLY 
INOPERATIVE. FURTHER CENTURYLINK, ITS AFFILIATES, AGENTS AND 
CONTRACTORS PROVIDING SERVICES ASSOCIATED WITH ACCESS TO 911 
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EMERGENCY SERVICE WILL NOT HAVE ANY LIABILITY WHATSOEVER FOR ANY 
PERSONAL INJURY TO OR DEATH OF ANY PERSON, FOR ANY LOSS, DAMAGE OR 
DESTRUCTION OF ANY PROPERTY RELATING TO THE USE, LACK OF ACCESS TO OR 
PROVISION OF, 911 EMERGENCY SERVICE. IN ADDITION, CENTURYLINK WILL NOT 
BE LIABLE FOR ANY DAMAGE THAT RESULTS FROM INFORMATION PROVIDED TO 
CUSTOMER BY ANY OTHER DATA PROVIDER(S). 

3. Service Levels. 

(a)  Any “Service Level” commitments applicable to Services are contained in the Service 
Attachments applicable to each Service. If CenturyLink does not meet a Service Level, 
CenturyLink will issue to Customer a credit as stated in the applicable Service Attachment on 
Customer’s request. CenturyLink’s maintenance log and trouble ticketing systems are used to 
calculate Service Level events. Scheduled maintenance and force majeure events are 
considered excused outages. 

(b)  Unless otherwise set forth in a Service Attachment, to request a credit, Customer must 
contact Customer Service (contact information is located at http://www.level3.com) or deliver 
a written request with sufficient detail to identify the affected Service. The request for credit 
must be made within 60 days after the end of the month in which the event occurred. Total 
monthly credits will not exceed the charges for the affected Service for that month. 
Customer's sole remedies for any non-performance, outages, failures to deliver or defects in 
Service are contained in the Service Levels applicable to the affected Service. 

 

K. NON-WAIVER OF BREACH 
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The acceptance of late performance with or without objection or reservation by a Party shall not 
waive any rights of the Party nor constitute a waiver of the requirement of timely performance of 
any obligations remaining to be performed. 

 

L. SEVERABILITY  
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NOTES/COMMENTS: 
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If any term or condition of the contract is declared by a court of competent jurisdiction to be illegal 
or in conflict with any law, the validity of the remaining terms and conditions shall not be affected, 
and the rights and obligations of the parties shall be construed and enforced as if the contract did 
not contain the provision held to be invalid or illegal. 
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M. INDEMNIFICATION  
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Regarding #1,  CenturyLink cannot offer indemnification related to 911 
services. SLAs and associated penalties will be defined in the contract 
and those will provide the sole and exclusive remedies for any claims 
related to service performance.  

Regarding #2, CenturyLink proposes changes that it reasonably 
believes will better clarify the scope of its IP obligations. 

 

 

1. RESERVED.  The Contractor agrees to defend, indemnify, and hold harmless 
the State and its employees, volunteers, agents, and its elected and appointed officials 
(“the indemnified parties”) from and against any and all third party claims, liens, 
demands, damages, liability, actions, causes of action, losses, judgments, costs, and 
expenses of every nature, including investigation costs and expenses, settlement costs, 
and attorney fees and expenses (“the claims”), sustained or asserted against the State 
for personal injury, death, or property loss or damage, arising out of, resulting from, or 
attributable to the willful misconduct, negligence, error, or omission of the Contractor, its 
employees, subcontractors, consultants, representatives, and agents, resulting from this 
contract, except to the extent such Contractor liability is attenuated by any action of the 
State which directly and proximately contributed to the claims. 

 

2. INTELLECTUAL PROPERTY (Optional) 
The Contractor agrees it will, at its sole cost and expense, defend, indemnify, and hold 
harmless the indemnified parties State from and against any and all third party claims filed 
against the State and alleging that a Service, as provided by Contractor, prospectively 
infringes, to the extent such claims arise out of, result from, or are attributable to, the actual 
or alleged infringement or misappropriation of any patent, copyright, trade secret, 
trademark, or other intellectual property right (“IP Right”) confidential information of any 
third party by the Contractor or its employees, subcontractors, consultants, 
representatives, and agents; provided, however, the foregoing will not apply to any claim 
based on: (i)  the combination of Service with other products, services or functionality, (ii) 
Contractor’s design or modification of a Service in accordance with the State’s specific 
written  instructions, specifications or requirements; (iii) use or operation by or on behalf of 
the State of a Service other than in accordance with the Contract or other written 
documentation provided by Contractor; (iv) content, data, or other information provided by 
or on behalf of the State (“State Content”). Contractor’s obligations under this section are 
contingent upon the State (i) gave giving the Contractor prompt notice in writing of the 
claim, (ii) providing Contractor with sole control and authority over the defense and/or 
settlement of such claim, and (iii) cooperating with Contractor (at Contractor’s expense) in 
the defense and/or settlement of such claim upon Contractor’s written request.  The 
Contractor may not settle any infringement claim that will affect the State’s use of the 
Licensed Software affected intellectual property without the State’s prior written consent, 
which consent may be withheld for any reason may not be unreasonably withheld. 
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If a judgment or settlement is obtained or reasonably anticipated against the State’s use of 
any intellectual property for which the Contractor has indemnified the State a defense or 
payment obligation, the Contractor shall may, at the Contractor’s sole cost and expense, 
promptly modify the item or items which were determined to be infringing, acquire a license 
or licenses on obtain for the State the right to continue using the Service consistent with 
the Contract’s behalf to provide the necessary rights to the State to eliminate the 
infringement, or provide the State with a non-infringing substitute that provides the State 
the same with equivalent functionality.  At the State’s election, the actual or anticipated 
judgment may be treated as a breach of warranty by the Contractor, and the State may 
receive the remedies provided under this RFP. 
 
Notwithstanding the foregoing, any third-party service, system, CPE, equipment or 
software provided under this Agreement (each, a “Third Party Item”) is provided without 
any obligation of Contractor to defend or indemnify the State against any claim of 
infringement of any IP Right arising in connection with any such Third Party Item, except 
that Contractor shall pass through to the State any contractual obligations of a third party 
provider of any such Third Party Item to defend or indemnify the State against such claims.  
The foregoing states Contractor’s only obligations (and the State’s sole and exclusive 
remedy) for any claims, actions, liabilities, damages or losses arising in connection with 
alleged or actual infringement, violation or misappropriation of an IP Right by the Services. 
 
 

3. PERSONNEL 
The Contractor shall, at its expense, indemnify and hold harmless the indemnified parties  
State from and against any claim with respect to withholding taxes, worker’s 
compensation, employee benefits, or any other similar claim, demand, liability, damage, 
or loss of any nature relating to any of the personnel, including subcontractor’s and their 
employees, provided by the Contractor to perform the services under this Agreement. 

 

4. SELF-INSURANCE 
The State of Nebraska is self-insured for any loss and purchases excess insurance 
coverage pursuant to Neb. Rev. Stat. § 81-8,239.01 (Reissue 2008). If there is a 
presumed loss under the provisions of this agreement, Contractor may file a claim with 
the Office of Risk Management pursuant to Neb. Rev. Stat. §§ 81-8,829 – 81-8,306 for 
review by the State Claims Board. The State retains all rights and immunities under the 
State Miscellaneous (§ 81-8,294), Tort (§ 81-8,209), and Contract Claim Acts (§ 81-
8,302), as outlined in Neb. Rev. Stat. § 81-8,209 et seq. and under any other provisions 
of law and accepts liability under this agreement to the extent provided by law. 

 

5. The Parties acknowledge that Attorney General for the State of Nebraska is required by 
statute to represent the legal interests of the State, and that any provision of this 
indemnity clause is subject to the statutory authority of the Attorney General. 
 



State of Nebraska 
Next Generation 911 Emergency Services IP Network (ESInet) 
and Next Generation Core Services (NGCS) 
Technical Proposal 2 

 
RFP No.: 6264 Z1 
June 3, 2020 

Page 38 

© 2020 CenturyLink. All Rights Reserved. The service marks used in this proposal are registered service marks or service marks of 
CenturyLink, Inc., its subsidiaries, or third parties in the United States and/or other countries. 

N. ATTORNEY'S FEES  
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In the event of any litigation, appeal, or other legal action to enforce any provision of the contract, 
the Parties agree to pay all expenses of such action, as permitted by law and if ordered by the 
court, including attorney's fees and costs, if the other Party prevails. 

 

O. PERFORMANCE BOND  
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Please see the bond letter provided by our bonding company as 
“Appendix III.O_Performance Bond” 

The Contractor maybe required to supply a bond executed by a corporation authorized to contract 
surety in the State of Nebraska, payable to the State of Nebraska, which shall be valid for the life 
of the contract to include any renewal and/or extension periods.  The amount of the bond must be 
$500,000. The bond will guarantee that the Contractor will faithfully perform all requirements, 
terms and conditions of the contract.   Failure to comply shall be grounds for forfeiture of bond as 
liquidated damages.  Amount of forfeiture will be determined by the agency based on loss to the 
State.  The bond will be returned when the contract has been satisfactorily completed as solely 
determined by the State, after termination or expiration of the contract.  

 

P. ASSIGNMENT, SALE, OR MERGER; AFFILIATES 
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CenturyLink proposes adding affiliates language to his section (or 
elsewhere in the contract as the parties may mutually agree upon 
during contract finalization) to clarify that CenturyLink is permitted to 
affiliates, subcontractors, and third parties, since those relationships 
would be part of the solution proposed in our response. However, 
regardless of CenturyLink’s use of a third party, CenturyLink remains 
responsible to the State for the services under the contract. 

Assignment, Sale, Or Merger. Either Party may assign the contract upon mutual written 
agreement of the other Party.  Such agreement shall not be unreasonably withheld. 

The Contractor retains the right to enter into a sale, merger, acquisition, internal reorganization, 
or similar transaction involving Contractor’s business.  Contractor agrees to cooperate with the 
State in executing amendments to the contract to allow for the transaction.  If a third party or 
entity is involved in the transaction, the Contractor will remain responsible for performance of the 



State of Nebraska 
Next Generation 911 Emergency Services IP Network (ESInet) 
and Next Generation Core Services (NGCS) 
Technical Proposal 2 

 
RFP No.: 6264 Z1 
June 3, 2020 

Page 39 

© 2020 CenturyLink. All Rights Reserved. The service marks used in this proposal are registered service marks or service marks of 
CenturyLink, Inc., its subsidiaries, or third parties in the United States and/or other countries. 

contract until such time as the person or entity involved in the transaction agrees in writing to be 
contractually bound by this contract and perform all obligations of the contract. 

Affiliates. CenturyLink may use a CenturyLink affiliate, subcontractor or a third party to provide 
Service to Customer, but CenturyLink will remain responsible to Customer for Service delivery 
and performance. 

 

Q. CONTRACTING WITH OTHER NEBRASKA POLITICAL SUB-DIVISIONS OF THE STATE OR 
ANOTHER STATE 
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The Contractor may, but shall not be required to, allow agencies, as defined in Neb. Rev. Stat. 
§81-145, to use this contract.  The terms and conditions, including price, of the contract may not 
be amended.  The State shall not be contractually obligated or liable for any contract entered into 
pursuant to this clause.  A listing of Nebraska political subdivisions may be found at the website 
of the Nebraska Auditor of Public Accounts. 

The Contractor may, but shall not be required to, allow other states, agencies or divisions of other 
states, or political subdivisions of other states to use this contract.  The terms and conditions, 
including price, of this contract shall apply to any such contract, but may be amended upon 
mutual consent of the Parties.  The State of Nebraska shall not be contractually or otherwise 
obligated or liable under any contract entered into pursuant to this clause.  The State shall be 
notified if a contract is executed based upon this contract. 

 

R. FORCE MAJEURE  
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Neither Party shall be liable for any costs or damages, or for default resulting from its inability to 
perform any of its obligations under the contract due to a natural or manmade event outside the 
control and not the fault of the affected Party (“Force Majeure Event”).  The Party so affected 
shall immediately make a written request for relief to the other Party, and shall have the burden of 
proof to justify the request.  The other Party may grant the relief requested; relief may not be 
unreasonably withheld.  Labor disputes with the impacted Party’s own employees will not be 
considered a Force Majeure Event. 
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S. CONFIDENTIALITY  
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CenturyLink proposes replacing the first paragraph with the new 
paragraph shown below. This language provides a more robust 
definition of confidentiality obligations and carves out common 
exceptions to confidentiality. 

All materials and information provided by the Parties or acquired by a Party on behalf of the other 
Party shall be regarded as confidential information.  All materials and information provided or 
acquired shall be handled in accordance with federal and state law, and ethical standards.  
Should said confidentiality be breached by a Party, the Party shall notify the other Party 
immediately of said breach and take immediate corrective action. 

All Confidential Information provided by the Parties or acquired by a Party on behalf of the other 
Party shall be regarded as confidential information.  Except to the extent required by an open 
records act or similar law, neither party will: (a) disclose any of the terms of the Contract; or (b) 
disclose or use (except as expressly permitted by, or required to achieve the purposes of, the 
Contract) the Confidential Information received from the other party. A party may disclose 
Confidential Information if required to do so by a governmental agency, by operation of law, or if 
necessary in any proceeding to establish rights or obligations under the Contract. All Confidential 
Information provided or acquired shall be handled in accordance with federal and state law, and 
each party will limit disclosure and access to Confidential Information to those of its employees, 
contractors, attorneys or other representatives who reasonably require such access to 
accomplish the Contract’s purposes and who are subject to confidentiality obligations at least as 
restrictive as those contained herein. Should said confidentiality be breached by a Party, the 
Party shall notify the other Party immediately of said breach and take immediate corrective action. 
“Confidential Information” means any commercial or operational information disclosed by one 
party to the other in connection with the Contract and does not include any information that: (a) is 
in the public domain without a breach of confidentiality; (b) is obtained from a third party without 
violation of any obligation of confidentiality; or (c) is independently developed by a party without 
reference to the Confidential Information of the other party. 

It is incumbent upon the Parties to inform their officers and employees of the penalties for 
improper disclosure imposed by the Privacy Act of 1974, 5 U.S.C. 552a.  Specifically, 5 U.S.C. 
552a (i)(1), which is made applicable by 5 U.S.C. 552a (m)(1), provides that any officer or 
employee, who by virtue of his/her employment or official position has possession of or access to 
agency records which contain individually identifiable information, the disclosure of which is 
prohibited by the Privacy Act or regulations established thereunder, and who knowing that 
disclosure of the specific material is prohibited, willfully discloses the material in any manner to 
any person or agency not entitled to receive it, shall be guilty of a misdemeanor and fined not 
more than $5,000. 
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T. EARLY TERMINATION  
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CenturyLink suggests changes consistent with what the parties have 
agreed to in prior contracts and that reflect the unique nature of a 
contract for NG911 Services 

The contract may be terminated as follows: 

1. The State and the Contractor, by mutual written agreement, may terminate the contract at 
any time. 

2. The State, in its sole discretion, may terminate the contract upon thirty (30) sixty (60) 
calendar day’s written notice to the Contractor.  Such termination shall not relieve the 
Contractor of warranty or other service obligations incurred under the terms of the 
contract.  In the event of termination for cause or default, the Contractor shall be entitled 
to payment, determined on a pro rata basis, for products or services satisfactorily 
performed or provided. In the event of termination for convenience, the State shall remain 
liable for all costs incurred by CenturyLink up to the date of termination, including but not 
limited to 100% of the costs incurred for special construction and third-party expenses. 
These charges will be determined upon termination according to CenturyLink records 

 

3. The Contractor in its sole discretion may terminate the contract for any reason upon sixty 
(60) days’ prior written notice to the State. In addition, the Contractor may terminate the 
contract for Cause. If the Contractor terminates for Cause, non-payment excluded, prior 
to the conclusion of its Term, then the Contractor will be entitled to payment, determined 
on a pro rata basis, for products or services satisfactorily performed or provided. Any 
changes to the scope of this Agreement or any Amendments thereof shall not be made 
without the Contractor’s prior written approval. Any agreed to up-scopes shall include 
cancellation charges equal to Special Construction Charges.       

 

4. The State may terminate the contract immediately for the following reasons: 

a. if directed to do so by statute; 
b. Contractor has made an assignment for the benefit of creditors, has admitted in 

writing its inability to pay debts as they mature, or has ceased operating in the 
normal course of business; 

c. a trustee or receiver of the Contractor or of any substantial part of the 
Contractor’s assets has been appointed by a court; 

d. fraud, misappropriation, embezzlement, malfeasance, misfeasance, or illegal 
conduct pertaining to performance under the contract by its Contractor, its 
employees, officers, directors, or shareholders; 

e. an involuntary proceeding has been commenced by any Party against the 
Contractor under any one of the chapters of Title 11 of the United States Code 
and (i) the proceeding has been pending for at least sixty (60) calendar days; or 
(ii) the Contractor has consented, either expressly or by operation of law, to the 
entry of an order for relief; or (iii) the Contractor has been decreed or adjudged a 
debtor; 
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f. a voluntary petition has been filed by the Contractor under any of the chapters of 
Title 11 of the United States Code; 

g. Contractor intentionally discloses Confidential Information confidential 
information; 

h. Contractor has or announces it will discontinue support of the deliverable; and, 

i. In the event  funding is no longer available. 
 

U. CLOSEOUT 

Accept 
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Reject 
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Alternative within 
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NOTES/COMMENTS: 

SKB    

Upon contract closeout for any reason the Contractor shall within 30 calendar days, unless stated 
otherwise herein: 

1. Transfer all completed or partially completed deliverables to the State; 
2. Transfer ownership and title to all completed or partially completed deliverables to the 

State; 
3. Return to the State all information and data, unless the Contractor is permitted to keep 

the information or data by contract or rule of law.  Contractor may retain one copy of any 
information or data as required to comply with applicable work product documentation 
standards or as are automatically retained in the course of Contractor’s routine back up 
procedures; 

4. Cooperate with any successor Contactor, person or entity in the assumption of any or all 
of the obligations of this contract; 

5. Cooperate with any successor Contactor, person or entity with the transfer of information 
or data related to this contract; 

6. Return or vacate any state owned real or personal property; and, 
7. Return all data in a mutually acceptable format and manner. 
Nothing in this Section should be construed to require the Contractor to surrender intellectual 
property, real or personal property, or information or data owned by the Contractor for which the 
State has no legal claim.  

Additional Terms and Conditions: CenturyLink proposes the following additional 
provisions to be added to the contract as important provisions that provide protections to 
both the customer and CenturyLink: 

V. Critical 9-1-1 Circuits. The Federal Communications Commission’s 9-1-1 reliability rules 
mandate the identification and tagging of certain circuits or equivalent data paths that transport 9-
1-1 calls and information (“9-1-1 Data”) to public safety answering points. These circuits or 
equivalent data paths are defined as Critical 911 Circuits in 47 C.F.R. Section 12.4(a)(5). 
CenturyLink policies require tagging of any circuits or equivalent data paths used to transport 9-1-
1 Data. Customer will cooperate with CenturyLink regarding compliance with these rules and 
policies and will notify CenturyLink of all Services Customer purchases under this Agreement 
utilized as Critical 911 Circuits or for 9-1-1 Data. 

CenturyLink explanation: Circuits that are used for 911 services need to be tagged as such so 
that they receive appropriate priority and treatment for service restoration in the event of an 
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outage. CenturyLink needs our customers to commit to work with us on designating the circuits 
that they use to transport 911 Data. 

W. Acceptable Use Policy and Data Protection. The State must comply with the CenturyLink 
Acceptable Use Policy (“AUP”), which is available at http://www.centurylink.com/legal, for 
Services purchased under this Agreement and acknowledge the CenturyLink Privacy Policy, 
which is available at http://www.centurylink.com/aboutus/legal/privacy-policy.html. CenturyLink 
may reasonably modify these policies to ensure compliance with applicable laws and regulations 
and to protect CenturyLink's network and customers.   

CenturyLink explanation: Applicability of the CenturyLink AUP provides protection for all 
customers and the CenturyLink network.  
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III. CONTRACTOR DUTIES  
A. INDEPENDENT CONTRACTOR / OBLIGATIONS 
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CenturyLink proposes changes to clarify that it is permitted to use 
affiliates, subcontractors, and third parties, since those relationships 
would be part of the solution proposed in our response. In addition, 
CenturyLink proposes to strike the last two sentences because our 
vendor contracts are already in place and it is impractical to add 
customer-specific provisions into each contract. This should not impact 
the State, because regardless of CenturyLink’s use of subcontractors, 
we remain responsible to the State for the delivery and performance of 
the services. CenturyLink agrees that the State may request personnel 
changes and CenturyLink will work with you to address any concerns, 
but we must ultimately retain responsibility for how our employees are 
assigned to projects.   

It is agreed that the Contractor is an independent contractor and that nothing contained herein is 
intended or should be construed as creating or establishing a relationship of employment, 
agency, or a partnership.  

The Contractor is solely responsible for fulfilling the contract, subject to its permission to use 
affiliates, subcontractors and third parties as set forth in the Contract. The Contractor or the 
Contractor’s representative shall be the sole point of contact regarding all contractual matters.  

The Contractor shall secure, at its own expense, all personnel required to perform the services 
under the contract. The personnel the Contractor uses to fulfill the contract shall have no 
contractual or other legal relationship with the State; they shall not be considered employees of 
the State and shall not be entitled to any compensation, rights or benefits from the State, 
including but not limited to, tenure rights, medical and hospital care, sick and vacation leave, 
severance pay, or retirement benefits.  

By-name personnel commitments made in the Contractor's proposal shall not be changed without 
the prior written approval consent of the State, which shall not be unreasonably withheld. 
Replacement of these personnel, if approved by the State, shall be with personnel of equal or 
greater ability and qualifications.  

All personnel assigned by the Contractor to the contract shall be employees of the Contractor or a 
subcontractor, and shall be fully qualified to perform the work required herein. Personnel 
employed by the Contractor or a subcontractor to fulfill the terms of the contract shall remain 
under the sole direction and control of the Contractor or the subcontractor respectively.  

With respect to its employees, the Contractor agrees to be solely responsible for the following:  

1. Any and all pay, benefits, and employment taxes and/or other payroll withholding;  
2. Any and all vehicles used by the Contractor’s employees, including all insurance required 

by state law;  
3. Damages incurred by Contractor’s employees within the scope of their duties under the 

contract;  
4. Maintaining Workers’ Compensation and health insurance that complies with state and 

federal law and submitting any reports on such insurance to the extent required by 
governing law;  
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5. Determining the hours to be worked and the duties to be performed by the Contractor’s 
employees; and,  

6. All claims on behalf of any person arising out of employment or alleged employment 
(including without limit claims of discrimination alleged against the Contractor, its officers, 
agents, or subcontractors or subcontractor’s employees).  

If the Contractor intends to utilize any subcontractor, the subcontractor's level of effort, tasks, and 
time allocation should be clearly defined in the bidder’s proposal. The Contractor shall agree that 
it will not utilize any subcontractors not specifically included in its proposal in the performance of 
the contract without the prior written authorization of the State.  

The State reserves the right to require the Contractor to reassign or remove from the project any 
Contractor or subcontractor employee for lawful reasons.  

If the State receives a complaint about the behavior or conduct of Contractor’s employees or any 
subcontractor employee, the State shall notify the Contractor and reserves the right to ask them 
to be reassigned or removed from the project. 

Contractor shall insure that the terms and conditions contained in any contract with a 
subcontractor does not conflict with the terms and conditions of this contract.  

The Contractor shall include a similar provision, for the protection of the State, in the contract with 
any subcontractor engaged to perform work on this contract. 

 

B. EMPLOYEE WORK ELIGIBILITY STATUS 
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Please see CenturyLink’s Attestation form provided as the 
Attachment “3.B I 9 Compliance Certification_Q1 
2020_Letterhead” 

The Contractor is required and hereby agrees to use a federal immigration verification system to 
determine the work eligibility status of employees physically performing services within the State 
of Nebraska. A federal immigration verification system means the electronic verification of the 
work authorization program authorized by the Illegal Immigration Reform and Immigrant 
Responsibility Act of 1996, 8 U.S.C. 1324a, known as the E-Verify Program, or an equivalent 
federal program designated by the United States Department of Homeland Security or other 
federal agency authorized to verify the work eligibility status of an employee. 

If the Contractor is an individual or sole proprietorship, the following applies: 

1. The Contractor must complete the United States Citizenship Attestation Form, available 
on the Department of Administrative Services website at 
http://das.nebraska.gov/materiel/purchasing.html.  

2. The completed United States Attestation Form should be submitted with the solicitation 
response. 

3. If the Contractor indicates on such attestation form that he or she is a qualified alien, the 
Contractor agrees to provide the US Citizenship and Immigration Services documentation 
required to verify the Contractor’s lawful presence in the United States using the 
Systematic Alien Verification for Entitlements (SAVE) Program.  

4. The Contractor understands and agrees that lawful presence in the United States is 
required and the Contractor may be disqualified, or the contract terminated if such lawful 
presence cannot be verified as required by Neb. Rev. Stat. §4-108. 
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C. COMPLIANCE WITH CIVIL RIGHTS LAWS AND EQUAL OPPORTUNITY EMPLOYMENT / 
NONDISCRIMINATION (Statutory) 

The Contractor shall comply with all applicable local, state, and federal statutes and regulations 
regarding civil rights laws and equal opportunity employment. The Nebraska Fair Employment 
Practice Act prohibits Contractors of the State of Nebraska, and their subcontractors, from 
discriminating against any employee or applicant for employment, with respect to hire, tenure, 
terms, conditions, compensation, or privileges of employment because of race, color, religion, 
sex, disability, marital status, or national origin (Neb. Rev. Stat. §48-1101 to 48-1125). The 
Contractor guarantees compliance with the Nebraska Fair Employment Practice Act, and breach 
of this provision shall be regarded as a material breach of contract.  The Contractor shall insert a 
similar provision in all subcontracts for goods and services to be covered by any contract 
resulting from this solicitation. 

 

D. COOPERATION WITH OTHER CONTRACTORS  
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Contractor may be required to work with or in close proximity to other contractors or individuals 
that may be working on same or different projects.  The Contractor shall agree to cooperate with 
such other contractors or individuals, and shall not commit or permit any act which may interfere 
with the performance of work by any other contractor or individual.  Contractor is not required to 
compromise Contractor’s intellectual property or proprietary information unless expressly required 
to do so by this contract. 

 

E. PERMITS, REGULATIONS, LAWS 

Accept 
(Initial) 

Reject 
(Initial) 

Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

SKB    

The contract price shall include the cost of all royalties, licenses, permits, and approvals, whether 
arising from patents, trademarks, copyrights or otherwise, that are in any way involved in the 
contract.  The Contractor shall obtain and pay for all royalties, licenses, and permits, and 
approvals necessary for the execution of the contract.  The Contractor must guarantee that it has 
the full legal right to the materials, supplies, equipment, software, and other items used to 
execute this contract. 
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F. OWNERSHIP OF INFORMATION AND DATA /  DELIVERABLES   
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CenturyLink proposes edits to clarify the definition and scope of 
deliverable ownership. 

The State shall have the unlimited right to publish, duplicate, use, and disclose all information and 
data developed or obtained by the Contractor on behalf of the State (“collectively, Deliverables”) 
pursuant to this contract, if Deliverables are specifically contemplated in the Contract and paid for 
by the State. 

The State shall own and hold exclusive title to any Deliverable developed as a result of this 
contract and paid for by the State.  Contractor shall have no ownership interest or title, and shall 
not patent, license, or copyright, duplicate, transfer, sell, or exchange, the  design, specifications, 
concept, or dDeliverables. 

 

G. INSURANCE REQUIREMENTS 
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The Contractor shall throughout the term of the contract maintain insurance as specified herein 
and provide the State a current Certificate of Insurance/Acord Form (COI) verifying the coverage.  
The Contractor shall not commence work on the contract until the insurance is in place.  If 
Contractor subcontracts any portion of the Contract the Contractor must, throughout the term of 
the contract, either: 

1. Provide equivalent insurance for each subcontractor and provide a COI verifying the 
coverage for the subcontractor; 

2. Require each subcontractor to have equivalent insurance and provide written notice to 
the State that the Contractor has verified that each subcontractor has the required 
coverage; or, 

3. Provide the State with copies of each subcontractor’s Certificate of Insurance evidencing 
the required coverage. 

The Contractor shall not allow any subcontractor to commence work until the subcontractor has 
equivalent insurance.  The failure of the State to require a COI, or the failure of the Contractor to 
provide a COI or require subcontractor insurance shall not limit, relieve, or decrease the liability of 
the Contractor hereunder. 

In the event that any policy written on a claims-made basis terminates or is canceled during the 
term of the contract or within one (1) year of termination or expiration of the contract, the 
contractor shall obtain an extended discovery or reporting period, or a new insurance policy, 
providing coverage required by this contract for the term of the contract and one (1) year following 
termination or expiration of the contract. 
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If by the terms of any insurance a mandatory deductible is required, or if the Contractor elects to 
increase the mandatory deductible amount, the Contractor shall be responsible for payment of 
the amount of the deductible in the event of a paid claim. 

Notwithstanding any other clause in this Contract, the State may recover up to the liability limits of 
the insurance policies required herein. 

1. WORKERS’ COMPENSATION INSURANCE 
The Contractor shall take out and maintain during the life of this contract the statutory 
Workers’ Compensation and Employer's Liability Insurance for all of the contactors’ 
employees to be engaged in work on the project under this contract and, in case any 
such work is sublet, the Contractor shall require the subcontractor similarly to provide 
Worker's Compensation and Employer's Liability Insurance for all of the subcontractor’s 
employees to be engaged in such work.  This policy shall be written to meet the statutory 
requirements for the state in which the work is to be performed, including Occupational 
Disease.  The policy shall include a waiver of subrogation in favor of the State.  The COI 
shall contain the mandatory COI subrogation waiver language found hereinafter.  The 
amounts of such insurance shall not be less than the limits stated hereinafter.  For 
employees working in the State of Nebraska, the policy must be written by an entity 
authorized by the State of Nebraska Department of Insurance to write Workers’ 
Compensation and Employer’s Liability Insurance for Nebraska employees. 

 

2. COMMERCIAL GENERAL LIABILITY INSURANCE AND COMMERCIAL 
AUTOMOBILE LIABILITY INSURANCE 
The Contractor shall take out and maintain during the life of this contract such 
Commercial General Liability Insurance and Commercial Automobile Liability Insurance 
as shall protect Contractor and any subcontractor performing work covered by this 
contract from claims for damages for bodily injury, including death, as well as from claims 
for property damage, which may arise from operations under this contract, whether such 
operation be by the Contractor or by any subcontractor or by anyone directly or indirectly 
employed by either of them, and the amounts of such insurance shall not be less than 
limits stated hereinafter. 

The Commercial General Liability Insurance shall be written on an occurrence basis, and 
provide Premises/Operations, Products/Completed Operations, Independent Contractors, 
Personal Injury, and Contractual Liability coverage.  The policy shall include the State, 
and others as required by the contract documents, Additional Insured(s).  This policy 
shall be primary, and any insurance or self-insurance carried by the State shall be 
considered secondary and non-contributory.  The COI shall contain the mandatory COI 
liability waiver language found hereinafter. The Commercial Automobile Liability 
Insurance shall be written to cover all Owned, Non-owned, and Hired vehicles. 

REQUIRED INSURANCE COVERAGE   
COMMERCIAL GENERAL LIABILITY  

General Aggregate  $2,000,000 

Products/Completed Operations Aggregate $2,000,000 

Personal/Advertising Injury  $1,000,000 per occurrence 

Bodily Injury/Property Damage  $1,000,000 per occurrence 

Medical Payments $10,000 any one person 

Damage to Rented Premises (Fire) $300,000 each occurrence 

Contractual Included 
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REQUIRED INSURANCE COVERAGE   
XCU Liability (Explosion, Collapse, and 
Underground Damage) 

Included 

Independent Contractors Included 

Abuse & Molestation Included 
If higher limits are required, the Umbrella/Excess Liability limits are allowed to satisfy the higher limit. 

WORKER’S COMPENSATION 

Employers Liability Limits $500K/$500K/$500K 

Statutory Limits- All States Statutory - State of Nebraska 

Voluntary Compensation Statutory 

COMMERCIAL AUTOMOBILE LIABILITY  

Bodily Injury/Property Damage  $1,000,000 combined single limit 

Include All Owned, Hired & Non-Owned 
Automobile liability 

Included 

Motor Carrier Act Endorsement Where Applicable 

UMBRELLA/EXCESS LIABILITY 

Over Primary Insurance  $2,000,000 per occurrence 

PROFESSIONAL LIABILITY 

All Other Professional Liability (Errors & 
Omissions)  

$1,000,000 Per Claim / Aggregate 

COMMERCIAL CRIME 

Crime/Employee Dishonesty Including 3rd 
Party Fidelity 

$1,000,000 

CYBER LIABILITY 

Breach of Privacy, Security Breach, Denial of 
Service, Remediation, Fines and Penalties 

$10,000,000 

MANDATORY COI SUBROGATION WAIVER LANGUAGE   

“Workers’ Compensation policy shall include a waiver of subrogation in favor of the State 
of Nebraska.” 

MANDATORY COI LIABILITY WAIVER LANGUAGE 

“Commercial General Liability & Commercial Automobile Liability policies shall name the 
State of Nebraska as an Additional Insured and the policies shall be primary and any 
insurance or self-insurance carried by the State shall be considered secondary and non-
contributory as additionally insured.” 

 

3. EVIDENCE OF COVERAGE 
The Contractor shall furnish the Contract Manager, with a certificate of insurance 
coverage complying with the above requirements prior to beginning work at:  

 Public Service Commission 
 Attn: State 911 Director 
 PO Box 94927 
 Lincoln, NE 68509 
These certificates or the cover sheet shall reference the RFP number, and the certificates 
shall include the name of the company, policy numbers, effective dates, dates of 
expiration, and amounts and types of coverage afforded.  If the State is damaged by the 
failure of the Contractor to maintain such insurance, then the Contractor shall be 
responsible for all reasonable costs properly attributable thereto. 
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Reasonable notice of cancellation of any required insurance policy must be submitted to 
the contract manager as listed above when issued and a new coverage binder shall be 
submitted immediately to ensure no break in coverage. 

 

4. DEVIATIONS 
The insurance requirements are subject to limited negotiation.  Negotiation typically 
includes, but is not necessarily limited to, the correct type of coverage, necessity for 
Workers’ Compensation, and the type of automobile coverage carried by the Contractor. 

 

H. ANTITRUST 
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The Contractor hereby assigns to the State any and all claims for overcharges as to goods and/or 
services provided in connection with this contract resulting from antitrust violations which arise 
under antitrust laws of the United States and the antitrust laws of the State. 

 

I. CONFLICT OF INTEREST  
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CenturyLink is not aware of any conflicts of interest or 
relationships that would be considered a conflict of interest. 

By submitting a proposal, bidder certifies that no relationship exists between the bidder and any 
person or entity which either is, or gives the appearance of, a conflict of interest related to this 
Request for Proposal or project. 

Bidder further certifies that bidder will not employ any individual known by bidder to have a 
conflict of interest nor shall bidder take any action or acquire any interest, either directly or 
indirectly, which will conflict in any manner or degree with the performance of its contractual 
obligations hereunder or which creates an actual or appearance of conflict of interest.   

If there is an actual or perceived conflict of interest, bidder shall provide with its proposal a full 
disclosure of the facts describing such actual or perceived conflict of interest and a proposed 
mitigation plan for consideration.  The State will then consider such disclosure and proposed 
mitigation plan and either approve or reject as part of the overall bid evaluation. 
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J. STATE PROPERTY  
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The Contractor shall be responsible for the proper care and custody of any State-owned property 
which is furnished for the Contractor's use during the performance of the contract.  The 
Contractor shall reimburse the State for any loss or damage of such property; normal wear and 
tear is expected. 

 

K. SITE RULES AND REGULATIONS  
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CenturyLink can agree as modified below.  CenturyLink agrees to 
comply with all reasonable site rules and regulations, and requests that 
these be provided in advance, if possible, as it will better enable 
CenturyLink to be prepared in advance to comply. 

The Contractor shall use its best reasonable efforts to ensure that its employees, agents, and 
subcontractors comply with reasonable site rules and regulations while on State or any 
government premises. Site rules will be provided to Contractor in advance whenever possible. If 
the Contractor must perform on-site work outside of the daily operational hours set forth by the 
State, it must make arrangements with the State or any government to ensure access to the 
facility and the equipment has been arranged.  No additional payment will be made by the State 
on the basis of lack of access, unless the State fails to provide access as agreed to in writing 
between the State and the Contractor. 

 

L. ADVERTISING  
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The Contractor agrees not to refer to the contract award in advertising in such a manner as to 
state or imply that the company or its goods or services are endorsed or preferred by the State.  
Any publicity releases pertaining to the project shall not be issued without prior written approval 
from the State. 

 

M. NEBRASKA TECHNOLOGY ACCESS STANDARDS (Statutory)  

Contractor shall review the Nebraska Technology Access Standards, found at 
http://nitc.nebraska.gov/standards/2-201.html and ensure that products and/or services provided 
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under the contract are in compliance or will comply with the applicable standards to the greatest 
degree possible.  In the event such standards change during the Contractor’s performance, the 
State may create an amendment to the contract to request the contract comply with the changed 
standard at a cost mutually acceptable to the parties. 

 

N. DISASTER RECOVERY/BACK UP PLAN  
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The Contractor shall have a disaster recovery and back-up plan, of which a copy should be 
provided upon request to the State, which includes, but is not limited to equipment, personnel, 
facilities, and transportation, in order to continue delivery of goods and services as specified 
under the specifications in the contract in the event of a disaster.   

 

O. DRUG POLICY 
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Contractor certifies it maintains a drug free workplace environment to ensure worker safety and 
workplace integrity.  Contractor agrees to provide a copy of its drug free workplace policy at any 
time upon request by the State. 

 

P. WARRANTY; DISCLAIMER OF WARRANTIES 
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Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

  SKB 

Due to the high-risk nature of providing 911 services, CenturyLink 
requires a narrowed scope of warranties and clarify that all warranties 
are expressly stated in the agreement, per the language proposed 
here. 

Despite any clause to the contrary, tThe Contractor represents and warrants that its services 
hereunder shall be performed by competent personnel and shall be of professional quality  
consistent with generally accepted industry standards for the performance of such services and 
shall comply in all respects with the requirements of this Agreement.  For any breach of this 
warranty, the Contractor shall, for a period of ninety (90) calendar days from performance of the 
service, perform the services again, at no cost to the State, or if Contractor is unable to perform 
the services as warranted, Contractor shall reimburse the State all fees paid to Contractor for the 
unsatisfactory services.  The rights and remedies of the parties under this warranty are in addition 
to any other rights and remedies of the parties provided by law or equity, including, without 
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limitation actual damages, and, as applicable and awarded under the law, to a prevailing party, 
reasonable attorneys’ fees and costs. 

Disclaimer of Warranties. CENTURYLINK MAKES NO WARRANTIES OR 
REPRESENTATIONS, EXPRESS OR IMPLIED, EITHER IN FACT OR BY OPERATION OF 
LAW, STATUTORY OR OTHERWISE, INCLUDING BUT NOT LIMITED TO WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR USE OR NON-INFRINGEMENT, 
EXCEPT THOSE EXPRESSLY SET FORTH IN THIS AGREEMENT OR ANY APPLICABLE 
SERVICE ATTACHMENT. CUSTOMER ASSUMES TOTAL RESPONSIBILITY FOR USE OF 
THE SERVICE. IF CENTURYLINK INTEGRATES ANY RECORDS PROVIDED TO 
CENTURYLINK BY ANY OTHER DATA PROVIDER, FOR INCLUSION IN THE CUSTOMER’S 
9-1-1 DATA, CENTURYLINK MAKES NO REPRESENTATION OR WARRANTY AND 
ASSUMES NO LIABILITY REGARDING THE ACCURACY OF THE DATA PROVIDED BY ANY 
OTHER DATA PROVIDER. IN ADDITION TO ANY OTHER DISCLAIMERS OF WARRANTY 
STATED IN THE AGREEMENT, CENTURYLINK MAKES NO WARRANTY, GUARANTEE, OR 
REPRESENTATION, EXPRESS OR IMPLIED, THAT ALL SECURITY THREATS AND 
VULNERABILITIES WILL BE DETECTED OR THAT THE PERFORMANCE OF THE SERVICES 
WILL RENDER CUSTOMER’S SYSTEMS INVULNERABLE TO SECURITY BREACHES, OR 
THAT THE SERVICES WILL BE PROVIDED ERROR-FREE. 
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IV. PAYMENT 
A. PROHIBITION AGAINST ADVANCE PAYMENT (Statutory) 

Neb. Rev. Stat. §§81-2403 states, “[n]o goods or services shall be deemed to be received by an 
agency until all such goods or services are completely delivered and finally accepted by the 
agency.” 

 

B. TAXES (Statutory) 

The State is not required to pay taxes and assumes no such liability as a result of this solicitation.  
The Contractor may request a copy of the Nebraska Department of Revenue, Nebraska Resale 
or Exempt Sale Certificate for Sales Tax Exemption, Form 13 for their records. Any property tax 
payable on the Contractor's equipment which may be installed in a state-owned facility is the 
responsibility of the Contractor. 

 

C. INVOICES  

Accept 
(Initial) 

Reject 
(Initial) 

Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

SKB    

Invoices for payments must be submitted by the Contractor to the agency requesting the services 
with sufficient detail to support payment. Public Service Commission State 911 Director 1200 N 
St. Lincoln, NE 68509. The terms and conditions included in the Contractor’s invoice shall be 
deemed to be solely for the convenience of the parties.  No terms or conditions of any such 
invoice shall be binding upon the State, and no action by the State, including without limitation the 
payment of any such invoice in whole or in part, shall be construed as binding or estopping the 
State with respect to any such term or condition, unless the invoice term or condition has been 
previously agreed to by the State as an amendment to the contract.   

 

D. INSPECTION AND APPROVAL  

Accept 
(Initial) 

Reject 
(Initial) 

Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

SKB    

Final inspection and approval of all work required under the contract shall be performed by the 
designated State officials.   

The State and/or its authorized representatives shall have the right to enter any premises where 
the Contractor or subcontractor duties under the contract are being performed, and to inspect, 
monitor or otherwise evaluate the work being performed.  All inspections and evaluations shall be 
at reasonable times and in a manner that will not unreasonably delay work. 
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E. PAYMENT (Statutory) 

Payment will be made by the responsible agency in compliance with the State of Nebraska 
Prompt Payment Act (See Neb. Rev. Stat. §81-2403).  The State may require the Contractor to 
accept payment by electronic means such as ACH deposit. In no event shall the State be 
responsible or liable to pay for any goods and services provided by the Contractor prior to the 
Effective Date of the contract, and the Contractor hereby waives any claim or cause of action for 
any such services. 

 

F. LATE PAYMENT (Statutory) 

The Contractor may charge the responsible agency interest for late payment in compliance with 
the State of Nebraska Prompt Payment Act (See Neb. Rev. Stat. §81-2401 through 81-2408). 

 

G. SUBJECT TO FUNDING / FUNDING OUT CLAUSE FOR LOSS OF APPROPRIATIONS 
(Statutory) 

The State’s obligation to pay amounts due on the Contract for a fiscal year following the current 
fiscal year is contingent upon legislative appropriation of funds.  Should said funds not be 
appropriated, the State may terminate the contract with respect to those payments for the fiscal 
year(s) for which such funds are not appropriated.  The State will give the Contractor written 
notice thirty (30) calendar days prior to the effective date of termination.  All obligations of the 
State to make payments after the termination date will cease.  The Contractor shall be entitled to 
receive just and equitable compensation for any authorized work which has been satisfactorily 
completed as of the termination date.  In no event shall the Contractor be paid for a loss of 
anticipated profit. 

 

H. RIGHT TO AUDIT (First Paragraph is Statutory) 

The State shall have the right to audit the Contractor’s performance of this contract upon a thirty 
(30) calendar days’ written notice.  Contractor shall utilize generally accepted accounting 
principles, and shall maintain the accounting records, and other billing and service records and 
information relevant to the contract (Information) to enable the State to audit the contract. (Neb. 
Rev. Stat. §84-304 et seq.) The State may audit and the Contractor shall maintain, the 
Information during the term of the contract and for a period of five (5) years after the completion 
of this contract or until all issues or litigation initiated prior to the expiration of this records 
retention obligation are resolved, whichever is later.  The Contractor shall make the Information 
available to the State at Contractor’s place of business or a location acceptable to both Parties 
during normal business hours.  If this is not practical or the Contractor so elects, the Contractor 
may provide electronic or paper copies of the Information.  The State reserves the right to 
examine, make copies of, and take notes on any Information relevant to this contract, regardless 
of the form or the Information, how it is stored, or who possesses the Information.  Under no 
circumstance will the Contractor be required to create or maintain documents not kept in the 
ordinary course of contractor’s business operations, nor will contractor be required to disclose 
any information, including but not limited to product cost data, which is confidential or proprietary 
to contractor. 

 



State of Nebraska 
Next Generation 911 Emergency Services IP Network (ESInet) 
and Next Generation Core Services (NGCS) 
Technical Proposal 2 

 
RFP No.: 6264 Z1 
June 3, 2020 

Page 56 

© 2020 CenturyLink. All Rights Reserved. The service marks used in this proposal are registered service marks or service marks of 
CenturyLink, Inc., its subsidiaries, or third parties in the United States and/or other countries. 

Accept 
(Initial) 

Reject 
(Initial) 

Reject & Provide 
Alternative within 

Solicitation 
Response (Initial) 

NOTES/COMMENTS: 

  SKB 

CenturyLink requests a few edits to clarify that the parties will be 
responsible for their own costs of an audit and to clarify that the State 
has an obligation to review invoices in a timely manner and promptly 
raise any concerns about invoices. 

The Parties shall pay their own costs of the audit unless the audit finds a previously undisclosed 
overpayment by the State.  If a previously undisclosed overpayment exceeds one-half of one 
percent (.5%) of the total contract billings, or if fraud, material misrepresentations, or non-
performance is discovered on the part of the Contractor, the Contractor shall reimburse the State 
for the total costs of the audit.  Overpayments and audit costs owed to the State shall be paid 
within ninety (90) days of written notice of the claim, provided the Contractor shall have a right to 
vet and contest such findings.  The Contractor agrees to correct any material weaknesses or 
condition found as a result of the audit. Disputes must be submitted to Contractor in writing within 
90 days from the date of the invoice or the right to dispute an invoice is waived. 
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V. PROJECT DESCRIPTION AND SCOPE OF WORK 
 
A. Background and Project Scope 

The Nebraska Public Service Commission, State 911 Department (The Commission) is the 
statewide authority responsible for implementing and coordinating 911 service in the state. The 
Commission is seeking proposals for a statewide ESInet and NGCS to help advance Next 
Generation 911 (NG911) across the state.  

Today, the local PSAPs manage and maintain independent relationships with 911 service 
provider and network providers. With this procurement, the Commission will establish and support 
a statewide ESInet and NGCS to provide 911 service to the regions throughout the state.  

The state has 68 PSAPs that take approximately 1.13 million calls a year and serve a statewide 
population of 1.929 million people. The largest population centers are Douglas County (566,880) 
and Lancaster County (317,272). Many of the PSAPs throughout the state have joined together to 
form regions. Each region utilizes call-handling equipment (CHE) that operates in a host/remote 
configuration. The Commission is looking for the statewide ESInet to include physically redundant 
connections into each of the regional host systems. The current regional configuration is depicted 
in the diagram (Figure 1) below; however, it is anticipated that over the next 12 to 18 months, 
additional PSAPs will join one of the different regions or a new region may be formed. Updated 
regional information can be found on the Public Service Commission’s website at 
www.psc.nebraska.gov.  
 

FIGURE 1 
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Estimated Regions (subject to change): South Central/Panhandle=Region 1, Southeast 
911=Region 2, East Central 911 (including Custer County)=Region 3, Metro=Region 4, North 
Central=Region 5, Norfolk PD=North East=Region 6, Metro West (anticipated Dodge, Colfax, 
Cuming, and Burt Counties)=Region 7 

Response:  CenturyLink has read and understands. The information presented in this RFP 
reflects our approach and solution to the above Scope of Work.  

 

B. Composition of the Request for Proposal 

This RFP is composed of two elements: Emergency Services Internet Protocol [IP] Network 
(ESInet) and Next Generation Core Services (NGCS). Bidders may respond to a single element 
(Option A- ESInet or Option B - NGCS) or both elements (Option C – ESInet and NGCS. The 
State will evaluate all conforming proposals. A highest scoring bidder will be identified for each of 
the options (A, B, and C) The State reserved the right to award any and all options at its sole 
discretion.  

The statewide NG911 initiative will focus on two primary areas, the ESInet and NGCS.  

1. Option A: Deployment of an ESInet 
With the deployment of a statewide ESInet, the Commission is seeking a solution that 
connects each regional host to the statewide ESInet. Key project elements for ESInet 
deployment include, but are not limited to:  
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a. Deployment of a public safety-grade network that is monitored and managed to 
ensure security, reliability and high availability;  

b. Implementation of a network that is affordable and provides a consistent level of 
service to all PSAPs throughout the state; 

c. Development of a phased implementation approach that minimizes service 
impact to PSAP operations; and, 

d. Cooperation and coordination with the NGCS provider throughout and after 
implementation.  

2. Option B: Deployment of Next Generation Core Services (NGCS)  
The Commission is seeking an NG911 call-delivery system that provides highly available 
call routing and delivery to the regional end points throughout the state. Key project 
elements for NGCS deployment include but are not limited to:  

a. Deployment of monitored and managed core services that are redundant, 
resilient, sustainable, and provide an upgrade path to new technologies as 
NG911 services evolve; 

b. Transition to the use of Geographic Information System (GIS) data for geospatial 
call routing; 

c. Planned transition timelines that limit the overlap between the legacy selective 
router network and NGCS; and, 

d. The ability to support various types of requests for assistance including calls, text 
messages, video messages, additional data, etc.  

3. Option C: Deployment of an ESInet and NGCS 
Includes all requirements of both Option A and Option B. 

Please note that proposals may be submitted for all of the desired services or a portion of 
the services based on Bidder capabilities. For example, a network provider may bid only 
the ESInet portion of the proposal and not the NGCS.  

The Commission’s intent is to release an RFP soon after the release of the ESInet/NGCS 
RFP that addresses the connectivity from the host locations to the regional PSAP 
locations.  

Response:  CenturyLink has read, understands, and complies. CenturyLink’s proposal 
incorporates Option C, deployment of both an ESInet and NGCS.  

 

C. Bidder Requirements: 

1. Bidders should include with their response:  

a. Configuration Solution – A diagram showing the major components (hardware, 
software, and network layout) for the proposed system, accompanied by tables 
containing short descriptions of the diagrammed components in terms of their 
value or benefit to the Commission and the Public Safety Answering Points 
(PSAPs). 

Response:  The configuration solution diagram and the major components for the proposed 
solution are provided in the response to NGCS-1 in Attachment C, Option C.  

 

b. Attachments – Cost Proposal, with a detailed description of its firm fixed pricing. 
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Response:  The Cost Proposal is provided in a separate file per the instructions in Q&A response 
# 48 in Addendum Two.  Please see the Cost Proposal in the file named “RFP 6264 Z1 
CenturyLink Proposal 2 Option C File 2 of 3”. 

 

c. Appendices – The Bidder may include appendices and reference them from 
within the proposal response. This is particularly appropriate for lengthy 
responses on a single subject. Understanding the intent of the Bidder shall be 
possible without the reading of the appendices. 

Response:  CenturyLink has read, understands, and complies.  

 

d. Brochures – Hardware, software, or service brochures may be submitted with 
response where appropriate. 

Response:  CenturyLink has read, understands, and complies.  

 

D. General Requirements – Technical 

1. General requirements – Commission Requirements 

a. Industry Standards 
The Commission seeks a standards-based solution that complies with nationally 
accepted standards and requirements applicable to ESInet architecture, security, 
and interface functionality. All aspects of the Bidder’s proposed system design, 
deployment, operation, and security shall be in full compliance with the 
standards, requirements, and recommendations located in the Table 1: Adopted 
Standards. Standards Development Organizations (SDOs) include: 

i. Association of Public Safety Communications Officials (APCO) 
ii. The Monitoring Association (TMA) 
iii. National Emergency Number Association (NENA) 
iv. Alliance for Telecommunications Industry Solutions (ATIS) 
v. Department of Justice (DOJ) 
vi. Internet Engineering Task Force (IETF) 
vii. North American Electric Reliability Corporation (NERC) 
viii. National Institute of Standards and Technology (NIST) 
ix. Telecommunications Industry Association (TIA) 

 

Table 1: Adopted Standards 

SDO Standard ID Standard Title Standard Description 
Latest Revision/ 

Release Date or The 
Most Current 

ATIS ATIS-0500017 Considerations for an 
Emergency Services 
Next Generation 
Network (ES-NGN) 

Identifies standards and standards 
activities that are relevant to the evolution 
of emergency services networks in the 
context of next-generation 
telecommunications networks. 

Version 1 
June 2009 
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SDO Standard ID Standard Title Standard Description 
Latest Revision/ 

Release Date or The 
Most Current 

DOJ CJISD-ITS-
DOC-08140-5.6 

Criminal Justice 
Information Services 
(CJIS) Security Policy 

Provides information security 
requirements, guidelines, and agreements 
reflecting the will of law enforcement and 
criminal justice agencies for protecting the 
sources, transmission, storage, and 
generation of criminal justice information. 

Version 5.6 
June 5, 2017 

IETF RFC 3261 SIP: Session Initiation 
Protocol 

Describes the SIP, an application-layer 
control (signaling) protocol for creating, 
modifying, and terminating sessions 
(including Internet telephone calls, 
multimedia distribution, and multimedia 
conferences) with one or more 
participants. 

Version 1 
July 7, 2002 

IETF RFC 3986 Uniform Resource 
Identifier (URI): 
Generic Syntax 

Defines the generic URI syntax and a 
process for resolving URI references, 
along with guidelines and security 
considerations for the use of URIs on the 
Internet. 

Version 1 
January 2005 

NENA/ 
APCO 

REQ-001.1.2-
2018 

Next Generation 911 
PSAP Requirements 

Provides requirements for functions and 
interfaces between an i3 PSAP and 
NGCS, and among functional elements 
associated with an i3 PSAP. 

Version 1.2 
April 5, 2018 

NENA/ 
APCO 

INF-005 Emergency Incident 
Data Document 
(EIDD) Information 
Document 

Provides a recommended list of data 
components, their relationships to each 
other, the data elements contained within 
each data component, and the registries 
that control the available values for 
appropriate data elements. Initiates the 
process to create a National Information 
Exchange Model (NIEM). 

February 21, 2014 
Scheduled to be 

replaced by a 
standards document 

NENA STA-015.10-
2018 

Standard Data 
Formats for 911 Data 
Exchange & GIS 
Mapping 

Establishes standard formats for 
Automatic Location Identification (ALI) 
data exchange between service providers 
and Database Management System 
(DBMS) providers, a GIS data model, a 
data dictionary, and formats for data 
exchange between the ALI database and 
PSAP controller equipment. 

Version 10 
August 12, 2018 

NENA STA-008.2-
2014 

Registry System 
Standard 

Describes how registries (lists of values 
used in NG911 functional element 
standards) are created and maintained. 

Version 2 
October 6, 2014 
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SDO Standard ID Standard Title Standard Description 
Latest Revision/ 

Release Date or The 
Most Current 

NENA STA-010.2-
2016 

Detailed Functional 
and Interface 
Specifications for the 
NENA i3 Solution 

Builds upon prior NENA publications 
including i3 requirements and architecture 
documents and provides additional detail 
on functional standards. 

Version 2 
September 10, 2016 

NENA INF-016.2-2018 Emergency Services 
IP Network Design for 
NG911 (ESIND) 

Provides information that will assist in 
developing the requirements for and/or 
designing an i3-compliant ESInet. 

Version 1 
April 5, 2018 

NENA 75-001 Security for Next 
Generation 911 
(NG-SEC) 

Establishes the minimal guidelines and 
requirements for levels of security 
applicable to NG911 entities. 

Version 1 
February 6, 2010 

NENA INF-015.1-2016 NG911 Security 
Information 
Document 

Provides mechanisms and best practices 
for cybersecurity for i3 systems 

Version 1 
December 8, 2016 

NERC CIP 002-CIP 
009 

Critical Infrastructure 
Protection 

Addresses the security of cyber assets 
essential to the reliable operation of the 
nation’s critical infrastructure. 

Version 1 
December 16, 2009 

NIST FIPS 140-33 Security 
Requirements for 
Cryptographic 
Modules 

Specifies security requirements that will 
be satisfied by a cryptographic module 
utilized with a security system protecting 
sensitive but unclassified information. 

Version 2 
March 22, 2019 

NIST Cybersecurity 
Framework 

Framework for 
Improving Critical 
Infrastructure 
Cybersecurity 

Provides standards, guidelines, and best 
practices that promote the protection of 
critical infrastructure. 

Version 1.1 
April 16, 2018 

TIA TIA-942-A Telecommunications 
Infrastructure 
Standard for Data 
Centers 

Specifies the minimum requirements for 
telecommunications infrastructure of data 
centers and computer rooms, including 
single-tenant enterprise data centers and 
multi-tenant Internet-hosting data centers. 

Revision A 
March 2014 

 

As industry standards evolve, the Bidder’s solution shall be upgraded to maintain 
compliance with the current version of established industry standards. The Bidder’s 
solution shall support new ESInet, NGCS and security industry standards within 18 
months of ratification of applicable industry standards at no additional cost to the State. 
Compliance requirements apply also to the supporting standards referenced within each 
standard. As solution updates are made to maintain compliance, the solution shall not 
abandon services or feature functionality in place at the time of the solution upgrade. The 
Bidder shall uncover any performance or feature changes prior to the upgrade and report 
them to the Commission for approval.  

b. Public Safety-Grade Definition 
The national standards listed in this document provide standards and 
requirements an IP network and core functions shall meet or exceed to be 
considered an ESInet. The term “public safety-grade” has been utilized to refer to 
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this level of standards compliance; however, a universal definition of this term 
has not been proposed by a Standards Development Organization (SDO) or 
accepted by the public safety community. For the purpose of the requirements 
associated with this ESInet and NGCS design and deployment, the following 
metric is used to define public safety-grade: 

i. Reliability:  
“Reliability” is the ability of a system or component to perform the required 
functions under stated conditions for a specified period of time. The 
traditional measure of system or component reliability is Mean Time 
Between Failure (MTBF). The required MTBF must result in system 
reliability of 0.99999 as recommended in NENA-INF-016.2-2018, Section 

2.10.1. 

ii. Availability: 
“Availability” is the degree to which a system or component is operational 
and accessible when required for use. System availability is dependent 
upon the Mean Time to Repair (MTTR) calculation, which measures the 
time it takes to recover from component failure, a failed system upgrade, 
operator error, or other scheduled and unscheduled system interruption. 
Downtime must not exceed five (5) minutes per year, or 99.999 percent 
availability, as recommended in NENA-INF-016.2-2018, Section 2.10.1. 

iii. Security: 
Secure communications must be retained through the following 
measures, as recommended in NENA-INF-015.1-2016, Section 3.2: 
a. Rivest–Shamir–Adleman (RSA)-based public-key cryptography 

using X.509 certificates to authenticate elements, agencies, and 
agents. Mutual authentication must exist between both ends of a 
communication. 

b. An eXtensible Access Control Markup Language (XACML)-
based Data Rights Management (DRM) system to control 
authorization. 

c. Advanced Encryption Standards (AES) based encryption to 
provide confidentiality. 

d. Secure Hash Algorithm (SHA)-based digest-based digital 
hashing to provide integrity protection. 

e. Dsig-based digital signatures to provide non-repudiation.  
 

iv. Network Traffic Restrictions: 
The established metrics in this definition can be achieved through 
system and component redundancy, diversity, resiliency, and other 
similar engineering methodologies. When the term “public safety-grade” 
is applied in this document, the Bidder shall describe how bidder’s 
network and core service system and components for critical functions 
either meets or exceeds the standards-based, public safety-grade 
definition. 

When this term is used in this document to describe the required level of 
service for the ESInet, and NGCS, functionality, the Bidder shall confirm 
that its service and components meet or exceed both the national 
standards listed in Table1 and the public safety-grade definition.  
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Response:  CenturyLink has read, understands and complies.  CenturyLink’s responses in 
Attachment C Option C show that we comply with and meet or exceed the standards listed 
above.  Additional information about CenturyLink’s NGCS and ESInet solution is provided in the 
Service Exhibits, SLAs, and Technical information provided in the Attachments, Addenda, 
Appendices, and Brochures attached to this response.   
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2. TECHNICAL APPROACH  
The technical approach section of the Technical Proposal should consist of the following 
subsections:   

a. Understanding of the project requirements; 

Response:  CenturyLink currently offers E9-1-1 services in 35 states where CenturyLink 
operates as a Local Exchange Carrier.  Our E9-1-1 services include network management, 
local trunking, selective routing (using appropriate ESN data), and ALI database services.  
Additionally, CenturyLink offers a full range of PSAP applications in on-premise 
configurations. 

CenturyLink currently offers NG9-1-1 services in Washington, Utah, North Dakota, 
Minnesota, and North Carolina over our IP-based, redundant, resilient, fault tolerant, and 
secure Public Safety grade ESInet.  Powered by West Safety Services next generation core 
services, CenturyLink has been offering NG9-1-1 solutions for over 8 years. 

CenturyLink has been designing and deploying public safety products and services based on 
the needs of the industry and our forward-looking view of 9-1-1. CenturyLink provides core 
911 services to over 35 states in the US and has played a key role in defining, building, and 
maintaining the complex emergency communications infrastructure. 

We listen to public safety officials, monitor new technology development, and participate in 
industry standards bodies to understand these needs and develop products that revolutionize 
the public safety industry.  

CenturyLink has a proven track record of successfully integrating emerging technologies into 
the evolving emergency services network, and our proactive deployment of next generation 
technologies is helping to improve 9-1-1 system efficiency and increase interoperability 
throughout the emergency response community.  

CenturyLink 911 systems and services support a high percentage of all 9-1-1 calls placed 
each day, totaling over 300 million calls to 9-1-1 each year. CenturyLink customers include all 
major U.S. wireline, wireless, Voice over IP (VoIP), Satellite, and Telecommunication Relay 
Services carriers, large international operators, and a growing number of public safety 
agencies and municipalities in the U.S.  Built on a belief in work worth doing, our companies 
touch millions of lives every day and we take that responsibility very seriously. 

CenturyLink is extensively involved in all aspects of 9-1-1, giving us a unique perspective on 
its required evolutionary path to support new technologies and expand citizen expectations. 
These insights have enabled CenturyLink to anticipate trends and help public safety agencies 
and telecommunications service providers proactively prepare for change.   

CenturyLink’s emergency communications excellence is built upon a strong foundation of the 
following::  

• An unmatched knowledge of emergency communications and public safety operations   

• A proven experience in the design, deployment and operation of highly accurate, high-
volume communication networks, equipment, software and applications  

• A solid reputation as a trusted and neutral custodian of sensitive data   

• A passion for saving lives  

• A thorough understanding of the needs of the State of Nebraska for NG911 Services 
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i3 Products 
CenturyLink’s NG9-1-1 product suite is a complete, end-to-end manage hosted NG 9-1-1 
solution that provides an i3 ESInet that is fully interoperable with legacy networks. The suite 
includes a broad range of premise-based and fully managed public safety solutions that align 
with the most commonly used industry standards. New products include interconnections with 
call handling solutions and managed and secure emergency IP network (ESInet) services.   

Additional products in the i3 suite are:  

• IP voice and data delivery to public safety answering points (PSAPs)  

• Enterprise Geographic Information Services (GIS) data management services 

• Comprehensive Geographic Information Services (GIS)  

• Location Information Services (LIS)  

• Advanced call routing services including ESRP, ECRF, BCF, LNG, and LPG 

• Network and Application Security services  

• Voice and data gateway services for interoperability with legacy and other next 
generation networks  

• Advanced message switching services  

• Call handling premise systems for the i3 capable PSAP 

• Text-to-9-1-1  

CenturyLink has been designing and implementing telephony networks since 1930. This 
includes 911 ALI database and selective routing and transport since the inception of 9-1-1.  
CenturyLink’s NG9-1-1 solution is built on the basic principle of "no single point of failure." 
Our solution uses a fully redundant, multi-carrier, multi-location network linking all 9-1-1/E9-1-
1 network elements and PSAPs. Within each redundant node, there are redundant network 
elements. Each of these facilities and nodes are equipped with physically redundant data 
communications and power equipment so that any component can be maintained without 
overall service impact. Failover within the system occurs automatically with no manual 
intervention. CenturyLink’s network carriers enter each facility (minimum of two) via diverse 
facility transport paths and diverse points of interconnection. Where available, each carrier 
will have their 9-1-1 calls delivered over diverse facility routes.  

The MPLS network is designed in a 100% capacity and 100% redundancy configuration so 
that if one MPLS carrier’s network goes down, the redundant bandwidth can manage 100% 
of the PSAP’s capacity. The result of this is a network that is truly public safety grade in terms 
of capacity, reliability, and redundancy. 

CenturyLink’s proven track record of successfully integrating emerging technologies into the 
evolving emergency services network and its proactive deployment of next generation 
technologies is helping to improve 9-1-1 system efficiency and increase interoperability 
throughout the emergency response community. Our network design is based on 
CenturyLink’s extensive experience in deploying NG9-1-1 for hundreds of PSAPs and many 
statewide deployments covering the following areas. 

 

b. Proposed development approach; 

Response:  CenturyLink follows a well-defined, repeatable, and disciplined system and 
software design, development, and implementation methodology. These are well planned 
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and managed processes. The ESInet system design is a highly available and highly reliable 
distributed and redundant architecture with no single points of failure. Key components are 
redundant within a given geographic site and are also geographically redundant. The loss of 
any single element will not prohibit call processing functions. The architecture is also 
extremely scalable to meet current and future needs. The solution includes internal audits 
and background test capabilities to continuously ensure solution integrity and to detect 
abnormal conditions.   

The overall implementation is highly secure and uses industry standard security best 
practices. The ESInet system is protected from external sources and practices internal 
security management best practices process and procedures.   

The ESInet system design is a multi-tenant architecture with configuration to implement 
customer desired routing behavior and interface protocols. The resulting architecture is highly 
cost effective for individual customers and results in an ability to focus specialized resources, 
where smaller, completely localized solutions may struggle to deploy dedicated specialized 
resources.   

Implementation has achieved a standard, highly repeatable, process as demonstrated by the 
numerous NG911 / PSAP deployments. Deployment is followed by an effective and 
constantly improving monitoring and management capability with a 24x7x365 support 
structure..   

 

c. Attachment C - Technical Requirements Option A, B, and/or C; 

Response:  CenturyLink has provided Attachment C Option C for this proposal version 2 in 
the electronic on-line filing as the file named “RFP 6264 Z1 CenturyLink Proposal 2 Option 
C File 3 of 4”    

 

d. Proposed high-level project plan 

Response:   
A high-level Program Management Plan(PMP) has been provided as an appendix to this 
document.  The Program Development Plan will be refined with input from all stakeholders 
after contract award during the planning phase of the project. The PMP outlines all areas of 
the project from planning through implementation and deployment and will serve as the 
guiding document throughout the lifecycle of the program.  Please see the file named 
“2.d_CenturyLink Sample Program Management Plan for Nebraska” 

During the planning phase of the project, the CenturyLink Program Manager will work with 
stakeholders to refine the PMP and ensure that it is inclusive of all aspects of both the project 
and overall program lifecycle.  A final draft version of the PMP will be provided to all 
stakeholders for any revisions and signoff, then the final product will be distributed. As 
customer needs evolve, this document can, and should, be revised to reflect any changes to 
the project/program. 

 

e. Schedule for the lifecycle of this project; and  

Response:   
A draft schedule has been provided as an appendix to this proposal.  The schedule has been 
developed based on the timelines provided within the Request for Proposal and approaches 
the Implementation and Transition phases on a regional basis. A regional approach will allow 
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the state to transition services in a manner that both reduces risk, and allows for ample 
testing and acceptance prior to moving focus to the subsequent regions.  The schedule that 
has been provided is to be considered a draft, with the finalized schedule to be provided after 
the planning phase has been completed.  The CenturyLink Program Manager will update the 
schedule as the project progresses and provide it to the state as revisions occur, along with 
the regular status reporting.  The schedule, although considered final after the planning 
phase, should be considered a “living” document as it will be adjusted throughout the lifecycle 
of the project.  Please see the attachment named “2.e Sample Nebraska_Draft Project 
Schedule_Gantt Chart Format” 
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FORM A 
BIDDER PROPOSAL POINT OF CONTACT 

Request for Proposal Number 6264 Z1 

Form A should be completed and submitted with each response to this solicitation.  This is intended to 
provide the State with information on the bidder’s name and address, and the specific person(s) who are 
responsible for preparation of the bidder’s response.   

Preparation of Response Contact Information 

Bidder Name: CenturyLink Communications, LLC 

Bidder Address: 
118 South 19th 
Omaha Ne 68102 
 

Contact Person & Title: Jon Osborne 

E-mail Address: Jon.Osborne1@centurylink.com 

Telephone Number (Office): 402 998 7392 

Telephone Number (Cellular): 402 216 1009 

Fax Number: 402 422 3545 

 

Each bidder should also designate a specific contact person who will be responsible for responding to the 
State if any clarifications of the bidder’s response should become necessary.  This will also be the person 
who the State contacts to set up a presentation/demonstration, if required. 

Communication with the State Contact Information 

Bidder Name: CenturyLink Communications, LLC 

Bidder Address: 
125 S Dakota Ave. 

Sioux Falls, SD. 57104 

Contact Person & Title: Bjorn Johnson, Sr. Account Manager - SLED 

E-mail Address: Bjorn.Johnson@centurylink.com 

Telephone Number (Office): 605 977 2820 

Telephone Number (Cellular): 605 321 6188 

Fax Number: 605 339 5652 
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REQUEST FOR PROPOSAL FOR CONTRACTUAL SERVICES FORM  
By signing this Request for Proposal for Contractual Services form, the bidder guarantees compliance 
with the procedures stated in this Solicitation, and agrees to the terms and conditions unless otherwise 
indicated in writing and certifies that bidder maintains a drug free workplace. 

Per Nebraska’s Transparency in Government Procurement Act, Neb. Rev Stat § 73-603 DAS is required 
to collect statistical information regarding the number of contracts awarded to Nebraska Contractors. 
This information is for statistical purposes only and will not be considered for contract award purposes.  

__X__ NEBRASKA CONTRACTOR AFFIDAVIT: Bidder hereby attests that bidder is a Nebraska 
Contractor. “Nebraska Contractor” shall mean any bidder who has maintained a bona fide place of 
business and at least one employee within this state for at least the six (6) months immediately preceding 
the posting date of this Solicitation. 

 

_____ I hereby certify that I am a Resident disabled veteran or business located in a designated 
enterprise zone in accordance with Neb. Rev. Stat. § 73-107 and wish to have preference, if applicable, 
considered in the award of this contract. 

 

_____ I hereby certify that I am a blind person licensed by the Commission for the Blind & Visually 
Impaired in accordance with Neb. Rev. Stat. §71-8611 and wish to have preference considered in the 
award of this contract. 

 

FORM MUST BE SIGNED USING AN INDELIBLE METHOD OR BY DOCUSIGN 

FIRM: CenturyLink Communications, LLC 

COMPLETE ADDRESS: 
931 14th Street, # 900  

Denver, CO. 80202 

TELEPHONE NUMBER: 720 779 8247 

FAX NUMBER: 303 383 8275 

DATE: June 3, 2020 

SIGNATURE:  

TYPED NAME & TITLE OF SIGNER: Susan Baker, Manager Offer Management 
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ATTACHMENTS, ADDENDA, APPENDICES, AND BROCHURES 
 

State Attachments and Required Uploaded Files 

RFP 6264 Z1 CenturyLink Proposal 2 Option C File 2 of 4 (Cost Proposal) 

RFP 6264 Z1 CenturyLink Proposal 2 Option C File 3 of 4 (Attachment C Option C) 

RFP 6264 Z1 CenturyLink Proposal 2 Option C File 4 of 4 (PROPRIETARY INFORMATION) 

 
 
State Issued Addenda 

6264 Z1 Addendum One 3-25-2020 

6264 Z1 Addendum Two 3-27-2020 

6264 Z1 Addendum Three 4-16-2020 

6264 Z1 Addendum Four Questions and Answers 4.22.20 final Q&A Answers - NE RFP 

6264 Z1 Addendum Five 4-22-20 Revised SOE Revised Schedule  - NE RFP NG911 

6264 Z1 Addendum Six 5-7-2020 Questions and Answers Round Two final 

6264 Z1 Addendum Seven 5-15-20  Questions and Answers additional question 

 

 

CenturyLink Attachments and Supporting Documentation 

6264 Z1 CC LLC NE Cert of Good Standing 

1.A.1.i Key Employees ResumesNG911 Resumes_Combined 

1_a_CC__LLC_Certificate_of_Name_Change__Incorporation 

2.d_ CenturyLink Sample Program Management Plan for Nebraska 

2.d ss15_SAMPLE Staging and Acceptance Checklist 

2.d_Testing_Sample CenturyLink Test Plan 

2.e Sample Nebraska_Draft Project Schedule_Gantt Chart Format 

3.B I 9 Compliance Certification_Q1 2020_Letterhead 
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CenturyLink’s Service Exhibits and SLA Attachments, as referenced in the Legal Statement included with 
this response:  

Att A_MPLS (IPVPN and VPLS) VPN Service Schedule 

Att B_Local Access Service Exhibit with Pricing Attachment 

Att C_SLA_Local Access 

Att D_Domestic Network Diversity Service Exhibit 

Att E_SLA_Diversity 

Att F_CenturyLink Select Advantage Service Exhibit 

Att J_Telecommunications Service Priority (TSP) 

Att K_Data Security Addendum 

Att L_QCC Network Management Service (NMS) Exhibit 

Att M_SLA_NMS 

Att N_NextGen 911 Service Schedule (Intrado) 

 
 
Attachments and Brochures supporting attachment C Option C 

NGCS_78_Intrado 9-1-1EGDMS User Guide_3.4 

SEC 3 Security Compliance Matrix 

SLA 5 Brix_probe_PSAP_Troubleshooting 

SLA 5 PSAP_Active_Test_V4-Example 

 
 
Attachments and Brochures filed as PROPRIETARY INFORMATION and provided in a separate file: 

CenturyLink-Intrado PROPRIETARY INFORMATION Reasons 

ESI_10_ESInet to ESInet Intercon Specification_v2.1.1_PROPRIETARY 

Attachment C Option C - PROPRIETARY INFORMATION 

NGCS_23_OSP NNI v1.6.1_PROPRIETARY 

NGCS_75_ADR-AdditionalData Interface Specif_v1.3.1docx_PROPRIETARY 

NGCS_75_ECRF-LoST Interface Specification_v1.4.2_PROPRIETARY 

NGCS_75_LIS-HELD Interface Specification_v1.4_PROPRIETARY 

NGCS_78_ESRP-Term ESRP Interface Specification_v1.4.1_PROPRIETARY 

A.1.e NE Active Contracts Public Saftey & SoNE PROPRIETARY 
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ADDENDUM ONE 
 
 
Date:  March 25, 2020 
 
To:  All Bidders  
 
From:  Annette Walton / Nancy Storant, Buyers 

Nebraska State Purchasing Bureau 
 
RE:  Addendum for RFP Number 6264 Z1 to be opened June 3, 2020 at 2:00:00 p.m. 

Central  
 
 
 

 

The Change in Procurement Procedure allowing for electronic submission of bids 
through ShareFile has the following change:  

 

The previous link did not request email information in order to send a confirmation email 
listing the items uploaded by a vendor for this RFP.   

 

Please use the following Link to upload proposal documents: 
            https://nebraska.sharefile.com/r-r7e7e4b7a0264303a  

 
This addendum will become part of the ITB/proposal and should be acknowledged with the 
Request for Proposal response.  
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ADDENDUM TWO 
 
 
Date:  March 27, 2020 
 
To:  All Bidders  
 
From:  Annette Walton / Nancy Storant, Buyers 

Nebraska State Purchasing Bureau 
 
RE:  Addendum for RFP Number 6264 Z1 to be opened June 3, 2020 at 2:00:00 p.m. 

Central  
 
 
 

Due to concerns around COVID-19, the State of Nebraska is allowing attendance of the 
Optional Pre-Proposal Scheduled for April 1, 2020 from 10am-12pm to only be via Skype. 
Please submit an Intent to Attend Form B for meeting information. 

 
This addendum will become part of the ITB/proposal and should be acknowledged with the 
Request for Proposal response.  
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ADDENDUM THREE – REVISED SCHEDULE OF EVENTS 
 
 
Date:  April 16, 2020 
 
To:  All Bidders  
 
From:  Annette Walton / Nancy Storant, Buyers 

Nebraska State Purchasing Bureau 
 
RE:  Addendum for RFP Number 6264 Z1 to be opened June 3, 2020 at 2:00:00 P.M. 

Central  
 
 
 

Revised Schedule of Events 

ACTIVITY DATE/TIME 

6.  

State responds to written questions through Solicitation “Addendum” 
and/or “Amendment” to be posted to the Internet at:  
http://das.nebraska.gov/materiel/purchasing.html 

April 22, 2020 
April 16, 2020 

7.  

Proposal Opening 
 
Location for mailed/hand delivered submissions:  
State Purchasing Bureau 
1526 K Street, Suite 130 
Lincoln, NE 68508 
 
Electronic submissions: 
https://nebraska.sharefile.com/r-r11ba33e3ee24b63b 
 

June 3, 2020 
2:00: 00 PM 
Central Time 

8.  Review for conformance to solicitation requirements  June 8, 2020 

9.  Evaluation period 
June 8, 2020  

through  
June 29, 2020 

10.  
“Oral Interviews/Presentations and/or Demonstrations” (if required) 
 

TBD –July 13-17 

11.  
Post “Notification of Intent to Award” to Internet at:  
http://das.nebraska.gov/materiel/purchasing.html   

TBD 

12.  Contract finalization period  TBD 

13.  Contract award TBD 

14.  Contractor start date TBD 

 

 
This addendum will become part of the ITB/proposal and should be acknowledged with the 
Request for Proposal response.  

 



 

 

 
ADDENDUM FOUR, QUESTIONS and ANSWERS 

 
 
Date:  April 22, 2020 
 
To:  All Bidders  
 
From:  Annette Walton/Nancy Storant, Buyers 

AS Materiel State Purchasing Bureau 
 
RE:  Addendum for Request for Proposal Number 6264 Z1 to be opened June 3, 2020 at 2:00 P.M. 

Central Time 
 
 

Questions and Answers 
 
Following are the questions submitted and answers provided for the above-mentioned Request for 
Proposal.  The questions and answers are to be considered as part of the Request for Proposal.  It 
is the Bidder’s responsibility to check the State Purchasing Bureau website for all addenda or 
amendments. 



Question 
Number 

Reference 
Document 

RFP 
Section 

Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

1. 6264 Z1 
Attachment 
C Technical 
Requirement
s Option A, B 
and C (Word 
doc) 

SLA 1 
through 
9 

General 
Operations - 
Service Level 
Agreements  
System 
Capacities 
and 
Performance  

16 
Option A, B, and C have the same SLA 
requirements; could the Commission 
please clarify how the SLA's apply to 
each option individually? 

The SLA requirements apply as written. Even if a 
bidder is only responding to the NGCS, there is still 
a network component to that. The SLAs related to 
devices and capacity apply equally to network and 
NGCS devices. 

2. 6264 Z1 
Attachment 
C Technical 
Requirement
s Option C - 
ESInet and 
NGCS (Word 
doc) 

GEN 
SCEN 3 

Scenario 3 
25 

Can the Commission clarify whether this 
scenario is referring to an SI or LDB 
change? 

The reference is to a spatial interface (SI) change, 
but it could be either an SI or location database 
(LDB) in a transitional environment. 

The errors were discovered in the Contractor’s 
validation process prior to updating either the SI or 
the LDB, with the understanding that the state will 
upload data to the Contractor and never have direct 
access to either the SI or the LDB. 

3. 6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision One 
and Cost 
Proposal 
(Word doc) 

V.A Background 
and Project 
Scope 

28 
Regions 1-6 are defined differently in 
Section V.A and in the Cost Proposal 
Summary; for example, Region 1 is 
defined as the South Central / Panhandle 
in RFP Section V.A and defined as SE in 
the Cost Proposal Summary. Could the 
Commission please clarify? 

Section V.A. of the RFP is Correct. Please use the 
revised posted documents:  

6264 Z1 Cost Proposal Option A ESInet Revision 
One,  

6264 Z1 Cost Proposal Option B NGCS Revision 
One, and  

6264 Z1 Cost Proposal Option C ESInet and NGCS 
Revision One. 

4. 6264 Z1 
ATTACHME
NT A 

PSAP 
Host 
Location
s 

- - 
Based on the description of each RFP 
element in section V.B of the main RFP 
document, the initial RFP solution will 
connect each regional host to the 
statewide ESInet. What does the 
Commission intend for the Standalone 
PSAPs and Regions 6 and 7 that do not 
have a host location defined in 
Attachment A? Can the Commission 
identify hosted location(s) for Regions 6 

The creation and composition of PSAP regions is 
under local control. However, it is the State’s 
expectation that the remaining standalone PSAPs 
will join either an existing region or one of two new 
regions, at the PSAPs discretion. 

The State anticipates that regions 6 & 7 will be 
comprised of PSAPs in the northeast corner of the 
state. The two regions are expected to form by mid-
2021 and anticipated host locations have been 
added to Attachment A Revision One.  
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Question 
Number 

Reference 
Document 

RFP 
Section 

Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

and 7 to maintain consistency with 
pricing for Regions 1-5? Can the 
Commission indicate which Region the 
Standalone PSAPs intend to join? 

For purposes of responding to this RFP, please 
assume the following: 

The State is of the understanding that the PSAPs in 
Custer and those included in ‘Region 26’ (Thomas, 
Blaine, Loup, Garfield, Wheeler, Valley, Greely and 
Sherman counties) will become a part of the East 
Central Region. 

*Region 6 (Northeast) 

Knox, Cedar, Dixon, Dakota, Thurston, Stanton, 
Madison (Host), Wayne, Pierce, and Antelope  

Region 7 (Metro West) 

Dodge (Host), Colfax (Host), Cuming and Burt 

*The Northeast region is finalizing host locations. 
Norfolk (Madison County) will be one host, while the 
second host may be one of the following three 
locations: South Sioux City (Dakota County), 
Wayne, or Hartington (Cedar County). The State 
anticipates that the second host will be known prior 
to the opening of the RFP and an Addendum will be 
posted once the locations are finalized.  

5. 6264 Z1 
ATTACHME
NT A 

PSAP 
Host 
Location
s 

- - 
Is there a timeframe that should be 
assumed for the deployment of the host 
locations for Regions 6 and 7 for 
purposes of developing the project 
implementation plan? 

The State anticipates completion of regions 6 and 7 
by the end of 2021. It is expected that all regions are 
transitioned to the statewide NG911 system by 
2023. 

6. 6264 Z1 
ATTACHME
NT A 

PSAP 
Host 
Location
s 

- - 
If the requirement is for bidders to 
provide network to standalone PSAPs, 
what is the requirement for last-mile 
diversity and redundancy for standalone 
PSAPs? 

All PSAPs on the NG911 system will be a part of a 
region. There will not be standalone PSAPs.  

7. 6264 Z1 
ATTACHME

PSAP 
Equipm

- - 
Can the Commission provide the call-
handling position count at each PSAP? 

See Attachment D Nebraska PSAP Trunk, Position, 
and Call Volume Information.  
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Question 
Number 

Reference 
Document 

RFP 
Section 

Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

NT A ent 

8. 6264 Z1 
Attachment 
C Technical 
Requirement
s Option C - 
ESInet and 
NGCS (Word 
doc) 

ESI 1 Emergency 
Services IP 
Network 
Diversity 

30 
Can the Commission please clarify 
whether diverse entrances already exist 
at any of the identified host locations due 
to the likelihood that bidders will not be 
able to perform site walks of the 
locations prior to bid submission? For 
sites that have diverse entrances, can 
the Commission provide information on 
which carriers are providing IP 
connectivity through those entrances? 

It is the state’s understanding that the majority 
of the host locations do not have diverse 
entrances into their facilities.  

The host locations that have diverse entrances 
are those serving the South East Region, with 
Windstream serving as the primary carrier in 
both host locations and the Metro Region, with 
CenturyLink serving as the primary carrier into 
both host locations.  

The North Central, South Central, East Central, 
Metro West, and North East do not have 
diverse entrances.  
The State asks that Bidders differentiate 
between primary and secondary connections 
both in the response and pricing matrix. 

9. 
6264 Z1 
Attachment 
C Technical 
Requirement
s Option C - 
ESInet and 
NGCS (Word 
doc) 

NGCS 9 Next 
Generation 
Core 
Services 
Elements 
(NGCS) 
Legacy 
Network 
Gateway 
(LNG) 
Location 
Information 

37 Are NGCS 8 and NGCS 9 duplicates? Yes, NGCS 8 and NGCS 9 are duplicates NGCS 9 
has been deleted in its entirety. Please see; 

Attachment C Option B Revision One, and  

Attachment C Option C Revision One. 

10. 
6264 Z1 
Attachment 
C Technical 

NGCS 
67 

Next 
Generation 
Core 

59 What expectations does the Commission 
have for the interface between audio 
logging recording and i3 Event logging? 

At this time, there is no requirement of audio logging 
occurring within NGCS. Audio logging is done at the 
host or PSAP level. i3 event logging must interface 
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Question 
Number 

Reference 
Document 

RFP 
Section 

Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

Requirement
s Option C - 
ESInet and 
NGCS (Word 
doc) 

Services 
Elements 
(NGCS) 
Event 
Logging and 
Management 
Information 
System (MIS) 

with ECaTS.  

 

11. 
6264 Z1 
Attachment 
C Technical 
Requirement
s Option C -
ESInet and 
NGCS (Word 
doc) 

NGCS 
62 

Next 
Generation 
Core 
Services 
Elements 
(NGCS)  
Spatial 
Interface (SI)  
Use of the 
Commission’
s GIS Data 
Model 

56 1. Describe how the Bidder’s solution will 
use the Commission’s GIS data model 
(Attachment D) without modification to 
the schema.  
 
Can the Commission confirm that this is 
actually referencing Attachment B? 

 

 

 

Yes .NGCS 62 has been corrected. Please use: 
Attachment C Option B - NGCS Revision One and  

Attachment C Option C – ESInet and NGCS 
Revision One.  

12. 
6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision One 

- Scope of 
Service 

1 "The bidder must identify the proprietary 
information, mark the proprietary 
information according to state law, and 
submit the proprietary information in a 
separate container or envelope marked 
conspicuously using an indelible method 
with the words "PROPRIETARY 
INFORMATION" or if submitting the 
proposal or response electronically, as a 
separate electronic file that is named 
“PROPRIETARY INFORMATION”. " 
 
As the proprietary information in bidder's 
responses may be in a number of 
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Question 
Number 

Reference 
Document 

RFP 
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Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

different areas of the response and if 
bidders provide the bid as requested 
above, this would oblige the State 
evaluation team to reference back and 
forth between two documents as they go 
through the review of the completed 
responses. We would like to suggest for 
the benefit of the evaluation team that 
bidders provide two full set of response 
documents; One copy of the full 
submission for the evaluation team (not 
to be published publicly) and one 
redacted version of the completed 
response (for public publication). 

 

 

 

Please submit all proprietary information as required 
in the RFP. 

 

13. 
Addendum 1 - - - Can the State provide what the file size 

limitation are for bid submission via 
ShareFile, if any? 

None known at this time. 

14.   
Attachment 
A 

2,3 Will PSAP CPE be upgraded to be i3 
capable or will this be an initial RFAI 
deployment? 

 
The PSC will work with the regions to encourage i3 
compatibility, but Bidders shall assume connectivity 
to CHE with the software versions noted in 
Attachment A Revision One.   

15.   
Attachment 
C 

Page 
65, 
SVAL-
1 

Can the State please confirm that 
SVAL-1 is an optional requirement? 

SVAL-1 is not an optional requirement.  
Attachment C Option B NGCS - Revision One 
Attachment C Option C ESInet and NGCS - 
Revision One. 

16.   
6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision 

Page 
29 

Is the intent of the “Option A” network 
to be a standalone WAN for all host 
locations to communicate and share 
data; or is the “Option A” network 
exclusive to provide connectivity from 
the NGCS’s to the host locations? 

It could potentially allow for traffic between 
PSAPs associated with different hosts; 
however, 911 requests for assistance shall 
have priority. The regional ESInets will handle 
traffic between PSAPs in the respective 
regions. Any non-911 traffic must be public-
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e 
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RFP 
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Number 

Question State Response 

One safety-related (CAD, MIS, etc.). 
 
The State recognizes that there would need to 
be traffic engineering discussions before 
additional traffic could be added to the network. 
 

17.   
Attachment 
A 

2-3 Can the State provide physical 
addresses for all the Stand Alone 
PSAPs so that vendors can 
determine diversity availability to 
each? 

See response to Question 4. 
 

18.   
Attachment 
A 

all Can the State confirm there are no 
secondary PSAPs that will be 
connected to the ESInet/NGCS? 

At this time, no secondary PSAPs will be 
connected to the ESInet/NGCS. If they connect 
in the future, they will connect via a regional 
host.  

19.   
Attachment 
C, Option C 

10 NOC/SOC 10 - Does this 
requirement only apply to ESInet as 
NGCS is not indicated in this 
requirement? 

It is a general requirement and applies to both 
ESInet and NGCS. Please use Attachment C – 
Option A ESInet Revision One; Attachment C 
Option B NGCS Revision One; and Attachment 
C Option C ESInet and NGCS Revision One. 

20.   
Attachment 
C, Option C 

18 SLA 9 – Will the State please 
reference the Standards Document 
the 54ms network traffic convergence 
requirement is derived from? 

ITU-T G.8031 and G.8032 implement sub-
50ms failover in ethernet networks. Additionally, 
MPLS networks support Fast Re-Route (FRR) 
which also is sub-50ms. 

21.   
Attachment 
C, Option C 

32 ESI 9 - Can the State provide 
additional documentation on the 
microwave network and other 
local/state-owned networks that are 
being proposed?  

Are these public safety grade 

This requirement was to raise awareness of 
other networks in the state. Bidders should 
research all possible providers to provide 
service to the State.  
 
 
The PSC is unable to provide additional 
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e 

RFP 
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Page 

Number 

Question State Response 

networks? information specific to the networks.  

22.   
Attachment 
C, Option C 

33 ESI 11 - Can the state clarify the 
difference between ESI 10 and ESI 
11? 

ESI 10 specifies that the Contractor will support 
ESInet-to-ESInet interconnections. ESI 11 
specifies that the Contractor will implement 
ESInet-to-ESInet and NGCS interconnections 
as the need arises. 

23.   
Attachment 
C, Option C 

47 NGCS 38 - SCTP is listed as 
optional.  NGCS 27 includes this and 
does not state as optional.  Can the 
State clarify? 

NGCS 27 refers to the border control function 
(BCF) and requires that the BCF be able to 
accept stream control transmission protocol 
(SCTP) traffic from outside. 
NGCS 38 refers to the emergency services 
routing proxy (ESRP), where SCTP traffic is 
desirable but not required. 

24.   
Attachment 
C, Option C 

56 NGCS 62 - Reference to Attachment 
D.  Currently no attachment D on the 
State's website, can the State 
provide? 

See response to Question 11. 

25.   
Attachment 
C, Option C 

59 NGCS 69 - State references MIS 
which is usually associated with CPE. 
 Is the State asking for the NGCS 
provider to manage MIS or continue 
using the current ECaTs solution with 
their loggers for CPE? 

The requirement is for the event logging in the 
NGCS to feed into the PSAPs’ event logging 
(ECaTS) to provide a complete record of the 
call event. 

26.   
Attachment 
C, Option C 

63 NGCS 77 - Can the State clarify the 
Ringdown Functionality.  Ringdown is 
currently part of CPE, how does the 
State propose this be integrated with 
ESInet? 

The requirement is that the NGCS support  
Ringdown functionality in the event that one or 
more CHE systems do not support it. 

27.   
Attachment 
A 

2,3 Will you please add a “Total Position 
Count” column to the PSAP Table in 

See response to Question 7. 
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Attachment A? 

28.   
6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision 
One 

all What changes were made with the 
release of Revision One? 

1. The Opening Date and time was corrected 
to:  
 
June 3, 2020 2:pm CT 
2. Added to the Proprietary Paragraph on Page 
i. “if submitting the proposal or response 
electronically, as a separate electronic file that 
is named “PROPRIETARY INFORMATION”.   
3. Schedule of Events Activity 2 added “Form 
B” 
4. Schedule of Events, Activity 8 added “.00 
(seconds)” to the time that bids are due. 

29.   
Attachment 
C, Option A, 
B, and C 

all Are there any Mandatory 
Requirements in Options A, B, or C? 

Optional service is called out at NGCS 81. 
It is understood that Bidders may not have 
100% compliance. The evaluation process is 
designed to select the best solution from those 
submitted.  

30.   
Attachment 
C, Option C 

15 NOC/SOC 23 – State indicates they 
maybe find it beneficial to have a 
third party NOC/SOC service. Can 
the State provide additional details 
such as location, software used, and 
other technical capabilities on the 3rd 
party to allow vendors to price 
connecting to a 3rd party NOC/SOC? 

This is a requirement to support such a 
connection in the future should the State 
determine it is in the State’s best interest. 
Bidders should describe their capabilities for 
establishing a data-sharing connection.  

31.   
Attachment 
C, Option C 

25 GEN SCEN 3 – Can the state expand 
on the scenario described?  What 
kind of changes has the bidder 
uploaded? Are these software 
updates? The assumption is that the 

See response to Question 2. 

The reference is to a spatial interface (SI) change,  
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e 
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RFP 
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State is responsible for both MSAG 
and GIS data so they would be 
responsible for making updates to 
these.  Not sure what kind of bidder 
updates would result in 15,000 errors 
being generated. 

32.   
6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision 
One, 
Section 
V.B.2.b 

29 Can the State provide status of GIS 
data for the PSAP’s throughout 
Nebraska?   

Will the State be going to i3 with 
geospatial day 1 or will it be a slower 
transition? 

The statewide street centerline data is available 
for download from nebraskamap.gov  
(search 911) 
 
The State is currently working with each PSAP 
to create the statewide PSAP layer. This is a 
work in progress and the data is currently out to 
the PSAPs for input and updates.  
 
The State is looking to implement NG911 
services as quickly as possible, so it is not 
required that geospatial routing be available 
with the initial deployments.  

33.   
Attachment 
A 

2,3 Can you please provide the number 
of concurrent calls that each PSAP 
can currently support?  

As a follow on, is it the State’s desire 
to maintain this capacity or is there a 
need to increase the number of 
concurrent calls for each PSAP? If 
so, please provide the desired 
number of concurrent calls by PSAP. 

The number of concurrent calls that each PSAP 
can support is unknown. Please see 
Attachment D. 
 
At this time, it is the expectation of the State 
that the capacity for concurrent calls remains 
the same. As greater functionality becomes 
available (video, images, etc.), it is expected 
that network capacity can be adjusted to 
accommodate the additional traffic. Please refer 
to Req. GEN-4 and SLA-1. 

34.   
Attachment 
C 

63 Make-Busy Functionality: Is the 
requirement to continue to use a 

The functionality can be provided either way. 
Some PSAPs may desire the option of a 
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physical device for make-busy 
operation or can this capability be 
provided through a portal that would 
add more functionality and options for 
make-busy scenarios? 

physical switch. 

35.   
Attachment 
A 

3 Is it the intent of the State to connect 
each of the individual PSAPs (not 
currently part of a regional system) to 
the NGCS via ESInet or will those 
PSAPs remain on legacy routing until 
such time that they become part of 
an existing or new regional system? 

See response to Question 4. 
 

36.   6264 Z1 
Cost 
Proposal 
Option A 
ESInet 
Final, 6264 
Z1 Cost 
Proposal 
Option B-
NGCS 
FINAL3.10.
20, 6264 Z1 
Cost 
Proposal 
Option C 
ESInet and 
NGCS final 

 The cost proposal worksheets 
require the breakout of fees to seven 
(7) regions. Section V. A of the 
Request for Proposal for Contractual 
Services (6264 Z1 ESInet and Core 
Services RFP final SONYAS.docx) 
and “Attachment A PSAP Host 
endpoints equipment and selective 
router locations” indicate the makeup 
of the seven (7) regions. Between 
those two data sources, twelve (12) 
of the “stand-alone” counties / PSAP 
locations from Attachment A are not 
accounted for in one of the seven (7) 
regions.  How should fees for these 
twelve (12) unaccounted locations be 
included in the cost proposal? 

1. Antelope County 

See response to Question 4. 
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Question State Response 

2. Cedar County 

3. City of South Sioux City 

4. City of Wayne/Wayne County 

5. Dawes County 

6. Dixon County 

7. Knox County 

8. Mid Rivers 911 Center 

9. Pierce County 

10. Region 26 Council 

11. Scottsbluff County 

12. Thurston County 

37.   6264 Z1 
Cost 
Proposal 
Option A 
ESInet 
Final, 6264 
Z1 Cost 
Proposal 
Option B-
NGCS 
FINAL3.10.
20, 6264 Z1 
Cost 
Proposal 
Option C 

 When will the remaining “stand-
alone” entities join a specific region?   

Are there any circumstances that 
would allow a stand-alone to NOT be 
in a region,  

and if so, will each stand-alone be 
their own ‘region’? 

See response to Question 4.  
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ESInet and 
NGCS final 

38.   6264 Z1 
ESInet and 
Core 
Services 
RFP final 
SONYAS 

Scope of 
Services I.J. 
Submission 
of Proposals 

i How should bidders delineate 
proprietary information? Can bidders 
submit redacted copies to be used 
for FOIA requests? 

The RFP states that The Technical 
Proposal, Cost Proposal, and 
Proprietary information should be 
uploaded as separate files. We are 
concerned that by separating 
proprietary details from the Technical 
Proposal the full response context 
will not be understood and will 
therefore make proposal evaluation 
more difficult. 

See response to Question 12. 

39.   6264 Z1 
ESInet and 
Core 
Services 
RFP final 
SONYAS 

I.P. Request 
for Proposal 
/ Proposal 
Requiremen
ts 

5 Should item #4 "Completed Sections 
II through IV" read "through VI" 
instead? 

No.  
 
Please use the most recent version of the RFP: 
“6264 Z1 ESInet and Core Services RFP 
Revision One”. 

40.   6264 Z1 
ESInet and 
Core 

9-27 Are bidders required to indelibly initial 
the “Accept” or “Reject” boxes in ink, 
or can bidders type the company 

Either is acceptable.  
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Services 
RFP final 
SONYAS 

II. Terms 
and 
Conditions 

III. 
Contractor 
Duties 

IV. Payment 

officer's initials? 

41.   6264 Z1 
ESInet and 
Core 
Services 
RFP final 
SONYAS 

V.B. 
Composition 
of the 
Request for 
Proposal 

29 The Commission’s intent is to release 
an RFP soon after the release of the 
ESInet/NGCS RFP that addresses 
the connectivity from the host 
locations to the regional PSAP 
locations. Please provide the status 
of the intended RFP, and what the 
expected relationship with these 
services providers will be? 

The status of releasing an RFP to address 
Host/Remote connectivity is still in discussion 
and a decision has not been finalized on the 
need for releasing such an RFP.  
 
Each region has a regional IP network today, 
and the expectation is that a possible 
Host/Remote RFP will not change the 
interaction between the Bidders and these 
regional IP providers.  
It is anticipated that the various service 
providers of the state and regional ESInets will 
advise one another of outages within their 
respective networks. 

42.   6264 Z1 
ESInet and 
Core 
Services 
RFP final 
SONYAS 

29 Are there any plans to upgrade call 
handling equipment to NENA i3-
ready call handling? 

The PSC will work with the regions to 
encourage i3 compatibility, but Bidders shall 
assume connectivity to CHE with the software 
versions noted in Attachment A Revision One.   
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V.B. 
Composition 
of the 
Request for 
Proposal 

43.   6264 Z1 
Attachment 
C Technical 
Requiremen
ts Option C 

GEN SCEN 
4, Scenario 
4 

25 Since the connectivity from the 
regional host controller to the PSAP’s 
will be part of another RFP, what are 
the responsibilities of the service 
provider for this connectivity 
regarding monitoring, reporting, and 
maintenance actions? 

The Regional IP network and monitoring of 
such networks is the responsibility of the 
Regional network service provider.  
It is anticipated that the various service 
providers of the State and regional ESInets will 
advise one another of outages within their 
respective networks. 

44.   6264 Z1 
Attachment 
C Technical 
Requiremen
ts Option C 

ESI 9, 
Emergency 
Services IP 
Network 
(ESInet); 
Special 
Constructio
n 

32 Can the State provide diagrams or 
schema for the existing network 
assets so bidder’s understand what 
can be leveraged? 

See response to Question 21.  

45.   6264 Z1 
Attachment 
C Technical 

60 Please provide a copy or link to the 
existing data-sharing agreement 
(DSA). 

 
Please see new 6264 Z1 Attachment E 
Nebraska ECaTs Data Sharing Agreement  
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Requiremen
ts Option C 

NGCS 70, 
Next 
Generation 
Core 
Services 
Elements 
(NGCS) 

Event 
Logging and 
Managemen
t Information 
System 
(MIS); 
Access to 
Event 
Logging 
Data 

46.   6264 Z1 
Attachment 
C Technical 
Requiremen
ts Option C 

NGCS 71, 
Next 
Generation 
Core 
Services 
Elements 

61 What needs to be provided for third-
party certification proof? 

Certification documents are not required. 
Please see NGCS 71. 
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(NGCS) 

Event 
Logging and 
Managemen
t Information 
System 
(MIS); 
NENA 
Standards 
Compliance 

47. 
 
 

  
RFP 
document, 
title page, 
top section:  

Page i The opening date and time says: 
“June 3, 3030, 2:00 P.M. Central 
Time”. 

Question: Should the year be 
changed to 2020 instead of 3030? Or 
is there a reason its titled 3030?  

 

See response to Question 28. 

48.   
RFP 
document, 
Section I. 
Procuremen
t Procedure, 
part J. 
Submission 
of Proposals 
subsection 
2 and 
Section VI 
Proposal 

Pages 
4 and 

35  

At section 1.J.2  of the RFP, the bid 
says: “The Technical, Cost 
Proposals, and Proprietary 
information should be uploaded as 
separate files.”  Additionally, section 
VI., Proposal Instructions, Part A 
Proposal Submission, number 2 
Technical Approach says: “ The 
technical approach section of the 
Technical Proposal should consist of 
the following subsections, which 
includes subpart f titled “Cost 
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Instructions, 
Section 2.f 

Proposal”.   

Question: Should the cost proposal 
be included as subpart f in the 
Technical Approach/Technical 
Proposal electronic file document, or 
should it be submitted as  a totally 
separate file? 

 
Please submit the cost proposal as a separate 
excel file. 
 
VI.A.2.f. is hereby deleted. 

49.   
RFP 
document, 
Section I. 
Procuremen
t Procedure, 
part P. 
Request for 
Proposal/Pr
oposal 
Requiremen
ts, Subpart 
4 and 
Section VI 
A. Proposal 
Instructions, 
Section 1 
Corporate 
Overview & 
2 Technical 
Approach 

Pages 
5 and 

35 

At Section 1.P.4, the proposal 
requirements say The proposals will 
first be examined to determine if all 
requirements listed below have been 
addressed and whether further 
evaluation is warranted. It goes on to 
include # 4 “Complete Sections II 
through IV.” 

 

Questions:  
1. In section VI Proposal 

Instructions, the location to 
include sections II through IV 
is not mentioned.  Should 
those sections be included in 
Section VI, Part 1 for 
Corporate Overview, or in 
section VI part 2 for Technical 
Approach? 

2. If in section VI.A.1, Corporate 
Overview, should the sections 
be in the order presented in 
the RFP, or do you want the 

 
 
 
 
 
 
 
 
 
 
 
The State lists all required items in section I.P. 
The order of documents is not prescribed in the 
RFP document. 
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Sections ii through IV after 
VI.A.1.j? 

3. .If in Section VI.A.2 Technical 
Approach, where in the letter 
sequence a. to f. should 
sections II through IV be 
inserted? 

50.   ESInet & 
Core 
Services 
RFP 
Revision 
One 

4 
 

The RFP requests one hard copy 
labeled "original," but does not specify 
the number of hard copies. If bidders 
intend to submit hard copies, how 
many copies should be provided? 

If a bidder chooses to submit a paper 
document, only one (1) copy marked “original” 
is needed. 

51.   ESInet & 
Core 
Services 
RFP 
Revision 
One 

20 If the primary contractor lists their 
subcontractors as additional insured 
on their insurance policy, does this 
satisfy the requirements in section G 
for subcontractors? 

Yes, if the Contractor provides equivalent 
insurance for each subcontractor and verifies 
the coverage meets the requirements of the 
RFP. 

52.   ESInet & 
Core 
Services 
RFP 
Revision 
One 

15 Within Section VI. Proposal 
Instructions, Item 2. Technical 
Approach provides a list of the 
subsections that should be included in 
the Technical Proposal. Item c. states 
"Attachment C - Technical 
Requirements Option A, B, and/or C." 
If a bidder intends to submit a 
response for Technical Requirements 
Options A, B, and C, how does the 
state prefer all three options be 
submitted?  
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Does the state want bidders to 
complete/return separate responses 
for Option A, B, and C? Or, does the 
state want only a response submitted 
for Option C and a separate cost 
proposal for each option?  
Please provide clarification. If the state 
does prefer bidders submit each option 
separately, should they be provided as 
separate binders? 

Please submit a complete, separate response if 
responding to more than one option. 
 
 
 
Yes. Or if submitted electronically, as separate 
files using the naming convention stated in the 
RFP. 
 

53.   Attachment 
C Option A / 
Attachment 
C Option B 
/Attachment 
C Option C 

1 The instructions for Attachment C, 
Options A, B, and C include 
instructions indicating "the narrative 
should provide The Public Service 
Commission (PSC) with sufficient 
information to differentiate the bidder's 
business solution from other bidders' 
solutions. Bidder shall not refer to 
other sections as a response. Even if 
the response is an exact duplicate of a 
previous response, the details shall be 
provided in the same paragraph as the 
requirement." However, ESInet & Core 
Services Revision One, page 29 
indicates "The Bidder may include 
appendices and reference them from 
within the proposal response. This is 
particularly appropriate for lengthy 
responses on a single subject." The 
bidder believes this information is 
contradicting. Please provide 
clarification as to whether it is 

Each Option being bid must include a response 
to each requirement. Bidders cannot reference 
a response submitted in another Option. While 
individual requirement responses may refer to 
additional documentation in appendices, 
attachments, etc., an answer may not be 
scored if it simply refers the reader to the 
response to an attachment or another 
requirement. 
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acceptable for bidders to refer to 
appendixes within their response that 
are included later within the proposal? 

54.   Attachment 
C Option B 
Attachment 
C Option C 

34 
 
37 

Req Identifier NGCS 8 and NGCS 9 
are identical. Does the state want 
bidders to answer both requirements 
or will one be removed? 

See response to Question 9. 

55.   Attachment 
C Option B 
Attachment 
C Option B 

35 
 
38 

Req Identifier NGCS 11 states "The 
bidder's BCF solution shall support 
transcoding of Baudot tones to real-
time text (RTT), as described in IETF 
RFC 4103. Describe how the solution 
meets or exceeds the above 
requirements." Generally, this function 
is normally conducted by the legacy 
network gateway (LNG). Can the state 
please provide clarification on this 
requirement? 

Describe how this functionality is implemented 
in the proposed solution, including the 
functional element or elements involved. 
 

56.   Attachment 
C Option B 
Attachment 
C Option C 

47 
 
50 

Regarding Req Identifier NGCS 45 “An 
origination network may use an ECRF, 
or a similar function within its own 
network, to determine an appropriate 
route—equivalent to what would be 
determined by the authoritative 
ECRF—to the correct ESInet for the 
emergency call. Describe the 
functionality of such an ECRF 
equivalent and document where this 
functional element resides within the 
proposed solution." If an origination 
network is using their own ECRF not 
provided by the bidder, how is the 

This is in reference to originating service 
providers (OSPs) needing some means of 
making an initial routing decision. Whether this 
is implemented by the NGCS provider as an 
external (to the ESInet) ECRF or by the 
respective OSP depends on the bidder’s 
interop agreement with the OSP. Describe how 
the ECRF solution operates in a hierarchical 
environment.  
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bidder expected to describe the 
functionality of said ECRF? 
 
Additionally, if it is in the origination 
network, how can the NGCS bidder 
document where this functional 
element resides? This same 
requirement is included in 

 
 
 
For the remainder of the question, there is 
missing information. The State is unable to 
provide a response.  

57.   Attachment 
C Option B 
Attachment 
C 
Option C 

47 
 
51 

Part of Req Identifier NGCS 49 is a 
duplicate of NGCS 48. Both contain, at 
least in part, “Logging of all 
connections, connection attempts, 
data updates, ECRF query results, and 
LoST transactions.” Please provide 
clarification. 

Req Identifier NGCS 48 deals specifically with 
rate-limiting queries and logging when those 
limits are exceeded. Req Identifier NGCS 49 is 
a more general list of requirements based on 
NENA-STA-010.2. 

58.   Attachment 
C Option B 
Attachment 
C 
Option C 

47 
 
51 

Part of Req Identifier NGCS 49 
includes “Location error correction." It 
is the bidders belief that the ECRF 
should consume data and optionally 
detect errors, allowing the GIS staff to 
act on detected errors and resolve 
them in the source GIS data. An ECRF 
can’t, and should not, attempt to 
correct errors as this can introduce a 
number of problems. Can this 
requirement please be removed? 

This requirement remains and should read, 
“location error identification.” Please use 
Attachment C Option B NGCS Revision One; 
and Attachment C Option B ESInet and NGCS 
Revision One. 

59.   Attachment 
C Option B 
Attachment 
C 
Option C 

41 
 
51 

Part of Req Identifier NGCS 49 
includes “Compliance with NENA 02-
010 and NENA 02-014." NENA 02-010 
is a legacy schema for GIS and is 
incompatible with the NG9-1-1 GIS 
Data Model that is specified in 

Bidder must be compliant with all current NENA 
standards, other industry standards and best 
practices. 
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Attachment B. NENA 02-014 refers to 
GIS data collection and maintenance 
standards, of which the ECRF does 
not do. Can both of these 
requirements be removed, or updated, 
to reflect new NENA standards (such 
as the NG9-1-1 GIS Data Model)? 

60.   Attachment 
C Option B 
Attachment 
C Option C 

51 
 
51 

Req Identifier NGCS 59 references 
legacy standards NENA 02-010 and 
NENA 02-014. Neither of these should 
apply to the SI. Can these be changed 
to the CLDXF standard and NG9-1-1 
GIS Data Model? 

 

Please see response to Question 59. 

61.   Attachment 
C Option B 
Attachment 
C 
Option C 

52 
 
56 

Req Identifier NGCS 63 states 
“Describe how the solution interfaces 
with other LDB solutions which may 
participate in or interface with bidder’s 
solution." Please elaborate on how, 
and more importantly why, one LDB 
will need to interface with another? 
There is currently no NENA standard 
in place for this. 

There will be a transition period between legacy 
routing and geospatial routing. Explain how the 
proposed solution would deal with multiple 
ALI/MSAG databases and the locations where 
ALI steering may be in place.  

62.   Attachment 
C Option B 
Attachment 
C 
Option C 

57 
 
57 

Req Identifier NGCS 64 states the LDB 
shall “Shall automatically detect, import 
and validate customer records (SOI 
records).” In order to load a legacy SOI 
record into an LDB, it must be 
converted to CLDXF. The NENA 
standards specify using an MSAG 
Conversion Service (MCS) functional 
element for this. Is an MCS part of the 

The RFP seeks a complete solution. Please 
submit a response that best meets all current 
NENA and industry standards. 
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requirements of this RFP? 

63.   Attachment 
C Option B 
Attachment 
C 
Option C 

53 
 
56 

Req Identifier NGCS 62 refers to the 
Commission's GIS data model 
(Attachment D). Can the state please 
clarify if the GIS Data Model is 
Attachment B or D? 

See response to Question 11. 

64.   Cost 
Proposal 
Option C 
ESInet & 
NGCS Final 

1 Each of the three pricing workbooks 
(including Cost Proposal Option A 
ESInet Final, Cost Proposal Option B 
NGCS Final, and Option C ESInet & 
NGCS Final) define seven regions. 
However, the diagram in ESInet & 
Core Services RFP Revision One, 
Section V. Project Description and 
Scope of Work (pg. 28) and 
Attachment A - PSAP Host EndPoints, 
Equipment, and Selective Router 
Locations do not definitively define or 
illustrate the regions to allow for 
pricing. Can the state please provide 
clarification as to how the regions 
should be defined including where the 
hosts are to be located for the Metro 
West and Northeast regions? 

 
Please see response to Question 4. 
 

65.   Attachment 
A - PSAP 
Host 
EndPoints, 
Equipment, 
and 
Selective 
Router 

Page 
not 
numbe
red 

Eighteen PSAPs are listed as "Stand 
Alone" in Attachment A. If anticipated 
regional hosts are not defined for the 
Metro West and Northeast regions, will 
ESInet providers be required to 
bid/provide layer 2 circuits to each of 
these PSAPs that are not part of a 
region? How will the state handle the 

See response to Question 4. 
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Locations circuit costs for these sites if/when they 
join a region? 

66. Optional 
Pre-
Proposal 
Conference 
- Link to 
Listen to 
Conference 

  Media, 
Slide 5 

Slide 5 of the pre-proposal 
conference presentation lists the 
proposal due date as June 2, 2020. 
All RFP documents and the 
procurement website lists June 3, 
2020. Please confirm June 3, 2020 is 
the proposal due date. 

See response to Question 28. 

67. Optional 
Pre-
Proposal 
Conference 
- Link to 
Listen to 
Conference 

  Media, 
Slide 
14 

During the discussion of slide 14 of 
the pre-proposal conference 
presentation, MCP representative 
Milton Schober stated the RFP lists 
some older standards and bidders 
should state their compliance or non-
compliance based upon the most 
current standards. Since the RFP will 
likely become part of resulting 
contract we ask that the State update 
the RFP to list the published 
standards that are required for 
compliance. We assume Mr. Schober 
was referring to Section V, D. 
General Requirements - Technical. 

Please see response to Question 59. 
 
 

68.   6264 Z1 
Attachment 
C Technical 
Requiremen
ts Option B 

NGCS 62 

53 Does the State plan to leverage the 
GeoComm Data Hub in place today 
for most of the regions?If so, how 
does the State envision GeoComm's 
Data Hub will interconnect to the 
required Spatial Interface (SI)? 

The State intends to use the statewide 
aggregated data and will work directly with the 
PSAPs (or their designated GIS representative) 
to maintain this layer.   
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Next 
Generation 
Core 
Services 
(NGCS) 

Spatial 
Interface 
(SI) 

Use of the 
Commission
's GIS Data 
Model 

69. 6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision 
One 

Schedule of 
Events 

  2 Will vendors have the opportunity to 
ask follow-up questions to those 
answers released on or about April 
16?  

If so, what is the deadline? 

Bidders will be given an opportunity to ask 
question during a second round of Q&A.  
 
 
Please see posted Revised Schedule of 
Events.  
 

70. 6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision 
One 

Section I,  

  Page 
6 and 
Page 

11 

Are the reference Vendor 
Performance Reports part of the RFP 
response evaluation process? 

If so, what is the derivation of the 
reports? 

Vendor Performance Reports may be used for 
evaluation.. 
 
 
Bidders who have had a contract with the State 
of Nebraska may be evaluated on any 
performance reports submitted to State 
Purchasing Bureau. 
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R. 
Evaluation 
of 
Proposals; 
and  

Section II, 
H. Vendor 
Performanc
e Reports 

71. V. 
PROJECT 
DESCRIPTI
ON AND 
SCOPE OF 
WORK  

  Page 
28 

In order to assure proper sizing for 
traffic engineering, network 
bandwidth and data throughputs, we 
will need data on busy hour call 
attempts and average call durations.  
Can the State please provide this 
information? 

The State is unable to provide this information 
at this time. The State is in the process of 
receiving 2019 call volume numbers from 
PSAPs statewide and will post the data with the 
2nd round of Q&A.   

72. V. 
PROJECT 
DESCRIPTI
ON AND 
SCOPE OF 
WORK 

  Page 
28 

During the pre-bid meeting there was 
mention of a new Metro West region 
with Colfax and Dodge Counties as 
participants.  Can the State please 
provide a list of all the members that 
will be participating in this new 
region? 

See response to Question 4.  

73. V. 
PROJECT 
DESCRIPTI
ON AND 
SCOPE OF 
WORK 

  Page 
28 

During the pre-bid meeting there was 
mention of a new North East region 
with Wayne County, City of South 
Sioux City and City of Norfolk as 
participants.  Can the State please 
provide a list of all the members that 
will be participating in this new 

See response to Question 4.  
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region?     

74. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi
er ESI 

9 

Page 
32 

Can the State please provide details 
and/or a diagram of the meet points 
of this microwave network? 

See response to Question 21. 

75. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi
er ESI 

10 

Page 
33 

Are there any plans or knowledge to 
support the connection to prospective 
neighboring ESInet’s?  

The State intends to implement this 
requirement in the future.   
 

76. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi

er 
NGCS 

8 

Page 
37 

Requirement Identifier NGCS 8 and 
NGCS 9 appear to be the same 
requirement.  Are these duplicate 
requirements? 

See response to Question 9. 

77. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi

er 
NGCS 

32 

Is there, or will there be, a Statewide 
geospatial project to position the 
PSAPs for true i3 geospatial routing? 
  

If yes, can you share those details 
relating to schedules, milestones, 

See response to Question 32. 
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Page 
45 

etc.? 

78. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi

er 
NGCS 

1 

Page 
34 

The RFP mentions transitional and 
end states for the NGCS network.  
What are the State’s expectations 
regarding what defines the 
transitional state(s) and the end 
state? 

The transitional period is the time between the 
start of routing on tabular data and the 
migration of the last region on tabular routing to 
full geospatial routing. Full geospatial routing is 
the end state. 

79. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi

er 
NGCS 

1  

Page 
34 

Does the State expect the NGCS 
network to receive calls directly from 
TDM trunks (i.e., is the contractor 
expected to provide the necessary 
gateways in this case)? 

The State requires a complete solution. If 
gateways are necessary, the contractor must 
provide all equipment.  
 

80. Attachment 
A – PSAP 
Host 
EndPoints, 
Equipment 
and 
Selective 
Router 
Locations 

  Attach
ment 

A 

Can the State provide detailed 
information on the downstream 
connection (i.e., PSAPs and regions) 
as to what terminating equipment is 
available at the regions, which 
PSAPs require direct connections 
and which directly connected PSAPs 
are IP-capable? 

Only regions will be connecting to the statewide 
ESInet. The known call handling equipment 
type and model for each region is the level of 
detail that the State has listed on Attachment A 
– Revision One  

81. Attachment 
C Technical 

  Requir
ement 

NGCS-14 requires the LNG to 
generate reports that can be loaded 

This can be done through a central reporting 
function. 
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Requiremen
ts – Option 
C 

Identifi
er 

NGCS 
14  

Page 
39 

into a spreadsheet.  Is it necessary 
for the LNG to do this directly or can 
this be done through a central 
reporting function? 

82. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi

er 
NGCS 

32 

Page 
45 

Can the State provide more 
information on how many PSAPS – 
and for how long – tabular routing will 
be required?   

What is the limitation driving the need 
for tabular routing? 

The State intends to transition to geospatial 
routing as soon as possible.  
 
 
The limiting factor at the moment is the current 
status of the statewide PSAP layer.  

83. Attachment 
C Technical 
Requiremen
ts – Option 
C 

  Requir
ement 
Identifi

er 
NGCS 

70 

Page 
60 

The RFP calls for both ECaTS and 
NENA i3 event reporting.  Can the 
State provide any detail on how these 
are expected to interwork? 

The RFP requires bidders to comply with NENA 
i3 event reporting. The requirements call for the 
proposed solution to interface with ECaTS. The 
contractor will be required to communicate with 
ECaTS to achieve this functionality. 

84. Attachment 
C,     Option 
A 

Attachment 
C,     Option 
B 

  12 

 

 

Req Identifier 
NOC/SOC 15 describes 
that a NMIS – 
Management System 
should interface with the 
Incident Management 
System, and that the 

Historical data includes but is not limited to, 
network and system performance data, 
bandwidth utilization, latency, jitter, packet loss, 
MOS scores, CPU and memory utilization, and 
outage-related data.  
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Attachment 
C,     Option 
C 

Contractor shall 
maintain historical 
information for the term 
of the contract and 
provide copies of the 
data to the Commission 
at the end of the 
contract. Can the 
Commission clarify the 
scope of the historical 
information? Are we 
correct in interpreting 
this to mean the 
historical incident 
management 
information and related 
logging errors and not 
all logs? 

 

85. Attachment 
C,    Option 
B 

Attachment 
C,    Option 
C 

  53 

56 

 Req Identifier 62 refers 
to "regions." How many 
different regional GIS 
datasets can we expect 
to receive?  
 
Does the state envision 
these regional GIS 
datasets to be 
aggregated into a single 
statewide dataset for 
use in the ECRF/LVF?  

 

The State currently anticipates 7 regions as 
part of the statewide ESInet. The State 
envisions these datasets will be aggregated 
into a statewide dataset. 
 
The State will provide the aggregated dataset 
to the Contractor.  

86. 6264 Z1 
Cost 

  summ
ary 

For clarification, will the 
five year total cost (cell 

Yes.  
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Proposal 
Option A, B, 
C Excel 
Workbooks 

tab 

 

 

 

 

 

 

N/A 

 

 

 

 

 

 

 

 

 

 

 

N/A 

B20 in the option C 
pricing workbook) be 
the figures that are used 
for cost comparison 
between vendors?  
 
Or, does the renewal 
pricing also play a part 
in the cost scoring? 
 
Will a faster 
implementation 
schedule save the State 
money on legacy costs? 
If so, are those cost 
savings going to be 
considered as part of 
the evaluation process 
when scoring the 
proposals? If it will be 
considered in scoring 
the proposals, will that 
be considered in the 
points awarded under 
Part 2 – Technical 
Approach or under Part 
3 – Cost Proposal 
Points? 
 
Additionally, it is our 
interpretation that if 
these legacy cost 

 
 
 
 
 
 
No. 
 
 
 
Cost evaluation is not weighted to include 
implementation timeline. The implementation 
timeline is evaluated on the technical response. 
 
 
 
 
 
 
 
 
 
 
 
 
 
N/A. Please see response above. 
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savings are not 
factored in, the 
vendor with the 
slowest 
implementation 
schedule is likely to 
have the lowest cost 
proposal allowing 
them to score the  
maximum points in 
pricing. Is this 
interpretation correct? 

  

 

87. Attachment 
A 

  
page 1 Will the State provide location 

information for the 2 host sites for the 
Northeast Region?  Locations of the 
host sites will both determine 
diversity and connection types that 
can be used to connect the ESInet to 
this region 

See response to Question 4.  

88. Attachment 
C, Option 
C, SEC-3 

  
pages 

4-5 
This requirement states:  ”The matrix 
shall identify whether the bidder’s 
proposed solution Complies (C), 
Complies Partially (CP), Complies 
with Future Capability (CFC) or Does 
Not Comply (DNC), or Not Applicable 
(N/A) (as indicated in the NENA 
checklist) with the identified 
requirement(s) for each category 
included in the checklist.”  Each 
category contains varying numbers of 
requirements. Please explain how the 

Please see Attachment C – Option A ESInet 
Revision One, Attachment C – Option B NGCS 
Revision One, and Attachment C – Option C 
ESInet and NGCS Revision One. 
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State would like the bidders to 
determine the response. For 

example, suppose Section 3. 

Authentication/Password Policy 
has 54 requirements:  30 are 
Complies, 8 are Complies Partially , 0 
are Complies with Future Capability, 
1 is Does Not Comply, and 15 are 
N/A. For this example, can the State 
explain how bidders should 
determine which category to check 
for Section 3 in the checklist? 

89. Attachment 
C, Option 
C, SEC-3 

  
pages 

4-5 
This requirement states:  “Bidder 
shall provide details to support the 
responses for each category in the 
response box below.” What kind of 
details is the State requesting? 

 Does the State want an explanation 
for each requirement in a section? 

 Does the State want a breakdown of 
how many of each type of response 
is in each section? Please explain. 

See response to Question 88. 

90. 6264 Z1 
Technical 
Requiremen
ts Option B 
NGCS 49 - 

NGCS 
49 

Next 
Generation 
Core 
Services 
Elements 
(NGCS)  
Emergency 
Call Routing 
Function 

51 When logging of all connections, 
connection attempts, data updates, 
ECRF query results, and LoST 
transactions: 

What format of log file is required as 
well as any duration for retention, or 
settings to support such, 
requirements that may exist for the 

The file format is not specified. The tools 
provided for viewing logs should be capable of 
reading the native format of each device, be it 
text, XML, JSON, or something else, and 
displaying the output in human-readable format. 
Records must be maintained for the length of 
the contract including all renewals and 
extensions. Please also see Section II.U. 
Contract Closeout. 
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(ECRF)  
Supported 
Functions 

State? 

91. 6264 Z1 
ATTACHM
ENT A 

PSAP 
Equipm

ent 

 
 Would the Commission provide the 

following 9-1-1 call volumes for each 
PSAP; Avg. Busy Hour, Peak Call 
Volume and and Annual Call 
Volume? 

See response to Question 71.  

92. 6264 Z1 
ESInet and 
Core 
Services 
RFP 
Revision 
One and 
Cost 
Proposal 
(Word doc) 

I.C Schedule of 
Events 

2 Please confirm that the bid due date 
is 6/3/20 per the RFP. 6/2/20 was 
shown during the pre-bid meeting. 

See response to Question 66. 

93. 6264 Z1 
Attachment 
C Technical 
Requiremen
ts Option C 
-ESInet and 
NGCS 
(Word doc) 

Gen 
SCEN 

GEN SCEN 
4 

25 Vendors were request to provide 
connectivity to Host Sites for each of 
the regions. The scenario specifies 
connectivity to a PSAP. Would the 
State want to modify the Scenario 
using host site rather than a PSAP? 

Yes, replace “PSAP” in Scenario 4 with “Host 
A”. Please use Attachment C Option A – 
ESInet, Attachment C Option B – NGCS, and/or 
Attachment C Option C – ESInet and NGCS. 

94. 6264 Z1 
Attachment 
C Technical 
Requiremen

NGCS 
39 

Next 
Generation 
Core 
Services 
Elements 

47 Our understanding is that the i3 
standard will soon be updated from i3 
v2 to i3 v3, and furthermore that 
there are significant differences 

Please see response to Question 59. 
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ts Option C 
-ESInet and 
NGCS 
(Word doc) 

(NGCS)  
NENA 
Compliance 
Chart 

between the two standards. Since no 
PSAP CPE supports v2 at this time, 
our expectation is that the State 
would prefer vendors be able to 
support i3 v3 once ratified, and 
therefore vendors could also address 
compliance to i3 v3 as an option? 

95. Attachment 
C, Option C 

  
Page 
10 

NOC/SOC 10:  Does this requirement 
only apply to ESInet as NGCS is not 
indicated in this requirement? 

See response to Question 19. 

96. Attachment 
C, Option C 

  
Page 

47 
NGCS 38: Is SCTP a protocol which 
is optional or required? 

See response to Question 23. 

97. Attachment 
C, Option C 

  
Page 

56 
NGCS 62-1: Please provide or direct 
as to where Attachment D is located 

See response to Question 11.  

98. Attachment 
C, Option C 

  
Page 

63 
NGCS 77-2: Please provide the 
requirements and definition of an 
NGCS “ringdown” feature. This is 
typically a feature in Call Handling 
and in order to understand the 
request, please provide desired 
functionality. 

See response to Question 26.  

99. 6264 Z1 
Cost 
Proposal 
Option C - 
ESInet and 
NGCS 

  
 Is it understood that complete pricing 

may not be provided until all locations 
are identified? 

See Response to Question 4. 

100. Attachment 
C, Option C 

  
 There is no reference to the number 

of POI’s required. Can the State 

Please provide a response that best meets the 
requirements of the RFP. 
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provide guidance on this 
requirement? 

101. Attachment 
C, Option C 

  
 Please provide a position count 

and/or concurrent call counts that 
need to be supported per Aggregated 
Call Handling location. 

See Attachment D   
 

102. 
PROCURE
MENT 
PROCEDU
RE, J. 
SUBMISSI
ON OF 
PROPOSA
LS 

  
4 

The State is accepting either 
electronically submitted responses or 
paper responses for this RFP.  

 
For bidders submitting electronic 
responses: 1. Bidders submitting 
electronically can upload the 
response here: 
a.  https://nebraska.sharefile.com/r-
r11ba33e3ee24b63b 
Questions: 
In sections J. it discusses submitting 
each section of the RFP as well as 
lists the separate solutions Option A 
(ESInet), Option B (NGCS), and 
Option C (ESInet, & NGCS).  

1. Will the state accept two 
solutions of the same 
service?  
 
How should a vendor submit 
these options?  
 
 
 

2. Should there be two separate 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Yes. 
 
 
 
Submit a complete, separate, response, cost 
proposal, and Technical response for each. 
 
 
 
Yes. 



 

Page 38 

Question 
Number 

Reference 
Document 

RFP 
Section 

Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

RFP submissions and two 
separate pricing options?  
 

3. How do you want the 
separate RFP’s named? 
 

 
4. If a Vendor submits two 

options will the scoring be a 
weighted average or seen as 
a completely separate 
submission?  

 
 
 
Please see Section I.J.3. “Submission of 
Proposals” of RFP 6264 Z1 ESInet and Core 
Services RFP Revision One. 
 
Each proposal will be scored independently. 
 
 
 
 

103. I. SU

MMARY OF 

BIDDER’S 

PROPOSE

D 

PERSONN

EL/MANAG

EMENT 

APPROAC

H 

 

  
35 The bidder should identify the 

specific professionals who will work 
on the State’s project if their 
company is awarded the contract 
resulting from this solicitation….. 

……..Resumes should not be longer 
than three (3) pages.  Resumes 
should include, at a minimum, 
academic background and degrees, 
professional certifications, 
understanding of the process, and at 
least three (3) references (name, 
address, and telephone number) 
b. SUBCONTRACTORS If the bidder 
intends to subcontract any part of its 
performance hereunder, the bidder 
should provide: 

i. name, address, and 
telephone number of the 
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Question 
Number 

Reference 
Document 

RFP 
Section 

Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

subcontractor( s ); 
i. specific tasks for each 
subcontractor( s ); 
ii. percentage of 
performance hours 
intended for each 
subcontract; and 
iii. total percentage of 
subcontractor( s) 
performance hours. 

Questions: 

 

1. In section I. as apart of the 
resume section it states that you 
are requesting 3 personal 
references for each resume 
submitted. (name, address, and 
telephone number), this would be 
considered personal confidential 
information to these individuals. 
Knowing that the RFP is 
considered public information 
these individuals may  not want 
their personal information 
publicized and attached to the 
RFP.  Would the state accept the 
name of the reference omitting 
address, telephone number and 
upon award the vendor would 
provide additional information 
about the references so they may 
be contacted if the state feels it is 

 
 
 
 
 
 
 
 
 
 
 
Question1: ) The address and telephone 
numbers do not need to be submitted with the 
proposal, but must be submitted by the 
selected vendor upon award. 
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Question 
Number 

Reference 
Document 

RFP 
Section 

Referenc
e 

RFP 
Page Number 

RFP 
Page 

Number 

Question State Response 

necessary? 

 

2. In the section outlined above 
“SUBCONTRACTORS If the 
bidder intends to subcontract any 
part of its performance 
hereunder, the bidder should 
provide:”  name, address, and 
telephone number of the 
subcontractor(s). This too would 
be considered personal 
confidential information to these 
individuals. Knowing that the RFP 
is considered public information 
these individuals may not want 
their personal information 
publicized and attached to the 
RFP.  Would the state accept the 
name of the reference omitting 
address, telephone number and 
upon award the vendor would 
provide additional information 
about the references so they may 
be contacted if the state feels it is 
necessary?  

 

3. Would the state accept the 
general corporate address and 
phone number of the 
subcontractors company to fulfill 
the requirement of this RFP in the 
outlined section.   

 
 
 
Question 2: ) The address and telephone 
numbers of subcontractors do not need to be 
submitted with the proposal, but must be 
submitted by the selected vendor upon award. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Question 3:  Yes, if the State would be able to 
contact the actual subcontractor(s) to be used 
to fulfill this contract using the given address 
and phone number. 
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This addendum will become part of the proposal and should be acknowledged with the Request for Proposal response. 
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ADDENDUM FIVE – REVISED SCHEDULE OF EVENTS 
 
 
Date:  April 22, 2020 
 
To:  All Bidders  
 
From:  Annette Walton / Nancy Storant, Buyers 

Nebraska State Purchasing Bureau 
 
RE:  Addendum for RFP Number 6264 Z1 to be opened June 3, 2020 at 2:00:00 P.M. 

Central  
 
 
 

Revised Schedule of Events 

ACTIVITY DATE/TIME 

7.  
Last day to submit second round written questions. 
 

April 30, 2020 
 

8.  

State responds to second round written questions through Solicitation 
“Addendum” and/or “Amendment” to be posted to the Internet at:  
http://das.nebraska.gov/materiel/purchasing.html 

May 7, 2020 

9.  

Proposal Opening 
 
Location for mailed/hand delivered submissions:  
State Purchasing Bureau 
1526 K Street, Suite 130 
Lincoln, NE 68508 
 
Electronic submissions: 
https://nebraska.sharefile.com/r-r11ba33e3ee24b63b 
 

June 3, 2020 
2:00: 00 PM 
Central Time 

10.  Review for conformance to solicitation requirements  June 8, 2020 

11.  Evaluation period 
June 8, 2020  

through  
June 29, 2020 

12.  
“Oral Interviews/Presentations and/or Demonstrations” (if required) 

 
TBD –July 13-17 

13.  
Post “Notification of Intent to Award” to Internet at:  
http://das.nebraska.gov/materiel/purchasing.html   

TBD 

14.  Contract finalization period  TBD 

15.  Contract award TBD 

16.  Contractor start date TBD 

 

 
This addendum will become part of the ITB/proposal and should be acknowledged with the 
Request for Proposal response.  

 



 

 

 
ADDENDUM SIX FOR QUESTIONS AND ANSWERS, ROUND TWO 

 
 
Date:  May 7, 2020  
 
To:  All Bidders  
 
From:  Annette Walton/Nancy Storant, Buyers 

AS Materiel State Purchasing Bureau (SPB) 
 
RE:  Addendum for RFP 6264 Z1 to be opened June 3, 2020, 2:00 P.M. Central Time 
 
 

Following are the changes made to the above mentioned RFP.  The changes are to be considered 
as part of the RFP.  It is the Bidder’s responsibility to check the SPB website for all Addenda or 
Amendments. 

Question 
Number 

RFP 
Section 

Reference 

RFP 
Page Number 

Question State Response 

1. 6264 Z1 
Attachment C 
Technical 
Requirements 
Option B: 
Requirement 
#NGCS 62, 
and 
 
Addendum 
Four – 
Questions & 
Answers; 
Question #68 

6264 Z1 
Attachment 
C Technical 
Requirement
s Option B 
NGCS, page 
53; 
 
Addendum 
Four – 
Questions & 
Answers, 
page 25 

Will the selected vendor 
be required to provide a 
solution and/or workflow 
for receiving GIS 
updates from the 
regions and aggregating 
the data into a statewide 
dataset? 
 
Or rather, will the State 
receive GIS data 
updates from the 
regions and deliver an 
aggregated statewide 
dataset to the selected 
vendor for ingestion into 
the ECRF and LVF via 
the SI? 
 
If this is the State’s 
preferred method, how 
often does the State 
anticipate providing a 
statewide aggregated 
data set to the selected 
vendor? 
 
Further, if the State 
plans to deliver the 
statewide aggregated 
dataset for ingestion into 
the ECRF and LVF via 
the SI, will the State be 

The Contractor will work 
directly with the State. The 
State will provide an 
aggregated statewide 
dataset for each of the 
required layers.  
 
 
 
Yes. 
 
 
 
 
 
 
 
 
The State anticipates 
providing data updates 
monthly. 
 
 
 
 
 
The State updates will be 
validated against 
topological errors and 
missing attribution. The 
Contractor will be required 
to provide their own 
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performing any quality 
control and error checks 
prior to transmission to 
the selected vendor? If 
so, please elaborate on 
the planned checks. 

validation prior to 
populating or updating the 
NGCS. 

2. 6264 Z1 
EsiNet and 
Core Services 
RFP final 
SONYAS 

Section II, H. 
Vendor 
Performance 
Reports 

Page 11 The following 
requirement is in the 
terms and conditions: 

The State may 
document any 
instance(s) of products 
or services delivered or 
performed which exceed 
or fail to meet the terms 
of the purchase order, 
contract, and/or 
solicitation 
specifications. The State 
Purchasing Bureau may 
contact the Vendor 
regarding any such 
report. Vendor 
performance report(s) 
will become a part of the 
permanent record of the 
Vendor. 

 
What permanent record 
is the State referring to?  
  
Are these records 
available to the public? 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
Procedures for Vendor 
Performance Reports can 
be found in the Vendor 
manual at: 
http://das.nebraska.gov/m
ateriel/purchase_bureau/v
endor/vendor-info.html  
 
 
All performance reports 
received are kept on file. 
 
 
Yes. 

3. 6264 Z1 Cost 
Proposal 
Option B-
NGCS revision 
one.xlsx, 6264 
Z1 Cost 
Proposal 
Option C 
ESInet and 
NGCS revision 
one.xlsx NRC 
Milestones tab 

NRC 
Milestones 
tab 

The total on the NRC 
Milestones tab of both 
the Option B (C11) and 
Option C (Cell C9 for 
ESInet and cell C19 for 
NGCS) workbooks is 
omitting the total NRC 
from Region 7. All totals 
are ignoring the region 7 
value on NRC 
Milestones tab only. 

Is this an intentional 
omission or is this a 
formula error given that 
the instructions specify 

 
 
 
 
 
 
 
 
 
 
 
Formula error. Please use 
6264 Z1 Cost Proposal 
Option B Revision Two, 
6264 Z1 Cost Proposal 
Option C Revision Two.  
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NRC payments will be 
made as structured on 
the NRC milestones 
tab? 

 
 
 
 

4. Document: 
6264 Z1  

Attachment A - 
PSAP HOST 
Endpoints 
equipment and 
selective 
router 
locations 

Page. 1 Can the State verify the 
address for the Douglas 
County Call handling 
Host Site.  Attachment A 
shows the address to be 
151335 West Maple, 
Omaha.  Douglas 
County Treasury is at 
15335 W Maple.  

 Can the State confirm 
that Douglas County 
Sheriff is on same 
property but faces west 
and has a 3601 N 156th 
St. address? 

The address of the PSAP 
is 15335 West Maple, 
Omaha, NE.  Please see 
Attachment A Revision 
Two – PSAP Host 
endpoints equipment and 
select router locations. 
 
 
 
 
 
 
 
The demarc for the back 
office/technology 
equipment is located at 
3603 N 156 St, Omaha, 
NE.   

5. Document: 
6264 Z1 
Attachment C 
Technical 
Requirements 
Option C -
ESInet and 
NGCS.docx 

Section: ESI-9 
and NGCS-1 

Subsection: 
Network 
Design 
Documentation 

Page. 32 

and 

Page. 34 

The RFP mentions 
transitional and end 
states for the NGCS 
network.  What are the 
state’s expectations 
regarding what defines 
the transitional state(s) 
and the end-state? 

The transitional and end 
states apply to the NGCS 
only, not the ESInet. The 
transition state is the time 
when the NGCS is routing 
based on tabular data or a 
combination of tabular and 
geospatial data. The end 
state is the time at which 
all entities are routing 
based on geospatial data. 

6. Document: 
6264 Z1 
Attachment C 
Technical 
Requirements 
Option C -
ESInet and 
NGCS.docx 

Section: 
NGCS-4  

Page. 36 Does the state expect 
the NGCS network to 
receive calls directly 
from TDM trunks (i.e. is 
the contractor expected 
to provide the necessary 
gateways in this case)? 

Yes, the Contractor is 
required to provide a 
complete solution, 
including any necessary 
gateway functionality. 
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Subsection: 
Next 
Generation 
Core Services 
Elements 
(NGCS), 
Legacy 
Network 
Gateway 
(LNG), LNG 
Description 

7. General General Can the state provide 
detailed information on 
the downstream 
connection (i.e. PSAPs 
and regions) as to what 
terminating equipment is 
available at the regions,  

which PSAPs require 
direct connections  

and which directly 
connected PSAPs are 
IP-capable? 

The call handling 
equipment for the regional 
host sites is included in 
Attachment A Revision 
Two – PSAP Host 
endpoints equipment and 
select router locations.  
 
There will not be any 
standalone PSAPs directly 
connected to the ESInet. 
All PSAPs will be part of a 
region. All connections to 
the ESInet will be from the 
host locations. 

8. Document: 
6264 Z1 
Attachment C 
Technical 
Requirements 
Option C -
ESInet and 
NGCS.docx 

Section: 
NGCS-14  

Subsection: 
Next 
Generation 
Core Services 
Elements 
(NGCS), 
Legacy 
Network 
Gateway 
(LNG), 
Extraction of 
Log Files 

Page. 39 Requires the LNG to 
generate reports that 
can be loaded into a 
spreadsheet.  Is it 
necessary for the LNG 
to do this directly or can 
this be done through a 
central reporting 
function? 

This can be done through 
a central reporting 
function. 
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9. Document: 
6264 Z1 
Attachment C 
Technical 
Requirements 
Option C -
ESInet and 
NGCS.docx 

Section: 
NGCS-32 

Subsection: 
Next 
Generation 
Core Services 
Elements 
(NGCS), 
Emergency 
Service 
Routing Proxy 
(ESRP) and 
Policy Routing 
Function 
(PRF), 
Transition to 
Geospatial 
Routing 

Page. 45 Can the state provide 
more information on 
how many PSAPS – and 
for how long – tabular 
routing will be required?  

  

 

What is the limitation 
driving the need for 
tabular routing? 

The number of PSAPs is 
not known, each PSAP is 
controlled at the local 
level. It is the State’s 
intent to transition to 
geospatial routing as soon 
as all PSAPs in a region 
are ready for geospatial 
routing.  

The limitation driving the 
need for tabular routing is 
that regional and 
statewide data still 
requires preparation.    
  

10. Document: 
6264 Z1 
Attachment C 
Technical 
Requirements 
Option C -
ESInet and 
NGCS.docx 

Section: 
NGCS-67 to 
NGCS-71 

Subsection: 
Multiple   

Pages. 59-
61 

The RFP calls for both 
ECaTS and NENA i3 
event reporting.  Can 
the state provide any 
detail on how these are 
expected to interwork? 

The requirements call for 
the proposed solution to 
interface with ECaTS. The 
Contractor will be required 
to work with ECaTS to 
achieve this. 
 
 

11. Document: 
6264 Z1 
Attachment C 
Technical 
Requirements 
Option C -
ESInet and 

Page. 62 What is the current 
situation with PSAPs in 
the State of Nebraska 
and Text-to-9-1-1?  

  

Do all PSAPs support 
integrated text handling 

There are approximately 
42 PSAPs that have text-
to-911 capabilities.  
 
 
 
No, not all PSAPs support 
integrated text, some rely 
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NGCS.docx 

Section: 
NGCS-76  

Subsection: 
Next 
Generation 
Core Services 
Elements 
(NGCS), 
Message  
Session Relay 
Protocol Text 
(MSRP) 
Integration 

capabilities, or do some 
still rely on an Over-the-
Top solution?   

 

Will the new NGCS 
network be required to 
support the OTT 
approach?   

 

 

Will the existing OTT 
solution (if any) be left in 
place? 

on an OTT solution.  
 
 
 
 
 
The State intends to 
integrate text-to-911 into 
NGCS and have text 
available to all PSAPs. 
NGCS will not be required 
to support OTT.  
 
No OTT solutions will not 
remain.  

12.   Are ISPs allowed to bid 
this RFP with/through 
partners? 

Yes. 

13. Attachment C, 
Option, Option 
B Revision 
One 

 

Attachment C, 
Option C 
Revision 

One 

59 

 

 

 

62 

NGCS 76 ‐ How is 

(SMS)‐to‐911 service 
delivered to PSAPs 
today?  
 
What integration to 
existing service is 
expected to be provided 
by the ESInet provider?  
 
Is the intent for the 
NGCS and/or ESInet 
provider to become the 

primary SMS‐to‐911 
provider for PSAPs in 
Nebraska? 

See question 11. 
 
 
 
 
Integration to existing 
service is not required.  
 
 
 
Yes.  

14. Cost Proposal 
Option A 
ESInet 
Revision One 
 
Cost Proposal 
Option B 
NGCS 
Revision One 
 
Cost Proposal 
Option C 
ESInet 
Revision One 

1 

 

 

 

1 

 

 

1 

Within the revised Cost 
Proposal spreadsheets, 
regions were adjusted to 
match the Nebraska 
PSAP 
Regionalization map 
(Figure 1) within the 
6264 Z1 EsiNet and 
Core Services RFP 
Revision One. Regions 
1 and 2 were switched 
to reflect the desired 
project schedule. 
However, in doing so, 
the associated 

Yes. Please use 6264 Z1 
Cost Proposal Option A 
Revision Two; 6264 Z1 
Cost Proposal Option B 
Revision Two; and/or 
6264 Z1 Cost Proposal 
Option C revision Two. 
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populations were not 
adjusted. Will the state 
modify the Cost 
Proposal spreadsheets 
to reflect the correct 
populations? Or, should 
Bidder's work from the 
existing Cost Proposals 
(Options A, B, and C)? 

15. 6264 Z1 
Attachment C 
Technical 
Requirements 
 Option C - 
ESInet and 
NGCS,  NGCS 
77 

63 Please provide a full 
definition of the NGCS 
requirement to provide 
ringdown circuits. 
Traditional Ringdown 
functionality typically 
involves legacy 
technological solutions 
not provided within a 
typical IP network. 

 Please describe the 
functionality requested 
so that the ESInet 
vendor can describe the 
IP and NGCS 
infrastructures capability 
to support requirement. 

The requirement is that 
the NGCS support 
Ringdown functionality in 
the event that one or more 
CHE systems do not 
support it. 

16. 6264 Z1 
Attachment 
CTechnical 
Requirements 
Option C - 
ESInet and 
NGCS,  NGCS 
67 

59 Please clarify the i3 
Logging request of the 
ESInet provider. It is 
generally understood 
that delivery of the 
State/PSAP facing 
report is the 
responsibility of the MIS 
vendor. The process of 
establishing these 
reports typically occurs 
in two stages. 

     a.    Aggregation of i3 
element record logs and 
delivery of that data 
(interface) to the MIS 
reporting vendor 
(EcATS) 

     b.    Establishment of 
reports of specified i3  
elements on ECaTS 
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platform. 

It is the understanding 
of the ESInet vendor 
that the solution will 
include the 
resources/time/effort for 
item a..    

For Item b. it is 
understood that  the 
resources, time effort 
and pricing would be a 
separate agreement 
between the state/PSAP 
and ECaTS and the 
ESINET vendor should 
not account for 
additional cost of 
ECaTS to support those 
reports. Please confirm 

 
The requirement is only 
for the delivery of the data 
to ECaTS. The 
ESInet/NGCS contractor 
must coordinate this with 
ECaTS.  
 
For item ‘b,’ the State 
works directly with ECaTS 
for the reports and 
formatting of the reports, 
so yes, the ESInet vendor 
should not account for 
additional cost to support 
these reports.  

17. Attachment A, 
Attachment D 

All Please identify which 
potential Host Region 
the following PSAP’s will 
be affiliated with: 

 Scottsbluff County 

Custer County 

Scottsbluff County will 
become a part of the 
South Central region.  
 
 
 
 
The State anticipates that 
Custer County will 
become a part of the East 
Central region.  

18. Attachment A 1 Please confirm the 
address for the Douglas 
County PSAP Host 
location. 

See response to Question 
4. 

19. Attachment C, 
Option C 

6 SEC 5 – Please provide 
use case of a 
device/carrier outside of 
the IP network not 
provided credentials. 

The State wants to ensure 
that a network that 
connects to the ESInet or 
NGCS has a valid reason 
for interconnection. If that 
is the case, credentials 
are issued.  
 
The State requires that if 
no valid reason for 
interconnection exists, 
credentials are not issued.  
 

20. Attachment C, 63 NGCS 77 – Will the 
The State is not looking 
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Option C PSAPs be providing 
ringdown phones if their 
CPE does not support 
this functionality? 

for any party to provide 
equipment. We are 
looking for support of the 
functionality via the 
NGCS.  

 
 
This Addendum will become part of the RFP and should be acknowledged with the RFP. 
 
 



 

 

 
ADDENDUM SEVEN FOR QUESTIONS AND ANSWERS, ADDITIONAL 

QUESTIONS 
 
 
Date:  May 14, 2020  
 
To:  All Bidders  
 
From:  Annette Walton/Nancy Storant, Buyers 

AS Materiel State Purchasing Bureau (SPB) 
 
RE:  Addendum for RFP 6264 Z1 to be opened June 3, 2020, 2:00 P.M. Central Time 
 
 

Following are the changes made to the above mentioned RFP.  The changes are to be considered 
as part of the RFP.  It is the Bidder’s responsibility to check the SPB website for all Addenda or 
Amendments. 

Question 
Number 

RFP 
Section 

Reference 

RFP 
Page 

Number 

Question State Response 

1. 6264 Z1 Cost 
Proposals 
Option A 
ESInet 
Revision Two; 
6264 Z1 Cost 
Proposal 
Option B 
NGCS 
Revision Two; 
6264 Z1 Cost 
Proposal 
Option C 
ESInet and 
NGCS 
Revision Two 
 

 The revision two version of 
the cost workbooks corrected 
the 2019 estimates of 
population for the first two 
regions.  However, in doing 
so, the calculation of the MRC 
for Regions One and  Region 
Two is now pulling the 
incorrect population figure 
(i.e. the Region One MRC is 
multiplying the price per pop. 
by Region Two’s population 
and vice versa).  This is 
making the MRC for Region 
One larger than the MRC for 
Region Two when using the 
same per pop price because 
the formulas in “NRC/MRC 
Region 1 Total” and 
“NRC/MRC Region 2 Total” 
on all input tabs have an 
incorrect cell reference. 
 
Will the State be issuing 
revision three? 

Yes. Please use 6264 Z1 
Cost Proposal Option A 
ESInet Revision Three; 
6264 Z1 Cost Proposal 
Option B NGCS Revision 
Three; 6264 Z1 Cost 
Proposal Option C ESInet 
and NGCS Revision 
Three. 
 

 
 
This Addendum will become part of the RFP and should be acknowledged with the RFP. 
 
 





 

 

BJORN JOHNSON 
SENIOR ACCOUNT MANAGER 

 

Experience Summary 
Bjorn Johnson oversees all aspects of the regional 9-1-1 accounts, including South Dakota, North Dakota, Nebraska, 
and Illinois. He actively participates in implementation tasks including planning development, execution, quality 
control, customer facing meetings, and account-related documentation. He serves as the overall account director and 
point of contact for the Public Service Commission and all Public Service Answering Points (PSAPs). Mr. Johnson 
is a proven Account Manager with 20 years of demonstrated of experience and success in management, marketing, 
and strategic business development. Mr. Johnson is a progressive, decisive, innovative professional who is highly 
valued for expertise interpreting corporate vision and strategy, translating objectives into actionable plans, and 
providing decisive leadership to multi-functional team members. Mr. Johnson has a strong work ethic and track 
record of success with a history of developing long-lasting relationships based on a foundation of trust, integrity, and 
reliability. Mr. Johnson has gained deep expertise in public safety networks, 9-1-1 call handling, sales engineering, 
9-1-1 technologies, strategic planning, managing complex projects, team building, state budget optimization, and 
risk management. 

Role and Understanding of the Process 
Mr. Johnson serves as the first point of escalation for any account-related issues. His professional interest ranges 
from Business Development through Public Safety NG-911 Telecommunications Solution implementation. Mr. 
Johnson has provided leadership that has raised customer retention levels through effective client management and 
by delivering effective solutions. Mr. Johnson engages state and local leadership through establishing CenturyLink 
C-Level and Director level relationships within multiple market verticals. He facilitates business development 
through client acquisition, effective marketing strategies, and by driving sales through consistent follow-up 
activities. Mr. Johnson cultivates and nurtures relationships with clients to educate them on services or product 
specifications, including design, features, advantages, and benefits. He works effectively with customers and 
delivers outstanding customer service through consistent, on-time and on-budget project delivery. Over his career at 
CenturyLink, Mr. Johnson has focused on deployment of 9-1-1 initiatives and strict adherence to and conformance 
with customer needs. Mr. Johnson is a skilled communicator as he broadly communicates his initiatives, receives 
affirmation, and implements plans across the entire program to achieve customer goals. 

Education 
Computer Science, University of Nebraska, Omaha, Nebraska, Attended 1987-1990 

Computer Science, Community College of the Air Force, San Antonio, Texas, 1984-1988 

Relevant Employment/Project History 
CenturyLink  .  Sioux Falls, South Dakota         2013-Present 
Senior Account Manager 

As Senior Account Manager, Mr. Johnson responsible for 9-1-1 in North Dakota and South Dakota, Nebraska, and 
Illinois. Involved in moving an enhanced 9-1-1 to NG-911 in his respective states. His responsibilities include 
working with customers to design solutions that resolve customer pain points, works with CTL product team to 
develop products that meet customer specific requirements, works with CTL orders team to ensure customer orders 
are installed on-time/timely, attended National 9-1-1 community conference and meetings to stay abreast of 9-1-1 
innovations. In 2019, Mr. Johnson moved South Dakota to a hosted state-wide NG-911 solution. 
  



 

 

Mitel/DataNet Sioux Falls, South Dakota 2011-2013 
Sales Manager 

As Sales Manager at Mitel/DataNet, Mr. Johnson manages the Local Group consisting of 6 Sales Professionals that 
included sales of Server and Desktop Virtualization, Storage, and Telecommunications. He is Responsible for a 21-
million-dollar annual quota. 

CenturyLink  .  Sioux Falls, South Dakota              2007-2011 
Premier Account Manager 

As Premier Account Manager, Mr. Johnson managed Government, Education, and Medical Accounts for the entire 
State of South Dakota. He promoted telecommunication and business solutions to CenturyLink clientele and hosted 
Customer meetings to provide customer service and promote CenturyLink Products and Services. He also hosted 
and attended CenturyLink tradeshows and provide presentations. Mr. Johnson provided routine account 
management to CenturyLink Customers. He was responsible for a Monthly Total Billed Revenue Quota of 
$720,000.00 and a Total Billed Revenue of $6.8 Million dollars annually. 

Communication Service for the Deaf. Sioux Falls, South Dakota 2002-2007 
Assistant Chief Technology Officer 

As Assistant Chief Technology Officer, Mr. Johnson designed, implemented and managed CSD’s VRS (video relay 
systems). This system provided relay services to the Deaf community through H.323 and SIP video across the public 
internet. He designed and implemented a nationwide converged IP network that supports voice, data and video and 
worked with Qwest engineers to develop a nation-wide ATM network supporting video and data. Utilizing OC3 to 
DS1 level circuits. Mr. Johnson implemented Qwest SHNS OC12 network supporting voice, video and data. He was 
responsible 15 employees and accountable for a 5 million dollar a year budget, coordinated and managed several 
projects from concept to completion. These projects were completed on time and within budget constraints and 
developed relationships with many communication and equipment providers to develop unconventional solutions to 
communication barriers for the deaf and hard of hearing community. 

Qwest Communications  Sioux Falls, South Dakota 1998-2002 
Data Applications Sales Engineer 

As Data Applications Sales Engineer, Mr. Johnson was the Principal network architect in the design and installation 
of Governor Janklow’s statewide school video network. He designed extensive Voice, LAN and WAN networks for 
Governmental and commercial Agencies. Including the use of Private line, ISDN, Frame Relay, ATM and MPLS 
networks and coordinated the installation of communication services and equipment to support clients’ networks. 

Certifications / Training 
None 

Professional Memberships / Associations 
None 



 

 

JON OSBORNE  
CENTRAL REGION ACCOUNT DIRECTOR 

PUBLIC SAFETY 
 

Experience Summary 
Jon Osborne oversees all aspects of the Nebraska’s 9-1-1 accounts, including overall solutioning. He actively 
participates in implementation tasks including planning development, execution, quality control, customer facing 
meetings, and account-related documentation. He serves as the overall account director and point of contact for the 
Public Service Commission and all Public Service Answering Points (PSAPs). Furthermore, Mr. Osborne is a voting 
board member on the Nebraska 9-1-1 Service System Advisory Committee. Mr. Osborne is a proven Account 
Director with 17 years of demonstrated of experience and success in management, marketing, and strategic business 
development. He is a dedicated, energetic, and versatile professional with expansive technical skill set and an 
advanced degree in educating clients on company services or products, acquiring new accounts, expanding the client 
base, and ultimately generating higher levels of revenue. Mr. Osborne is a progressive, decisive, innovative 
professional who is highly valued for expertise interpreting corporate vision and strategy, translating objectives into 
actionable plans, and providing decisive leadership to multi-functional team members. He leverages eco-centric 
thinking and relationship building to steer clients towards a mutually beneficial outcome. Articulate and persuasive 
with exceptional communication and training skills, Mr. Osborne has a strong work ethic and track record of success 
with a history of developing long-lasting relationships based on a foundation of trust, integrity, and reliability. He 
has gained deep expertise in public safety networks, 9-1-1 call handling, sales engineering, 9-1-1 technologies, 
strategic planning, managing complex projects, team building, state budget optimization, and risk management. 

Role and Understanding of the Process 
Mr. Osborne acts as overlay support to provide state 9-1-1Account Managers who are focused on delivering 
customer 9-1-1 solutions. He serves as the first point of escalation for any account-related issues. His professional 
interest ranges from Business Development through Public Safety NG-911 Telecommunications Solution 
implementation. Mr. Osborne has provided leadership that has raised customer retention levels through effective 
client management and by delivering effective solutions.  

Mr. Osborne engages state and local leadership through establishing CenturyLink C-Level and Director level 
relationships within multiple market verticals, including a voting board member on the Nebraska 9-1-1 Service 
System Advisory Committee. He facilitates business development through client acquisition, effective marketing 
strategies, and by driving sales through consistent follow-up activities. Mr. Osborne cultivates and nurtures 
relationships with clients to educate them on services or product specifications, including design, features, 
advantages, and benefits. He works effectively with diverse individuals and delivers outstanding customer service 
through consistent, on-time and on-budget project delivery. Over his career at CenturyLink, Mr. Osborne has 
focused on deployment of 9-1-1 initiatives and strict adherence to and conformance with customer needs. Mr. 
Osborne is a skilled communicator as he broadly communicates his initiatives, receives affirmation, and implements 
plans across the entire program to achieve customer goals. 

Education 
Master Business Administration, Bellevue University, Bellevue, Nebraska, 2018 

Master of Science, Management Information Systems, Bellevue University, Bellevue, Nebraska, 2016 

Bachelor of Science, Management, Bellevue University, Bellevue, Nebraska, 2008 

  



 

 

Relevant Employment/ Project History 

CenturyLink Omaha, Nebraska 2017-Present 
Senior Global Relationship Manager / Central Region Director Public Safety 

As Senior Global Relationship Manager for Central Region Director Public Safety at CenturyLink, Mr. Osborne is 
responsible for strategically engaging with state and local leadership through establishing C-Level and Director level 
relationships within multiple market verticals. Specifically, he solves customer business challenges through 
technology solutions by understanding customer’s business model, funding mechanisms, engaging in creative 
research and investigation, and aligning challenges to potential technology solutions. Mr. Osborne collaborates with 
public safety support team to deliver optimal services and experience, effective planning, maintaining engagement 
during the sales process, and using effective communications. He provides services that targets line of public sector 
leadership to identify challenges, collaborating with vendors/partners to identify optimal solution for clients, 
attending and participating in conferences and national work groups APCO/NENA to stay current on technology 
trends, building adaptive relationships, maintaining a strong ability to consult the customer, and tailoring 
conversations to their needs. Highlights of Mr. Osborne’s key significant accomplishments include the following: 

• NENA/APCO National Member 
• NENA/NG911 S&BP 
• MPLS Network Specifics 

Executive Technologies, Inc.   Sioux City, Iowa               2015-2017 
Director of Sales & Client Services 

As Director of Sales & Client Services, Mr. Osborne contributed individually through establishing C-Level and 
Director level relationships within multiple market verticals. Specifically, Enterprise and Government agencies. He 
directed corporate sales training, led development, conducted performance reviews, monitored account executives & 
sales managers progress toward reaching development goals. Mr. Osborne consistently promoted the company’s 
culture of a team-based work environment to elevate sales across business lines and encourage employee and 
customer retention. He established and adjusted selling prices by monitoring costs, competition, and supply and 
demand.  

Mr. Osborne’s significant accomplishments include providing critical input on several key projects. Highlights of 
his key significant accomplishments include the following: 

• Directed the hardware and software sales of teams to meet and/or exceed targeted unit placement and 
revenue  

• Maintained 30% margin in gross profit/net operating income 
• Generating $4M in annual revenue 

Encartele, Inc. Omaha, Nebraska  2013-2015 
Director of Business Development/Director of Sales & Marketing 

As Director of Business Development, Mr. Osborne was responsible for providing the company direction of sales 
and marketing focused on SaaS, CPE, and cloud-based storage. that was specifically focused in Law Enforcement 
and Public Safety. He determined annual unit and gross-profit plans by implementing marketing strategies and 
analyzing trends. Mr. Osborne established C-Level and Director level relationships within multiple nationwide law 
enforcement agencies. 

Mr. Osborne’s significant accomplishments include several key initiatives which were critical to customer’s 
operations. As the Lead Sales Engineer, Highlights of Mr. Osborne’s key significant accomplishments include the 
following: 

• Restructured sales and RFP process resulting in $4.8M in total contract revenue in 18-month time frame 
• Increasing sales revenue by 9.5% in 2013; 14.5% in 2014; 15.2% in 2015 
• Increased overall revenue by 23.8% during tenure 

• Successfully launched new brand via social media outlets and obtained 20,000+ followers  

  



 

 

White Lotus Group  Omaha, Nebraska 2012-2013 
Sales Manager & Marketing 

As Sales Manager, Mr. Osborne was responsible for developing and maintaining strong relationships with tier 1 
corporate accounts C-Level contacts. His responsibilities include launching and managing market specific CRM, 
developed marketing and hunting process, built and maintained CRM data base. Mr. Osborne facilitated sales and 
marketing presentations for prospective clients, evaluated trends within specific markets, and established priorities 
for focus on revenue generating activities. He directed brand management, Public Relations, media relations, 
corporate positioning, product launches, advertising, and sales collateral. He also produced media sales kits that 
demonstrated key marketing analytics and demographics. Highlights of Mr. Osborne’s key significant 
accomplishments include the following: 

• Restructured Sales packets resulting in 4.7% quarterly sales  
• Implemented Client Relationship Management (CRM) Sales Pro improving sales Funnel 
• Restructured RFP and Contract response format cutting down on reply and acceptance timelines 

CenturyLink Omaha, Nebraska 2002-2012 
Sales & Sales Support Manager 
As Sales and Sales Support Manager at CenturyLink, Mr. Osborne functioned as the Manager of Mass Markets 
Telecommunications Sales and Support Office, Manager of Client Services and National Markets Center for Off-
line and Sales Support. His responsibilities included interviewing, developing, training, motivating sales center of 
250+ Senior Sales Consultants and 175+ Sales Support Specialists. Highlights of Mr. Osborne’s key significant 
accomplishments include the following: 

• Collaborated with cross functional channels to ensure maximum efficiency, productivity, and order 
accuracy for 45,000+ accounts. 

• Successfully coached all teams to maintain 100+% of productivity metrics.  

Certifications / Training 
• NENA/NG911 S&BP 
• Miller Heiman Strategic Selling 
• RFP Development  
• Contract Interpretation 
• MPLS Network Specifics 
• Buyer-Seller Relationships 
• Train the Trainer 
• Fair Hiring Practices 
• Prevention of Harassment Policies 
• Sales Processes 
• Best Practices in Management 
• Gaining Sales Commitment 
• Qwest 360 Executive Professional Development Program 

Professional Memberships / Associations 
• Tangier Shriner – Omaha Nebraska  
• Waterloo Masonic Lodge – Omaha Nebraska 
• Sigma Phi Epsilon National Alumni Board - Omaha Nebraska  
• Sigma Phi Epsilon National Alumni Association – Omaha Nebraska  



 

 

CARLOS SIMMONDS  
NATIONAL DIRECTOR, PUBLIC SAFETY 

Experience Summary 
Carlos Simmonds is a proven Director with 19 years of demonstrated experience in management, marketing, and 
strategic business development. He is a strategic, results-driven professional who is focused on team leadership, 
performance analysis, and business management, ensuring profit and sales maximization. Mr. Simmonds is a proven 
leader at reversing non-performing operations by installing new processes, leading ecosystems, and translating 
vision into action. Over his career, he has gained deep expertise in sales engineering, strategic planning, overseeing 
complex projects and teams, team building, cost optimization, and risk management. 

Role and Understanding of the Process 
Mr. Simmonds manages and oversees the national CenturyLink Public Safety team and all sales disciplines 
including revenue projections and conversion of market opportunities to new revenue for the organization. He works 
with CenturyLink leadership to develop the strategic direction and implement new initiatives. Mr. Simmonds has 
executed key tasks that led to the inception of an internal group who established and identified the key players in the 
development of the Public Safety Group at CenturyLink, which provides 9-1-1 service nationally. He engages state 
and local leadership to strengthen relationships, resolves any type of escalated issue, and develops CenturyLink go-
to market strategy, which includes strategic partnering. 

Mr. Simmonds is an advocate for CenturyLink’s customers and serves as a conduit to facilitate communications 
between internal and external ecosystem partners for ensuring positive customer experiences, on-time project 
completions with his programs, and market penetration. Over his career at CenturyLink, Mr. Simmonds has focused 
on deployments of various 9-1-1 and company strategic initiatives. 

Education 
Bachelor of Science, Business Administration, University of Phoenix, Phoenix, Arizona, 2011 

Relevant Employment/ Project History 

CenturyLink Phoenix, Arizona 2019-Present 
National Director, Public Safety 

As Director in Public Safety at CenturyLink, Mr. Simmonds manages and oversees the national CenturyLink Public 
Safety team and all sales discipline including revenue projections and conversion of market opportunities to new 
revenue for the organization. His responsibilities include implementing the company’s vision and strategies by 
maintaining focus on CenturyLink’s core values, developing and establishing relationships with industry partners, 
and conducting weekly staff and ecosystem meetings that focus on project deliverables and overcoming obstacles to 
ensure both customer and channel success. Highlights of Mr. Simmonds’s key significant accomplishments include 
the following: 

• Sponsored and provided the vision and strategic direction for the product development of NG 911 solution 
for CenturyLink that was first implemented for the State of Arizona 

• Executed key tasks that led to the inception of an internal group who established and identified the key 
players in the development of the new Public Safety Group at CenturyLink, which provides 9-1-1 service 
nationally 

CenturyLink Phoenix, Arizona 2015-Present 
Senior Relationship Manager 

As Senior Relationship Manager for 9-1-1 Public Safety at CenturyLink, Mr. Simmonds was accountable for 
developing successful business relationships by actively seeking new business influencers within assigned territory 
in the Public Safety sector (9-1-1). His responsibilities included targeting line of business leadership to identify 



 

 

business challenges and cultivate a foundation of trust/partnership, providing guidance and leadership to extended 
sales support team to ensure CenturyLink’s success in the market and overseeing all day to day sales operations. He 
collaborated and built relationships with vendors and partners. He led CenturyLink's efforts with contract language, 
design components, integration into the legacy 9-1-1 system, and negotiating discounts with the manufacturers to 
increase CenturyLink's margin in the NG-911 space. Highlights of Mr. Simmonds’s key significant 
accomplishments include the following: 

• Negotiated and received award for NG-911 managed service contract (TCV over $80 million) 
• Earned the company COE award 2016-2018. Monthly Recurring Revenue (MRR) attainment 2015- 361%, 

2016- 134%, 2017- 593%, 2018- 372% 

Integra      Boise, Idaho               2013-2015 
Government /Education Solutions Manager 

As Solutions Manager at Integra, Mr. Simmonds was accountable for developing and growing the Idaho and Eastern 
Washington markets in the government and education sector through the successful coaching and leadership of 
direct reports. He developed profitable and long-term relationships with heads of state agencies, school districts, and 
local municipal governments, and oversaw all day to day sales operations. Highlights of Mr. Simmonds’s key 
significant accomplishments include the following: 

• Successful negotiated of statewide purchasing contracts generating over $10 million in new contract 
revenue 

• Earned the company Elev8 award as the #1 Solutions Manager for 4th quarter 2013 and 1st quarter 2014 
with blended results of 238% of quota 

Frontier Communications    Boise, Idaho               2012-2013 
Strategic Territory Manager 

As Strategic Territory Manager at Frontier Communications, Mr. Simmonds was accountable for meeting and 
exceeding assigned monthly sales objectives and revenue quotas in the commercial, government, and education 
sectors. He developed profitable relationships with the various levels of management across the company from the 
C-Level to IT management. His recognitions include top West Enterprise Sales Executive 1st, 2nd and 3rd quarter 
2012 and he earned the company red carpet start award for achieving a 36% quarter over quarter territory growth. 

CenturyLink     Boise, Idaho               2008-2012 
Strategic Account Manager 

As Strategic Account Manager at CenturyLink, Mr. Simmonds was accountable for meeting and exceeding assigned 
monthly sales objectives and revenue quotas in the Enterprise business market groups through the successful 
management of customer base. He developed profitable relationships with the various levels of management across 
the company from the C-Level to IT management. Mr., Simmonds was responsible for building and maintaining a 
sales funnel by hunting for new prospects on a daily basis through telemarketing, knocking on doors, cold calling, 
working resources such as Chamber of Commerce, Hart Hanks, Hoover’s list, vendor contacts and customer 
referrals. He was accountable for providing outstanding customer service daily as well as development of customer 
presentations according to their business requirements, trends and emerging technologies. He partnered with new 
and existing customers through a consultative sales approach in order to better understand their business strategies 
and needs. He was responsible for the monthly acquisition of 12 new logos. Mr. Simmonds was recognized as 
Destination Beyond winner 2010 & 2011. 110% club quarterly branch excellence awards (2010-2011) and received 
Branch recognition for high achievement in sales YTD 149%, retention 195% and blended 192% (2010-2011). Mr. 
Simmonds also received numerous monthly top MRC branch sales leader awards (2009-2011). 

Certifications / Training 
The Real ABC’s of selling advanced leadership certification 
Miller Heiman Conceptual & Strategic Selling certification. 
Salesforce certification. 
Summit 2 strategic selling certification. 
Culture Selling training and certification. 



 

 

Cisco CSE certification. 
Avaya product certifications including AURA, Contact Centers, and Unified Communications. 
ShoreTel UC and IP platform certifications. 
Mitel product training and partner certifications. 

Professional Memberships / Associations 
NENA, member since 2013 



 

 

STEVE DELOACH 
SENIOR SALES ENGINEER 

Experience Summary 
Steve Deloach is a proven Senior Sales Engineer with over 33 years of demonstrated Telecommunications 
experience in both Telecommunications and Public Safety. Mr. Deloach is a dedicated, energetic, and versatile 
professional with expansive technical skill set supported by an advanced degree in multiple telecommunication 
platforms. He has gained deep expertise in sales engineering, strategic planning, managing complex projects and 
teams, team building, cost optimization, and risk management. 

Role and Understanding of the Process 
As Senior Sales Engineer, Mr. Deloach is responsible for design and architecture of world-class Public Safety 
networking solutions. He is an accomplished Sales Engineer with a unique combination of strong communication 
and presentations skills along with technical acumen. Mr. Deloach possesses over 35 years of Sales Engineering 
Management experience in the telecommunications industry and over 20 of those years directly supporting regional 
and National Public Safety Sales and Engineering teams for a Fortune 500 telecommunications company. He has 
built a repertoire that is based upon solid experience with CRM, Marketing Automation tools and applications with 
over 25 years of B2B Sales and Engineering experience. Mr. Deloach has spent the last 18 months working directly 
with Public Safety Agencies in the State of Nebraska assisting them in solving Public Safety 9-1-1 Equipment and 
Network Challenges utilizing the vast portfolio of solutions offered by CenturyLink. He has intimate knowledge of 
the design and implementation of a Next Generation 9-1-1 (NG 911) Solution on a Statewide basis and has met with 
several customers in the State to discuss the requirements of designing and implementing NG-911. Mr. Deloach 
completely understands the Network Design/Call Delivery (ESINet), Call Routing/Processing (NGCS) and all the 
backend touchpoints required for the successful implementation of a Statewide ESInet. He attends Public Safety 
Conferences and stays abreast of NENA Standards for NG-911to ensure the solutions CenturyLink offer and deploy 
meet and exceed NENA and Customers expectations and standards. Mr. Deloach is passionate about Public Safety 
and Emergency Communications and have worked in the Public Safety technology field for over 20 years 
engineering solutions utilizing and integrating wireless or wireline networks to enhance the delivery of Public Safety 
Services by our First Responders. 

Mr. Deloach is an articulate communicator who works effectively with customers and delivers outstanding customer 
service through consistent, on-time and on-budget project delivery. Over his career at CenturyLink, he focuses on 
initiatives and strict adherence to and conformance with customer needs. Mr. Deloach is a skilled communicator 
who broadly communicates his initiatives, receives affirmation, and implements plans across the entire program to 
achieve customer goals. 

Education 
Master Business Administration, University of Phoenix, Cary, NC 

Bachelor of Arts, Computer Science, University of North Carolina at Charlotte, Charlotte, NC 

Relevant Employment/ Project History 

CenturyLink Rocky Mount, NC 2014-Present 
Senior Sales Engineer 

As Sales Engineering Manager at CenturyLink, Mr. Deloach is responsible for designing and engineering Public 
Safety Solutions for Government customers in NC, TN, VA, PA, NJ, NE, IA. His responsibilities include project 
coordination, gross margin analysis, pricing, customer presentations, technical support and design of complex 9-1-1 
Network (NG-911) and CPE solutions. Mr. Deloach works closely with Product and Marketing organizations and 
Vendors to ensure that CenturyLink solutions exceeded customers and company’s expectations. 



 

 

Mr. Deloach’s significant accomplishments include providing critical input on several key projects that supported 9-
1-1 Network (NG-911) and CPE solutions. Highlights of Mr. Deloach’s key significant accomplishments include the 
following: 

• Design of Backup Network for Public Safety Critical Solutions  
• Designed and Implemented Largest Call Handling Equipment Solutions in PA  
• Implemented 1st Clustered Call Handling Solution within CenturyLink 

SPRINT Cary, NC 2008-2014 
Manager – Solutions Engineer 

As Manager and Solutions Engineer at SPRINT, Mr. Deloach was responsible for leading a team of Solutions 
Engineers with technical expertise supporting Wireline and Wireless solutions for all market segments in Eastern 
NC and Southern Virginia. His primary objective was to coordinate and manage activities and efforts to ensure that 
all assigned area and regional sales revenue objectives were met. His job responsibilities included managing a team 
of 7 Solutions Engineers that provided pre-sales design and technical support to the Sales Organization and 
Customers for MPLS, Dedicated IP, SIP trunking, IaaS, SaaS, UCaaS, Managed Network Services, Customer 
Premise Equipment (CPE) and wireless devices, solutions and applications. Highlights of Mr. Deloach’s key 
significant accomplishments include the following: 

• Nominated- Public Sector SE Manager of the Year 
• Led a Group of Engineers that assisted in the generating of over $100M in annual revenues  

SPRINT NEXTEL    Cary, NC               2005-2008 
Manager – Solutions Engineer, Public Sector 

As Manager and Solutions Engineer at SPRINT, Mr. Deloach was responsible for leading a team of Solutions 
Engineers with technical expertise covering SPRINT NEXTEL Wireless products and services for customers in the 
Public Sector Market Segments in NC/SC/TN/AL/MS/AR/LA/GA. Mr. Deloach’s primary objective was to 
coordinate and manage activities and efforts to ensure that all assigned area and regional sales revenue objectives 
were met. He managed a team of 8 Solutions Engineers that provided pre-sales design and technical support to the 
Sales Organization and Customers for wireless devices, solutions and applications. Highlights of Mr. Deloach’s key 
significant accomplishments include the following: 

• Led a Group of Engineers that assisted in the generating of over $75M in annual revenues  

SPRINT Tarboro, NC 2008-2014 
Manager – Technical Solutions Sales 

As Manager at SPRINT, Mr. Deloach was responsible for Public Safety National Sales and Engineering Support for 
CPE and Network products and services. He oversaw the engineering, design and pricing of CPE and Network 
Public Safety solutions to customers in the Business Sales In- Franchise markets. He managed a team of Sales 
Engineers who were responsible for end to end Public Safety solutions including pre-sales support for CPE, long 
distance, PCS and network/database opportunities. He managed a group of 22 Network/Database/CPE Engineers 
covering 13 States. Highlights of Mr. Deloach’s key significant accomplishments include the following: 

• Generated over $50M in 9-1-1 Non-Regulated and Regulated sales revenue 
• Outstanding SE Manager of the Year Award 

SPRINT Tarboro, NC 2008-2014 
General Manager – Sales and Service 

As General Manager of Sales and Service at SPRINT, Mr. Deloach was responsible for the sales and engineering of 
Non-Regulated Public Safety products and services in the Mid-Atlantic Region. He managed three E911 Engineers 
and six E911 Account Executives, one Sales Assistant, and one E911 Area Manager. He managed a team that was 
dedicated to engineering and selling Public Safety integrated 9-1-1 solutions. Mr. Deloach participated in technical 
sales presentations to prospective clients for both 9-1-1 CPE and Network technologies and solutions. He also 
provided consultation for strategic approaches to RFP’s and RFI’s. Highlights of Mr. Deloach’s key significant 
accomplishments include the following: 

• Generated over $11M in CPE sales for Sprint National Public Safety 



 

 

Certifications / Training 
Solution Selling Workshops 
Leadership Development Seminars 
 NG-911Conferences 
Advanced 9-1-1 CPE Design and Implementation Training 
Learning to Lead Seminars 
Kenan Flagler Executive Leadership Training 

Professional Memberships / Associations 
NC911 Board Member 
Credit Union Board Member 
Team Excellence Award 
IP Telephony Strategy Migration Team Member 
SpinCo Integration Team Member 
Presidents /Masters Club 
Who’s Who Among College Students 
Member of Kappa Alpha Psi Fraternity 
Nominated- Public Sector SE Manager of the Year 
 



 

 

STEVEN KLOCEK  
SENIOR SALES ENGINEER 

Experience Summary 
Steven Klocek is a proven Senior Sales Engineering Manager with 36 years of demonstrated Telecommunications 
experience. Mr. Klocek is dedicated primarily to the support of large business and government customers. He 
demonstrated strong performance in delivering Next Generation 9-1-1 systems, Sales, Design Engineering, Project 
Management and Customer Service through leadership, teamwork and personal attention to quality. He managed 
large complex projects, SME CenturyLink Next Generation 9-1-1 Network, bid proposals, Staff, offices and 
operations, all with a focus on helping customers achieve their business objectives. 

Role and Understanding of the Process 
Mr. Klocek is responsible for design and architecture of world-class networking solutions. Mr. Klocek provided 
technical consulting Sales Engineering teams who are focused on the technical aspects of the solution. Mr. Klocek 
has provided technical leadership on a range of projects that raised customer retention levels while reducing 
maintenance costs. He has been a sound resource for providing direction on technical aspects of solutions on various 
E911 projects. He has provided critical design and development support on Next Generation E911 solutions and 
provides customer service support for the Public Service Answering Points (PSAP’s) in Minnesota, South Dakota & 
North Dakota. Mr. Klocek is an articulate communicator who works effectively with diverse individuals and 
delivers outstanding customer service through consistent, on-time and on-budget project delivery. Over his career at 
CenturyLink, Mr. Klocek has demonstrated a keen focus on deployment of E911 initiatives and strict adherence to 
and conformance with customer needs. Mr. Klocek is a skilled communicator as he broadly communicates his 
initiatives, receives affirmation, and implements plans across the entire program to achieve customer goals. 

Education 
Associate in Computer Maintenance, Mankato Area Vocational Technical Institute (MAVTI) Mankato, MN 1983 

• Basic and Digital Electronics. Specialized Study Computer Maintenance & Programming.   
• Use of Electronic Test Equipment. 

US WEST Communications Inc. Learning Systems, Minneapolis, MN 
• Quality Process Management 4/97 
• Success Principles for Project Management 7/96 
• Kepner/Tregoe Project Management, 12/94 
• Microsoft Project 4.0 for Windows, 10/94 

Relevant Employment/ Project History 

CenturyLink Minneapolis, Minnesota 2011-Present 
Senior Sales Engineering-Solution Architecture Team – 9-1-1 Public Safety 

As Senior Sales Engineering Manager for 9-1-1 Public Safety at CenturyLink, Mr. Klocek provides Professional 
System Engineering and direction to CenturyLink Sales department on products and services for Government & 
Education clients. His primary focus is on E911 CPE and Network. Mr. Klocek’s responsibilities include providing 
customer service for the Public Service Answering Points (PSAP’s) in Minnesota, South Dakota & North Dakota as 
well as designing and pricing CenturyLink products for specific for customer applications, communication plans, 
project status meetings and written recommendations along with customer presentations. Mr. Klocek has gained a 
deep knowledge based upon his experienced in Next Generation E911 Network, 9-1-1 Hosting Platforms, LAN, 
WAN, VOIP, Positron, Plant/Cassidian, E911, Nortel, Avaya, NEC, Adtran, DS0, DS1, DS3, SHARP & SHNS, 
CPE and Video networks. Highlights of Mr. Klocek ’s key significant accomplishments include the following: 

• Developed National Programs for CenturyLink E911 Services which dictated the method by which 
CenturyLink standardizes the installation of Next Generation E911 CPE equipment, Pricing and Installation 



 

 

standards from pre-sale to post sale, and incorporated all documents into a listed CenturyLink Technical 
Publication 

• Functioned as a Qwest Next Generation Emergency 9-1-1 Subject Matter Expert for Minnesota State-Wide 
NextGen 9-1-1 Platform RFP and the ND State-Wide NextGen 9-1-1 Platform for ND, which both were 
awarded to Qwest 

BAILIWICK DATA SYSTEMS Eden Prairie, Minnesota 2002-2006 
Manager, Engineered Design and Development 

As Manager at Bailiwick Data Systems, Mr. Klocek provided Program Development, System Engineering and 
direction to support Sales and Operations of Bailiwick products and services for clients. He responsibilities included 
designing and pricing of Bailiwick products specific for customer applications, communication plans, project status 
meetings and written documentation along with customer presentations. Highlights of Mr. Klocek ’s key significant 
accomplishments include the following: 

• Developed a deployment design using Computer Aided Design Software (CAD) to realize an overlay of a 
Big Box store, which standardized the overlay of the store and placed the proper amount of voice/data 
locations in the proper departments; the overlay worked very well for receiving bids as well as release for the 
installers to deploy and resulted in significant savings by streamlining the process 

QWEST Global National Sales  Minneapolis, Minnesota               1998-2002 
System Engineer III 

As System Engineer at QWEST, Mr. Klocek provided System Engineering support and direction to Qwest’s Sales 
department on Qwest products and services for global clients. His job functions included supporting design and 
pricing of Qwest products specific for customer applications, communication plans, project status meetings and 
written recommendations along with customer presentations. Through performing his duties, Mr. Klocek built a 
deep repertoire of experience in LAN, WAN, VOIP, Positron, Plant, E911, Nortel, Avaya, NEC, DS0, DS1, DS3, 
SHARP & SHNS, CPE and Video networks. Highlights of Mr. Klocek’s key significant accomplishments include 
the following: 

• Special Project to protect our network and PSAP’s in a preparation for Y2K time clock changes. 
• Managed a 3-year project to deploy the new Campus at ADC Telecommunications, included underground 

plant, physical layer fiber and copper facilities and wireless communications. 
 

US West Professional & Technical Services Minneapolis, Minnesota              1994-1998 
Project Manager 

As Project Manager at QWEST, Mr. Klocek provide Project Management, leadership and direction to Sales of U S 
West products and services for Sales and Carrier clients. His responsibilities included coordinating internal U S 
West departments, external clients and subcontractor organizations. Highlights of Mr. Klocek’s key significant 
accomplishments include the following: 

• Managed significant installations that included major hospitals and colleges in several states 

U S West Official Company Services  Minneapolis, Minnesota              1983-1994 
Assistant Area Manager 

As Assistance Area Manager at US West, Mr. Klocek managed 15 field technicians, 4 Supply Room Attendants and 
3 Data Specialist, employed in multiple states.  Supervisor of installation and maintenance crews for complex US 
West company services. He also coordinated service for Internal U S West Customers for Minnesota & North 
Dakota's base for Customer Premise Equipment & Data Network Services. His job functions included the 
coordination of internal U S West departments, external clients and subcontractor organizations. He also provided 
support for developing design and pricing of Qwest products specific for customer applications, communication 
plans, project status meetings and written recommendations along with customer presentations. Highlights of Mr. 
Klocek ’s key significant accomplishments include the following: 



 

 

• Designed and developed the project base line for building U S West Mega Centers in MN and CO. Mega 
Centers were monitoring centers for repair tickets, workload planning, new construction routes and climate 
monitoring to plan for store damage throughout the United States 

Certifications / Training 
Motorola E911 product training, 8/2018 
Intrado E911 product training, 5/2018 
Cassidian Sales Engineering 9-1-1 Certification on E911 product, 8/2014 
SAVIS Cloud training, 2014 
Cassidian Sales Engineering 9-1-1 Certification on E911 product, 2/2012 
Adtran Sales Engineering Certification on E911 product, 7/2010 
Plant/CML Sales Engineering Certification on E911 product, 9/2010 
Nortel VoIP/BCM Training Certification, 2/07 
Anoka- Ramsey Community College. Anoka, MN. Cisco Certified Design Associate (CCDA), 12/01 
BICSI, Tampa FL. Designing Telecommunications Systems, 12/99 
 

Professional Memberships / Associations 
Minnesota Ducks Unlimited – Zone Chairman, 2005 to present. 
Carver County Ducks Unlimited - Chairman, 1992 to 2005. 
Project Management Institute - Member 1997 to 2004 
Carver County Ducks Unlimited - Committee Member, 1988 to 1992 
 



 

 

MS. CATHY ATKIN 
SENIOR SALES ENGINEER – PUBLIC SAFETY 9-1-1 

Experience Summary 
Ms. Cathy Atkin is a proven Senior Sales Engineer with 45 years of demonstrated Telecommunications experience 
in both Global Enterprise Customers and Government and Education Services support. Ms. Atkin is a dedicated, 
energetic, and versatile professional with expansive technical skill set, advanced degree and certifications in 
multiple 9-1-1 telecommunication platforms including 9-1-1 Call Handling Equipment designs, Data Center and 
Cloud designs, Enterprise Network WAN/LAN management. She has gained deep expertise in sales engineering, 9-
1-1 technologies, strategic planning, managing complex projects and teams, team building, cost optimization, and 
risk management. 

Role and Understanding of the Process 
As Senior Sales Engineer at CenturyLink, Ms. Atkin manages Sales Engineers who are focused on the technical 
aspects of the solution. She serves as first point of escalation for any design-related issues. She holds several 
certifications, which include VMWare, Cisco CCNA/CCDA, and Cyber-Security Solutions. Ms. Atkin has provided 
input into NENA standards, engineering designs, and solutions to Public Safety over 45 years. She has provided 
expertise on the evolution of Public Safety solutions throughout her career and technical leadership on a range of 
projects that raised customer retention levels while reducing overall costs. She has performed installations, 
configurations, and special services “grooming” 9-1-1 Public Safety Network and Call Handling solutions. Ms. 
Atkin designed and implemented Next Generation solutions several States including Arizona, Minnesota, Colorado, 
Washington, South Dakota and Utah. She has designed, installed, and maintained internal databases, systems and 
Public Safety systems. Ms. Atkin holds several product certifications that include Cisco, Avaya, Mitel, Vesta, and 
Viper. She is an articulate communicator who works effectively with diverse individuals and delivers outstanding 
customer service through consistent, on-time, and on-budget project delivery. Over her career at CenturyLink, Ms. 
Atkin focuses on deployment of NG-911 initiatives and strict adherence to and conformance with customer 
requirements. Ms. Atkin is a skilled communicator as she broadly communicates his initiatives, receives affirmation, 
and implements plans across the entire program to achieve customer goals. 

Education 
Degree, Computer Engineering, University of Phoenix, Tucson Arizona, January 1994 

Relevant Employment/ Project History 

CenturyLink Salt Lake City, Utah and Tucson, Arizona 1990-Present 
Senior Sales Engineering – 9-1-1 Public Safety, Government and Federal Services 

As a Senior Sales Engineer for 9-1-1 Public Safety at CenturyLink, Ms. Atkin is responsible for developing and 
delivering NG-911 Core, ESInet and I3 solutions for our NG-911 Managed solutions. Her responsibilities include 
identifying customer business requirements and developing solutions that addressed customer needs with a focus on 
engineering designs and solution selling. Ms. Atkin analyzes NG-911 and Public Safety Call Center Operations to 
determine best practice applications and designs. She delivers solution presentations that encourage customer 
collaboration. She spearheads network security resource requisitioning, installation, configuration, and monitoring. 
Ms. Atkin develops and documents new system configurations, processes, security, maintenance, backup, and 
reporting procedures for effective record keeping. Ms. Atkin delivers technical training to associates and customers 
to promote proper system configuration and designs. She promotes a productive collaboration environment through 
interfacing with vendors, such as CAD, Radio and Logging providers, 9-1-1 stakeholders, and project teams to drive 
solution development and testing. She prepares reports to track service issues, customer support business cases, and 
communicate project costs and status to both the customer (PSAP/State) and Public Safety teams. 

Ms. Atkin’s significant accomplishments include the successful deployment of several key 9-1-1 systems which 
were critical to customer’s operations. As the Lead Sales Engineer, Ms. Atkin led the development and 



 

 

implementation multi-million-dollar 9-1-1 delivery systems. Highlights of Ms. Atkin’s key significant 
accomplishments include the following: 

• Collaborated with Product Management and 9-1-1 vendors to create new NG-911 Managed Services offering 
for both the State of Arizona and 9-1-1 Public Safety in Arizona that can be deployed throughout the 
CenturyLink US wide territories 

• Deployed Statewide MPLS deployment for State of NM 9-1-1 system which includes managed IQ Data 
Bundle, Network Based Security, and Co-location 

• Assisted with the State of Arizona (AZnet) Managed Services deployment which accomplished over 770 
sites Cisco, Juniper, MPLS and statewide migration 

• Created focus teams with individual contributors to improve internal processes and build new public safety 
product offerings, including new 9-1-1 Public Safety managed services and onboarding new vendor 
partners 

• Capitalized on the many diverse skills of direct reports to deliver customer solutions resulting in over 100% 
revenue goals attainment and customer satisfaction 

• Established clear and concise individual and team goals, significantly increasing the quality of engineering 
designs, customer design, and public safety team morale 

• Directed Tucson Police Department’s Plant CML, Vesta, and Nortel Meridian ACD project as Technical 
Project Leader; resolved challenging Nortel design flaws to meet customer’s system acceptance 
requirements. 

• Played integral role in planning, design, and implementation of Enterprise Mapping and Enterprise Magic 
for nine Pima County E9-1-1 call centers; equipped multiple call centers with full suite of systems, 
including telecommunication platforms, servers, workstations, CTI applications, databases, GIS mapping 
applications, and voice and data networks 

Certifications / Training 
Cisco CCNA/CCDA 
VMWare, Juniper- JNCIP-SEC 
CenturyLink Sales Academy 
Security DDOS and others 

Professional Memberships / Associations 
Arizona Women in Engineering Support Group, 2000 
Project Management Institute, Member, 1994 



 

 

NANCY C. SERAFINO 
SENIOR SALES ENGINEER  

Experience Summary 
Nancy C. Serafino possesses 25 years of experience at CenturyLink serving 9-1-1 customers. She is a proven Sales 
Engineer with 32 years of demonstrated 9-1-1 systems development management experience, in both the 
commercial and State and Local Government environments. She has demonstrated client engagement leadership and 
change management results, effecting multi-million dollars in annual cost reductions and in hard benefits. Her 
expertise ranges from overseeing the implementation of E911 solutions to providing customer service and client 
facing. Ms. Serafino proven experience in strategic management and keen sense for completing implementations of 
E911 technology, systems integration, and business processes has gained her recognition with her customers and 
within CenturyLink. 

Responsibility and Understanding of the Process 
Ms. Serafino is responsible for the design and architecture of world-class networking solutions. Ms. Serafino is 
certified as a certified Emergency Number Professional (ENP) and has served on the Ohio State 9-1-1 Technical 
Advisory Committee for over 5 years. As Senior Sales Engineer, she effectively interfaces with various customers to 
provide 9-1-1 systems throughout the USA, including at the State level. As a proven leader, Ms. Serafino builds 
consensus, effects change, and delivers with consistent results on delivering E911 implementation projects. She 
served on the original ESINet Steering Committee for the States of Ohio and Pennsylvania as appointment by the 
Governors of these States. Real experience, such as this, has deepened Ms. Serafino’s understanding of the 
importance of Nebraska’s mission to implement their State-wide 9-1-1 system with next generation network 
capabilities that are necessary to save lives. 

Ms. Serafino possesses over 25 years of Sales Engineering Management experience in the telecommunications 
industry and over 20 of those years directly supporting regional and national Public Safety Sales and Engineering 
teams for a Fortune 500 telecommunications company. Over her entire 34-year career at CenturyLink, Ms. Serafino 
has gained a deep knowledge of implementing 9-1-1 initiatives with strict adherence to and conformance with 
commercial and State and Local Government requirements. Ms. Serafino is an articulate communicator who works 
effectively with customers and delivers outstanding customer service through consistent, on-time, and on-budget 
project delivery. As a senior staff member, Ms. Serafino effectively achieves objectives by broadly communicating 
initiatives, receiving affirmation, and implementing plans across the entire program to achieve customer and end-
user goals. As a senior staff member working at CenturyLink, she continues to augment her sound foundation in 
implementing and deploying 9-1-1 systems and develop her passion as a Senior Sales Engineer at CenturyLink. 

Education 
Bachelor of Science, Youngstown State University, 1988 

Relevant Employment/ Project History 

CenturyLink Mansfield, Ohio 1988-Present 
Senior Sales Engineer 

As Senior Sales Engineer at CenturyLink, Ms. Serafino is responsible for overseeing development of 9-1-1 
solutions. Her responsibilities and duties include managing implementation teams to ensure requirements are met; 
supporting the CenturyLink’s Sales Organization and customers in configuring 9-1-1 solutions based on customer 
requests and State RFPs; and supporting implementations, configuring solutions, and selling legacy 9-1-1 systems 
until the transition to NG-911 systems. She also conducts training for Customer Service Managers (CSMs) and 
implementation team members; scheduling and tracking implementation teams progress while monitoring and 
reporting progress, roadblocks, and risks to stakeholders. She provides leadership through functioning as a liaison 
between clients and internal and external project team members to ensure cohesion and enhances team collaboration. 



 

 

Ms. Serafino’s significant accomplishments include providing critical oversight and team management that led to 
the delivery of several E911 solutions. Ms. Serafino’s deep understanding the State of Nebraska’s objective was 
gained from her experience in managing a year-long transition for the State of Indiana to their selected NG911 state-
wide solution as a Project Manager who coordinated tasks, set agenda and schedules to implement network, and 
billing for E911 systems. 

Sales Engineer 

As Sales Engineer, Ms. Serafino performed various duties as a Regional Subject Matter Expert. Her responsibilities 
included generating and retaining E911 revenue by supporting CenturyLink’s E911 Sales organization. Ms. Serafino 
technical contributions on E911 projects included developing and delivering solutions and quotes for CPE and 
Network buildouts. She also drafted, prepared, and delivered effective customer focused solutions presentations and 
demonstrations that were critical for communication project statuses.  

Customer Service Operations E911 Area Manager 

As E911 Area Manager, Ms. Serafino functioned as the primary interface for E911 PSAP Customers, Country and 
State agencies, and external stakeholders for Ohio, Pennsylvania, and New Jersey. Her responsibilities included 
managing major network configurations, overseeing delivery of 911 solutions, and functioning as the primary 
interface for internal CenturyLink departments during project execution. Ms. Serafino’s significant accomplishments 
include providing oversight and management of development activities over several project implementation 
lifecycles. Ms. Serafino received an award by the State of Ohio for providing effective custom service to the State 
for coordinating PSAP vendor activities. 

Certifications / Training 
Emergency Number Professional (ENP) 

Professional Memberships / Associations 
Ohio Technical Advisory Committee, member 
National Emergency Number Association (NENA), member 
Ohio Telephone Association (OTA), member 



 

 

STEPHEN E. DOYLE  
MANAGER SALES ENGINEERING – SPECIALIZED SALE 

Experience Summary 
Stephen E. Doyle is a proven Sales Engineering Manager with 41 years of demonstrated Telecommunications 
experience in both Global Enterprise Customers and Government and Education Services support. Mr. Doyle is a 
dedicated, energetic, and versatile professional with expansive technical skill set, advanced degree and certifications 
in multiple 9-1-1 telecommunication platforms and WAN/LAN management. He has gained deep expertise in sales 
engineering, 9-1-1 technologies, strategic planning, managing complex projects and teams, team building, cost 
optimization, and risk management. 

Role and Understanding of the Process 
Mr. Doyle manages Sales Engineers who are focused on the technical aspects of the solution. He serves as first point 
of escalation for any design-related issues. He holds several product certifications. Mr. Doyle has provided technical 
leadership on range of projects that raised customer retention levels while reducing maintenance costs. He has 
performed installations, configurations, and special services “grooming” of Digital Loop Carrier (DLC) systems. He 
has also installed and maintained telephony high-voltage protection equipment in power generating plants and 
similar tech-heavy environments.  

His deep understanding of the process and the State of Nebraska’s 9-1-1 mission is demonstrated in the experience 
he has gained over his career. Mr. Doyle architected the Arizona Next Generation 9-1-1 (NG-911) managed services 
solution which included NG-911 cores services and managed emergency call handling equipment, employing Vesta 
and Viper. The Arizona NG-911 solution was designed to meet the financial constraints and provide next generation 
capabilities using an Operating Expense (OPEX) model to deploy NG core services within budget. He collaborated 
with the State of Arizona 9-1-1 emergency office and State-hired consultants to develop mission critical 
requirements and specifications CenturyLink implemented and deployed the NG9-1-1 solution that exceeded 
customer expectations. He led his solution architect team in designing and developing a new NG9-1-1 cores services 
ESINet solution for California Office of Emergency Services (CALOES), resulting in CenturyLink being selected as 
one of four Regional Network Service Provider (RNSPs) for the Southern California region. 

Mr. Doyle is skilled and an articulate communicator who works effectively with customers and delivers outstanding 
customer service through consistent, on-time and on-budget project delivery. Over his career at CenturyLink, Mr. 
Doyle’s keen focus on deployment of 9-1-1 initiatives and strict adherence to and conformance with customer needs. 

Education 
Master of Science, Information Management, University of Phoenix, Tucson AZ, 2006 

Bachelor of Science, Business Information Systems, University of Phoenix, Tucson, AZ, 2004 

Relevant Employment/ Project History 

CenturyLink Tucson, Arizona 2017-Present 
Sales Engineering-9-1-1Public Safety, GES/Manager 

As Sales Engineering Manager for 9-1-1 Public Safety at CenturyLink, Mr. Doyle is responsible for managing the 
CenturyLink’s centralized National 9-1-1 Public Safety Sales Engineering team. His responsibilities include 
focusing on leveraging individual expertise to distribute workloads, establish best practices, collaborate with product 
management to drive 9-1-1 product offerings, and improve the customer experience. Worked with internal and 
external partners) all business processes and procedures. 

Mr. Doyle’s significant accomplishments include providing critical input on several key projects that supported 
Arizona’s Emergency Communications Services development lifecycles. Highlights of Mr. Doyle’s key significant 
accomplishments include the following: 



 

 

• Deployed Arizona’s NG-911 solution through a collaboration with the State of Ariziona 9-1-1 office and 
State-hired consultants to develop mission critical requirements and specs that exceeded customer 
expectations.  

• Designed, developed, and deployed solutions that met the customer financial constraints to provide NG 
capabilities using Operating Expense (OPEX) model and within budget.  

• Created focus teams with individual contributors to improve internal processes and build new public safety 
product offerings, including new 9-1-1 Public Safety managed services and onboarding new vendor 
partners 

• Capitalized on the many diverse skills of direct reports to deliver customer solutions resulting in over 100% 
revenue goals attainment 

• Established clear and concise individual and team goals, significantly increasing the quality of engineering 
designs, customer wins, and team morale 

CenturyLink Tucson, Arizona 2010-2017 
Sales Engineering-9-1-1Public Safety, GES/Lead Sales Engineer 

As Lead Sales Engineer for 9-1-1Public Safety at CenturyLink, Mr. Doyle was responsible for developing and 
delivering E911Managed Service and GES solutions. His responsibilities include identifying customer business 
requirements and developing solutions that addressed customer needs with a focus on solution selling. Mr. Doyle 
analyzed E911and GES call center operations to determine requirements. He also collaborated interactively through 
solution presentations. He spearheaded network security resource requisitioning, installation, configuration, and 
monitoring. Mr. Doyle developed and documented new system configurations, maintenance, backup, and reporting 
procedures for effective record keeping. He delivered technical training to associates and customers to promote 
proper system usage. He promoted a productive environment through interfacing with vendors and project teams to 
drive solution development and testing, while preparing reports to track service issues, support business cases, and 
communicate project costs and status to senior management. 

Mr. Doyle’s significant accomplishments include the successful deployment of several key 9-1-1systems which 
were critical to customer’s operations. As the Lead Sales Engineer, Mr. Doyle led the development and 
implementation multi-million-dollar 9-1-1delivery systems. Highlights of Mr. Doyle’s key significant 
accomplishments include the following: 

• Collaborated with Product Management and 9-1-1vendors to create new NG-911Managed Services offering 
for Arizona that can be deployed throughout the CenturyLink territories 

• Deployed Statewide MPLS deployment for State of NM 9-1-1system which includes managed IQ Data 
Bundle, Network Based Security, and Co-location 

• Assisted with the Tucson Unified School District deployment which accomplished a 110 sites Avaya 
CS1000 migration 

CenturyLink     Tucson, Arizona               2002-2010 
Tier II Technical Support Specialist 

As Tier II Technical Support Specialist for Arizona Emergency Communication Services, Mr. Doyle participated in 
all phases of various project life cycles from design through delivery and ongoing maintenance. He designed, 
installed, and maintained complex telecommunication and data network platforms, which included PBX, VM (Voice 
Mail), computer telephony integrated systems (CTI), databases, advanced Geographical Information Systems (GIS) 
applications, TCP / IP networks, Cisco routers and firewalls, frame relay circuits, T1 (DS1), ISDN, and various 
DSO-type circuits and carrier platforms. His responsibilities include providing input regarding support functions that 
was included all business processes and procedures. 

Mr. Doyle’s significant accomplishments include providing critical input on several key projects that supported 
Arizona’s Emergency Communications Services development lifecycles. Highlights of Mr. Doyle’s key significant 
accomplishments include the following: 

• Directed Tucson Police Department’s Plant CML, Vesta, and Nortel Meridian ACD project as Technical 
Project Leader; resolved challenging Nortel design flaws to meet customer’s system acceptance 
requirements. 



 

 

• Played integral role in planning, design, and implementation of Enterprise Mapping and Enterprise Magic 
for nine Pima County E9-1-1call centers; equipped multiple call centers with full suite of systems, 
including telecommunication platforms, servers, workstations, CTI applications, databases, GIS mapping 
applications, and voice and data networks. 

• Designed and implemented enhanced functionality that eased management of 9-1-1emergency calls by 
increasing efficiency and accuracy of transfers. 

Certifications / Training 
Vesta 
Viper 

Professional Memberships / Associations 
National Emergency Number Association (NENA), member 2005 
Association Public-Safety Communications Official (APCO), member 2005 



 

 

JOHN ROBERT SHUTTLEWORTH 
SENIOR DIRECTOR – SALES ENGINEERING & SOLUTIONS ARCHITECTURE 

Experience Summary 
Mr. John Shuttleworth is a proven Sales Engineering Director with 38 years of demonstrated Telecommunications 
experience in both Federal and State Government and Education Services support. Mr. Shuttleworth is a dedicated, 
energetic, and versatile professional with expansive technical skill set including Management and networking in 
both the wireline and wireless industries. He has gained deep expertise in Pre-Sales Engineering, strategic planning, 
managing complex projects and teams, team building, cost optimization, and risk management. 

Role and Understanding of the Process 
As Senior Director – Sales Engineering and Solutions Architecture at CenturyLink, Mr. Shuttleworth manages Sales 
Engineers and Solutions Architects who are focused on the technical aspects of the solution. He reports directly to 
the Senior Vice President of CenturyLink’s Public Sector Government focused vertical. Mr. Shuttleworth has 
provided technical leadership over multiple teams that support the Department of Defense, Civilian Agencies, 
Special Programs and Government related systems integrators. He has covered a range of projects in both the 
wireline and wireless technologies. He has built technical teams in support of complex technical solutions and works 
to align skillsets and resources effectively. Mr. Shuttleworth is an articulate communicator who works effectively 
with diverse individuals and delivers outstanding customer service through consistent communications and team 
management. Over his career at CenturyLink, Mr. Shuttleworth has focused on Network Development, the design of 
complex networks with strict adherence to and conformance with customer needs. Mr. Shuttleworth is a skilled 
communicator as he broadly communicates his initiatives, receives affirmation, and implements plans across the 
entire program to achieve customer goals. 

Education 
Bachelor of Science, Business Management, Indiana University of Pennsylvania, Indiana, PA - 1980 

Relevant Employment/ Project History 

CenturyLink Herndon, Virginia 2017-Present 
Senior Director/Director – Sales Engineering & Solutions Architecture 

As Senior Director for Sales Engineering and Solutions Architecture at CenturyLink, Mr. Shuttleworth is 
responsible for managing the CenturyLink’s Pre-Sales Engineering and Solutions Architecture teams. His 
responsibilities include managing 130 pre-sales engineers and solutions architects supporting Public Sector 
customers. Mr. Shuttleworth’s team is responsible for ensuring compliant solutions for tactical product requirements 
as well as complex technical solutions.  

Mr. Shuttleworth’s significant accomplishments include leading technical teams and driving solutions in support of 
CenturyLink’s major Public Sector contracts including, but not limited to: 

• The General Services Administration’s Enterprise Infrastructure Services (EIS) Contract. 
• Multiple contracts in support of the Department of Defense. 
• Multiple contracts in support of the Intelligence Community. 

Mr. Shuttleworth’s team consists of 11 Sales Engineering Managers reporting directly to him who focus on the 
individual Public Sector verticals in Public Safety, State and Local, Dept of Defense, Civilian and the IC. 

• Combined the former CenturyLink and Level 3 Communications Pre-Sales Federal Government Technical 
teams as a result of the acquisition of Level 3 by CenturyLink to create the current team of 130 Sales 
Engineering professionals. 

• Optimized diverse skills of the team to ensure delivery of complex technical solutions. 



 

 

• Works with Product Management, Service Delivery and Program Management to ensure appropriate 
handoffs to internal Corporate ecosystem. 

• Work with Government agencies and Government focused customers to transform networks and technical 
requirements. 

• Ensure technical compliance with customer requirements. 
• Continues to develop team talent and ensure alignment of appropriate technical resources. 

Level 3 Communications (now CenturyLink)         Herndon and McLean, Virginia 2009-2017 
Director/Manager - Sales Engineering 

As Director for the former Level 3 Communications, Mr. Shuttleworth led a team of Pre-Sales Engineers and 
Solutions Architects. He also collaborated interactively through solution presentations. He spearheaded network 
security resource requisitioning, installation, configuration, and monitoring. Mr. Shuttleworth developed and 
documented new system configurations, maintenance, backup, and reporting procedures for effective record 
keeping. He delivered technical training to associates and customers to promote proper system usage. He promoted a 
productive environment through interfacing with vendors and project teams to drive solution development and 
testing, while preparing reports to track service issues, support business cases, and communicate project costs and 
status to senior management. 

Level 3 Communications    Herndon and McLean, Virginia             2002-2009 
Sales Engineer 

As a Sales Engineer, Mr. Shuttleworth closely aligned and collaborated with his Sales counterpart to develop 
technical solutions serving customer needs and requirements. His key technical accomplishments during this time 
were leading and supporting a mission critical technical solution for a DoD dark fiber network and a mission critical 
network that required significant backup and redundancy. 

Level 3 Communications                                            McLean, Virginia 1998-2002 
Network Developer 

As a Network Developer, Mr. Shuttleworth was responsible for planning new networks in specified markets 
including fiber optic cable route planning and technical facility selection within the markets. This included close 
coordination with the Sales, Construction, and Operations teams to ensure maximum market penetration and 
opportunity benefits. Mr. Shuttleworth worked with the Finance team to ensure appropriate cost management 
throughout Planning and Construction. 

Certifications / Training 
None 

Professional Memberships / Associations 
None 
 



 

 

CAROLINE BUSSELL 
CLIENT SUPPORT MANAGER 

Experience Summary 
Caroline Bussell is a proven Client Support Manager (CSM) with 3 years of demonstrated Telecommunications 
back office support expertise in both Global Enterprise Customers and Government and Education Services support. 
Ms. Bussell is a dedicated, energetic, and versatile professional with expansive technical skill set and degree. She 
has gained deep expertise in personnel management, customer service, strategic planning, managing complex 
projects and teams, team building, cost optimization, and risk management. 

Role and Understanding of the Process 
Ms. Bussell is responsible for supporting Sales Account Managers within Iowa and Nebraska territories. She 
performs retention management of customer contracts, executes move order changes, serves as customer advocate 
for billing issues, and handles lifecycle management needs. Ms. Bussell supports the Nebraska Account Manager 
through resolving billing and invoicing disputes and performing move order changes. Her responsibilities include 
responding to billing inquiries, resolving billing disputes, pulling internal reporting, aiding with supporting 
customers, and assisting her team with order processing group to minimize billing errors.  

Ms. Bussell is an articulate communicator who works effectively with customers and delivers outstanding customer 
service. Over her career at CenturyLink, Ms. Bussell’s is focused on strict adherence to and conformance with 
customer needs. Ms. Bussell is a skilled communicator as she broadly communicates her initiatives, receives 
affirmation, and implements plans across the entire program to achieve customer goals. 

Education 
Bachelor of Art, Liberal Studies with minor in Telecommunications and Sociology, Indiana University, 
Bloomington, IN, 2017 

Relevant Employment/ Project History 

CenturyLink Chicago, Illinois 2019-Present 
Client Support Manager 

As Client Support Manager at CenturyLink, Ms. Bussell proactively serves as customer advocate and handles 
lifecycle management needs for over 200 accounts. Her responsibilities include serving as a liaison to my customers 
and between all internal business groups, working to identify and resolve any/all issues, devising and implementing 
customer retention and revenue growth plans, and coordinating monthly and quarterly business reviews and 
customer contact evaluations.  

CenturyLink Charlotte, North Carolina 2018-2019 
Account Manager 

As Account Manager at CenturyLink, Ms. Bussell built and managed customer relationships by identifying and 
qualifying their business needs and provided them with network solutions that meet their criteria utilizing 
CenturyLink's ecosystem effectively. She gained deep understanding of internal systems and effectively utilized go-
forward products and platforms to perform daily tasks of a sales professional. The understanding she gained assisted 
her with augmenting the customer experience with CenturyLink services. 

CenturyLink    Indianapolis, Indiana               2017-2011 
Logistics Account Executive 

As Logistics Account Executive, Ms. Bussell was responsible for coordinating all shipping needs necessary for 
each client by finding a reliable carrier and eliminated fall out by maintaining strong communication with 
the drivers. She successfully networked and developed strong relationships with both customers and 



 

 

carriers and effectively negotiated profitable rates with both the shipper and the carrier through 
independent research and kept up to date with changing lane rates. She functioned as the single point of 
contact for customers and carriers to efficiently solve daily problems. 

Certifications / Training 
Sales Academy College Connect 
Social Selling Index Achievement 

Professional Memberships / Associations 
None 



 

 

MARY ANDERSON  
MANAGER BASE MANAGEMENT 

Experience Summary 
Mary Anderson is a proven Manager with 15 years of demonstrated Telecommunications back office support 
expertise in both Global Enterprise Customers and Government and Education Services support. Ms. Anderson is a 
dedicated, energetic, and versatile professional with expansive technical skill set and degree. She has gained deep 
expertise in personnel management, customer service, strategic planning, managing complex projects and teams, 
team building, cost optimization, and risk management. 

Role and Understanding of the Process 
Ms. Anderson is responsible for the all Client Support Managers (CSMs) that support Strategic Accounts within 
CenturyLink’s territory. She is a point of escalation and is ultimately responsible for overall customer satisfaction. 
Ms. Anderson responds to billing inquiries and resolves billing disputes. Her responsibilities include in assisting her 
CSMs and proactively monitors service provider-billing accuracy through resolving escalations, managing day-to-
day administrative tasks, pulling internal reporting, providing assistance with supporting customers and assisting her 
team with order processing group to minimize billing errors on the front end. Ms. Anderson managed her team 
through their involvement in the implementation of the South Dakota NG-911 project. Ms. Anderson is an articulate 
communicator who works effectively with customers and delivers outstanding customer service through consistent, 
on-time, and on-budget project delivery. Over her career at CenturyLink, Ms. Anderson’s keen focus on deployment 
of customer-driven initiatives and strict adherence to and conformance with customer needs. Ms. Anderson is a 
skilled communicator as she broadly communicates her initiatives, receives affirmation, and implements plans 
across the entire program to achieve customer goals. 

Education 
Bachelor of Science, Computer Information Management, College of Saint Mary’s, Omaha, NE, 2002 

Relevant Employment/ Project History 

CenturyLink Omaha, Nebraska 2017-Present 
Manager Base Management 

As Manager in Base Management at CenturyLink. Ms. Anderson drives consistency throughout day-to-day 
operations: standards, tools, best practices, process knowledge and communication. She provides escalation 
assistance and situation management to drive for internal and external issue resolution coordinating across sales, 
service delivery, billing and service management. She ensures CSM team partners closely with Account 
Director/Sales Engineering (AD/SE) teams in order to grow revenue and provide superior customer experience. Ms. 
Anderson also ensures coordination and cross alignment with Client Support Management across the sales 
organization while implementing best practice and solutions to channel’s business and customer needs. As a 
manager, Ms. Anderson promotes positive on-boarding experience for new hires (such as tools, training, and 
resources) and drives optimal ramp time to full productivity. She manages resource allocation to ensure assigned 
account bases allow appropriate sales and client support and oversees Key Performance Indicators such as revenue, 
revenue retention, sales, quoting, client survey feedback. 

Ms. Anderson’s significant accomplishments include providing critical input on several key projects. Highlights of 
Ms. Anderson’s key significant accomplishments include the following: 

• Contributed on CenturyLink internal projects to streamline the customer experience in upfront ordering 
• Assisted several large implementations for high profile customers 
• Participated in a select group of managers for CenturyLink’s company-wide Leadership Experience 

Program for Front Line Leaders 



 

 

CenturyLink Omaha, Nebraska 2014-2017 
Account Consultant 

As Account Consultant at CenturyLink, Ms. Anderson functioned as Account Consultant Subject Matter Expert for 
SD WAN, IQ Networking, IQ SIP products. She participated in several ongoing Time Interval Reduction projects as 
well as new product deployment trials. Ms. Anderson was responsible for High Cost Work-In-Progress (WIP) to 
drive orders to completion. Her responsibilities included maintaining dedicated, high profile customer base and 
assisting with complex solution delivery and escalations. Her daily duties included present a positive image of 
CenturyLink during client meetings and communications, assisting management in resolving escalated customer 
issues. Ms. Anderson functioned as acting Interim Manager during CenturyLink re-organization after Level 3 
merger and maintained good rapport with team members. Highlights of Ms. Anderson’s key significant 
accomplishments include the following: 

• Received the CenturyLink COE Award for customer account support and assistance to internal Sales Team 
to improve CenturyLink’s customer experience 

Evolving Solutions, Inc.   Omaha, Nebraska               2007-2014 
Senior Account Manager 

As Senior Account Manager for Evolving Solutions, Inc., Ms. Anderson was responsible for delivery of projects on 
time for customers on a national scale. She managed vendors, carrier provisioners, subagent support, and client 
support resources. She participated in all phases of various project life cycles from design through delivery and 
ongoing maintenance to deliver complex carrier solutions to new sites for clients with aggressive timelines. Her 
daily duties included developing and maintaining project documentation and conducting meetings with the clients to 
fully assess client needs and expectation setting. Ms. Anderson delivered status reports and client communications 
and coordinated with project team members. She developed training manuals for Operations Department. 
Highlights of Ms. Anderson’s key significant accomplishments include the following: 

• Contributed to company's growth through improving the quoting process and client retention.  

Certifications / Training 
Deep understanding of carrier network offerings, including Ethernet, SIP, MPLS, and many others 
Proficient with CORE, SFA, Host Applications 
Proficient in MS Office including Excel and Outlook 

Professional Memberships / Associations 
None 



 

 

MICHELE L. WOLF  
DIRECTOR – BASE MANAGEMENT 

Experience Summary 
Michele L. Wolf is a proven Director with demonstrated Telecommunications experience in both Global Enterprise 
Customers and Government and Education Services support and 21 years at CenturyLink. Her deep expertise in 
managing large, complex telecommunications programs empowers Ms. Wolf to execute her role as an effective 
program manager. She employs her problem-solving skills and the ability to quickly gather information to manage 
project implementation plans across the lifecycle of her programs. Ms. Wolf’s education and professional 
development accomplishments include holding a Master of Business Administration. Ms. Wolf is a dedicated, 
energetic, and versatile professional with expansive technical skill set, advanced degree and certifications in 
managing telecommunications and WAN/LAN initiatives. She has gained deep expertise in strategic planning, 
managing complex projects and teams, team building, cost optimization, and risk management. 

Role and Understanding of the Process 
Ms. Wolf is responsible for the all Client Support Managers (CSMs) nation-wide for all national 9-1-1 accounts. She 
serves as a point of escalation for any all implementation and billing issues. Her responsibilities include in assisting 
her managers and proactively monitors service provider-billing accuracy through resolving escalations, managing 
day-to-day administrative tasks, pulling internal reporting, providing assistance with supporting customers and 
assisting her team with order processing group to minimize billing errors on the front end. Ms. Wolf managed her 
team through their involvement in the implementation of the South Dakota, Arizona, and California NG-911 
systems and fully understands the State of Nebraska’s 9-1-1 mission and the process to implement it. Through 
experience, Ms. Wolf has developed a deep understanding the process of installing and implementing PSAPs. 

Ms. Wolf is highly accomplished, solutions-driven professional with enterprise support expertise and demonstrated 
track record of commitment to customer leading teams, driving improvement and is focused on getting the best out 
of employees. She holds an MBA and Six Sigma Green Belt certification. Ms. Wolf is an expert in analysis and 
documentation of existing business processes, requirements, and technical specifications. Ms. Wolf is an articulate 
communicator who works effectively with customers and delivers outstanding customer service through consistent, 
on-time, and on-budget project delivery. Over her career at CenturyLink, Ms. Wolf focuses on deployment of 9-1-1 
initiatives and strict adherence to and conformance with customer needs. She is a skilled communicator as she 
broadly communicates her initiatives, receives affirmation, and implements plans across the entire program to 
achieve customer goals. 

Education 
Master of Business Administration, Augsburg College, Minneapolis, MN, 2012 

Bachelor of Arts, Economics and Management, Augsburg College, Minneapolis, MN, 2009 

Relevant Employment/ Project History 

CenturyLink Minneapolis, Minnesota 2017-Present 
Director-Base Management 

As Director in Base Management at CenturyLink, Ms. Wolf is the leader of an organization of 100 Account 
Consultants, Project Managers, Program Managers, and 7 Post Sales Managers nationwide, who support the growth 
and retention of our existing customer base and also the acquisition of new clients. Her responsibilities include 
managing and ensuring her team address all post-sale service issues relating to ordering, provisioning, billing, 
analysis, performance, and reliability of CenturyLink products and services. She conducts RFP analysis, develops 
proposals, and delivers RFP presentations to customers. Ms. Wolf assists the CenturyLink Sales Organization in 
driving sales goals by assisting with pricing, developing a technically sound solution, and drafting contracts. 



 

 

Ms. Wolf’s significant accomplishments include providing critical input on several key project. Highlights of Ms. 
Wolf’s key significant accomplishments include the following: 

• Received Circle of Excellence Winner for outstanding performance – top 10% performer in the 
CenturyLink; received award 2017 & 2018  

• Exceeded Sales Target Every month in 2018 

CenturyLink Minneapolis, Minnesota 2013-2017 
Post Sales Engineering Manager II 

As Post Sales Manager at CenturyLink, Ms. Wolf managed a team of 21 Account Consultants and 1 service 
manager across 8 states for the Midwest region, who supported the growth and retention of our existing customer 
base and the acquisition of new clients. She ensured her team addressed all post-sale service issues relating to 
ordering, provisioning, billing, analysis, performance, and reliability of CenturyLink products and services. She 
hired and trained 13 Account Consultants in 8 different states in 3 months. Ms. Wolf performed RFP analysis, 
developed proposals, and delivered RFP presentations to customers. She assisted CenturyLink’s Sales Organization 
in driving sales goals by assisting with pricing, creating a technically sound solution, and drafting contracts. 
Highlights of Ms. Wolf’s key significant accomplishments include the following: 

• Hired a new team of 13 employees and had them fully ramped up in 3 months 

• Contributed to sales region revenue increase of 4.2% over the first 3 quarters of last year through 
implementing new processes and more aggressive timelines for installs to recognize revenue sooner 

CenturyLink    Minneapolis, Minnesota                  2011-2013 
Account Consultant 

As Account Consultant, Ms. Wolf supported achievement of sales objectives by partnering with sales team and 
executing on sales opportunities by developing and maintaining customer relationships. She advocated on behalf of 
the customer to ensure specific quality improvement strategies and goals were met in service delivery. Ms. Wolf 
analyzed revenue and expense trends and performed revenue and expense forecasts and prepared annual plans and 
field budgets. She prepared spreadsheets, graphs, and charts to illustrate financial trends and presented to leadership. 
Highlights of Ms. Wolf’s key significant accomplishments include the following: 

• Conducted account records cleanup and conciliation to identify and correct billing errors, resulting in a 
direct and immediate revenue increase of 3% 

• Contributed to sales team revenue increase of $200,000 through implementing product upgrading and 
pricing strategies for customers 

CenturyLink    Minneapolis, Minnesota                  2010-2011 
Service Delivery Coordinator 

As Service Delivery Coordinator, Ms. Wolf provided excellent customer service to over 300 large business 
customers, by serving as a single point of contact. She resolved complex customer billing and service issues. Sold a 
variety of telecommunications products including data lines, T1 lines, networking, and phone systems. Ms. Wolf 
acted as a peer coach and trained newly hired representatives. She served as in-charge for managers and handled 
customer escalations and supervision of representatives. Highlights of Ms. Wolf’s key significant accomplishments 
include the following: 

• Maintained outstanding order accuracy for 14 consecutive months as evidenced by 100% quality audits for 
14 consecutive months 

• Scored 100% on all customer service goals during call observations 

• Successfully managed a team of 12 employees for a four-month period, balancing peer relationships in a 
union environment while fulfilling managerial duties 

Certifications / Training 
Six Sigma Green Belt Certification, 2018 



 

 

Professional Memberships / Associations 
None 



 

 

RACHEL G. RENTERIA 
SENIOR POST SALES ENGINEER 

Experience Summary 
Rachel G. Renteria is a proven Senior Post Sales Engineer with 25 years of demonstrated Telecommunications 
experience in both Global Enterprise Customers and Government and Education Services support. Her deep 
expertise in managing technically divers customer networks, that range from VoIP, DATA, Cloud, Security, MPLS, 
and Hosting empowers Ms. Renteria to execute her role as an effective Post Sales Engineer. She employs her 
problem-solving skills and very customer oriented with strong understanding of sense of urgency at any customer 
level. Ms. Renteria holds several certifications, including Cisco Certified Network Associate (CCNA) and the Six 
Sigma Basic Certificate. Ms. Renteria is a dedicated, energetic, and versatile professional. she has gained deep 
expertise in managing complex projects and teams, team building, cost optimization, and risk management. 

Role and Understanding of the Process 
Ms. Renteria is a Senior Post Sales Engineer at CenturyLink who is responsible for fortune 500 customer networks, 
providing 24x7 SLA management on multiple types of service including VoIP, MPLS, SIP, IP DATA, Hosting, SD-
WAN, Frame relay. She possesses deep expertise in troubleshooting customer networks and providing solutions to 
outages, providing solution’s to all types of network technologies from DATA, VoIP, MPLS, VPN, SIP trunk, 
supporting C-level customers to resolve critical outages. Ms. Renteria responsibilities include working with account 
managers and their leadership teams, and closely with Sales Engineers to design and implement customer solutions. 
She oversees network operations projects including budgeting, planning, implementation, maintenance, 
administration, staffing and provides day to day leadership of call center employees, both on-shore and off-shore. 
Ms. Renteria has been supporting 9-1-1 system for 15 months for the of states of Nebraska, Missouri, and Iowa. For 
Nebraska, she escalates repairs, monitor network technician responses, supports PSAPs to full capacity. She reviews 
work that was performed in a post-sales capacity to ensure network stability. She coordinates technical visits with 
the customers and ensures PSAPs overflow call capacity is set up correctly for call handling in cases of surge. 

Ms. Renteria is a results-oriented business professional with proven abilities in team building, managing projects, 
and improving efficiency of operations. She possesses a keen ability to identify areas of organizational strength and 
weakness and implement company policies, standards, operational processes and systems that optimize productivity 
and bottom line. She motivates staff to perform at optimal effectiveness. Over her career at CenturyLink, Ms. 
Renteria focuses on strict adherence to and conformance with customer needs. Ms. Renteria is a skilled 
communicator as she broadly communicates her initiatives, receives affirmation, and implements plans across the 
entire program to achieve customer goals. 

Education 
2 years IT course work at International Business College 

Relevant Employment/ Project History 

CenturyLink Dallas, Texas 2014-Present 
Senior Post Sales Engineer/Senior Client Service Manager/Senior Service Manager 

As Senior Post Sales Engineer at CenturyLink, Ms. Renteria is responsible for fortune 500 customer networks, 
providing 24x7 SLA management on multiple types of service including VoIP, MPLS, SIP, IP DATA, Hosting, SD-
WAN, Frame relay and manage technical teams across the globe. Her duties include managing customer networks 
and ticket escalation and providing all ticket updates to customers. She supports the Sales Organization in customer 
negotiations to drive new sales and design customer networks and collaborates with account managers and sales 
engineers to grow and improve customer networks. Ms. Renteria identifies new opportunities within the customer’s 
network. She provides superior customer care by proactively communicating with C-level customers on outages and 
working with CNOC engineers to proactively monitor customer networks and resolve customer network issues. Ms. 
Renteria received recognition as CenturyLink’s top 12 sales rep for 2018. 



 

 

Bank of America Frisco, Texas 2010-2013 

Associate Vice President  

At Bank of American in her various roles, Ms. Renteria oversaw day to day operations of MCCA Managed Contact 
Center Applications over the Mortgage call center telephony systems. Her responsibilities included providing 24/7 
infrastructure management and monitoring, incident management. She provided superior service delivery by 
consistently meeting all SLA’s. Ms. Renteria managed, led, and supported a team of 2 Managers and 32 technicians 
including overseas staff. She oversaw and supported 42 Aspect ACD call centers, Aspect Primitive Dialer, VOIP, 
and UIP and managed and support the Vendor management team of 6 electronic Workflow Management (eWFM). 
Ms. Renteria managed the NICE call recording team and was responsible for ensuring all customer calls are 
recorded. She provided training to all new associates and ensure current employees remain up to date on all training 
material.  Training of RTI rollout. She also managed NICE Call Recording Projects to complete implementation and 
turn over to operation team and line of business (LOB). Ms. Renteria worked closely with CenturyLink’s PMO and 
cross functional teams to deliver projects in a timely manner and within project scope and budgets exceeding 5 
million in budget. She defined project scope goals and deliverables, which support business goals. She also 
maintained vendor relationships, negotiating, and contracting, monitored vendors performance. Ms. Renteria worked 
closely with CenturyLink’s IVR team on all projects and outages to ensure steadfast resolution. She was responsible 
for all system stability across all Mortgage call centers, to not impact our customer and ultimately their customer by 
providing daily system monitoring and ensure employees understand the importance of maintaining system stability. 
She was responsible for all Vendor Management and third-party vendors, to ensure Priority tickets are handled 
quickly and within the SLA. Her experience with all Life cycle project management and implementation and 
Delivery, which includes planning, tracking, and execute the operational disaster recovery plan, overseeing 24x7 
support of all incident tickets and project delivery, and supporting all change management process and 
implementation. Her responsibilities also included supporting all RCA-Postmortem Management by all teams and 
liaising between C-level and Line of Business Team. 

Verizon Business    Richardson, Texas              2003-2009 

Senior Technical Service Manager, Network Operations Manager, CRM Project Manager 

At Verizon Business in her various roles, Ms. Renteria oversaw multiple customer Networks, across a global sales 
region with emphasis on the US and Latin America. Her responsibilities included functioning as a 24x 7 
emergencies on call Manager for the duration of time at Verizon, meeting all customers Service Level Agreements 
(SLAs), managing ticket escalation and providing all ticket updates to customers within a timely manner. She 
worked with the Sales team to increase sales and continue to grow customer base revenue. Ms. Renteria proactively 
communicated with C-level customers on outages and worked with CNOC engineers to proactively monitor 
customer networks. She managed Field technicians on outage repairs for field and Colocations and led Technical 
teams to quick resolve on technical outages. She worked closely with Sales teams to grow accounts and maintain 
client focus.  

Verizon Business    Richardson, Texas              1998-2002 

Network Operations Manager 

Ms. Renteria ensured complete customer satisfaction by creating a help desk program which successfully met 
customer needs for 24-hour customer service and resulted in a $2 million cost savings to the company by drastically 
reducing extended customer outages and subsequent requests for credit reimbursement. She annualized data to 
improve customer networks and ultimately improve profits within a competitive market and beat out competitors 
and ensured customer Network outages remain minimal and provide constant feedback to customer during the 
outage. Ms. Renteria managed the acquisition team during all new acquisitions until fully implemented into the 
Verizon Business Model. She led staff by focusing on empowering and motivating employees to be successful and 
exceed quarterly goals. Directly increased sales by developing a team incentive program to motivate the post sales 
team in delivering timely results during outages. She performed as an account manager, managing global accounts 
such as Continental Airlines, BOA, JCPenney, PepsiCo. She maintained and managed all contractual equipment 
agreements for customers under account team as well as processed all Managed Service Provided agreements for 
customers on their CPE and Network. Ms. Renteria was responsible for vendor management of multimillion-dollar 
account negotiations, including playing an instrumental role in creating a partnership with Cisco and Nortel which 
resulted in the ability to provide direct customer service and increased customer satisfaction. She recruited, hired 
and promoted staff including discipline of employees as well as conducted yearly reviews and continuous training 



 

 

sessions for cross functional teams. She also implemented Policies and Procedure for both Sales and Network 
Operations.  

Verizon Business    Richardson, Texas   1996-2008 

CRM Project Manager 

Ms. Renteria was responsible for customer quarterly review of network performance and quarterly customer growth 
reports. She managed customer accounts by meeting with customers on a monthly or quarterly basis to strategically 
go over their network and review all changes that could be implemented. She developed new business growth plans 
and ideas for driving quarterly sales for all existing customers globally and implemented new billing software to 
provide better customer service by allowing the billing department to work more closely with order fulfillment, 
credits, installs and expedites. Ms. Renteria maintained all customer Equipment Lease agreements and contracts on 
CPE. She managed all account hot cuts and installations along with expedite and provided customer network 
diversity by reviewing customer’s network monthly. She communicated effectively with all levels of staff and upper 
management including C-Level 

Certifications / Training 

Six Sigma Basic Certificate 

Cisco Certified Network Associate (CCNA)-Certificate 

Professional Memberships / Associations 

None 



 

 

JOHN ATKINSON  
MANAGER POST SALES ENGINEERING II 

Experience Summary 
John Atkinson is a proven Manager of Post Sales Engineers with 34 years of demonstrated Telecommunications 
experience in both Global Enterprise Customers and Government and Education Services support. He possesses a 
proven track record of supporting mission critical applications, and unique, customized solutions for a base of 
strategic, 9-1-1 and Public Sector accounts. He employs his problem-solving skills and is very customer oriented 
with strong understanding of sense of urgency at any customer level. Mr. Atkinson is a dedicated, energetic, and 
versatile professional. He has gained deep expertise in managing complex projects and teams, team building, cost 
optimization, and risk management. 

Role and Understanding of the Process 
Mr. Atkinson is a Manager of Post Sales Engineering (PSE) at CenturyLink who is responsible for Manager Post 
Sales Engineering responsible for overall operational performance for regional clients within the Public Sector. Mr. 
Atkinson responsibilities include managing his team of Post Sales Engineers who work with account managers and 
their leadership teams, and closely with Sales Engineers to design and implement customer solutions. He is 
responsible for 9-1-1 and Public Sector customers in 36 states. He manages his team to assist them in executing their 
responsibilities, which include event management, change management, design and RFP support. He assists his 
PSEs and proactively monitors repair performance through supporting escalations, managing day-to-day 
administrative tasks, pulling internal reporting, and aiding with supporting customers. Mr. Atkinson managed his 
team who supports NG-911 systems for State and Local Governments in central midwestern States from South 
Dakota to Texas and all eastern States. He fully understands the criticality of State of Nebraska’s 9-1-1 mission and 
the process to support it. 

Mr. Atkinson is a results-oriented business professional with proven abilities in team building, managing projects, 
improving efficiency of operations and financial analysis. He possesses a keen ability to identify areas of 
organizational strength and weakness and implement company policies, standards, operational processes and 
systems that optimize productivity and bottom line. He motivates staff to perform at optimal effectiveness, while 
controlling costs through efficient use of human and operational resources. Over his career at CenturyLink, Mr. 
Atkinson focuses on strict adherence to and conformance with customer needs. Mr. Atkinson is a skilled 
communicator as he broadly communicates his initiatives, receives affirmation, and implements plans across the 
entire program to achieve customer goals. 

Education 
Hill Associates, Burlington VT, Advanced Telecommunications Studies, 1997 

Dakota County Technical, Minneapolis MN, Telecommunications study, CSS Labs, 1995 

University of Phoenix, Seattle WA, Electronics, 1993 

Minneapolis Community College – Small Business Administration, 1990-1992 

University of MN, Duluth MN, General Studies, 1983-87 

Relevant Employment/ Project History 

CenturyLink Phoenix, Arizona 2018-Present  
Post Sales Engineering Manager II 

As Manager of Post Sales Engineering at CenturyLink, Mr. Atkinson is responsible for leading a team of 10 Post 
Sales Engineers with responsibility for 9-1-1 and Public Sector customers in 36 states. Team responsibilities include 
event management, change management, design and RFP support. In his current role, Mr. Atkinson’s significant 



 

 

accomplishment that includes South Dakota NG-911 implementation on an accelerated timeline to achieve customer 
objectives. 

CenturyLink Phoenix, Arizona 2007-2018  
Lead Post Sales Engineer  

At CenturyLink, Mr. Atkinson was responsible for post-sales relationship management for several Arizona and New 
Mexico-based premier customers. He led 24x7 escalations and event management, prepared network metrics, and 
facilitated service meetings with customers. He regularly interfaced with leadership teams, both with customers and 
internally. 

Qwest Communications    Tempe Arizona               2006-2007 

Supervisor Network Operations 

As a Supervisor in Network Operations at CenturyLink, Mr. Atkinson supervised the work of two Customer Data 
Technician crews. His overall responsibility for designed services installation and repair and span recovery efforts 
for the southeast Phoenix metro. 

Qwest/US West Communications   Minneapolis, Minnesota              1996-2006 

Customer Service Specialist 

As a Customer Service Specialist at CenturyLink, Mr. Atkinson functioned as a NOC technician who supported 
customers with Frame Relay & ATM services. He diagnosed and repaired coordination including testing with 
customers and other internal departments, field technicians and other carriers such as Verizon and Sprint. For most 
of the ten years in this role, Mr. Atkinson was dedicated to the State of Oregon government and their Frame network 
that covered over 7000 locations. He was single point of contact for all repair issues and test/turn-up activity for all 
locations. He achieved TIER III on the technical career ladder.  

Certifications / Training 

None 

Professional Memberships / Associations 

None 



 

 

DAVID C. MUELLER  
SENIOR MANAGER 

Experience Summary 
David C. Mueller is a proven Senior Manager with 19 years of demonstrated Telecommunications experience in 
both Global Enterprise Customers and Government and Education Services support. His deep expertise in managing 
large, complex telecommunications programs empowers Mr. Mueller to execute her role as an effective program 
manager. He employs her problem-solving skills and the ability to quickly gather information to manage project 
implementation plans across the lifecycle of her programs. Mr. Mueller’s education and professional development 
accomplishments include holding a Master of Business Administration. Mr. Mueller is a dedicated, energetic, and 
versatile professional. He has gained deep expertise in managing complex projects and teams, team building, cost 
optimization, and risk management. 

Role and Understanding of the Process 
Mr. Mueller is a Senior Manager in Operations Service Management at CenturyLink who is responsible for overall 
operational performance for all clients supported by Operations Service Managers (OSMs) and Post Sales Engineers 
(PSEs) within the Public Sector, which includes Federal, State, and Local Agencies. His responsibilities include 
assisting his managers and proactively monitoring repair performance through supporting escalations, managing 
day-to-day administrative tasks, pulling internal reporting, providing assistance with supporting customers. Mr. 
Mueller manages his team in supporting the South Dakota, Arizona, and California NG-911 systems and fully 
understands the State of Nebraska’s 9-1-1 mission and the process to support it. He earned a Master of Business 
Administration in Management and a Six Sigma Green Belt certification as well as an advanced degree. Mr. Mueller 
is a results-oriented business professional with proven abilities in team building, managing projects, improving 
efficiency of operations and financial analysis. He possesses a keen ability to identify areas of organizational 
strength and weakness and implement company policies, standards, operational processes and systems that optimize 
productivity and bottom line. He motivates staff to perform at optimal effectiveness, while controlling costs through 
efficient use of human and operational resources. Over his career at CenturyLink, Mr. Mueller focuses on strict 
adherence to and conformance with customer needs. Mr. Mueller is a skilled communicator as he broadly 
communicates his initiatives, receives affirmation, and implements plans across the entire program to achieve 
customer goals. 

Education 
Master of Business Administration, Management, University of Colorado, Denver, CO, 2001 

Bachelor of Arts, Political Science, Colorado State University, Fort Collins, CO, 1993 

Relevant Employment/ Project History 

CenturyLink Broomfield, Colorado 2008-Present 
Senior Manager-Service Management, Federal and SLED 

As Senior Manager at CenturyLink, Mr. Mueller develops partnership between Account Teams, PMO and Service 
Assurance organizations in support of our clients. He manages a team of Service Managers that support agencies 
and clients in the Federal and SLED channels. His duties require his leadership and management aptitude to lead his 
team on tasks that require operational support through KPI assessment, performance analysis, SIP identification and 
reviews. He supports the client with engaging various CenturyLink Repairs Centers during exceptional service 
outages. Mr. Mueller develops relationships with key client personnel to ensures proper individuals are notified with 
outage updates. 

Mr. Mueller assumed his role at the end of 2019, with key significant accomplishments that include the following: 

• Reorganized the Federal Service Managers to more effectively support the customer base by aligning with 
high level agencies and sales directors, building better familiarity and responsiveness. 



 

 

• Reorganizing SLED Service Managers by experience and skill sets to provide the correct individuals with 
newer, more detailed 9-1-1 training 
 

Senior Manager – Enterprise Repair for Data. IP Infrastructure 

As Senior Manager at CenturyLink, Mr. Mueller recruited, developed, evaluated and motivated a high performing, 
24x7 team including six managers and 100+ technicians. He developed, documented, communicated, and 
implemented strategic and tactical operational improvement initiatives at both the team and larger organizational 
level. Mr. Mueller produced metric reporting, headcount modeling, scheduling and team performance read outs. He 
was the primary liaison with partner carriers, providing performance feedback at monthly meetings, as well as 
engaging escalation contacts during executive escalations. Mr. Mueller represented the Enterprise Repair 
organization at customer get well meetings and merged legacy company Offnet teams into a single Offnet team. 
Highlights of Mr. Mueller’s key significant accomplishments include the following: 

• Improved MTTR for one legacy company team by 42% during 2018 
• Improved three the month rolling average Top Box CSAT score from 40% to 60% during 2018 

Project Manager – Business Operations, Managed and IP Service Assurance 

As Project Manager, Mr. Mueller prepared executive level reporting that communicates team performance. He 
produced budget forecasting, metric reporting, headcount modeling and business cases and tracked strategic and 
tactical operational improvement initiatives.  

Senior Analyst – Internal Audit 

As Senior Analyst, Mr. Mueller assisted in the planning of financial, operational and IT audits. He identified 
opportunities for improving business processes, enhancing revenue, reducing costs or improving internal controls - 
ensure integrity and reliability of the controls. He communicated with business process owners to document 
processes, risks and controls of audit areas. Mr. Mueller developed, executed and documented detailed audit testing 
procedures that measured compliance to established internal control policies, procedures, laws, and regulations and 
drafted audit reports and communicated audit findings to business process owners. 

University of Denver, Division of Athletics and Recreation  Denver, Colorado            2004-2008 

Director of Joy Burns Arena 

As Director, Mr. Mueller hired, managed, developed and evaluated several teams that included 3 exempt employees, 
20 full-time employees, 75+ part-time employees, and 100+ volunteers. He developed programming and space 
utilization through observation, daily activities, data analysis, weekly staff meetings and quarterly department head 
retreats – developed and documented policies and procedures. He oversaw staff and program scheduling in main 
venues, including supporting training, meeting, and locker rooms. His job responsibilities included directing overall 
logistical operations of recreational programming – hiring coaches, scheduling practices/games/officials, assigning 
support staff, procurement of equipment and supplies. Mr. Mueller developed and implemented risk management 
policies and procedures. He coordinated facility and equipment maintenance to ensure quality and safe programs 
and managed a facility and equipment depreciation account. Highlights of Mr. Mueller’s key significant 
accomplishments include the following: 

• Improved “Learn to Skate” program retention during peak season from 62% in FY05 to 76% in FY06  
• Increased net revenue by 14% from FY05 ($372K) to FY07 ($423K) 

Time Warner Telecom, Network Operations Center Greenwood, Colorado             1998-2004 

Project Manager – Inventory Assurance 

As Project Manager, Mr. Mueller partnered with outside consultants and vendors to develop and implement new 
customized communication network inventory system that integrated with company’s legacy systems. He led 
development of the workflow systems within new network inventory system. Mr. Mueller consulted with 
operational SME’s to provide accurate and complete information to the project team and reported project progress or 
roadblocks to senior management as appropriate. He developed process flow charts and M & P documents that 
highlighted user roles and tasks and coordinated change control and release management. He participated a tool 
development project that audited actual network against inventory databases. Mr. Mueller developed and 



 

 

implemented processes and supporting documentation to address required manual clean-up of data bases resulting 
from network audits. Mr. Mueller’s key significant accomplishment was managing a single phase of one project 
(approx. 16% of network) captured $1.1M in stranded equipment to be re-deployed. 

Certifications/Training 

Six Sigma Green Belt - Acuity Institute, December 2008 

Professional Memberships/Associations 
None 



 

 

ERIC B PETERSON  
DIRECTOR – OPERATIONS SERVICE MANAGEMENT 

Experience Summary 
Eric B. Peterson is a proven Director with 22 years of demonstrated Telecommunications experience in both Global 
Enterprise Customers and Government and Education Services support. His deep expertise in overseeing and 
managing large, complex telecommunications programs empowers Mr. Peterson to execute his role as Director. He 
employs his problem-solving skills and the ability to quickly gather information to guide and manage project 
implementation plans across the lifecycle of his programs. Mr. Peterson’s education and professional development 
accomplishments include holding a Master of Business Administration. Mr. Peterson is a dedicated, energetic, and 
versatile professional. He has strong Operations Science based analytical measurement experience and has gained 
deep expertise in managing teams, team building, talent development, cost optimization, and risk management. 

Role and Understanding of the Process 
Mr. Peterson is a Director in Operations Service Management at CenturyLink who leads a 170-person Operations 
Service Management organization company-wide. He is responsible for leading Operations Service Managers 
(OSMs) and Post Sales Engineers (PSEs) within the Public Sector, which includes Federal, State, and Local 
Agencies. Mr. Peterson is responsible for all aspects of Operations Service Management processes and post-install 
support. He is directly responsible for the Operations Service Management (OSM) organization and, by extension, 
individual contributors. Mr. Peterson is a point of escalation both internally and customer-facing, to ensure 
appropriate operations support. For the Nebraska NG-911, Rachel Renteria is part of Mr. Peterson’s organization. 
With CenturyLink, Mr. Peterson is currently managing the NG-911 system operations for the State of California. 
This includes the deployment of Next Generation Core Services (NGCS), ESINet, and the aggregation network to 
all Originating Service Providers (OSP). Mr. Peterson specializes in the following product solutions: E911/NG-911, 
UCaaS, Contact Center, VoIP, Managed Security Services, Dark Fiber, Private Dedicate Rings/Networks 
(PDR/PDN), Wavelength Services, TDM T1/T3 Services, Ethernet Private Lines, Ethernet Virtual Private Line 
Service, Multi-Protocol Label Switching Service and Internet. 

He earned a Master of Business Administration and a Bachelor of Science in Finance. Mr. Peterson is a results-
oriented business professional with proven abilities in team building, managing projects, improving efficiency of 
operations and financial analysis. He possesses a deep understanding of Operations Service Management, 
Assurance, Sales, and Product Lifecycles. He applies his skills in Critical thinking and execution of big ideas to 
enable transformation for promoting innovative thinking across his organization. He motivates staff to perform at 
optimal effectiveness, while controlling costs through efficient use of human and operational resources. Over his 
career at CenturyLink, Mr. Peterson focuses on strict adherence to and conformance with customer needs. Mr. 
Peterson is a skilled communicator as he broadly communicates his initiatives, receives affirmation, and implements 
plans across the entire program to achieve customer goals. 

Education 
Master of Business Administration, University of Tulsa, Tulsa, OK, 2002 

Bachelor of Science, Finance, Oklahoma State University, Stillwater, OK, 2000 

Relevant Employment/ Project History 

CenturyLink Tulsa, Oklahoma 2019-Present 
Director – Operations Service Management 

As Director in Operations Service Management (OSM) at CenturyLink, Mr. Peterson leads a 170-person Operations 
Service Management organization companywide.  Our mission and goal are to provide Industry Leading Customer 
Experience to those we serve by being the service assurance experts and resource center for internal and external 
customers as well as to alleviate pressure placed on the Repair Center.  We do this through relationships and our 



 

 

core competencies, which include providing Operations Reviews, Service Improvement Plans, critical outage 
support, post-incident RFO discussion support, ticket and GCR contact management, and project management for 
process exceptions.  Our relationship with Repair, the Sales Organization, and directly with Customers is key to our 
success and is something that differentiates us from our competitors. 

Mr. Peterson’s significant accomplishments include providing critical input on several key projects that supported 
several State Emergency Communications Services development lifecycles. Highlights of Mr. Peterson’s key 
significant accomplishments include the following: 

• Leading Digital Transformation efforts within repair through the use of Power BI and other analytics tools 
to give our OSMs better insights into customer performance and areas to improve upon 

• Developed Mobile applications to allow our OSM’s have up to the minute information regarding customer 
network ticketing to improve customer experience 

• Successfully merged 5 different OSM organizations into 1 company-wide organization 

CenturyLink Tulsa, Oklahoma 2015-2019 
Senior Manager – Operations Service Management 

As Senior Manager at CenturyLink, Mr. Peterson managed and led most groups within the Operations Service 
Management organization including most of GAM, Federal, GEAR and parts of Wholesale at times. He effectively 
led and developed team members across multiple companies from various backgrounds and led multiple teams 
including two teams with 25 directs for over 9 months. Mr. Peterson accomplished process improvement project that 
led to building a SharePoint site for team collaboration and improving the digital account management process. He 
capitalized on opportunities to innovate that led his team to better ways of accomplishing their job through 
technology and data analytics. Mr. Peterson effectively partnered and developed strong relationships with 
Assurance, Sales, and Customer leader as well as individual contributors and worked to develop and recognize talent 
within the organization. Highlights of Mr. Peterson’s key significant accomplishments include the following: 

• Pioneered the use of Power BI, Power Apps, Flow, and SharePoint to transform the entire OSM 
Organization as well as share with other organizations 

• Developed and rolled out our new Metric and Marketing platforms which includes Power BI and OSM 
University 

CenturyLink     Tulsa, Oklahoma              2003-2015 
Service Manager Lead  

As Service Manager, Mr. Peterson responsible for over $140 million in complex annual revenue. His responsibilities 
included addressing overall customer satisfaction, billing maintenance, service maintenance, revenue retention, 
Operations Science based operations reviews and analysis, and both tactical and strategic process development. He 
effectively led when managing a diverse group of people and departments in a matrix management environment to 
achieve goals and objectives important to the company and the customer. Mr. Peterson developed and maintained 
operations science-based operations reviews that include complex data analysis, root cause identification, and 
service improvement plans. To promote interdepartmental synergies, he initiated and implemented multiple cross-
department process improvements many of which involved new revenue opportunities and assisted in cross-
functional development teams for creation and release of new products to existing customers. His actions resulted in 
sales growth revenue base in a market with steady price declination. Mr. Peterson’s key significant accomplishments 
included recovering over $1.2 million in cost savings by reviewing complex financial operating data, developing 
technical plans to migrate services, and implementing the plan. 

CenturyLink     Tulsa, Oklahoma              2000-2003  
Project Manager IV 

As Project Manager, Mr. Peterson managed the ordering and provisioning of telecommunication circuits and 
projects for a large and wide-ranging customer base including large cable companies and government sub-contracts. 
His responsibilities included delivering multimillion-dollar services to telecom customers, providing custom 
presentations for customers to assist the sales process, and managing a group of people and processes for delivering 
results. Mr. Peterson’s significant accomplishment in this position included developing new processes that netted 
over $20 million. 



 

 

Certifications / Training 
None 

Professional Memberships / Associations 
None 



 

 

EARL STAN WATERMAN 
REGIONAL OPERATIONS MANAGER 

Experience Summary 
Earl Stan Waterman is a proven Regional Operations Manager with over 35 years of demonstrated experience in 
Telecommunications at CenturyLink. Mr. Waterman is a self-motivated, organized professional with demonstrated 
success in management, interpersonal and communication skills, and the ability to manage numerous tasks 
simultaneously. He is a dedicated, energetic, and versatile professional with expansive technical skill set that is built 
upon a technical degree and certifications in best industry management practices and information security policy 
development. The deep expertise in managing large, complex telecommunications programs Mr. Waterman has 
gained over his career has resulted in his strong problem-solving skills and the ability to quickly gathers information 
and implement plans of action. He functions as Secretary on the Nebraska One-Call Board Member and is pursuing 
an Associate Degree. 

Role and Understanding of the Process 
Mr. Waterman manages a team of six supervisors, one administrative assistant, and a base of 94 central offices, 
fields, and design/9-1-1 union technicians that install and maintain broadband, POTS, Gigabit Passive Optical 
Network (GPON), Ethernet, and 9-1-1. He serves as a point of contact, ensuring compliance with contract terms and 
objectives are incorporated consistently throughout the project implementation. Mr. Waterman is full responsibility 
for multi-million-dollar budgets and executing complex projects on time and on budget. He fully understands the 
critical role Operations play in maximizing the uptime of the Nebraska 9-1-1 system and possesses expertise in risk 
analysis and management and incident response oversight. Mr. Waterman understands the importance of excellent 
customer service and has successfully managed his team. He addressed customer concerns promptly and pass on 
customer “Thank You Feedback” directly to his technicians. Over his career at CenturyLink, Mr. Waterman has 
keenly focus on deployment of E911 initiatives and strict adherence to and conformance with customer needs. He is 
a skilled communicator who effectively communicates initiatives and implements plans across the entire program to 
achieve customer goals. 

Education 
Associate Degree, Western Nebraska Community College, Scottsbluff, Nebraska, Candidate 

Relevant Employment/ Project History 

CenturyLink Scottsbluff, Nebraska 1988 – Present 
Regional Operations Manager 

As a Regional Operations Manager at CenturyLink, Mr. Waterman is responsible for executing and completing 
telecommunications projects that include voice and data service delivery, network expansions, site activations, 
outside plant, and fiber builds according to strict deadlines and within budget. His responsibilities include managing 
a team of six supervisors, an administrative assistant, and a base of 94 central office, field, and design/9-1-1 union 
technicians that install and maintain broadband, POTS, GPON, Ethernet, and 9-1-1. He manages a $3M expense 
budget by prioritizing jobs and workload with his supervisors on the best agreed-upon approach to spend the funding 
on projects, resulting project completion below or at budget each year. He monitors damage claims to ensure money 
is recouped from the damaging party and manages line extension contractor that preforms construction maintenance 
activities, including the status of cable repair projects, installation of buried drops, and hold them accountable for 
on-time performance and quality. He produces maintenance packages by exchange with cost analysis for pedestal 
replacement/rehab projects and submit cable replacement projects with characterization analysis to support the 
replacement. Mr. Waterman works with the CenturyLink Public Policy Team to submit Nebraska Universal Service 
Fund projects. He promotes a corporate employee engagement survey and develop action plans to address the issues 
and concerns. He administers quarterly point awards to acknowledge fellow employees for work well done. 

  



 

 

Area Plant Supervisor 

As Area Plant Supervisor at CenturyLink, Mr. Waterman was responsible for directing technicians to maintain 
OSP/Network facilities in a productive and effective manner. He supervised the conversion of Nortel DMS 100 and 
DMS 10 products to the Nortel C2P switching technology and performed in-charge duties during the manager’s 
absence and for extended periods when vacancies occurred at the manager level. Mr. Waterman managed $1.5 
million employee budgets, coming in below or meeting budget each year. He partnered with internal departments to 
ensure customer trouble or service order Key Service Measurements were achieved and partnered with engineering 
on projects to ensure a wider scope of work was reviewed to ensure bad facilities and growth opportunities were 
identified. Mr. Waterman participated in three Union contract negotiations in 2004, 2007, and 2010 and is an active 
participant in a Nebraska PSC hearing in January 2011. 

Network Supervisor 

As Network Supervisor at CenturyLink, Mr. Waterman was responsible for the network facilities in 17 exchanges 
(35,000 households), including performing monthly central office quality inspections. As part of his duties. Mr. 
Waterman managed the eight technicians that were responsible for the routine maintenance and repair of special 
services and the analog and digital switching equipment. He honed his teamwork and communication skills by 
providing feedback to the team and manager.  

Outside Plant Supervisor 

As Network Supervisor at CenturyLink, Mr. Waterman was responsible for eight outside plant technicians that 
served seven exchanges in the Southern and Eastern part of the Sprint territory in Nebraska and supervised 28 
departmental personnel, hired new employees, and scheduled work shifts. As part of his duties. Mr. Waterman 
provided exceptional service to our customers and frontline associates. He maintained budget and promoted 
teamwork by loaning out employees to supervisors to help with results as well as preformed monthly quality 
inspections on outside plant technicians and shared the results with each individual.  

CenturyLink     Glasco, Kansas               1981-1988 
Installation and Repair Technician 

As Installation and Repair Technician, Mr. Waterman was responsible for the installation of phone lines and the 
maintenance of customer service in four exchanges. He maintained aerial cable and buried cable independently and 
executed in-charge duties when the local supervisor was on vacation or away for extended meetings. 

Certifications / Training 
North Central Kansas Technical College, Beloit, KS Plumbing, Heating, and Air Conditioning Certificate 

Professional Memberships / Associations 

Nebraska One-Call Board Member, Secretary, 2007 – Present 

Volunteer for the Festival of Hope, 2017 - Present 



 

 

CORY M. SKOUMAL  
REGIONAL OPERATIONS MANAGER 

Experience Summary 
Cory M. Skoumal is a proven Regional Operations Manager with over 20 years of demonstrated experience in 
Telecommunications at CenturyLink. Mr. Skoumal is a self-motivated, organized professional with demonstrated 
success in management, interpersonal and communication skills, and the ability to manage numerous tasks 
simultaneously. He is a dedicated, energetic, and versatile professional with expansive technical skill set that is built 
upon best industry management practices. Mr. Skoumal possesses strong problem-solving skills and the ability to 
quickly gathers information and implement plans of action. He holds a degree in Business Administration and 
Management Marketing. 

Role and Understanding of the Process 
Mr. Skoumal is responsible for the continuous operation of the network transmission equipment, and infrastructure 
as well as construction, maintenance, installation and repair of outside plant. and manages a team that executes the 
tasks. He serves as a point of contact for escalation to ensure compliance with contract terms and objectives are 
incorporated consistently throughout the project implementation. Mr. Skoumal is full responsibility for multi-
million-dollar budgets and executing complex projects on-time and on-budget. He fully understands the critical role 
Operations play in maximizing the uptime of the Nebraska 9-1-1 system and possesses expertise in risk analysis and 
management and incident response oversight as well as the importance of excellent customer service. Over his 
career at CenturyLink, Mr. Skoumal has keenly focused on deployment of 9-1-1 initiatives and strict adherence to 
and conformance with customer needs. Mr. Skoumal is a skilled communicator who effectively communicates 
initiatives and implements plans across the entire program to achieve customer goals. 

Education 
Bachelor of Science, Business Administration & Management Marketing, University of Nebraska, Omaha, NE, 
1999 

Relevant Employment/Project History 

CenturyLink Omaha, NE 2011 – Present 
Regional Operations Manager 

As a Regional Operations Manager at CenturyLink, Mr. Skoumal is responsible the continuous operation of the 
network transmission equipment, and infrastructure as well as construction, maintenance, installation and repair of 
outside plant. He developed and managed an annual $30 million expense budget for the area for all employee and 
non-employee expenses. His duties include providing product marketing information to facilitate meeting the 
market’s sales unit and net gain forecast while delivering exemplary customer service; maintaining high visibility in 
the community by being active in local organizations and service groups; ensuring compliance with all company and 
industry standards and safety procedures; and staying abreast of changing technology to determine the best long 
term solutions for the company. Mr. Skoumal contributes to the annual capital budget plan development by 
collaborating with local Engineering organization to ensure the market’s needs are met. 

CenturyLink Omaha, NE 2010-2011 
Manager – Design/Field Engineering 

As Manager in Design/Field Engineering at CenturyLink, Mr. Skoumal was responsible for Design and Field 
Engineering functions specific to the local loop for wire centers in Nebraska and Western Iowa. He led, coach, and 
develop Outside Plant Engineers to meet and exceed performance targets while continuously improving processes. 
He performed regular audits on employee job requirements to ensure compliance to company policy. Mr. Skoumal 
managed operations budgets through authorization of work orders, monitor, and track results. He observed and 
coached performance of team members against defined metrics and scorecard initiating improvement plans as 



 

 

needed and partnered with internal and external organizations to ensure that work is completed in an accurate and 
efficient manner to better serve Qwest customers. He established a team environment to facilitate and improve 
communications, cooperation, and employee attitude to better serve the team and Qwest customers. 

CenturyLink     Omaha, NE               2005-2010 
Network Operations Manager 

As Network Operations Manager at CenturyLink, Mr. Skoumal oversaw the 175 employee Installation and 
Maintenance, Cable Maintenance, and Construction daily operation for Omaha and Western Iowa. His 
responsibilities included establishing and ensuring adherence to budgets, work plans, and performance requirements. 
He was accountable for operational results, methods & procedures, and staffing of the functional area and ensured 
proper scheduling of daily Construction workload to achieve critical completion dates. His other duties included 
developing the supervisor team and their subordinates through constant feedback and coaching, building successful 
relationships with Communications Workers of America (CWA) union officials to help foster positive interactions, 
and improving relationships with key internal departments to share ideas and facilitate communications. Mr. 
Skoumal strengthened his department’s financial position by controlling expenses through overtime and material 
management and strived to increase efficiency in employee’s daily work through developing employees as well as 
identifying process improvements to improve workflow. 

CenturyLink     Omaha, NE               2003-2005 
Network Operations Supervisor 

As Network Supervisor at CenturyLink, Mr. Skoumal was responsible for the installation and maintenance of 
Designed Services circuits and equipment including DS0, DS1, E911, Pair gain systems, and Multiplexers. He 
developed employee performance through training and individual coaching to ensure efficiency and effectiveness 
while performing daily work functions. He regularly interacted with customers to ensure satisfaction in the products 
and services received and exercised financial responsibility by managing tool and equipment inventories as well as 
overtime. Mr. Skoumal was appointed to interview a committee that was charged with assisting in selecting new 
employees and worked with various departments within Qwest to ensure that all critical service order dates were 
met. He coordinated initial deployment and turn up of Broadband DSLAM’s in the Omaha area and directed the 
chronic and noise mitigation crew for the states of Nebraska and Iowa. 

CenturyLink     Des Moines, IA               2001-2003 
Senior Design Engineer 

As Senior Design Engineer at CenturyLink, Mr. Skoumal used resources to provide telephone and internet cable 
facilities to new developments (such as a Sub-Division or Campus). He issued engineering work packages for 
copper and fiber systems including workprints in OSP-FM or Cimage databases. He was responsible for providing 
specifications for cable placing and splicing, as well as equipment selection and safety guidelines and working to 
create the most economically feasible solutions while meeting budgetary guidelines. He provided extensive 
technical expertise in resolving customer held orders in a timely matter and interact with customers to coordinate 
cable facility placement that meets the customer due date.  

CenturyLink     Omaha, NE               2000-2001 
Customer Experience Manager 

As Customer Experience Manager at CenturyLink, Mr. Skoumal managed end-to-end customer experience for 150 
to 200 customers simultaneously. His responsibilities included interacting with and directed managers at all levels to 
prioritize and meet customer issues, initiating alternative solutions and atonement, managing data and information 
flow on numerous business computer systems, following-up with customer to ensure satisfaction, analyze and 
document results, and identifying and implemented process improvements to increase departmental productivity. 

Certifications / Training/Achievements 
Completed Leadership Omaha program through the Omaha Chamber of Commerce. 
Nominated for the Ten Outstanding Young Omahans award through the Omaha Jaycees. 
Appointed to the Board of Directors for the following organizations: 
• Omaha Children’s Museum 
• Douglas County Sheriff Foundation 
• Millard Athletic Association 



 

 

Assigned to various key corporate teams for process and business improvements: 
• Modem Management Team  
• Corporate Force to Load Implementation Team 
• Nebraska Leadership Team 
• Chronic Repair Reduction Team 
• Net Promoter Customer Satisfaction Implementation Team 

Professional Memberships/Associations 
None 



 

 

MARGARET A. COOK  
SENIOR FEDERAL PROGRAM MANAGER 

Experience Summary 
Margaret A. Cook is a proven Federal Program Manager with over 10 years of demonstrated Program Management 
experience in Telecommunications. She is a dedicated, energetic, and versatile professional with an expansive 
technical skill set that is built upon a technical degree and certifications in industry-standard management practices 
and information security policy development. Her deep expertise in managing large, complex telecommunications 
programs empowers Ms. Cook to execute her role as an effective program manager. She employs her problem-
solving skills and the ability to quickly gather information to manage project implementation plans across the 
lifecycle of her programs. Ms. Cook’s education and professional development accomplishments include holding a 
Bachelor of Science in Information Systems, maintaining an active Project Management Professional (PMP™) 
certification since 2005, and acquiring the Certified Information Systems Security Professional (CISSP) 
certification. 

Role and Understanding of the Process 
Ms. Cook oversees all aspects of the program lifecycle and overall implementation phases, namely, project planning 
development, project execution, quality, change control, meeting coordination, and documentation. She serves as the 
main customer point of contact and integrator, ensuring that compliance with contract terms and objectives are 
consistently met throughout a project implementation. Ms. Cook has built a 26-year career in the telecommunication 
industry, with over 15 years focused on mission critical Department of Defense networks. She managed the 
implementation and operations of the NY, PA, & MD National Guard networks during the September 11, 2001 
crisis in September 2001. Real experience, such as this, has deepened Ms. Cook’s understanding of the importance 
of Nebraska’s 9-1-1 system moving to the next generation network capabilities that are necessary to save lives. To 
accomplish Nebraska’s mission, Ms. Cook understands that managing all transition risk is paramount to ensuring a 
seamless service transition while maintaining uninterrupted service throughout the transition. Furthermore, Ms. 
Cook is committed, as she is on all her programs, to overseeing a timely Nebraska 9-1-1 system implementation, 
which fulfills customer expectations by meeting the project plan and deploying the system on-time and within 
budget. 

Ms. Cook is fully responsibility for multi-million-dollar budgets, developing multi-year corporate strategies, and 
executing complex projects on time and on budget. Her expertise in risk analysis and management, information 
security policy development, compliance governance, IT auditing, and incident response oversight equips her with 
the requisite knowledge, skills, and experience to properly manage the Nebraska 9-1-1 system implementation. 
Additionally, she has successfully managed projects that featured penetration testing, configuration of change 
control, and disaster recovery planning. Over her career at CenturyLink, Ms. Cook has keenly focused on initiatives 
that are comparable to the Nebraska’s 9-1-1 initiative, which demands strict adherence to and conformance with 
customer needs. She is a skilled communicator who effectively communicates initiatives and implements plans 
across the entire program to achieve customer goals. 

Education 
Bachelor of Science, Computer Information Systems, Florida Institute of Technology, Melbourne, FL, 2016 

Relevant Employment/ Project History 

CenturyLink Herndon, Virginia 2015 – Present 
Senior Federal Program Manager 

As a Senior Program Manager who is dedicated to support the Harris Corporation portfolio of projects within 
CenturyLink Communications Government Markets Group, Ms. Cook is responsible for executing and completing 
telecommunications projects that include voice and data service delivery, network expansions, site activations, 
outside plant, and fiber builds according to strict deadlines and within budget. Her responsibilities include acquiring 



 

 

resources and coordinating the efforts of team members and third-party vendors, contractors, or consultants in order 
to complete projects according to project plan and schedule. Ms. Cook is directly responsible for managing quality 
control and project objectives that is based on critical path throughout the lifecycle of the entire program. Ms. Cook 
directs and manages all implementation phases from beginning to end across the entire lifecycle of projects. In the 
role of the lifecycle program management, Ms. Cook defines project scope, goals, and deliverables that support 
business objectives in collaboration with senior management and key stakeholders. She develops full-scale project 
plans and associated communications documents as well as liaise with project stakeholders on an ongoing basis. Ms. 
Cook estimates the resources and participants that are required to achieve project goals. She develops and submits 
budget proposals with recommendations and modify budget where necessary. She sets, manages, and continually 
communicates project expectations with team members and other stakeholders. Ms. Cook identifies and resolves 
issues that arise and manages program and project dependencies as well as critical path drivers using the schedule 
project timelines and milestones. Ms. Cook daily duties involve developing and delivering progress reports to 
customers and stakeholders, participating in proposal support activities, developing requirements documentation, 
and delivering presentations. Ms. Cook maintains an important role in supporting the sales channel as she builds, 
develops, and grows any business relationships vital to the success of the program. 

Ms. Cook’s significant accomplishments include providing effectively program management on a portfolio of key 
projects that supported Harris Corporation’s business objectives. Highlights of Ms. Cook’s key significant 
accomplishments include the following: 

• Continuous improvement for the Harris Corporation portfolio of services, valued at $4.5 million MRC, 
resulting in the award of new business on a continual basis. 

• Assisted with development and implementation of the Proof of Concept for CenturyLink's Managed 
Trusted Internet Protocol (MTIPs) gateway  

AMTRAK / National Passenger Railroad Corp.                      Washington, DC 2012-2015 
Senior Security Engineer/Senior System Architect 

As Information System Security Manager at AMTRAK, Ms. Cook was responsible for architecting network 
solutions for nationwide video surveillance, as well as, executing PSIM integration and Network Security. She 
developed and implemented the Continuous Monitoring Program to maintain the authority to operate (ATO) to 
ensure proper vulnerability discovery and mitigation, boundary scope, and overall network security of the program, 
while maintaining FISMA compliance as defined by FIPs 199, 200 and OMB-circular A-130. She managed all 
Federal Regulatory Compliance reporting for Secure Network, including Plans of Actions and Milestones 
(POA&M) reporting. She advised Security and Network Engineers on configuring, implementing, and managing 
network components, such as servers, data storage systems, security software systems, applications software, camera 
data review systems, new MPLS sites, CCTV, and applications. Ms. Cook supervised A&A documentation, 
including monthly, quarterly and annual reporting and performed monthly vulnerability scanning for discovery and 
mitigation strategy development and execution. 

Ms. Cook’s significant accomplishments include the successful security management of AMTRAK IT systems 
which were critical to customer’s operations. Highlights of Ms. Cook’s key significant accomplishments include the 
following: 

• Delivered implementation and migration of 300 cameras and other video surveillance equipment 2 weeks 
ahead of schedule through close collaboration with vendor and completion of network configuration.  

• Increased productivity of staff utilizing standardized process for accessing camera systems, control 
systems, alarms, and sensors regardless of brand, across enterprise, by leading largest Physical Security 
Information Management (PSIM) implementation within transportation sector integrating thousands of 
cameras across the United States from different manufacturers into one common operating platform. 

• Facilitated federal agency information sharing for organization by executing initial and on-going A&A 
activities, achieving ATO for Amtrak FISMA certification project.  

CenturyLink    Fairfax, Virginia               2007-2012 
Program Manager – Federal Programs 

Ms. Cook led daily operations for Amtrak Police Department Secure Network (ROMAN), including supporting 
equipment such as MPLS, Colocated Hosting/Data Centers, Managed Firewall/Intrusion Detection Prevention 



 

 

Services, vulnerability management, Managed Network Services, CCTV, Internet Hosting and mobile VPN. 
Highlights of Ms. Cook’s key significant accomplishments include the following: 

• Captained Physical Infrastructure Security Program for Amtrak conducting vulnerability assessments, risk 
analysis, and counter-terrorism risk management strategies protecting critical infrastructure assets, as well 
as, managing $10M budget constructing 65 node network with Total Cost of Ownership savings of 35% 
against existing business network; complete with fully redundant bi-coastal data centers.  

• Maintained 87% win rate serving as Technical Writer/Program Management SME for government RFPs. 

MCI WORLDCOM / VERIZON Business  McLean, Virginia             1999-2007 
Engineer / Engineering Program Manager 

Ms. Cook served as the dedicated Program Manager to the Department of State Telecommunications Program 
Office (DTS-PO) for Spectrum program. She managed day-to-day activities, collaborated with sales team on 
proposal development and submission via SPECTRUM contract vehicle, and delivered scope, time estimation, 
implementation plan, and cost for various phases of project lifecycle. She developed and managed customer 
relationships at all levels of agency providing expertise and leadership regarding telecommunications technology 
implementation and project execution. Ms. Cook created and established an operational framework for projects that 
included detailed project plans, project organization and administration. Her duties included monitoring and 
adjusting project performance against key metrics such as budget, service delivery, and network performance. Ms. 
Cook identified, assessed, and resolved network infrastructure implementation issues. She also reviewed customer 
deliverables for content and quality. Ms. Cook drove the Department of Defense FTS2001 transition as Dedicated 
Program Manager and lead engineer furnishing full lifecycle program management, pairing with GSA and DoD 
migrating 25k+ voice and data circuits in over 800 global locations. Highlights of Ms. Cook’s key significant 
accomplishments include the following: 

• Implemented first International Naval Exercise Private IP (PIP) network for Navy Communications 
Management Office (NCMO) facilitating United States Navy exercises with international partners such as 
Australia, Germany, Japan, the United Kingdom and Canada.  

• Established telecommunications trailers and other posts in theater during wartime for US DoD allowing 
service members to maintain contact with stateside relatives. 

Certifications / Training 
Project Management Professional (PMP™), active since 2005 
Certified Information System Security Professional (CISSP) certification, since 2010 
Certified Cloud Computing Security Knowledge (CCSK), since 2012 
ITILv3 certification, since 2016 

Professional Memberships / Associations 
Project Management Institute (PMI) 
International Information System Security Certification Consortium (ISC)2 
Society of Women Engineers 
American Society for Industrial Security (ASIS) 
Cloud Security Alliance 



 

 

GORDON L. GEE  
DIRECTOR, FEDERAL PMO 

Experience Summary 
Gordon L. Gee is a proven Director within CenturyLink’s Program Management Office with 30 years of 
demonstrated Telecommunications experience. Mr. Gee is a dedicated, energetic, and versatile professional with 
expansive technical skill set built from holding technical and advanced degrees that are used to focus on 
telecommunications and security solutions. He has gained deep expertise in sales engineering, strategic planning, 
managing complex projects and teams, team building, cost optimization, and risk management. 

Role and Understanding of the Process 
Mr. Gee is responsible for all aspects of Program/Project Management processes and lifecycle management. He is 
directly responsible for PMO managers and, by extension, individual contributors. Mr. Gee is a point of escalation 
both internally and customer-facing, to ensure appropriate project support and project deliverables. For the Nebraska 
NG-911 implementation, Margaret Cook reports directly to Mr. Gee. He has managed installations, testing, and 
internal teams and contractors on various project implementations. He is responsible for the quality of the systems, 
implementation of processes and endeavors to deliver high-quality products that meet and exceed customer 
requirements and expectations. With CenturyLink, Mr. Gee is currently managing the NG-911 system 
implementation for the State of California. This includes the deployment of Next Generation Core Services (NGCS), 
ESINet and the aggregation network to all Originating Service Providers (OSP). Mr. Gee specializes in the 
following product solutions: E911/NG-911, UCaaS, Contact Center, VoIP, Managed Security Services, Dark Fiber, 
Private Dedicate Rings/Networks (PDR/PDN), Wavelength Services, TDM T1/T3 Services, Ethernet Private Lines, 
Ethernet Virtual Private Line Service, Multi-Protocol Label Switching Service and Internet. 

Mr. Gee leverages his expertise and experience to promote the application of program and project management 
standards to ensure deliverables consistently meet contractual requirements and satisfy high-quality standards for the 
customer and CenturyLink. His objective is to deliver outstanding customer service through consistent, on-time and 
on-budget project delivery. Over his career at CenturyLink, Mr. Gee’s keen focus on deployment of 
telecommunications solutions with strict adherence to and conformance with customer needs. Mr. Gee is a skilled 
communicator as he broadly communicates his initiatives, receives affirmation, and implements plans across the 
entire program to achieve customer goals. 

Education 
Master of Business Administration, Finance, Johns Hopkins University – Carey School of Business, Baltimore, MD, 
2009 

Bachelor of Science, Electrical Engineering, University of Alberta, Edmonton, Alberta, Canada 1998 

Relevant Employment/ Project History 

CenturyLink Herndon, Virginia 2018-Present 
Director, Federal PMO 

Mr. Gee manages the project and program management teams that deploy telecommunications and professional 
service solutions to Federal, State and Local government agencies, Research and Education and Large System 
Integrators. Mr. Gee is responsible for managing and documenting complex projects, planning and managing staff 
resources, managing risks and communicating and coordinating with all internal and external stakeholders. He is 
responsible for executing projects or project components from inception to implementation. For ongoing programs, 
he develops the operational support model. He establishes the appropriate project team structure, reporting, and 
metrics to measure performance against plan while ensuring processes are in place to support the products. Mr. Gee 
develops, interprets and implements financial business concepts for business planning and control. He drives 



 

 

product development or operational processes to meet program and project objectives. Highlights of Mr. Gee’s key 
significant accomplishments include the following: 

• Developed the PMO team to oversee and manage all NG-911 solutions 
• Implemented a dedicate PMO team for the Commonwealth of Pennsylvania that manages and supports the 

customer’s DWDM, Routing and Switching networks; , including  a comprehensive suite of Manage 
Security Services (MSS). This implementation resulted in significant cost savings for the Commonwealth  

Level 3 Communication McLean, Virginia 2012-2017 
Manager, Federal PMO 

As Manager in the Federal PMO at Level 3, Mr. Gee specialized in outside plant (OSP) fiber design, implementation 
and testing. He managed contractors and field resources throughout the project to ensure quality and on time 
delivery. Mr. Gee interpreted project requirements and communicated project scope to clients and eco-teams ensure 
milestones were met. He managed dependencies across projects and leads project meetings involving customers, 
partners and cross-functional teams. His other key responsibilities included reporting regular status updates to senior 
executives and key project stakeholders; performing technical analysis to determine present and future business 
performance; driving metrics to all layers of the organization (end-to-end and sub-pieces, organization and by 
individual). He identified areas of process and drove system improvement based on data. Highlights of Mr. Gee’s 
key significant accomplishments include the following: 

• Managed and oversaw the deployment resilient Fiber Optic rings for the US Government  
• Developed and productized a new FedRAMP UCaaS product offering for Government customers and 

oversaw the first implementation for a Federal Agency 

ASM Research       Fairfax, Virginia               2012-2012 
Technical Consultant 

As a Technical Consultant, Mr. Gee was a member of proposal team who assisted in the development and writing of 
the T4 proposal for US Department of Veterans Affairs. He defined Program Management Office management 
structure, resources and execution strategy as well as examined the technical feasibility of a VoIP solution and 
specified implementation resources.  

OCEUS Networks (F/K/A Ericsson Federal) Reston, Virginia               2010-2011 
Technical Consultant 

As a Technical Consultant, Mr. Gee engineered and proposed telecommunication solutions that include the various  
technologies, including Tactical 3G/4G Wireless (network in a box), Ericsson 3G (WCDMA/HSPA) QuicLINK and 
Oceus Networks 4G (LTE) Xiphos, Commercial 3G/4G Wireless: Ericsson RAN (RBS) and Evolved Packet Core, 
Optical: Ericsson/Marconi MHL-3000 DWDM/CWDM and Ericsson WDM PON, Data/TDM: Ericsson OMS 800, 
OMS 1200, OMS/SPO 1400, OMS 1600, OMS 2400, Distributed Antenna System: Powerwave FBU and Nexus FT, 
and Microwave Radio: Ericsson Mini-Link short-haul and Marconi long-haul microwave radios. 

Mr. Gee engineered WDM networks using Ericsson's LDT, INTERplan, INTERconfig, and Autorack optical 
software planning tools. He served as solutions lead for the DISA account team and proposed a migration strategy to 
move from ATM to IP. He designed microwave links using Pathloss 5 software. Mr. Gee attended customer 
meetings to gather requirements and assess business opportunities. He created network design and solutions for 
RFI/RFPs, developed Mobile Virtual Network Operator (MVNO) value proposition and marketing collateral; and 
created a winning proposal for a distributed antenna system (DAS) solution for the United Nations.  

NEC America        Fairfax, Virginia               2012-2012 
Director of Product Management / Systems Engineering 

As a Director of Product Management, Mr. Gee managed the telecommunication product line that consisted of fiber 
optic transport (CWDM and DWDM), hybrid TDM/Ethernet switches, MPLS-TP data transport, and Passive 
Optical Network (PON) access technologies for the US and Canadian markets. He designed and engineered optical 
and data networks for clients based on their requirements and applications. He assembled a systems engineering 
organization from scratch for which he defined all its processes and job functions. Mr. Gee expanded the product 
portfolio by establishing third-party OEM and reseller agreements. He conducted market research and competitive 
analysis; developed marketing collateral, white papers, and training program for sales/marketing teams and clients. 



 

 

Mr. Gee wrote and presented business cases to executive management to justify new product development. He 
managed product certification such as NEBS, MEF and UL and presented product and network solutions to clients. 
He responded to customer’s RFI/RFP/RFQs and managed the installation of new DWDM and transport networks in 
labs and First Field Applications. Mr. Gee managed department budgets and ensured compliance to corporate 
regulations. He developed a systems integration model featuring NEC professional services and non-NEC products 
to generate new revenue streams. Highlights of Mr. Gee’s key significant accomplishments include the following: 

• As Program Manager, he successfully managed the certification and product acceptance of NEC’s DWDM 
equipment in AT&T’s lab for North American backbone deployment. 

• He won a systems integration contract with The Port Authority of New York and New Jersey to upgrade 
their DCE communication network at all PATH stations.  

Certifications / Training 
None 

Professional Memberships / Associations 
P. Eng. Professional Engineers Ontario 
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3. Introduction 

The Program Management Plan (PMP) outlines how CenturyLink works with the State of Nebraska 
to, deliver and implement Next Generation 911 (NG-911) services in Nebraska. The PMP is the 
controlling document regarding project process and procedures and is revised in conjunction with 
input from all stakeholders. In the event a change needs to be made to the PMP, the CenturyLink 
Program Manager completes the revision and provides a revised copy of the PMP to all 
stakeholders for review and agreement. The PMP describes the tasks necessary to execute project 
outcomes and shows the overlap and dependencies of each activity.  

 

4. Project Management Approach 

CenturyLink has mobilized several internal teams to address the many aspects of this project. These 
teams are comprised of Engineers, Technicians, and Subject Matter Experts (SMEs) devoted to 
implementing the Nebraska NG-911 solution successfully. Each team has specific responsibilities 
and duties to perform for the overall project. The CenturyLink Program Manager is responsible for 
the oversight of all personnel assigned to this project and maintains reach back across the 
organization when additional resources are needed, or escalations become necessary to achieve 
the goal. The combined effort of these teams allows for a smooth delivery of services associated 
with the NG-911 project. 

Prior to the deployment stage, CenturyLink holds Project Kickoff meetings with each team separately 
and with all teams together to ensure complete understanding of the project goals and contracted 
outcomes. CenturyLink also holds Discovery meetings within each group to determine who would be 
best suited to provide the services necessary to meet the timelines and requirements of the NG-911 
project. A Kickoff meeting is then held with the state to inspire further discussion, answer questions, 
and gain a mutual understanding of all expectations going forward. 

 

5. Key Personnel 

Designation of Key Staff is one of the first deliverables for the project. The following table represents 
an expanded form of the initial version. The team shown below is responsible for over program 
success. 

5.1 Account Team 

CenturyLink’s account team, under the guidance of the Director of Sales provides the State of 
Nebraska with information about CenturyLink services and serves as the overall point of contact for 
CenturyLink sales. Our account team is responsible for gathering and confirming NG-911 all 
specifications and requirements necessary to submit an order. Our account team works closely with 
stakeholders to execute all quotes and orders for new and additional CenturyLink services, and 
assists them through the credit application process. 
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Name Title Phone/Mobile Email 

Bjorn Johnson Sr. Account Manager 605 977 2820 Bjorn.Johnson@CenturyLink.com 

Jon Osborne Account Director 402 998 7392 Jon.Osborne1@centurylink.com 

Carlos Simmonds Account Director 602 512 2535 Carlos.Simmonds@CenturyLink.com 

Stephen Doyle Sales Director 520-292-5618 Stephen.Doyle@centurylink.com 

John 
Shuttleworth 

Senior Director Sales 571 730 6522 John.Shuttleworth@centurylink.com 

5.2 Sales Engineer (SE) –  

CenturyLink’s SEs work with the State of Nebraska’s stakeholders to identify technical options and 
define technical requirements for implementing the services. Our SEs are responsible for 
understanding the existing network, key locations and potential need or the customer. With technical 
knowledge and information about CenturyLink services, our SEs manage the engineering portion of 
the service quote the inventory and the capacity process for the new order. 

  Contact Title Office Mobile Email 

Level 
1 

Steve Deloach Sales Engineer 434 971 3871  Steve.Deloach@centurylink.com 

Level 
1 

Steve Klocek Sales Engineer 763 400 5492  Steven.Klocek@centurylink.com 

Level 
1 

Cathy Atkin Sales Engineer 520 526 1877  Cathy.Atkin@CenturyLink.com 

Level 
1 

Nancy Serafino Sales Engineer 567 345 0814  Nancy.C.Serafino@centurylink.com 

Level 
2 

Stephen Doyle 
Mgr, Sales 
Engineer 

520-292-5618  Stephen.Doyle@centurylink.com 

Level 
3 

John Shuttleworth 
Dir, Sales 
Engineers 

571 730 6522  John.Shuttleworth@centurylink.com 

Level 
4 

David Young 
VP Sales, 

Government 
571 730-6516 202 253-0452 David.Young@CenturyLink.com 

5.3 Program Management – Maggie Cook, PMP, CISSP, CCSK and ITIL certified 

CenturyLink’s Program Manager (PM) is responsible for the oversight of the  implementation and life 
cycle management of NG911 solutions. The Program Manager serves as a primary point of contact 
for all post sales activities, including program and service delivery issues and general program 
questions. The Program Manager also serves as a point of escalation for program issues, tracking 
and resolution has reach-back across all levels of CenturyLink, and acts as the customer advocate 
within our organization. 
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  Contact Title Office Mobile Email 

Level 
1 

Maggie Cook 
Senior Federal 

Program 
Manager 

571-730-3096 703-867-2095 Margaret.Cook@CenturyLink.com 

Level 
2 

Gordon Gee 
Director, 

Federal PMO 
703-386-2475 703-728-2834 Gordon.Gee@CenturyLink.com 

Level 
3 

Seana Gilliland 
VP, Federal 

PMO 
571-730-6577 703-966-8701 Seana.Gilliland@CenturyLink.com 

Level 
4 

David Young 
VP Sales, 

Government 
571-730-6516 202 253-0452 David.Young@CenturyLink.com 

5.4 Customer Care Manager (CCM) -  

The CCM serves as the point of contact for the CenturyLink Customer Care organization and is 
responsible for planning, directing, and coordinating service delivery activities to ensure the project 
goals and objectives remain on track. The CCM manages new install orders as soon as the sales 
representative promotes the quote to an actionable order in our systems. More specifically, 
CenturyLink’s CCM reviews documents to make sure all necessary technical and contact information 
has been received and oversees the assignment of capacity, testing, and activation of the service. 
Our CCM ensures that required documents are properly filed, tracked the status of the order to 
support on-time delivery, and proactively communicates updates throughout the service activation 
process. 

The Customer Care Management Contact and Escalation Matrix specifically for State of Nebraska is 
listed below:   

  Contact Title Office Mobile Email 

Level 
1 

Caroline Bussell 
Customer Care 

Manager 
317-697-4499  Caroline.Bussell@centurylink.com 

Level 
2 

Mary Anderson 
Mgr, Customer 

Service 
402 998 7386  Mary.Anderson1@CenturyLink.com 

Level 
3 

David Nguyen 
Dir, Customer 

Service 
872 759-9241 469 667-4023 David.Nguyen@CenturyLink.com 

5.5 Operations Service Manager (OSM) –  

CenturyLink’s Operations Service Manager (OSM) serves as the customer advocate responsible for 
providing Operations Reviews including Metrics, Event and Escalation Management, and Reason 
For Outage (RFO) Management. It is important to note that the OSM is an addition to the primary 
escalation processes. Escalations should only be routed to the Operations Service Manager if the 
primary process has not achieved desired results to avoid confusion of information and ensure 
communication updates through resolution are provided to State of Nebraska as quickly as possible. 

 

 Name Title Phone/Mobile Email 

Rachel Renteria Operations Service Manager 214-533-9452 Rachel.Renteria@CenturyLink.com 

John Atkinson Post Sales Engr Manager 602 563 3292 John.Atkinson@CenturyLink.com 

David Mueller Senior Manager: MAS 720 888 2634 Dave.Mueller@CenturyLink.com 

Chris Noble Director, Operations Management 918 547 9799 Chris.Noble@CenturyLink.com 
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6. Project Schedule 

CenturyLink will build a detailed Project Schedule using Microsoft Project, which lists the Milestones 
for the project, along with detailed steps for each of those Milestones. The schedule will also provide 
the means for CenturyLink and the State of Nebraska to monitor the implementation of the project 
throughout all stages. Once a schedule is agreed on, detailed dates and anticipated days for 
performance will be added.  Through a series of meetings with State designees CenturyLink 
Program Management will finalize the schedule  and track the completion of the following 
milestones: 

 
1. System Design 
2. Development and Finalization of a Statement of Work 
3. Build out and testing of the network and deployment of the Functional Elements 
4. Interconnection with Originating Service Providers 
5. Interconnection with Ancillary systems  
6. Gateway/network interface 
7. ALI format and interface testing 
8. Comprehensive test and acceptance plans for all network connections, verifying all 

functionality with the PSAP and/or Call Handling Equipment provider solutions 
9. Functional specifications testing 
10. Final acceptance testing 
11. 30-Day reliability testing 
12. Solution acceptance 

CenturyLink tracks major Milestones in the NG-911 management plan using the Project Schedule. 
Each of these Milestones represent significant progress during the program. Please refer to the 
sample project schedule in the attachment file named: “2.e Sample Nebraska_Draft Project 
Schedule_Gantt Chart Format”. 
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7. Site Surveys 

External Dependency:  If necessary.  Approved by the State of Nebraska Survey and Coordination 
Schedule 

 

 

Task Name % Complete Duration Start Finish 

Site Surveys     

Submit site survey to STATE for review  5 days   

STATE returns survey  5 days   

Authorization to Proceed with surveys  1 day   

Conduct Site surveys  32 days   

 

CenturyLink completes a Site Survey at each PSAP/location where the stakeholders determine 
Network terminations and Network Interfacing Device (NID) Equipment Installation. The CenturyLink 
Implementation Project Manager coordinates each site visit with the State of Nebraska. 

CenturyLink arrives onsite at a predetermined time and date and uses the Site Survey Template 
provided by CenturyLink. We note all findings on the Site Survey form, along with pictures taken at 
the PSAP. To ensure accuracy when compiling documents, all pictures include dates and the PSAP 
name. 

CenturyLink provides the Site Survey form and detailed supporting documentation to the State of 
Nebraska for approval prior to starting this project. 

We provide a priority list we built that is based on the Site Survey results. PSAP’s that require 
additional corrective actions (i.e., fiber extension to demarcation, additional power to racks, 
additional rack placement, etc.) are moved to the bottom of the installation schedule if needed to 
avoid delays in schedules. 

Not all locations require site surveys due to the site nature, i.e. data center. In this case the site 
demark information are documented, and the team proceeds with installation. 
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Sites and planned dates for each site are as follows: 

Task Name 

 

Duration Start Finish 

Site Surveys 
 

      

South Central Region (VIPER) 
 

 
   

Buffalo 
 

1 day TBD TBD 

Dawson 
 

1 day TBD TBD 

Dawes 
 

1 day TBD TBD 

South Eastern Region (Motorola) 
 

   

Data Center 1 
 

1 day TBD TBD 

Data Center 2 
 

1 day TBD TBD 

East Central Region  (Motorola) 
 

   

Hall  
 

1 day TBD TBD 

Saunders 
 

1 day TBD TBD 

North Central Region  (Ztron) 
 

   

Cherry 
 

1 day TBD TBD 

Holt 
 

1 day TBD TBD 

East Central Region  (VIPER) 
 

1 day TBD TBD 

Douglas 
 

1 day TBD TBD 

Pottawattamie 
 

1 day TBD TBD 

Metro West (VIPER) 
 

   

Dodge 
 

1 day TBD TBD 

Colfax 
 

1 day TBD TBD 

North Eastern Region 
 

   

Madison 
 

1 day TBD TBD 

Wayne 
 

1 day TBD TBD 

Cedar 
 

1 day TBD TBD 

Dakota 
 

1 day TBD TBD 
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8. Network Requirements and Final Design Solution 

External Dependency: Complete Network requirements and final design requirements with STATE 
 

 

Task Name % Complete Duration Start Finish 

Product Development     

Design POI and Aggregation Points     

Design and build NGCS     

Design and build Ingress Circuits      

Design and build Egress Circuits     

Design and order NG-911 Trunk Services     

Develop and Document Interfaces     

Document Database Integration     

Dashboard Development     

 

8.1 Design Point of Interface (POI) and Aggregation 

External Dependency: OSP LATA requirements 

CenturyLink determines POI locations and trunk count based on dialog with the State, OSP and 
wireless carriers. Dialog diversity from each POI are established based on the amount of physical 
connectivity required to support trunking and network interconnections. 

8.2 Design and Build-Out Next Generation Core Services (NGCS) 

External Dependency: None 

CenturyLink deploys physical hardware and necessary software in our geo-diverse datacenters. 

8.3 Design and order NG-911 (Egress) Services 

External Dependency: PSAP Access, Availability of Power, Space and Entrance Facilities.  

CenturyLink will identify the appropriate access providers with the State of Nebraska who are 
available to build out diverse connectivity to each required location. When confirmed by the State, 
CenturyLink will order the circuits necessary to maintain diversity to each PSAP/datacenter. 
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8.4 Database Integration Design 

External Dependency: Input from PSAPs  

CenturyLink will work with the State on database design. 
 

8.5 Dashboard Development 

 
External Dependency: Input from stakeholders 

CenturyLink works with the stakeholders to develop a dashboard that encompasses all the pertinent 
information needed. 
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9. Originating Service Providers (OSPs) Aggregation Connectivity 

External Dependency: OSPs 
 

Task Name % Complete Duration Start Finish 

OSP Aggregation Connectivity 0%    

Letter of Agency (LOA) 0%    

Validate trunk count w/OSPs and other carriers 0%    

Establish POI 0%    

Establish LNG 

 

0%    

Establish trunking w/OSPs and other carriers 0%    

 

CenturyLink’s NG-911 Aggregations Services Coordinator works with the Originating Service 
Providers (OSPs) and other carriers to order and install trunks to support the ingress and 
aggregation of 9-1-1 traffic.  Tracking and testing are completed by internal CenturyLink teams (i.e., 
provisioning, OSP, etc.). 

• Letter of Agency (LOA) provided to the OSPs and carriers from CenturyLink 

• Validate trunk count from serving End offices with OSPs and carriers 

• Establish POI – CenturyLink Trunk Services Coordinator works with OSP to deliver T-1 
circuits to Carrier Facility Access Points; this depends on Local Access Transport Area 
(LATA) restriction and are reviewed with the OSP as well as the State of Nebraska. 

• Establish LNG – connect POI to diverse Legacy Network Gateways via diverse connectivity. 

• Establish Time Division Multiplexing (TDM) (ISUP) trunks over T-1 links with OSP.  
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10. Interface and implementation 

External Dependency: PSAP Facilities 
 

Task Name % Complete Duration Start Finish 

Infrastructure Build     

Finalize PSAP site list with the 
state of Nebraska 

    

Determine on-net/off-net sites     

ID logical network addresses     

Complete Network/circuit Design     

Order materials     

Review & approve w/State of 
Nebraska for PSAP Delivery 

    

 
10.1 Ordering: 

CenturyLink will submit circuit orders for the ESINet and manage their delivery against the master 
project schedule.  However, there may be delays caused by the following:   

• Capacity issues – CenturyLink makes every effort to ensure that circuit capacity is available 
to support the new ESInet. However, capacity can occasionally become consumed during 
the timeframe from quote to customer order request. In these instances,CenturyLink advises 
the customer of the issue and works to find available capacity.  If new construction is needed, 
CenturyLink Program Manager and CCM will work with internal engineering and construction 
teams to expedite delivery to keep the project on schedule.  If delay is caused by 
construction or equipment upgrade for an offnet circuit, CenturyLink will escalate with the 
third party carrier using well established processes. 

• Circuit Diversity Type (physical path, electronics, etc.) and avoidance(s) criteria not met 

• Unknown connector types LC versus the CenturyLink standard SC, Fiber types requested 
such as Multi-mode versus the CenturyLink standard Single mode fiber. 

• Deficient panel termination information such as specific ports or next available on which 
panel. 

• Unclear availability of DC or AC Power types,amperages & termination requirements. 

• Cabinet or rack types and dimension requirements. 
 

When an order is submitted, it is the responsibility of the CenturyLink Customer Care Manager to 
ensure implementation is accurate and on time. The CenturyLink CCM, Caroline Bussell, provides 
order status, via spreadsheet, no less than three times per week. Status calls are held every Monday 
and can be moved or cancelled at the discretion of the customer. 
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Implementation time frames are built upon standard intervals for each service type. The draft Project 
Schedule included as an attachment to this document has been built on standard intervals. 

Expedite orders: 

In some cases, the standard interval may not meet the customer’s need for implementation 
timeframes. In this case, an expedite request may be attached to the order. If the expedite is made 
at the request of the customer, an expedite charge may apply. However, if there is an issue that is 
beyond the customer’s control, CenturyLink may submit an expedite request on the customer’s 
behalf at no additional charge to the customer. All expedite implementations are handled as a 
priority by the Service Delivery Project Manager. However, all expedite orders, while they may result 
in a shortened implementation timeframe, are considered best effort and may vary depending upon 
the local provider. In other words, CenturyLink makes every effort to deliver the circuit(s) in a 
timeframe shorter than standard interval, however, if capacity or other issues exist, the timeframe 
may not be able to be shortened. 

Order Information Verification and FOC Notification: 

In order to ensure that all implementations go through the process smoothly the CCM attempts to 
verify all information on the order at the time of receipt. The CCM sends the provided point of contact 
the email below. The email has been standardized to address all service types and contains the 
pertinent information required. If the information on the email notification differs from that on the TSO 
or if the local point of contact has information that is contrary to that provided, the CCM, along with 
the rest of the team, should be notified as quickly as possible.  

During the order entry process, an ASR must be issued to the local exchange carrier. If the address 
information is incorrect or the local point of contact provides information that differs from the TSO, 
CenturyLink requires a supplement to the TSO. All intervals are restarted upon receipt of the 
supplemental order by CenturyLink. 

The notification email is re-sent to all parties upon receipt of a Firm Order Commitment or install date 
from CenturyLink or the third party carrier. Upon receipt of the FOC date notification, CenturyLink 
requests that the State of Nebraska and/or PSAP confirm the receipt and demark the location and 
availability of the local point of contact (LCON) for the PSAP. CenturyLink makes every effort to 
ensure that the operations field tech for CenturyLink or the third party carrier reaches out to the local 
point of contact prior to arriving at the site, however this is does not always happen. To ensure the 
LCON is kept aware of circuit delivery time and demark location, this notification and 
acknowledgement is a valuable tool. 

 
 

11. Infrastructure Build 

 

11.1 Finalize PSAP Site List with the State of Nebraska 

CenturyLink received the PSAP list with address and contact information from the State of 
Nebraska. Additional missing detail for sites are updated prior to starting this project.   
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11.2 Determine On-net/Off-net sites 

CenturyLink has evaluated the network locations for the entire state of Nebraska and has selected 
access providers for network. In this list, we have designated locations which already have 
CenturyLink facilities and sites that CenturyLink provides construction for fiber plant. 

 

11.3 Complete Network Design 

CenturyLink’s network design is segmented into 3 parts: Ingress/Aggregation, NGCS, and NG-911 
trunk or ESINet. Each segment has its own appropriate services that are documented as details are 
established to facilitate these designs. An initial diagram for the network design is provided below. 
 

AUTHOR DESCRIPTION

CenturyLink NGCS Design for i3 Call Routing

DATE REVISED  Page: 18 of 

18
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11.4 Order Materials 

All hardware for delivery of PSAP endpoint is ordered, inventoried, and stored for PSAP 
implementation, by CenturyLink. 

 

11.5 Review and Approve with State of Nebraska for PSAP Delivery 
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CenturyLink Program Manager will receive confirmation from the state of Nebraska to proceed with 
implementation. 
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12. Implement NG-911 Egress Circuits/Trunks at PSAPs 

External Dependency: The State of Nebraska and CenturyLink need to compile an accurate 
contact list, identify unknown outside plant build requirements, and agree upon a Logical IP schema.   

 

Task Name % Complete Duration Start Finish 

PSAP Connectivity 0%    

Deliver and Test Circuits to all PSAPs 0%    

NG9-1-1 NGCS 0%    

NG-911 NGCS Connectivity 0%    

NG-911 Functional Element Provisioning 0%    

NG-911 Solution 0%    

 

12.1  Receive, Create and Verify IP Assignments 

CenturyLink establishes logical address assignment (IPv4 or IPv6) based on the agree design terms. 
Based on these design terms, CenturyLink creates a record for the deployment and WAN 
assignments are ordered with the NG-911 trunk services that contain the routing and blocks 
associated with each specific site. 

12.2 Order, Install, and Test NG-911 Trunks for PSAP 

Upon completion of the site surveys and an evaluation of available CenturyLink, Local Exchange 
Carrier (LEC) and 3rd party providers, the CenturyLink Project team places all circuit orders for each 
of the PSAP’s and Data Centers in Nebraska. The orders are placed in the same priority order as 
the site surveys were completed. Circuit orders are tracked to their completion by CenturyLink 
personnel in our circuit provisioning team. Then, CenturyLink sends a formal notice of circuit 
installation completion to the end customer once a circuit has been successfully installed, tested for 
Layer 1 connectivity, and is ready for use. We also track completion of each site and report our 
progress to the State of Nebraska office in our weekly status meetings. 

12.3 Activate NG-911 Trunk 

The CenturyLink NG-911 Trunk Services Coordinator is responsible for serving as the point of 
contact to facilitate the circuit installation at each PSAP in Nebraska and providing updates to the 
CenturyLink Program Manager. The CenturyLink NG-911 Trunk Services Coordinator also works 
closely with the CenturyLink NG-911 Core Services Coordinator to schedule circuit turn-ups at each 
of the PSAP’s and backup Center sites. All work is coordinated between the CenturyLink Program 
Coordinator and the State of Nebraska. 

 
12.3.1 Network Services Connectivity Confirmation: The CenturyLink NG-911 Trunk Services 

Coordinator verifies that the network is deployed to each defined location on a “location-by-
location” basis. From this confirmation, a dispatch leads the installation of extended 
demarcation wiring and associated hardware to the location identified during the site survey. 
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12.3.2 Turn-up Network Services: Activation of Multi-Protocol Labeling Service (MPLS) network 
to the edge device. 

12.3.3 Test Network Services: Validation of routing and throughput to the NGCS locations from 
each diverse circuit. 

 

12.4 Design & Implementation (This section may change and will require 
discussions with OSP’s and the State of Nebraska upon award of this 
contract.) 

 
12.4.1 Integration of local jurisdictional GIS and configuration of NGCS  

Our CenturyLink NG911 Solution uses the ESRP/PRF and ECRF/LVF services built into NGCS 
(Next Gen Core Services) to replace the ALI and selective routing functions of the legacy 9-1-1 
network. In addition to providing the routing of the calls based on the Customer’s requirements, our 
NGCS also provides geolocation data for any jurisdiction to serve as the LDB in a true NG9-1-1 
deployment or as an ALI-DBMS in a migration strategy. 

Our CenturyLink NG911 solution has been provisioned with the functional elements (Core Services) 
defined by the end-state architectural specifications in NENA-STA-010.2 (Originally 08-003). 
CenturyLink and our core provider work with the state of Nebraska to populate the required location 
information into the LDB and maintain links to OSPs to allow this information to be updated. 
CenturyLink and our core provider also develop and maintain the PSAP routing rules appropriate to 
Customer’s jurisdiction.  

 
12.4.2 Interconnecting selective routers 

 

Nebraska wants to eliminate the incumbent selective router as the source for calls inbound to this 
system. In addition, the state desires to establish capabilities for transferring calls between the 
NGCS and PSAPs still served by legacy selective routers. 

We can provide unidirectional interconnectivity to selective routers in neighboring state, which will 
allow calls to be delivered to the selective router. This service is available on a per call basis. Bi- 
directional interconnectivity is required to receive 9-1-1 calls from neighboring selective routers. Bi- 
directional interconnectivity requires mileage sensitive TDM circuits to be provisioned between any 
of our existing POIs and the selective router. 

At a high level, selective router interconnectivity involves the following areas of effort: 
 

1. Providing and installing sufficient gateway (PIF) capacity for the project 

2. Establishing general, multipurpose SS7 interworking capability at both of the POI sites in 
each LATA, including CLLIs and point codes. 

3. Establishing bidirectional tandem-to-tandem connectivity with the current Legacy Selective 
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Router Gateways (LSRG’s). 

4. Provide ongoing professional services to operate the PIFs, maintain SS7 capabilities, and 
facilitate ongoing interoperation 

 

Our team is responsible for engineering, provisioning, and maintaining the SS7 signaling capabilities 
at each POI. We coordinate with the OSPs to facilitate their installation of bearer T1s to the POIs 
and engineer and order the bearer circuits between the POIs and the LSRG’s, leveraging their status 
as a CLEC in Nebraska and as the designated 9-1-1 service provider for the state to accomplish 
these tasks. 
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13. NG-911 NGCS 

13.1 NG-911 Next Generation Core Services Connectivity 

External Dependency: Final PSAP list 

CenturyLink creates infrastructure orders for the network to the NGCS datacenters via Session 
Border Controllers (SBCs). This network includes the following topology: 

 
13.1.1 Diverse MPLS connections to the CenturyLink LNGs for Ingress SIP traffic to each of the listed 

datacenters. 

13.1.2 Diverse MPLS connections to the diverse CenturyLink MPLS cores that are used to egress 
traffic destined for State of Nebraska PSAPs.  

13.1.3 Diverse connectivity to the NGCS datacenters: 

• Cross-connect orders for each datacenter are issued to extend the connectivity to the 
location of the hardware. 
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14. NG-911 Functional Element provisioning 

External Dependency:  Updates from OSP 

 

14.1 Border Control Function (BCF) 

 
CenturyLink installs and tests Highly Available Session Border Controllers for security policies 
and SIP call anchoring. SIP headers can be manipulated to meet the format of the NGCS at this 
anchor point. 

 

14.2 Emergency Call Routing Function/Location Validation Function 

 
Upon receipt of an updated Geographic Information System (GIS) dataset, CenturyLink loads the 
Emergency Call Routing Function/Location Validation Function (ECRF/LVF) using the Spatial 
Interface (SI). CenturyLink works to define a process for adjudicating instances where there is a 
conflict in validity determination between CenturyLink systems and the GIS dataset received. 

 
At a high level, CenturyLink’s recommended approach for this resolution is as follows: 

 
14.2.1 Determine the type of discrepancy. 

14.2.2 Assess the source of the conflict. 

14.2.3 Apply automated and human intelligence (where necessary) to resolve. 

14.2.4 Implement the resolution. 

 
 

Validation of GIS: When changes are submitted, a quality control process begins immediately checking 
the data for errors, which are then rated for severity and flagged for follow-up. This solution includes 
configurable quality control thresholds that can be used to block publishing to the ECRF/LVF. 
CenturyLink collaborates with the state to define a process for communicating such cases when they 
arise in order to resolve the underlying discrepancy and effectively resolve each case.  

 

14.3 Policy Routing Function (PRF) Provisioning 

CenturyLink gathers alternate routing information from individual PSAP management and, from the  
State for this function based on this information Policy Routing Rules are loaded into the PRF for each 
PSAP. This information is detailed to include timers and destined paths for emergency calls based on 
stipulated criteria that would impede normal call delivery. 
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15. System Acceptance Testing 

External Dependency:  STATE and PSAP readiness 
 

 

Task Name % Complete Duration Start Finish 

System Acceptance Testing     

 

 
CenturyLink has provided a comprehensive Sample Test Plan in the attachment 
“2.d_Testing_Sample CenturyLink Test Plan”  to illustrate the steps that our technical staff will 
take prior to releasing the system for testing in conjunction with the state.  For ease of use, when 
the system is ready for final testing the Sample Staging and Final Acceptance Plan checklist must 
be completed and agreed to by both the CenturyLink technical team and the state.  These 
checklists are provided in attachment named “2.d ss15_SAMPLE Staging and acceptance 
checklist”. Similar documents are presented at the program/project planning kickoff meeting and 
discussed in the project planning sessions to finalize the steps that both parties have agreed upon. 
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16. Preliminary Staging Plan 

 
Staging Acceptance Test Plan (SATP) 

• CenturyLink PM ships Equipment to location. CenturyLink Technician confirms all equipment is 
included in the shipment and inventories serial numbers. CenturyLink Field Technician provides 
handoffs for PSAP equipment (CAD, etc. as applicable) CenturyLink Field Technician connects 
System to network. 

Staging Hardware, Software 

• PSAP premigration activities 
• Prep system for Field Engineer to install NID 
• Final equipment configurations and testing (Software/Firmware Updates, network/NID devices only) 
• Pre-cutover call:  Customer approval to proceed 

Staging for Final Acceptance Test Plan (FATP) 

• Final test of network components 
• Network migration to new system 
• Complete migration 

Final Procedure Steps: Observation and Acceptance 

• Execute ATP 
• Provisional acceptance accorded by state 
• Perform 30-day observation period 

• Perform 30-day Test 
• Close punch list 
• Update location profile in CenturyLink system for NG911 NOC  
• Transition to operational environment 
• Final acceptance by state – Customer Acceptance Form 

After completion of the final network test and cutover, the CenturyLink Program Manager will 
provide the State of Nebraska with the results of final testing to include what is listed below and 
request formal acceptance from the State. 

 

Final Documentation of Test - CenturyLink Project Manager will provide the State of Nebraska and PSAP 

of final results of test. 

 

Network Connectivity (Can be run simultaneously) 

   NGCS – DNS 

   NG911 Aggregation – NGCS network 
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   NGCS – network 

   NG911 Trunk – ESInet for each PSAP and CenturyLink lab 

 

System Components 

   Integration – Policy DB 

   Integration – Location DB 

  Integration – State GIS (Utilizes a common NG9-1-1 GIS data set available for all PSAPs when a 

common NG9-1-1 GIS data set is established 

   NGCS - ECRF 

   NGCS – ESRP 

   NG911 Aggregation - LIF/NIF 

   NGCS – i3 Logging 

   System Monitoring 

   Exfo Probe to PSAP – CenturyLink lab 

   Pre-Cut PSAP Testing – CenturyLink lab 

 

Call Testing 

   Exfo Probe to PSAP – per PSAP 

   Pre-cut PSAP testing - per PSAP. 
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Upon completion and receipt of Customer Acceptance, the CenturyLink engineering team 
provides “As-Built” PSAP drawings for the state.  
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17. Monthly Billing and SLA 

External Dependency: None 

 

Task Name % Complete Duration Start Finish 

Monthly Billing and SLA Plan     

Billing*     

Operational SLA in Effect**     

* Potentially the start of billing for circuits 
** SLA in effect following system acceptance 

 

Invoices are submitted per the instructions outlined in the contract. Invoicing of project Milestones 
only begin after testing and acceptance of systems by the State. NRC and MRC are submitted on 
separate invoices for total monthly services following the month in which the charges accrue. Any 
issues or questions with invoicing are brought to the attention of the State finance person assigned 
and to the attention of the CenturyLink PM for resolution. Invoices are submitted via email. 
 

17.2 Billing Disputes 
 

All CenturyLink customer billing inquiry and disputes may be submitted by one of the following 
methods: 

Please refer to the customer's invoice for the contact email address that is most pertinent for their 
account type, otherwise there are continuously monitored mailboxes that provide an additional 
method for submitting requests. The customer receives confirmation of the request submitted and 
the assigned case tracking number within 72 hours. Below are details on the different mailboxes: 
 

CenturyLink Enterprise accounts - Care.Inquiry@CenturyLink.com. 

CenturyLink Wholesale accounts - Wholesale.Dispute@CenturyLink.com 

Legacy CenturyLink Kenan accounts - Billing@CenturyLink.com 

A Customer Financial Services Billing Coordinator contacts the customer within five (5) days of their 
submission. At that time, they request any additional information that may be needed to process the 
customer’s request. It is the responsibility of the customer to provide all pertinent information 
requested with fifteen (15) calendar days of the Billing Coordinator’s request. In order to expedite the 
request, it is important to provide all the required information at the time of the request submission 
and any supporting documentation that may help us resolve the request. 
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Please note: In the event CenturyLink does not receive further information after the third (3rd) 
request from the customer that is required in order to process their submission, it may be necessary 
to cancel the customer’s request. The customer would then need to resubmit their request once they 
have the information required to process their request. Once the customer submits all necessary 
information, CenturyLink determines a resolution of the inquiry or dispute. The customer can then 
expect to receive a resolution notification from the Billing Coordinator that includes an explanation to 
their inquiry or dispute. Disputes should be submitted within 90 days of the invoice date unless 
otherwise stated in the Customer’s MSA. 
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18. PSAP Training 

The NG-911 Training Plan outlines the objectives, requirements, strategy, and methodology that is 
used when providing NG training to the PSAP users. The purpose of this training is to provide 
information about commonly used tools and the operation of the new NG-911 systems.  

 

The Training Plan defines the following: 

▪ Needs and Skills Analysis 

▪ Training Methodology and Delivery Methods 

▪ Training Schedule and Milestones 

 

18.1 Needs and Skills Analysis 

The State identified the need for its PSAP users to transition to a new Next Gen 9-1-1 service that is 
controlled and coordinated by the State office to ensure always-on service. To successfully 
implement this service, CenturyLink develops a training course and materials for State identified 
users in order to familiarize management and operators with the new functionality. 

 
  

18.2 Training Schedule and Milestones CenturyLink issues 

Communications about training content and sessions will be provided approximately thirty (30) days 
prior to the cutover for each site in conjunction with or via the State office. A training schedule and 
training sessions are developed for and coordinated with each site. We include a live 2-hour session 
to provide training on the CenturyLink Customer Portal.  

CenturyLink’s Customer portals are designed to help monitor and manage CenturyLink services 
during the ordering, implementation, and post-implementation phases. Through points of secure 
access, the portals provide direct line of communication, 24x7, from virtually anywhere in the world. 

The customer portal includes a context-sensitive and searchable online help system with detailed 
description, step-by-step instructions for each portal feature, and online tutorials and webinars. Our 
Portal Support Center is available to assist with a broad range of issues, including general 
application questions, setup and management of Delegated Administrators, and capability questions 
and issues. 

Important customer notifications are also posted to the portal’s Home page and sent via email to 
keep users well informed so they can prepare for impacting events. In addition, the portal contains a 
Contact Us page that provides email and phone information by region for each CenturyLink support 
team, as well as the contact information for the specific account team. 
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Contact Us 
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Benefits of Using the Customer Portal 

• Convenience—CenturyLink handle all tickets and requests with the same level of care whether our 
customers open them through the portal or call us directly. Our free online portal provides our customers 
with an easy and convenient way to manage tickets and requests that saves them time. 

• Support and Communications —Customers have access to comprehensive portal user support and 
education tools. Users can take advantage of our Portal Support Center or learn more about the portal 
capabilities with tutorials, webinars and user guides. 

• Security— Our portal is designed to provide secure and private access with three tiers of authentication 
to help ensure the protection and integrity of network data. 

• Reliability—Our portal serves as a dependable management tool. It provides transparent interactions 
with back-office source systems for timely delivery of information throughout a service lifecycle and fast 
resolution and response times to issues. 

• Personalization—Users can customize views to see the information that is most important to them, save 
pages as favorites, assign personal IDs to tickets, manage their subscriptions, and more. 
 
 

19. PSAP Cutover Plan 

External Dependency:  STATE and PSAP readiness 
 

 

Task Name % Complete Duration Start Finish 

PSAP Cutover     

Wireline Carrier 1     

Wireline Carrier 1     

Selective Router Decommissioning     

 

The CenturyLink NG-911 Program Manager and Aggregation Coordinator will host an OSP/Carrier 
Translations call that shifts traffic from the OSPs to the tested and established POIs. During this 
transition, calls are delivered over the NGCS to the destined PSAP via the new NG-911 network 
services. This migration strategy allows for all affected PSAPs to be migrated individually and in 
stages. Another option would be to have all the traffic switched by OSPs and wireless carriers at one 
time allowing the NG-911 Aggregation services to deliver to all PSAPs. 

After the pre-cutover testing is complete, the cutover can proceed and calls will traverse to the 
CenturyLink NGCS  and then routed to the PSAP via i3 SIP directly to the call handling equipment or 
Legacy PSAP Gateway. 

The recommended cutover approach is as follows: 

Cutover Approach 

• In preparation for the cutover, CenturyLink will pre-test and loop-up the circuit in the 

customer equipment rooms at all locations. 

• CenturyLink encourages customer participation in pre-testing, where feasible. 

Potential technical problems can be identified and resolved prior to the official 



Version 1.0 page 30 

 

 

cutover by pre-testing the new CenturyLink circuits and new or reconfigured 

customer equipment. 

• CenturyLink pre-tests circuits through the NID. 

• The recommended approach is for CenturyLink to pre-test through their equipment 

with a remote CenturyLink/LEC tester. 

• Once CenturyLink and the customer have agreed that sites are ready, the customer 

schedules the test and turn up with the CenturyLink Program  Manager. 

• Activations may be scheduled up to one day in advance; off-hours must receive 

CenturyLink authorization in advance. Normal hours of activation are 7 a.m. – 11 p.m. 

EST. 

• OPTIONAL: A conference bridge is set up for the activations. 

• Participants for site activations based on the scope of the cutover activity and can 

include: 

• Customer technical contact, remote or onsite 

• Customer site contact – required 

• CenturyLink technician 

o CenturyLink/LEC remote tester 

o CenturyLink Program Manager 

• Confirm Calls through legacy network are completing correctly (no known issues Wireless & 
Wireline) 

• Run test calls to confirm call path 

• Confirm NGCS is Ready 

• Confirm Network is Ready 

• Confirm Site Ready (call taker in place, site not busy with active 911 calls) 

• Execute cutover 

• Make a wireless 911 test call 

• Make a wireline 911 test call 

• Validate incoming call queue is playing appropriate ring back tones or hold message 

• Test 3 Digit Star Code Transfer(s). Transfer to a PSAP on net and off net PSAP and 
Transfer back into PSAP migrating 

• Validate transfer to 10 digit PSTN number 

• Validate transfer to translation service 
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• Caller Hang up test - ring once and hang up 

• Test alternate routing (optional) 

• Test Abandonment Route (optional) 

• Unabandon - Verify calls are back to the PSAP 

• Release NGCS and CenturyLink Translations Resources 
 
Front Room 

• CAD Spill tested- Receiving Data 

• Validate PSAP display and mapping 

• Recording Tested * Analog recording 

• Other requested tests 

Final Acceptance 

• Sign off and acceptance by PSAP and State 
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At time of activation, CenturyLink provides premises equipment ready to accept the new circuit. 
CenturyLink is prepared to run loops to the premise, and confirms connectivity is established. The 
Customer contact will provide verbal acceptance. 

Formal service acceptance is required by the customer to close out the install order. The circuit will 
not move to 24 x 7 post install monitoring until the circuit has been accepted by the customer. 

After 48 hours of customer circuit acceptance, the install order is closed and services are handed to 
the 24 x 7 post-install support team. 

Upon cutover of each site, the Program Manager will ensure that the customer has the appropriate 
contact and escalation list. 

Contingencies are discussed as part of the cutover plan and could include: 

• If the data migration is not successful, the CenturyLink implementation group will follow the 
issue through to resolution; 

• If new equipment is in use, this event will not impact service; 

• The Customer responsibilities will include providing access to the site and equipment vendor 
support if applicable. 

Assumptions: 

Delivery of some circuits may be delayed outside of CenturyLink standard intervals due to 
provisioning and/or facility issues; 

• Parallel system will be in place prior to cutover 

• Activations are scheduled per the project scope and negotiated between customer and 
CenturyLink project managers; 

• Further understanding of the network, equipment and site-specific requirements is necessary 
before detailed scope of work and project plan are developed; 

• Phases will overlap to meet implementation timeframes; 

• The customer will request extended demark on CenturyLink/LEC ordered loops. 
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20. Selective Router Decommissioning Plan 

External Dependency: Successful PSAP cutover and OSP cooperation CenturyLink works with all 
OSPs in Nebraska to decommission their selective routers. 

 
 

21. Project Management Approach 

 

21.1 Review and Validate all Technical Requirements with STATE 

One of the first tasks for the project is the review and validation of the technical requirements for NG- 
911 Services early in the project. This effort will minimize the implementation of incorrect 
requirements, change orders, schedule delays, and cost increases. 

 

 

22. Execution 

22.1 Communication, Tracking and Escalation Plan 

The designated CenturyLink Program Manager, Maggie Cook, is responsible for the overall success 
of this project. As such, all project related questions, concerns, or issues should be directed to the 
Program Manager. During the project planning phase, the CenturyLink Program Manager meets with 
all stakeholders to establish a project status and issues tracking document, a weekly 
communications cadence and methodology for addressing any issues that may arise outside of 
these weekly meetings. An escalation matrix will be provided for both implementation and service 
issues should the customer feel that additional focus is necessary. 

 

22.2 Technical Escalation Matrix 

The following table outlines the escalation steps for any technical issues with the contract, 
implementation, or documentation required during the buildout phase of the NG-911 project. The 
Program Manager should always be the first line of contact. 

 

CenturyLink Title / Role 
Office 
Phone 

Cell Phone email address 

Rachel Renteria Sr. Post Sales Engr. – Data 
Escalations (1st lvl) 

214 989 3577 
 

214 989 3577 Rachel.Renteria@centurylink.com 

John Atkinson Mgr, Post Sales Engr II – 
Data Escalations (2nd lvl) 

 

602-563-3292 480-888-5104 John.Atkinson@centuryLink.com 

Caroline Bussell  
 

Client Support Manager – 
Order/Billing (1st lvl) 

N/A 317 697 4499 Caroline.Bussell@centurylink.com 

Mary Anderson Mgr, Sales Support – Data 
Escalations (2nd lvl) 
 

402-998-7386 402-215-2282 Mary.Anderson1@CenturyLink.com  
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23. Change Management 

The established Change Management (CM) process is one of the many tools used to assist the 
Program Manager to provide systematic control of all changes and better overall project 
management. Comprehensive change management is vital to the success of complex projects and 
is necessary to ensure adequate control over the triple constraints of money, time, and scope while 
maintaining overall project execution. 

 

The Program Manager (PM) tracks changes as part of the every-day process of project 
implementation. The PM will document and manage changes to ensure that changes do not affect 
the project negatively. Scope, budget, schedule, and documentation will all be tracked against the 
contract. Changes in any of these areas will be vetted within the CenturyLink tea. Once approved by 
the internal CenturyLink Change Management Board, they will be forwarded to the State for review 
and approval/rejection. 

 

The PM will provide a change management form to the State of Nebraska for approval prior to 
implementing the CM process. 
 

23.1.   Planned Maintenance 

CenturyLink performs scheduled maintenance to ensure the successful growth of the network.  
Scheduled maintenance is planned with as little customer impact and as much advance notice as 
possible. We are committed to using standardized methods and procedures for efficient and prompt 
handling of all changes to minimize the adverse impact of change-related incidents upon service 
quality.   

 

CenturyLink sends customers email notifications with: 

• Description of the work 

• Date & time (GMT) of the scheduled maintenance 

• List of the impacted services 

• Location of the maintenance 

• Status of the maintenance 

Contact information for questions or concerns: 

CenturyLink uses a Global Change Request (GCR) number as the unique identifier for network 
maintenance. 
Call 855.CGH.MGMT (855.244.6468) option 1  
Direct dial call 720-888-0229 or 01256 731731 
Email change.Management.na@CenturyLink.com  
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24. Risk Management Plan 

 

24.1 Risk Identification 

Risks to a project are presented in many ways. There are internal risks with the project team and 
external risks that are outside of the project scope. The PM will manage and present these risks to 
the team to ensure they are considered and addressed as the project progresses. 

CenturyLink identifies, analyzes, and responds to all possible risks to ensure delivery of service is 
not interrupted.  During the planning phase of the project, the Program Manager reviews each step 
of the project/program to establish if it presents an “at risk” situation that may delay the project or 
create unreasonable downtime for each PSAP. As risks are identified throughout the life cycle of the 
project, the Program Manager develops a mitigation or contingency plan to ensure a successful 
transition of all contracted services. The next section illustrates some the potential risks. 

 

24.2 Potential Risks and Avoidance Measures 

Below are the known risks that may affect the execution and schedule of the project. Each risk 
identified is associated with a mitigation and contingency plan. 

Example of Risk Assessment and Avoidance Matrix. 

 

Area of Risk Probability 
Responsible 

Parties 
Impact Mitigation Strategy 

Pre-configuration of 
Equipment and Pre- 
testing is not 
successful. 

High 
(when site is 
moving to a 
different vendor, 
equipment, new 
hardware, and 
software) 

CenturyLink, 
Vendor 
and (possibly) 
Customer 

If customer information 
received or entered for 
configuration is incomplete or 
inaccurate or non-compatible it 
will delay cutover until 
resolved. 

 

If discovered during cut over it 
could result in stopping cut 
over and moving back to 
previous hardware and 
software. 

 

Obtain technical support from 
Vendor as needed. 

Purchase Order 
Errors 

Avoidable CenturyLink 
and State 

Installation interval not met. Conduct a complete inventory 
when equipment gets on site. 

Others     
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25.   Public Safety NOC  

CenturyLink is dedicated to providing the State of Nebraska with ongoing support for all of the 
installed services. We embrace a strong operational philosophy that is customer-focused and highly 
responsive. Strict performance metrics drive our internal organizations to deliver quality service to 
the customer on a consistent basis. In the event an issue arises with the service, CenturyLink works 
to rapidly respond to inquiries and quickly resolve any problems. The Public Safety team is 
responsible for your experience at critical times, such as when your service is having an outage or 
impairment. We strive to combine our technical expertise with a positive and pleasant customer 
experience.   

 

25.1 NG911 PSS NOC Technicians 

Once the CenturyLink Service has been installed, a NG911 PSS NOC technician becomes point of 
contact for service-related issues. The NG911 PSS NOC technician is trained to quickly address 
technical issues related to the CenturyLink service. The primary objectives of a NG911 PSS NOC 
technician are to provide start-to-finish accountability for network service performance and to drive 
resolution of issues based on the first call. 

25.2 Trouble ticket handling for State of Nebraska Tickets 

When the State of Nebraska NOC opens a trouble ticket directly with CenturyLink NG911 PSS NOC 
for services covering State of Nebraska Technologies circuits, CenturyLink sends a ticket notification 
via email to individuals within the State of Nebraska Program Management team notifying that a 
ticket has been opened by the NOC. This is the same ticket notification that is sent to the State of 
Nebraska NOC. Subsequent auto ticket notifications via email will continue to be sent, giving status 
on the progress of the fix action hourly until the ticket is closed. Normal ticket escalation process that 
has been established on tickets opened by the NOC for State of Nebraska tickets will need to occur 
from the State of Nebraska NOC to the CenturyLink Government Solutions Control Center.  

25.3 Trouble Management 

To report an issue, a ticket will need to be opened via the CenturyLink Portal. This ensures that the 
customer will receive the most up-to-date status as soon as it becomes available. The Portal also 
improves accuracy in routing tickets to the appropriate team by identifying what is impacting the 

service. Tickets can also be opened by calling our Public Safety NG911 NOC at 1-800-357-0911.  

25.4 Trouble Ticket Classifications 

The priority for the ticket is based on the information provided while opening the ticket. It determines 
whether the ticket is classified as Out of Service ( a complete disruption of service which renders it 
unusable) or Impaired (a problem which disrupts quality or connectivity of a service or feature). 

25.5 Escalation Procedures 

The escalation path is product and equipment agnostic and is exclusively for CenturyLink’s valued 
NG911 clients.   
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25.6  Entrance Criteria for a Defect/Chronic ticket: 

All of the following entrance criteria for a Defect and Chronic ticket must be met: 

1. A Service Identifier (SID) has had three (3) or more Customer Trouble tickets, worked to
resolve, in the past 45 days. Or, the SID has had five (five) Customer Trouble tickets, worked
to resolve, in the past 6 months.

2. Each Customer Trouble ticket has been worked on a legitimate service issue. Tickets
reporting on non-Customer Trouble issues should not be taken into consideration (i.e.
duplicate tickets, GCR related tickets, Customer Power, etc.).

3. A Customer contact has requested that a Chronic ticket be opened on their circuit.

4. A Defect or Chronic ticket is not already open on the SID.

25.7 Reason for Outage (RFO) Request 

RFO’s can be requested one of the following three ways: 

1. Initiate the request by calling the CenturyLink Service Center – 1-877-453-8353 and select 
the appropriate option (Transport, IP, Voice, etc.). Provide the technician with the ticket 
number associated to the closed case and  let them know that you are the customer and 
request an RFO.

2. From the My CenturyLink Customer Portal go to “Service Management” > “Trouble Ticketing”
> “View Trouble Tickets.” A list of trouble tickets is displayed, select the ticket in question by
locating it in the list or by typing it into the search box. Once the ticket in question has been
selected, click the “Request Reason for Outage” button. Enter the requested information and
hit “Submit.”
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3. Send an email to the assigned Customer Support Manager with the following information:  

• Contact name of the person to whom the RFO should be addressed 

• Email address of the person(s) to whom the RFO should be sent 

• CenturyLink Ticket number that corresponds with the RFO request 

• Reason for the RFO request 

• Any specific questions that need to be addressed in the RFO  

• RFO’s are not provided for the following: 

o A service impairment or outage caused by the customer’s network or equipment. 

o Open trouble tickets (requests can be opened once the ticket is closed). 

o Tickets closed to no trouble found, cleared before testing, cleared during testing. 

o “Switch hits,” “latency”,” or “failed calls” for which the issue has not been investigated 
and documented within a previous trouble ticket. 

Receiving the RFO: 

CenturyLink is committed to providing all valid RFOs within five business days of the initial request. 
The Service Level Objective (SLO) is measured from official request time (in queue start time) to the 
time the RFO is sent out (service restoral time). Weekends and holidays, as well as any time spent 
gathering follow-up information pertaining to questions, are not included in the SLO timeframe. 
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26. Vocabulary 
 

Acronym Definition 

ACD Automatic Call Distribution 

API Application Program Interface 

ATP Acceptance Test Plan 

BCF Border Control Function 

CAD Computer Aided Dispatch 

STATE Nebraska Communications Authority 

CCM Customer Care Manager 

CenturyL
ink 

CenturyLink 

DNS Domain Name Server 

ECRF Emergency Call Routing Function 

ESRP Emergency Services Routing Proxy 

FCC Federal Communications Commission 

FQDN Fully qualified domain name 

GIS Geographic Information System 

GUI Graphical User Interface 

ICMP Internet control messaging protocol 

ISUP Integrated services digital network 

ITIL Infrastructure Technology Information Library 

LATA Local area transport area 

LDB Location Database 

LEC Local Exchange Carrier 

LNG Legacy Network Gateway 

LPG Legacy PSAP Gateway 

LVF Location Validation Function 

MPC Mobile provisioning center 

NENA National Emergency Number Association 

NG-911 Next Generation 911 Services 

NGCS Next Generation Core Services 

NGS Next Generation Services 

NOC Network Operations Center 

STATE Nebraska State Authority 

OSP Originating Service Provider 

PIF Protocol Internetworking Function 

PM Program Manager 
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Acronym Definition 

PMP Program Management Plan 

PNSP Primary Network Service Provider 

POI Point of Interface 

POP Point of Presence 

PRF Policy Routing Function 

PSAP Public Safety Answering Point (911 center) 

RNSP Regional Network Service Provider 

SBC Session Border Control 

SD-WAN Software-Defined Wide Area Network 

SIP Session Initiation Protocol 

SLA Service Level Agreement 

SME Subject Matter Expert 

SOW Statement of Work 

TDM Time Domain Multiplexer 

URI Uniform Resource Identifier 

URN Uniform resource name 

VPC VoIP Provisioning Center 

 

 



PSAP NAME 

PROJECT TASK COMPLETE CONFIRMED BY DATE 

HOST NETWORK COMPLETE (PROJECT PLAN) 

UPS Testing 

Physical Network Connections Complete

  Circuit 1

    Network CUG confirmed

    Circuit Confirmed Up/Up

    BFD Established

    Able to Ping HLR and PHX and tunnels are up

    QOS confirmed 

    EX1's can ping both sites

    PSAP EX1 - Monitoring online

  Circuit 2

    Network CUG confirmed

    Circuit Confirmed Up/Up

    BFD Established

    Able to Ping HLR and PHX and tunnels are up

    QOS confirmed 

    EX1's can ping both sites

Premigration Tasks Complete (Equipment testing) 

1.) Call Routed to PSAP through IEN - Test call sent to PSAP. 

Caller confirms routing and audio quality 

2.) Alternate Route via all trunks manual OOS- Set all trunks 

out of service and send test call. 

3.) Test both call paths to the PSAP - Force a test call to route 

through Englewood and Miami

4.) Abandonment Routing- Intrado resource manually puts 

PSAP into abandoned state - test call made

5.) Un-abandonment routing - Intrado resource manually 

unabandons PSAP. 

6.) Ring no answer timer- Test call sent to PSAP. Call is 

allowed to ring continuously until rolling over to alternate route.  

7.) Caller Hang Up - test call sent to PSAP, caller Hangs up 

prior to the PSAP answering. Confirm CPE abandon call 

feature works as designed. 

8.) Fixed Bridge conferencing confirmation - 3 digit star codes. - 

Test call sent to PSAP and transferred to 3 digit star code. All 

parties on the bridge talk to confirm conferencing is 

established. Call taker at PSAP disconnects. Caller confirms 

that caller and call taker are still bridged. 

9.) Manual Transfer to valid local TN - Test call sent to PSAP 

Manual Transfer to local TN

10.) Manual Transfer to a Long distance Cell- Test call sent to 

PSAP , Manual Transfer to local TN 

11.) Test EXFO EX1 

Viper 

Premigration for xxxxxxxx Milestones Met (xxxxxxxy 

Project Log) 

Front Room

Workstations configured and ready 

Viper to Host

Admin Lines Make/Receive Calls

Admin Transfers. * Hook Flash (3 way calling on lines) Can add 

conferencing on the lines. (Would need to use two admin lines) 

Ellen L to add the 3 way calling on lines. 

CAD Spill

Radio Cable Tested

PUNCH LIST ITEM COMPLETE

AGENCY VOTE

Notes: 

SAMPLE NG911 STAGING & ACCEPTANCE CHECKLIST

AUTHORIZED BY 

DESCRIPTION 



15 TESTING - SAMPLE TEST PLAN FOR STATE OF NEBRASKA RFP

Test Plan



Introduction
The acceptance test plan (ATP) contained here is intended to demonstrate that the solution developed by CenturyLink meets all of the requirements 

set by the State of Nebraska for a Statewide ESInet and NG911 Solution.  This will cover the following major areas:

•      NG911 Aggregation network

•      NG911 NG Core Services (NGCS)

•      Integration

•      System Monitoring (Dashboard  SD-WAN controller)

•      NG911 PSAP Trunk testing.

•      EXFO probes to PSAP

•      Pre-cut PSAP Testing 

This Sample test plan was written based on the understanding of the CenturyLink RFP response for a Statewide ESInet and next Generation Core 

Services Solution requirements. CenturyLink will provide a custom test plan and submit to the State of Nebraska for approval prior to starting this 

project and upon award of contract.

Test Tools and Equipment Utilzed to Conduct Test and Test Facilities
The test tools used to execute the ATP consist of:

Networking tools – ping, traceroute, dns query etc.

System specific tools – policy editor and viewer, GIS data viewer …

Exfo Active Assurance (AA) call generator and probe – generates test calls from aggregation network through NGCS to probe at PSAP location

Manual calls – call initiated from aggregation network through NGCS core to PSAP call taker

CentuiryLink  lab PSAP – used to validate core functionality prior to testing with production PSAPs.

Simulators and process for simuation of test calls (Refer to each tab for info in this workbook)

Test thresholds
Pass,  Fail,  Restart Test

Configuration of tests - Custom to be determined



Test Strategy & Environment
The primary objective is to demonstrate system readiness leading to a migration of traffic from the current systems to the new one. Based on the 

approach taken by State of Nebraska to minimize legacy integration all of the PSAP in the entire state must be ready to accept traffic prior to any 

traffic migration. Test execution will be sequenced starting with network connectivity followed by major system components and finishing with full 

call testing with each PSAP. The sections in the ATP correspond to the functional areas previously mentioned. The three sections  related to the 

PSAP are templates. They will be repeated for each PSAP. The start of acceptance testing assumes that the component hardware and software has 

been installed and the CenturyLink has completed our internal Network Readiness Testing (NRT). ATP execution can be sequenced as follows:

Final Documenation of Test - CenturyLink Project Manager will provide the State of Nebraska and PSAP of final 

results of test.

Network Connectivity (Can be run simultaneously)

   NGCS – DNS

   NG911 Aggregation – NGCS network

   NGCS –  network

   NG911 Trunk – ESInet for each PSAP and CTL lab

System Components

    Integration – Policy DB

   Integration – Location DB

  Integration – State GIS (Utilizes a common NG9-1-1 GIS data set available for all PSAPs when a common NG9-1-1 GIS data set is established

   NGCS - ECRF

    NGCS – ESRP

   NG911 Aggregation - LIF/NIF

   NGCS – i3 Logging

   System Monitoring

   Exfo Probe to PSAP – CTL lab

   Pre-Cut PSAP Testing – CTL lab

Call Testing

   Exfo Probe to PSAP – per PSAP

   Pre-cut PSAP testing - per PSAP.



Test # Test Procedure Expectations Test Team
PSAP 

Resource

Execution 

Date
Result   PassFail Tester (print name) Status

OSP 

Trunking
1 SS7 ISUP COT testing on trunk group 1 COT testing passes CTL/OSP N

2 SS7 ISUP COT testing on trunk group 2 COT testing passes CTL/OSP N

3
CenturyLink disables multiple DS0s  to TDM 

gateway 1

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL/OSP N

4
CenturyLink disables multiple DS0s  to TDM 

gateway 2

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL/OSP N

5 CenturyLink disables DS1  to TDM gateway 1
9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL/OSP N

6 CenturyLink disables DS1  to TDM gateway 2
9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL/OSP N

NGCS 

Network

7
CTL disables GigE 1 between CTL aggregation 

network and NGCS

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N

8
CTL disables GigE 2 between CTL aggregation 

network and NGCS

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N

9
CTL completely disables aggregation network SBC 

1

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N

10
CTL completely disables aggregation network SBC 

1

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N

Network

11
CTL disables GigE 1 between CTL aggregation 

network  

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N

12
CTL disables GigE 2 between CTL aggregation 

network a 

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N

13
CTL completely disables aggregation network SBC 

1

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N

14
CTL completely disables aggregation network SBC 

1

9-1-1 OPS  sees alarm / Regional Dashboard 

indicates alarm/ Prime Dashboard indicates alarm
CTL N



Test # Test Procedure Expectations Test Team
PSAP 

Resource
Date Result Tester (print name) Status

DNS

1
From network element run DNS A and SRV queries for all 

NGCS elements
CTL

N

ESRP
2 Disable an ESRP. Test call Cal still completes with second ESRP. CTL N

LIF/NIF
3 Disable an LIF/NIF. Test call Cal still completes with second LIF/NIF. CTL N

ECRF
4 Disable an ECRF. Test call Cal still completes with second ECRF. CTL N

LDB
5 Disable an LDB. Test call Cal still completes with second LDB. CTL N

i3 Logging
6 Retrieve logs for test calls and validate. CTL N

Notes:



Test # Test Procedure Expectations Test Team
PSAP 

Resource
Date Result

Tester 

(print 

name)

Status

Policy

1

For each PSAP in the State of Nebraska + CTL 

lab load PSAP policy viapolicy editor tool. Verify 

Policy rules are transferred to all copies of the  

Policy Store.

Policy rules for each PSAP are transtered from 

CTL to the  policy store CTL N

2

Use the  Policy editor tool to perform an update on 

the CTL lab PSAP policy. Verify update is 

transferred to all copies of the State of Nebraska 

Policy Store.

Policy update for CTL lab PSAP are updated  

from the  policy store CTL N

Location DB

3

Create SOI records for test telephone numbers 

used in ATP. Have prime process them and 

needed data to populate the r Location DB. Telephone numbers populated in LDB. CTL N

State GIS

4

Validate all state GIS data has been replicated to 

all copies in the NGCS core. Initial GIS data loaded CTL N

5

Generate a GIS update  and validate that it is 

updated in all copies of the regional GIS. Update populated in regional GIS DB CTL N

Aggregation 

Failover

6

Disable side-A connectivity to the core and run a 

test call.

Call will successfully route through the regional 

NGCS. Alarms will be generated. CTL/PSAP Y

7

Disable side-A and side B connectivity to the core 

and run a test call.

Call will successfully route through the prime 

NGCS. Alarms will be generated. CTL/PSAP Y

Core Failover

8

Disable side-A connectivity to the NGCS core from 

the aggregation network and run call.

Call will successfully route through the regional 

NGCS. Alarms will be generated. CTL/PSAP Y

9

Disable side-A and side-B connectivity to the 

NGCS core from the aggregation network and run 

call.

Call will successfully route through the prime 

NGCS. Alarms will be generated. CTL/PSAP Y

PSAP 

transfer

10

Ctl make test call with known call party 

number for given PSAP. Call is routed to 

PSAP and answered. Caller identifies call as 

a test call. Have call-taker transfer call to 

another PSAP ourside the region. After 

connecting have first PSAP call taker hang 

up. Then have second PSAP call taker hang 

up.

Original call is answered and call is 

successfully transferred to second PSAP 

via the Primer ESInet

CTL/PSAP Y

Notes:



Test # Test Procedure Expectations
Test 

Team

PSAP 

Resource
Date Result

Tester 

(print 

name)

Status

Dashboard

1

Verify user accounts for logging into 

dashboard Login successful and dashboard displayed N

2

Verfiy status of each of the monitored 

functional elements Status are updated N

3

During testing that disables a network element 

or  link verify that the status of the network 

element changes in the dashboard Network element status enabled N

4

Verify Call statistics are updated after test 

calls. statistics are updated N

SD-WAN 

Controller

5

Verify user accounts for logging into SD-WAN 

controller login successful N

6

Utilize SD-WAN controller to configure SD-

WAN connections. N

Ticketing

7

Verify user accounts for logging into  ticketing 

system Login successful N

Notes



Test # Test Procedure Expectations Test Team

PSAP 

Resourc

e

Date  Result
Tester (print 

name)
Status

ESInet For each PSAP

1
CPE-SD-WAN Device 1 ping from Priv Router 1 TBD 

IP Address = Ethernet-1 IP PSAP end
CTL N

2
CPE-SD-WAN Device 1 ping from Priv Router 2 TBD 

IP Address = Ethernet-1 IP PSAP end
CTL N

3
CPE-SD-WAN Device 2 ping from Priv Router 1 TBD 

IP Address = Ethernet-2 IP PSAP end
CTL N

4
CPE-SD-WAN Device 2 ping from Priv Router 2 TBD 

IP Address = Ethernet-2 IP PSAP end
CTL N

5

Tracert to SD-WAN Device 1 - confirm and document 

network path from Priv Router 1.  On Ethernet 1 via IP 

TBD 

CTL N

6

Tracert to SD-WAN Device 1 - confirm and document 

network path from Priv Router 2.  On Ethernet 1 via IP 

TBD 

CTL N

7

Tracert to SD-WAN Device 2 - confirm and document 

network path from Priv Router 1.  On Ethernet 1 via IP 

TBD 

CTL N

8

Tracert to SD-WAN Device 2 - confirm and document 

network path from Priv Router 2.  On Ethernet 1 via IP 

TBD 

CTL N

9
Tracert to SBC1 - confirm and document network path 

from Priv Router 1.  On Ethernet 1 via IP TBD 
CTL N

10
Tracert to SBC1 - confirm and document network path 

from Priv Router 2.  On Ethernet 1 via IP TBD 
CTL N

11
Tracert to SBC2 - confirm and document network path 

from Priv Router 1.  On Ethernet 1 via IP TBD 
CTL N

12
Tracert to SBC2 - confirm and document network path 

from Priv Router 2.  On Ethernet 1 via IP TBD 
CTL N

13 Ping  LPG1 from SBC1 CTL N

14 Ping LPG2 from SBC2 CTL N

15 NGCS  BCF1 traceroute to PSAP SBC1 CTL N

16 NGCS BCF1  traceroute to PSAP SBC1 CTL N

17 NGCS  BCF2 traceroute to SBC1 CTL N

18 NGCS BCF2  traceroute to PSAP SBC1 CTL N

MGMT 

Network

19

SSH to SD-WAN Device 1 login,  confirm and 

document network path from Priv Router 1.
CTL N



Test # Test Procedure Expectations Test Team

PSAP 

Resourc

e

Date  Result
Tester (print 

name)
Status

20

SSH to SD-WAN Device 1 login,  confirm and 

document network path from Priv Router 2.
CTL N

21

SSH to SD-WAN Device 2 login,  confirm and 

document network path from Priv Router 1.
CTL N

22

SSH to SD-WAN Device 2 login,  confirm and 

document network path from Priv Router 2.
CTL N

23

SSH to SBC1 login,  confirm and document network 

path from Priv Router 1.
CTL N

24

SSH to SBC1 login,  confirm and document network 

path from Priv Router 2.
CTL N

25

SSH to SBC2 login,  confirm and document network 

path from Priv Router 1.
CTL N

26

SSH to SBC2 login,  confirm and document network 

path from Priv Router 2.
CTL N

27

HTTPS to SD-WAN 1 login,  confirm and document 

network path from Priv Router 1.
CTL N

28

HTTPS to SD-WAN 1 login,  confirm and document 

network path from Priv Router 2.
CTL N

29

HTTPS to SD-WAN 2 login,  confirm and document 

network path from Priv Router 1.
CTL N

30

HTTPS to SD-WAN 2 login,  confirm and document 

network path from Priv Router 2.
CTL N

Notes:



Test # Test Procedure Expectations Test Team PSAP Resource Date Result

Tester 

(print 

name)

Status

1
Run SIP Active Assurance call on side-A; verify test 

completes; Observe Exfo call  reporting.
Call  completes as expected

CTL N

2
Run SIP Active Assurance call on side-B; verify test 

completes; Observe Exfo call  reporting.
Call completes as expected

CTL N

3

Disable ethernet port to EX1 probe for side-A. Run SIP 

Active Assurance call on side-A; Verify test call fails. 

Check for alarm

Call failed, alarm raised

CTL N

4

Disable ethernet port to EX1 probe for side-a and side-

B. Run SIP Active Assurance call on side-B; Verify test 

call fails. Check for alarm

Call failed, alarm raised

CTL N

Notes:



Test # Test Procedure Expectations Test Team
Prime NOC 

Resource
Date  Result

Tester 

(print 

name)

Status

DNS

1

Query (AAAA and SRV) DNS for all FQDNs associated 

with the PSAP.
Query successful CTL

2

Policy

3

Retrieve PSAP specific policy from policy store and verify 

it is correct.
PSAP policy validated CTL

Test Calls

4

Ctl make test call with known call party number for given 

PSAP. Call is routed to PSAP and answered. Caller 

identifies call as a test call. Have call taker hang up.

Call is routed to PSAP and answered. CTL/PSAP

5

Ctl make test call with known call party number for given 

PSAP. Call is routed to PSAP and answered. Caller 

identifies call as a test call. Have call-taker transfer call to 

another PSAP. After connecting have first PSAP call taker 

hang up. Then have second PSAP call taker hang up.

Original call is answered and call is 

successfully transferred to second PSAP 
CTL/PSAP

6

Ctl make test call with known call party number for given 

PSAP. . Caller identifies call as a test call. Have call-taker 

transfer call to known PSTN destination. After connecting 

have first PSAP call taker hang up. Then have second 

PSAP call taker hang up.

Original call is answered and call is 

successfully transferred to known PSTN 

destination

CTL/PSAP

7

Disable side-A link to PSAP. Ctl make test call with known 

call party number for given PSAP. Caller identifies call as 

a test call. Have call taker hang up.

Call is routed to PSAP and answered. 

Alarms are generated.
CTL/PSAP

8

Disable side A and  side-B link to PSAP. Ctl make test call 

with known call party number for given PSAP. Caller 

identifies call as a test call. Have call taker hang up.

Call is routed to overflow PSAP as defined 

in Policy Store for PSAP. Alarms are 

generated and status of PSAP changes in 

Dashboard

CTL/PSAP

Notes:



ID Task Name Duration Start Finish

0 Nebraska NGCS Notional Project Plan 515 days Tue 9/1/20 Mon 8/22/22

1 Phase I: Planning and Design 17 days Tue 9/1/20 Wed 9/23/20

2   Sign contract 1 day Tue 9/1/20 Tue 9/1/20

3   Receive PO 1 day Wed 9/9/20 Wed 9/9/20

4   Publish preliminary PM Plan for stakeholder review 1 day Thu 9/10/20 Thu 9/10/20

5   Schedule stakeholder kickoff meetings 1 day Fri 9/11/20 Fri 9/11/20

6   Meet with state and begin mobilization 2 days Mon 9/21/20 Tue 9/22/20

7   Publish revised PM Plan and FSB  1 day Wed 9/23/20 Wed 9/23/20

8 South Central Region 81 days Thu 9/24/20 Thu 1/14/21
9  OSP Connectivity Planning 77 days Thu 9/24/20 Fri 1/8/21

10 Distribute OSP survey forms and schedule individual OSP discussions 7 days Thu 9/24/20 Fri 10/2/20

11    Conduct OSP discussions 60 days Mon 10/5/20 Fri 12/25/20

12    Develop Draft OSP connectivity plan 10 days Mon 12/28/20 Fri 1/8/21

13   Draft Aggregation plan and circulate for comment 10 days Mon 12/28/20 Fri 1/8/21

14  Survey (TBD) PSAPs and Dispatch Centers 15 days Mon 10/5/20 Fri 10/23/20

15  Publish survey form 1 day Mon 10/5/20 Mon 10/5/20

16  schedule visits 5 days Tue 10/6/20 Mon 10/12/20

17  Conduct visits, compile data and revise plans accordingly 15 days Tue 10/13/20 Mon 11/2/20

18  Publish revised PM Plan 1 day Tue 11/3/20 Tue 11/3/20

19  Enhance datacenters as needed 7 days Wed 11/4/20 Thu 11/12/20

20   Confirm rack space and other DC needs satisfied 5 days Wed 11/4/20 Tue 11/10/20

21   Plan for deploying ECRF, LVF and other GIS components 5 days Wed 11/4/20 Tue 11/10/20

22   Identify enhancements needed in datacenters 5 days Wed 11/4/20 Tue 11/10/20

23   Order new components and schedule labor 2 days Wed 11/11/20 Thu 11/12/20

24  Identity and provision POIs 5 days Wed 11/11/20 Tue 11/17/20

25  Revise network design IAW tasks above 52 days Wed 11/4/20 Thu 1/14/21

26   Confirm network typology and provisioning plans 5 days Wed 11/4/20 Tue 11/10/20

27   ID need for legacy gateways and provision 3 days Wed 11/4/20 Fri 11/6/20

28  Complete NENA checklist 75‐002 2 days Wed 11/18/20 Thu 11/19/20

S M T W T F S S M T W T
Aug 30, '20 Sep 6, '20

Task

Split

Milestone

Summary

Project Summary

Inactive Task

Inactive Milestone

Inactive Summary

Manual Task

Duration-only

Manual Summary Rollup

Manual Summary

Start-only

Finish-only

External Tasks

External Milestone

Deadline

Progress

Manual Progress

Page 1
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Date: Fri 5/22/20



ID Task Name Duration Start Finish

29   Confirm compliance with network security plan 2 days Fri 11/20/20 Mon 11/23/20

30   Confirm transport independence and diversity 5 days Tue 11/24/20 Mon 11/30/20

31   Prepare circuit plan and place orders 5 days Tue 11/24/20 Mon 11/30/20

32   ID changes to standard dashboard required for this project 30 days Wed 11/4/20 Tue 12/15/20

33   ID PSAP needs and place orders 30 days Wed 11/4/20 Tue 12/15/20

34   Schedule installs and establish links to PSAP CPE vendors 30 days Wed 11/4/20 Tue 12/15/20

35   Develop test plans with all vendors to ensure interface effectiveness 30 days Wed 11/4/20 Tue 12/15/20

36  Provision Monitoring 52 days Wed 11/4/20 Thu 1/14/21

37    Program OCOM 10 days Wed 12/16/20 Tue 12/29/20

38    Program FortiSIEM 10 days Wed 12/16/20 Tue 12/29/20

39    Plan E‐Bonding capability 10 days Wed 12/16/20 Tue 12/29/20

40   Adapt Call Data Record Management System / 9‐1‐1 Traffic Logging to satisfy state requirements 10 days Wed 12/16/20 Tue 12/29/20

41  Provision NGCS (Core Services) per NENA standards 47 days Wed 11/11/20 Thu 1/14/21

42   Provision two geographically diverse cores capable of 99.999% availability  30 days Wed 11/18/20 Tue 12/29/20

43   Confirm active‐active deployment negates any possible single‐points‐of‐failure 1 day Wed 12/30/20 Wed 12/30/20

44   Design GIS solution 47 days Wed 11/11/20 Thu 1/14/21

45   Finalize plans for ECRF, LVF and other GIS components 45 days Wed 11/11/20 Tue 1/12/21

46   Identify and provision GIS elements for use in datacenters 1 day Wed 1/13/21 Wed 1/13/21

47   Confirm two instances of ECRF/PRF 1 day Wed 1/13/21 Wed 1/13/21

48   Confirm data QA/QC manager is capable of meeting state and local needs 1 day Thu 1/14/21 Thu 1/14/21

49  Publish training plan for stakeholder comment 50 days Wed 11/4/20 Tue 1/12/21

50 Phase II: Deployment  140 days Wed 11/11/20 Tue 5/25/21

51   Complete OSP integration 50 days Mon 1/11/21 Fri 3/19/21

52   Execute interconnect agreements 10 days Mon 1/11/21 Fri 1/22/21

53   Deploy i3‐Interconnect where needed 30 days Mon 1/25/21 Fri 3/5/21

54   Execute POI and datacenter interconnection 10 days Mon 3/8/21 Fri 3/19/21

55   Install datacenter links and enhancements 124 days Wed 11/11/20 Mon 5/3/21

56   Complete rack installs 7 days Wed 11/11/20 Thu 11/19/20

57   Deploy core services and test diversity and compliance with call delivery standards. 30 days Fri 11/20/20 Thu 12/31/20

S M T W T F S S M T W T
Aug 30, '20 Sep 6, '20

Task

Split

Milestone

Summary

Project Summary

Inactive Task

Inactive Milestone

Inactive Summary

Manual Task
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Manual Summary Rollup

Manual Summary
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Finish-only
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Progress

Manual Progress
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ID Task Name Duration Start Finish

58   Install GIS components 30 days Fri 11/20/20 Thu 12/31/20

59   Install circuits, cross‐connects and FOC 30 days Mon 3/22/21 Fri 4/30/21

60   Confirm datacenter readiness 1 day Mon 5/3/21 Mon 5/3/21

61   Install network connections and gateways 70 days Mon 1/25/21 Fri 4/30/21

62   Complete PSAP configurations 6 days Mon 5/3/21 Mon 5/10/21

63   Test CPE interfaces 5 days Mon 5/3/21 Fri 5/7/21

64   Test circuits 5 days Mon 5/3/21 Fri 5/7/21

65   Execute interface agreements if needed with CPE vendors 1 day Mon 5/10/21 Mon 5/10/21

66   Confirm end‐to‐end connectivity and gateways to accommodate legacy systems 1 day Tue 5/11/21 Tue 5/11/21

67   Standup POIs 1 day Wed 5/12/21 Wed 5/12/21

68   Publish and review cutover plan with stakeholders 10 days Wed 5/12/21 Tue 5/25/21

69 Phase III: Cutover 214 days Tue 9/1/20 Fri 6/25/21

70   Execute training plan 3 days Wed 5/26/21 Fri 5/28/21

71   confirm readiness for cutover 1 day Mon 5/31/21 Mon 5/31/21

72   Obtain state and local concurrence to cutover PSAP 1 5 days Tue 6/1/21 Mon 6/7/21

73   Prepare PSAP 1 for cutover 12 days Tue 6/8/21 Wed 6/23/21

74   Confirm fail‐back plan in place 1 day Tue 6/8/21 Tue 6/8/21

75   Confirm CPE interfaces operational 5 days Tue 6/8/21 Mon 6/14/21

76   Confirm OSP readiness 2 days Tue 6/15/21 Wed 6/16/21

77   Confirm training completed 1 day Thu 6/17/21 Thu 6/17/21

78   Confirm PSAP ready for flash network cutover 1 day Fri 6/18/21 Fri 6/18/21

79   Notify state PSAP 1 ready for flash cutover 1 day Fri 6/18/21 Fri 6/18/21

80  Perform cutover 2 days Mon 6/21/21 Tue 6/22/21

81  Confirm success 1 day Wed 6/23/21 Wed 6/23/21

82   Obtain state approval to proceed with cutovers of remaining PSAPS 2 days Thu 6/24/21 Fri 6/25/21

83   Perform flash network cutover 14 days Tue 9/1/20 Fri 9/18/20

84   Confirm fail‐back plan in place 1 day Tue 9/1/20 Tue 9/1/20

85   Turn‐up core services 1 day Wed 9/2/20 Wed 9/2/20

86   Activate interface between core services and legacy network 3 days Thu 9/3/20 Mon 9/7/20
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ID Task Name Duration Start Finish

87   Migrate OSPs to i3 network 3 days Thu 9/3/20 Mon 9/7/20

88   Onboard carriers into location database 3 days Thu 9/3/20 Mon 9/7/20

89   Link core services to ESInet 1 day Tue 9/8/20 Tue 9/8/20

90   Perform flash network cutover 1 day Wed 9/9/20 Wed 9/9/20

91   Confirm carrier services  1 day Thu 9/10/20 Thu 9/10/20

92   Confirm cutover of all PSAPs, datacenters and POIs 5 days Fri 9/11/20 Thu 9/17/20

93   Cutover confirmed to state 1 day Fri 9/18/20 Fri 9/18/20

94 Phase IV: Observation and Acceptance 39 days Mon 9/21/20 Thu 11/12/20

95   Execute ATP 5 days Mon 9/21/20 Fri 9/25/20

96   Provisional acceptance accorded by state 1 day Mon 9/28/20 Mon 9/28/20

97   Perform 30‐day observation period 30 days Tue 9/29/20 Mon 11/9/20

98   Close punch list  30 days Tue 9/29/20 Mon 11/9/20

99   Final acceptance by state 2 days Tue 11/10/20 Wed 11/11/20

100   Transition to operational environment 1 day Thu 11/12/20 Thu 11/12/20

101 South Eastern Region 226 days Mon 10/5/20 Mon 8/16/21
102  OSP Connectivity Planning 77 days Fri 11/13/20 Mon 3/1/21

103 Distribute OSP survey forms and schedule individual OSP discussions 7 days Fri 11/13/20 Mon 11/23/20

104    Conduct OSP discussions 60 days Tue 11/24/20 Mon 2/15/21

105    Develop Draft OSP connectivity plan 10 days Tue 2/16/21 Mon 3/1/21

106   Draft Aggregation plan and circulate for comment 10 days Tue 2/16/21 Mon 3/1/21

107  Survey (TBD) PSAPs and Dispatch Centers 15 days Mon 10/5/20 Fri 10/23/20

108  Publish survey form 1 day Mon 10/5/20 Mon 10/5/20

109  schedule visits 5 days Tue 10/6/20 Mon 10/12/20

110  Conduct visits, compile data and revise plans accordingly 15 days Tue 10/13/20 Mon 11/2/20

111  Publish revised PM Plan 1 day Fri 11/13/20 Fri 11/13/20

112  Enhance datacenters as needed 7 days Mon 11/16/20 Tue 11/24/20

113   Confirm rack space and other DC needs satisfied 5 days Mon 11/16/20 Fri 11/20/20

114   Plan for deploying ECRF, LVF and other GIS components 5 days Mon 11/16/20 Fri 11/20/20

115   Identify enhancements needed in datacenters 5 days Mon 11/16/20 Fri 11/20/20
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ID Task Name Duration Start Finish

116   Order new components and schedule labor 2 days Mon 11/23/20 Tue 11/24/20

117  Identity and provision POIs 5 days Mon 11/23/20 Fri 11/27/20

118  Revise network design IAW tasks above 52 days Mon 11/16/20 Tue 1/26/21

119   Confirm network typology and provisioning plans 5 days Mon 11/16/20 Fri 11/20/20

120   ID need for legacy gateways and provision 3 days Mon 11/16/20 Wed 11/18/20

121  Complete NENA checklist 75‐002 2 days Mon 11/30/20 Tue 12/1/20

122   Confirm compliance with network security plan 2 days Wed 12/2/20 Thu 12/3/20

123   Confirm transport independence and diversity 5 days Fri 12/4/20 Thu 12/10/20

124   Prepare circuit plan and place orders 5 days Fri 12/4/20 Thu 12/10/20

125   ID changes to standard dashboard required for this project 30 days Mon 11/16/20 Fri 12/25/20

126   ID PSAP needs and place orders 30 days Mon 11/16/20 Fri 12/25/20

127   Schedule installs and establish links to PSAP CPE vendors 30 days Mon 11/16/20 Fri 12/25/20

128   Develop test plans with all vendors to ensure interface effectiveness 30 days Mon 11/16/20 Fri 12/25/20

129  Provision Monitoring 52 days Mon 11/16/20 Tue 1/26/21

130    Program OCOM 10 days Mon 12/28/20 Fri 1/8/21

131    Program FortiSIEM 10 days Mon 12/28/20 Fri 1/8/21

132    Plan E‐Bonding capability 10 days Mon 12/28/20 Fri 1/8/21

133   Adapt Call Data Record Management System / 9‐1‐1 Traffic Logging to satisfy state requirements 10 days Mon 12/28/20 Fri 1/8/21

134  Provision NGCS (Core Services) per NENA standards 47 days Mon 11/23/20 Tue 1/26/21

135   Provision two geographically diverse cores capable of 99.999% availability  30 days Mon 11/30/20 Fri 1/8/21

136   Confirm active‐active deployment negates any possible single‐points‐of‐failure 1 day Mon 1/11/21 Mon 1/11/21

137   Design GIS solution 47 days Mon 11/23/20 Tue 1/26/21

138   Finalize plans for ECRF, LVF and other GIS components 45 days Mon 11/23/20 Fri 1/22/21

139   Identify and provision GIS elements for use in datacenters 1 day Mon 1/25/21 Mon 1/25/21

140   Confirm two instances of ECRF/PRF 1 day Mon 1/25/21 Mon 1/25/21

141   Confirm data QA/QC manager is capable of meeting state and local needs 1 day Tue 1/26/21 Tue 1/26/21

142  Publish training plan for stakeholder comment 50 days Mon 11/16/20 Fri 1/22/21

143 Phase II: Deployment  168 days Mon 11/23/20 Wed 7/14/21

144   Complete OSP integration 50 days Tue 3/2/21 Mon 5/10/21
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145   Execute interconnect agreements 10 days Tue 3/2/21 Mon 3/15/21

146   Deploy i3‐Interconnect where needed 30 days Tue 3/16/21 Mon 4/26/21

147   Execute POI and datacenter interconnection 10 days Tue 4/27/21 Mon 5/10/21

148   Install datacenter links and enhancements 152 days Mon 11/23/20 Tue 6/22/21

149   Complete rack installs 7 days Mon 11/23/20 Tue 12/1/20

150   Deploy core services and test diversity and compliance with call delivery standards. 30 days Wed 12/2/20 Tue 1/12/21

151   Install GIS components 30 days Wed 12/2/20 Tue 1/12/21

152   Install circuits, cross‐connects and FOC 30 days Tue 5/11/21 Mon 6/21/21

153   Confirm datacenter readiness 1 day Tue 6/22/21 Tue 6/22/21

154   Install network connections and gateways 70 days Tue 3/16/21 Mon 6/21/21

155   Complete PSAP configurations 6 days Tue 6/22/21 Tue 6/29/21

156   Test CPE interfaces 5 days Tue 6/22/21 Mon 6/28/21

157   Test circuits 5 days Tue 6/22/21 Mon 6/28/21

158   Execute interface agreements if needed with CPE vendors 1 day Tue 6/29/21 Tue 6/29/21

159   Confirm end‐to‐end connectivity and gateways to accommodate legacy systems 1 day Wed 6/30/21 Wed 6/30/21

160   Standup POIs 1 day Thu 7/1/21 Thu 7/1/21

161   Publish and review cutover plan with stakeholders 10 days Thu 7/1/21 Wed 7/14/21

162 Phase III: Cutover 197 days Fri 11/13/20 Mon 8/16/21

163   Execute training plan 3 days Thu 7/15/21 Mon 7/19/21

164   confirm readiness for cutover 1 day Tue 7/20/21 Tue 7/20/21

165   Obtain state and local concurrence to cutover PSAP 1 5 days Wed 7/21/21 Tue 7/27/21

166   Prepare PSAP 1 for cutover 12 days Wed 7/28/21 Thu 8/12/21

167   Confirm fail‐back plan in place 1 day Wed 7/28/21 Wed 7/28/21

168   Confirm CPE interfaces operational 5 days Wed 7/28/21 Tue 8/3/21

169   Confirm OSP readiness 2 days Wed 8/4/21 Thu 8/5/21

170   Confirm training completed 1 day Fri 8/6/21 Fri 8/6/21

171   Confirm PSAP ready for flash network cutover 1 day Mon 8/9/21 Mon 8/9/21

172   Notify state PSAP 1 ready for flash cutover 1 day Mon 8/9/21 Mon 8/9/21

173  Perform cutover 2 days Tue 8/10/21 Wed 8/11/21
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ID Task Name Duration Start Finish

174  Confirm success 1 day Thu 8/12/21 Thu 8/12/21

175   Obtain state approval to proceed with cutovers of remaining PSAPS 2 days Fri 8/13/21 Mon 8/16/21

176   Perform flash network cutover 14 days Fri 11/13/20 Wed 12/2/20

177   Confirm fail‐back plan in place 1 day Fri 11/13/20 Fri 11/13/20

178   Turn‐up core services 1 day Mon 11/16/20 Mon 11/16/20

179   Activate interface between core services and legacy network 3 days Tue 11/17/20 Thu 11/19/20

180   Migrate OSPs to i3 network 3 days Tue 11/17/20 Thu 11/19/20

181   Onboard carriers into location database 3 days Tue 11/17/20 Thu 11/19/20

182   Link core services to ESInet 1 day Fri 11/20/20 Fri 11/20/20

183   Perform flash network cutover 1 day Mon 11/23/20 Mon 11/23/20

184   Confirm carrier services  1 day Tue 11/24/20 Tue 11/24/20

185   Confirm cutover of all PSAPs, datacenters and POIs 5 days Wed 11/25/20 Tue 12/1/20

186   Cutover confirmed to state 1 day Wed 12/2/20 Wed 12/2/20

187 Phase IV: Observation and Acceptance 39 days Thu 12/3/20 Tue 1/26/21

188   Execute ATP 5 days Thu 12/3/20 Wed 12/9/20

189   Provisional acceptance accorded by state 1 day Thu 12/10/20 Thu 12/10/20

190   Perform 30‐day observation period 30 days Fri 12/11/20 Thu 1/21/21

191   Close punch list  30 days Fri 12/11/20 Thu 1/21/21

192   Final acceptance by state 2 days Fri 1/22/21 Mon 1/25/21

193   Transition to operational environment 1 day Tue 1/26/21 Tue 1/26/21

194 Metro Region 197 days Wed 1/27/21 Thu 10/28/21
195  OSP Connectivity Planning 77 days Wed 1/27/21 Thu 5/13/21

196 Distribute OSP survey forms and schedule individual OSP discussions 7 days Wed 1/27/21 Thu 2/4/21

197    Conduct OSP discussions 60 days Fri 2/5/21 Thu 4/29/21

198    Develop Draft OSP connectivity plan 10 days Fri 4/30/21 Thu 5/13/21

199   Draft Aggregation plan and circulate for comment 10 days Fri 4/30/21 Thu 5/13/21

200  Survey (TBD) PSAPs and Dispatch Centers 21 days Fri 2/5/21 Fri 3/5/21

201  Publish survey form 1 day Fri 2/5/21 Fri 2/5/21

202  schedule visits 5 days Mon 2/8/21 Fri 2/12/21
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203  Conduct visits, compile data and revise plans accordingly 15 days Mon 2/15/21 Fri 3/5/21

204  Publish revised PM Plan 1 day Mon 3/8/21 Mon 3/8/21

205  Enhance datacenters as needed 7 days Tue 3/9/21 Wed 3/17/21

206   Confirm rack space and other DC needs satisfied 5 days Tue 3/9/21 Mon 3/15/21

207   Plan for deploying ECRF, LVF and other GIS components 5 days Tue 3/9/21 Mon 3/15/21

208   Identify enhancements needed in datacenters 5 days Tue 3/9/21 Mon 3/15/21

209   Order new components and schedule labor 2 days Tue 3/16/21 Wed 3/17/21

210  Identity and provision POIs 5 days Tue 3/16/21 Mon 3/22/21

211  Revise network design IAW tasks above 52 days Tue 3/9/21 Wed 5/19/21

212   Confirm network typology and provisioning plans 5 days Tue 3/9/21 Mon 3/15/21

213   ID need for legacy gateways and provision 3 days Tue 3/9/21 Thu 3/11/21

214  Complete NENA checklist 75‐002 2 days Tue 3/23/21 Wed 3/24/21

215   Confirm compliance with network security plan 2 days Thu 3/25/21 Fri 3/26/21

216   Confirm transport independence and diversity 5 days Mon 3/29/21 Fri 4/2/21

217   Prepare circuit plan and place orders 5 days Mon 3/29/21 Fri 4/2/21

218   ID changes to standard dashboard required for this project 30 days Tue 3/9/21 Mon 4/19/21

219   ID PSAP needs and place orders 30 days Tue 3/9/21 Mon 4/19/21

220   Schedule installs and establish links to PSAP CPE vendors 30 days Tue 3/9/21 Mon 4/19/21

221   Develop test plans with all vendors to ensure interface effectiveness 30 days Tue 3/9/21 Mon 4/19/21

222  Provision Monitoring 52 days Tue 3/9/21 Wed 5/19/21

223    Program OCOM 10 days Tue 4/20/21 Mon 5/3/21

224    Program FortiSIEM 10 days Tue 4/20/21 Mon 5/3/21

225    Plan E‐Bonding capability 10 days Tue 4/20/21 Mon 5/3/21

226   Adapt Call Data Record Management System / 9‐1‐1 Traffic Logging to satisfy state requirements 10 days Tue 4/20/21 Mon 5/3/21

227  Provision NGCS (Core Services) per NENA standards 47 days Tue 3/16/21 Wed 5/19/21

228   Provision two geographically diverse cores capable of 99.999% availability  30 days Tue 3/23/21 Mon 5/3/21

229   Confirm active‐active deployment negates any possible single‐points‐of‐failure 1 day Tue 5/4/21 Tue 5/4/21

230   Design GIS solution 47 days Tue 3/16/21 Wed 5/19/21

231   Finalize plans for ECRF, LVF and other GIS components 45 days Tue 3/16/21 Mon 5/17/21
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232   Identify and provision GIS elements for use in datacenters 1 day Tue 5/18/21 Tue 5/18/21

233   Confirm two instances of ECRF/PRF 1 day Tue 5/18/21 Tue 5/18/21

234   Confirm data QA/QC manager is capable of meeting state and local needs 1 day Wed 5/19/21 Wed 5/19/21

235  Publish training plan for stakeholder comment 50 days Tue 3/9/21 Mon 5/17/21

236 Phase II: Deployment  140 days Tue 3/16/21 Mon 9/27/21

237   Complete OSP integration 50 days Fri 5/14/21 Thu 7/22/21

238   Execute interconnect agreements 10 days Fri 5/14/21 Thu 5/27/21

239   Deploy i3‐Interconnect where needed 30 days Fri 5/28/21 Thu 7/8/21

240   Execute POI and datacenter interconnection 10 days Fri 7/9/21 Thu 7/22/21

241   Install datacenter links and enhancements 124 days Tue 3/16/21 Fri 9/3/21

242   Complete rack installs 7 days Tue 3/16/21 Wed 3/24/21

243   Deploy core services and test diversity and compliance with call delivery standards. 30 days Thu 3/25/21 Wed 5/5/21

244   Install GIS components 30 days Thu 3/25/21 Wed 5/5/21

245   Install circuits, cross‐connects and FOC 30 days Fri 7/23/21 Thu 9/2/21

246   Confirm datacenter readiness 1 day Fri 9/3/21 Fri 9/3/21

247   Install network connections and gateways 70 days Fri 5/28/21 Thu 9/2/21

248   Complete PSAP configurations 6 days Fri 9/3/21 Fri 9/10/21

249   Test CPE interfaces 5 days Fri 9/3/21 Thu 9/9/21

250   Test circuits 5 days Fri 9/3/21 Thu 9/9/21

251   Execute interface agreements if needed with CPE vendors 1 day Fri 9/10/21 Fri 9/10/21

252   Confirm end‐to‐end connectivity and gateways to accommodate legacy systems 1 day Mon 9/13/21 Mon 9/13/21

253   Standup POIs 1 day Tue 9/14/21 Tue 9/14/21

254   Publish and review cutover plan with stakeholders 10 days Tue 9/14/21 Mon 9/27/21

255 Phase III: Cutover 197 days Wed 1/27/21 Thu 10/28/21

256   Execute training plan 3 days Tue 9/28/21 Thu 9/30/21

257   confirm readiness for cutover 1 day Fri 10/1/21 Fri 10/1/21

258   Obtain state and local concurrence to cutover PSAP 1 5 days Mon 10/4/21 Fri 10/8/21

259   Prepare PSAP 1 for cutover 12 days Mon 10/11/21 Tue 10/26/21

260   Confirm fail‐back plan in place 1 day Mon 10/11/21 Mon 10/11/21
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261   Confirm CPE interfaces operational 5 days Mon 10/11/21 Fri 10/15/21

262   Confirm OSP readiness 2 days Mon 10/18/21 Tue 10/19/21

263   Confirm training completed 1 day Wed 10/20/21 Wed 10/20/21

264   Confirm PSAP ready for flash network cutover 1 day Thu 10/21/21 Thu 10/21/21

265   Notify state PSAP 1 ready for flash cutover 1 day Thu 10/21/21 Thu 10/21/21

266  Perform cutover 2 days Fri 10/22/21 Mon 10/25/21

267  Confirm success 1 day Tue 10/26/21 Tue 10/26/21

268   Obtain state approval to proceed with cutovers of remaining PSAPS 2 days Wed 10/27/21 Thu 10/28/21

269   Perform flash network cutover 14 days Wed 1/27/21 Mon 2/15/21

270   Confirm fail‐back plan in place 1 day Wed 1/27/21 Wed 1/27/21

271   Turn‐up core services 1 day Thu 1/28/21 Thu 1/28/21

272   Activate interface between core services and legacy network 3 days Fri 1/29/21 Tue 2/2/21

273   Migrate OSPs to i3 network 3 days Fri 1/29/21 Tue 2/2/21

274   Onboard carriers into location database 3 days Fri 1/29/21 Tue 2/2/21

275   Link core services to ESInet 1 day Wed 2/3/21 Wed 2/3/21

276   Perform flash network cutover 1 day Thu 2/4/21 Thu 2/4/21

277   Confirm carrier services  1 day Fri 2/5/21 Fri 2/5/21

278   Confirm cutover of all PSAPs, datacenters and POIs 5 days Mon 2/8/21 Fri 2/12/21

279   Cutover confirmed to state 1 day Mon 2/15/21 Mon 2/15/21

280 Phase IV: Observation and Acceptance 39 days Tue 2/16/21 Fri 4/9/21

281   Execute ATP 5 days Tue 2/16/21 Mon 2/22/21

282   Provisional acceptance accorded by state 1 day Tue 2/23/21 Tue 2/23/21

283   Perform 30‐day observation period 30 days Wed 2/24/21 Tue 4/6/21

284   Close punch list  30 days Wed 2/24/21 Tue 4/6/21

285   Final acceptance by state 2 days Wed 4/7/21 Thu 4/8/21

286   Transition to operational environment 1 day Fri 4/9/21 Fri 4/9/21

287 North Central Region 197 days Mon 4/12/21 Tue 1/11/22
288  OSP Connectivity Planning 77 days Mon 4/12/21 Tue 7/27/21

289 Distribute OSP survey forms and schedule individual OSP discussions 7 days Mon 4/12/21 Tue 4/20/21
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ID Task Name Duration Start Finish

290    Conduct OSP discussions 60 days Wed 4/21/21 Tue 7/13/21

291    Develop Draft OSP connectivity plan 10 days Wed 7/14/21 Tue 7/27/21

292   Draft Aggregation plan and circulate for comment 10 days Wed 7/14/21 Tue 7/27/21

293  Survey (TBD) PSAPs and Dispatch Centers 96 days Wed 4/21/21 Wed 9/1/21

294  Publish survey form 1 day Wed 4/21/21 Wed 4/21/21

295  schedule visits 5 days Thu 4/22/21 Wed 4/28/21

296  Conduct visits, compile data and revise plans accordingly 90 days Thu 4/29/21 Wed 9/1/21

297  Publish revised PM Plan 1 day Thu 9/2/21 Thu 9/2/21

298  Enhance datacenters as needed 7 days Fri 9/3/21 Mon 9/13/21

299   Confirm rack space and other DC needs satisfied 5 days Fri 9/3/21 Thu 9/9/21

300   Plan for deploying ECRF, LVF and other GIS components 5 days Fri 9/3/21 Thu 9/9/21

301   Identify enhancements needed in datacenters 5 days Fri 9/3/21 Thu 9/9/21

302   Order new components and schedule labor 2 days Fri 9/10/21 Mon 9/13/21

303  Identity and provision POIs 5 days Fri 9/10/21 Thu 9/16/21

304  Revise network design IAW tasks above 52 days Fri 9/3/21 Mon 11/15/21

305   Confirm network typology and provisioning plans 5 days Fri 9/3/21 Thu 9/9/21

306   ID need for legacy gateways and provision 3 days Fri 9/3/21 Tue 9/7/21

307  Complete NENA checklist 75‐002 2 days Fri 9/17/21 Mon 9/20/21

308   Confirm compliance with network security plan 2 days Tue 9/21/21 Wed 9/22/21

309   Confirm transport independence and diversity 5 days Thu 9/23/21 Wed 9/29/21

310   Prepare circuit plan and place orders 5 days Thu 9/23/21 Wed 9/29/21

311   ID changes to standard dashboard required for this project 30 days Fri 9/3/21 Thu 10/14/21

312   ID PSAP needs and place orders 30 days Fri 9/3/21 Thu 10/14/21

313   Schedule installs and establish links to PSAP CPE vendors 30 days Fri 9/3/21 Thu 10/14/21

314   Develop test plans with all vendors to ensure interface effectiveness 30 days Fri 9/3/21 Thu 10/14/21

315  Provision Monitoring 52 days Fri 9/3/21 Mon 11/15/21

316    Program OCOM 10 days Fri 10/15/21 Thu 10/28/21

317    Program FortiSIEM 10 days Fri 10/15/21 Thu 10/28/21

318    Plan E‐Bonding capability 10 days Fri 10/15/21 Thu 10/28/21
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ID Task Name Duration Start Finish

319   Adapt Call Data Record Management System / 9‐1‐1 Traffic Logging to satisfy state requirements 10 days Fri 10/15/21 Thu 10/28/21

320  Provision NGCS (Core Services) per NENA standards 47 days Fri 9/10/21 Mon 11/15/21

321   Provision two geographically diverse cores capable of 99.999% availability  30 days Fri 9/17/21 Thu 10/28/21

322   Confirm active‐active deployment negates any possible single‐points‐of‐failure 1 day Fri 10/29/21 Fri 10/29/21

323   Design GIS solution 47 days Fri 9/10/21 Mon 11/15/21

324   Finalize plans for ECRF, LVF and other GIS components 45 days Fri 9/10/21 Thu 11/11/21

325   Identify and provision GIS elements for use in datacenters 1 day Fri 11/12/21 Fri 11/12/21

326   Confirm two instances of ECRF/PRF 1 day Fri 11/12/21 Fri 11/12/21

327   Confirm data QA/QC manager is capable of meeting state and local needs 1 day Mon 11/15/21 Mon 11/15/21

328  Publish training plan for stakeholder comment 50 days Fri 9/3/21 Thu 11/11/21

329 Phase II: Deployment  97 days Wed 7/28/21 Thu 12/9/21

330   Complete OSP integration 50 days Wed 7/28/21 Tue 10/5/21

331   Execute interconnect agreements 10 days Wed 7/28/21 Tue 8/10/21

332   Deploy i3‐Interconnect where needed 30 days Wed 8/11/21 Tue 9/21/21

333   Execute POI and datacenter interconnection 10 days Wed 9/22/21 Tue 10/5/21

334   Install datacenter links and enhancements 49 days Fri 9/10/21 Wed 11/17/21

335   Complete rack installs 7 days Fri 9/10/21 Mon 9/20/21

336   Deploy core services and test diversity and compliance with call delivery standards. 30 days Tue 9/21/21 Mon 11/1/21

337   Install GIS components 30 days Tue 9/21/21 Mon 11/1/21

338   Install circuits, cross‐connects and FOC 30 days Wed 10/6/21 Tue 11/16/21

339   Confirm datacenter readiness 1 day Wed 11/17/21 Wed 11/17/21

340   Install network connections and gateways 70 days Wed 8/11/21 Tue 11/16/21

341   Complete PSAP configurations 6 days Wed 11/17/21 Wed 11/24/21

342   Test CPE interfaces 5 days Wed 11/17/21 Tue 11/23/21

343   Test circuits 5 days Wed 11/17/21 Tue 11/23/21

344   Execute interface agreements if needed with CPE vendors 1 day Wed 11/24/21 Wed 11/24/21

345   Confirm end‐to‐end connectivity and gateways to accommodate legacy systems 1 day Thu 11/25/21 Thu 11/25/21

346   Standup POIs 1 day Fri 11/26/21 Fri 11/26/21

347   Publish and review cutover plan with stakeholders 10 days Fri 11/26/21 Thu 12/9/21
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ID Task Name Duration Start Finish

348 Phase III: Cutover 197 days Mon 4/12/21 Tue 1/11/22

349   Execute training plan 3 days Fri 12/10/21 Tue 12/14/21

350   confirm readiness for cutover 1 day Wed 12/15/21 Wed 12/15/21

351   Obtain state and local concurrence to cutover PSAP 1 5 days Thu 12/16/21 Wed 12/22/21

352   Prepare PSAP 1 for cutover 12 days Thu 12/23/21 Fri 1/7/22

353   Confirm fail‐back plan in place 1 day Thu 12/23/21 Thu 12/23/21

354   Confirm CPE interfaces operational 5 days Thu 12/23/21 Wed 12/29/21

355   Confirm OSP readiness 2 days Thu 12/30/21 Fri 12/31/21

356   Confirm training completed 1 day Mon 1/3/22 Mon 1/3/22

357   Confirm PSAP ready for flash network cutover 1 day Tue 1/4/22 Tue 1/4/22

358   Notify state PSAP 1 ready for flash cutover 1 day Tue 1/4/22 Tue 1/4/22

359  Perform cutover 2 days Wed 1/5/22 Thu 1/6/22

360  Confirm success 1 day Fri 1/7/22 Fri 1/7/22

361   Obtain state approval to proceed with cutovers of remaining PSAPS 2 days Mon 1/10/22 Tue 1/11/22

362   Perform flash network cutover 14 days Mon 4/12/21 Thu 4/29/21

363   Confirm fail‐back plan in place 1 day Mon 4/12/21 Mon 4/12/21

364   Turn‐up core services 1 day Tue 4/13/21 Tue 4/13/21

365   Activate interface between core services and legacy network 3 days Wed 4/14/21 Fri 4/16/21

366   Migrate OSPs to i3 network 3 days Wed 4/14/21 Fri 4/16/21

367   Onboard carriers into location database 3 days Wed 4/14/21 Fri 4/16/21

368   Link core services to ESInet 1 day Mon 4/19/21 Mon 4/19/21

369   Perform flash network cutover 1 day Tue 4/20/21 Tue 4/20/21

370   Confirm carrier services  1 day Wed 4/21/21 Wed 4/21/21

371   Confirm cutover of all PSAPs, datacenters and POIs 5 days Thu 4/22/21 Wed 4/28/21

372   Cutover confirmed to state 1 day Thu 4/29/21 Thu 4/29/21

373 Phase IV: Observation and Acceptance 39 days Fri 4/30/21 Wed 6/23/21

374   Execute ATP 5 days Fri 4/30/21 Thu 5/6/21

375   Provisional acceptance accorded by state 1 day Fri 5/7/21 Fri 5/7/21

376   Perform 30‐day observation period 30 days Mon 5/10/21 Fri 6/18/21
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ID Task Name Duration Start Finish

377   Close punch list  30 days Mon 5/10/21 Fri 6/18/21

378   Final acceptance by state 2 days Mon 6/21/21 Tue 6/22/21

379   Transition to operational environment 1 day Wed 6/23/21 Wed 6/23/21

380 East Central Region 197 days Thu 6/24/21 Fri 3/25/22
381  OSP Connectivity Planning 77 days Thu 6/24/21 Fri 10/8/21

382 Distribute OSP survey forms and schedule individual OSP discussions 7 days Thu 6/24/21 Fri 7/2/21

383    Conduct OSP discussions 60 days Mon 7/5/21 Fri 9/24/21

384    Develop Draft OSP connectivity plan 10 days Mon 9/27/21 Fri 10/8/21

385   Draft Aggregation plan and circulate for comment 10 days Mon 9/27/21 Fri 10/8/21

386  Survey (TBD) PSAPs and Dispatch Centers 96 days Mon 7/5/21 Mon 11/15/21

387  Publish survey form 1 day Mon 7/5/21 Mon 7/5/21

388  schedule visits 5 days Tue 7/6/21 Mon 7/12/21

389  Conduct visits, compile data and revise plans accordingly 90 days Tue 7/13/21 Mon 11/15/21

390  Publish revised PM Plan 1 day Tue 11/16/21 Tue 11/16/21

391  Enhance datacenters as needed 7 days Wed 11/17/21 Thu 11/25/21

392   Confirm rack space and other DC needs satisfied 5 days Wed 11/17/21 Tue 11/23/21

393   Plan for deploying ECRF, LVF and other GIS components 5 days Wed 11/17/21 Tue 11/23/21

394   Identify enhancements needed in datacenters 5 days Wed 11/17/21 Tue 11/23/21

395   Order new components and schedule labor 2 days Wed 11/24/21 Thu 11/25/21

396  Identity and provision POIs 5 days Wed 11/24/21 Tue 11/30/21

397  Revise network design IAW tasks above 52 days Wed 11/17/21 Thu 1/27/22

398   Confirm network typology and provisioning plans 5 days Wed 11/17/21 Tue 11/23/21

399   ID need for legacy gateways and provision 3 days Wed 11/17/21 Fri 11/19/21

400  Complete NENA checklist 75‐002 2 days Wed 12/1/21 Thu 12/2/21

401   Confirm compliance with network security plan 2 days Fri 12/3/21 Mon 12/6/21

402   Confirm transport independence and diversity 5 days Tue 12/7/21 Mon 12/13/21

403   Prepare circuit plan and place orders 5 days Tue 12/7/21 Mon 12/13/21

404   ID changes to standard dashboard required for this project 30 days Wed 11/17/21 Tue 12/28/21

405   ID PSAP needs and place orders 30 days Wed 11/17/21 Tue 12/28/21
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406   Schedule installs and establish links to PSAP CPE vendors 30 days Wed 11/17/21 Tue 12/28/21

407   Develop test plans with all vendors to ensure interface effectiveness 30 days Wed 11/17/21 Tue 12/28/21

408  Provision Monitoring 52 days Wed 11/17/21 Thu 1/27/22

409    Program OCOM 10 days Wed 12/29/21 Tue 1/11/22

410    Program FortiSIEM 10 days Wed 12/29/21 Tue 1/11/22

411    Plan E‐Bonding capability 10 days Wed 12/29/21 Tue 1/11/22

412   Adapt Call Data Record Management System / 9‐1‐1 Traffic Logging to satisfy state requirements 10 days Wed 12/29/21 Tue 1/11/22

413  Provision NGCS (Core Services) per NENA standards 47 days Wed 11/24/21 Thu 1/27/22

414   Provision two geographically diverse cores capable of 99.999% availability  30 days Wed 12/1/21 Tue 1/11/22

415   Confirm active‐active deployment negates any possible single‐points‐of‐failure 1 day Wed 1/12/22 Wed 1/12/22

416   Design GIS solution 47 days Wed 11/24/21 Thu 1/27/22

417   Finalize plans for ECRF, LVF and other GIS components 45 days Wed 11/24/21 Tue 1/25/22

418   Identify and provision GIS elements for use in datacenters 1 day Wed 1/26/22 Wed 1/26/22

419   Confirm two instances of ECRF/PRF 1 day Wed 1/26/22 Wed 1/26/22

420   Confirm data QA/QC manager is capable of meeting state and local needs 1 day Thu 1/27/22 Thu 1/27/22

421  Publish training plan for stakeholder comment 50 days Wed 11/17/21 Tue 1/25/22

422 Phase II: Deployment  97 days Mon 10/11/21 Tue 2/22/22

423   Complete OSP integration 50 days Mon 10/11/21 Fri 12/17/21

424   Execute interconnect agreements 10 days Mon 10/11/21 Fri 10/22/21

425   Deploy i3‐Interconnect where needed 30 days Mon 10/25/21 Fri 12/3/21

426   Execute POI and datacenter interconnection 10 days Mon 12/6/21 Fri 12/17/21

427   Install datacenter links and enhancements 49 days Wed 11/24/21 Mon 1/31/22

428   Complete rack installs 7 days Wed 11/24/21 Thu 12/2/21

429   Deploy core services and test diversity and compliance with call delivery standards. 30 days Fri 12/3/21 Thu 1/13/22

430   Install GIS components 30 days Fri 12/3/21 Thu 1/13/22

431   Install circuits, cross‐connects and FOC 30 days Mon 12/20/21 Fri 1/28/22

432   Confirm datacenter readiness 1 day Mon 1/31/22 Mon 1/31/22

433   Install network connections and gateways 70 days Mon 10/25/21 Fri 1/28/22

434   Complete PSAP configurations 6 days Mon 1/31/22 Mon 2/7/22
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435   Test CPE interfaces 5 days Mon 1/31/22 Fri 2/4/22

436   Test circuits 5 days Mon 1/31/22 Fri 2/4/22

437   Execute interface agreements if needed with CPE vendors 1 day Mon 2/7/22 Mon 2/7/22

438   Confirm end‐to‐end connectivity and gateways to accommodate legacy systems 1 day Tue 2/8/22 Tue 2/8/22

439   Standup POIs 1 day Wed 2/9/22 Wed 2/9/22

440   Publish and review cutover plan with stakeholders 10 days Wed 2/9/22 Tue 2/22/22

441 Phase III: Cutover 197 days Thu 6/24/21 Fri 3/25/22

442   Execute training plan 3 days Wed 2/23/22 Fri 2/25/22

443   confirm readiness for cutover 1 day Mon 2/28/22 Mon 2/28/22

444   Obtain state and local concurrence to cutover PSAP 1 5 days Tue 3/1/22 Mon 3/7/22

445   Prepare PSAP 1 for cutover 12 days Tue 3/8/22 Wed 3/23/22

446   Confirm fail‐back plan in place 1 day Tue 3/8/22 Tue 3/8/22

447   Confirm CPE interfaces operational 5 days Tue 3/8/22 Mon 3/14/22

448   Confirm OSP readiness 2 days Tue 3/15/22 Wed 3/16/22

449   Confirm training completed 1 day Thu 3/17/22 Thu 3/17/22

450   Confirm PSAP ready for flash network cutover 1 day Fri 3/18/22 Fri 3/18/22

451   Notify state PSAP 1 ready for flash cutover 1 day Fri 3/18/22 Fri 3/18/22

452  Perform cutover 2 days Mon 3/21/22 Tue 3/22/22

453  Confirm success 1 day Wed 3/23/22 Wed 3/23/22

454   Obtain state approval to proceed with cutovers of remaining PSAPS 2 days Thu 3/24/22 Fri 3/25/22

455   Perform flash network cutover 14 days Thu 6/24/21 Tue 7/13/21

456   Confirm fail‐back plan in place 1 day Thu 6/24/21 Thu 6/24/21

457   Turn‐up core services 1 day Fri 6/25/21 Fri 6/25/21

458   Activate interface between core services and legacy network 3 days Mon 6/28/21 Wed 6/30/21

459   Migrate OSPs to i3 network 3 days Mon 6/28/21 Wed 6/30/21

460   Onboard carriers into location database 3 days Mon 6/28/21 Wed 6/30/21

461   Link core services to ESInet 1 day Thu 7/1/21 Thu 7/1/21

462   Perform flash network cutover 1 day Fri 7/2/21 Fri 7/2/21

463   Confirm carrier services  1 day Mon 7/5/21 Mon 7/5/21
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464   Confirm cutover of all PSAPs, datacenters and POIs 5 days Tue 7/6/21 Mon 7/12/21

465   Cutover confirmed to state 1 day Tue 7/13/21 Tue 7/13/21

466 Phase IV: Observation and Acceptance 39 days Wed 7/14/21 Mon 9/6/21

467   Execute ATP 5 days Wed 7/14/21 Tue 7/20/21

468   Provisional acceptance accorded by state 1 day Wed 7/21/21 Wed 7/21/21

469   Perform 30‐day observation period 30 days Thu 7/22/21 Wed 9/1/21

470   Close punch list  30 days Thu 7/22/21 Wed 9/1/21

471   Final acceptance by state 2 days Thu 9/2/21 Fri 9/3/21

472   Transition to operational environment 1 day Mon 9/6/21 Mon 9/6/21

473 Metro West Region 197 days Tue 9/7/21 Wed 6/8/22
474  OSP Connectivity Planning 77 days Tue 9/7/21 Wed 12/22/21

475 Distribute OSP survey forms and schedule individual OSP discussions 7 days Tue 9/7/21 Wed 9/15/21

476    Conduct OSP discussions 60 days Thu 9/16/21 Wed 12/8/21

477    Develop Draft OSP connectivity plan 10 days Thu 12/9/21 Wed 12/22/21

478   Draft Aggregation plan and circulate for comment 10 days Thu 12/9/21 Wed 12/22/21

479  Survey (TBD) PSAPs and Dispatch Centers 96 days Thu 9/16/21 Thu 1/27/22

480  Publish survey form 1 day Thu 9/16/21 Thu 9/16/21

481  schedule visits 5 days Fri 9/17/21 Thu 9/23/21

482  Conduct visits, compile data and revise plans accordingly 90 days Fri 9/24/21 Thu 1/27/22

483  Publish revised PM Plan 1 day Fri 1/28/22 Fri 1/28/22

484  Enhance datacenters as needed 7 days Mon 1/31/22 Tue 2/8/22

485   Confirm rack space and other DC needs satisfied 5 days Mon 1/31/22 Fri 2/4/22

486   Plan for deploying ECRF, LVF and other GIS components 5 days Mon 1/31/22 Fri 2/4/22

487   Identify enhancements needed in datacenters 5 days Mon 1/31/22 Fri 2/4/22

488   Order new components and schedule labor 2 days Mon 2/7/22 Tue 2/8/22

489  Identity and provision POIs 5 days Mon 2/7/22 Fri 2/11/22

490  Revise network design IAW tasks above 52 days Mon 1/31/22 Tue 4/12/22

491   Confirm network typology and provisioning plans 5 days Mon 1/31/22 Fri 2/4/22

492   ID need for legacy gateways and provision 3 days Mon 1/31/22 Wed 2/2/22
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ID Task Name Duration Start Finish

493  Complete NENA checklist 75‐002 2 days Mon 2/14/22 Tue 2/15/22

494   Confirm compliance with network security plan 2 days Wed 2/16/22 Thu 2/17/22

495   Confirm transport independence and diversity 5 days Fri 2/18/22 Thu 2/24/22

496   Prepare circuit plan and place orders 5 days Fri 2/18/22 Thu 2/24/22

497   ID changes to standard dashboard required for this project 30 days Mon 1/31/22 Fri 3/11/22

498   ID PSAP needs and place orders 30 days Mon 1/31/22 Fri 3/11/22

499   Schedule installs and establish links to PSAP CPE vendors 30 days Mon 1/31/22 Fri 3/11/22

500   Develop test plans with all vendors to ensure interface effectiveness 30 days Mon 1/31/22 Fri 3/11/22

501  Provision Monitoring 52 days Mon 1/31/22 Tue 4/12/22

502    Program OCOM 10 days Mon 3/14/22 Fri 3/25/22

503    Program FortiSIEM 10 days Mon 3/14/22 Fri 3/25/22

504    Plan E‐Bonding capability 10 days Mon 3/14/22 Fri 3/25/22

505   Adapt Call Data Record Management System / 9‐1‐1 Traffic Logging to satisfy state requirements 10 days Mon 3/14/22 Fri 3/25/22

506  Provision NGCS (Core Services) per NENA standards 47 days Mon 2/7/22 Tue 4/12/22

507   Provision two geographically diverse cores capable of 99.999% availability  30 days Mon 2/14/22 Fri 3/25/22

508   Confirm active‐active deployment negates any possible single‐points‐of‐failure 1 day Mon 3/28/22 Mon 3/28/22

509   Design GIS solution 47 days Mon 2/7/22 Tue 4/12/22

510   Finalize plans for ECRF, LVF and other GIS components 45 days Mon 2/7/22 Fri 4/8/22

511   Identify and provision GIS elements for use in datacenters 1 day Mon 4/11/22 Mon 4/11/22

512   Confirm two instances of ECRF/PRF 1 day Mon 4/11/22 Mon 4/11/22

513   Confirm data QA/QC manager is capable of meeting state and local needs 1 day Tue 4/12/22 Tue 4/12/22

514  Publish training plan for stakeholder comment 50 days Mon 1/31/22 Fri 4/8/22

515 Phase II: Deployment  97 days Thu 12/23/21 Fri 5/6/22

516   Complete OSP integration 50 days Thu 12/23/21 Wed 3/2/22

517   Execute interconnect agreements 10 days Thu 12/23/21 Wed 1/5/22

518   Deploy i3‐Interconnect where needed 30 days Thu 1/6/22 Wed 2/16/22

519   Execute POI and datacenter interconnection 10 days Thu 2/17/22 Wed 3/2/22

520   Install datacenter links and enhancements 49 days Mon 2/7/22 Thu 4/14/22

521   Complete rack installs 7 days Mon 2/7/22 Tue 2/15/22
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ID Task Name Duration Start Finish

522   Deploy core services and test diversity and compliance with call delivery standards. 30 days Wed 2/16/22 Tue 3/29/22

523   Install GIS components 30 days Wed 2/16/22 Tue 3/29/22

524   Install circuits, cross‐connects and FOC 30 days Thu 3/3/22 Wed 4/13/22

525   Confirm datacenter readiness 1 day Thu 4/14/22 Thu 4/14/22

526   Install network connections and gateways 70 days Thu 1/6/22 Wed 4/13/22

527   Complete PSAP configurations 6 days Thu 4/14/22 Thu 4/21/22

528   Test CPE interfaces 5 days Thu 4/14/22 Wed 4/20/22

529   Test circuits 5 days Thu 4/14/22 Wed 4/20/22

530   Execute interface agreements if needed with CPE vendors 1 day Thu 4/21/22 Thu 4/21/22

531   Confirm end‐to‐end connectivity and gateways to accommodate legacy systems 1 day Fri 4/22/22 Fri 4/22/22

532   Standup POIs 1 day Mon 4/25/22 Mon 4/25/22

533   Publish and review cutover plan with stakeholders 10 days Mon 4/25/22 Fri 5/6/22

534 Phase III: Cutover 197 days Tue 9/7/21 Wed 6/8/22

535   Execute training plan 3 days Mon 5/9/22 Wed 5/11/22

536   confirm readiness for cutover 1 day Thu 5/12/22 Thu 5/12/22

537   Obtain state and local concurrence to cutover PSAP 1 5 days Fri 5/13/22 Thu 5/19/22

538   Prepare PSAP 1 for cutover 12 days Fri 5/20/22 Mon 6/6/22

539   Confirm fail‐back plan in place 1 day Fri 5/20/22 Fri 5/20/22

540   Confirm CPE interfaces operational 5 days Fri 5/20/22 Thu 5/26/22

541   Confirm OSP readiness 2 days Fri 5/27/22 Mon 5/30/22

542   Confirm training completed 1 day Tue 5/31/22 Tue 5/31/22

543   Confirm PSAP ready for flash network cutover 1 day Wed 6/1/22 Wed 6/1/22

544   Notify state PSAP 1 ready for flash cutover 1 day Wed 6/1/22 Wed 6/1/22

545  Perform cutover 2 days Thu 6/2/22 Fri 6/3/22

546  Confirm success 1 day Mon 6/6/22 Mon 6/6/22

547   Obtain state approval to proceed with cutovers of remaining PSAPS 2 days Tue 6/7/22 Wed 6/8/22

548   Perform flash network cutover 14 days Tue 9/7/21 Fri 9/24/21

549   Confirm fail‐back plan in place 1 day Tue 9/7/21 Tue 9/7/21

550   Turn‐up core services 1 day Wed 9/8/21 Wed 9/8/21
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ID Task Name Duration Start Finish

551   Activate interface between core services and legacy network 3 days Thu 9/9/21 Mon 9/13/21

552   Migrate OSPs to i3 network 3 days Thu 9/9/21 Mon 9/13/21

553   Onboard carriers into location database 3 days Thu 9/9/21 Mon 9/13/21

554   Link core services to ESInet 1 day Tue 9/14/21 Tue 9/14/21

555   Perform flash network cutover 1 day Wed 9/15/21 Wed 9/15/21

556   Confirm carrier services  1 day Thu 9/16/21 Thu 9/16/21

557   Confirm cutover of all PSAPs, datacenters and POIs 5 days Fri 9/17/21 Thu 9/23/21

558   Cutover confirmed to state 1 day Fri 9/24/21 Fri 9/24/21

559 Phase IV: Observation and Acceptance 39 days Mon 9/27/21 Thu 11/18/21

560   Execute ATP 5 days Mon 9/27/21 Fri 10/1/21

561   Provisional acceptance accorded by state 1 day Mon 10/4/21 Mon 10/4/21

562   Perform 30‐day observation period 30 days Tue 10/5/21 Mon 11/15/21

563   Close punch list  30 days Tue 10/5/21 Mon 11/15/21

564   Final acceptance by state 2 days Tue 11/16/21 Wed 11/17/21

565   Transition to operational environment 1 day Thu 11/18/21 Thu 11/18/21

566 North Eastern Region 197 days Fri 11/19/21 Mon 8/22/22
567  OSP Connectivity Planning 77 days Fri 11/19/21 Mon 3/7/22

568 Distribute OSP survey forms and schedule individual OSP discussions 7 days Fri 11/19/21 Mon 11/29/21

569    Conduct OSP discussions 60 days Tue 11/30/21 Mon 2/21/22

570    Develop Draft OSP connectivity plan 10 days Tue 2/22/22 Mon 3/7/22

571   Draft Aggregation plan and circulate for comment 10 days Tue 2/22/22 Mon 3/7/22

572  Survey (TBD) PSAPs and Dispatch Centers 96 days Tue 11/30/21 Tue 4/12/22

573  Publish survey form 1 day Tue 11/30/21 Tue 11/30/21

574  schedule visits 5 days Wed 12/1/21 Tue 12/7/21

575  Conduct visits, compile data and revise plans accordingly 90 days Wed 12/8/21 Tue 4/12/22

576  Publish revised PM Plan 1 day Wed 4/13/22 Wed 4/13/22

577  Enhance datacenters as needed 7 days Thu 4/14/22 Fri 4/22/22

578   Confirm rack space and other DC needs satisfied 5 days Thu 4/14/22 Wed 4/20/22

579   Plan for deploying ECRF, LVF and other GIS components 5 days Thu 4/14/22 Wed 4/20/22
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ID Task Name Duration Start Finish

580   Identify enhancements needed in datacenters 5 days Thu 4/14/22 Wed 4/20/22

581   Order new components and schedule labor 2 days Thu 4/21/22 Fri 4/22/22

582  Identity and provision POIs 5 days Thu 4/21/22 Wed 4/27/22

583  Revise network design IAW tasks above 52 days Thu 4/14/22 Fri 6/24/22

584   Confirm network typology and provisioning plans 5 days Thu 4/14/22 Wed 4/20/22

585   ID need for legacy gateways and provision 3 days Thu 4/14/22 Mon 4/18/22

586  Complete NENA checklist 75‐002 2 days Thu 4/28/22 Fri 4/29/22

587   Confirm compliance with network security plan 2 days Mon 5/2/22 Tue 5/3/22

588   Confirm transport independence and diversity 5 days Wed 5/4/22 Tue 5/10/22

589   Prepare circuit plan and place orders 5 days Wed 5/4/22 Tue 5/10/22

590   ID changes to standard dashboard required for this project 30 days Thu 4/14/22 Wed 5/25/22

591   ID PSAP needs and place orders 30 days Thu 4/14/22 Wed 5/25/22

592   Schedule installs and establish links to PSAP CPE vendors 30 days Thu 4/14/22 Wed 5/25/22

593   Develop test plans with all vendors to ensure interface effectiveness 30 days Thu 4/14/22 Wed 5/25/22

594  Provision Monitoring 52 days Thu 4/14/22 Fri 6/24/22

595    Program OCOM 10 days Thu 5/26/22 Wed 6/8/22

596    Program FortiSIEM 10 days Thu 5/26/22 Wed 6/8/22

597    Plan E‐Bonding capability 10 days Thu 5/26/22 Wed 6/8/22

598   Adapt Call Data Record Management System / 9‐1‐1 Traffic Logging to satisfy state requirements 10 days Thu 5/26/22 Wed 6/8/22

599  Provision NGCS (Core Services) per NENA standards 47 days Thu 4/21/22 Fri 6/24/22

600   Provision two geographically diverse cores capable of 99.999% availability  30 days Thu 4/28/22 Wed 6/8/22

601   Confirm active‐active deployment negates any possible single‐points‐of‐failure 1 day Thu 6/9/22 Thu 6/9/22

602   Design GIS solution 47 days Thu 4/21/22 Fri 6/24/22

603   Finalize plans for ECRF, LVF and other GIS components 45 days Thu 4/21/22 Wed 6/22/22

604   Identify and provision GIS elements for use in datacenters 1 day Thu 6/23/22 Thu 6/23/22

605   Confirm two instances of ECRF/PRF 1 day Thu 6/23/22 Thu 6/23/22

606   Confirm data QA/QC manager is capable of meeting state and local needs 1 day Fri 6/24/22 Fri 6/24/22

607  Publish training plan for stakeholder comment 50 days Thu 4/14/22 Wed 6/22/22

608 Phase II: Deployment  97 days Tue 3/8/22 Wed 7/20/22
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ID Task Name Duration Start Finish

609   Complete OSP integration 50 days Tue 3/8/22 Mon 5/16/22

610   Execute interconnect agreements 10 days Tue 3/8/22 Mon 3/21/22

611   Deploy i3‐Interconnect where needed 30 days Tue 3/22/22 Mon 5/2/22

612   Execute POI and datacenter interconnection 10 days Tue 5/3/22 Mon 5/16/22

613   Install datacenter links and enhancements 49 days Thu 4/21/22 Tue 6/28/22

614   Complete rack installs 7 days Thu 4/21/22 Fri 4/29/22

615   Deploy core services and test diversity and compliance with call delivery standards. 30 days Mon 5/2/22 Fri 6/10/22

616   Install GIS components 30 days Mon 5/2/22 Fri 6/10/22

617   Install circuits, cross‐connects and FOC 30 days Tue 5/17/22 Mon 6/27/22

618   Confirm datacenter readiness 1 day Tue 6/28/22 Tue 6/28/22

619   Install network connections and gateways 70 days Tue 3/22/22 Mon 6/27/22

620   Complete PSAP configurations 6 days Tue 6/28/22 Tue 7/5/22

621   Test CPE interfaces 5 days Tue 6/28/22 Mon 7/4/22

622   Test circuits 5 days Tue 6/28/22 Mon 7/4/22

623   Execute interface agreements if needed with CPE vendors 1 day Tue 7/5/22 Tue 7/5/22

624   Confirm end‐to‐end connectivity and gateways to accommodate legacy systems 1 day Wed 7/6/22 Wed 7/6/22

625   Standup POIs 1 day Thu 7/7/22 Thu 7/7/22

626   Publish and review cutover plan with stakeholders 10 days Thu 7/7/22 Wed 7/20/22

627 Phase III: Cutover 197 days Fri 11/19/21 Mon 8/22/22

628   Execute training plan 3 days Thu 7/21/22 Mon 7/25/22

629   confirm readiness for cutover 1 day Tue 7/26/22 Tue 7/26/22

630   Obtain state and local concurrence to cutover PSAP 1 5 days Wed 7/27/22 Tue 8/2/22

631   Prepare PSAP 1 for cutover 12 days Wed 8/3/22 Thu 8/18/22

632   Confirm fail‐back plan in place 1 day Wed 8/3/22 Wed 8/3/22

633   Confirm CPE interfaces operational 5 days Wed 8/3/22 Tue 8/9/22

634   Confirm OSP readiness 2 days Wed 8/10/22 Thu 8/11/22

635   Confirm training completed 1 day Fri 8/12/22 Fri 8/12/22

636   Confirm PSAP ready for flash network cutover 1 day Mon 8/15/22 Mon 8/15/22

637   Notify state PSAP 1 ready for flash cutover 1 day Mon 8/15/22 Mon 8/15/22
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ID Task Name Duration Start Finish

638  Perform cutover 2 days Tue 8/16/22 Wed 8/17/22

639  Confirm success 1 day Thu 8/18/22 Thu 8/18/22

640   Obtain state approval to proceed with cutovers of remaining PSAPS 2 days Fri 8/19/22 Mon 8/22/22

641   Perform flash network cutover 14 days Fri 11/19/21 Wed 12/8/21

642   Confirm fail‐back plan in place 1 day Fri 11/19/21 Fri 11/19/21

643   Turn‐up core services 1 day Mon 11/22/21 Mon 11/22/21

644   Activate interface between core services and legacy network 3 days Tue 11/23/21 Thu 11/25/21

645   Migrate OSPs to i3 network 3 days Tue 11/23/21 Thu 11/25/21

646   Onboard carriers into location database 3 days Tue 11/23/21 Thu 11/25/21

647   Link core services to ESInet 1 day Fri 11/26/21 Fri 11/26/21

648   Perform flash network cutover 1 day Mon 11/29/21 Mon 11/29/21

649   Confirm carrier services  1 day Tue 11/30/21 Tue 11/30/21

650   Confirm cutover of all PSAPs, datacenters and POIs 5 days Wed 12/1/21 Tue 12/7/21

651   Cutover confirmed to state 1 day Wed 12/8/21 Wed 12/8/21

652 Phase IV: Observation and Acceptance 39 days Thu 12/9/21 Tue 2/1/22

653   Execute ATP 5 days Thu 12/9/21 Wed 12/15/21

654   Provisional acceptance accorded by state 1 day Thu 12/16/21 Thu 12/16/21

655   Perform 30‐day observation period 30 days Fri 12/17/21 Thu 1/27/22

656   Close punch list  30 days Fri 12/17/21 Thu 1/27/22

657   Final acceptance by state 2 days Fri 1/28/22 Mon 1/31/22

658   Transition to operational environment 1 day Tue 2/1/22 Tue 2/1/22
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CENTURYLINK MASTER SERVICE AGREEMENT 
CENTURYLINK MPLS (IPVPN AND VPLS) VPN SERVICE 

SERVICE SCHEDULE 
 

OMR #R085547  Page 1 of 6 
CONFIDENTIAL 

© CenturyLink.  All Rights Reserved. 
v1. 100419 

 

 .  
1. Applicability.  This Service Schedule forms part of the Master Service Agreement between CenturyLink and Customer 
(“Agreement”) and is applicable only where Customer orders CenturyLink MPLS (IPVPN and VPLS) VPN Service (which may also be 
called IP VPN, IPVPN, IPVPN Port, Private Port, IQ Networking Private Port, MPLS/IP VPN Port, VPN, NBIPVPN (Network Based IP 
VPN), Virtual Private Network, or IP Solutions Private Port on ordering, pricing, invoicing, or other documentation).  Capitalized terms 
used but not defined herein have the definitions given to them in the Agreement.  Customer expressly agrees that CenturyLink may use 
affiliates or third party suppliers to provide MPLS VPN Service, provided that CenturyLink remains responsible to Customer hereunder. 
 
2. Service Description.  MPLS VPN Service includes two (2) virtual private network (“VPN”) services, IPVPN and VPLS, providing 
private site-to-site communications over CenturyLink’s MPLS network.  IPVPN utilizes Internet Protocol; VPLS is provided using Ethernet. 
Customer must purchase at least 2 ports to set up private site-to-site connections. The Service is connected to each site, including 
additional sites designated by Customer (together “Customer Sites”) through the Customer port at either a circuit location address or a 
CenturyLink Point of Presence (PoP) as specified in the Order.  Customer Sites will be connected to a port at one or more CenturyLink 
MPLS Network PoPs at a fixed data transmission rate.  Standard network management web tools are also provided in conjunction with 
the MPLS VPN Services.  The VPLS offer of Enterprise Switched Native LAN (“SNLAN”) allows multiple Customer locations to interconnect 
within a single CenturyLink-defined metro area network (“MAN”). The VPLS offer of Extended Native LAN (“ENLAN”) allows Customer to 
connect multiple SNLAN networks between MANs.    
 
3. Additional features and functionality may include: 
 
a. Enhanced Reporting. CenturyLink offers enhanced reporting features including Performance Assurance, Enhanced 
Management, and End to End Statistics (collectively these are referred to herein as “Enhanced Reporting”).  Customer may subscribe to 
Performance Assurance and End to End Statistics for an additional charge.  If available at Customer’s location, Enhanced Management 
will be included with Customer’s MPLS VPN Service at no additional charge.  Customer may request information regarding the availability 
of Enhanced Management at any particular location.  Where available, these features provide end-to-end reporting and SLA’s for the 
following statistics:  data delivery, latency and jitter that can be accessed by Customer via the CenturyLink provided customer portal. 
 
b. Class of Service (CoS).  Customer may purchase CoS where available providing the ability to prioritize certain identifiable traffic 
flows between MPLS network ports.  Customer is solely responsible for the selection of classes of service as stated in the Order. If a 
Service Order  references Premium Plus/Premium CIR (or PIR), the stated bandwidth is included in, and not in addition to, the Committed 
Information Rate or Peak Information Rate.  
 
c. Smart Demarcation. In certain locations, where available, for VPN and VPLS services with Ethernet access in the domestic 
U.S. and VPLS services with Ethernet access outside of the U.S., CenturyLink provides ‘Smart Demarcation’ which is the supply and 
installation of a Smart Demarcation device (also referred to as a Network Interface Device or “NID”) used for Ethernet connectivity fault 
management for up to 1Gbps port speeds at Customer Sites. 
 
4. Charges.  Customer shall be billed non-recurring charges (“NRC”) and monthly recurring charges (“MRC”) for MPLS VPN 
Services as set forth in the Order or pricing attachment.  NRC includes applicable installation charges for local-access circuit and each 
port.  MRC includes local-access charges, port connection charges and bandwidth charges. Bandwidth may be identified on an Order or 
pricing attachment as Bandwidth, Commit, Committed Information Rate (or CIR), or Peak Information Rate (or PIR). Other charges, 
including but not limited to usage based charges, may apply as stated in the Order or pricing attachment. Where Customer orders MPLS 
VPN Services bundled with either CenturyLink Internet Services or  Level 3 Enterprise Voice SIP Based Services (either combination is 
referred to herein as a “Converged Service”) such charges will show on the invoice as Converged Services.  For clarification, the 
Converged Service is treated as a single Service and if Customer wishes to unbundle or terminate a part of the Converged Service, early 
termination liability may apply and Customer will be required to execute new orders for the desired stand-alone Service. 
 
5. The following services may be available at an additional charge to be set forth in an Order and pursuant to the separate Service 
Schedule for such services: 
 
a. CenturyLink Internet Services. As part of a Converged Service, Customer may order Internet Services which are high speed 
symmetrical Internet services providing access to the CenturyLink IP Network and the global internet.  
 
b. CenturyLink Enterprise Voice SIP Based Services. As part of a Converged Service, Customer may order SIP based enterprise 
voice for Public Switched Telephone Network connectivity, outbound (1+) access to U.S. (interstate and intrastate) and international 
locations, inbound (8XX) service, and international toll free calling. 
 
c. Application Performance Management.  As an optional service feature for IPVPN, where available Customer may subscribe 
to Application Performance Management (“APM”) which provides near real-time information for live monitoring and historical data for 
analysis and reporting on all network traffic end-to-end, including advanced statistics on latency, jitter and packet loss, as well as general 
utilization by way of an inline Analysis Service Element (“ASE”). 
 
d. Managed Network Services. As an additional Service offering, where available Customer may order CenturyLink Managed 
Network Services (“MNS”) in which Customer premises equipment (“CPE”) is provided by either the Customer or CenturyLink, but in all 
cases is managed and maintained by CenturyLink.  MNS may include, but is not limited to, Routers, IADs, SBCs, and firewalls. 
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e. Secure Access.  As an additional Service offering, where available Customer may order Secure Access Site and Secure Access 
Cellular.  
 
f. Managed Security Services.  As an additional Service offering, if available Customer may order certain managed security 
services (“MSS”) which may be available on a cloud-based (MSS-Cloud) solution.  The MSS Cloud solution may also be referenced as a 
Secure Internet Access Firewall or SIA Firewall when ordered in conjunction with CenturyLink MPLS Service. 
 
6. Customer Responsibilities. Customer is responsible for providing the network design specifications including pre-existing 
LAN/WAN IP addressing schemes, MAC addresses and circuit designs.  Customer is solely responsible for all equipment and other 
facilities used in connection with the Service which are not provided by CenturyLink. All IP addresses, if any, assigned to Customer by 
CenturyLink shall revert to CenturyLink upon termination of Service, and Customer shall cease using such addresses as of the effective 
date of termination. For installation of the Smart Demarcation device (NID) at Customer’s Site, Customer shall (i) provide access at each 
Site for installation, implementation and maintenance (“Work”) at scheduled times, (ii)   make appropriate contact personnel available on-
site for such Work, (iii) provide all necessary power distribution boxes, conduits, telco backboard space for equipment mounting, 
grounding, surge and lightning protection and associated hardware and power outlets within 4 feet (1 meter) of the location at which a 
NID is to be installed, (iv) provide all required extended demarcation inside wiring, including any necessary building alterations to meet 
wiring and any other site requirements, (v) ensure that the NID can be installed within 6 feet (2 meters) of the Customer provided equipment 
and the Customer provided or third party provided extension of the local access circuit demarcation, or otherwise provide additional cabling 
at the Customer’s expense, (vi) clearly marking each telecommunications extended local  access circuit demarcation point to allow the 
installer to connect the correct circuit to the correct NID interface, and (vii) connection of the NID to the Customer Router or LAN.  
 
7. On-Net and Off-net Access.  Access services provided entirely on the CenturyLink owned and operated network (“Network”) 
are “On-Net Access Services”.  Additionally, CenturyLink may use third parties to reach Customer’s site from the CenturyLink Network 
(“Off-Net Access Services”).  Local Access may be provisioned utilizing one of the following service technologies: special access, ethernet 
local access, or wavelength local access.   
 
8. Service Levels and Service Credits. The following Service Levels (SLAs) apply as set forth below. When Converged Services 
are ordered the SLAs below apply in lieu of any SLAs identified in the applicable CenturyLink Internet Service Schedule and/or CenturyLink 
Enterprise Voice SIP Based Service Schedule as referenced above in Section 5. Depending on the type of Service ordered by Customer, 
the Class of Service levels of Premium Plus, Premium, Enhanced Plus, Enhanced, and Basic may be referenced on an Order as Real 
Time, Interactive, Mission Critical, Priority and Best Effort, respectively. 
 
a. Availability Service Level.  The Availability Service Level in the United States is 99.99%. Outside the United States, the 
Availability Service Level for Fully On-Net MPLS VPN Service is 99.99% and 99.9% for Off-Net Service. Fully On-Net MPLS VPN Service 
is provided entirely on CenturyLink’s owned and operated network. Off-Net Service is a service that is partially or entirely provided using 
third party circuits not owned and operated by CenturyLink. For IPVPN and VPLS, Service Availability is calculated on a per site basis.  
 
b. Packet Delivery, Latency and Jitter Service Levels - PoP to PoP.  CenturyLink’s service levels for packet delivery, latency, 
or jitter are set forth below in Tables A and B.  These latency calculations are averaged monthly between all CenturyLink designated 
points of presence (“POPs”) in a given region. 

Table A: PoP to PoP 
 

SLA Boundary Measurement 
Parameter 

Class of Service 
Premium 

Plus/ 
Premium 

(e.g. Voice/ 
Video) 

Enhanced 
Plus/Enhanced  

(e.g. Critical/ 
Preferred Data)  

Basic Plus/ 
Basic  

(e.g. Default/ 
Internet / Bulk 

Data) 

Intra Continental 
U.S. 

 

Average Packet 
Delivery 99.99% 99.95% N/A 

Average Two Way 
Latency 

City Pair* City Pair* City Pair* 

Jitter (one  way) < 3 ms N/A N/A 

Intra EU and EU -
US 

Average Packet 
Delivery 99.99% 99.95% N/A 

Average Two Way 
Latency City Pair City Pair  City Pair 

Jitter (one  way) < 10 ms N/A N/A 

Rest of World 
 

Average Packet 
Delivery 99.9% 99.8% N/A 

Average Two Way 
Latency 

City Pair  City Pair  City Pair 

Jitter (one  way) Regional  N/A  N/A 
 
 



CENTURYLINK MASTER SERVICE AGREEMENT 
CENTURYLINK MPLS (IPVPN AND VPLS) VPN SERVICE 

SERVICE SCHEDULE 
 

OMR #R085547  Page 3 of 6 
CONFIDENTIAL 

© CenturyLink.  All Rights Reserved. 
v1. 100419 

 

*Appendix 1 sets forth the “City Pair” monthly average two way latency in the MPLS VPN PoP to PoP two way latency SLA matrix. 
Appendix 1 is available upon request. For city pairs that are not listed in Appendix 1, the following regional metrics apply per Table B. 
Regional metric calculations are averaged monthly between all CenturyLink POPs in a given region. 
 
Table B: Regional Two Way Latency and Jitter 

 

Description 
Average Two 
Way Latency 

(milliseconds) 

Average Jitter 
Roundtrip 

(milliseconds) 
Trans-Atlantic (London/Amsterdam – 
New York) < 95 ms 

<    6 ms 

Intra–United Kingdom < 25 ms <    6  ms 
European network < 45 ms <    6  ms 
North American Network * < 65 ms <    6  ms 
Pacific (Tokyo – Sacramento, CA) < 150 ms <    6  ms 
Sydney – US West (Sacramento, CA) < 270 ms <    6  ms 
Sydney – Asia (Tokyo) < 200 ms <    6  ms 
Intra–Asia ** < 140 ms <   6  ms 
South America (Buenos Aires, Sao Paolo, 
Panama City, Santiago, and Miami) 

< 170 ms 
 

<    6  ms 

New York – South Africa  < 295 ms <   40  ms 
London – South Africa  < 230 ms <   40  ms 

* Add 90ms from/to the Mexico PoP 
** ‘Intra-Asia’ is defined as: Japan, Australia, Hong Kong, Taiwan, Philippines, South Korea, Thailand, Malaysia, and Indonesia. 

 
 
c. Packet Delivery, Latency and Jitter Service Levels – End to End (Optional). End to End Packet Delivery, jitter and two way 
latency SLAs apply only to sites where Customer has ordered Enhanced Reporting or APM for IPVPN. For sites with DSL, microwave or 
satellite access, End to End packet delivery, jitter, and latency SLAs do not apply. To calculate an end to end two way latency SLA, the 
loop factor table applies per Appendix 1.  

 
Table C: End to End 

 

SLA Boundary Measurement 
Parameter 

Class of Service 

Premium Plus/ 
Premium 

(e.g. 
Voice/Video) 

Enhanced 
Plus/Enhanced 

(e.g. 
Critical/Preferre

d Data) 

Basic Plus/ 
Basic 
(e.g. 

Default/Bul
k Data) 

Intra 
Continental 
U.S. 

Average 
Packet 

Delivery 
99.9% 99.5% N/A 

Average Two 
Way Latency 

 City Pair Plus 
Loop Factor 

Table* 

 City Pair Plus 
Loop Factor 

Table* 

City Pair 
Plus Loop 

Factor 
Table* 

Jitter (Round 
Trip)  < 3 ms N/A N/A 

Intra EU and EU -US 

Average 
Packet 

Delivery 
99.9% 99.5% N/A 

Average Two 
Way Latency 

City Pair Plus 
Loop Factor 

Table* 

City Pair Plus 
Loop Factor 

Table* 

City Pair 
Plus Loop 

Factor 
Table* 

Jitter (Round 
Trip) < 10 ms N/A N/A 

Rest of World 
 

Average 
Packet 

Delivery 
99.5% 99.0% N/A 

Average Two 
Way Latency 

City Pair Plus 
Loop Factor 

Table* 

City Pair Plus 
Loop Factor 

Table* 

City Pair 
Plus Loop 

Factor 
Table* 

Jitter (Round 
Trip) Regional N/A N/A 
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d. Credits for SLAs above.  All SLA credits are calculated after deduction of all discounts and other special pricing arrangements, 
and are not applied to governmental fees, taxes, surcharges and similar additional charges. Credit percentages are applied to the MRC 
of the CIR/CDR rate, port charge, and local access circuits for applicable sites only.  In no event will SLA credits in any calendar month 
exceed 100% of the total MRCs (excluding local access) for the affected Site(s).  All approved SLA credits requested by Customer for a 
given month will be totaled and applied to Customer’s next following invoice for the Service, or as promptly thereafter as is practical in the 
event of a dispute.  
 

i. Availability Service Credit. Service is “Unavailable” (except in the case of an Excused Outage) if the Customer port at a 
Customer site is unable to pass traffic. Service Unavailability is calculated from the timestamp CenturyLink opens a trouble 
ticket following the report of a problem by the Customer until the time the ticket is closed. If credits are due under this SLA, no 
other SLAs apply to the same event. If Service is Unavailable for reasons other than an Excused Outage, Customer will be 
entitled to a service credit off of the MRC for the affected Service locations based on the cumulative Unavailability of the 
Service in a given calendar month as set forth in the tables below. For a Fully On-Net Service, the SLA and credits in Table D 
will apply. For Off-Net Service, the SLA and credits in Table E will apply.  

 
Table D: 

US Domestic Only or Fully On-Net MPLS VPN Service 
 

Cumulative Unavailability (hrs:mins:secs) Service Level Credit 
00:00:01 – 00:04:18 (99.99%) No Credit 

00:04:19– 00:43:00 5% 

00:43:01 – 04:00:00 10% 

04:00:01 – 8:00:00 20% 

08:00:01 – 12:00:00 30% 

12:00:01 – 16:00:00 40% 

16:00:01 – 24:00:00 50% 

24:00:01 or greater 100% 

 
Table E: 

Off-Net MPLS VPN Service and Service outside the Domestic US 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

ii. Data Delivery, Latency, and Jitter Service Credits. The PoP to PoP SLAs are based on monthly average performance 
between nodes on CenturyLink’s MPLS network. Where End to End SLAs apply, the monthly average performance is 
measured between the CenturyLink Equipment deployed for APM or Enhanced Reporting, as applicable.  Customer will be 
entitled to a service credit off of the MRC for the affected Service locations as set forth below for the Service parameter(s) not 
met for reasons other than an Excused Outage. Customer will not be entitled to credits under the packet delivery, latency, or 
jitter SLA’s for the affected Service where such failure is related to Unavailability under the Availability SLA. 

 
Monthly Service Parameter Service Level Credit 

Data Delivery 10% 
Latency 10% 

Jitter 10% 
 
 

e. Smart Demarcation Opt-Out. Where Smart Demarcation is required by CenturyLink and Customer wants the Service 
provisioned without Smart Demarcation, CenturyLink agrees upon Customer’s request to meet with Customer to discuss alternative 
options (if available).  

Cumulative Unavailability  
(hrs:mins:secs) Service Level Credit 

00:00:01 – 00:43:00 (99.9%) No Credit 

00:43:01 – 04:00:00 10% 

04:00:01 – 8:00:00 20% 

08:00:01 – 12:00:00 30% 

12:00:01 – 16:00:00 40% 

16:00:01 – 24:00:00 50% 

24:00:01 or greater 100% 
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f. Chronic Outage.  As its sole remedy, Customer may elect to terminate an affected MPLS VPN Service, or if applicable an 
affected Converged Service, prior to the end of the Service Term without termination liability if, for reasons other than an Excused Outage: 
such MPLS Service is Unavailable (as defined in Section 5(d)(i) above) in any calendar month for: (i) twice during a 30-day period, and 
becomes Unavailable a third time within 30 days following the second event, or (ii) more than 24 aggregate hours during a 30-day period.. 
Customer may only terminate such Service that is Unavailable as described above, and must exercise its right to terminate the affected 
Service under this Section, in writing, within 30 days after the event giving rise to a right of termination. For clarification, termination of a 
Converged Service will result in termination of all applicable Services bundled together as the Converged Service under the Order. 

 
g. Installation Service Level.  CenturyLink will exercise commercially reasonable efforts to install each MPLS VPN Service on or 
before the Customer Commit Date for the particular Service. This installation Service Level shall not apply to Orders that contain incorrect 
information supplied by Customer or Orders that are altered at Customer request after submission and acceptance by CenturyLink. In the 
event CenturyLink does not meet this Installation Service Level for a particular MPLS VPN Service for reasons other than an Excused 
Outage, Customer will be entitled to a service credit for each day of delay equal to the charges 1 day of the pro rata share of the MRC 
associated with the affected MPLS VPN service up to a monthly maximum credit of 10 days.  

 
h. SLA Limitations.  For circuits with Bandwidths of 15 Mbps or lower, the measurement of such Data Delivery, Latency and Jitter 
also excludes any time period that Customer’s total bandwidth utilization or bandwidth utilization by CoS exceeds fifty percent (50%) of 
the applicable contracted bandwidth.  For circuits with bandwidths over 15 Mbps, the measurement of such Data Delivery, Latency and 
Jitter also excludes any time period that Customer’s total bandwidth utilization exceeds seventy percent (70%) of the applicable contracted 
bandwidth.  The Enhanced Management SLA shall not apply to any site for any calendar month if CenturyLink’s measurement of Data 
Delivery, Latency or Jitter does not include at least twenty five percent (25%) of the duration of any calendar month.  Credits provided for 
the applicable metric are not cumulative and, in any calendar month, Customer shall only be entitled to one credit per metric per site.  All 
measurements are based on the average of the metrics for that calendar month. 
 
9. Resale Restriction. Notwithstanding anything to the contrary in the Agreement, Customer is prohibited from reselling any 
Service provided pursuant to this Service Schedule except as expressly provided by CenturyLink, provided however, if Customer requests 
to resell any Converged Services such permission from CenturyLink must be in the form of an amendment signed by authorized 
representatives of both parties. 
 
10. Latin American Services.   With respect to Services provided in Latin America, Customer agrees that it (or its local Affiliate) will 
enter into a separate local country addendum/agreement (as approved by local authorities) (“LCA”) with the respective CenturyLink 
Affiliate which provides the local Service(s) containing terms necessary to comply with local laws/regulations, and such CenturyLink 
Affiliate will invoice the Customer (or its local Affiliate) party to the LCA for the respective local Service(s). 

11. Business Contact Information.  Customer must provide to CenturyLink the names of and contact information (“Business 
Contact Information”) for its employees (“Business Contacts”) who have purchasing or other responsibilities relevant to CenturyLink’s 
delivery of international Service under this Service Schedule.   Customer consents to CenturyLink’s and its affiliates or subcontractors’ 
use and transfer to the United States of Business Contact Information for the purpose of: (a) fulfilling its obligations under this Service 
Schedule; and (b) providing information to Customer about CenturyLink’s products and services via these Business Contacts. Customer 
represents that the Business Contact Information is accurate and that each Business Contact has consented to CenturyLink’s processing 
of their Business Contact Information for the purposes set forth in this Service Schedule.  The Business Contact Information provided by 
Customer has been collected, processed, and transferred in accordance with applicable laws, including, where applicable, any necessary 
notification to the relevant data protection authority in the territory in which Customer is established (“Authority”).  Customer will notify 
CenturyLink promptly of staffing or other changes that affect CenturyLink’s use of Business Contact Information. CenturyLink will have in 
place technical and organizational measures that ensure a level of security appropriate to the risk represented by the processing and the 
nature of the Business Contact Information and that protects such information against accidental or unlawful destruction or accidental 
loss, alteration, and unauthorized disclosure or access.  CenturyLink will use the information only for the express purposes set forth in 
this Service Schedule.  CenturyLink will identify a contact authorized to respond to inquiries concerning processing of Business Contact 
Information and will reasonably cooperate in good faith with Customer and the Authority concerning all such inquiries without excessive 
delays. 
 
12. Withholding Taxes.  All invoices will be issued to Customer and paid in the currency specified in the Order or pricing attachment.  
Customer will pay such invoices free of currency exchange costs or bank charges. Service charges are exclusive of taxes and presented 
without reduction for any Withholding Tax, all of which are the responsibility of the Customer.  “Withholding Tax” means any amount or 
account of tax on sources of income which a payor is obliged to deduct from payments due to a recipient and account for or to any tax 
authority. In the event that any payment to be made to CenturyLink hereunder should be subject to reduction by reason of a Withholding 
Tax, Customer agrees to pay CenturyLink such amounts as would have been necessary so that the aggregate net amount received by 
CenturyLink after application of a Withholding Tax is the same amount as would have been received by CenturyLink if there had been no 
requirement to deduct or withhold such tax. 
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PRICING ATTACHMENT 
 
 

For pricing, please refer to the RFP.  This Pricing Attachment will be completed upon award. 
 



CENTURYLINK MASTER SERVICE AGREEMENT 
STATE, LOCAL AND EDUCATION GOVERNMENT AGENCIES VERSION  

CENTURYLINK® LOCAL ACCESS SERVICE EXHIBIT 
 

 

OMR #R085547 Page 1 of 5 
CONFIDENTIAL 

© CenturyLink.  All Rights Reserved. 
CGT v1.061719 

 

 .  
 

1. General.  This Service Exhibit is applicable only where Customer orders CenturyLink Local Access Service (the “Service”) and 
incorporates the terms of the Master Service Agreement or other service agreement and the RSS under which CenturyLink provides 
services to Customer (the “Agreement”).  CenturyLink may subcontract any or all of the work to be performed under this Service Exhibit.  
All capitalized terms that are used but not defined in this Service Exhibit are defined in the Agreement or Order.   
 
2. Service Description and Availability.   
 
2.1 Description.  Service provides the physical connection between the Service Address and the CenturyLink Domestic Network.  
If a generic demarcation point (such as a street address) is provided, the demarcation point for On-Net Access will be CenturyLink's 
Minimum Point of Entry (MPOE) at such location (as determined by CenturyLink).  Off-Net Access demarcation points will be the off-net 
vendor's MPOE.  If the Order identifies aspects of services that are procured by Customer directly from third parties, CenturyLink is not 
liable for such services.  Customer may request additional wiring from the demarcation point to Customer’s network interface equipment 
(where available).  If Customer requests additional wiring, CenturyLink will notify Customer of the charge to be billed to Customer.  
Customer may either approve or disapprove CenturyLink providing the additional wiring.  Additional wiring could entail electrical or optical 
cabling into 1) existing or new conduit or 2) bare placement in drop down ceilings, raised floors, or mounted to walls/ceilings.  Once 
Service is accepted by Customer, the additional wiring then becomes property of and maintained by Customer.  CenturyLink will maintain 
Service to the demarcation point only.  Customer is responsible for any facility or equipment maintenance and repairs on Customer’s side 
of the demarcation point.  All equipment owned by CenturyLink remains property of CenturyLink.  Customer disclaims any interest in any 
equipment, property or licenses used by CenturyLink to provide Service.  CenturyLink will not provide Service to a residential location, 
even if business is conducted at that location.  Service is not a standalone service and Customer must purchase the Service in connection 
with another CenturyLink service for which a local loop is required.   
 
2.2 Types of Service Technologies.  CenturyLink uses the following different technologies to provide Service.  Some technologies 
or speeds may not be available in all areas or with certain types of Service. 
 

(a) Special Access.  “Special Access” means Service using digital signal bandwidths DS0, DS1 and DS3 or Optical Carrier signal 
bandwidths OC3, OC12, OC48 and OC192.     
 

(b) Ethernet Local Access (“ELA”).  ELA means Service under Ethernet technology and is available at bandwidths varying from 
1 Mbps to 1,000 Mbps (1G) and 10G (Cross-Connect Access only).   
 

(c) Wavelength Local Access.  “Wavelength Local Access” means Service using wave division multiplexing technology.  
Wavelength Local Access is available at bandwidths of 1 GbE, 10 GbE LAN PHY, 2.5 G (OC48), 10 GbE WAN PHY (OC192), 40G, 
OTU1, OTU2, OTU3, 1G, 2G, 4G and 10G.  
 

(d) DSL Local Access.  “DSL Local Access” means access using digital subscriber line (“DSL”) technology.  DSL Local Access is 
available at bandwidths varying from 128 kbps/64 kbps to 15000 Mbps/1000 Mbps.   
 

2.2.1 Use of IP Connection.  In some locations, CenturyLink will enable the Service using “IP Connection” which is a Layer 3, 
symmetrical functionality that utilizes established IP and MPLS transport technologies.  In such cases, Customer agrees that it will use IP 
Connection functionality only for the provision of either: (i) wireline broadband Internet access (as defined in applicable Federal 
Communications Commission orders and regulations), or (ii) wireline broadband Internet access plus additional information services, with 
wireline broadband Internet access constituting a principal use.  CenturyLink can provision IP Connection functionality over multiple 
designs with MPLS transport supporting speeds up to 1G/1G. 
 
2.3 Types of Service.  CenturyLink offers the following three types of Service:  CenturyLink Provided Access, Customer Provided 
Access or Cross-Connect Access.  
 
2.3.1 CenturyLink Provided Access.  “CenturyLink Provided Access” or “CLPA” means either On-Net Access or Off-Net Access.  
“On-Net Access” is provided on the CenturyLink owned and operated network.  Any access not provided on the CenturyLink owned and 
operated network is “Off-Net Access.”  Customer may request a Preferred Provider for Off-Net Access from a list of available providers 
with whom CenturyLink has interconnect agreements.  CenturyLink will attempt to use Customer’s Preferred Provider, but both final routing 
and the provider actually used will be chosen by CenturyLink.  If CenturyLink is unable to use Customer’s Preferred Provider for a specific 
Service Address as designated in the pricing attachment or a quote, then the rate for Service at that Service Address may be subject to 
change.  Where available for Special Access, ELA and Wavelength Local Access, Customer may request CenturyLink to provide a 
separate fiber facility path for a protection system between the local access provider’s serving wire center and the Service Address 
(“Protect Route”).  Protect Route uses backup electronics and two physically separate facility paths in the provisioning of Service.  If the 
working facility or electronics fail, or the Service performance becomes impaired, the facility is designed to automatically switch to the 
Service protect path in order to maintain a near-continuous flow of information between locations.  Special Access and ELA are also 
generally available as a central office meet point at a local access provider central office to which Customer has a dedicated connection.  
Unless otherwise covered by another SLA, On-Net Access is subject to the On-Net Local Access Service Level Agreement located at 
http://www.centurylink.com/legal/docs/Local-Access-SLA.pdf, which is subject to change. 
 
2.3.2 Customer Provided Access.  “Customer Provided Access” or “CPA” means a local loop that Customer orders from a local 
access provider to connect Customer’s premises to the CenturyLink Domestic Network at a connection point specified by CenturyLink.  
CenturyLink will provide Customer with a limited letter of agency (“LOA”), which is incorporated by this reference, authorizing Customer 
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to act as CenturyLink’s agent so that Customer’s local access provider will connect Customer’s premises to the CenturyLink Domestic 
Network.  Customer will also need to execute a CPA-DAR Addendum for CPA POP with ELA or Wavelength Local Access.  Customer 
will pay a CPA charge to CenturyLink when Customer uses the following: (a) Special Access CPA dedicated facilities or ELA CPA virtual 
local area network (“VLAN”), both of which are dedicated entrance facilities CenturyLink leases from a local access provider and that carry 
traffic only from CenturyLink; or (b) ELA CPA POP, which requires CenturyLink to provide space and power for the local access provider 
to install Ethernet equipment; or (c) Wavelength Local Access.  Customer will pay a CPA charge to CenturyLink when Customer uses 
Special Access CPA non-dedicated facilities owned by local access providers and that carry traffic from multiple carriers, including 
CenturyLink, if the provider charges CenturyLink for those facilities.  CPA ELA VLAN is an access type where CenturyLink will provision 
and assign an Ethernet virtual circuit from a CenturyLink POP to a Customer designated Ethernet facility leased from a common Ethernet 
service provider.  This access will be used to connect to a CenturyLink VLAN assignment on a CenturyLink IQ® Networking Private Port 
or E-Line.  CenturyLink will not bill customer a CPA charge for an IP layer 3 expansion site because Customer, not CenturyLink, is 
responsible for ordering a cross-connect from the IP layer 3 expansion site manager to meet CenturyLink in the IP layer 3 expansion site’s 
meet-me-room.  CPA is the responsibility of Customer and CenturyLink will not pay for or troubleshoot components of CPA.   
 
2.3.3 Cross-Connect Access.  “Cross-Connect Access” or “XCA” means: (a) an intra-POP connection between certain Customer 
facilities with direct access to the CenturyLink Domestic Network and the CenturyLink backbone access point (either (i) located within 
CenturyLink's transport area where CenturyLink allows Customer to bring its own fiber directly to the CenturyLink fiber under an executed 
Direct Connect Agreement (“Direct Connect”) or (ii) in an area where Customer has leased space in a CPOP, a remote collocation site, 
or a collocation hotel under a Telecommunications Collocation License Agreement or (b) a connection between a CenturyLink-determined 
data center and a CenturyLink IQ Networking Port, Optical Wavelength Service (“OWS”), or E-Line (“Data Center Access”) under an 
executed CenturyLink TS Service Exhibit with a CenturyLink IQ Networking, OWS or E-Line Service Exhibit.  Data Center Access is 
available in bandwidths of 100 Mbps, 1G, and 10G (CenturyLink IQ Networking and OWS only).  Direct Connect requires splicing of 
Customer and CenturyLink fibers and cross-connection of individual circuits.   
 
2.4 RSS.  Customer understands that Service is an interstate telecommunications service, as defined by Federal Communications 
Commission regulations and represents while using the Service, more than 10% of its usage will be interstate usage. 
 
3. Ordering.  Customer may submit requests for Service in a form designated by CenturyLink (“Order”).  CenturyLink will notify 
Customer of acceptance of an Order for Service by delivering (in writing or electronically) the date by which CenturyLink will install Service 
(the “Customer Commit Date”), or by delivering the Service.  Provision of Services is subject to availability of adequate capacity and 
CenturyLink’s acceptance of an Order.  In lieu of installation Service Level credits, if CenturyLink’s installation of Service is delayed by 
more than 30 business days beyond the Customer Commit Date, Customer may terminate the affected Service without liability upon written 
notice to CenturyLink, provided such written notice is delivered prior to CenturyLink delivering a Connection Notice for the affected Service.  
This termination right will not apply where CenturyLink is constructing facilities to a new location not previously served by CenturyLink.  
 
4. Charges.  Customer will pay the rates set forth in the attached pricing attachment or a quote or Order if the rates for Service at 
a particular Service Address are not included in the pricing attachment, and all applicable ancillary Service charges.  CenturyLink invoices 
MRCs in advance and NRCs in arrears. If the delivery of a Connection Notice for any Service falls on any day other than the first day of 
the month, the first invoice to Customer will consist of: (a) the pro-rata portion of the applicable MRC covering the period from the delivery 
of the Connection Notice to the first day of the subsequent month; and (b) the MRC for the following month.  Charges for Service will not 
be used to calculate Contributory Charges.  Customer will receive the rates for Service as shown on the pricing attachment regardless of 
whether an NPA/NXX split or overlay occurs.  If CenturyLink cannot complete installation due to Customer delay or inaction, CenturyLink 
may begin charging Customer and Customer must pay such charges. 
 
4.1 Ancillary Charges.  Ancillary charges applicable to Service include but are not limited to those ancillary services set forth in this 
section.  If an ancillary charge applies in connection with provisioning a particular Service, CenturyLink will notify Customer of the ancillary 
charge to be billed to Customer.  Customer may either approve or disapprove CenturyLink providing the ancillary service.   
 
(a) Expedite.  A local loop expedite charge applies to Orders where Customer requests the delivery of Service one or more days 
before the Customer Commit Date.  Customer may only request to expedite CenturyLink Provided Access of Special Access and ELA 
Orders (where underlying local access provider allows CenturyLink to order an expedited service.) 
 
(b) Construction.  Construction charges apply if; (i) special construction is required to extend Service to the demarcation point; or 
(ii) other activities not covered under the Building Extension Service Service Schedule are required beyond the demarcation point, that 
cause CenturyLink to incur additional expenses for provisioning the Service (“Construction”).  If Customer does not approve of the 
Construction charges after CenturyLink notifies Customer of the charges, the Service ordered will be deemed cancelled. 
 
(c) Multiplexing.  Customer may request multiplexing for Special Access where available. CenturyLink will multiplex lower level 
local loop into a higher local loop, or vice-versa, for an additional charge.  CenturyLink offers multiplexing at a CPOP, at an On-Net Access 
building or at an ILEC/CLEC facility providing the Off-Net Access.  For multiplexing at a CenturyLink On-Net Access building, CenturyLink 
provides multiplexed circuit handoffs to Customer at the same On-Net Access Service Address.  For multiplexing at ILEC/CLEC facility, 
CenturyLink facilitates the delivery of multiplexed circuit handoffs to Customer at a single Service Address or at multiple Service Addresses 
per Customer’s request.  Multiplexing is generally available at DS1 and OCn circuit levels.  Pricing for multiplexing at an ILEC/CLEC 
facility is on an individual case basis. 
 



CENTURYLINK MASTER SERVICE AGREEMENT 
STATE, LOCAL AND EDUCATION GOVERNMENT AGENCIES VERSION  

CENTURYLINK® LOCAL ACCESS SERVICE EXHIBIT 
 

 

OMR #R085547 Page 3 of 5 
CONFIDENTIAL 

© CenturyLink.  All Rights Reserved. 
CGT v1.061719 

 

(d) Changes.  Ancillary change charge applies where Customer requests CenturyLink to change a local loop to a different Service 
Address that is within the same Customer serving wire center as the existing local loop, but a Cancellation Charge does not apply. 
 
5. Term; Cancellation.   
 
5.1 Term.  The term of an individual Service continues for the number of months specified in the attached pricing attachment for a 
particular Service Address or a quote or Order for Service issued by CenturyLink if the rates for Service at a particular Service Address 
are not included in the pricing attachment (“Service Term”).  Excluding voice loops and Data Center Access with a month-to-month Service 
Term, the Service Term will not be less than 12 months.  Service will continue month-to-month at the expiration of the Service Term at 
the existing rates, subject to adjustment by CenturyLink on 30 days’ written notice.   
 
5.2 Cancellation and Termination Charges. 
 
(a) Customer may cancel an Order (or portion thereof) prior to the delivery of a Connection Notice upon written notice to CenturyLink 
identifying the affected Order and Service.  If Customer does so, Customer will pay CenturyLink a cancellation charge equal to the sum 
of: (1) for Off-Net Access, third party termination charges for the cancelled Service; (2) for On-Net Access one month’s monthly recurring 
charges for the cancelled Service; (3) the non-recurring charges for the cancelled Service; and (4) CenturyLink’s out-of-pocket costs (if 
any) incurred in constructing facilities necessary for Service delivery. 
 
(b) Customer may terminate a specified Service after the delivery of a Connection Notice upon 30 days’ written notice to CenturyLink.  
If Customer does so, or if Service is terminated by CenturyLink as the result of Customer’s default, Customer will pay CenturyLink a 
termination charge equal to the sum of: (1) all unpaid amounts for Service actually provided; (2) 100% of the remaining monthly recurring 
charges for months 1-12 of the Service Term; (3) 50% of the remaining monthly recurring charges for month 13 through the end of the 
Service Term; and (4) if not recovered by the foregoing, any termination liability payable to third parties resulting from the termination and 
any out-of-pocket costs of construction to the extent such construction was undertaken to provide Service hereunder.  The charges in this 
Section represent CenturyLink’s reasonable liquidated damages and are not a penalty.  
 
(c) Customer Provided Access—Cancellation of Connectivity after Delivery of a Connection Notice.  To cancel CPA, 
Customer must provide CenturyLink with a written disconnect firm order confirmation (“DFOC”) notice from Customer’s CPA provider 
along with notice to cancel the CPA.  If Customer fails to provide CenturyLink with the DFOC notice within 30 calendar days after 
CenturyLink’s receipt of the notice to cancel the CPA, or if CenturyLink disconnects CPA for Cause, then CenturyLink may disconnect the 
CPA or require the CPA provider to do so.  Customer will remain liable for charges for the connectivity to CPA (even if Customer cannot 
use the CPA) until: (i) Customer furnishes the required DFOC to CenturyLink; or (ii) either party cancels the associated CPA with the CPA 
provider.   
 
6. Provisioning, Maintenance and Repair.  CenturyLink may re-provision any local access circuits from one off-net provider to 
another or to On-Net Access and such changes will be treated as scheduled maintenance.  Scheduled maintenance will not normally 
result in Service interruption.  If scheduled maintenance requires Service interruption CenturyLink will: (1) provide Customer seven days’ 
prior written notice, (2) work with Customer to minimize interruptions and (3) use commercially reasonable efforts to perform such 
maintenance between midnight and 6:00 a.m. local time.  Customer may request a technician dispatch for Service problems.  Before 
dispatching a technician, CenturyLink will notify Customer of the dispatch fee.  CenturyLink will assess a dispatch fee if it determines the 
problem is on Customer's side of the demarcation point or was not caused by CenturyLink’s facilities or equipment on CenturyLink’s side 
of the demarcation point.  If third-party local access services are required for the Services, Customer will: (4) provide CenturyLink with 
circuit facility and firm order commitment information and design layout records to enable cross-connects to CenturyLink Service(s) 
(provided by CenturyLink subject to applicable charges), (5) cooperate with CenturyLink (including changing demarcation points and/or 
equipment and providing necessary LOAs) regarding circuit grooming or re-provisioning, and (6) where a related Service is disconnected, 
provide CenturyLink a written DFOC from the relevant third-party provider.  
 
7. Other Terms. 
 
7.1 General.  Any references to a Revenue Commitment or Contributory Charges will not apply to this Service Exhibit.   
 
7.2. Cancellation and Termination Charges.  This Section replaces the Cancellation and Termination Charges Section in the 
Agreement: 
 

Termination.  Either party may terminate a specified Service: (a) as set forth above with 60 days’ prior written notice to the other 
party, or (b) for Cause.  Customer may cancel an Order (or portion thereof) for Service prior to the delivery of a Connection 
Notice upon written notice to CenturyLink identifying the affected Order and Service.  If Customer does so, Customer will pay 
Centurylink the termination charges set forth above, in addition to any and all charges that are accrued but unpaid as of the 
termination date.  If the Agreement is terminated by Customer for any reason other than for Cause, or by CenturyLink for Cause 
prior to the conclusion of the Term, all Services are deemed terminated, and Customer will pay the termination charges set forth 
above, in addition to any and all charges that are accrued but unpaid as of the termination date.  “Cause” means the failure of a 
party to perform a material obligation under the Agreement, which failure is not remedied: (a) for payment defaults by Customer, 
within five days of separate written notice from CenturyLink of such default; or (b) for any other material breach, within 30 days 
after written notice (unless a shorter notice period is identified in a Service Attachment). 
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7.3 Out-of-Service Credit.  For Services without a Service Level or applicable out-of-service credit for service interruption in a Tariff, 
this Out-of-Service Credit is the Service Level provision for purposes of the Agreement.  Customer must request the Out-of-Service Credit 
and open a trouble ticket to report to CenturyLink the interruption of Service to CenturyLink.  If CenturyLink causes Downtime, CenturyLink 
will give Customer a credit; such credit will be paid as a percentage of the Customer’s MRC based on the ratio of the number of minutes 
of Downtime relative to the total number of minutes in the month when the Downtime occurred.  No credits will be given where the 
Downtime is caused by: (a) the acts or omissions of Customer, its employees, contractors or agents or its End Users; (b) the failure or 
malfunction of equipment, applications or systems not owned or controlled by CenturyLink or its international service providers; (c) Force 
Majeure Events; (d) scheduled service maintenance, alteration or implementation; (e) the unavailability of required Customer personnel, 
including as a result of failure to provide CenturyLink with accurate, current contact information; (f) CenturyLink’s lack of access to the 
Customer premises where reasonably required to restore the Service; (g) Customer's failure to release the Service for testing or repair 
and continuing to use the Service on an impaired basis; (h) CenturyLink's termination of Service for Cause or Customer's violation of the 
Use of Service provisions in this Appendix or in the applicable Service Exhibit; or (i) improper or inaccurate network specifications provided 
by Customer.  “Downtime” is an interruption of Service confirmed by CenturyLink that is measured from the time Customer opens a trouble 
ticket with CenturyLink to the time Service has been restored.  “Cause” means the failure of a party to perform a material obligation under 
the Agreement, which failure is not remedied: (a) for payment defaults by Customer, within five days of separate written notice from 
CenturyLink of such default; or (b) for any other material breach, within 30 days after written notice. 
 
7.4 Service Notices. Notices for disconnection of Service must be submitted to CenturyLink via Email at: 
BusinessDisconnects@Centurylink.com.  Notices of non-renewal for Services must be sent via e-mail to: CenturyLink, Attn.: CenturyLink 
NoRenew, e-mail: Norenew@centurylink.com. Notices for billing inquiries/disputes or requests for Service Level credits must be submitted 
to CenturyLink via Customer’s portal at https://www.centurylink.com/business/login/ or via Email at: Care.Inquiry@Centurylink.com.  All 
other routine operational notices will be provided by Customer to its CenturyLink sales representative. 
 
7.5 Acceptable Use Policy and Use of Service.  CenturyLink may also terminate Service for Cause under this Section where 
Customer’s use of the Service: (a) is contrary to the Acceptable Use Policy incorporated by this reference and posted at 
http://www.centurylink.com/legal/, (b) constitutes an impermissible traffic aggregation or Access Arbitrage, (c) avoids Customer's 
obligation to pay for communication services, and (d) violates the Use of Service terms or compliance terms.  Customer may have 
obligations under 47 CFR 9.5 relating to 911 if Customer combines the Service with other products creating a VoIP or VoIP-like service 
that facilitates the transmission of voice services.    
 
7.6 CPNI.  CenturyLink is required by law to treat CPNI confidentially. Customer agrees that CenturyLink may share CPNI within its 
business operations (e.g., wireless, local, long distance, and broadband services divisions), and with businesses acting on CenturyLink’s 
behalf, to determine if Customer could benefit from the wide variety of CenturyLink products and services, and in its marketing and sales 
activities. Customer may withdraw its authorization at any time by informing CenturyLink in writing. Customer's decision regarding 
CenturyLink's use of CPNI will not affect the quality of service CenturyLink provides Customer. "CPNI" means Customer Proprietary 
Network Information, which includes confidential account, usage, and billing-related information about the quantity, technical configuration, 
type, destination, location, and amount of use of a customer’s telecommunications services. CPNI reflects the telecommunications 
products, services, and features that a customer subscribes to and the usage of such services, including call detail information appearing 
in a bill.  CPNI does not include a customer's name, address, or telephone number. 
 
7.7 Conflicts.  If a conflict exists among the provisions of the Service Attachments, the order of priority will be as follows: the Service 
Exhibit and then the Agreement.  
 
7.8 Fees.  Charges for certain Services are subject to (a) a property tax surcharge and (b) a cost recovery fee per month to reimburse 
CenturyLink for various governmental taxes and surcharges.  Such charges are subject to change by CenturyLink and will be applied 
regardless of whether Customer has delivered a valid tax exemption certificate.  For additional details on taxes and surcharges that are 
assessed, visit http://www.centurylink.com/taxes.  Additional rates, charges and fees for Service elements not identified in the Agreement 
are located in the applicable Tariff.  “Tariff” includes as applicable: CenturyLink state tariffs, price lists, price schedules, administrative 
guidelines, catalogs, and rate and term schedules incorporated by this reference and posted at http://www.centurylink.com/tariffs. 
 
8. Definitions.   
 
“CenturyLink Domestic Network” means the CenturyLink network located within the contiguous U.S., Alaska and Hawaii, which is 
comprised only of physical media, including switches, circuits, and ports that are operated by CenturyLink.   
 
“CPOP” means a CenturyLink-owned physical point of presence that lies directly on the CenturyLink Domestic Network where direct 
interconnection between the CenturyLink Domestic Network and a local access provider’s network is possible. 
 
 “Service Address” means the building where Customer receives Service.  Only a building that is classified by CenturyLink as a business 
address can be a Service address. 
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PRICING ATTACHMENT 
 
Except as set forth in this pricing attachment, capitalized terms will have the definitions assigned to them in the Agreement or the Local 
Access Service Exhibit.  
 
1. Customer will pay the MRCs and NRCs for Service at the particular Service Address; or NPA/NXX or CLLI if no Service Address 
is provided, set forth in the pricing table below.  In addition, Customer will pay all MRCs or NRCs for any ancillary services provided as 
described in the Local Access Service Exhibit, including without limitation Construction charges.  The MRCs and NRCs set forth below 
apply to new Service only and do not apply to Service ordered prior to the effective date of this pricing attachment.  All MRCs and NRCs 
set forth in the below table apply per circuit and not per Service Address.  Any modifications to any attribute of the particular Service in 
the pricing table below (i.e., the NPA/NXX or CLLI, Service Address, Type of Local Access, Service Term or circuit speed) will render the 
pricing below void, and Customer will pay the revised rates agreed upon by the parties for the particular Service at the Service Address 
or NPA/NXX or CLLI, as applicable.  If a DS1 is bonded with one or more DS1s to create a higher speed NxDS1 at the same Service 
Address, the MRC for the DS1 may be multiplied by the number of bonded DS1s to determine the MRC for the NxDS1.Any future Service 
ordered will be charged the current quoted MRC and NRC per Service as specified on a valid CenturyLink quote or Order, not the MRC 
and NRC per Service specified below.  No other discounts or promotions apply.  Certain types of Service have separate service or 
agreement requirements as defined in the Local Access Service Exhibit. 
 
 

For pricing, please refer to the RFP.  This Pricing Attachment will be completed upon award. 
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This Service Level Agreement (“SLA”) only applies to On-Net Access circuits (“Service”) ordered by CenturyLink’s customer 
(“Customer”) pursuant to a signed agreement (“Agreement”) with CenturyLink Communications, LLC f/k/a Qwest Communications 
Company, LLC d/b/a CenturyLink QCC (“CenturyLink”).  On April 1, 2014, Qwest Communications Company, LLC completed a name 
change to CenturyLink Communications, LLC.  References in supporting agreements or other documents, to Qwest Communications 
Company, LLC or its predecessors are replaced with “CenturyLink Communications, LLC.”  Service terminates at CenturyLink’s 
Minimum Point of Entry (MPOE) as determined by CenturyLink.  
 
1. Definitions 
 

“Calendar Month” refers to the period beginning at 12:00 midnight on the first day of a month and ending at 11:59 PM on the last day of 
that month. 
 
2. Availability Objective  
 

CenturyLink offers the following SLA for Service with a minimum one-year Service term.  The SLA is effective as of the first day of the 
second month after initial installation and Customer acceptance of Service. 
 

Customer will, subject to the terms, exclusions, and restrictions described in this SLA, be entitled to receive from CenturyLink a credit if 
the availability of a particular circuit (“Circuit Availability”) for any Calendar Month falls below the percentage shown in the applicable 
credit schedule included in this section.  CenturyLink guarantees the Circuit Availability only to the point to which CenturyLink can 
perform remote loop back testing, even if the demarcation point extends past such point.  Service will for purposes of this document be 
deemed to be unavailable to Customer only if the circuit (“Affected Circuit”) is subject to an interruption (other than as noted in this SLA) 
that results in the total disruption of the Service (“Outage”). 
 

The credit (“Outage Credit”) to which Customer may be entitled under this section will be equal to the applicable credit percentage 
identified in the table below of Customer’s monthly recurring charges (“MRCs”) for the Affected Circuit after application of any credits or 
discounts (“Eligible Circuit Charges”).  The Outage Credit will not include credits on any other MRCs charged to Customer for any other 
service. 
 

Circuit Availability Percentage is calculated as follows: 
 
(Applicable Days in Calendar Month x 24 x 60) - (Minutes of Outage on Affected Circuit in Calendar Month) 
 _________________________________________________________________________________________________________________________    x 100 
 (Applicable Days in Calendar Month x 24 x 60) 
 
For purposes of measuring Customer’s Circuit Availability, the CenturyLink Trouble Management System determines the number of 
minutes of an Outage.  An Outage will be deemed to commence upon verifiable notification thereof by Customer to the CenturyLink 
Trouble Management System, and CenturyLink’s issuance of a trouble ticket.  An Outage will conclude upon the restoration of the 
Affected Circuit as evidenced by the appropriate network tests conducted by CenturyLink. 
 

Credit Schedule for Service 

Circuit Availability Amount of Credit 
(as a % of the Eligible Circuit 

Charges for the Affected Circuit) 
Upper Level Lower Level 

100% 99.999% 0% 
< 99.999% 99.99% 5% 
< 99.99% 99.9% 10% 
< 99.9% 99.5% 25% 
< 99.5% 0% 50% 

 

Subject to the terms, exclusions and restrictions described in this SLA, in the event Customer experiences chronic Outages with 
respect to any circuit, Customer will be entitled to terminate the Affected Circuit.  A circuit suffers from chronic Outages if such circuit, 
measured over any Calendar Month, experiences more than five Outages, or more than 48 aggregate hours of Outages.  Customer 
may as its sole and exclusive remedy for chronic Outages, upon 30 days’ prior written notice to CenturyLink, terminate the Affected 
Circuit without incurring any termination charges associated with that Affected Circuit except for all usage charges accrued to the date 
of termination.  Customer must exercise any termination right available to it under this section within 30 days after Customer first 
becomes eligible to exercise the termination right.  In the event Customer fails to comply with the condition set forth in the immediately 
preceding sentence, Customer will, with respect to the termination right, have waived its right to such termination right. 
 
3. Terms and Conditions 
 

CenturyLink is offering Service in accordance with the applicable CenturyLink agreement.  In the event of a conflict between the terms 
of this document and the Rate and Services Schedule or applicable CenturyLink agreement, the terms of this document will control.  
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To be eligible for an Outage Credit under this SLA, Customer must, in addition to complying with the other terms included in this SLA, 
(i) be in good standing with CenturyLink and current in their obligations, other than those invoices that are recognized as being in 
dispute, and (ii) submit necessary supporting documentation and request reimbursement or credits hereunder within 30 days of the 
Outage resolution.  In the event Customer fails to comply with the condition set forth in the immediately preceding sentence, Customer 
will, with respect to that remedy, have waived its right to such remedy. 
 

CenturyLink will determine the Outage Credits provided to Customer by totaling the eligible Outage minutes throughout the Calendar 
Month on an Affected Circuit, subject to the restrictions and exclusions in this SLA.  Outage Credits for any Calendar Month must 
exceed $25.00 to be processed.  In no case will CenturyLink provide credit to Customer for an Affected Circuit that exceeds the monthly 
recurring charge or the stated applicable maximum credit percentage.  Customer may receive Outage Credits for a particular Affected 
Circuit for a maximum of four months in any 12-month period. 
 

CenturyLink will give notice to Customer of any scheduled maintenance as early as is practicable and a scheduled outage will under no 
circumstances be viewed as an Outage hereunder.  
 

The remedies included in this SLA are Customer’s sole and exclusive remedies for disruption of Service and will apply in lieu of any 
other Service interruption guarantee or credit, outage guarantee or credit or performance credit for which Customer might have 
otherwise been eligible.  If Customer receives an Outage Credit, Customer is not entitled to receive any other credit that may be 
available under the local access service provided or ordered by CenturyLink on behalf of Customer for the Affected Circuit in that 
Calendar Month.  
 

Except as provided in this SLA, the objectives and related remedies set forth herein will not apply to CenturyLink services other than the 
Service. 
 
4. Restrictions and Exclusions 
 
An Outage will not be deemed to have occurred if the Service is unavailable or impaired due to any of the following:  
 

(a) Interruptions on a circuit that is not an “Accepted Circuit” where an Accepted Circuit is one that CenturyLink and Customer 
have tested and mutually agree is working as ordered following provisioning of an order or change order; 

(b) Interruptions caused by the negligence, error or omission of Customer or others authorized by Customer to use or modify 
Service;  

(c) Interruptions due to failure of power at Customer premises or failure or poor performance of Customer’s premises equipment;  
(d) Interruptions during any period in which CenturyLink or its agents are not afforded access to the premises where Service is 

terminated, provided such access is reasonably necessary to prevent a degradation or to restore Service;  
(e) Interruptions during any period when CenturyLink has posted on the CenturyLink Web site or communicated to Customer in 

any other manner that Customer’s Service will be unavailable for maintenance or rearrangement purposes, or Customer has 
released Service to CenturyLink for the installation of a customer service order; 

(f) Interruptions during any period when Customer elects not to release the circuit for testing and/or repair and continues to use it 
on an impaired basis; 

(g) Interruptions resulting from force majeure events beyond the reasonable control of CenturyLink including, but not limited to, 
acts of God, government regulation, labor strikes, national emergency or war (declared or undeclared); 

(h) Interruptions resulting from Customer’s use of Service in an unauthorized or unlawful manner; 
(i) Interruptions resulting from a CenturyLink disconnect for Customer’s breach of a term set forth in the Agreement pursuant to 

which CenturyLink is providing Service to Customer;  
(j) Interruptions resulting from incorrect, incomplete or inaccurate orders from Customer;  
(k) Interruptions due to improper or inaccurate network specifications provided by Customer;  
(l) Interruptions resulting from a failure of a carrier other than CenturyLink providing local access circuits; or 
(m) Special configurations of the Service that have been mutually agreed to by CenturyLink and Customer; provided, however, 

CenturyLink may provide a separate service level agreement to Customer for those special configurations. 
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1. General; Definitions.  This Service Exhibit is applicable only where Customer orders Domestic Network Diversity (the 
“Service” or “Diversity”) for underlying services in the continental United States and incorporates the terms of the Master Service 
Agreement or other service agreement and RSS, under which CenturyLink provides services to Customer (the “Agreement”).  
CenturyLink may subcontract any or all of the work to be performed under this Service Schedule.  All capitalized terms that are used 
but not defined in this Service Exhibit are defined in the Agreement or Order.  Customer may submit requests for Service in a form 
designated by CenturyLink (“Order”). 
 

“Card Diversity” means the secondary or diverse circuit that originates and/or terminates onto a separate card on the same device 
within the same CenturyLink POP as the primary circuit. 
 

“CenturyLink Domestic Network” means the CenturyLink network located within the contiguous U.S., Alaska and Hawaii, which is 
comprised only of physical media, switches, including switches, circuits, and ports that are operated by CenturyLink.  
 

“Dedicated IP Access” means a special access local loop connection, from the Customer premises to an IP POP (“POP”).  
 

“Device Diversity” means the secondary or diverse circuit that originates and/or terminates in a separate aggregation device (such as 
routers, switches) within the same IP POP as the primary service.  
 

“ELA" or "Ethernet Local Access” means CenturyLink Provided Access using Ethernet over SONET technology and is available at 
bandwidths varying from 1 Mbps to 1,000 Mbps (1Gbps). 
 

“IP POP” is a CenturyLink POP where IP edge routers are located on the CenturyLink Domestic Network and IQ Networking Service is 
available. 
 

“IP POP Diversity” means the diverse circuit that originates and/or terminates in a physically separate IP POP from the primary circuit. 
“CenturyLink POP” means a point of presence ("POP") on the CenturyLink Domestic Network.  
 

“Pricing Attachment” means a document containing rates specific to the Service and is incorporated by reference and made a part of 
this Service Exhibit.  
 

“Single Circuit Diversity” unless otherwise stated in this Service Exhibit, means an individual circuit on the CenturyLink Domestic 
Network that either: (a) is routed to, or; (b) avoids a specified geographic location along the circuit’s path between the originating and 
terminating CenturyLink transport POP buildings, subject to availability. 
 

“SLA” means the service level agreement specific to the Service, located at http://www.centurylink.com/legal/, which is subject to 
change. 
  

“Special Access” means CenturyLink Provided Access using Digital Signal speeds DS-0, DS-1, and DS-3 or Optical Carrier signal 
speeds OC-3, OC-12, OC-48, and OC-192. 
 

“Switch Diversity” means the secondary or diverse circuit that originates and/or terminates in a separate CenturyLink switch from the 
primary circuit.  Depending on available network facilities, the circuits may originate and/or terminate at the same or different 
CenturyLink POP. 
 

“Transport Diversity” means two or more diversely related circuits that are independently routed on the CenturyLink Domestic Network 
transport systems between the originating and terminating CenturyLink POP buildings, subject to availability.  At Customer's request 
and subject to availability, CenturyLink will provision diversely related Underlying Services from different CenturyLink POP buildings in 
the originating and/or terminating cities.  In some instances, the diverse circuit may share common network facilities, infrastructure, 
and/or buildings with the primary circuit.  
 

“Underlying Service” means an approved CenturyLink service offering on the CenturyLink Domestic Network that also supports 
Diversity.  
 

“Wavelength Local Access” means CenturyLink Provided Access using wave division multiplexing technology at bandwidths of 1 GbE, 
10 GbE LAN PHY, 2.5 G (OC48), 10 GbE WAN PHY (OC192), 40G, OTU1, OTU2, OTU3, 1G, 2G, 4G and 10G. 
 
2. Service.   
 
2.1 Description.  Diversity is an enhanced routing option that routes an Underlying Service according to either:  (a) a Customer-
defined routing between two or more diversely related circuit(s); or (b) a predefined path that either routes to or avoids a specified 
geographic location on the circuit path (“Single Circuit Diversity”) according to Customer's requirements, unless otherwise noted below; 
and (c) identifies and maintains the diversely routed circuit(s) in the CenturyLink provisioning systems, until the Service is cancelled.  
Diversity does not provide switching and/or routing of Customer’s digital transmissions between primary and diversely routed circuits in 
the event of a failure on any one circuit or port.  CenturyLink only offers protection switching, if any, inherent with the Underlying 
Services.  The Diversity options described in this Service Exhibit are subject to availability and technical feasibility.  The SLA is effective 
as of the first day of the second month after initial installation of Service.  The SLA provides Customer’s sole and exclusive remedy for 
service interruptions or service deficiencies of any kind whatsoever for the Service.  CenturyLink’s Underlying Services include:  
Domestic Private Line Service, EPL, Optical Wavelength, IQ Networking Service (including Internet Ports and Private Ports), ATM 
Service, Frame Relay Service, Dedicated Domestic Outbound/Inbound Long Distance Service (“Long Distance”), and related Local 
Access Service.  The Underlying Services will, except to the extent modified in this Service Exhibit, be offered pursuant to the terms 
and conditions of the Agreement, Service Exhibits, and/or RSS applicable to the Underlying Services.   
 
2.2 Diversity Configurations.  Diversity configurations vary based on the Underlying Service.  See below for options, subject to 
available network facilities.   
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(a) Domestic Private Line Diversity Service.  Domestic Private Line Diversity Service is offered at circuit speeds of DS-1, DS-3, 
OC-3, OC-12, and OC-48.  CenturyLink does not offer DS-0 and Fractional DS-1 Domestic Private Line Diversity Services.  CenturyLink’s 
routing of the diverse Domestic Private Line circuit(s) is based on the route of the designated working path of the circuit(s).  Domestic 
Private Line Diversity Service is offered in the following configurations, but not in combination: Single Circuit Diversity or Transport 
Diversity.  In some instances, the diverse circuit may share common network facilities, infrastructure, and/or buildings with the primary 
circuit. 
 
(b) EPL Diversity Service.  EPL Diversity Service is offered at circuit speeds of 50 Mbps, 100 Mbps, 150 Mbps, 500 Mbps, 600 
Mbps, and 1000 Mbps.  CenturyLink’s routing of the diverse EPL circuit(s) is based on the route of the designated working path of the 
circuit(s).  EPL Diversity Service is offered in the following configurations, but not in combination: Single Circuit Diversity or Transport 
Diversity.   
 
(c) Optical Wavelength Diversity Service.  Optical Wavelength Diversity Service is offered as an unprotected point-to-point 
transmission path between an originating and terminating CenturyLink POP at circuit speeds of 1 GbE, 2.5 Gbps and 10 Gbps.  Optical 
Wavelength Diversity Service is offered in the following configurations, but not in combination: Single Circuit Diversity or Transport 
Diversity.  
 
(d) IQ Networking Diversity Service.  IQ Networking is offered at circuit speeds of DS-1, IMA (2xDS-1 up to 8xDS-1s), DS-3, 
OC-3, OC-12, and OC-48 transmission rates.  DS-1s within an Nx bundle must all connect to the same POP.  IQ Networking Diversity 
Service is offered in the following configurations but not in combination:  IP POP Diversity, Device Diversity, Card Diversity, or Single 
Circuit Diversity.  IQ Networking Single Circuit Diversity on the CenturyLink Domestic Network means a circuit that is routed to a 
specified IP POP.  The secondary or diverse circuit cannot be used to load-balance Customer’s traffic.  The secondary or diverse circuit 
may share common network facilities, infrastructure, and/or buildings with the primary circuit.   
 
(e) ATM/Frame Relay Diversity Service.  ATM Diversity Service is offered at circuit speeds of DS-1, IMA (2xDS-1 up to 8xDS-
1s), DS-3, OC-3, and OC-12 and Frame Relay Diversity Service is offered at circuit speeds of DS-1 and DS-3.  DS-1s within an Nx 
bundle must all connect to the same POP.  ATM/Frame Relay Diversity is offered in the following configurations, but not in combination: 
POP Diversity, Switch Diversity, Card Diversity, or Single Circuit Diversity.  The diverse circuit may share common network facilities, 
infrastructure, and/or buildings with the primary circuit. 
 
(f) Long Distance Diversity Service.  Long Distance Diversity Service is offered at circuit speeds of DS-1, DS-3, OC-3, OC-12, 
and OC-48.  The diverse circuit may share common network facilities, infrastructure, and/or buildings with the primary circuit.  Long 
Distance Diversity Service is offered in the following configurations, but not in combination: Single Circuit Diversity, Switch Diversity, or 
Card Diversity.  Long Distance Single Circuit Diversity on the CenturyLink Domestic Network means a circuit that is routed to a 
specified CenturyLink voice switch.  
 
(g) Local Access Diversity Service.  Local Access Diversity Service is an enhancement to Local Access that: (a) routes circuits 
based on Customer’s reasonable routing requirements; and (b) identifies and maintains the Local Access circuits as diversely routed 
circuits in the CenturyLink provisioning systems.  Local Access Diversity Service is offered with: (c) Special Access at circuit speeds of 
DS-1, 2xDS-1 up to 8xDS-1*, DS-3, OC-3, OC-12, and OC-48; (d) ELA at bandwidths varying from 1 Mbps to 1000 Mbps (1Gbps); or 
(e) Wavelength Local Access at 1 Gbps, 2.5 Gbps and 10 Gbps and may include CenturyLink ordering circuits utilizing alternate Central 
Offices or alternate Serving Wire Centers.  DS-1s within an Nx bundle must all connect to the same POP.  CenturyLink does not have 
direct control of the routing, installation, maintenance, performance, etc. of the third party local access facilities ordered on behalf of the 
Customer.  
 
2.3 Ordering of Diversity Services.  CenturyLink will notify Customer of acceptance of requested Service in the Order by delivering 
the date by which CenturyLink will install Service (the “Customer Commit Date”).  CenturyLink will use commercially reasonable efforts to 
install each Service on or before the Customer Commit Date, but the inability of CenturyLink to deliver Service by that date will not be a 
default under the Agreement.     
 
2.4 Service Conditions. 
 
(a) CenturyLink will not provide special construction as part of the Service.  Any requests for special construction are handled on 
an individual case basis.   
 
(b) Customer understands and agrees that CenturyLink has no visibility into the location of fiber strands, conduits, and other 
network facilities of other carriers and that CenturyLink will not attempt to identify and/or manage other carrier’s facilities as part of the 
Service.  Furthermore, Customer understands and agrees that CenturyLink may rearrange (groom) Customer’s circuits in accordance 
with standard CenturyLink network maintenance activities.  If a CenturyLink-initiated network rearrangement removes the Customer’s 
diversity, then CenturyLink will notify Customer to determine alternative Diversity solutions, if any.   
 
(c) Customer may experience increased latency on diversely routed circuit(s) due to increased actual routing mileage.  
 
(d) Single Diverse Circuit Additional Mileage Charges.  If CenturyLink, in its sole discretion, determines that Customer’s 
specified geographic routing criteria on a Single Circuit Diversity request results in excessive additional mileage, CenturyLink may 
charge Customer actual mileage charges on the Underlying Service. 
 
(e) Customer acknowledges that diverse circuits must have traffic on them for CenturyLink to monitor connectivity. 
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3. Term.  The term of this Service Exhibit will begin on the Effective Date of the Agreement (or, if applicable, an amendment to 
the Agreement if Customer adds this Service Exhibit after the Effective Date of the Agreement) and will continue until the termination of 
the last Service ordered under this Service Exhibit.  Service will automatically terminate on the termination of the Underlying Service.   
 
4. Charges.  Customer will pay all Diversity charges set forth in a valid quote, Order Form or Pricing Attachment, in addition to 
the charges for the Underlying Services.  If backhaul routing is required to complete Customer’s Diversity order for IQ Networking 
(including Internet Ports and Private Ports), ATM Service, Frame Relay Service, or Long Distance, Customer will pay the backhaul 
charges for each diversely routed circuit.  CenturyLink will deliver written or electronic notice (a “Connection Notice”) to Customer when 
Service is installed, at which time billing will commence ("Service Commencement Date"). The Service is not entitled to the CTA 
Discount.  Additional rates, charges and fees for Service elements not identified in the Agreement are located in the applicable Tariff.  
“Tariff” includes as applicable: CenturyLink state tariffs, price lists, price schedules, administrative guidelines, catalogs, and rate and 
term schedules incorporated by this reference and posted at http://www.centurylink.com/tariffs. 
 
5. Other Terms. 
 
5.1 General.  Any references to a Revenue Commitment or Contributory Charges will not apply to this Service Exhibit.  
 
5.2. Cancellation and Termination Charges.  This Section replaces the Cancellation and Termination Charges Section in the 
Agreement: 
 
(a) Cancellation.  Customer may cancel an Order (or portion thereof) prior to the delivery of a Connection Notice upon written 
notice to CenturyLink identifying the affected Order and Service.  Cancellation of an Order for Diversity will also cancel the Order for the 
Underlying Service and any cancellation charges for the Underlying Service will apply. 
 
(b) Termination.  Either party may terminate Diversity (i) after the delivery of a Connection Notice upon 60 days’ prior written 
notice to the other party, or (ii) for Cause.  If Customer terminates Diversity for any reason other than for Cause, or if Diversity is 
terminated by CenturyLink for Cause, Customer will also terminate the Underlying Service and Customer will pay CenturyLink the 
termination charge for the Underlying Service in addition to any charges for Diversity incurred but unpaid through the effective date of 
the termination.  “Cause” means the failure of a party to perform a material obligation under the Agreement, which failure is not 
remedied: (a) for payment defaults by Customer, within five days of separate written notice from CenturyLink of such default; or (b) for 
any other material breach, within 30 days after written notice (unless a shorter notice period is identified in a Service Attachment).  The 
charges in this Section represent CenturyLink’s reasonable liquidated damages and are not a penalty.  
 
(c) If the Agreement is terminated by Customer for any reason other than for Cause, or by CenturyLink for Cause prior to the 
conclusion of the Term, all Services are deemed terminated, and Customer will pay the applicable termination charges for all Services, 
in addition to any and all charges that are accrued but unpaid as of the termination date.  
 
5.3 Installation, Maintenance and Repair.  The following are supplemental terms to the Scheduled Maintenance and Local 
Access section of the Agreement: (a) Provision of Services is subject to availability of adequate capacity and CenturyLink’s acceptance 
of a complete Order Form and (b) Customer is responsible for any facility or equipment repairs on Customer’s side of the demarcation 
point. Customer may request a technician dispatch for Service problems. Before dispatching a technician, CenturyLink will notify 
Customer of the dispatch fee. CenturyLink will assess a dispatch fee if it determines the problem is on Customer's side of the 
demarcation point or was not caused by CenturyLink’s facilities or equipment on CenturyLink’s side of the demarcation point. “Order 
Form” includes both order request forms and quotes issued by CenturyLink. If a CenturyLink service requires a quote to validate the 
Order Form pricing, the quote will take precedence over the order request form, but not over the Service Exhibit. 
 
5.4 Service Notices. Notices for disconnection of Service must be submitted to CenturyLink via Email at: 
BusinessDisconnects@Centurylink.com. Notices of non-renewal for Services must be sent via e-mail to: CenturyLink, Attn.: 
CenturyLink NoRenew, e-mail: Norenew@centurylink.com. Notices for billing inquiries/disputes or requests for Service Level credits 
must be submitted to CenturyLink via Customer’s portal at https://www.centurylink.com/business/login/ or via Email at: 
Care.Inquiry@Centurylink.com. All other routine operational notices will be provided by Customer to its CenturyLink sales 
representative. 
 
5.5 Acceptable Use Policy and Use of Service.  CenturyLink may also terminate Service for Cause under this Section where 
Customer’s use of the Service: (a) is contrary to the Acceptable Use Policy incorporated by this reference and posted at 
http://www.centurylink.com/legal/, (b) constitutes an impermissible traffic aggregation or Access Arbitrage, (c) avoids Customer's 
obligation to pay for communication services, and (d) violates the Use of Service terms or compliance terms.  
 
5.6 CPNI.  CenturyLink is required by law to treat CPNI confidentially. Customer agrees that CenturyLink may share CPNI within 
its business operations (e.g., wireless, local, long distance, and broadband services divisions), and with businesses acting on 
CenturyLink’s behalf, to determine if Customer could benefit from the wide variety of CenturyLink products and services, and in its 
marketing and sales activities. Customer may withdraw its authorization at any time by informing CenturyLink in writing. Customer's 
decision regarding CenturyLink's use of CPNI will not affect the quality of service CenturyLink provides Customer. "CPNI" means 
Customer Proprietary Network Information, which includes confidential account, usage, and billing-related information about the 
quantity, technical configuration, type, destination, location, and amount of use of a customer’s telecommunications services. CPNI 
reflects the telecommunications products, services, and features that a customer subscribes to and the usage of such services, 
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including call detail information appearing in a bill. CPNI does not include a customer's name, address, or telephone number. 
 
5.7 Conflicts.  If a conflict exists among the provisions of the Service Attachments, the order of priority will be as follows: the 
Service Exhibit, the RSS or ISS, the general terms of the Agreement, SLA, SOW (if any) and Order Form, as applicable, and then any 
other documents attached or expressly incorporated into the Agreement. “ISS” means CenturyLink’s Information Services Schedule 
incorporated by this reference and posted at: http://www.centurylink.com/tariffs/clc_info_services.pdf .“RSS” means as applicable: 
CenturyLink’s Rates and Services Schedules incorporated by this reference and posted at 
http://www.centurylink.com/tariffs/fcc_clc_ixc_rss_no_2.pdf for CenturyLink's International RSS and at 
http://www.centurylink.com/tariffs/fcc_clc_ixc_rss_no_3.pdf for CenturyLink’s Interstate RSS. “Tariff” includes as applicable: 
CenturyLink state tariffs, price lists, price schedules, administrative guidelines, catalogs, and rate and term schedules incorporated by 
this reference and posted at http://www.centurylink.com/tariffs.  
 
5.8 Fees.  Charges for certain Services are subject to (a) a property tax surcharge and (b) a cost recovery fee per month to 
reimburse CenturyLink for various governmental taxes and surcharges.  Such charges are subject to change by CenturyLink and will be 
applied regardless of whether Customer has delivered a valid tax exemption certificate. 
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This Domestic Network Diversity Service Pricing Attachment (“Pricing Attachment”) is appended to, and subject in all respects 
to, the CenturyLink® Master Service Agreement between CenturyLink Communications, LLC and Customer (“Agreement”) and the 
Domestic Network Diversity (“Diversity”) Service Exhibit to which this is attached.  Except as set forth in this Pricing Attachment, 
capitalized terms will have the definitions assigned to them in the Agreement or the Domestic Network Diversity Service Exhibit.   

Pricing in this Pricing Attachment is for Diversity-related charges only.  The Agreement, Service Exhibit, and/or 
Services Schedule contain the pricing and terms for the Underlying Service(s).  
 

RATES AND CHARGES 
1.  Rates and Charges - The following rates and charges apply to Domestic Network Diversity Service based on the Underlying 

Service's circuit speed. 
Diversity Enhancement Monthly Recurring Charges – Customer will pay only one Diversity Enhancement MRC per end to end 

circuit (that is with or without diversity on the CenturyLink ordered local access). 
 

 
For pricing, please refer to the RFP.  This Pricing Attachment (tables below) will be completed upon award. 

 
 
 

1.  CenturyLink IQ Networking Diversity Service Rates 
Check the applicable elements of Diversity Service ordered. 

 IP POP Diversity    Device (Router) Diversity 
 Card Diversity     Single Circuit Diversity 

 
Location: 
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Circuit 
Type 

Circuit ID 
(if 

available) 
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2.  Local Access Diversity Service Rates  
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CENTURYLINK DOMESTIC NETWORK DIVERSITY 
SERVICE LEVEL AGREEMENT 

(not applicable to services offered under the CenturyLink Wholesale and Enhanced Services Agreements) 
 

 
1. Service Level Agreement.  This Service Level Agreement (“SLA”) applies to Domestic Network Diversity Service (“Diversity” or 
“Service”) ordered by CenturyLink’s customer (“Customer”) pursuant to a signed agreement (“Agreement”) with Qwest Communications 
Company, LLC d/b/a CenturyLink QCC (“CenturyLink”).  Capitalized terms not defined in this SLA are defined in the Agreement.applies 
to the Diversity enhancement only.  This SLA applies to the Diversity enhancement only.  For purposes of this SLA, the CenturyLink 
Trouble Management System will be the sole source to determine the Customer’s Diversity Availability.  Unavailability will be deemed to 
commence upon verifiable notification thereof by Customer to the CenturyLink Trouble Management System, CenturyLink’s issuance of 
a trouble ticket and verification by the CenturyLink Trouble Management System of Unavailability.  Unavailability will conclude upon the 
restoration of the Service as evidenced by CenturyLink.   
 
2  Service Availability.  Customer will, subject to the terms, exclusions, and restrictions described herein, be entitled to receive from 
CenturyLink a credit if the Diversity for Domestic Private Line Service, Optical Wavelength Service Service, PRN Service, CenturyLink IQ™ 
Networking Service, ATM Service, Frame Relay Service, or Long Distance is unavailable as a result of CenturyLink‘s failure to maintain the 
desired Diversity routing on the CenturyLink Domestic Network, based upon the Diversity routing confirmed by CenturyLink at the time of 
ordering (“Unavailability”).  The credit to which Customer may be entitled under this Section will be equal to 100% of the Diversity 
enhancement MRC for each of the affected circuits for the calendar month in which Diversity was Unavailable.   
 
3   Network Rearrangements.  In the event CenturyLink will perform a network rearrangement that materially affects Customer’s 
Service such that the Diversity routing is terminated, then CenturyLink will provide prior notice in a commercially reasonable timeframe 
to Customer of an alternative Diverse routing of the affected circuit(s).  Customer’s existing charges of the Diversity enhancement and 
Underlying Service will not change as a result of Customer’s acceptance of the alternative Diversity routing.  Customer acceptance of 
alternative diverse routing will not be unreasonably withheld.  Should Customer not accept the proposed alternative Diversity rerouting, 
Customer may as its sole and exclusive remedy, terminate the affected Service along with the affected Underlying Services without 
incurring cancellation charges for the Underlying Service, provided however, that Customer will be liable for any cancellation charges 
for circuits requiring special construction, third party cancellation charges, and Leased Local Access cancellation charges, if any, as 
more particularly set forth in the applicable Services Exhibit and/or Services Schedule for the Underlying Services.   
 
4  Terms and Condition for the SLA. 
 
4.1  To be eligible for a credit under this SLA, Customer must, in addition to complying with the other terms included herein:  (a) be in 
good standing with CenturyLink and current in its obligations, other than those invoices that are recognized as being in dispute; and 
(b) submit necessary supporting documentation (if applicable) and request reimbursement or credit hereunder within 30 days of the 
conclusion of the service month in which the requisite Unavailability occurs.  In the event Customer fails to comply with the condition set 
forth in the immediately preceding sentence, Customer will have waived such right. 
 
4.2  Customer must exercise any termination right available to it under this SLA within 30 calendar days after Customer first becomes 
eligible to exercise the termination right.  In the event Customer fails to comply with the condition set forth in the immediately preceding 
sentence, Customer will have waived such right.  
 
4.3  The credit will not include credits on any other MRCs charged to Customer for any other Service including the Underlying Services.  
In no circumstance will Customer receive a credit that exceeds 100% of the Diversity enhancement MRC.  Outages of the Underlying 
Services are governed by the service level agreement for such Underlying Service and CenturyLink will not provide a credit under this 
Service Level Agreement for failures of Diversity caused by outages.  
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1. General; Definitions.  This Service Exhibit for Products and Services (collectively “Solutions”) is attached to and subject in all 
respects to the CenturyLink Master Service Agreement, CenturyLink Total Advantage, or CenturyLink Loyal Advantage Agreement 
between CenturyLink QCC and Customer.  Capitalized terms not defined herein are defined in the Agreement.  CenturyLink QCC will 
provide Solutions under the terms of the Agreement, the Service Exhibit, the Purchase Order and/or SOW.  This Service Exhibit may 
not be used for the purchase of voice, data or IP services.  In the event of a conflict in any term of any documents that govern the 
provision of Solutions hereunder, the following order of precedence will apply in descending order of control: any SOW, any Detailed 
Description(s), this Service Exhibit, the Agreement, and any PO.  With respect to the Agreement, “Service” is replaced by “Solution” as 
defined herein, and “Order Form” is replaced with “Purchase Order” as defined herein. 
“Change Order” means any change, submitted by Customer to CenturyLink or CenturyLink to Customer, to a SOW that was previously 
agreed upon by CenturyLink and Customer.  Customer will be responsible for all charges related to such SOW Change Order. 
“CPE” means either: (a) Customer Purchased Equipment, or (b) Customer Premises Equipment; and consists of hardware, software 
and materials used in the transport and/or termination/storage of data and voice transmission. 
“Detailed Description(s)” means the terms and conditions of the Solution provided by CenturyLink which are posted at 
http://www.centurylinkselectadvantage.com/. 
“Products” means CPE and Software offerings from CenturyLink. 
“Purchase Order” or “PO” means either (a) a written document issued by Customer for the procurement of Solutions from CenturyLink; 
or (b) a CenturyLink quote or service order signed by Customer. 
“Services” means offerings from CenturyLink that (a) install, maintain or manage CPE; (b) support Customer network management 
objectives, or (c) are consulting, professional, technical, development, and/or design services. 
“Software” means software license offerings. 
“SOW” means a statement of work that provides specific details, agreed to by CenturyLink and Customer, relating to the Solution 
purchased under a PO or the SOW.  Agreement on the terms of the SOW will be satisfied by CenturyLink sending the final version of 
the SOW to Customer; and Customer’s signature on the SOW.   
 
2. CenturyLink Select Advantage Solutions. 
 

2.1 Purchase.  Customer may purchase Solutions by issuing a PO to CenturyLink, or executing an SOW.  Customer’s purchase 
of Solutions is subject to and controlled by Detailed Description(s) which are posted at http://www.centurylinkselectadvantage.com/ and 
are incorporated by this reference.  Customer must register to create a username and password the first time the Web site is accessed 
to view these Detailed Descriptions.  By issuing a PO or executing an SOW with CenturyLink, Customer warrants that Customer has 
read and agrees to the terms and conditions of the Detailed Description(s).  CenturyLink reserves the right to amend the Detailed 
Description(s) effective upon posting to the Web site.  Customer’s continued use of the Solution constitutes acceptance of those 
changes.  If a PO issued by Customer contains any preprinted terms, those terms will not amend, modify or supplement this Service 
Exhibit in any way whatsoever, notwithstanding any provisions in a PO to the contrary.  Any PO or SOW must (a) reference and 
incorporate this Service Exhibit and its Effective Date, (b) contain the Customer’s exact legal name, and (c) include any other 
requirements as may be further described in the Detailed Description(s). 
 

2.2 Limitation of Liability.  IN ADDITION TO THE LIMITATION OF LIABILITY UNDER THE AGREEMENT, CENTURYLINK’S 
TOTAL AGGREGATE LIABILITY ARISING FROM OR RELATED TO SOLUTIONS PURCHASED UNDER THIS SERVICE EXHIBIT, 
UNLESS OTHERWISE STATED IN THE DETAILED DESCRIPTIONS OR SOW, WILL IN NO EVENT EXCEED: (A) FOR CLAIMS 
ARISING OUT OF PRODUCTS, THE AMOUNT OF THE PRODUCT SET FORTH IN THE PO RELATING SOLELY TO THE 
AFFECTED PRODUCT; AND (B) FOR CLAIMS ARISING OUT OF NONRECURRING SERVICES, THE AMOUNT OF THE SERVICE 
SET FORTH IN THE PO OR SOW. 
 
2.3 Additional Indemnification.   CUSTOMER WILL DEFEND AND INDEMNIFY CENTURYLINK, ITS AFFILIATES, AGENTS 
AND CONTRACTORS FROM ALL THIRD PARTY CLAIMS, LIABILITIES, FINES, PENALTIES, COSTS AND EXPENSES, 
INCLUDING REASONABLE ATTORNEYS’ FEES, ARISING FROM OR RELATED TO CUSTOMER’S, CUSTOMER’S END USER’S 
 OR CUSTOMER’S THIRD PARTY PROVIDER’S ACTS, OMISSIONS (INCLUDING THE FAILURE TO PURCHASE OR IMPLEMENT 
FEATURES THAT ENABLE THE RECEIPT AND TRANSMISSION OF DIRECT-DIAL “911” CALLS OR MULTI-LINE TELEPHONE 
SYSTEM NOTIFICATIONS), OR FAILURES OF CONNECTIVITY THAT IMPEDE, PREVENT OR OTHERWISE MAKE INOPERABLE 
THE ABILITY  OF CUSTOMER OR ITS END USERS TO DIRECTLY DIAL “911” OR TO RECEIVE OR TRANSMIT MULTI-LINE 
TELEPHONE SYSTEM NOTIFICATIONS, AS REQUIRED BY LAW, IN THE UNITED STATES.  
 
3. Term; Termination.  This Service Exhibit will commence on the Effective Date of the Agreement (or, if applicable, an 
amendment to the Agreement if this Service Exhibit is added to the Agreement after its Effective Date), and will remain in effect until 
canceled by either party upon 30 days prior written notice to the other party, or as otherwise stated in the SOW.  If Service is terminated 
for any reason other than Cause, Service may be subject to Termination Charges as set forth in the Detailed Descriptions or SOW.  
Termination will not affect obligations under Purchase Orders accepted prior to the effective date of termination, and this Service Exhibit 
will remain in effect as to such obligations in the event it would otherwise have terminated.   
 
4. Charges.  Charges for Solutions will be specified in each PO or SOW and are due and payable upon Customer’s receipt of 
the invoice or as otherwise stated in the PO or SOW.  Any payment not received within 30 days after the invoice date may be subject to 
interest charges as permitted by applicable law.  Customer will not be eligible for any discounts or promotional offers other than those 
specifically set forth in an executed PO.  
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1. General.  CenturyLink QCC will provide Telecommunications Service Priority (“Service” or “TSP”) for National 
Security/Emergency Preparedness (“NS/EP”) pursuant to the terms and conditions of the Agreement and this Service Exhibit. 
 
2. Service. 
 
2.1 Description.  Customer can assign a 12-digit alphanumeric code issued by the Office of Priority Telecommunications (“OPT”) 
with the TSP control identifier (“TSP Authorization Code”) to its interstate telecommunications services that are used to maintain a state 
of readiness or to respond to and manage any event or crisis as set forth in 47 CFR Part 64, Appendix A (“NS/EP Telecommunications 
Services”).  The TSP Authorization Code provides TSP priority levels that identify the provisioning and restoration priority-level 
assignment for a particular circuit.  Telecommunications Service Priority allows CenturyLink to provision and restore Customer’s NS/EP 
Telecommunications Services with TSP Authorization Codes before services without such assignments as set forth in 47 CFR part 64, 
Appendix A.  TSP Service is available on CenturyLink services that have a unique and identifiable circuit identification number.  The 
Service is only provided per-circuit on an end-to-end basis where the entire circuit is provided by CenturyLink (whether on its network or 
through leased facilities) so that the entire circuit is included in the TSP designation.  The underlying NS/EP Telecommunications 
Service is offered pursuant to the terms and conditions of the Agreement, Service Exhibit, and/or Services Schedule applicable to the 
service and separate rates.  TSP service is only available to federal, state, and local government users and certain private sector 
organizations that have services that support an NS/EP function and is applied only to interstate telecommunications services, as 
defined by Federal Communications Commission regulations.  
 
2.2 Ordering.  CenturyLink will provide the Service in accordance with 47 CFR Part 64, Appendix A and if:  (a) Customer provides 
CenturyLink with a valid TSP Authorization code issued by the OPT for each circuit, via an Order Form; and (b) the Order Form is 
accepted by CenturyLink.  CenturyLink will not accept TSP assignments or orders without an assigned TSP Authorization Code.  TSP 
restoration priorities must be requested and assigned via an Order Form before a service outage occurs in order to have priority 
restoration.  . 
 
3. Term; Cancellation.  The Service will become effective upon CenturyLink’s acceptance of an order form and will terminate upon 
Customer’s written notice of termination to CenturyLink or OPT’s revocation of the TSP Authorization Code.  Service will automatically 
expire should Customer terminate the circuit.  In the event Customer cancels Service, Customer will pay for the Service provided 
through the effective date of the cancellation.  
 
4. Charges.  “Pricing Attachment” means the attached document containing Service rates, which is incorporated by reference and 
made a part of this Service Exhibit.  Customer will pay all applicable MRCs and NRCs as set forth in the Pricing Attachment or Order 
Form.  The rates will be used to calculate Contributory Charges.  CenturyLink reserves the right to modify rates with 30 days written 
notice to Customer. 
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PRICING ATTACHMENT 
 

 
TSP Service  

 
Charge Type 

 
Amount 

TSP Provisioning installation and/or Restoration priority 
(excludes coordination of Leased Access) per circuit  

 
NRC 

 
$400 

TSP Provisioning installation and/or Restoration priority 
for Leased Access, per Local Access circuit 

 
NRC 

 
$128 

TSP Priority Level Change NRC $50 
TSP Administration and Maintenance MRC $20 
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This Data Security Addendum (“Addendum”) forms part of the service agreement (“Agreement”) between Customer and 
CenturyLink and is applicable to the services provided by CenturyLink pursuant to the Agreement (“Services”).  In the 
event of a conflict between the Agreement and this Addendum, the terms of this Addendum shall control.  

 
CenturyLink has implemented the data security measures described in this Addendum and shall maintain them, or an 
equally secure equivalent, during the applicable term of the Services.  These measures generally apply to CenturyLink’s 
standard services and certain measures may not apply or may be applied differently to customized services, 
configurations, or environments ordered or as deployed by Customer.  These measures have been implemented by 
CenturyLink to protect, directly or indirectly, the confidentiality, integrity and availability of Customer Data.  As used in this 
Addendum, “Customer Data” means any data, content or information of Customer or its end users that is stored, 
transmitted, or otherwise processed using the CenturyLink Services. 
 
1.  COMPLIANCE WITH LAW, AUDIT REPORT  
  
CenturyLink has adopted and implemented a corporate information security program as described below, which program 
is subject to reasonable changes by CenturyLink from time to time.  CenturyLink has completed an AICPA sanctioned 
Type II audit report (SSAE18/ISAE3402 SOC 1 or SOC 2) for certain facilities/services and will continue to conduct such 
audits pursuant to a currently sanctioned or successor standard.  Customer will be entitled to receive a copy of the then-
available report upon request, which report is CenturyLink Confidential Information.  Customer may make such report 
available to its end users subject to confidentiality terms provided by CenturyLink.  Customer will ensure that all Customer 
Data complies with all applicable laws and appropriate information security practices, and nothing herein shall relieve 
Customer from its responsibility to select and implement such practices.     
 
2.  INFORMATION SECURITY PROGRAM  
   
CenturyLink has implemented an information security program (the “Program”) that includes reasonable measures 
designed to:  (1) secure the confidentiality and integrity of Customer Data; (2) to the extent related to the Services and 
CenturyLink infrastructure, protect against foreseeable threats to the security or integrity of Customer Data; (3) protect 
against unauthorized access to, disclosure of or unauthorized use of Customer Data; and (4) provide that CenturyLink 
employees are aware of the need to maintain the confidentiality, integrity and security of Customer Data.  CenturyLink 
will limit access to Customer Data to only those employees, agents, contractors or service providers of CenturyLink who 
need the information to carry out the purposes for which Customer Data was disclosed to CenturyLink. 
 
The CenturyLink Program is modelled on the ISO27001:2013-based Information Security Management System (“ISMS”), 
which establishes the guidelines and general principles used for establishing, implementing, operating, monitoring, 
reviewing, maintaining and improving protections for CenturyLink information and Customer Data.  The CenturyLink 
Program, in alignment with the ISMS, is designed to select adequate and proportionate security controls to protect 
information and provides general guidance on the commonly accepted goals of information security management and 
standard practices for controls in the following areas of information security management: 
 

• Security policy  
• Organization of information security 
• Asset management 
• Human resources security 
• Physical and environmental security 
• Communications and operations management 
• Communications security 
• Access control 
• Information systems acquisition, development, and maintenance 
• Information security incident management 
• Business continuity management 
• Compliance 
• Cryptography 
• Supplier relationships 
 

CenturyLink has also implemented a formal information security policy and supporting methods and procedures, 
technical standards, and processes to reinforce the importance of information security throughout the organization 
(“Information Security Policy”). The Information Security Policy is in alignment with ISO 27002:2013 and is approved by 
the Chief Information Security Officer.  The Information Security Policy outlines the requirements to maintain reasonable 
security for the Services.  Employees and contractors with access to corporate information and Customer Data are 
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required to complete annual security training based on the Information Security Policy.  The Information Security Policy 
includes the following: 
 

• Physical Security Policy for data centers and Office Locations  
• Electronic Use Policy including: 

o Email Usage 
o Wireless Networks  
o Internet Access 
o Anti-Virus control 

• Password Management 
• Remote and Home Working 
• Computer Security Incident Response Plan 
• Information Protection 
• Third Party Connections Agreements 
• Third Party Access 
• Wireless Scanning 
• Risk Management 
• Vendor Management 
 

3.  SPECIFIC SECURITY CONTROLS  
 
CenturyLink’s security controls include: 
  

• Logical access controls to manage access to Customer Data on a least privilege and need-to-know basis, 
including through the use of defined authority levels and job functions, unique IDs and passwords, strong (i.e. 
two-factor) authentication for remote access systems (and elsewhere as appropriate), and promptly revoking or 
changing access in response to terminations or changes in job functions. 
 

• Password controls to manage and control password complexity and expiration. Any password controlling access 
to the CenturyLink infrastructure must be of a minimum length and complexity. 

 
• Operational procedures and controls to provide that technology and information systems are configured and 

maintained according to prescribed internal standards. 
 

• Network security controls, including the use of firewalls, layered DMZs, and updated intrusion detection/prevention 
systems to help protect systems from intrusion and/or limit the scope or success of any attack or attempt at 
unauthorized access.  
 

• Vulnerability management procedures and technologies to identify, assess, mitigate and protect against new and 
existing security vulnerabilities and threats, including viruses, bots, and other malicious code. 
 

• Approved anti-malware software is installed on CenturyLink equipment capable of running it where the risk of 
infection is high.   It is configured to prevent users disabling the software where possible or altering its configuration 
without authorization.  Periodic evaluations are performed to confirm whether systems continue to require (or not) 
antivirus software. 
 

• Change management procedures outlining that modifications to CenturyLink technology and information assets 
are tested, approved, recorded, and monitored. 

 
• Organizational management designed to ensure the proper development and maintenance of information security 

and technology policies, procedures and standards. 
 

• Dedicated organizations with global responsibility for all physical security operations, security systems, access 
administration, and security controls within all CenturyLink-owned facilities and data centers.  Third-party data 
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centers are utilized for certain services and, in such cases, certain physical security and other controls are 
reviewed by CenturyLink. 

 
• Security policies which reinforce the importance of physical security of all company facilities including procedures 

specific to data center physical security. Data center security personnel are responsible for controlling data center 
access, monitoring local security alarms and managing all reported physical security-related events. 

 
• CCTV (Closed Circuit Television) commonly deployed as a physical security control in high value facilities to deter, 

detect and identify intruders.  The Corporate Security Operations Center (CSOC) provides global, 24/7 support 
with remote monitoring, management, administration and maintenance of the CCTV video surveillance systems 
used throughout CenturyLink. 

 
• The Central Access Control Center (CACC) supports the distribution of all CenturyLink access badges and 

administration of access permissions within the access control system. 
 
• Disposal procedures for different types and classifications of information which are documented and 

communicated to personnel.  Employees have access to secure shredders for hardcopy.  Electronic media are 
disposed of through certified disposal vendors. 

 
• Pre-employment screening and background checks are conducted on incoming personnel in accordance with 

CenturyLink human resource on-boarding practices and applicable local law.  The checks are dependent on, 
amongst other things: the role, location, any custom requirements, and can include: identity, drug, criminal, 
academic and credit checks. 

 
• Annual security awareness training for CenturyLink employees and contractors working on CenturyLink premises.  

The training reflects current threats and encourages basic security good practice, access to and knowledge of 
Information Security Policy and procedures such as how to report an incident.  Employees in particular positions 
receive supplementary security training and if a training or testing issue arises (e.g., internal phishing exercises), 
further guidance is provided.  CenturyLink conducts a continuous program of phishing tests on staff to reinforce 
the requirement for awareness and good email and browsing habits and to assess the effectiveness of security 
awareness training.  The company intranet and email system are used to disseminate flash announcements on 
security matters as appropriate. 

 
4.  SECURITY AUDITS.   
 
Customer may, no more than once per year and at its own expense, audit CenturyLink’s performance with respect to its 
security obligations under this Addendum (“Audit”).  In the event Customer retains a third party to perform an Audit, 
CenturyLink may require additional documentation be executed by the third party auditor prior to granting access to a 
CenturyLink facility where Services are provided, and CenturyLink may, at its sole and reasonable discretion, decline to 
allow a third party access to a data center.  CenturyLink shall reasonably cooperate with Customer in its performance of 
the Audit and shall make available to Customer or its auditors documents and records reasonably required to complete the 
Audit.  CenturyLink shall provide Customer with reasonable access to the relevant facility for the purpose of inspection of 
the equipment and facilities which are used to provide the Services to Customer.  For purposes of clarification, access will 
not be granted to certain areas of certain facilities (such as data centers) to which CenturyLink does not generally allow 
access to its customers (e.g. areas which house equipment used to support services for multiple customers).  Audit access 
is subject to CenturyLink’s reasonable security requirements for its most sensitive security policies/materials.  Audit access 
must be within CenturyLink’s normal business hours and must be scheduled at least ten (10) business days in advance, 
and Customer or its auditor shall be escorted by CenturyLink personnel during the period of access.  The Audit and any 
findings related thereto shall be treated as Confidential Information.  
 
5.  SECURITY INCIDENTS AND RESPONSE. 
 
In the event CenturyLink determines that a Security Incident has impacted Customer Data, CenturyLink shall promptly take 
the following actions: 
 

• Notify Customer of such Security Incident and provide periodic updates as appropriate given the nature of the 
Security Incident and as information becomes available; 

• Take reasonable steps to remediate and mitigate the Security Incident, to the extent such steps are technically 
feasible and appropriate in the circumstances; 

• Conduct a preliminary investigation into the Security Incident to determine, to the extent reasonably feasible, its 
root cause; and 
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• Reasonably cooperate with Customer in its efforts to remediate or mitigate the Security Incident and its efforts to 
comply with applicable law and legal authorities, as necessary. 

 
For purposes hereof, “Security Incident” means any unlawful or unauthorized access, theft, or use of Customer Data while 
being stored, transmitted or otherwise processed using CenturyLink services. 
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1. General. CenturyLink QCC will provide Network Management Service ("NMS" or “Service”) under the terms of the Agreement 
and this Service Exhibit. 
 

2. Service. 
 
2.1 Description.  NMS provides performance reporting, change management, configuration management, fault monitoring, 
management and notification of customer premises equipment (“CPE”) and network related issues.  NMS does not include transport or 
Local Access, which may be separately purchased from CenturyLink. The following management types are available: 
 
(a) Select Management.  Select Management includes: 24x7x365 remote performance monitoring, reporting, and ticketing via NMS 
online portal for devices supported by CenturyLink. Select Management also includes complete fault monitoring, management, and 
notification (detection, isolation, diagnosis, escalation and remote repair when possible) change management supported by 
CenturyLink, (up to 12 changes per year), asset management (device inventory), and configuration management (inventory of customer 
physical and logical configuration). Customer may submit change management requests via Control Center at 
https://controlcenter.centurylink.com. Select Management only supports basic routing functions.  Please reference the NMS Supported 
Device List to determine which devices qualify for NMS Select. NMS does not include new CPE initial configuration, lab testing, lab 
modeling, or on-site work of CPE. The NMS supported device list and a standard change management list are available on request and 
are subject to change without notice. 
 
(b) Comprehensive Management.  Comprehensive Management includes all of the Select Management features as well as total 
customer agency and change management (up to 24 configuration changes per year) of complex routing functions within routers, 
switches, and Firewall modules. This includes configuration and management of complex routing, switching, device NIC cards, Firewall 
module configurations, and basic router internal Firewall functions. “Firewall” means a set of related programs, located at a network 
gateway server that is designed to allow or deny certain hosts or networks to speak to each other, based on a set security policy. 
CenturyLink acts as the Customer’s single point of contact in managing the resolution of all service, device, and transport faults covered 
by Comprehensive Management and will work with any third party hardware and/or transport providers the Customer has under 
contract until all network issues are successfully resolved.  With Internet security protocol (“IPSec”), CenturyLink can configure full 
mesh, partial mesh, or hub-and-spoke topologies with secure tunnels for remote communication between Customer locations.  IPSec is 
only available on approved Cisco and Adtran devices. IPSec opportunities greater than 25 devices or with other manufacturer’s devices 
require CenturyLink approval before submitting an order. 
 
(c) Monitor and Notification.  CenturyLink will monitor Customer device 24x7x365 for up/down status and notify Customer of 
faults. This feature does not include any of the Select Management or Comprehensive Management features. 
 
(d) CenturyLink Responsibilities.   
 
(i) CenturyLink will provide Customer with a non-exclusive service engineer team, which will maintain a Customer profile for the 
portion of the Customer’s network where the CenturyLink-managed devices reside.  CenturyLink will work with the Customer to 
facilitate resolution of service-affecting issues as long as Customer chooses either Select Management or Comprehensive 
Management.  
 
(e) Customer Responsibilities. 
 
(i) Customer must provide all information and perform all actions reasonably requested by CenturyLink in order to facilitate 
installation of Service.  For Out-of-Band management related to fault isolation/resolution, Customer will provide and maintain a POTS 
line(s) for each managed device. “Out-of-Band” means a connection between two devices that relies on a non-standard network 
connection, such as an analog dial modem, which must be a CenturyLink certified 56k external modem. Additionally, Customer will 
provide a dedicated modem for each managed device.  It is not mandatory that Customer have a POTS line but Customer must 
understand that CenturyLink will not be able to troubleshoot issues if the device under management cannot be reached. 
 
(ii) For Comprehensive Management, Customer must execute the attached Letter of Agency (Attachment 1) to authorize 
CenturyLink to act as Customer’s agent solely for the purpose of accessing Customer’s transport services.  
 
(iii) Depending on transport type, Customer’s managed devices must comply with the following set of access requirements: (a) for 
Service delivered via IP connectivity with CenturyLink IQ® Networking Internet Port or other public Internet service, devices must 
contain an appropriate version of OS capable of establishing IPsec VPNs; (b) for Service delivered with CenturyLink IQ Networking 
Private Port, CenturyLink will configure a virtual circuit to access Customer device at no additional charge.  CenturyLink will add the 
CenturyLink NMS network operations center to the Customer user group to manage the devices within the customer’s network. With 
CenturyLink IQ Networking Private Port, the Customer device does not need to be IPSec-capable unless customer is requesting an 
added layer of security; (c) for Private Line, both A and Z locations must be under management and accessible via a valid routable IP 
address.  
 
(iv) Customer must provide:  A routable valid IP address to establish the Service connection.  Customer’s primary technical interface 
person must be available during the remote installation process in order to facilitate installation of the Service.  All Customer devices 
managed under NMS must be maintained under a contract from a CenturyLink approved on-site CPE maintenance provider.  The 
response times for which the Customer contract with its CPE maintenance provider will affect CenturyLink’s timing for resolution of 
problems involving Customer-provided devices.  The performance of the CPE maintenance provider is Customer’s responsibility.   
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2.2 International Terms and Conditions.  International Service is available in many locations, but not all locations outside of the 
continental United States.  Customer must verify with CenturyLink the availability of the Service in Customer’s desired International 
locations.  For Service outside of the continental United States, the following terms and conditions will apply. 
 
(a) Export Controls.  If equipment, software, or technical data is provided under this Service Exhibit, Customer’s use of such items 
must comply fully with all applicable export and re-export controls under U.S. Export Administration Regulations and/or the relevant 
export control laws and regulations of any other applicable jurisdiction.   
 
(b) Anti-Corruption.  Each party acknowledges and agrees that certain anti-bribery and anti-corruption laws, including the Foreign 
Corrupt Practices Act, 15 U.S.C. Sections 78dd-1 et seq. and the UK Bribery Act, prohibit any person from making or promising to 
make any payment of money or anything of value, directly or indirectly, to any government official, political party, or candidate for 
political office for the purpose of obtaining or retaining business.  Each party represents and warrants that in the performance of its 
obligations hereunder, it has not offered, made, or accepted and will not offer, make, or accept, any bribe or facilitation payment, and 
will otherwise comply with the requirements of applicable anti-bribery laws. 
 
(c) Business Contact Information.  Customer is providing to CenturyLink the names of and contact information (“Business Contact 
Information”) for its employees (“Business Contacts”) who have purchasing or other responsibilities relevant to CenturyLink’s delivery of 
Service under this Service Exhibit.  The Business Contact Information does not include personal data revealing racial or ethnic origin, 
political opinions, religious or philosophical beliefs, trade-union memberships, financial status, health or sex life.  Customer consents to 
CenturyLink’s and its affiliates or subcontractors’ use and transfer to the United States of Business Contact Information for the purpose 
of: (i) fulfilling its obligations under this Service Exhibit; and (ii) providing information to Customer about CenturyLink’s products and 
services via these Business Contacts.  Customer represents that the Business Contact Information is accurate and that each Business 
Contact has consented to CenturyLink’s processing of their Business Contact Information for the purposes set forth in this Service 
Exhibit.  The Business Contact Information provided by Customer has been collected, processed, and transferred in accordance with 
applicable laws, including, where applicable, any necessary notification to the relevant data protection authority in the territory in which 
Customer is established (“Authority”).  Customer will notify CenturyLink promptly of staffing or other changes that affect CenturyLink’s 
use of Business Contact Information.  CenturyLink will have in place technical and organizational measures that ensure a level of 
security appropriate to the risk represented by the processing and the nature of the Business Contact Information, and that protects 
such information against accidental or unlawful destruction or accidental loss, alteration, unauthorized disclosure or access.  
CenturyLink will use the information only for the express purposes set forth in this Service Exhibit.  CenturyLink will identify a contact 
authorized to respond to inquiries concerning processing of Business Contact Information, and will reasonably cooperate in good faith 
with Customer and the Authority concerning all such inquiries without excessive delays. 
 
(d) International Laws.  CenturyLink will provide the International Service in compliance with applicable international laws and tariffs.  
Customer agrees to cooperate with CenturyLink in obtaining necessary domestic or foreign approvals.  CenturyLink may elect to not offer 
International Service, or to terminate International Service, in or to any particular jurisdiction, location or country if CenturyLink determines 
that the provision of such International Service is not commercially reasonable or is not lawfully permitted.  Any arbitration or notices 
between the parties will be conducted in the English. 
 
3. Term; Cancellation.  The term of this Service Exhibit will commence on the Effective Date of the Agreement (or, if applicable, 
an amendment to the Agreement if this Service Exhibit is added to the Agreement after its Effective Date) and continue for 60 months 
(“Service Term”).  The first 12 months of the Service Term will be referred to as the "Minimum Service Term."  Each subsequent 
location added will have its own Minimum Service Term and Service Term.  Upon expiration of the Service Term, each Service will 
automatically renew for the same Service Term as originally selected by Customer, unless either party elects to cancel the Service by 
providing 60 days prior written notice of such cancellation to the other party.  If the Agreement or any Service provisioned under this 
Service Exhibit is canceled prior to the expiration of the applicable Service Term for reasons other than by Customer for Cause, then 
Customer will pay to CenturyLink: (a) all accrued and unpaid charges for the canceled Service provided through the effective date of 
such cancellation; (b) the amount of any nonrecurring/installation charges that CenturyLink discounted or waived; and (c) a Cancellation 
Charge (the Cancellation Charge only applies during the initial Service Term and will not apply to any renewal Service Term).  The 
Cancellation Charge applicable to the portion of the Service being canceled during the Minimum Service Term will be 100% of the 
balance of the MRCs that otherwise would have become due for the unexpired portion of the Minimum Service Term, if any, plus 35% 
of the balance of the MRCs that otherwise would have become due for the unexpired portion of the Service Term beyond the Minimum 
Service Term, if any.   
 
4. Charges.  Customer will pay all applicable charges in the attached pricing attachment.  Charges will commence within five days 
after the date CenturyLink notifies Customer that Service is provisions and ready for use (“Start of Service Date”). The MRCs set forth 
in the pricing attachment will be used to calculate Contributory Charges.  Location additions will be at CenturyLink’s then-current rate. 
 
5. AUP.  All use of the Service must comply with the AUP, posted at http://www.qwest.centurylink.com/legal/, which is subject to 
change.  CenturyLink may reasonably change the AUP to ensure compliance with applicable laws and regulations and to protect 
CenturyLink's network and customers.   Any changes to the AUP will be consistent with the purpose of the AUP to encourage 
responsible use of CenturyLink's networks, systems, services, Web sites, and products.   
 
6. SLA.  Service is subject to the NMS service level agreement (“SLA”), located at http://www.qwest.centurylink.com/legal/, which is 
subject to change.  The SLA is effective as of the first day of the second month after initial installation of Service.  For Customer’s 
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claims related to Service or NMS feature deficiencies, interruptions or failures, Customer’s exclusive remedies are limited to those 
remedies set forth in the applicable SLA.  
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Pricing Attachment 

 
 
 

 
 

For pricing, please refer to the RFP.  This Pricing Attachment will be completed upon award. 
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ATTACHMENT 1 
 

COMPREHENSIVE MANAGEMENT 
 

LIMITED LETTER OF AGENCY 
between 

      (“Customer”) 
and 

Qwest Communications Company, LLC d/b/a CenturyLink QCC (“CenturyLink”) 
 
 
This limited letter of agency (“LOA”) hereby authorizes CenturyLink to act as the Customer's Agent for the limited purpose of contacting 
Customer’s designated Local Exchange Carrier (“LEC”), Interexchange Carrier (“IXC”), Internet Service Provider ("ISP"), or customer 
premises equipment (“CPE”) maintenance provider in conjunction with CenturyLink Network Management Service.  Network 
Management Service activities will consist of working with Customer’s LEC, IXC, ISP, and/or CPE maintenance provider for the 
purpose of:  (a) extracting information concerning transmission data elements carried over Customer’s network connection; (b) 
identifying Customer’s links or data link connection identifiers (“DLCIs”); (c) opening, tracking, and closing trouble tickets with the LEC, 
IXC, ISP, or CPE maintenance provider on Customer’s transport links or CPE when an alarm or fault has been detected; 
(d) dispatching CPE repair personnel on behalf of Customer to CPE for which a fault has been detected; and (e) discussing fault 
information with the LEC, IXC or CPE maintenance provider on behalf of Customer to facilitate resolution of the problem. 
 
CenturyLink does not assume any of Customer's liabilities associated with any of the services the Customer may use. 
 
The term of this LOA will commence on the date of execution below and will continue in full force and effect until terminated with 30 
days written notice by one party to the other or until the expiration or termination of the Network Management Service. 
 
A copy of this LOA will, upon presentation to LEC, IXC, ISP, and/or CPE maintenance provider, as applicable, be deemed authorization 
for CenturyLink to proceed on Customer's behalf. 
 
 
 
{{Sig1a_es_:signer1:signature            }} 
 

Authorized Signature 
 
{{Fname1a_es_:signer1:fullname        }} 
 

Name Typed or Printed 
 
{{Title1a_es_:signer1                           }} 
 

Title 
 
{{Date1a_es_:signer1:isdate}} 
 

Date 
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NETWORK MANAGEMENT SERVICE ("NMS" or "Service") 
SERVICE LEVEL AGREEMENT (“SLA”) 

(not applicable to services offered under the CenturyLink Wholesale and Enhanced Services Agreements) 
 

This SLA applies to NMS ordered by customers pursuant to an agreement between a specific customer ("Customer") and Qwest 
Communications Company, LLC d/b/a CenturyLink QCC (“CenturyLink”) (“Agreement”).  Capitalized terms not defined in this SLA are 
defined in the Agreement.  This SLA provides Customer’s sole and exclusive remedy for service interruptions or service deficiencies of 
any kind whatsoever for Service.  
 
1. Definitions. 
 

“ICMP” means Internet Control Message Protocol and is the protocol used to “ping” a monitored device to verify if it is alive.  
  

"Network Incident" means device and network performance issues that are recognized by the NMS NOC as being potentially harmful to 
Customer's network.   
 

"SLO" means service level objective.  An SLO differs from an SLA in that it does not provide for remedies.  
 

“SNMP” means Simple Network Management Protocol and is the primary protocol used for monitoring and extracting device health 
information for use of management and reporting. 
 

“UDP” means User Datagram Protocol and is the underlying protocol used by SNMP to monitor device health. 
 
2. SLA Effective Date.  This SLA becomes effective when the deployment process has been completed, the device has been set to 
“live,” and support and management of the device has been successfully transitioned to the NOC.  The SLA remedies are available 
provided Customer meets its obligations as defined in this SLA. 
 
2.1 SLA.  The SLA described below comprises the measured metrics for delivery of the Service.  Unless explicitly stated below, no 
additional SLAs of any kind will apply to Services delivered under this SLA.  This SLA only applies in cases where the incident is not the 
result of circuit or CPE failures, as those incidents will be covered by their respective SLAs. The sole remedies for failure to meet the 
SLA are specified in the below section entitled “SLA Remedies.”   
 
a. NOC Availability Commitments.  The NOC is staffed 24x7x365 days a year, subject to the Scheduled Emergency and Portal 
Maintenance and SLA Exclusions and Stipulations section that prevent staffing or uptime of the NOC. 
 
b. Incident Identification SLA.  CenturyLink will classify all incidents by severity based on event data received by the NOC. The 
following definitions apply to all incidents: 
 

High –An incident  in which a device or devices is unreachable. The impact of this incident is widespread and may affect the functioning 
of many locations also.  
 

Medium –An incident in which customer devices report degraded performance  The impact of this incident is limited to a group of 
users, limited to a location. An example of this type is  intermittent circuit errors or packet loss. 
 

Low –An incident affecting an individual devicein the Customer’s network will be classified as Low.  Incidents and errors which are not 
immediately service affecting. 
 

MACD – A scheduled change/project or a ticket that is informational in nature.   
 

Table – Incident Response and Resolution Times 
Severity Notification Time Resolution Time 
High 10 minutes  3 hours 
Medium 15 minutes  6 hours 
Low 30 minutes  24 hours 
MACD 30 minutes  48 hours 

 
c. Incident Response SLA (applies to all service levels).  
(1) Network Monitoring and Reporting Services.  CenturyLink will respond to all identified incidents according to the table above, 
after ticket generation.  Customer’s designated incident contact will be notified via e-mail for all incidents.  Incidents will be posted to the 
Service portal near real time upon identification.   
(2) NMS.  CenturyLink will respond to all identified incidents according to the table above, after ticket generation.  Customer’s 
designated incident contact will be notified by telephone and email for High severity incidents and via e-mail for Severity Medium, Low 
and MACD incidents.  During a High severity incident escalation, CenturyLink will contact the designated Customer contact until all 
escalation contacts have been exhausted.  Incidents will be posted to the Service portal near real time upon identification.  Operational 
activities related to incidents and responses are documented and time-stamped within the CenturyLink trouble ticketing system, which 
will be used as the sole authoritative information source for purposes of this SLA. 
d. Policy change request acknowledgement SLA.  CenturyLink will acknowledge receipt of Customer’s policy change request 
within two hours of receipt by CenturyLink.  This SLA is only available for policy change requests submitted by one designated contact 
in accordance with the provided procedures. 
e. Customer service request implementation SLA. 
(1) CenturyLink will provide the Move, Add, Change, Delete ("MACD") service events to Customer based on the following material 
baselines.  The baselines will be measured on a weighted average across the install base of the in scope devices of the Statement Of 
Work.  
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(2) The following table lists the maximum number of MACD events per device and target execution time.  Note that target criteria for 
execution time is a target that 95% of all monthly MACD requests will be satisfied in the stated execution time. 

 
Table: MACD for Network devices 

Standard MACD Execution Time 
Major 2 Business Days 

Medium 1 Business Day 
Minor 1 Business Day 

 
f. Emergency Change Request Implementation SLA.  CenturyLink will implement Customer emergency policy change requests 
after the issue is categorized by the NMS NOC, complexity is assessed and resolution time is mutually agreed to by Customer and 
CenturyLink’s NMS NOC engineer. All emergency policy requests will be documented via a change submission through the service 
portal following notification by telephone.  
(1) This SLA is only available for policy change requests submitted by a valid customer contact in accordance with established 
procedures.  
(2) CenturyLink will promptly notify Customer upon implementation of a change request by telephone, e-mail, pager, or electronic 
response via the Service portal  
(3) A ticket will be generated per request and made visible via the service portal. The ticket will contain detail on the request. 
 

Table – SLA Summary 
Service Level Agreements Remedies for NMS Customer (all service levels) 

NOC Availability 
NMS Customer may obtain no more than one credit 
for each SLA per incident per device managed by 
CenturyLink, not to exceed a total of 100% of the 
equivalent MRC in local currency for a given device, 
in a given calendar month.  Customer SLA credits 
cannot exceed $25,000 in a calendar month. 

Incident identification SLA 
Incident response SLA 
Policy change request acknowledgement SLA 
Policy change request implementation SLA 
Emergency change request implementation SLA (Premium 
level only) 
Proactive system monitoring SLA 

 
 
2.2 SLA Remedies.   
a. A credit is calculated as:  credit = 2 x daily prorated MRC 
b. A credit will be issued to customer as the sole remedy for failure to meet any of the SLAs described in the section entitled “SLA,” 
during any given calendar month.  Customer may obtain no more than one credit for each SLA per incident per device managed by 
CenturyLink, not to exceed a total of 100% of the equivalent MRC in local currency for a given device, in a given calendar month.  
Customer SLA credits cannot exceed $25,000 in a calendar month.  
(1) NOC availability, incident identification, incident response, policy change request acknowledgement, policy change request 
implementation, emergency change request implementation, proactive system monitoring and remedies – If CenturyLink fails to meet 
any of these SLAs, a credit will be issued for the applicable charges for two days of the monthly monitoring fee for the affected device.  

 
Table  - SLAs and Remedies Summary 

Service Level Agreements Remedies for NMS Customer (all service levels) 
NOC Availability 

NMS Customer may obtain no more than one credit 
for each SLA per day per device managed by 
CenturyLink, not to exceed a total of 100% of the 
equivalent MRC in local currency for a given device, 
in a given calendar month.  Customer SLA credits 
cannot exceed $25,000 in a calendar month. 

Incident identification SLA 
Incident response SLA 
Policy change request acknowledgement SLA 
Policy change request implementation SLA 
Emergency change request implementation SLA (Premium 
level only) 
Proactive system monitoring SLA 

 
2.3 Scheduled and Emergency Portal Maintenance.  Scheduled maintenance will mean any maintenance: 
a. of which Customer is notified at least five days in advance; or  
b. that is performed during the standard monthly maintenance window on the second Tuesday of every month from 11 pm to 6 am. 
Central Time.  Notice of scheduled maintenance will be provided to the designated Customer contact.  No statement in the section 
entitled “SLA” will prevent CenturyLink from conducting emergency maintenance on an “as needed” basis.  During such emergency 
maintenance, the affected Customer’s primary point of contact will receive notification within 30 minutes of initialization of the 
emergency maintenance and within 30 minutes of the completion of any emergency maintenance.  
 
2.4 SLA Exclusions and Stipulations. 
a. Customer Contact Information.  Multiple SLAs require CenturyLink to provide notification to the designated Customer contact 
after certain events occur.  In the case of such an event, Customer is solely responsible for providing CenturyLink with accurate and 
current contact information for the designated contact(s).  The current contact information on record is available to authorized contacts 
through the Service portal.  CenturyLink will be relieved of its obligations under this SLA if Customer contact information is out of date 
or inaccurate due to Customer action or omission. 
b. Customer Network/Server Change Notifications.  Customer is responsible for providing CenturyLink advance notice regarding 
any network or server changes to the firewall environment.  If the event advance notice cannot be provided, Customer is required to 
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provide CenturyLink with notification of changes within seven business days of said network or server changes.  Notification is 
completed by the submission or update of a critical server ticket through the Service portal.  If Customer fails to notify CenturyLink as 
stated above, all SLA remedies directly related to Customers failure to provide such notification are considered null and void. 
c. Maximum Penalties/Remedies Payable to Customer.  The total SLA credits (called “remedies”) provided by NMS for network 
firewalls – Standard, and Managed UTM Service, described in the sections entitled “SLAs” and “SLA Remedies” above, will not exceed 
the MRCs for one calendar month.   
d. Network Traffic Applicable to SLAs.  Certain SLAs focus on the prevention, identification, and escalation of security incidents.  
These SLAs assume that traffic has successfully reached the firewall and therefore the firewall has the ability to process the traffic 
against the installed policy and generate a logged event.  Traffic that does not pass through a firewall, or that does not generate a 
logged event, is not covered under these SLAs.  
e. SLA Compliance and Reporting.  SLA compliance and the associated remedies are based on fully functional network 
environments, Internet, and circuit connectivity, firewalls, and properly configured servers.  If SLA compliance failure is caused solely by 
CPE hardware or software (including any and all software agents, all SLA remedies are considered null and void.  CenturyLink will 
provide SLA compliance reporting through the Service portal.   
f. Testing of Monitoring and Response Capabilities.  Customer may test CenturyLink monitoring and response capabilities by 
staging simulated or actual reconnaissance activity, system or network attacks, and/or system compromises.  These activities may be 
initiated directly by Customer or by a contracted third party with no advance notice to CenturyLink.  SLAs will not apply during the 
period of such staged activities, and remedies will not be payable if the associated SLA(s) are not met. 
g. Interruptions or Times of Service Degradation.  In addition to other exclusions stated in this SLA, the commitments outlined in 
the UTM SLA section will not apply in the event Service is unavailable or impaired due to any of the following: 
(1) Negligence, Error, or Customer Caused.  Interruptions or times of Service degradation caused by the negligence, error, or 
omission of the Customer or others authorized by the Customer to use or modify the Customer’s Service; to include changes made with 
read/write access 
(2) No Access, Service Termination.  Interruptions or times of Service degradation during any period in which CenturyLink or its 
agents are not afforded access to the premises where the access lines associated with the Customer’s Service are terminated or where 
the Customer’s CPE resides, provided such access is reasonably necessary to prevent a degradation or restore Service; 
(3) Customer Elects Not to Release Service.  Interruptions or times of Service degradation during any period when the Customer 
elects not to release the Service(s) for testing and/or repair and continues to use it on an impaired basis; 
(4) CPE Failure Not Covered.  Interruptions or times of Service degradation due to failure of CPE components not covered by NMS; 
(5) Failure of Customer Supplied Wiring.  If required for Service, interruptions or times of Service degradation due to failure of inside 
wiring components supplied by the Customer; 
(6) Customer Use in Unauthorized/Unlawful Manner.  Interruptions or times of Service degradation resulting from the Customer’s 
use of the Service in an unauthorized or unlawful manner;  
(7) Other Vendor Disconnect.  Interruptions or times of Service degradation resulting from any other vendor disconnecting their 
service;  
(8) Breach of Terms.  Interruptions or times of Service degradation resulting from a CenturyLink disconnect for the Customer’s 
breach of a term set forth in the Agreement pursuant to which CenturyLink is providing the Service to the Customer or CenturyLink is 
providing a local access service to the Customer;  
(9) Incorrect, Incomplete, Inaccurate Information from Customer.  Interruptions or times of Service degradation resulting from 
incorrect, incomplete, or inaccurate information from the Customer, including, without limitation, the Customer’s over-subscription of 
ports or selection of insufficient committed information rate, or over utilization of CPE resources; 
(10) Customer Requested Improper, Inaccurate, or Special Network Specifications.  Interruptions or times of Service degradation 
due to improper, inaccurate, or special network specifications requested by the Customer that are not included in CenturyLink’s 
standard specifications of the Service and/or CenturyLinks’ contract with Customer and/or CenturyLink’s internal operational processes;  
(11) Unable to Reach Customer Contact Post Restoration of Service.  Interruptions or times of Service degradation occurring after 
CenturyLink reasonably believes it has restored a particular Service and is unable to contact the person designated by the Customer as 
being the person to contact in the event of an interruption or degradation of the Service and restoration of a Service; 
(12) Unavailable Bandwidth due to Overcapacity.  SNMP polling is not available as a result of the Customer running at 100% 
capacity;  
(13) Loss of SNMP Packet.  The underlying protocol of SNMP is UDP.  UDP is connectionless and therefore unreliable for 
retransmission.  When an SNMP packet is sent from the end device, if there is a network outage, congestion, or the packet is somehow 
lost it will not be retransmitted by the end device; 
(14) Unable to Reach Customer Contact During Power Outage.  If CenturyLink loses monitoring connectivity to the managed 
device, and there is no Customer contact to identify a power outage, this down time will not be included in SLA calculations.  If 
CenturyLink dispatches a technician and finds a no power situation, then the outage is considered a false callout scenario with 
associated charges; 
(15) Customer Configurations.  If the Customer makes its own configuration changes to its device causing network outages and/or 
issues. 
(16) Force Majeure.  Force Majeure Events as defined in the Agreement; 
(17) Vendor Handling Time.  Handling Time for vendor or CenturyLink time;  
(18) Incomplete/Incorrect Service Order.  SLA install time does not apply if a Service order is incomplete or if Customer provides 
incorrect information for a Service order. 
 
3. SLOs.  The following establish nonbinding objectives for the provision of certain features of the Service.  The SLOs become 
effective when the deployment process has been completed, the device has been set to “live,” and support and management of the 
device have been successfully transitioned to the NOC.  CenturyLink reserves the right to modify these SLOs with 30 days prior written 
notice.   
a. Service Portal.  CenturyLink will provide a 99.9% accessibility objective for the Service portal outside of the times detailed in the 
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section entitled “Scheduled and Emergency Portal Maintenance”.   
b. Internet Emergency.  In the event CenturyLink declares an Internet emergency, it is CenturyLink’s objective to notify Customer’s 
specified points of contact via e-mail within 15 minutes of emergency declaration.  This notification will include an incident tracking 
number.  During declared Internet emergencies, CenturyLink will provide a summarized e-mail designed to Customer.  Situation 
briefings following the onset of an Internet emergency will supersede any requirement for CenturyLink to provide Customer-specific 
escalations for events directly related to the declared Internet emergency.  Standard escalation practices will resume upon conclusion 
of the stated Internet emergency.   
 
4. Other Terms and Conditions.  CenturyLink reserves the right to modify the terms of the SLAs any time by providing a minimum of 
30 days prior notice via the Control Center Web portal or other electronic means.  Should such modification reduce the scope or level of 
the Service being delivered (for example, eliminating a previously provided Service or lengthening the security incident response time), 
such change will not apply to Customer until the end of the Customer’s then-current Service term unless CenturyLink agrees to such 
modification in writing. 
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 .  
1. Services  
 
Qwest Corporation d/b/a CenturyLink QC ("CenturyLink”) will provide, and Customer will purchase, the CenturyLink Next Generation 
(“NG”) 9-1-1 service (“Service” or “NG 9-1-1 Service”) provided under this Service Schedule. Service enables the routing of 9-1-1 dialed 
calls to a Customer–designated Public Safety Answering Point (“PSAP”) over an Internet Protocol (“IP”) network. Service is provided as 
described in this Service Schedule and in a Statement of Work (“SOW”), if applicable. The number “9-1-1” is intended as a universal 
emergency telephone number that provides the public direct access to a PSAP. A PSAP is an agency authorized to receive and respond 
to emergency calls. One or more PSAPs may be required for any given municipality or metropolitan area. PSAPs are designated by the 
Customer and specified in Addendums to this Service Schedule. Service includes components necessary for the answering, transferring, 
and forced disconnect of emergency 9-1-1 calls originated by persons within the servicing area(s). Service does not include Customer’s 
telecommunications equipment. Customer will provide telecommunications equipment with a capacity adequate to handle the number of 
incoming 9-1-1 calls recommended by CenturyLink to be installed. It is Customer’s responsibility to ensure that the telecommunications 
equipment is compatible with the Service furnished under this Service Schedule. CenturyLink does not answer and forward 9-1-1 calls, 
but furnishes the use of its facilities to enable the Customer’s NG 9-1-1 and/or 9-1-1 personnel to respond to such calls. PSAP information, 
service locations, and addresses are shown on Addendum 1, incorporated by reference into this Service Schedule.  By checking the box 
below, the applicable SOW is incorporated into this Service Schedule. SOWs that are not specifically incorporated will not be considered 
part of this Service Schedule.  

 
SOW [#_________] is hereby incorporated into this Service Exhibit. 

 This SOW will be completed upon award. 
 
 
1.2 Service provided under this Service Schedule does not include IP transport. Customer acknowledges and understands that this 
Service requires IP transport between certain points in Customer’s 9-1-1 network to deliver the ALI to the PSAP and that the IP transport 
provided by Customer must meet the requirements for this Service. Customer understands that the terms and conditions of any agreement 
imposed by Customer’s provider of its IP transport will impact Customer’s access to this Service. Customer further acknowledges and 
understands that IP transport may create limitations on access to 9-1-1 emergency services that are different from or in addition to access 
limitations of traditional E9-1-1 transport and such transport may limit its access to the Service provided under this Service Schedule.  “ALI” 
means Automatic Location Identification. 
 
1.3 Service provided under this Service Schedule does not include Data Transport. Customer acknowledges and understands that 
any new or existing Data Transport used in conjunction with this Service is subject to the terms of a separate agreement.  “Data Transport” 
means traditional E9-1-1 circuits used to deliver the ALI to the PSAP that are provided under the terms of a CenturyLink tariff, price list, 
price, schedule, administrative guideline, catalog, and other rate and term schedules (hereinafter, whether individually or together, "Tariff").  
Data Transport is not offered under this Service Schedule. 
 
1.4 CenturyLink will not provide Service to less than an entire central office service area.  Service does not include facilities provided 
by Independent Providers. CenturyLink will provide Service up to the Standard Network Interface ("SNI") for each of the service locations 
at Customer's location(s).  The SNI is that location where CenturyLink's facilities end and Customer's inside wire or network begins.  
“Independent Providers” means telephone companies, Incumbent Local Exchange Carriers (“ILECS”), Competitive Local Exchange 
Carriers (“CLECS”), or other communications service providers, (i.e., wireless carriers and/or interconnected VoIP providers). 
 
1.5 Customer will use the NG 9-1-1 Service only for receiving and responding to requests for emergency assistance. Customer will 
be responsible for ensuring that each PSAP will also use the NG 9-1-1 Service as prescribed herein.  Any other use of the database will 
result in immediate termination of Service.  
 
1.6 CENTURYLINK ACCEPTS NO RESPONSIBILITY FOR OBTAINING OR FOR THE ACCURACY OF SUBSCRIBER, STATION, 
OR END-USER RECORD INFORMATION RECEIVED FROM INDEPENDENT PROVIDERS OR PRIVATE TELECOMMUNICATIONS 
SYSTEMS, SUCH AS PBX OR SHARED TENANT SERVICES.   
 
1.7 Customer will provide an MSAG to CenturyLink for use in the database preparation. The MSAG must follow the NENA 
recommended United States Postal Service street name and directional addressing standard. Customer will ensure that each participating 
telephone service provider’s records are sent electronically in the NENA format for database updates as specified by CenturyLink.  
CenturyLink will not deliver Service until each participating telephone service provider’s records for Customer’s service area match the 
applicable Master Street Address Guide at rates shown below. Customer is fully responsible for correcting all erroneous records and 
achieving such rate. “MSAG” means Master Street Address Guide.  “NENA” means National Emergency Number Association. 
 

State Rate 
Minnesota 98% 
Washington 97% 
Oregon 97% 
New Mexico 96% 
Other (within CenturyLink’s 14 state 
territory) 

95% 
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1.8 Customer must promptly notify CenturyLink in the event the Service is not functioning properly. CenturyLink acknowledges some 
elements of the Service are monitored for performance as part of the routine maintenance of the network. This shall not be interpreted, 
construed, or regarded, either expressly or impliedly as a warranty, service commitment or creating any CenturyLink obligation nor does 
it relieve Customer of its responsibilities under this Service Schedule. 
 
1.9 CenturyLink will perform inspection and/or monitoring of its facilities on a routine basis, to discover errors, defects and 
malfunctions that might affect the Service.  Customer understands and acknowledges that this inspection and monitoring may not detect 
all errors that may occur.  Some Service-related issues may arise that impact and delay or prevent call delivery.  Some Service-related 
issues may occur which the system will not recognize and will therefore not cause an automatic rerouting of calls to an alternate 
destination.  Customer may authorize CenturyLink to manually implement an alternate call route as required. 
 
2. Service Term.  The term of this Service Schedule is 12 months (the Service Term”). Customer agrees the Service is subject to a 
minimum term of the first 12-month period of the Service Term (“Minimum Service Period”). Customer may enter into a new Service Term 
that establishes a greater available term period without incurring non-recurring or termination charges.  Customer and CenturyLink agree to 
begin discussions regarding the renewal or discontinuation of Service 90 days before expiration of the Service Term. Renewals will require 
a new Service Term. If the parties do not reach agreement by the expiration of the Service Term, Service will continue on a month-to-
month basis under the terms of the Service Schedule and will convert to the then-current month-to-month rates as evidenced by 
CenturyLink’s records).  CenturyLink will inform Customer of its then-current rates for Service upon written request. If Service is continued 
on a month-to month basis, either party may terminate Service with 30 days’ prior written notice to the other party.  
 
3. Cancellation and Termination Charges. 
 
3.1 Either party may terminate Service and/or this Service Schedule with 30 days’ written notice, or for Cause. “Cause” means the 
failure of a party to perform a material obligation under this Service Schedule, which failure is not remedied: (a) for payment defaults by 
Customer, within five days of separate written notice from CenturyLink of such default; or (b) for any other material breach, within 30 days 
of written notice (unless a different notice period is specified a Service Attachment).  Customer will remain liable for charges accrued but 
unpaid as of the termination date.  If, prior to the conclusion of the Service Term, Service and/or this Service Schedule is terminated either 
by CenturyLink for Cause or by Customer for any reason other than Cause, then Customer will also be liable for:  
 
(a) If termination is prior to installation of Service, termination charges will be those reasonable costs incurred by CenturyLink through the 
date of termination.  If termination is after installation of Service but prior to the completion of the Minimum Service Period, Customer will 
pay the termination charges for Minimum Service Period in addition to the termination charges for the remainder of the Service Term.  
 
(b) If Customer terminates Service to a level that is less than 80% of a total annual true-up monthly rate, a termination charge may apply 
to the Service removed below the 80% level.  The termination charge will be equal to 100% of the monthly rate for the Service terminated 
below the 80% level multiplied by the number of months, or portion thereof, remaining in the Minimum Service Period; plus 50% of the 
monthly rate for Service removed below the 80% level multiplied by the number of months, or portion thereof, remaining in the Service 
Term. 
 
3.2 A termination charge will be waived when the Customer discontinues Service and the following conditions are met: (a) Customer 
signs new service schedules for any other CenturyLink provided new service(s) and all applicable nonrecurring charges will be assessed 
for the new service(s); (b) Both the current Service and the new service(s) are provided solely by CenturyLink; (c) The order to discontinue 
Service and the order to establish new service(s) are received by CenturyLink within 30 days of each other for service in New Mexico, 
and at the same time for service in any other state; (d) The new service installation must be completed within 30 calendar days of the 
disconnection of Service, unless such installation delay is caused by CenturyLink; (e) The total value of the new service(s), excluding any 
special construction charges, is equal to or greater than 115% of the remaining value of this Service Schedule; (f) A new Minimum Service 
Period, if applicable, will go into effect when the new service(s) agreement term begins; and (g) Customer agrees to pay any previously 
billed, but unpaid recurring, and any outstanding nonrecurring charges - these charges cannot be included as part of the new service(s) 
agreement.  The waiver does not apply to changes between regulated and unregulated or enhanced products and services. New service 
is defined as a newly installed service placed under a new CenturyLink service agreement(s), or newly installed additions to an existing 
service agreement(s), but does not include renewals of expiring service agreement(s), renegotiations of existing service agreement(s) 
and conversions from month-to-month service to contracted service. 
 
4. Charges and Payment. 
 
4.1 CenturyLink will notify Customer of the date Service is available for use. In the event Customer informs CenturyLink that it is 
unable or unwilling to accept Service at such time, the Service will be held available for Customer for a period not to exceed 30 business 
days from such date (“Grace Period”).  If after the Grace Period, Customer still has not accepted Service, CenturyLink may either: 
(a) commence with regular monthly billing for the Service; or (b) cancel the Service.  If Customer cancels Service prior to the date the 
Service is available for use, or is unable to accept the Service during the Grace Period and CenturyLink cancels the Service at the end of 
the Grace Period, termination charges may apply.  
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4.2 Customer will pay the rates for the Service as set forth in Addendum 2 and in the SOW, if applicable.  CenturyLink reserves the right 
to revise rates if a change in the statutes or administrative rules affects the cost of providing Service.  
 
4.3 Provision of Service under this Service Schedule may involve Independent Providers. Charges for Service only include Service 
provided within CenturyLink Territory up to the meet point of the Independent Provider.  Other charges which involve work performed by the 
Independent Provider will be in addition to CenturyLink's charges and will be negotiated separately between Customer and the Independent 
Provider. “CenturyLink Territory” means CenturyLink’s local service areas in the following states: Arizona, Colorado, Idaho, Iowa, 
Minnesota, Montana, Nebraska, New Mexico, North Dakota, Oregon, South Dakota, Utah, Washington, and Wyoming. 
 
4.4 Customer may add Service under this Service Schedule at the rates and charges in effect at the time of the addition(s). New Service 
will be coterminous with existing Service.  Requests to add Service must be by written amendment or by submitting a work request to 
CenturyLink. The amendment or work request will be signed by authorized representatives of both parties and made a part of this Service 
Schedule. 
 
5. Other Terms. 
 
5.1 Service Notices. Notices for disconnection of Service must be submitted to CenturyLink via Email at: 
BusinessDisconnects@Centurylink.com. Notices of non-renewal for Services must be sent via e-mail to: CenturyLink, Attn.: CenturyLink 
NoRenew, e-mail: Norenew@centurylink.com. Notices for billing inquiries/disputes or requests for Service Level credits must be submitted 
to CenturyLink via Customer’s portal at https://www.centurylink.com/business/login/ or via Email at: Care.Inquiry@Centurylink.com. All 
other routine operational notices will be provided by Customer to its CenturyLink sales representative. 
 
5.2 Conflicts. If a conflict exists among the provisions of the Service Attachments, the order of priority will be as follows: this Service 
Schedule and its Addendums, the general terms of the Agreement, SLA, SOW (if any) and Order Form, as applicable, and then any other 
documents attached or expressly incorporated into the Agreement. 
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ADDENDUM 1 
CENTRAL OFFICE PSAP INFORMATION 

 
 
BILLING NUMBER:  _________ 
 
 

PSAP NAME PSAP ADDRESS 
CENTRAL OFFICE 

CLLI CODE SERVING 
THE PSAP 

NPA/NXX 
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ADDENDUM 2 
SERVICE CHARGES 

 
 

Description Monthly Recurring 
Charge (MRC) 

Nonrecurring Charge 
(NRC) 

Population Base  $           $           
Concurrent SIP Sessions $           $           
Egress MPLS Network to PSAP – Last mile $      $      
GIS Routing Services (includes SI, ECRF, LDB) $      $      

 
 



 

 9-1-1 EGDMS
User Guide

Software Release 3.4



9-1-1 EGDMS User Guide
 Software Release 3.4  

ii Intrado Confidential Last Updated 03/27/2020

Notice
9-1-1 EGDMS User Guide
©2017–2020 by Intrado Life & Safety, Inc.
All Rights Reserved
Printed in U.S.A.

This software product is copyrighted and all rights reserved by Intrado Life & Safety, Inc. The product is 
licensed to the original Licensee only for use according to the terms and conditions set forth in the System 
Agreement or applicable document containing the licensing provisions. Copying, selling, or using the product 
contrary to those licensing terms and conditions is a violation of the law. All parts of the 9-1-1 EGDMS User 
Guide documentation are copyrighted and all rights reserved. This documentation may not be copied, 
photocopied, or reproduced in whole or in part without Intrado’s prior written consent except as otherwise 
provided in writing. Any authorized copying or reproduction in whole or in part, must contain the following 
statement:

9-1-1 EGDMS User Guide
©2017–2020 by Intrado Life & Safety, Inc.
All Rights Reserved
Printed in U.S.A.

If you have any questions regarding the appropriate use of this software product and documentation, please 
direct your comments to:

Intrado Corp.
Life & Safety, Inc. 
1601 Dry Creek Drive
Longmont, CO 80503
720.494.5800

Trademark Ownership
All trademarks used herein are the property of their respective owners.

Product Updates
It is the policy of Intrado to improve products as new technology, software, hardware, and firmware become 
available. Intrado, therefore, reserves the right to change specifications without prior notice. All features, 
functions, and operations described herein may not be available worldwide.
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About This Guide

This user guide describes 9-1-1 Enterprise Geospatial Database Management System 
(9-1-1 EGDMS) version 3.4. 

New in This Release
 Updates to support NENA NG9-1-1 GIS data model schema.
 Export polygon gap/overlap errors to shape file - In previous versions, only the 

polygons containing errors were reported without identifying the specific gap/overlap 
areas themselves. This enhancement identifies the gaps/overlaps between the 
polygons, making it easier to identify and correct errors in the source data.

 Spatial validation processing times have been reduced.
 GeoMSAG update enhancements for Transitional Data Management Service (TDMS).

Optional New Features

 ALI to GIS comparison - The ability to request automated ALI to road centerline and/or 
ALI to address point comparisons. 

 MoveIt automated upload functionality - The ability to submit GIS data via MapSAG 
Data Exchange or python script to SFTP (MoveIt) for automated processing.

Continued Efforts Correcting Known Issues

In addition to the feature enhancements or feature-related CRs described above, the 
following enhancements or defects were addressed with version 3.4:

 Upload history table is retained after version upgrade.
 PDF report generation bug fix.
 Upload Cancel/Delete button process change.
 Road centerline validation changes - <NULL> and blank address range values are 

identified as critical errors.

NOTE NOTE This feature requires that ALI is managed by Intrado.  Additionally, this feature 
enhancement must be provisioned and enabled; charges apply.

NOTE NOTE This feature enhancement must be provisioned and enabled; charges apply.
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Document Conventions

Problem Reporting
Report problems to Intrado CTS at 1.877.856.7504. Recurring issues should be reported 
immediately. 

Before reporting a problem, gather as much of the following information as possible:

1   What data was entered into the system immediately before the problem occurred?

2   What did the system do?

3   What was the system expected to do?

4   What messages did the system display?

5   Are there written or printed examples of what occurred?

6   Can the problem be verified by duplicating it on demand?

7   What type of system/modem do you use?

8   Did you consult your user guide on proper operations?

Convention Description

System-generated 
messages

System-generated messages, terms, and field names display in the 
Courier Std font.

User Entry Information that must be typed exactly as it appears displays in the 
Courier Std bold font.

Buttons, screen tabs, 
and screen panels

Buttons, tabs across the top of the screen that are used to access 
additional screens, and names of screen panels are identified by bold 
text.

Windows and Screen 
Names

Windows and screen names are identified by italics.

Web Links All web-based hyperlinks are identified by bold blue underlined text. 

Internal cross references Cross references made to other sections in the same guide are identified 
by blue font. Note that these cross references link to the section.
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Introduction

The 9-1-1 Enterprise Geospatial Database Management System (9-1-1 EGDMS) is a web 
application that serves as Intrado’s front-end user interface for the NENA Spatial Interface 
(SI) requirement. GIS data submitted through 9-1-1 EGDMS is validated, coalesced, and 
used for provisioning to i3 systems (ECRF and LVF).

9-1-1 EGDMS includes the following features:

 Secure 2-factor authentication.
 A file-upload user interface that enables customers to identify the contents of the 

upload.
 Acceptance of file geodatabase files and shapefiles.
 Attribute field mapping configuration that is customer-driven.
 Automated schema change detection and error notification.
 Automated email notification for upload and processing status.
 GIS data validation report retrieval.

Quick Tips for 9-1-1 EGDMS

Attribute Field Mapping Guidelines

During the transitional period from legacy ALI/MSAG to NG9-1-1, it is recommended that 
the legacy street name fields (Legacy Prefix Directional, Legacy Street Name, 
Legacy Street Suffix, and Legacy Post Directional) be field mapped to four 
of the eight corresponding i3 street name fields within 9-1-1 EGDMS for provisioning the 
ECRF/LVF. This will also correlate to the MSAG/ALI fields used for subscriber location 
validation. The recommended field mapping is seen in figure 1.

Figure 1:    Recommended Field Mapping
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Additionally, in this transitional period to support ALI matching to civic addresses in the GIS 
data, the MSAG Community from the source data set should be field mapped to the 
Incorporated Municipality (A3) field in the ESInet GIS data model.

Geometry Best Practices
 Run topology before uploading polygon boundary layers to ensure there are no gaps 

and overlaps in your boundaries and all features fall within your provisioning boundary.
 Ensure that there are no gaps and overlaps with neighboring agencies.
 Intrado's geometry validator uses OGC standards (not ESRI) to check for errors.
 Check for too many vertices (stroked curves, traced features, etc.). 
 Check for self-intersecting geometry.
 Ensure boundary features are polygons and not polylines.

Field Type and Length Guidelines 
 Field type and length matters only if the data is in error. For example, an address 

number field can be a string but can only contain whole numbers. If an alpha character 
is placed in that field it will be an error. 

Recommended Reference Documents 
 NENA Standard for NG9-1-1 GIS Data Model
 NENA Standards for the Provisioning and Maintenance of GIS data to ECRF/LVF

Connecting to 9-1-1 EGDMS

1 Open your browser and enter the IUP URL in the browser’s address field: 
http://IUP.intrado.com. The Login screen displays.

Figure 2:   IUP Login 

NOTE NOTE In the future, new specifications and standards will likely provide for consistent 
mechanisms to overcome these transitional issues and the fields will be used as 
intended.
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2   Enter your username in the Enter Username field and your password in the Enter 
Password field. 

3   Click the OK button. A screen displays asking you to enter your Entrust token sequence.

Figure 3:   Enter Token Sequence

4   Press and hold the button on your Entrust token (figure 4) until the eight number 
sequence displays. Only press the button once. If you press the button without logging 
into the application, the token may become out of sync with the server. 

Figure 4: Entrust Token

5   Enter the numeric sequence in the Enter Token Dynamic Password field and 
select the OK button. A security banner displays.

Figure 5:   Security Banner

6   Click the Accept button. The IUP Home screen displays.
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Figure 6:   IUP Home

7   Click on the Applications + icon to display the list of applications to which you have 
access.

8   Click on the 9-1-1 EGDMS link to launch the applcation.

Figure 7:   9-1-1 EGDMS Data Upload Application
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The 9-1-1 EGDMS Data Upload application is used to upload files containing GIS data. The 
9-1-1 EGDMS Data Management application is used to configure the field mapping 
attributes in your database to match those in the Intrado database, as well as to review your 
agency’s existing configuration and agency contact details. 
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Overview

The 9-1-1 EGDMS Data Upload application is used to upload files containing GIS data. This 
chapter describes how to prepare your file for upload and how to use the Data Upload 
application.

Optional EGDMS Uploads 

As an option, 9-1-1 EGDMS provides the ability to submit GIS data via MapSAG Data 
Exchange or python script to Intrado's sSFTP application (MoveIt) for automated processing 
after the initial field mapping configurations have been performed in the 9-1-1 EGDMS 
portal. This functionality requires customer specific configuration. Contact AT&T/Intrado for 
more details. Charges may apply.

Prepare GIS Data for Upload

Before uploading your GIS data to 9-1-1 EGDMS, it must be in the correct format. Accepted 
formats include:

 File geodatabase
 Shape file

The feature classes supported by Intrado include:

 Provisioning Boundary - Provisioning Boundary polygon that covers the geographic 
region for which your agency has jurisdiction.

 Street Centerlines - Street centerline data for your agency’s jurisdiction.
 Address/Structure Location - Address/structure points for your agency’s jurisdiction.
 PSAP Area Boundary - Public Safety Answering Point boundary polygons for your 

agency’s jurisdiction. 
 PSAP1 - Pre-provisioned alternate routing PSAP polygon boundaries (1 of 3). (Not 

required.)
 PSAP2 - Pre-provisioned alternate routing PSAP polygon boundaries (2 of 3). (Not 

required.)
 PSAP3 - Pre-provisioned alternate routing PSAP polygon boundaries (3 of 3). (Not 

required.)
 Fire Response Boundary - Fire response boundary polygons for your agency’s 

jurisdiction. 
 Law Response Boundary - Law response boundary polygons for your agency’s 

jurisdiction.
 EMS Response Boundary - EMS/medical response boundary polygons for your agency’s 

jurisdiction.
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 Municipal Boundary - Municipal boundary polygon(s) for your agency’s jurisdiction. 
(Not required.)

 Emergency Service Zone - Service response boundary (ESN boundary) polygons that 
include Fire, Law, and EMS response agencies in your jurisdiction. (Not required.)

Files must be zipped and the recommended file name format is:

[Your agency name]GIS[today’s date]

For example:

SmithCountyGIS_6212018.zip

EGDMS Zip File Structure

Zip a File Geodatabase

1 Right click the .gdb file. 

2   From the menu, select Send to. An additional menu displays.

3   Select Compressed (zipped) folder. The zipped file displays with the same 
name under the zipped icon.

Figure 8:   Zipped Icon
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Figure 9:   Zip File Geodatabase

Zip a Shape File

Shape files must be placed in a folder and then be zipped. The correct file 
structure is:
shapeGIS.zip

ShapeFileFolder

shapeFiles.shp

shapeFiles.shx

shapeFiles.sbx              

shapeFiles.prj
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Figure 10:   Zip Shape File

Data Upload

To upload a zip file, complete the following steps:

1 Log into IUP and access the 9-1-1 EGDMS Data Upload application as described in 
“Connecting to 9-1-1 EGDMS” on page 3. The Select Agency screen displays if you are 
assigned to multiple agencies.

2   If you are assigned to multiple agencies, select an agency from the drop-down menu. 
The 9-1-1 EGDMS Data Upload screen displays (figure 11 on page 12). 
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Figure 11:   9-1-1 EGDMS Data Upload 

3   If you have made changes to your GIS data feature classes or attributes that are not 
captured in the current field mapping configuration, check the Configuration 
Changes box.

4   Indicate the contents of your GIS upload by selecting the feature classes that you would 
like to have processed by the system.

Figure 12:   Field Description Pop-up

NOTE NOTE This field only appears on subsequent uploads. Initial uploads do not have this 
option.

NOTE NOTE Hovering over a field displays the field description. See figure 12.
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Once you have finished selecting the appropriate checkboxes, click the Browse button to 
locate the file to upload on your local computer (figure 13). The Choose File to Upload dialog 
box displays (figure 14).

Figure 13:   Upload File

Figure 14:   Choose File to Upload Dialog Box

5   Select the file from your computer and click the Open button on the dialog box. The 
dialog box closes and the file name appears in the GIS Data text box on the 9-1-1 
EGDMS Data Upload screen (figure 15).

Figure 15:   GIS Data Text Box

6   Click the Transmit button. A message displays indicating that the file is uploading 
(figure 16).

IMPORTANT Uploaded files must be zipped.
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Figure 16:   Upload in Progress Message
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Figure 17:   File Upload Complete

7   Once the file has completed uploading, click the Process File button to continue.

8   When the upload has completed, a confirmation message displays.

Figure 18:   Upload Success Confirmation

9   Exit the Data Upload application by clicking the red “X” in the upper right corner of the 
browser window.
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Figure 19:   Close Browser Window

10   When the upload has finished processing, you will receive an email with further 
instructions.

Optional ALI to GIS Comparisons

The ALI to GIS Comparison Report section of the Data Upload application is displayed only 
when the ALI Compare has been enabled for your Agency, otherwise you will not see the 
options.  Once Street Centerlines or Address/Structure Location feature classes are selected, 
the ALI Compare options are enabled, if the agency has been configured for this service.

ALI/GIS Comparison Report with ESN

Figure 20:   Run an ALI/GIS Comparison Report

NOTE NOTE Setup and configuration of these tools is required. Requests to use these 
optional services should be directed to AT&T/Intrado.
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If this option is selected, 9-1-1 EGDMS pulls the associated ALI records for comparison to 
the GIS road centerline and address points, and ESN is considered in the comparison 
criteria. The ALI error/fallout report is performed and packaged with the 9-1-1 EGDMS 
reports.

ALI/GIS Comparison Report without ESN

If this option is selected, 9-1-1 EGDMS pulls the associated ALI records for comparison to 
the GIS road centerline and address points, and ESN is not considered in the comparison 
criteria. The ALI error/fallout report is performed and packaged with the 9-1-1 EGDMS 
reports.

NOTE NOTE If the ALI/GIS comparison option is checked, the comparison is performed on the 
address points and/or the road centerlines if they are checked and included in 
the GIS data upload only.



Data Upload 9-1-1 EGDMS User Guide
 Software Release 3.4 

18 Intrado Confidential Last Updated 03/27/2020



Chapter 3
Data Management

Contents
Overview. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 20
Upload History . . . . . . . . . . . . . . . . . . . . . . . . . 20

Configure Field Mapping Attributes . .  21
Correct Field Mapping Attribute 
Errors  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  29
Attribute Field Mapping Sign-off . . . . .  31

Configuration  . . . . . . . . . . . . . . . . . . . . . . . . . .33
Agency Details . . . . . . . . . . . . . . . . . . . . . . . . . 33



Data Management 9-1-1 EGDMS User Guide
 Software Release 3.4 

20 Intrado Confidential Last Updated 03/27/2020

Overview

The 9-1-1 EGDMS Data Management application is used to configure the field mapping 
attributes in your database to match those in the Intrado database, as well as to review your 
agency’s current configuration details and to review and update your agency contact 
information. Using the primary navigation tabs at the top of the 9-1-1 EGDMS Data 
Management screen, you can access the different areas of the application.

Figure 21:   9-1-1 EGDMS Data Management Navigation Tabs

The Upload History tab displays the Upload History screen (figure 23 on page 21). From this 
screen, you can access your data upload details via the Upload Details screen (figure 24 on 
page 22). From the Upload Details screen, you can launch the Field Mapping Tool screen to 
configure your field mapping attributes.

The Configuration tab displays the Configuration screens (figure 44 on page 33). These 
screens display your agency’s current attribute field mapping configuration.

The Agency Details tab displays the Agency Details screen (figure 45 on page 34). From this 
screen you can review your agency’s contact information and update the name, email, 
telephone number, and telephone number extension of your agency contact person.

Upload History

After uploading your GIS data file (as described in Chapter 2: “Data Upload”), the file is 
processed and you are notified via email that further action is required. 
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Figure 22:   Sample Email Notification

1 After receiving the notification, log into the 9-1-1 EGDMS application by following the 
steps described in “Connecting to 9-1-1 EGDMS” on page 3.

2   Select the 9-1-1 EGDMS link. The Select Agency screen displays if you are assigned to 
multiple agencies.

3   Choose an agency from the drop-down menu. The Upload History screen for the 
selected agency displays. This screen displays both current and historical uploads. The 
Current State field identifies which file requires action and specifies the type of 
action required.

Figure 23:   Upload History

Configure Field Mapping Attributes

To configure field mapping attributes using the Field Mapping Tool screen, complete the 
following steps:
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1 From the Upload History screen (figure 23), select the View/Edit button. The Upload 
Details screen for that file displays (figure 24 on page 22). Hovering over the “i” 
information icon displays a description of the action required (figure 25 on page 23). 
The Upload Details screen is comprised of four areas. The top section displays details of 
the upload, including its current state (action required, completed, etc.), the system-
generated upload ID, the date of the most recent state change, and the date the file 
was originally uploaded. The second section identifies the configuration data included 
in the upload. The third section identifies the name of the GIS file and the fourth 
section is the activity log. The activity log captures the date, time, and a description of 
all state changes associated with the file. 

Figure 24:   Upload Details
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Figure 25:   Action Required Description

2   Open the Field Mapping Tool screen by clicking the Launch button. The Field Mapping 
Tool screen displays (figure 26 on page 24). This screen shows the first feature class 
selected. In the sample screen, Street Centerlines is the first feature class to display. The 
feature class list that displays on the upper left corner of the screen (figure 27 on page 
25) identifies which one you are currently working in. 

IMPORTANT Checking or unchecking any of the feature classes listed in the Uploaded 
Feature Classes list and then selecting the Save button makes the 
feature class available or unavailable on the Field Mapping Tool screen, 
depending on your selection.

Table 1: Upload Details Button Descriptions

Button Description

Cancel/Delete Upload Cancels or deletes the upload. 

Save/Close Saves changes to the feature class configurations but does not submit 
the changes.

Submit Submits the changes.

NOTE NOTE Uploads can only be canceled prior to QA/QC processing beginning.

Information icon
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Figure 26:   Street Centerlines Field Mapping
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Figure 27:   Feature Class List

3   Select a layer name from the Agency Feature Class drop-down menu (figure 28). 
The Agency Attribute column populates with drop-down menus for each field 
mapping attribute (figure 29 on page 26).

Figure 28:   Agency Feature Class

Table 2: Field Mapping Tool Button Descriptions

Button Description

Reset Discards all changes made during the session and returns settings to 
the last known configuration.

Undo Discards all changes made since the last save, including changes 
made to other feature classes.

Save Saves changes, including those made to other feature classes.

Close Closes the Field Mapping Tool screen.

NOTE NOTE The Agency Feature Class drop-down menu filters your GIS data by 
feature type (point, line, or polygon).
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Figure 29:   Street Centerlines Field Mapping - Agency Feature Class Selected
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4   Select values from the drop-down menu to match your GIS data attributes to Intrado's 
attribute fields. Fields marked with a red asterisk are required.

Figure 30:   Field Type Discrepancy Warning

NOTE NOTE If the field type does not match, a warning message displays. You can still submit 
with a warning, but it must be reviewed by Intrado before it is accepted.

IMPORTANT Select N/A (not available) for a field if you do not plan to add the attribute 
in the near future and do not wish to be reminded/receive errors on 
subsequent uploads. The field mapping is stored as N/A and is accepted 
by 9-1-1 EGDMS.

Select NONE if you do not wish to map the field attribute at the moment, 
but want to be reminded on your next upload that the field mapping is 
missing. Selecting NONE allows the current upload to proceed, but 
provides a reminder upon the next upload that the required field 
mapping is missing.

It is acceptable to map a required field to N/A or NONE - the asterisks 
indicate NENA-required fields, but not all NENA-required fields must be 
populated for geospatial call routing to function properly.
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Figure 31:   N/A and None Options

5   Click the Save button when you are finished. A message displays at the bottom of the 
screen indicating that your changes were successfully saved.

Figure 32:   Changes Saved Confirmation Message

6   Click on the next highlighted feature class item that displays in the upper left corner of 
your screen (figure 27 on page 25). 

7   Complete steps 3-5 for each additional feature class that requires configuration. 

8   When you are finished and have saved your data, click the Close button at the bottom 
of the screen. The Field Mapping Tool screen closes and the Upload Details screen 
displays.

Figure 33:   Upload Details - Submit Button

9   Click the Submit button to send the configuration changes to Intrado. A confirmation 
message displays indicating that the data was successfully submitted.

IMPORTANT If any warnings persist in your field mapping, they must be corrected 
before submitting.
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Figure 34:   Submission Success Confirmation Message

10   When Intrado has finished processing your submission, you will receive an email either 
indicating that the field mapping attributes have been accepted and no further action 
is required or that errors were found that must be corrected. 

Correct Field Mapping Attribute Errors

If errors are found by Intrado in your field mapping configuration, you will receive an email 
notification telling you to log into the Data Management application to correct the errors. 
To correct the errors, complete the following steps:

1 Log into the Data Management application following the steps described in 
“Connecting to 9-1-1 EGDMS” on page 3.

2   If you are assigned to more than one agency, choose your agency from the from the 
9-1-1 EGDMS Data Management Select Agency screen. The Upload History screen for your 
agency displays. The Current State column identifies the action required.

Figure 35:   Upload History - Correct Upload Details

3   Click the View/Edit button to display the Upload Details screen. Hovering over the “i” 
information icon identifies the work required (figure 36 on page 29).

Figure 36:   Upload Details - Information Icon

4   Click the Launch button to open the Field Mapping Tool screen.
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5   Sections requiring corrections are highlighted in red in the EGDMS Feature Class 
List. Click the feature class to correct errors. 

Figure 37:   Feature Class List - Error Correction

6   When the feature class requiring error correction is displayed, locate the field with the 
error. Fields containing errors are highlighted in red.

Figure 38:   Street Centerlines Field Mapping Tool - Error Correction

7   Select the correct value from the drop-down menu.
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Figure 39:   Corrected Field

8   Repeat steps 5-7 for each feature class that contains errors.

9   Click the Save button. A confirmation message displays at the bottom of the screen 
indicating that your changes were successfully saved (figure 32 on page 28). 

10   Click the Close button to return to the Upload Details screen.

Figure 40:   Upload Details - Submit Button

11   Click the Submit button. A confirmation message displays at the bottom of the screen 
indicating that your changes were successfully submitted to Intrado (figure 34 on page 
29).

12   When Intrado has finished processing your submission, you will receive an email either 
indicating that the field mapping attributes have been accepted and that sign-off is 
required or that additional errors may have been identified. If additional errors are 
found, repeat steps 1-9 in this section until no further errors are found.

Attribute Field Mapping Sign-off

Signing off on the attribute field mapping and/or configuration changes allows your 
upload to proceed to QA/QC processing. To sign off:

1 Log into the Data Management application following the steps described in 
“Connecting to 9-1-1 EGDMS” on page 3.

2   If you are assigned to more than one agency, choose your agency from the from the 
9-1-1 EGDMS Data Management Select Agency screen. The Upload History screen for your 
agency displays and the Current State field identifies that the data is ready for 
sign-off. 
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Figure 41:   Upload History - Attribute Field Mapping Sign-off

3   Click the View/Edit button to displays the Upload Details - Sign-off screen (figure 42 on 
page 32).

Figure 42:   Upload Details - Sign-off

4   If necessary, you can review the data by launching the Field Mapping Tool screen. When 
you have finished reviewing the data, click the Submit button. A confirmation message 
displays indicating that the submission was successful. 

Figure 43:   Submission Confirmation

5   You will receive an email once QA/QC processing has begun.
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Configuration

The Configuration screens display the current attribute field mapping configuration. These 
are view-only screens.

Figure 44:   Configuration Screen 

To access the Configuration screens:

1 Log into the Data Management application following the steps described in 
“Connecting to 9-1-1 EGDMS” on page 3.

2   If you are assigned to more than one agency, choose your agency from the 
9-1-1 EGDMS Data Management Select Agency screen. The Upload History screen for your 
agency displays.

3   Select the Configuration tab at the top of the screen. The first feature class field 
mapping is displayed. Use the links in the EGDMS Feature Class List to view 
other feature class configurations.

Agency Details

The Agency Details screen displays information about your agency. From this screen, you 
can view the existing contact data. 
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Figure 45:   Agency Details

To access the Agency Details screen:

1 Log into the Data Management application following the steps described in 
“Connecting to 9-1-1 EGDMS” on page 3.

2   If you are assigned to more than one agency, choose your agency from the from the 
9-1-1 EGDMS Data Management Select Agency screen. The Upload History screen for your 
agency displays.

3   Select the Agency Details tab at the top of the screen. The Agency Details screen 
displays. 
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Overview

9-1-1 EGDMS users can access data validation reports that identify errors and discrepancies 
generated during data processing. Validations include road centerline, address point, and 
polygon validations for each data upload. Identified errors must be corrected by 
resubmitting the data in 9-1-1 EGDMS. 

Data validation reports are PDFs; the report package contains two types of reports:

 Data upload and GIS validation summary - this PDF report includes the date and time 
of the upload, the feature count, and changed feature counts from the delta detection, 
as well as a summary of the GIS validations showing upload counts and validation 
results.

 Detailed Error Shape files - shape files (per layer) that include features that contain an 
error, with the error type and description added to the attribute table.

 Responder Boundary error shapefile - This shapefile contains critical errors identified 
during validation.

Accessing and Viewing Reports

1 Log into 9-1-1 EGDMS following the steps described in “Connecting to 9-1-1 EGDMS” 
on page 3.

2   Once available, reports are accessed from the Data Upload history table by clicking the 
Download button (figure 23 on page 21). The report package is downloaded as a .zip 
folder.

Figure 46:   Viewing Reports
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Figure 47:   Sample Data Upload Report

Figure 48:   Sample Shape File Error Report

NOTE NOTE To see a detailed error view, view the shape files in your GIS data management 
system.
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QA/QC Validations

View 9-1-1 EGDMS Report for a detailed description of the QAQC Validations and error 
types. Any errors identified are included in PDF upload summary reports and shape file 
error layers. Reports are available in the upload history table within 9-1-1 EGDMS.

Validations for all Layers

 Compare the schema and data structure and properties of the source dataset with the 
schema and properties of the master database and report discrepancies in the 
9-1-1 EGDMS Field Mapping Tool.

 Incompatible schema field value.
 Exact/stacked feature duplicate.
 Attribute Duplicate.
 Unique ID Duplicate.
 Null Value for required fields.
 Geometry error.

Boundary Layer (Provisioning Boundary, PSAP, Fire, Law, 
EMS)

 Polygon gap/overlap validation (for errors involving multiple agencies, participants 
must work with neighbor agencies to resolve issues. Intrado works with agencies to 
facilitate error resolution prior to provisioning data to the ECRF/LVF.)

 Routing URI populated and valid.

Street Centerlines

 Address range overlap issues

Address Points

 Street name parsing issues
 Street name element standardization recommendations
 Low frequency street name

NOTE NOTE Any arc or ellipse feature types will be transformed into line and polygon 
features during processing.
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Error Code Descriptions

The table below includes descriptions of the validation errors used in the report:

Error Exception Codes

Certain error types can be marked as exceptions so that they do not continue to fail 
validation, and are able to load to production. Exceptions must be maintained in an 
exception field and field mapped to the exception field in the 9-1-1 EGDMS field mapping 
tool. The following table describes the exceptions.

Table 3: Critical Errors

Error Name Error Description

Outside Authoritative 
Boundary

All or part of the feature falls outside the authoritative boundary 
Boundary - Neighbor - Gap A gap exists between the boundary 
polygon and an adjacent data source's boundary polygon.

Boundary - Internal - 
Gap

A gap exists between the boundary polygon and another boundary 
polygon within your database Boundary - Neighbor - Overlap The 
boundary polygon feature overlaps an adjacent data source's 
boundary polygon.

Boundary - Internal - 
Overlap

The boundary polygon feature overlaps another boundary polygon 
within your database Routing URI The Routing URI is either missing or 
invalid within the service response boundary polygon.

Field Constraint An attribute value is incompatible with the EGDMS database schema 
and cannot be loaded True Duplicate The exact feature is duplicated 
multiple times in the layer - EGDMS deletes the duplicate features, 
leaving a single record.

Attribute Duplicate The feature's attributes are duplicated in multiple features, but each 
feature has a unique location - All records are returned as errors and 
must be corrected to proceed to production Address Range Overlap 
An overlap exists in one or both sides of the address ranges between 
two connected and identically named street centerline segments.

Unique ID Duplicate The feature's Unique ID is duplicated within the agency's layer - these 
are critical errors and must be corrected to proceed to production 
Geometry Error A record exists in the attribute table that is not 
associated with a geographic feature or the geometry of a feature is in 
error.

NULL Value Critical NULL value for a critical field.
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Table 4: Error Exception Codes

Address Range Overlap (ARO) in 
Road Centerlines

Address range overlap errors can be flagged as exceptions 
using the “ARO” value in a mapped exception field. The ARO 
exception should only be used after the agency has confirmed 
the road segment is not a true address range overlap error or is 
due to inconsistent addressing.

Outside Authoritative Boundary 
(OAB) for Road Centerlines

Features that fall on the provisioning boundary border can be 
marked as exceptions by using the “OAB” value in a mapped 
exception field. OAB exceptions should only be used on 
segments that are not duplicated between the neighboring 
agency.



Appendix A
Schema Tables
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Overview

The following conventions are used in the schema tables of this appendix:

 The M/O table column specifies if the attribute information for individual data fields is 
mandatory, conditional, or optional.
 M - Mandatory indicates that an attribute value must exist for the data field.
 O - Optional indicates an attribute value may or may not be included in the data 

field.
 The Type table column identifies the type of data used within the data field and 

attributes.
 A - Alphanumeric (any combination of upper and lower case letters A to Z and/or 

any numeral from 0 to 9).
 D - Date and time fields follow the International Organization for Standardization 

(ISO) 8601 standard and are a NENA requirement. The ISO 8601 compliant format is 
YYYY-MM-DDThh:mm:ss±TZD, where Y is the year, M is the month, D is the day, T 
designates the switch to time, h is the hour, m is the minute, s is the second, and 
±TZD is plus or minus the time zone designation based on the offset from the 
coordinated universal time (UTC). 
For example: 2014-02-20T23:16:30-05:00 
2014 = The year 
02 = The month 
20 = The day 
23 = The hour 
16 = The minute
30 = The second
-05:00 = The offset from UTC

 N - numeric/number consisting of whole numbers only.

NOTE NOTE The offset from UTC is the optional separator to indicate the time zone 
designation, which in this example is -5:00 to indicate the local Eastern Standard 
Time (EST) time difference from UTC.
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Authoritative/Provisioning Boundary

Street Centerlines

Table 1: Provisioning Boundary 

Descriptive Name M/O Type Field Width

Discrepancy Agency ID M A 75

Regional Source O A 50

Date Updated M D Date

Effective Date M D Date

Expiration Date O D Date

Authoritative Boundary Unique ID M A 254

Table 2: Street Centerlines 

Descriptive Name M/O Type Field Width

Discrepancy Agency ID M A 75

Regional Source O A 50

Date Updated M D Date

Effective Date O D Date

Expiration Date O D Date

Road Centerline NGUID M A 254

Exception O A 30

Country Left M A 2

Country Right M A 2

State Left M A 2

State Right M A 2

County Left M A 40

County Right M A 40

Additional Code Left O A 6
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Additional Code Right O A 6

Incorporated Municipality Left M A 100

Incorporated Municipality Right M A 100

Unincorporated  Community Left O A 100

Unincorporated Community Right  O A 100

Neighborhood Community Left O A 100

Neighborhood Community Right O A 100

Left Address Number Prefix O A 15

Right Address Number Prefix O A 15

Left FROM Address M N Long Int

Left TO Address M N Long Int

Right FROM Address M N Long Int

Right TO Address M N Long Int

Parity Left M A 1

Parity Right M A 1

Postal Community Name Left O A 40

Postal Community Name Right O A 40

Postal Code Left O A 7

Postal Code Right O A 7

ESN Left O* A 5

ESN Right O* A 5

MSAG Community Name Left O* A 30

MSAG Community Name Right O* A 30

Street Name Pre Modifier O A 15

Street Name Pre Directional O A 9

Street Name Pre Type O A 50

Street Name Pre Type Separator O A 20

Street Name M A 60

Street Name Post Type O A 50

Table 2: Street Centerlines  (Continued)

Descriptive Name M/O Type Field Width
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* Required for Transitional Data Management Service/GeoMSAG Services and for 
compatibility for ALI matching in an i3 transitional period.

** Transitional Data Management Service, Entity, and Exchange Left and Right fields and 
values may be required to be populated within the road centerline schema where more 
than one selective router serves the geographic area.

Address Points

Street Name Post Directional O A 9

Street Name Post Modifier O A 25

Speed Limit O N Long Int

One-Way O A 2

Road Class O A 15

FROM Road Level O A 1

TO Road Level O A 1

Validation Left O A 1

Validation Right O A 1

Entity Left O** A 3

Entity Right O** A 3

Exchange Left O** A 4

Exchange Right O** A 4

Legacy Street Name Pre Directional O* A 2

Legacy Street Name O* A 75

Legacy Street Name Post Type O* A 4

Legacy Street Post Directional O* A 2

Table 3: Address Points 

Descriptive Name M/O Type Field Width

Discrepancy Agency ID M a 75

Regional Source O A 50

Date Updated M D Date

Table 2: Street Centerlines  (Continued)

Descriptive Name M/O Type Field Width
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Effective Date O D Date

Expiration Date O D Date

Site Unique ID M A 254

Country M A 2

State M A 2

County M A 40

Additional Code O A 6

Additional Data URI O A 254

Incorporated Municipality  M A 100

Unincorporated Community O A 100

Neighborhood Community O A 100

Address Number Prefix O A 15

Address Number M N Long Int

Address Number Suffix O A 15

Street Name Pre Modifier O A 15

Street Name Pre Directional O A 9

Street Name Pre Type O A 50

Street Name Pre Type Separator O A 20

Street Name M A 60

Street Name Post Type O A 50

Street Name Post Directional O A 9

Street Name Post Modifier O A 25

ESN O* A 5

MSAG Community Name O* A 30

Postal Community Name O A 40

Postal Code O A 7

ZIP Plus 4 O A 4

Building O A 75

Floor O A 75

Table 3: Address Points  (Continued)

Descriptive Name M/O Type Field Width
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*Required for compatibility and ALI matching in an i3 transitional period.

PSAP Layers/Fire/Law/EMS

Unit O A 75

Room O A 75

Seat O A 75

Additional Location Information O A 225

Complete Landmark Name    O A 150

Mile Post O A 150

Place Type O A 50

Placement Method O A 25

Longitude O DOUBLE -

Latitude O DOUBLE -

Elevation O DOUBLE -

Legacy Street Name Pre Directional O* A 2

Legacy Street Name O* A 75

Legacy Street Name Post Type O* A 4

Legacy Street Post Directional O* A 2

Table 4: PSAP/Fire/Law/EMS 

Descriptive Name M/O Type Field Width

Discrepancy Agency ID M A 75

Regional Source O A 50

Date Updated M D Date

Effective Date O D Date

Expiration Date O D Date

(PSAP/Fire/Law/EMS)_Unique_ID M A 254

Agency ID M A 100

Service URI M A 254

Table 3: Address Points  (Continued)

Descriptive Name M/O Type Field Width
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*Note that the service URN is not required as this value is assigned by a layer within 
9-1-1 EGDMS.

Municipal Boundary

Service URN* M A 50

Service Number O A 15

Agency vCard URI  M A 254

Display Name M A 60

Table 5: Municipal Boundary

Descriptive Name M/O Type Field Width

Discrepancy Agency ID M A 75

Regional Source O A 50

Date Updated M D Date

Effective Date O D Date

Expiration Date O D Date

Incorporated Municipality Unique_ID M A 254

Country M A 2

State M A 2

County M A 75

Additional Code O A 6

Incorporated Municipality M A 100

Table 4: PSAP/Fire/Law/EMS  (Continued)

Descriptive Name M/O Type Field Width
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Table 6: Glossary

Attribute Definition

Additional Code A code that specifies a geographic area. Used in Canada to hold a 
standard geographical classification code; it differentiates two 
municipalities with the same name in a province that does not have 
counties.

Additional Code Left The additional code on the left side of the road segment relative to 
the FROM node.

Additional Code Right The additional code on the right side of the road segment relative to 
the FROM node.

Additional Data URI URI(s) for additional data associated with the site/structure address 
point. This attribute is contained in the site/structure address points 
layer and will define the service URI of additional information about a 
location, including building information (blueprints, contact info, 
floor plans, etc.).

Additional Location 
Information 

A part of a sub-address that is not a building, floor, unit, room, or seat.

Address Number The numeric identifier of a location along a thoroughfare or within a 
defined community.

Address Number 
Prefix 

An extension of the address number that precedes it and further 
identifies a location along a thoroughfare or within a defined area.

Address Number 
Suffix 

An extension of the address number that follows it and further 
identifies a location along a thoroughfare or within a defined area.

Agency ID A domain name system (DNS) domain name which is used to 
uniquely identify an agency. An agency is represented by a domain 
name. Each agency must use one domain name consistently in order 
to correlate actions across a wide range of calls and incidents. Any 
domain name in the public DNS is acceptable so long as each distinct 
agency uses a different domain name. This ensures that each agency 
ID is globally unique.

Agency vCard URI A vCard is a file format standard for electronic business cards. The 
agency vCard URI is the Internet address of an eXtensible markup 
language (XML) data structure which contains contact information 
(name of agency, contact phone numbers, etc.) in the form of a vCard 
(RFC 6350). vCard files may be exported from most email programs or 
created with a text editor. The vCard URI is used in the service 
boundary layers to provide contact information for that agency. The 
agency locator will provide these URIs for agencies listed in it.

Building One among a group of buildings that have the same address number 
and complete street name.
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Complete Landmark 
Name 

The name by which a prominent site/structure is publicly known.

Country The name of a country represented by its two-letter ISO 3166-1 
English country alpha-2 code elements in capital ASCII letters.

Country Left The name of the country on the left side of the road segment relative 
to the FROM node, represented by its two-letter ISO 3166-1 English 
country alpha-2 code elements in capital ASCII letters.

Country Right The name of the country on the right side of the road segment 
relative to the FROM node, represented by its two-letter ISO 3166-1 
English country alpha-2 code elements in capital ASCII letters.

County The name of a county or county-equivalent where the address is 
located. A county (or its equivalent) is the primary legal division of a 
state or territory.

County Left The name of a county or county-equivalent on the left side of the 
road segment relative to the FROM node. A county (or its equivalent) 
is the primary legal division of a state or territory.

County NENA 
Globally Unique ID 

The NENA globally unique ID for each county (or its equivalent) 
boundary. Each record in the counties or equivalents layer must have 
a globally unique ID. When coalescing data from other local 9-1-1 
authorities into the ECRF and LVF, this unique ID must continue to 
have only one occurrence. One way to accomplish this is to append 
the 9-1-1 authority's domain to the end of the "locally unique ID."

County Right The name of a county or county-equivalent on the right side of the 
road segment relative to the FROM node. A county (or its equivalent) 
is the primary legal division of a state or territory.

Date Updated The date and time that the record was created or last modified. This 
value must be populated upon modifications to attributes, geometry, 
or both.

Discrepancy Agency 
ID 

Agency that receives a discrepancy report (DR), should a discrepancy 
be discovered, and will take responsibility for ensuring discrepancy 
resolution. This may or may not be the same as the 9-1-1 authority. 
This must be represented by a domain name that is an agency 
identifier as defined in the NENA master glossary.

Display Name A description or name of the service provider that offers services 
within the area of a PSAP or an emergency service boundary. This 
value must be suitable for display.

ECRC Emergency call relay center.

Effective Date  The date and time that the record is scheduled to take effect.

Table 6: Glossary

Attribute Definition
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Elevation The elevation, given in meters above a reference surface defined by 
the coordinate system, associated with the site/structure address.

Emergency Service 
Boundary NENA 
Globally Unique ID 

The NENA globally unique ID for each emergency service boundary 
and PSAP boundary. Each record in the emergency service boundary 
layer and the PSAP boundary layer must have a globally unique ID. 
When coalescing data from other local 9-1-1 authorities into the ECRF 
and LVF, this unique ID must continue to have only one occurrence. 
One way to accomplish this is to append the 9-1-1 authority's domain 
to the end of the "locally unique ID." Emergency service boundary 
data is unique in that the data fields and their attributes are only a 
template to be reused for each emergency service boundary. For the 
emergency service boundary, there may be a separate dataset for law, 
fire, and EMS, and other emergency services such as poison control, 
forest service, coast guard, etc.

Entity Left The entity on the left side of the road segment. Entity is a legacy 
MSAG system data element used to simplify data management by 
grouping MSAG records. The entity represents a geographical area 
that generally corresponds to E9-1-1 selective routing boundaries.

Entity Right The entity on the right side of the road segment. Entity is a legacy 
MSAG system data element used to simplify data management by 
grouping MSAG records. The entity represents a geographical area 
that generally corresponds to E9-1-1 selective routing boundaries.

ESN A 3-5 character alphanumeric string that represents an emergency 
service zone (ESZ).

ESN Left The emergency service number (ESN) on the left side of the road 
segment relative to the FROM node.

ESN Right The emergency service number (ESN) on the right side of the road 
segment relative to the FROM node.

ESRI Environmental systems research institute.

Exception A field used to mark features as error exceptions.

Exchange Left The exchange on the left side of the road segment. Exchange is a 
defined area, served by one or more telephone central offices, within 
which a local exchange carrier furnishes service.

Exchange Right The exchange on the right side of the road segment. Exchange is a 
defined area, served by one or more telephone central offices, within 
which a local exchange carrier furnishes service.

Expiration Date The date and time when the information in the record is no longer 
considered valid.

Floor A floor, story, or level within a building.

Table 6: Glossary

Attribute Definition
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From Road Level Specifies the elevation of a segment FROM node (start point). This 
field does not require actual elevation in terms of real-world 
measurements. The value is only used to determine whether a turn is 
allowed from one street to a street that intersects it in a 2-dimensional 
space, similar to floors in a building. Nodes at the lowest level are 
assigned 0, with overlapping nodes representing additional level(s)/
overpass(es) are assigned the next sequential integer value 
accordingly.

Incorporated 
Municipality 

The name of the incorporated municipality or other general-purpose 
local governmental unit (if any) where the address is located.

Incorporated 
Municipality NENA 
Globally Unique ID 

The NENA globally unique ID for each incorporated municipality 
boundary. Each record in the incorporated municipality boundary 
layer must have a globally unique ID. When coalescing data from 
other local 9-1-1 authorities into the ECRF and LVF, this unique ID 
must continue to have only one occurrence. One way to accomplish 
this is to append the 9-1-1 authority's domain to the end of the 
"locally unique ID."

Incorporated 
Municipality Left 

The name of the incorporated municipality or other general-purpose 
local governmental unit (if any), on the left side of the road segment 
relative to the FROM node.

Incorporated 
Municipality Right 

The name of the incorporated municipality or other general-purpose 
local governmental unit (if any), on the right side of the road segment 
relative to the FROM node.

Latitude The angular distance of a location north or south of the equator as 
defined by the coordinate system, expressed in decimal degrees.

Left Address Number 
Prefix 

An extension of the address number that precedes it and further 
identifies a location along a thoroughfare or within a defined area, on 
the left side of the road segment relative to the FROM node. It 
contains any alphanumeric characters, punctuation, and spaces 
preceding the left FROM address and left TO address.

Left FROM Address In a GIS road centerlines layer, each feature has a begin point and an 
endpoint. The FROM node is the begin point while the TO node is the 
endpoint. Each has a left side and a right side relative to a begin node 
and an end node. The left FROM address is the address number on the 
left side of the road segment relative to the left FROM node.

Left TO Address In a GIS, each feature has a begin point and an endpoint. The FROM 
node is the begin point while the TO node is the endpoint. Each has a 
left side and a right side relative to a begin node and an end node. 
The left TO address is the address number on the left side of the road 
segment relative to the left TO node.
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Legacy Street Name The street name field as it would appear in the MSAG, as assigned by 
the local addressing authority.

Legacy Street Name 
Post Directional 

The trailing street direction suffix as it previously existed prior to the 
adoption of the NG9-1-1 data model as assigned by the local 
addressing authority.

Legacy Street Name 
Pre Directional 

The leading street direction prefix as it previously existed prior to the 
adoption of the NG9-1-1 data model as assigned by the local 
addressing authority.

Legacy Street Name 
Type 

The valid street abbreviation as it previously existed prior to the 
adoption of the NG9-1-1 data model as assigned by the local 
addressing authority.

Longitude The angular distance of a location east or west of the prime meridian 
of the coordinate system, expressed in decimal degrees.

LVF Location validation function.

Mile Post A distance traveled along a route such as a road or highway, typically 
indicated by a milepost sign. There is typically a post or other marker 
indicating the distance in miles/kilometers from or to a given point.

MSAG Community 
Name 

The community name associated with an address as given in the 
MSAG and may or may not be the same as the community name 
assigned by the United States Postal Service (USPS).

MSAG Community 
Name Left 

The existing MSAG community name on the left side of the road 
segment relative to the FROM node.

MSAG Community 
Name Right 

The existing MSAG community name on the right side of the road 
segment relative to the FROM node.

Neighborhood 
Community 

The name of an unincorporated neighborhood, subdivision, or area, 
either within an incorporated municipality or in an unincorporated 
portion of a county or both, where the address is located.

Neighborhood 
Community Left 

The name of an unincorporated neighborhood, subdivision or area, 
either within an incorporated municipality or in an unincorporated 
portion of a county or both, on the left side of the road segment 
relative to the FROM node.

Neighborhood 
Community Right 

The name of an unincorporated neighborhood, subdivision or area, 
either within an incorporated municipality or in an unincorporated 
portion of a county or both, on the right side of the road segment 
relative to the FROM node.

OGC Open geospatial consortium.
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One-Way The direction of traffic movement along a road in relation to the 
FROM node and TO node of the line segment representing the road in 
the GIS data. The one-way field has three possible designations: B 
(Both), FT (From-To) and TF (To-From). 
 B - Travel in both directions allowed 
 FT - One-way traveling from FROM node to TO node 
 TF - One way traveling from TO node to FROM node

Parity Left The even or odd property of the address number range on the left 
side of the road segment relative to the FROM node.

Parity Right The even or odd property of the address number range on the right 
side of the road segment relative to the FROM node.

Placement Method The methodology used for placement of the address point.

Place Type The type of feature identified by the address.

Postal Code A system of 5-digit (US) or 7-character codes (Canada) that identify 
the individual USPS or Canadian Post Office or metropolitan area 
delivery station associated with an address.

Postal Code Left The postal code on the left side of the road segment relative to the 
FROM node.

Postal Code Right The postal code on the right side of the road segment relative to the 
FROM node.

Postal Community 
Name 

A city name for the ZIP code of an address, as given in the USPS city 
state file.

Postal Community 
Name Left

A city name for the ZIP code of an address, as given in the USPS city 
state file on the left side of the road segment relative to the FROM 
node.

Postal Community 
Name Right 

A city name for the ZIP code of an address, as given in the USPS city 
state file on the right side of the road segment relative to the FROM 
node.

Provisioning 
Boundary NENA 
Globally Unique ID

The NENA globally unique ID for each provisioning boundary. Each 
record in the provisioning boundary layer must have a globally 
unique ID. When coalescing data from other local 9-1-1 authorities 
into the ECRF and LVF, this unique ID must continue to have only one 
occurrence. One way to accomplish this is to append the 9-1-1 
authority's domain to the end of the "locally unique ID."

Regional Source The regional source of data. This field is used if a regional data source 
is responsible for data coalescing and provisioning.

Table 6: Glossary

Attribute Definition



Glossary 9-1-1 EGDMS User Guide
 Software Release 3.4

56 Intrado Confidential Last Updated 03/27/2020

Right FROM Address In a GIS road centerlines layer, each feature has a begin point and an 
endpoint. The FROM node is the begin point while the TO node is the 
endpoint. Each has a left side and a right side relative to a begin node 
and an end node. The right FROM address number is the address 
number on the right side of the road segment relative to the right 
FROM node.

Right TO Address In a GIS road centerlines layer, each feature has a begin point and an 
endpoint. The FROM node is the begin point while the TO node is the 
endpoint. Each has a left side and a right side relative to a begin node 
and an end node. The right TO address number is the address number 
on the right side of the road segment relative to the right TO node.

Road Centerline NENA 
Globally Unique ID 

The NENA globally unique ID for each road centerline. Each record in 
the road centerlines layer must have a globally unique ID. When 
coalescing data from other local 9-1-1 authorities into the ECRF and 
LVF, this unique ID must continue to have only one occurrence. One 
way to accomplish this is to append the 9-1-1 authority's domain to 
the end of the "locally unique ID."

Road Class The general description of the type of road. The road classifications 
used in this document are derived from the US census MAF/TIGER 
feature classification codes (MTFCC), which is an update to the now 
deprecated census feature class codes (CFCC).

Room A single room within a building.

Seat A place where a person might sit within a building. 

Service Number The numbers that would be dialed on a 12-digit keypad to reach the 
emergency service appropriate for the location. This is not the same 
as an emergency service number (ESN) in legacy E9-1-1 systems. This 
field is used for all emergency boundaries including PSAP; law; fire; 
EMS; and others such as poison control. Within the United States the 
service number for most emergency services is 9-1-1, however, there 
may be emergency service boundaries that have a different number 
that may be associated with them such as poison control. 
Additionally, in areas outside of the United States, different numbers 
may be used for law, fire, and EMS - this field would be used to denote 
those numbers.

Service URI URI for call routing. This attribute is contained in the emergency 
service boundary layer and will define the service URI of the service. 
The URI is usually a session initiation protocol (e.g., SIP or SIPs) URI but 
may be a telephone number (e.g., tel) URI that defines the route to 
reach the service.

Table 6: Glossary

Attribute Definition



Glossary 9-1-1 EGDMS User Guide
 Software Release 3.4

57 Intrado Confidential Last Updated 03/27/2020

Service URN The URN used to select the service for which a route is desired. The 
ECRF is queried with a location and a service URN that returns the 
service URI.

Site NENA Globally 
Unique ID

The NENA globally unique ID for each site/structure address point. 
Each record in the site/structure address points layer must have a 
globally unique ID. When coalescing data from other local 9-1-1 
Authorities into the ECRF and LVF, this unique ID must continue to 
have only one occurrence. One way to accomplish this is to append 
the 9-1-1 authority's domain to the end of the "locally unique ID."

Speed Limit Posted speed limit in MPH in US or Km/h in Canada

State The name of a state or state equivalent, represented by the two-letter 
abbreviation. A state is a primary governmental division of the United 
States.

State Left The name of a state or state equivalent on the left side of the road 
segment relative to the FROM node, represented by the two-letter 
abbreviation. 

State Right The name of a state or state equivalent on the right side of the road 
segment relative to the FROM node, represented by the two-letter 
abbreviation.

Street Name The official name of the road, usually defined by the loIntrado 
jurisdictional authority (e.g., city). The street name does not include 
any street types, directionals, or modifiers.

Street Name Post 
Directional

A word following the street name element that indicates the direction 
taken by the road from an arbitrary starting point or line, or the sector 
where it is located.

Street Name Post 
Modifier

A word or phrase that follows and modifies the street name element, 
but is separated from it by a street name post type or a street name 
post directional or both.

Street Name Post 
Type

A word or phrase that follows the street name element and identifies 
a type of thoroughfare in a complete street name.

Street Name Pre 
Directional

A word preceding the street name element that indicates the 
direction taken by the road from an arbitrary starting point or line, or 
the sector where it is located.

Street Name Pre 
Modifier

A word or phrase that precedes and modifies the street name 
element but is separated from it by a street name pre type or a street 
name pre directional or both.

Street Name Pre Type A word or phrase that precedes the street name element and 
identifies a type of thoroughfare in a complete street name.
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Street Name Pre Type 
Separator

A preposition or prepositional phrase between the street name pre 
type and the street name. 

To Road Level Specifies the elevation of a segment TO node (end point). This field 
does not require actual elevation in terms of real-world 
measurements. The value is only used to determine whether a turn is 
allowed from one street to a street that intersects it in a 2-dimensional 
space, similar to floors in a building. Nodes at the loIntrado level 
would be assigned 0, with overlapping nodes representing additional 
level(s)/overpass(es) will be assigned the next sequential integer 
value accordingly.

Unincorporated 
Community

The name of an unincorporated community, either within an 
incorporated municipality or in an unincorporated portion of a 
county, or both, where the address is located. 

Unincorporated 
Community Left

The unincorporated community, either within an incorporated 
municipality or in an unincorporated portion of a county, or both, on 
the left side of the road segment relative to the FROM node.

Unincorporated 
Community Right

The unincorporated community, either within an incorporated 
municipality or in an unincorporated portion of a county, or both, on 
the right side of the road segment relative to the FROM node.

Unit A group or suite of rooms within a building that are under common 
ownership or tenancy, typically having a common primary entrance.

Validation Left Indicates if the address range on the left side of the road segment 
should be used for civic location validation. A value of "Y" may be 
entered if any address number within the address range on the left 
side of the road segment should be considered by the LVF to be valid. 
A value of "N" may be entered if the address number should only be 
validated using the site/structure address points layer. If not present, 
a value of "Y" is assumed.

Validation Right Indicates if the address range on the right side of the road segment 
should be used for civic location validation. A value of "Y" may be 
entered if any address number within the address range on the right 
side of the road segment should be considered by the LVF to be valid. 
A value of "N" may be entered if the address number should only be 
validated using the site/structure address points layer. If not present, 
a value of "Y" is assumed.

ZIP Plus-4 The addition of the ZIP plus-4 refines the mail delivery point down to 
a specific block or building, and may prove useful to validate 
locations. ZIP plus-4 codes change more often than US postal codes.
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1        

 

1 Senior Management 

Statement

4.1 Has Senior Management created a Senior Management 

Statement (SMS) of Policy?(Audit Guidance: this could 

take the shape of a security plan, executive level security 

policy, or other such documents. The auditor should use 

his/her discretion as to whether the document in 

question meets the requirements of this portion of the 

NG-SEC standard) 

 R C

2        

 

1 Senior Management 

Statement

4.1 Does the SMS designate the person responsible for 

security (e.g. Security Administrator)?

 R C

3        

 

1 Senior Management 

Statement

4.1 Does the SMS clearly document the security goals and 

objectives of the organization?

 R C

4 2 Acceptable Use 

Policy

4.2 Does the organization have an Acceptable Usage Policy?  R C Customers may access CenturyLink’s AUP at: 

http://www.centurylink.com/aboutus/legal/acceptable-

use-policy.html 

5 2 Acceptable Use 

Policy

6.6 Are any and all actual, attempted, and/or suspected 

misuses of Public Safety assets reported and documented 

by appropriate organizations?

 R C

6 3 Authentication / 

Password Policy

4.2 Does the organization have an Authentication / Password 

Policy?

 R C

7 3 Authentication / 

Password Policy

7.1.1 Is each individual requiring access to the NG9-1-1 System 

provided a unique Identification and authentication?  

 R CP There is a shared Application User ID in use on some 

systems.  

8 3 Authentication / 

Password Policy

7.1.1 Do individuals share their authentication information 

(including usernames and passwords) with other 

individuals or groups? 

 R C

1
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9 3 Authentication / 

Password Policy

7.1.2 Are requests for new User Accounts, User IDs, and File 

and Resource authorization documented? (Audit 

Guidance: review applicable documentation and 

 R C

10 3 Authentication / 

Password Policy

7.1.2 Do personnel performing entity or security administration 

ensure that only approved entities are granted access?  

 R C

11 3 Authentication / 

Password Policy

7.1.2.1 Does the organization have procedures for changing 

access authority?

 R C

12 3 Authentication / 

Password Policy

7.1.2.1 Does the organization have procedures for removing 

access authority for terminated personnel?

 R C

13 3 Authentication / 

Password Policy

7.1.3 When system to system access is implemented does the 

system mask individual accountability for 

transactions?(Audit Guidance: The system shall not mask 

individual accountability for transactions)

 R CP For automated system to system access; individual user 

actions are logged at the application level through 

unique credentials and never masked. There is less 

detailed logging when changing through interactive 

sessions. 

14 3 Authentication / 

Password Policy

7.1.3 When system to system access is implemented is the 

source system authenticated before each transfer 

session?

 R C

15 3 Authentication / 

Password Policy

7.1.3 When system to system access is implemented and push 

technology is utilized, is the destination authenticated by 

the source?

 R N/A The ESInet solution does not push system updates

16 3 Authentication / 

Password Policy

7.1.3 When system to system access is implemented and a 

continuous connection is utilized, was authentication 

performed at the initial connection?

 R C

17 3 Authentication / 

Password Policy

7.1.3 When system to system access is implemented are 

individuals accessing any of the systems required to 

Authenticate when initially accessing each system?

 R C

2
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18 3 Authentication / 

Password Policy

7.1.5 Are Authentication Credentials displayed in an obscured 

format when entered on computer screens? (Auditor 

Guidance: Check to see if passwords can be seen on the 

screen when typed in. They should not be able to be seen 

so as to prevent “shoulder surfing.”)

 R C

19 3 Authentication / 

Password Policy

7.1.4 Are users locked out after no more than 5 invalid sign on 

attempts?

 R C

20 3 Authentication / 

Password Policy

7.1.5 Are Default and Null Passwords changed when installing 

new equipment or software?

 R C

21 3 Authentication / 

Password Policy

7.1.5 Are Authentication Credentials encrypted when stored on 

a computer?

 R C

22 3 Authentication / 

Password Policy

7.1.5 When two-factor authentication is used, (e.g. SecurID + 

Pin or Certificate + Passphrase) are two authentication 

factors stored in such fashion that one incident can 

compromise both? (Auditor Guidance: e.g. password or 

pin isn’t written down on the token, or stored with the 

token)

 R C

23 3 Authentication / 

Password Policy

7.1.5.1 All user accounts shall require a password  R C

24 3 Authentication / 

Password Policy

7.1.5.1 Passwords are not based on the user’s account name.  R C

25 3 Authentication / 

Password Policy

7.1.5.1 Passwords must meet the following complexity 

requirements: Contains characters from three of the 

following four categories: Uppercase alphabet characters 

(A–Z)Lowercase alphabet characters (a–z)Arabic numerals 

(0–9)Non-alphanumeric characters (for example, !$#,%) 

 R C

26 3 Authentication / 

Password Policy

7.1.5.1 Minimum password length shall be 8 characters or greater  R C

27 3 Authentication / 

Password Policy

7.1.5.1 Minimum password age shall be 3 days or greater  R C

28 3 Authentication / 

Password Policy

7.1.5.1 Maximum password age requirement 60 days or less  R C

3
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29 3 Authentication / 

Password Policy

7.1.5.1 Maximum password age recommendation 30 days BP No Maximum password age is 60 days.

30 3 Authentication / 

Password Policy

7.1.5.1 If feasible, authentication schemes shall provide for 

password exchange in a format that cannot be captured 

and reused/replayed by unauthorized users to gain 

authenticated access, e.g., random password generating 

tokens or one-way encryption (also known as hashing) 

algorithms.

 R C

31 3 Authentication / 

Password Policy

7.1.5.1 When using temporary passwords they shall be required 

to be changed upon initial login

 R C

32 3 Authentication / 

Password Policy

7.1.5.1 Passwords should not be hard coded into automatic login 

sequences, scripts, source code and batch files, etc., 

unless required by business need and then only if 

protected by security software and/or physical locks on 

the workstation, and passwords are encrypted.

BP C

33 3 Authentication / 

Password Policy

7.1.5.1 Password construction should be complex enough to 

avoid use of passwords that are easily guessed, or 

otherwise left vulnerable to cracking or attack. Names, 

dictionary words, or combinations of words shall not be 

used; nor shall they contain substitutions of numbers for 

letters, e.g., s3cur1ty. Repeating numbers or sequential 

numbers shall also not be used

BP CP While required by policy, this requirement is not 

enforceable on all ESInet systems.

34 3 Authentication / 

Password Policy

7.1.5.1 Passwords should not contain sequences of three (3) or 

more characters from the user's login ID or the system 

name.

 BP  CP While required by policy, this requirement is not 

enforceable on all ESInet systems.

35 3 Authentication / 

Password Policy

7.1.5.1.4 Passwords should not contain sequences of three (3) or 

more characters from previous chosen or given 

passwords.

 BP CP While required by policy, this requirement is not 

enforceable on all ESInet systems.

4
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36 3 Authentication / 

Password Policy

7.1.5.1.5 Passwords should not contain a sequence of two (2) or 

more characters more than once, e.g., a12x12.

 BP CP While required by policy, this requirement is not 

enforceable on all ESInet systems.

37 3 Authentication / 

Password Policy

7.1.5.1.5 Passwords used to access Public Safety systems and 

resources should not be used on any external systems, 

e.g., Home PC's, Internet sites, shared public systems.

 BP C

38 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used do they have a required 

length of at least 15 characters? (Audit Guidance: Alpha, 

numeric and special characters may all be used.)

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

39 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used they shall not use repeating 

words, or sequential characters or numbers.

R N/A The CenturyLink ESInet systems require password. They 

do not use passphrases.

40 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used they shall be case sensitive R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

41 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used and where they are 

automatically set or set by administrator, the initial 

passphrase shall be randomly generated and securely 

distributed. 

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

42 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used first-time users may create 

their own passphrase after authenticating.

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

43 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used Users shall have the capability 

of changing their own passphrase online. However, the 

old passphrase shall be correctly entered before a change 

is allowed 

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.
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44 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used a lost or forgotten passphrase 

can be reset only after verifying the identity of the user 

(or process owner) requesting a reset. 

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

45 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used passphrases shall 

automatically expire every 180 days or less for General 

Users.

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

46 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used systems shall notify users at 

expiration time and allow the user to update the 

passphrase.

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

47 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used and when it is changed, the 

old passphrase shall not be reused until either: 1. at least 

four (4) other passphrases have been used, or 2. at least 4 

months have passed.

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

48 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used systems shall not display the 

passphrase in clear text as the user enters it.

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

49 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used shall not be stored in script 

files or function keys.

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

50 3 Authentication / 

Password Policy

7.1.5.2 When Passphrases are used Passphrases shall always be 

encrypted for transmission

 R N/A The CenturyLink ESInet systems require passwords. 

They do not use passphrases.

51 3 Authentication / 

Password Policy

7.1.5.3 If Digital Certificates are used is a revocation procedure in 

place if compromised?

 R C

52 3 Authentication / 

Password Policy

7.1.5.3 Are Digital Certificates kept current and expired or invalid 

certificates not used?

 R C

53 3 Authentication / 

Password Policy

7.1.5.3 Cryptographic implementations use standard 

implementations of security applications, protocols, and 

format?

 R C

54 3 Authentication / 

Password Policy

7.1.5.3 Cryptographic implementations shall be purchased from 

reputable vendors?

 R C

55 3 Authentication / 

Password Policy

7.1.5.3 If Cryptographic solutions are developed in-house staff 

should be properly trained in cryptology. 

 R C

56 3 Authentication / 

Password Policy

7.1.5.3 Do employees protect and safeguard any encryption keys 

for which they are responsible?

 R C
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57 3 Authentication / 

Password Policy

7.1.5.3 Employees do not share private encryption keys with 

others except when applicable or appropriate authorities 

demand the key be surrendered (Termination, Promotion, 

Investigation etc.)

 R C

58 3 Authentication / 

Password Policy

7.1.5.3 A process exists by which current validity of a certificate 

can be checked and a certificate can be revoked Validity 

testing includes: Do key holders initiate key revocation 

when they believe access to their keys have been 

compromised Has the Certificate Authority signature on 

the certificate been validated Is the date the certificate is 

being used within the validity period for the certificate 

The Certificate Revocation List for the certificates of that 

type are checked to ensure they have not been revoked 

The identity represented by the certificate - the 

"distinguished name" is valid (distinguished name refers 

to the location in the x.500 database where the object in 

question exists)

 R C

59 3 Authentication / 

Password Policy

7.2.6 In order to help assure segregation of duties, developers 

shall not be System Administrators for the Production 

Systems they have developed (small, stand-alone systems 

can be excepted from this requirement)

 R C

60 4 Data Protection 4.2 Does the organization have a Data Protection Policy?  R C

61 4 Data Protection 6.2 Application, system, and network administrators perform 

a security self-review on systems for which they have 

operational responsibility at least once per year.

 R C

62 4 Data Protection 6.2 The self-review assessments are in writing and retained by 

the Security Manager and the NG9-1-1 Entity

R C
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63 4 Data Protection 6.2 A copy of the current security self-review or security 

assessments/audit reports are retained until superseded 

by another security assessment or the system is retired

 R C

64 4 Data Protection 6.3 Application, system, and network administrators have 

identified which security solutions have or require 

periodic review and the frequency by which they shall 

occur (Auditor Guidance: This finding refers to recurring 

security solutions, such as audit logs, or Intrusion 

Prevention Systems.)

 R C

65 4 Data Protection 6.3 Application, system, and network administrators conduct 

the periodic reviews defined in audit number 64

 R C

66 4 Data Protection 6.4.2 All networks have a clearly defined purpose or mission so 

appropriate security measures can be implemented. 

(Auditor Guidance: To verify if this has occurred request 

documentation such as drawings, mission statements, 

policies, etc., that clearly indicate that the network in 

question’s mission is defined)

 BP C

67 4 Data Protection 6.4.3 For systems on the network in question, an accurate and 

current inventory is maintained.  (Auditor Guidance: 

Request copies of a current inventory. Acceptable 

inventories included automated systems, paper logs, or 

logbooks). 

 R C

68 4 Data Protection 6.4.3 Inventories are appropriately classified and in accordance 

with the implemented information classification and 

protection policy

 R CP A uniform data classification scheme is in the process of 

being implemented. 

69 4 Data Protection 6.4.4 All administrative access to the network is precisely 

controlled with appropriate identification, authentication, 

and logging capabilities

 R C
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70 4 Data Protection 6.4.4 Uncontrolled points of entry are not allowed on the 

network

 R C

71 4 Data Protection 6.4.4 All point of ingress and egress to a network are fully 

documented, approved, and protected

 R C

72 4 Data Protection 6.4.5 Connecting multi-homed computers to networks that 

have different security postures is not allowed

 R C

73 4 Data Protection 6.4.5 When multi-homed computers are implemented Host IPS 

shall be installed on the multi-homed computer

 R N/A No computers are multi-homed across security 

domains.

74 4 Data Protection 6.4.5 When multi-homed computers are implemented, all other 

appropriate security countermeasures, including those 

 R N/A No computers are multi-homed across security 

domains.

75 4 Data Protection 6.4.5 When multi-homed computers are implemented Anti-

virus is running on both/all networks and the multi-

homed computer

 R N/A No computers are multi-homed across security 

domains.

76 4 Data Protection 6.4.5 When multi-homed computers are implemented, IP-

forwarding is explicitly disabled?

 R N/A No computers are multi-homed across security 

domains.

77 4 Data Protection 6.4.5 When multi-homed computers are implemented multi-

homed computers should have 'Hardened Operating 

Systems'

 BP N/A No computers are multi-homed across security 

domains.

78 4 Data Protection 6.4.5 When multi-homed computers are implemented multi-

homed computers should have 'Hardened Applications'

 BP N/A No computers are multi-homed across security 

domains.

79 4 Data Protection 6.4.6.3 Firewalls are maintained at all 4.9GHz network boundaries  R C

80 4 Data Protection 7.1.2.2 Does the organization have procedures for reviewing 

access authority for inactive accounts?

 R C

81 4 Data Protection 7.2.1 Accounts shall be created based on "Least Privilege"   R C

82 4 Data Protection 7.2.1 Are users given access to only the functions and data  

necessary to perform their assigned duties

 R C
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83 4 Data Protection 7.2.1 All computer resource access is restricted to only the 

command, data, and systems necessary to perform 

authorized functions

 R C

84 4 Data Protection 7.2.1.1 All data has appropriate minimum access privileges, e.g. 

read, write, modify, as defined by the data owner and is in 

compliance with local laws

 R C

85 4 Data Protection 7.2.1.2 Access is restricted to only those individuals and groups 

with a business need, and subject to the data's 

classification.

 R C

86 4 Data Protection 7.2.1.2 Unrestricted/global access should be avoided whenever 

possible and is only used where specifically appropriate 

and with the data owners approval

 BP C

87 4 Data Protection 7.2.1.2.a Is an annual review of all resources, (e.g., files or 

directories, to which access is not restricted, i.e., have 

universal or public access) shall be performed and the 

resource owners shall be notified of the results.

 R C

88 4 Data Protection 7.2.1.2.b Is group membership restricted only to persons 

performing the given function? 

 R C

89 4 Data Protection 7.2.1.3 All unnecessary services and network services are 

disabled.

 R C

90 4 Data Protection 7.2.1.3 Any application service which lets the user escape to a 

shell, provide access to critical system files, or 

maps/promotes IDs to privileged user levels is disabled.

 R C

91 4 Data Protection 7.2.1.3a Is an annual review for compliance with Audit Area 90 

completed and findings documented?

 R CP This section will be added to internal audit schedules.

92 4 Data Protection 7.2.1.3a Are findings from the audit conducted in Audit Area 91 

closed or has the risk been managed?

 R CP Any findings will be tracked through existing 

nonconformance corrective action systems.

93 4 Data Protection 7.2.1.4 Administrator shall ensure that system access controls 

(e.g. filters that restrict access from only authorized 

source systems), are used where they exist and only 

contain necessary system authorizations?

 R C
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94 4 Data Protection 7.2.1.4.a Is an annual review for compliance with Audit Area 93 

completed and findings documented?

R CP This section will be added to internal audit schedules.

95 4 Data Protection 7.2.1.4.a Are findings from the audit conducted in Audit Area 94 

closed or has the risk been managed?

R CP Any findings will be tracked through existing 

nonconformance corrective action systems.

96 4 Data Protection 7.2.1.5 Do Administrators use non-Administrative accounts when 

performing non-Administrative tasks?

 R C

97 4 Data Protection 7.2.1.6 Do ALL System Administrators have a personal 

Administrator account rather than use a generic account? 

(Auditor Guidance: Administrators shall not use default, or 

built-in Administrator accounts except during disaster 

recovery or initial installations. Each Administrator must 

have his or her own unique Administrator account to 

provide traceability. Administrator accounts shall never be 

shared) 

 R C

98 4 Data Protection 7.2.1.6 Systems that do not support unique administrative 

accounts should not be used as they pose a significant 

threat. Entities are encouraged to prevent inclusion of 

such systems onto the NG9-1-1 networks. . 

 BP N/A Users have unique identifiers and there will be no guest, 

shared, or anonymous accounts.

99 4 Data Protection 7.2.2 The login "Warning Notice" is displayed during the boot 

up or logon sequence (either before or after the 

authentication, preferably before, but it is displayed 

before any substantive data

 R C

100 4 Data Protection 7.2.2 The "Warning Notice" remains displayed until positive 

action by the user is taken to acknowledge the message

 R C

101 4 Data Protection 7.2.3 Computer resources, systems, applications, and networks 

shall be restricted at all times to authorized personnel

 R C
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102 4 Data Protection 7.2.3 Where possible access control is accomplished with "role 

bases" privileges that assign users to roles and grant 

access to members of a role rather than to individuals

 R C

103 4 Data Protection 7.2.4 Non-privileged users do not have read/write access to 

system files or resources such as protected memory, 

critical devices, executable programs, network 

configuration data, application file systems, etc.

 R C

104 4 Data Protection 7.2.4 Only administrative users are assigned passwords to 

access and modify sensitive files/resources

 R C

105 4 Data Protection 7.2.5 Files/File Folders are restricted to only those requiring 

access

 R C

106 4 Data Protection 7.2.5 Rights assigned only to those who actually need them and 

are documented as needing them

 R C

107 4 Data Protection 7.2.5 Access Groups used whenever possible to simplify 

administration

 R C

108 4 Data Protection 7.2.5 Has the organization renamed built-in Administrator 

accounts?

 R C

109 4 Data Protection 7.2.5 Anonymous and/or guest accounts are disabled to 

prevent exploitation

 R C

110 4 Data Protection 7.2.5 Are periodic audits of user account access conducted to 

ensure users have only the "effective rights" required to 

perform their functions?

 R C

111 4 Data Protection 7.2.6 Are Production and Non-Production systems separated to 

protect integrity of the Production System?

 R C
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112 4 Data Protection 7.2.6 If the Non-Production System is intended to become a 

Production System is it governed by the requirements of a 

Production System. (Auditor Guidance: While it is unlikely 

a non-production system will be “in-scope” during an 

audit, if it is, this requirement refers to the need for that 

system to comply with all requirements herein)

 R C

113 4 Data Protection 7.2.6 Production data is not copied off the system without the 

service owner's permission and is protected to an 

equivalent or greater degree

 R C

114 4 Data Protection 7.2.6 Production systems do not contain any software 

development tools except where essential for the 

application

 R C

115 4 Data Protection 7.2.6 While software development tools may be installed for 

software upgrades, or installation of new software 

packages, or for troubleshooting, but they must be 

removed immediately after use

 R CP Some software development tools are required and 

installed on production systems.

116 4 Data Protection 7.2.6 When software development tools are essential for 

production operation, they must be inaccessible to users

 R CP Some software development tools are required and 

installed on production systems.

117 4 Data Protection 7.2.7 All devices capable of enforcing a password protected screensaver or a 

keyboard lock do so with an inactivity timeout of 15 minutes or less 

exceptions will comply with Para 7.2.7.1, .2,and .3

The following are exceptions:

When superseded by local public safety policy

 R C

118 4 Data Protection 7.2.7 All devices not capable of enforcing a password protected 

screensaver or a keyboard lock will have controlled access 

in accordance with all applicable physical and logistical 

security or have session inactivity timeouts set for 15 

minutes

 R C

119 4 Data Protection 7.2.7 Consoles not capable of enforcing a password protected 

screensaver or a keyboard lock are configured to 

automatically log out after 15 minutes of inactivity

 R C
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120 4 Data Protection 7.2.7 If automatic inactivity logout is not supported are users 

required to logout when console is left unattended

 R C

121 4 Data Protection 7.2.8.4 Peer to Peer Networking is NOT allowed in the NG 9-1-1 

environment

 R C

122 4 Data Protection 7.3.1 NG9-1-1 Entity information which is either discoverable or 

otherwise requested by the general public or media must 

be clearly identified.

 R C

123 4 Data Protection 7.3.1 Specific guidelines must be written and followed to 

document what data is released, when and to whom 

when releasing NG9-1-1 Entity information which is either 

discoverable or otherwise requested by the general public 

or media must be clearly identified.

 R C

124 4 Data Protection 7.3.1 The guidelines identified in Audit Area 123 shall capture 

any specific release requirements for data such as video, 

names, call content, message text, or other personal 

content

 R C

125 4 Data Protection 7.3.1 Where such data is intermingled with other data of 

differing classification, consideration shall be given to 

replicating the public domain data into a separate data 

store

 BP C

126 4 Data Protection 7.3.2 Where email is used to send NG 9-1-1 Sensitive 

Information, is the message clearly marked with its 

classification, do the senders ensure recipients are aware 

of the safeguards required.

 R C

127 4 Data Protection 7.3.2 Where email is used for emergency communications, 

senders must verify the recipient's email ID is correct prior 

to sending

 R C
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128 4 Data Protection 7.3.2 Where email is used for emergency communications, the 

recipient shall understand the safeguards associated with 

the proprietary marking

 R C

129 4 Data Protection 7.3.2 Where email is used for emergency communications and 

email with Sensitive Information is printed it shall be 

protected according to the rules associated with its 

classification

 R C

130 4 Data Protection 7.3.2 Where email is used for emergency communications, 

Sensitive Information must be encrypted when sent by 

email

 R CP Encryption of restricted data when being sent across 

public networks.

131 4 Data Protection 7.3.2 Does the NG9-1-1 entity control the domain used for 

email communication unless otherwise covered by a 

formal contractual document. (Auditor Guidance: The 

intent of this audit question is to ensure that entities 

register a legitimate DNS domain name for any NG9-1-1 

 R C

132 4 Data Protection 7.3.2 Internal NG9-1-1 Entity email should not be made 

available on a 9-1-1 call-taking position workstation, but 

rather on a separate system.

 BP CP In rare cases the West SFS Emergency Call RelayCenter 

may support calls that personnel have email on the 

same machine used for receiving emergency calls, 

however this does not directly impact service provide 

through the ESInet.

133 4 Data Protection 7.3.2 In lieu of detailed security standards for email use in an 

NG9-1-1 environment, NG9-1-1 Entities are encouraged 

to follow best practices such as those offered by the 

National Institute for Standards and Technology (NIST)

 BP N/A We have and use detailed corporate security standards.
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134 4 Data Protection 7.3.2.1 Individual messaging services have been evaluated to 

ensure they comply with NG9-1-1 Entity production and 

security requirements

 R C

135 4 Data Protection 7.3.3.1 Do cryptographic installations use industry standard 

cryptographic algorithms and standard modes of 

operations and comply with the laws of the United States

 R C Information Security defines security requirements for 

the configuration of key servers, Public Key 

Infrastructures and related equipment. Information 

Security will also set standards for encryption 

algorithms, hashes, key lengths, key lifetimes, and other 

factors relevant to encryption practices. The user of 

proprietary encryption algorithms, either in-house or 

from Suppliers/Contributors of freeware/shareware is 

not permitted.
136 4 Data Protection 7.3.3.1 The use of encryption algorithm or device complies with 

the laws of the United States and any country in which 

there are plans to use data encryption

 R C The use of proprietary encryption algorithms, either in-

house or from Suppliers/Contributors of 

freeware/shareware is not permitted.

137 4 Data Protection 7.3.3.1 It is recommended the algorithm certified by the NIST 

FIPS 140 certification, currently AES, be used

 BP C

138 4 Data Protection 7.3.3.1 Where there are no US federal standards for specific 

encryption functions e.g. public key cryptography, 

message digests, commercial algorithms may be used. 

 BP C A list of acceptable encryption standards are included in 

Security Policy.
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139 4 Data Protection 7.3.3.1 Implementations of cryptography shall follow best 

commercial practices e.g. Public Key Cryptography 

Standards.

R C Information Security defines security requirements for 

the configuration of key servers, Public Key 

Infrastructures and related equipment. Information 

Security will also set standards for encryption 

algorithms, hashes, key lengths, key lifetimes, and other 

factors relevant to encryption practices. The user of 

proprietary encryption algorithms, either in-house or 

from Suppliers/Contributors of freeware/shareware is 

not permitted.
140 4 Data Protection 7.3.3.1 Implementations and modes shall use the strongest 

available product (encryption algorithms)

 R C

141 4 Data Protection 7.3.3.2 If Public Key Cryptography is used does the NG9-1-1 entity 

have a Public Key Infrastructure to manage and distribute 

public keys?

 R C

142 4 Data Protection 7.3.3.2 Does the PKI manage both Symmetric and Asymmetric 

Keys through the entire life cycle?

 R CP Separate PKIs for management of symmetric and 

asymmetric.

143 4 Data Protection 7.3.3.2 Encryption Devices and any server used to store 

encryption keys are protected from unauthorized access

 R C

144 4 Data Protection 7.3.3.2 Key generation is performed using a commercial tool that 

comply with x.509 standards and produce x.509 

compliant keys.  

 R C
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145 4 Data Protection 7.3.3.2 Keys are not generated using predictable function or 

values

 R C

146 4 Data Protection 7.3.3.2 Symmetric keys must be at least 112 bits in length and 

Asymmetric keys at least 1024 bits in length

 R C

147 4 Data Protection 7.3.3.2 Keys are distributed to appropriate recipients through 

secure channels

 R C

148 4 Data Protection 7.3.3.2 Keys used to secure stored data are safeguarded so 

authorized persons can recover them at any time

 R C

149 4 Data Protection 7.3.3.3 Does the Public Key Infrastructure (PKI) have a 

documented Certificate Practice Statement defining how 

security is provided for the infrastructure, registration 

process, relative strength of the system, and Legitimate 

uses?

 R C

150 4 Data Protection 7.3.3.3 Does the PKI implement a registration process that 

identifies the requester by an acceptable form of 

identification before the Certificate Authority (CA) creates 

a Digital Certificate?

 R C

151 4 Data Protection 7.3.3.3 Does the PKI have a review process for validity checks and 

revocation as required?

 R C

152 4 Data Protection 7.3.3.3 Do key holders initiate key revocation if they believe 

access to their keys have been compromised?

 R C

153 4 Data Protection 7.4.1 Are all files and software scanned for viruses and 

malicious code, and verified as free of logic bombs or 

other malicious code?

 R C

154 4 Data Protection 7.4.3 Does the NG 9-1-1 entity use licensed industry standard 

antivirus (or anti-malware) software on all devices capable 

of running it?

 R CP AV software is loaded on all Window devices and Linux 

servers that are publically accessibility. 

155 4 Data Protection 7.4.3 Does the NG 9-1-1 entity, install and maintain the latest 

version (including engine) of their licensed anti-virus 

software?  

 R C
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156 4 Data Protection 7.4.3 Is the antivirus software installed and maintained on any 

personal equipment used for business functions?

 R N/A Personal equipment is not used for business functions. 

157 4 Data Protection 7.4.3 Is the software current with the latest available and 

applicable virus definitions?

 R C

158 4 Data Protection 7.4.3 Does the software scan all files when opened and/or 

executed (including files on network shares)?

 R CP Scans are performed on all files that do not impact call 

processing performance. 

159 4 Data Protection 7.4.3 Does the software scan files on local drives at least once a 

week?

 R C

160 4 Data Protection 7.4.3 Does the software scan all files, attachments, and 

software received via email and/or downloaded from 

websites before opening?

 R C

161 4 Data Protection 7.4.3 Does the software scan all removable media and software 

(including new workstations equipped with pre-loaded 

software) before opening and/or executing?

 R CP Removable media is not scanned when it is plugged in. 

A scan is performed if  the user attempts to open a file 

or if a file attempts to auto-execute.
162 4 Data Protection 7.4.3 Does the NG 9-1-1 Entity scan all removable media and 

software before opening and/or executing if it has not 

been kept secure within its control?

 R C

163 4 Data Protection 7.4.3 Are all files made available as network shares scanned at 

least once per week?

 R CP A scan is performed when a file is opened. Servers that 

are hosts on are scanned once per week.

164 4 Data Protection 7.5.4 Does the NG 9-1-1 Entity have a backup procedure?  R C

165 4 Data Protection 7.5.4 Is a copy of the routine full backup media described in 

Audit Area 164 sent to a secure offsite location?

 R C

166 4 Data Protection 7.6 All systems, applications, and databases have internal 

controls for logging, tracking, and personnel 

accountability

 R C
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167 4 Data Protection 7.6.1 All systems, including but not limited to  applications and 

databases, have a security event record(log) capable for 

after-the-fact investigation of loss, impropriety, or other 

inappropriate activity

 R C

168 4 Data Protection 7.6.2 A written Security Audit Log Review Plan has been 

developed 

 R C

169 4 Data Protection 7.6.3 A Security Alarm Plan has been developed and 

documented which sets criteria for generating alarms, 

who is notified, and what actions are to be taken.

 R C

170 4 Data Protection 8.3 Sensitive data is printed only on attended printers or on 

printers in a secured area.  Distribution is controlled and 

printouts of sensitive information are secured when not in 

use.

 R C

171 4 Data Protection 8.3 Data stored on removable media that are external to the 

system hardware is safeguarded.  

 R C

172 4 Data Protection 8.3 Personal storage devices are not used within the NG9-1-1 

entity location. (Auditor Guidance: Examples of personal 

storage devices include USB Thumbstick, etc.) 

 R C

173 4 Data Protection 8.3 When storage media and output is destroyed it is in a 

manner that contents cannot be recovered or recreated

 R C

174 4 Data Protection 8.3 When producing copies containing classified, the originals 

and copies are not left unattended

 R C

175 4 Data Protection 8.3 NG9-1-1 Entity personnel ensure re-used storage media is 

"clean" (i.e. does not contain any residual of information 

from previous uses)

 R C

176 4 Data Protection 8.3 All media distributed outside NG9-1-1 Entity is either new 

or comes directly from a recognized pool of "Clean" media

 R C
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177 4 Data Protection 8.4.2 If possible, information resources using a power supply 

are connected to electrical outlets and communications 

connections that utilize surge protection

 BP C

178 4 Data Protection 8.6.2.10 Combustible materials are not stored in the computer 

center or server room

 R C

179 4 Data Protection 8.6.2.11 Furniture, storage cabinets, and carpets are of 

nonflammable material. 

 R C

180 4 Data Protection 8.6.2.12 Carpets are anti-static.  R C

181 4 Data Protection 8.6.2.6 All critical information resources are on UPS  R C

182 4 Data Protection 8.6.2.7&.8 Food, drinks, or smoking is not allowed in the server room  R C

183 4 Data Protection 8.6.2.9 Storage under raised floors or suspended ceilings is 

prohibited.

 R C

184 5 Exception Request / 

Risk Assessment

12 An Exception Approval / Risk Assessment process is in 

place. 

 R C

185 5 Exception Request / 

Risk Assessment

12 The exception approval and risk acceptance process 

includes Risk Justification, Risk Identification, Risk 

Assessment, Risk analysis, and Risk Acceptance and 

Approval.

 R C

186 5 Exception Request / 

Risk Assessment

12 The exception approval and risk acceptance process is 

documented on each Exception Approval / Risk 

Acceptance Form (EA/RAF), including the names and 

contact information of the people who carried out the 

analysis.

 R C

187 5 Exception Request / 

Risk Assessment

12.1 The EA/RAF process is followed for "ALL RISKS" (e.g., 

security vulnerabilities cannot be fixed or security 

patched, or cases of non-compliance with this Security 

Standard.

 R C

21



CenturyLink

A
u

d
it

 I
te

m
 

N
u

m
b

e
r

S
e

ct
io

n

S
e

ct
io

n
 T

it
le

N
G

-S
E

C
 S

ta
n

d
a

rd

A
u

d
it

 A
re

a

C
o

m
p

li
a

n
ce

 T
y

p
e

C
o

m
p

li
a

n
ce

 

F
in

d
in

g

C
o

m
m

e
n

ts

188 5 Exception Request / 

Risk Assessment

12.1 The specific non-compliance or vulnerability documented 

in each EA/RAF was reviewed by NG9-1-1 Entity security 

organization and the legal department.

 R C

189 5 Exception Request / 

Risk Assessment

12.1 The actual form is maintained and tracked by the NG9-1-1 

Entity Security Risk Manager, the Security Point of 

Contact, and all involved parties.

 R C

190 5 Exception Request / 

Risk Assessment

12.2.1 The NG9-1-1 Entity has assigned a Security Risk Manager 

to manage security risks and is responsible for completing 

the EA/RAF in a complete and accurate manner prior to 

submitting to the Security Point of Contact / Team for 

review.

 R C

191 5 Exception Request / 

Risk Assessment

12.2.1 The Security Risk Manager collaborates with other 

members of the pertinent security team in completing the 

form and obtains the approval signature from the NG9-1- 

Entity Risk Acceptance Approver.

 R C

192 5 Exception Request / 

Risk Assessment

12.2.1 The Security Risk Manager is an employee or an 

authorized agent acting on behalf of the NG9-1-1 Entity.

 R C

193 5 Exception Request / 

Risk Assessment

12.2.1 The Security Risk Manager is the person identifying the 

need for the execution of the exception approval and risk 

acceptance process with technical and business 

knowledge of the asset(s) at risk or, meets 195

 R C

194 5 Exception Request / 

Risk Assessment

12.2.1 The Security Risk Manager is a system administrator, 

systems engineer, project manager, or other key 

stakeholder with technical and business knowledge of the 

asset(s) at risk.

 R C

195 5 Exception Request / 

Risk Assessment

12.2.1 The Security Risk Manager acts as Point of Contact for the 

organization owning the identified asset(s) at risk within 

the scope of the exception approval and risk assessment 

process for the duration of the EA/RAF

 R C
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196 5 Exception Request / 

Risk Assessment

12.2.1 If the Security Risk Manager leaves the entity or is 

changes job during the active duration of the EA/RAF, a 

new Security Risk Manager is identified to fill the role

 R C

197 5 Exception Request / 

Risk Assessment

12.2.2 A Security Point of Contact / Team is assigned to review 

for completeness, accuracy, and consistency and subject 

matter expertise.

 R C

198 5 Exception Request / 

Risk Assessment

12.2.2 For high level risks, a team of Subject Matter Experts 

(SME) is assembled to review, document concurrence, 

and sign the EA /RAF prior to submission for final 

approval.

 R C

199 5 Exception Request / 

Risk Assessment

12.2.3 Has the senior official of the NG9-1-1 Entity has signed 

forms accepting complete accountability for any identified 

risk?

 R C

200 5 Exception Request / 

Risk Assessment

12.3 Risks to the NG9-1-1 Entity are acknowledged, assessed, 

and managed according to their severity.

 R C

201 5 Exception Request / 

Risk Assessment

12.3 Responsibility is not delegated to subordinates or peers, 

and adheres to the management level or higher.

 R C

202 5 Exception Request / 

Risk Assessment

12.3 The Risk Acceptance Approver is the senior manager with 

financial and legal responsibilities for the services and 

operation of the specific NG9-1-1 Entity.

 R C 

203 5 Exception Request / 

Risk Assessment

12.3.1 The NG9-1-1 entity manages the process flow as noted below:

1.        The NG9-1-1 Entity’s Security Risk Manager identifies, justifies, 

assesses, and analyzes the risk. If the identification and/or analysis of the risk 

prove to be difficult, then a security team shall be contacted for assistance. 

 R C 

204 5 Exception Request / 

Risk Assessment

12.3.2 The entity tracks and documents risks in accordance with 

the chart provided in Appendix A.

 R N/A Timelines allow for thorough regression and 

interoperability testing before applying a patch to the 

production network.
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205 5 Exception Request / 

Risk Assessment

12.4 Risk assessments are reviewed periodically in compliance 

with the following timeframes:

Critical    0 Months

High     3 Months

Medium 6 Months

 R C

206 5 Exception Request / 

Risk Assessment

12.5 Any change to the circumstances identified in the EA/RAF 

that affect the associated risk is immediately documented 

and submitted through the EA/RAF process.

 R C

207 5 Exception Request / 

Risk Assessment

12.6.1-.3 When conducting risk assessments, vulnerability 

assessments, and impact assessments they should be 

conducted using the guidance provided in sections 12.6 

BP CP The majority of the section and field content are 

included.

208 5 Exception Request / 

Risk Assessment

12.6.8 The EA/RAF should comply with the requirements of Para 

12.6.8.

 BP CP The majority of the section and field content are 

included.
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209 6 Hiring Practices 4.2 Does the organization have a Hiring Practice Policy?  R C

210 7 Incidence Response 13 & 4.2 Has a formal, written Incident Response Plan detailing 

how the organization will respond to a computer security 

incident been created?

 R C

211 7 Incidence Response 7.2.6 Are software and/or data changes initiated due to 

outage/recovery process documented and retained until 

it is determined the production system and data were not 

corrupted?

 R C

212 7 Incidence Response 7.5.5 Have Business Continuity/Disaster Recovery (BC/DR) 

procedures been developed and tested?

 R C

213 7 Incidence Response 7.5.5 Do the plans allow for the 'Worst Case' event (i.e. Incident 

Recovery outside 50 miles from normal location)?

 R C

214 7 Incidence Response 7.5.5 Are BC/DR drills conducted at least annually?  R C

215 8 Information 

Classification and 

Protection

5 Does the organization have an Information Classification 

and Protection Policy that encompasses both 

administrative and production systems?

 BP C

216 8 Information 

Classification and 

Protection

5.10.1 Does the organization have disposal procedures for hard 

copy or printed sensitive data?

BP C

217 8 Information 

Classification and 

Protection

5.10.2 Does the organization have sanitation procedures for 

media/devices containing sensitive data?

BP C
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218 8 Information 

Classification and 

Protection

5.2.1 Have Data Owner responsibilities been defined? BP C

219 8 Information 

Classification and 

Protection

5.2.2 Have Data Custodian responsibilities been defined? BP C

220 8 Information 

Classification and 

Protection

5.2.3 Are Data Classifications defined and used? BP C

221 8 Information 

Classification and 

Protection

5.4.6 Is sensitive data received from a third party treated as if it 

were internal sensitive data?

BP C

222 8 Information 

Classification and 

Protection

5.5 When receiving information where the classification of 

information is unknown, does the organization treat it as 

Sensitive (Internal Use Only) until the proper classification 

is determined or it is determined to be Public Information 

by the originator or other applicable laws and 

regulations?

BP C

223 8 Information 

Classification and 

Protection

5.6 Does the organization protect classified information from 

unauthorized access?

BP CP Classification is not currently used in making access 

decisions, however, access to specific datasets is 

restricted to vetted employees and/or contractors.

224 8 Information 

Classification and 

Protection

5.7 Does the organization encrypt stored or transmitted 

classified information using AES Encryption Algorithm?

BP CP Encryption is not used in protected trust zones in all 

cases. 

225 8 Information 

Classification and 

Protection

5.7 Does the organization have a policy for removing Mobile 

Computing Devices with classified data from the NG9-1-1 

Entity?

BP C

226 8 Information 

Classification and 

Protection

5.8 Does the entity utilize recorded/certified delivery for 

transporting sensitive data or media/devices containing 

sensitive data?

BP C
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227 9 Physical Security 4.2 Does the organization have a Physical Security Policy?  R C

228 9 Physical Security 6.5 Does the Public Safety entity require annual Security 

Awareness Training?

 R C

229 9 Physical Security 6.5 Have all Public Safety employees completed the annual 

Security Awareness Training?

 R C

230 9 Physical Security 6.6 Does the entity have procedures for reporting any 

suspicious or unusual activity which may indicate an 

attempt to breach the Public Safety networks and 

systems?

 R C

231 9 Physical Security 8 Is the entity is physically secured and protected from 

theft, misappropriation, misuse, and unauthorized access, 

and damage?

 R C

232 9 Physical Security 8.1 Doors with security mechanisms shall not be propped 

open.

 R C

233 9 Physical Security 8.1 Employees, suppliers, contractors and agents authorized 

to enter a controlled physical access area shall not allow 

unidentified, unauthorized or unknown persons to follow 

them through a controlled access area entrance.

 R C

234 9 Physical Security 8.1 Each person entering a controlled access facility shall 

follow the physical access control procedures in place for 

that facility.

 R C

235 9 Physical Security 8.1 Personnel shall be vigilant while inside the building and 

challenge and/or report unidentified persons including 

persons not displaying identification badges who have 

gained access.

 R C
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236 9 Physical Security 8.1 When automated access control and logging devices are 

installed, personnel shall use them to record their entry 

and exit.

 R C

237 9 Physical Security 8.2.1 Personnel authorized with reoccurring unescorted access 

do not loan or share physical access devices or codes with 

another person?

 R C

238 9 Physical Security 8.2.1.1 Non-employees granted reoccurring access are sponsored 

by NG9-1-1 management personnel?

 R C

239 9 Physical Security 8.2.1.1 Does the facility's Physical Security Policy comply with all 

federal, state, and local laws?

 R C

240 9 Physical Security 8.2.1.2 Identification badges containing a picture of the holder 

shall be issued to all residents of buildings containing 

information resources.

 R C

241 9 Physical Security 8.2.1.2 Are ID Badges with picture issued to all residents of 

buildings containing information resources

 R C

242 9 Physical Security 8.2.1.2 If the facility is guarded, identification badge is displayed 

to the guard on entry?

 R C

243 9 Physical Security 8.2.1.2 Are persons on NG9-1-1 Entity premises required to 

present identification badges for examination and/or 

validation upon request?

 R C

244 9 Physical Security 8.2.1.2 Building residents and non-residents with reoccurring 

access who do not have a valid identification badge in 

their possession are signed in and vouched for by an 

authorized building resident who possesses and displays a 

valid picture identification badge?

 R C

245 9 Physical Security 8.2.1.2 Are temporary identification badge issued to all persons 

who do not have a permanent identification badge when 

entering the facility?  

 R C

246 9 Physical Security 8.2.1.2 Are persons who do not have a permanent identification 

badge escorted while in the facility?

 R C

247 9 Physical Security 8.4.1 All portable computing devices in work areas are kept 

physically secure?

 R C
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248 9 Physical Security 8.4.1 When equipped with locks, portable computing devices 

are kept locked to prevent theft.  

 R C

249 9 Physical Security 8.4.1 Keys are stored in a secure location  R C

250 9 Physical Security 8.4.1 Docking station style portable devices are stored in a 

secure location when not in use.  

 R C

251 9 Physical Security 8.4.1 Docking station style portable devices are not left 

unattended outside normal working hours even when in 

the docking station

 R C

252 9 Physical Security 8.4.1 Other portable devices are stored in a locked cabinet, 

drawer, or office (not just the building) when not in use

 R C

253 9 Physical Security 8.4.1 Extra security precautions are implemented in and around 

the receiving, staging, assembly, and storage areas used 

for large deployments of portable computing devices

 R C

254 9 Physical Security 8.4.2 Vigilance is maintained in airport luggage inspection and 

transfer areas, hotel check in and checkout areas and 

other public areas

 R C

255 9 Physical Security 8.4.2 Devices are not left unattended in conference rooms, etc.  R C

256 9 Physical Security 8.4.2 Devices are not exposed to extreme heat or cold.  R C

257 9 Physical Security 8.5 Information resources are protected by a UPS system 

and/or a 'mirrored site' second location not subject to the 

same power outage.

 R C

258 9 Physical Security 8.5 All buildings and critical support facilities have protective 

physical measures in place.  

 R C

259 9 Physical Security 8.6.1 Server Rooms, Data Centers, Wire Closets, and any other 

critical locations have limited and controlled access 

24/7/365.

 R C

260 9 Physical Security 8.6.1 Raised floors or suspended ceilings do not allow physical 

access to limited access areas.

 R C

261 9 Physical Security 8.6.2.1 The facility has a fire protection/detection system which 

meets code and is maintained and inspected at regular 

intervals.

 R C
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262 9 Physical Security 8.6.2.2 If sprinkler systems are provided, fire retardant 

polyethylene sheeting is readily available to protect media 

and equipment.

 R CP The ESInet complies for media. In some locations there 

are dry pipe water-based sprinkler systems and the area 

is too large to cover with sheeting. The ESInet has 

multiple redundant sites that immediately support call 

processing when one physical location is compromised.

263 9 Physical Security 8.6.2.4 Cooling equipment is installed and in good working order.  R C

264 9 Physical Security 8.6.2.5 HVAC systems are used to maintain environmental 

conditions meeting manufacturer's requirements and are 

supported by backup power systems dedicated.  

 R C

265 9 Physical Security 8.7.1 Network equipment and access to cabling and physical 

wiring infrastructure are secured with appropriate 

physical access controls.

 R C

266 9 Physical Security 8.7.2 Active network jacks and connections are located only in 

physically secured locations (i.e., entity owned or leased 

space, in locked cabinets, or protected by locked physical 

barriers).

 R C

267 9 Physical Security 8.7.3 Unused network connections are disabled or removed in a 

timely manner.

 R C

268 9 Physical Security 8.7.4 Network Media are selected and located so as to 

minimize the possibility of wiretapping, eavesdropping, or 

tampering.

 R C

269 10 Compliance Audits 

and Reviews

11 Internal audits are, at minimum, conducted annually.    R C

270 10 Compliance Audits 

and Reviews

11 Findings from such assessments are subject to corrective 

actions and are applied to the satisfaction of the auditing 

entity.

 R C
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271 10 Compliance Audits 

and Reviews

11 External security audits are conducted at a minimum, 

once every 3 years 

 R C

272 10 Compliance Audits 

and Reviews

11 Security audits utilize various methods to assess the 

security of networks and processes, applications, services, 

and platforms. Suggested methods include automated 

tools, checklists, documentation review, penetration 

testing, and interviews

 R C

273 11 Network / Firewall / 

Remote Access

7.2.8.1 Before deployment of new forms of communication, a risk 

assessment should be conducted in accordance with:

The impact of resource availability

 BP C

274 11 Network / Firewall / 

Remote Access

4.2 Does the organization have a Remote Access Policy?  R C

275 11 Network / Firewall / 

Remote Access

9 No remote access is permitted to any NG9-1-1 Entity 

unless addressed by contract, employee policy, or similar 

legal instrument which contains adequate security 

language as determined by a security professional?

 R C

276 11 Network / Firewall / 

Remote Access

9.1 Networks are segmented by business and technical 

functions to allow appropriate levels of protection be 

created while not placing unneeded restrictions on lesser 

risk areas

 R C

277 11 Network / Firewall / 

Remote Access

9.1 All boundaries and points of ingress and egress are clearly 

defined for each network?

 R C

278 11 Network / Firewall / 

Remote Access

9.1.1 Firewalls have been established at all boundary points to 

control traffic in and out.

 R C

279 11 Network / Firewall / 

Remote Access

9.1.1 Firewalls use "fail all" as default?    R C

280 11 Network / Firewall / 

Remote Access

9.1.1 Application Layer Firewalls are in use (recommended)  BP C

281 11 Network / Firewall / 

Remote Access

9.1.10 Firewall logs are retained in accordance with applicable 

information retention requirements?

 R C

282 11 Network / Firewall / 

Remote Access

9.1.10 Logs are replicated off of the firewall?  BP C
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283 11 Network / Firewall / 

Remote Access

9.1.11 Identification, authentication, and access rights to log 

data are controlled to preserve the chain of custody for 

evidentiary purposes?

 R C

284 11 Network / Firewall / 

Remote Access

9.1.2 Access through firewalls is governed by an established 

policy defining clear guidelines for what is or will be 

allowed?

 R C

285 11 Network / Firewall / 

Remote Access

9.1.3 At a minimum, restriction of source and destination IP 

addresses are specific to individual addresses?

 R C

286 11 Network / Firewall / 

Remote Access

9.1.3 The security risks for every host or platform within the 

network range or subnet are evaluated?

 R C

287 11 Network / Firewall / 

Remote Access

9.1.4 The Firewall Administrator has minimized the number of 

ports exposed or permitted though the firewall? Clarifying 

note: the firewall administrator should be employing the 

least-access necessary privilege to ensure that only the 

necessary ports required for operation are permitted 

through the firewall. 

 R C

288 11 Network / Firewall / 

Remote Access

9.1.5 All Firewall Administrators are highly qualified and 

experienced and have an in depth knowledge and/or 

experience in firewall support and management, various 

operating systems including application and operating 

system protocols (ports and sockets), networking, routing, 

LAN/WAN technologies and associated security 

implications? (Auditor Guidance: Qualifications 

considered are, industry and or vendor certifications with 

various firewall products)  

 R C

289 11 Network / Firewall / 

Remote Access

9.1.6 Is the use of ports used by the operating system or 

infrastructure functions and features across network 

boundaries strictly controlled at the firewall?

 R C

290 11 Network / Firewall / 

Remote Access

9.1.7 Firewall rules are reviewed at least once per year to verify 

continued need?

 R C

291 11 Network / Firewall / 

Remote Access

9.1.8 Firewalls are accessed at least annually to address 

vulnerabilities identified since the last inspection?

 R C
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292 11 Network / Firewall / 

Remote Access

9.1.9 All firewalls must log traffic with at minimum, source and 

destination addresses and ports are captured along with 

relevant time stamps and actions by the firewall.

 R C

293 11 Network / Firewall / 

Remote Access

9.2 No remote access is allowed to any NG9-1-1 Entity unless 

addresses by contract, employee policy, or similar legal 

instrument which contains adequate security language as 

determined by a security professional

 R C

294 11 Network / Firewall / 

Remote Access

9.2.1 Client based VPNs and/or consolidated modem pools are 

operated by NG9-1-1 Entity security personnel or 

personnel contracted for the purpose.

 R C

295 11 Network / Firewall / 

Remote Access

9.2.1 Strict control is maintained for the VPN and/or 

consolidated modem infrastructures as they enable 

access to the NG9-1-1 Entity from public networks such as 

the Internet or public switched telephone network

 R C

296 11 Network / Firewall / 

Remote Access

9.2.1 All client based VPNs utilize industry standard 

technologies.

 R C

297 11 Network / Firewall / 

Remote Access

9.2.1 All client based VPNs and/or consolidated modem pools 

access utilize strong authentication which includes single 

use passwords.

 R C

298 11 Network / Firewall / 

Remote Access

9.2.1 All client based VPNs and/or consolidated modem pools 

access are controlled by a Firewall.

 R C

299 11 Network / Firewall / 

Remote Access

9.2.1 All client based VPNs and/or consolidated modem pools 

access are logged.

 R C

300 11 Network / Firewall / 

Remote Access

9.2.2 If directly attached modems are used, have they been 

approved using the exception methodology in Section 12?

 R N/A Modems are not used with the ESInet service.

301 11 Network / Firewall / 

Remote Access

9.2.2 Directly attached modems utilize industry standard third 

party authentication schema.

 R N/A Modems are not used with the ESInet service.

302 11 Network / Firewall / 

Remote Access

9.2.2 Use of only 'secured modems' is permitted.  Uncontrolled 

use of modems can result in serious vulnerabilities and 

shall use risk mitigation measures

 R C
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303 11 Network / Firewall / 

Remote Access

9.2.2 When such modems are utilized through approved 

exception, they meet all criteria established for client 

based VPN or consolidated modem pools. Including 

firewall access controls and single use passwords.

 R N/A Modems are not used with the ESInet service.

304 11 Network / Firewall / 

Remote Access

9.2.2 An accurate inventory of directly attached modems is 

maintained.

 R C

305 11 Network / Firewall / 

Remote Access

9.2.2 Other modem technologies which shall be considered 

include "dial/dial back", only when primary access means 

is down or attached only to devices which have strong 

authentication mechanisms.

 R C

306 11 Network / Firewall / 

Remote Access

9.2.2 The use of modems which are directly attached to 

servers, routers, switches, or other such equipment is 

strongly discouraged and should be prohibited by default 

 BP C

307 11 Network / Firewall / 

Remote Access

9.3.1 When using private facility networks such as T1, DS-2, 

etc.,  whenever possible the network technologies should 

be always considered in lieu of communications over 

public transport

 BP C

308 11 Network / Firewall / 

Remote Access

9.3.1 Organizations should evaluate the importance of the data 

traversing the network and determine if encryption is 

appropriate to meet the necessary privacy levels (note: 

Use of these network technologies does not necessarily 

preclude the need for end to end encryption)

 BP C

309 11 Network / Firewall / 

Remote Access

9.3.2 Communications over the Internet must be encrypted 

using IPSEC or SSL. 

 R C

310 11 Network / Firewall / 

Remote Access

9.3.2 If using endpoint authentication it has been implemented 

using either certificates or similar credentials.

 R C

311 11 Network / Firewall / 

Remote Access

9.3.2 When using Internet protocols, industry standard 

protocols are to be used with minimum key length of 128 

bit.

 R C
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312 11 Network / Firewall / 

Remote Access

9.3.3 When external connections are clearly identified as un-

trusted, a firewall must be utilized to control 

communication between the external endpoint or 

network and the NG9-1-1 environment.  

 R C

313 11 Network / Firewall / 

Remote Access

9.3.4 When applications require access from external, public 

transport (i.e. Internet) they have been placed on a DMZ 

or employ network based encryption and authentication.

 R C

314 11 Network / Firewall / 

Remote Access

9.4 When using Intrusion Detection / Prevention technologies 

they shall be positioned on internal networks at strategic 

locations. Note: use of IPS/IDS is not mandatory.

 R C

315 11 Network / Firewall / 

Remote Access

9.4 When using Intrusion Detection / Prevention 

technologies, their signatures must be routinely updated 

with processes that include well defined schedules for 

signature updates and emergency update protocols for 

high risk and zero day events.

 R C

316 11 Network / Firewall / 

Remote Access

9.5 When used, technologies such as VLAN, VRF, or VPN are 

classified as required in section 9.3 and once classified 

they are treated as separate networks.  

 R C

317 11 Network / Firewall / 

Remote Access

9.5 All support equipment for virtual or logical networks shall 

have a management tunnel for support and monitoring.

 R C

318 11 Network / Firewall / 

Remote Access

9.5 All support equipment for virtual or logical networks limits 

user group access to the particular virtual facilities when 

possible.

 R C

319 11 Network / Firewall / 

Remote Access

9.5 Commands (like Telnet), which allow direct access 

between virtual facilities, are disabled or is only allowed 

under the highest administrative privilege supported by 

the device.

 R C

320 11 Network / Firewall / 

Remote Access

9.5 Layer 3 interactions between networks of differing 

security classifications are only done using a firewall or 

similar device.

 R C
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321 11 Network / Firewall / 

Remote Access

9.5 User access to devices supporting multiple virtual 

networks should utilize an industry standard 

authentication and access control protocol such as 

TACACS or RADIUS.

 BP CP Local authentication must be available as a fallback.

322 12 Security 

Enhancement 

Technical Upgrade

4.2 Does the organization have a Security 

Enhancement/Technology Upgrade Policy?

 R C

323 12 Security 

Enhancement 

Technical Upgrade

6.7 Do the design, development, administration, and use of 

any computer resource, network, system, or application 

always enable compliance with security policies and 

requirements to its intended use?

 R C

324 12 Security 

Enhancement 

Technical Upgrade

6.7 Is incorporating security into new products, services, 

systems, and networks before they are deployed a 

priority?

 R C

325 12 Security 

Enhancement 

Technical Upgrade

6.7 Is a security assessment of controls and procedures 

conducted and documented before deployment to certify 

compliance with security policy and is this document 

retained as evidence for any future audit?

 R C

326 12 Security 

Enhancement 

Technical Upgrade

7.2.8 Is a full business and security assessment conducted for 

any new form of communications prior to it being 

connected to the NG 9-1-1 environment?  

 R C

327 12 Security 

Enhancement 

Technical Upgrade

7.2.8.2 Are communication partners and the full scope of 

products subjected to full risk assessment?

 BP CP A risk assessment is performed to the fullest extent 

possible.

328 12 Security 

Enhancement 

Technical Upgrade

7.2.8.3.1 Are Client Software Add-ons ("plug ins") assessed for 

security risks?

 R CP A level of testing is performed, as practical. Ability of 

users to install software and plug-ins is limited due to 

local admin right restrictions.
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329 12 Security 

Enhancement 

Technical Upgrade

7.2.8.3.1 Is client software configured to disallow auto installation 

of software add-on or plug-ins?

 R C

330 12 Security 

Enhancement 

Technical Upgrade

7.2.8.3.1 Are new add-ons or plug-ins tested prior to installation?  R CP A level of testing is performed, as practical. Ability of 

users to install software and plug-ins is limited due to 

local admin right restrictions.

331 12 Security 

Enhancement 

Technical Upgrade

7.2.8.5 If the NG 9-1-1 Entity uses a VoIP system it does not 

connect to another VoIP System without securing the 

connection?

 R C

332 12 Security 

Enhancement 

Technical Upgrade

9.6.1 Network redundancy is considered and implemented 

where possible for On-Site / Local High Availability 

environments.

 R C

333 12 Security 

Enhancement 

Technical Upgrade

9.6.2 Network diversity is considered and implemented where 

possible when implementing NG9-1-1 networks.

 R C

334 12 Security 

Enhancement 

Technical Upgrade

9.6.2 Traffic failover between different cities and firewall sites 

can result in dropping sessions at the time of failure.  

When employing applications in a network diversity-type 

model, applications shall be designed to recover such 

events and users advised to proper "restart" procedures 

in case such a failover event happens

 R C

335 13 Technical Solutions 

Standards

10 Formalized pre and post security reviews are conducted 

when changes to architecture, design, or engineering of 

NG9-1-1 networks.  

 R C

336 13 Technical Solutions 

Standards

10 Security reviews are conducted by the NG91-1 security 

representative and any 3rd party vendors.

 R C

337 13 Technical Solutions 

Standards

10 When changes to architecture, design, or engineering of 

NG9-1-1 network are made, a formal change control 

process is followed and appropriate documentation is 

produced and retained.

 R C
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338 13 Technical Solutions 

Standards

10 When architecture, design, or engineering are major, a 

team of Subject Matter Experts is assembled to review 

and approve the change.

 R C

339 13 Technical Solutions 

Standards

4.2 Does the organization have a Technology Selection Policy?  R C

340 13 Technical Solutions 

Standards

7.4.2 Is time synchronization in accordance with the NENA 04-

002 NG9-1-1 Entity Master Clock standard?

 R C

341 13 Technical Solutions 

Standards

7.4.4 Do formal documented procedures exist for any changes 

to computer systems and operating systems software?

 R C

342 13 Technical Solutions 

Standards

7.4.4 Are the procedures identified in the preceding finding 

followed?

 R C

343 13 Technical Solutions 

Standards

7.4.4 Is the appropriate level of authorization required and 

obtained prior to change?

 R C

344 13 Technical Solutions 

Standards

7.4.4 Does the System Administrator control software changes 

that affect the operation of an application, operating 

system, or utilities?

 R C

345 13 Technical Solutions 

Standards

7.4.4 Does the System Administrator control updates and 

upgrades that could affect user response, machine 

performance or operations, security, or system 

availability?

 R C

346 13 Technical Solutions 

Standards

7.4.4 Has a detailed audit trail of all modifications to network 

hardware and software been created, retained, and 

reviewed at least annually?

 R CP Policies and processes are in place for ESInet systems. 

Changes are documented and retained in the service / 

change management system.

347 13 Technical Solutions 

Standards

7.4.4 Are records of all system/application changes kept at least 

one year or the last major upgrade whichever is longer?

 R C

348 13 Technical Solutions 

Standards

7.4.4 Do System Controls identify accountability for all program 

changes to a specific programmer and approving 

manager?

 R C
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349 13 Technical Solutions 

Standards

7.4.4 Excepting reporting procedures are built into the system 

software to detect computer program, communications 

and operations failures.  .

 R C

350 13 Technical Solutions 

Standards

7.4.4 Are error checking and validation controls are present in 

software?

 R C

351 13 Technical Solutions 

Standards

7.4.4 Current complete backups are ALWAYS present prior 

upgrades to provide recovery capability in the event of 

system problems due to the changes?

 R C

352 13 Technical Solutions 

Standards

7.4.4 If System Administration or Maintenance is outsourced all 

records kept by such agencies are available to the NG 9-1-

1 Entity?

 R C

353 13 Technical Solutions 

Standards

7.4.5 Have procedures been instituted to verify and document 

that the business hardware and software are currently 

supported by the manufacturer or supplier that advisories 

are issued and fixes are made available for any newly 

 R C

354 13 Technical Solutions 

Standards

7.4.5 Are Temporary Fixes applied when Permanent Fixes are 

not yet available and are Permanent Fixes applied 

promptly when they become available?

 R C

355 13 Technical Solutions 

Standards

7.4.5 A process is in place which ensures all applicable 

Permanent fixes are installed and Temporary Fixes cannot 

become disabled until Permanent Fixes have been 

installed?

 R C

356 13 Technical Solutions 

Standards

7.4.5 Are all Permanent or Temporary fixes tested prior to using 

them in a production environment?

 R C

357 13 Technical Solutions 

Standards

7.4.6 Servers, workstations, desktops, or laptops shall be 

hardened utilizing recognized 'Best Practices for 

Operating System Hardening' like the National Institute 

For Standards and Technology (NIST) Guidelines or ISO 

2700x  standards?

 R C
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358 13 Technical Solutions 

Standards

7.4.6 All unused services are disabled and end users do not 

have local administrator rights?

 R CP Local administrator rights are restricted for some, but 

not all users in the organization. Justification related to 

employee role is required for end users who have local 

administrator rights.

359 13 Technical Solutions 

Standards

7.5.2 Has the entity identified all 'single point of failure' items 

for their system and have the alternate strategies been 

planned and documented?

 R C

360 13 Technical Solutions 

Standards

7.5.2 Is a plan in place to distribute the 'downtime window' if 

possible?

 R C

361 13 Technical Solutions 

Standards

7.5.2 Is equipment managed and monitored so if one element 

is down the entity and management are notified?

 R C

362 13 Technical Solutions 

Standards

7.5.3 Is 'geographic redundancy' available.  If so, are procedures 

in place for activation, use, and testing of the alternate 

site.  Are the results of testing documented

 R C

363 13 Technical Solutions 

Standards

7.5.3 Are the results of testing of failover procedures 

documented?

 R C

364 14 Wireless Security 4.2 Does the organization have a Wireless Policy?(Auditor 

Guidance: if no wireless technologies are in place, then 

this finding, and all subsequent findings is not applicable. 

All requirements of this document also apply to 

communications in the 4.9G Hz band)

 R N/A The ESInet does not implement any wireless technology.

365 14 Wireless Security 6.4.6.1 Default router management passwords have been 

changed and is treated as an Administrator level password 

for syntax, history, and periodically changed?

 R N/A The ESInet does not implement any wireless technology.

366 14 Wireless Security 6.4.6.1 Router management over wireless link is disabled. Router 

management uses an encrypted protocol?

 R C
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367 14 Wireless Security 6.4.6.1 The SSID has been changed from the Default value to an 

identifier not easily associated with the NG 9-1-1  or easily 

guessed

 R N/A ESInet does not implement any wireless technology.

368 14 Wireless Security 6.4.6.1 SSID broadcast is disabled?  R N/A ESInet does not implement any wireless technology.

369 14 Wireless Security 6.4.6.1 Wireless encryption is enabled WPA or greater is used? 

(Auditor Guidance: WEP is not allowed)

 R N/A ESInet does not implement any wireless technology.

370 14 Wireless Security 6.4.6.1 The TKIP passphrase is non-trivial and meets the 

requirements of this document?

 R N/A ESInet does not implement any wireless technology.

371 14 Wireless Security 6.4.6.1 The rekey maximum is no greater than 3600 seconds?  R N/A ESInet does not implement any wireless technology.

372 14 Wireless Security 6.4.6.1 The WIFI LAN is dedicated to the NG 9-1-1 entity and not 

shared with any other entity?

 R N/A ESInet does not implement any wireless technology.

373 14 Wireless Security 6.4.6.1 Media Access Control (MAC) address filters are enabled 

and MAC Filter List is reviewed at least monthly and 

immediately after a machine is retired from the network?

 R N/A ESInet does not implement any wireless technology.

374 14 Wireless Security 6.4.6.1 Ad hoc modes are disabled?  R N/A ESInet does not implement any wireless technology.

375 14 Wireless Security 6.4.6.1 Users should be authenticated to the wireless LAN using a 

two factor mechanism or emerging authentication 

standards like 802.1x?

 BP N/A ESInet does not implement any wireless technology.

376 14 Wireless Security 6.4.6.1 The WIFI LAN should be separated from other networks 

by a firewall which limits access to and from the wireless 

network on an exception only basis.

 BP N/A ESInet does not implement any wireless technology.
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377 14 Wireless Security 6.4.6.1 Use of Intrusion Detection Systems (IDS) is encouraged on 

WIFI LANs

 BP N/A ESInet does not implement any wireless technology.

378 14 Wireless Security 6.4.6.1 Maximum encryption key lengths supported by the device 

should be utilized

 BP N/A ESInet does not implement any wireless technology.

379 14 Wireless Security 6.4.6.1 The WIFI LAN hardware should utilize a third party 

authentication service for management(such as TACAS, 

Radius) when supported

 BP N/A ESInet does not implement any wireless technology.

380 14 Wireless Security 6.4.6.1 The default SSID channel should be changed from its 

default value

 BP N/A ESInet does not implement any wireless technology.

381 14 Wireless Security 6.4.6.1 If DHCP is used, automatic assignment of other 

services(e.g. DNS servers, WINS servers) is allowed and 

should be reviewed in concert with the overall security 

plan

 BP N/A ESInet does not implement any wireless technology.

382 14 Wireless Security 6.4.6.1 DHCP should be disabled and require static IP Addresses 

for connected devices.  If DHCP must be used the DHCP 

scope(range of addresses) should be kept to a minimum

 BP N/A ESInet does not implement any wireless technology.

383 14 Wireless Security 6.4.6.1 The WIFI LAN should utilize a Network Access Control 

technology to ensure proper patching and malicious 

software screening is performed on all LAN assets.  At 

minimum, use of a rogue machine device detection 

capability is strongly recommended.

 BP N/A ESInet does not implement any wireless technology.

384 14 Wireless Security 6.4.6.2 Bluetooth shall not be used for backup of any medium or 

device which contains sensitive (internal data only) or 

greater data.

 R C

385 14 Wireless Security 6.4.6.2 If Bluetooth is used is shall be configured to require device 

identifiers.

 R C

386 14 Wireless Security 6.4.6.2 Presence of frequency hopping, phase shifting, device 

serialization, or other technologies alone shall not satisfy 

encryption or identification requirements

 R C
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387 14 Wireless Security 6.4.6.2 Bluetooth wireless networks should be avoided, where 

possible, including wireless headsets and other human 

interface devices such as mice and keyboards

 BP C

388 14 Wireless Security 6.4.6.3 Does the entity use the 4.9 MHz band spectrum licensed 

by the FCC?

 R N/A The ESInet does not implement any wireless technology.

389 14 Wireless Security 6.4.6.3 If the 4.9 MHz band is used are all communications 

encrypted and all authentication, authorization, and 

accountability policies complied with?

 R N/A ESInet does not implement any wireless technology.

390 14 Wireless Security 6.4.6.3 If the 4.9 MHz band is used a Firewall is deployed at the 

network boundary

 R N/A ESInet does not implement any wireless technology.

391 14 Wireless Security 6.4.6.3 All communications on the 4.9G Hz band should be 

encrypted?

 BP N/A ESInet does not implement any wireless technology.

392 14 Wireless Security 6.4.6.3 Authentication, authorization, and accountability should 

be maintained.

 BP N/A ESInet does not implement any wireless technology.

393 14 Wireless Security 6.4.6.4 Each of these technologies(i.e. 3G, EDGE, etc.) should be 

regarded as a "remote access" capability and all security 

standards relevant to remote access found in this 

document are applicable

 R C

394 14 Wireless Security 6.5 Does the NG 9-1-1 entity require contracting agencies to 

hold specific or certain certifications to prove compliance 

with this requirement?

 R N/A ESInet does not implement any wireless technology.

395 14 Wireless Security 6.5 Entities responsible for system and security 

administration (including those contracted to do such 

tasks) employ individuals who have received current 

security training on their assigned systems.

 R C

396 14 Wireless Security 6.5 All Public Safety employees receive complete security 

awareness training as established by each Public Safety 

Organization on an annual basis?

 R C
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2020-05-27 12:51:28 CDT

Probe - PSAP ID Troubleshooting v1

brixKv_oneflexProbes Lookup Information
brixInstance probe.sla_usage_count psap.customer_name psap.intrado_id psap.psap_id verifier_id verifier_name

oneflex-standalone 1
 

13326 CO/EVXR/326/MS-C 7443
CO326-DENVPD-NG911PRB-
2009130100

PSAP Profile Data
verifierfive i_id PSAP_Name probe5

CO326 C CO326

Sip Test Data
Time Event

2020-05-27T12:44:57-0500 1590601497,42891,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3433,4640,139556,102735,57334,100000,100000,100000,100000,0,100000,
100000,1298,0,0,48,0,0,0,,,,,,0,,,0,,,64.58.61.20,13702,,,,,4.34,0,0,0,0,0,134916,0,90,2,0,90.
909,9.09,0,,0,2268,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
a6b4fb77,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T12:37:56-0500 1590601076,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3436,4653,135137,105943,58088,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,130484,0,90,2,0,90.
909,9.09,0,,0,1791,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
bdf658c3,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T12:30:56-0500 1590600656,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3451,4667,137478,102572,55463,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13792,,,,,4.34,0,0,0,0,0,132811,0,90,2,0,90.
909,9.09,0,,0,304,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
afedc82f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T12:23:56-0500 1590600236,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3474,4808,157723,102125,58084,100000,100000,100000,100000,0,100000,
100000,1298,0,0,85,0,0,0,,,,,,0,,,0,,,64.58.61.20,13720,,,,,4.34,0,0,0,0,0,152915,0,90,2,0,90.
909,9.09,0,,0,7005,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5dbbc953,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T12:16:56-0500 1590599816,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3467,4919,138364,102013,55459,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13752,,,,,4.34,0,0,0,0,0,133445,0,90,2,0,90.
909,9.09,0,,0,418,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
655d3271,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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Time Event

2020-05-27T12:09:56-0500 1590599396,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3469,4684,138520,105530,57732,100000,100000,100000,100000,0,100000,
100000,1298,0,0,36,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,133836,0,90,2,0,90.
909,9.09,0,,0,330,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
11e9bfd7,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T12:02:56-0500 1590598976,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3330,4656,125705,106531,55455,100000,100000,100000,100000,0,100000,
100000,1298,0,0,60,0,0,0,,,,,,0,,,0,,,64.58.61.20,13730,,,,,4.34,0,0,0,0,0,121049,0,90,2,0,90.
909,9.09,0,,0,2212,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
919d5e2d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T11:55:56-0500 1590598556,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3433,4652,141757,107031,59930,100000,100000,100000,100000,0,100000,
100000,1298,0,0,54,0,0,0,,,,,,0,,,0,,,64.58.61.20,13744,,,,,4.34,0,0,0,0,0,137105,0,90,2,0,90.
909,9.09,0,,0,325,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5dd38662,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T11:48:56-0500 1590598136,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3404,4716,137249,100734,55451,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13786,,,,,4.34,0,0,0,0,0,132533,0,90,2,0,90.
909,9.09,0,,0,846,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c4ca561c,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T11:41:56-0500 1590597716,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3425,4638,139314,105526,57866,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13794,,,,,4.34,0,0,0,0,0,134676,0,90,2,0,90.
909,9.09,0,,0,364,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c1669135,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T11:34:56-0500 1590597296,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3433,4658,140894,106104,59924,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13760,,,,,4.34,0,0,0,0,0,136236,0,90,2,0,90.
909,9.09,0,,0,2297,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7f16cdcd,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T11:27:56-0500 1590596876,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3422,4634,140547,103398,57862,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13758,,,,,4.34,0,0,0,0,0,135913,0,90,2,0,90.
909,9.09,0,,0,275,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
b66b5a8b,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T11:20:56-0500 1590596456,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3336,4652,139601,106375,56446,100000,100000,100000,100000,0,100000,
100000,1298,0,0,68,0,0,0,,,,,,0,,,0,,,64.58.61.20,13766,,,,,4.34,0,0,0,0,0,134949,0,90,2,0,90.
909,9.09,0,,0,2613,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
608b5d56,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T11:13:56-0500 1590596036,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3452,4662,137794,106986,57192,100000,100000,100000,100000,0,100000,
100000,1298,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13714,,,,,4.34,0,0,0,0,0,133132,0,90,2,0,90.
909,9.09,0,,0,1897,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
75f628b3,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T11:06:56-0500 1590595616,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3427,4635,138767,102182,56442,100000,100000,100000,100000,0,100000,
100000,1298,0,0,55,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,134132,0,90,2,0,90.
909,9.09,0,,0,342,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8850d1d8,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:59:56-0500 1590595196,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3458,4671,136500,105450,57188,100000,100000,100000,100000,0,100000,
100000,1298,0,0,54,0,0,0,,,,,,0,,,0,,,64.58.61.20,13782,,,,,4.34,0,0,0,0,0,131829,0,90,2,0,90.
909,9.09,0,,0,4797,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5cfb9f54,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:52:56-0500 1590594776,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3465,4765,139052,105976,59912,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13788,,,,,4.34,0,0,0,0,0,134287,0,90,2,0,90.
909,9.09,0,,0,299,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
2097099c,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:45:56-0500 1590594356,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3393,4871,137327,106603,57664,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13796,,,,,4.34,0,0,0,0,0,132456,0,90,2,0,90.
909,9.09,0,,0,3999,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7778c734,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:38:56-0500 1590593936,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3410,4638,335019,106061,56434,100000,100000,100000,100000,0,100000,
100000,1298,0,0,50,0,0,0,,,,,,0,,,0,,,64.58.61.20,13708,,,,,4.34,0,0,0,0,0,330381,0,90,2,0,90.
909,9.09,0,,0,892,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4d22434d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:31:56-0500 1590593516,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3882,5214,137251,100692,58052,100000,100000,100000,100000,0,100000,
100000,1298,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13750,,,,,4.34,0,0,0,0,0,132037,0,90,2,0,90.
909,9.09,0,,0,1014,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
a8104a0a,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:24:56-0500 1590593096,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3456,4690,139712,105121,55427,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13756,,,,,4.34,0,0,0,0,0,135022,0,90,2,0,90.
909,9.09,0,,0,2147,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7f10ed09,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed



Page 4

2020-05-27 12:51:28 CDT

Probe - PSAP ID Troubleshooting v1

Time Event

2020-05-27T10:17:56-0500 1590592676,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3412,4620,138407,105465,57176,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13702,,,,,4.34,0,0,0,0,0,133787,0,90,2,0,90.
909,9.09,0,,0,744,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
64f87e47,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:10:56-0500 1590592256,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3460,4679,142853,107142,57654,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,138174,0,90,2,0,90.
909,9.09,0,,0,754,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
e2a95b4e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T10:03:56-0500 1590591836,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3369,4860,140097,106870,57172,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13728,,,,,4.34,0,0,0,0,0,135237,0,90,2,0,90.
909,9.09,0,,0,866,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
b0d3a2c5,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T09:56:56-0500 1590591416,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3413,4628,141443,103322,57650,100000,100000,100000,100000,0,100000,
100000,1298,0,0,57,0,0,0,,,,,,0,,,0,,,64.58.61.20,13720,,,,,4.34,0,0,0,0,0,136815,0,90,2,0,90.
909,9.09,0,,0,1365,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
f0bc7008,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T09:49:56-0500 1590590996,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3444,4663,139207,99965,56420,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13790,,,,,4.34,0,0,0,0,0,134544,0,90,2,0,90.
909,9.09,0,,0,279,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
2abaa02a,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T09:42:56-0500 1590590576,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3443,4655,139755,107286,57646,100000,100000,100000,100000,0,100000,
100000,1298,0,0,46,0,0,0,,,,,,0,,,0,,,64.58.61.20,13716,,,,,4.34,0,0,0,0,0,135100,0,90,2,0,90.
909,9.09,0,,0,280,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
fa283814,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T09:35:56-0500 1590590156,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3464,4673,136053,110105,54617,100000,100000,100000,100000,0,100000,
100000,1298,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13766,,,,,4.34,0,0,0,0,0,131380,0,90,2,0,90.
909,9.09,0,,0,2122,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
de7ec826,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T09:28:56-0500 1590589736,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3344,4677,134820,105843,56414,100000,100000,100000,100000,0,100000,
100000,1298,0,0,82,0,0,0,,,,,,0,,,0,,,64.58.61.20,13784,,,,,4.34,0,0,0,0,0,130143,0,90,2,0,90.
909,9.09,0,,0,4818,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
9f30c626,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T09:21:56-0500 1590589316,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3347,4704,120846,108025,56374,100000,100000,100000,100000,0,100000,
100000,1299,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13780,,,,,4.34,0,0,0,0,0,116142,0,90,2,0,90.
909,9.09,0,,0,1007,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c069eac2,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T09:14:56-0500 1590588896,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3447,4694,122666,107276,56410,100000,100000,100000,100000,0,100000,
100000,1299,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13798,,,,,4.34,0,0,0,0,0,117972,0,90,2,0,90.
909,9.09,0,,0,1486,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4d9eed6f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T09:07:56-0500 1590588476,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3443,4651,135423,104386,58464,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13736,,,,,4.34,0,0,0,0,0,130772,0,90,2,0,90.
909,9.09,0,,0,2853,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
01c87669,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T09:00:56-0500 1590588056,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3422,4637,142634,103841,57406,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13710,,,,,4.34,0,0,0,0,0,137997,0,90,2,0,90.
909,9.09,0,,0,1040,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6fe1d10e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T08:53:56-0500 1590587636,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3437,4634,145504,107364,56572,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13762,,,,,4.34,0,0,0,0,0,140870,0,90,2,0,90.
909,9.09,0,,0,1929,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
21fa852f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T08:46:56-0500 1590587216,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3439,4650,123714,106505,55555,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13794,,,,,4.34,0,0,0,0,0,119064,0,90,2,0,90.
909,9.09,0,,0,604,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
f867f8e6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T08:39:56-0500 1590586796,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3477,4684,135604,104442,56010,100000,100000,100000,100000,0,100000,
100000,1298,0,0,55,0,0,0,,,,,,0,,,0,,,64.58.61.20,13700,,,,,4.34,0,0,0,0,0,130920,0,90,2,0,90.
909,9.09,0,,0,635,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
abec28f5,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T08:32:56-0500 1590586376,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3436,4645,142493,107460,56566,100000,100000,100000,100000,0,100000,
100000,1298,0,0,60,0,0,0,,,,,,0,,,0,,,64.58.61.20,13746,,,,,4.34,0,0,0,0,0,137848,0,90,2,0,90.
909,9.09,0,,0,793,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
29543a59,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T08:25:56-0500 1590585956,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3603,4835,139409,105597,55549,100000,100000,100000,100000,0,100000,
100000,1298,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13754,,,,,4.34,0,0,0,0,0,134574,0,90,2,0,90.
909,9.09,0,,0,5568,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3ad0cf5c,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T08:18:56-0500 1590585536,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3408,4894,139017,102835,59344,100000,100000,100000,100000,0,100000,
100000,1298,0,0,38,0,0,0,,,,,,0,,,0,,,64.58.61.20,13768,,,,,4.34,0,0,0,0,0,134123,0,90,2,0,90.
909,9.09,0,,0,3672,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5a6f65c3,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T08:11:56-0500 1590585116,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3488,4700,140718,107197,55853,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13742,,,,,4.34,0,0,0,0,0,136018,0,90,2,0,90.
909,9.09,0,,0,1389,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
423ae8d7,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T08:04:56-0500 1590584696,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3432,4646,142831,101168,56724,100000,100000,100000,100000,0,100000,
100000,1298,0,0,46,0,0,0,,,,,,0,,,0,,,64.58.61.20,13714,,,,,4.34,0,0,0,0,0,138185,0,90,2,0,90.
909,9.09,0,,0,2306,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4c9af784,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T07:57:56-0500 1590584276,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3335,4832,141549,102399,56100,100000,100000,100000,100000,0,100000,
100000,1298,0,0,39,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,136717,0,90,2,0,90.
909,9.09,0,,0,536,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
a0c58634,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T07:50:56-0500 1590583856,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3417,4639,123867,105250,54799,100000,100000,100000,100000,0,100000,
100000,1299,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13726,,,,,4.34,0,0,0,0,0,119228,0,90,2,0,90.
909,9.09,0,,0,1166,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
45cb029f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T07:43:56-0500 1590583436,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3479,4703,125581,104653,55417,100000,100000,100000,100000,0,100000,
100000,1299,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13788,,,,,4.34,0,0,0,0,0,120878,0,90,2,0,90.
909,9.09,0,,0,3587,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
baa8296f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T07:36:56-0500 1590583016,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3405,4727,140688,102246,57610,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13774,,,,,4.34,0,0,0,0,0,135961,0,90,2,0,90.
909,9.09,0,,0,601,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
69396596,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T07:29:56-0500 1590582596,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3398,4612,142226,106768,56126,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13744,,,,,4.34,0,0,0,0,0,137614,0,90,2,0,90.
909,9.09,0,,0,807,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6d25125e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T07:22:56-0500 1590582176,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3453,4672,140113,108771,54579,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13740,,,,,4.34,0,0,0,0,0,135441,0,90,2,0,90.
909,9.09,0,,0,2590,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3a976dad,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T07:15:56-0500 1590581756,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3412,4637,133341,106647,58956,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13736,,,,,4.34,0,0,0,0,0,128704,0,90,2,0,90.
909,9.09,0,,0,2047,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
0d59feb5,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T07:08:56-0500 1590581336,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3353,4677,145213,101675,59848,100000,100000,100000,100000,0,100000,
100000,1298,0,0,70,0,0,0,,,,,,0,,,0,,,64.58.61.20,13706,,,,,4.34,0,0,0,0,0,140536,0,90,2,0,90.
909,9.09,0,,0,1211,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7e35f033,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T07:01:56-0500 1590580916,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3429,4637,140313,107408,58952,100000,100000,100000,100000,0,100000,
100000,1298,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13704,,,,,4.34,0,0,0,0,0,135676,0,90,2,0,90.
909,9.09,0,,0,634,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
18dee807,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T06:54:56-0500 1590580496,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3371,4575,140087,105883,59844,100000,100000,100000,100000,0,100000,
100000,1298,0,0,69,0,0,0,,,,,,0,,,0,,,64.58.61.20,13710,,,,,4.34,0,0,0,0,0,135512,0,90,2,0,90.
909,9.09,0,,0,3264,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
47f24ad0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T06:47:56-0500 1590580076,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3433,4647,138759,106063,57056,100000,100000,100000,100000,0,100000,
100000,1298,0,0,48,0,0,0,,,,,,0,,,0,,,64.58.61.20,13756,,,,,4.34,0,0,0,0,0,134112,0,90,2,0,90.
909,9.09,0,,0,2346,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ea9142a4,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T06:40:56-0500 1590579656,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3359,4666,139824,103262,59840,100000,100000,100000,100000,0,100000,
100000,1298,0,0,57,0,0,0,,,,,,0,,,0,,,64.58.61.20,13794,,,,,4.34,0,0,0,0,0,135158,0,90,2,0,90.
909,9.09,0,,0,739,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
2dad91d0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T06:33:56-0500 1590579236,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3476,4687,134277,106541,57112,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,129590,0,90,2,0,90.
909,9.09,0,,0,320,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7977925d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T06:26:56-0500 1590578816,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3472,4690,137792,108171,57590,100000,100000,100000,100000,0,100000,
100000,1298,0,0,64,0,0,0,,,,,,0,,,0,,,64.58.61.20,13738,,,,,4.34,0,0,0,0,0,133102,0,90,2,0,90.
909,9.09,0,,0,566,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
e7bb3132,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T06:19:56-0500 1590578396,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3435,4644,141392,105665,59834,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13760,,,,,4.34,0,0,0,0,0,136748,0,90,2,0,90.
909,9.09,0,,0,589,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
64e9b3b9,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T06:12:56-0500 1590577976,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3401,4696,124457,106598,57106,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13754,,,,,4.34,0,0,0,0,0,119761,0,90,2,0,90.
909,9.09,0,,0,352,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c86bc97c,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T06:05:56-0500 1590577556,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3426,4633,124642,101521,59830,100000,100000,100000,100000,0,100000,
100000,1299,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13728,,,,,4.34,0,0,0,0,0,120009,0,90,2,0,90.
909,9.09,0,,0,995,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
50531099,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T05:58:56-0500 1590577136,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3438,4661,137062,105970,57974,100000,100000,100000,100000,0,100000,
100000,1298,0,0,46,0,0,0,,,,,,0,,,0,,,64.58.61.20,13716,,,,,4.34,0,0,0,0,0,132401,0,90,2,0,90.
909,9.09,0,,0,1088,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c55b30b6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T05:51:56-0500 1590576716,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3532,4745,141731,107298,56352,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13718,,,,,4.34,0,0,0,0,0,136986,0,90,2,0,90.
909,9.09,0,,0,1153,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
9591c515,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T05:44:56-0500 1590576296,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3620,4845,142990,107013,57050,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13724,,,,,4.34,0,0,0,0,0,138145,0,90,2,0,90.
909,9.09,0,,0,444,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
d9095a3a,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T05:37:56-0500 1590575876,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3458,4659,135785,105053,57096,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13714,,,,,4.34,0,0,0,0,0,131126,0,90,2,0,90.
909,9.09,0,,0,1865,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
1ae1c440,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T05:30:56-0500 1590575456,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3382,4591,138320,109807,56830,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,133729,0,90,2,0,90.
909,9.09,0,,0,1208,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7c2054b6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T05:23:56-0500 1590575036,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3488,4700,153402,107560,57964,100000,100000,100000,100000,0,100000,
100000,1298,0,0,37,0,0,0,,,,,,0,,,0,,,64.58.61.20,13770,,,,,4.34,0,0,0,0,0,148702,0,90,2,0,90.
909,9.09,0,,0,259,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
49eb35c6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T05:16:56-0500 1590574616,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3483,4695,139723,101494,55459,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13780,,,,,4.34,0,0,0,0,0,135028,0,90,2,0,90.
909,9.09,0,,0,369,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8b0ee631,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T05:09:56-0500 1590574196,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3449,4750,138395,104699,56052,100000,100000,100000,100000,0,100000,
100000,1298,0,0,67,0,0,0,,,,,,0,,,0,,,64.58.61.20,13788,,,,,4.34,0,0,0,0,0,133645,0,90,2,0,90.
909,9.09,0,,0,1112,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
e96ec76e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T05:02:56-0500 1590573776,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3469,4684,141718,105218,57176,100000,100000,100000,100000,0,100000,
100000,1298,0,0,38,0,0,0,,,,,,0,,,0,,,64.58.61.20,13798,,,,,4.34,0,0,0,0,0,137034,0,90,2,0,90.
909,9.09,0,,0,2016,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
cd8917f1,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T04:55:56-0500 1590573356,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3437,4739,141786,103239,58040,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13730,,,,,4.34,0,0,0,0,0,137047,0,90,2,0,90.
909,9.09,0,,0,1577,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ccc692e5,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T04:48:56-0500 1590572936,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3443,4655,140971,106851,57562,100000,100000,100000,100000,0,100000,
100000,1298,0,0,190,0,0,0,,,,,,0,,,0,,,64.58.61.20,13796,,,,,4.34,0,0,0,0,0,136316,0,90,2,0,90
.909,9.09,0,,0,1297,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
bf214826,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T04:41:56-0500 1590572516,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3411,4614,141783,106092,59778,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13736,,,,,4.34,0,0,0,0,0,137169,0,90,2,0,90.
909,9.09,0,,0,205,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
41899f97,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T04:34:56-0500 1590572096,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3488,4710,121586,104469,57558,100000,100000,100000,100000,0,100000,
100000,1298,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13712,,,,,4.34,0,0,0,0,0,116876,0,90,2,0,90.
909,9.09,0,,0,1153,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
9784ca75,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T04:27:56-0500 1590571676,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,6439,8141,138839,103158,58424,100000,100000,100000,100000,0,100000,
100000,1298,0,0,64,0,0,0,,,,,,0,,,0,,,64.58.61.20,13708,,,,,4.34,0,0,0,0,0,130698,0,90,2,0,90.
909,9.09,0,,0,607,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
1950919e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T04:20:56-0500 1590571256,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3438,4644,129162,101524,58604,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13710,,,,,4.34,0,0,0,0,0,124518,0,90,2,0,90.
909,9.09,0,,0,357,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3bba869e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T04:13:56-0500 1590570836,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3445,4650,160061,104840,57552,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13762,,,,,4.34,0,0,0,0,0,155411,0,90,2,0,90.
909,9.09,0,,0,3140,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
15b0b29c,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T04:06:56-0500 1590570416,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3326,4810,143096,109946,58138,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13702,,,,,4.34,0,0,0,0,0,138286,0,90,2,0,90.
909,9.09,0,,0,618,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
95bc2729,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T03:59:56-0500 1590569996,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3486,4689,142208,108601,57548,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13764,,,,,4.34,0,0,0,0,0,137519,0,90,2,0,90.
909,9.09,0,,0,1208,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
9d6d0bd2,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T03:52:56-0500 1590569576,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3480,4694,141427,107573,55667,100000,100000,100000,100000,0,100000,
100000,1298,0,0,37,0,0,0,,,,,,0,,,0,,,64.58.61.20,13738,,,,,4.34,0,0,0,0,0,136733,0,90,2,0,90.
909,9.09,0,,0,738,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
27c2646d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T03:45:56-0500 1590569156,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3356,4668,140899,108066,57002,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13720,,,,,4.34,0,0,0,0,0,136231,0,90,2,0,90.
909,9.09,0,,0,2433,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
f804cffa,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T03:38:56-0500 1590568736,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3416,4728,138464,106433,58130,100000,100000,100000,100000,0,100000,
100000,1298,0,0,69,0,0,0,,,,,,0,,,0,,,64.58.61.20,13790,,,,,4.34,0,0,0,0,0,133736,0,90,2,0,90.
909,9.09,0,,0,3148,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
e2a1e8e6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T03:31:56-0500 1590568316,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3457,4698,139798,101260,58144,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13768,,,,,4.34,0,0,0,0,0,135100,0,90,2,0,90.
909,9.09,0,,0,3158,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
82021d1e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T03:24:56-0500 1590567896,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3403,4708,121711,101210,56568,100000,100000,100000,100000,0,100000,
100000,1299,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13742,,,,,4.34,0,0,0,0,0,117003,0,90,2,0,90.
909,9.09,0,,0,959,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
20d38ee0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T03:17:56-0500 1590567476,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3388,4694,124250,106973,57536,100000,100000,100000,100000,0,100000,
100000,1299,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13766,,,,,4.34,0,0,0,0,0,119556,0,90,2,0,90.
909,9.09,0,,0,1514,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
a5c10cac,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T03:10:56-0500 1590567056,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3432,4648,139978,107018,56564,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13732,,,,,4.34,0,0,0,0,0,135330,0,90,2,0,90.
909,9.09,0,,0,1175,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6298b740,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T03:03:56-0500 1590566636,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3451,4671,138275,102611,54445,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13770,,,,,4.34,0,0,0,0,0,133604,0,90,2,0,90.
909,9.09,0,,0,911,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5b3dc4ca,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T02:56:56-0500 1590566216,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3442,4661,143308,104772,57530,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13780,,,,,4.34,0,0,0,0,0,138647,0,90,2,0,90.
909,9.09,0,,0,361,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
18505c0f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T02:49:56-0500 1590565796,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3444,4662,140791,104287,59930,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13730,,,,,4.34,0,0,0,0,0,136129,0,90,2,0,90.
909,9.09,0,,0,360,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3bfe0401,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T02:42:56-0500 1590565376,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3338,4655,138974,103002,58394,100000,100000,100000,100000,0,100000,
100000,1298,0,0,58,0,0,0,,,,,,0,,,0,,,64.58.61.20,13750,,,,,4.34,0,0,0,0,0,134319,0,90,2,0,90.
909,9.09,0,,0,522,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
bbe4b3f0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T02:35:56-0500 1590564956,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3431,4648,123542,102103,59926,100000,100000,100000,100000,0,100000,
100000,1299,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13740,,,,,4.34,0,0,0,0,0,118894,0,90,2,0,90.
909,9.09,0,,0,5134,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6a9e4189,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T02:28:56-0500 1590564536,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3429,4639,138525,106597,56336,100000,100000,100000,100000,0,100000,
100000,1298,0,0,38,0,0,0,,,,,,0,,,0,,,64.58.61.20,13710,,,,,4.34,0,0,0,0,0,133886,0,90,2,0,90.
909,9.09,0,,0,368,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
1653bd1b,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T02:21:56-0500 1590564116,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3341,4658,123734,107410,57520,100000,100000,100000,100000,0,100000,
100000,1298,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13762,,,,,4.34,0,0,0,0,0,119076,0,90,2,0,90.
909,9.09,0,,0,3041,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
252d956b,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T02:14:56-0500 1590563696,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3376,4731,122641,107774,56774,100000,100000,100000,100000,0,100000,
100000,1299,0,0,62,0,0,0,,,,,,0,,,0,,,64.58.61.20,13704,,,,,4.34,0,0,0,0,0,117910,0,90,2,0,90.
909,9.09,0,,0,503,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7fc0b891,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T02:07:56-0500 1590563276,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3429,4680,142269,106752,58588,100000,100000,100000,100000,0,100000,
100000,1298,0,0,39,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,137589,0,90,2,0,90.
909,9.09,0,,0,314,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ca56eadf,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T02:00:56-0500 1590562856,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3440,4733,139307,106715,57514,100000,100000,100000,100000,0,100000,
100000,1298,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13760,,,,,4.34,0,0,0,0,0,134574,0,90,2,0,90.
909,9.09,0,,0,3042,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4958425a,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T01:53:56-0500 1590562436,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3449,4700,138162,104293,54425,100000,100000,100000,100000,0,100000,
100000,1298,0,0,60,0,0,0,,,,,,0,,,0,,,64.58.61.20,13792,,,,,4.34,0,0,0,0,0,133462,0,90,2,0,90.
909,9.09,0,,0,1597,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
e4309ba1,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T01:46:56-0500 1590562016,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3410,4722,123626,106020,56282,100000,100000,100000,100000,0,100000,
100000,1299,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13716,,,,,4.34,0,0,0,0,0,118904,0,90,2,0,90.
909,9.09,0,,0,1145,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
f83866c0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T01:39:56-0500 1590561596,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3445,4667,143211,102828,59298,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13742,,,,,4.34,0,0,0,0,0,138544,0,90,2,0,90.
909,9.09,0,,0,1650,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6b8f99f4,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T01:32:56-0500 1590561176,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3370,4693,134526,104356,57506,100000,100000,100000,100000,0,100000,
100000,1298,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13766,,,,,4.34,0,0,0,0,0,129833,0,90,2,0,90.
909,9.09,0,,0,2304,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ad968523,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T01:25:56-0500 1590560756,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3620,4861,134617,109411,57304,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,129756,0,90,2,0,90.
909,9.09,0,,0,513,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
bda364f5,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T01:18:56-0500 1590560336,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3397,4612,136598,429709,57022,100000,100000,100000,100000,0,100000,
100000,1298,0,0,88,0,0,0,,,,,,0,,,0,,,64.58.61.20,13748,,,,,4.34,0,0,0,0,0,131986,0,90,2,0,90.
909,9.09,0,,0,2181,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
65cfe70e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T01:11:56-0500 1590559916,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3424,4645,139116,106806,56742,100000,100000,100000,100000,0,100000,
100000,1298,0,0,121,0,0,0,,,,,,0,,,0,,,64.58.61.20,13782,,,,,4.34,0,0,0,0,0,134471,0,90,2,0,90
.909,9.09,0,,0,1627,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c8fc0b83,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T01:04:56-0500 1590559496,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3662,4887,139111,105864,58110,100000,100000,100000,100000,0,100000,
100000,1298,0,0,62,0,0,0,,,,,,0,,,0,,,64.58.61.20,13796,,,,,4.34,0,0,0,0,0,134224,0,90,2,0,90.
909,9.09,0,,0,2068,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c73f3b90,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T00:57:56-0500 1590559076,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3398,4870,141897,102010,56738,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13712,,,,,4.34,0,0,0,0,0,137027,0,90,2,0,90.
909,9.09,0,,0,2157,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
913ea58e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T00:50:56-0500 1590558656,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3459,4714,122180,106071,57494,100000,100000,100000,100000,0,100000,
100000,1299,0,0,35,0,0,0,,,,,,0,,,0,,,64.58.61.20,13708,,,,,4.34,0,0,0,0,0,117466,0,90,2,0,90.
909,9.09,0,,0,303,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ac033a5a,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-27T00:43:56-0500 1590558236,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3425,4639,140528,106314,54405,100000,100000,100000,100000,0,100000,
100000,1298,0,0,64,0,0,0,,,,,,0,,,0,,,64.58.61.20,13794,,,,,4.34,0,0,0,0,0,135889,0,90,2,0,90.
909,9.09,0,,0,845,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
2abd662e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T00:36:56-0500 1590557816,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3424,4641,123745,99452,57490,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13776,,,,,4.34,0,0,0,0,0,119104,0,90,2,0,90.
909,9.09,0,,0,5981,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6279fcac,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T00:29:56-0500 1590557396,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3748,5119,125449,107788,55806,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13764,,,,,4.34,0,0,0,0,0,120330,0,90,2,0,90.
909,9.09,0,,0,998,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8502c6ea,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T00:22:56-0500 1590556976,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3475,4707,142603,106136,57006,100000,100000,100000,100000,0,100000,
100000,1298,0,0,37,0,0,0,,,,,,0,,,0,,,64.58.61.20,13760,,,,,4.34,0,0,0,0,0,137896,0,90,2,0,90.
909,9.09,0,,0,575,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
a9951d66,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T00:15:56-0500 1590556556,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3397,4705,137797,104180,57484,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13720,,,,,4.34,0,0,0,0,0,133092,0,90,2,0,90.
909,9.09,0,,0,1848,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6eeedd36,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-27T00:08:56-0500 1590556136,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3442,4657,152856,106025,56562,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13752,,,,,4.34,0,0,0,0,0,148199,0,90,2,0,90.
909,9.09,0,,0,1686,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
bc068117,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T00:01:56-0500 1590555716,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3444,4742,138385,101981,57000,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13732,,,,,4.34,0,0,0,0,0,133643,0,90,2,0,90.
909,9.09,0,,0,672,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
42036771,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T23:54:56-0500 1590555296,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3379,4701,123509,100678,55703,100000,100000,100000,100000,0,100000,
100000,1298,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13782,,,,,4.34,0,0,0,0,0,118808,0,90,2,0,90.
909,9.09,0,,0,464,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
98134e2f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T23:47:56-0500 1590554876,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3454,4675,137809,106072,56248,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13730,,,,,4.34,0,0,0,0,0,133134,0,90,2,0,90.
909,9.09,0,,0,3055,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
90063825,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T23:40:56-0500 1590554456,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3444,4679,138945,106012,58336,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13744,,,,,4.34,0,0,0,0,0,134266,0,90,2,0,90.
909,9.09,0,,0,918,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3d1f53f1,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T23:33:56-0500 1590554036,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3447,4670,141112,101648,59262,100000,100000,100000,100000,0,100000,
100000,1298,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13740,,,,,4.34,0,0,0,0,0,136442,0,90,2,0,90.
909,9.09,0,,0,613,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
1d4f9bcb,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T23:26:56-0500 1590553616,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3434,4642,140250,107714,57470,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13710,,,,,4.34,0,0,0,0,0,135608,0,90,2,0,90.
909,9.09,0,,0,746,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3a854e86,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T23:19:56-0500 1590553196,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3524,4769,143554,102424,59258,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13702,,,,,4.34,0,0,0,0,0,138785,0,90,2,0,90.
909,9.09,0,,0,1012,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ddd363bf,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T23:12:56-0500 1590552776,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3401,4715,122877,102528,56986,100000,100000,100000,100000,0,100000,
100000,1299,0,0,77,0,0,0,,,,,,0,,,0,,,64.58.61.20,13738,,,,,4.34,0,0,0,0,0,118162,0,90,2,0,90.
909,9.09,0,,0,1857,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
488eec34,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed
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2020-05-26T23:05:56-0500 1590552356,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3603,4933,139955,102376,55874,100000,100000,100000,100000,0,100000,
100000,1298,0,0,71,0,0,0,,,,,,0,,,0,,,64.58.61.20,13754,,,,,4.34,0,0,0,0,0,135022,0,90,2,0,90.
909,9.09,0,,0,632,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
45030bde,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:58:56-0500 1590551936,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3455,4707,140376,104542,57462,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13724,,,,,4.34,0,0,0,0,0,135669,0,90,2,0,90.
909,9.09,0,,0,1556,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
b0bf8af7,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:51:56-0500 1590551516,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3402,4712,124361,108785,58072,100000,100000,100000,100000,0,100000,
100000,1298,0,0,55,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,119649,0,90,2,0,90.
909,9.09,0,,0,1148,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
173177d9,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:44:56-0500 1590551096,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3456,4681,140080,103403,59704,100000,100000,100000,100000,0,100000,
100000,1298,0,0,59,0,0,0,,,,,,0,,,0,,,64.58.61.20,13730,,,,,4.34,0,0,0,0,0,135399,0,90,2,0,90.
909,9.09,0,,0,3746,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
adceb4a9,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:37:56-0500 1590550676,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3478,4720,140270,103707,57456,100000,100000,100000,100000,0,100000,
100000,1298,0,0,61,0,0,0,,,,,,0,,,0,,,64.58.61.20,13708,,,,,4.34,0,0,0,0,0,135550,0,90,2,0,90.
909,9.09,0,,0,750,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
40ff9269,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:30:56-0500 1590550256,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3343,4647,140108,106888,56560,100000,100000,100000,100000,0,100000,
100000,1298,0,0,71,0,0,0,,,,,,0,,,0,,,64.58.61.20,13762,,,,,4.34,0,0,0,0,0,135461,0,90,2,0,90.
909,9.09,0,,0,1131,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
68a9be80,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:23:56-0500 1590549836,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3340,4657,345617,104579,57452,100000,100000,100000,100000,0,100000,
100000,1298,0,0,58,0,0,0,,,,,,0,,,0,,,64.58.61.20,13738,,,,,4.34,0,0,0,0,0,340960,0,90,2,0,90.
909,9.09,0,,0,1388,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8cbab5d1,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:16:56-0500 1590549416,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3439,4655,123955,101226,59268,100000,100000,100000,100000,0,100000,
100000,1298,0,0,66,0,0,0,,,,,,0,,,0,,,64.58.61.20,13704,,,,,4.34,0,0,0,0,0,119300,0,90,2,0,90.
909,9.09,0,,0,1733,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
18a862ad,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-26T22:09:56-0500 1590548996,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3413,4720,138301,106704,58316,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13720,,,,,4.34,0,0,0,0,0,133581,0,90,2,0,90.
909,9.09,0,,0,497,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
1e20bef9,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T22:02:56-0500 1590548576,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3415,4645,140874,103036,59264,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13768,,,,,4.34,0,0,0,0,0,136229,0,90,2,0,90.
909,9.09,0,,0,1104,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
736af3ed,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T21:55:56-0500 1590548156,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3338,4646,124569,107581,55669,100000,100000,100000,100000,0,100000,
100000,1298,0,0,61,0,0,0,,,,,,0,,,0,,,64.58.61.20,13782,,,,,4.34,0,0,0,0,0,119923,0,90,2,0,90.
909,9.09,0,,0,850,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
079971eb,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T21:48:56-0500 1590547736,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3442,4658,156903,105911,55926,100000,100000,100000,100000,0,100000,
100000,1298,0,0,59,0,0,0,,,,,,0,,,0,,,64.58.61.20,13796,,,,,4.34,0,0,0,0,0,152245,0,90,2,0,90.
909,9.09,0,,0,518,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
e48693f9,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T21:41:56-0500 1590547316,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3560,4980,122278,110776,55665,100000,100000,100000,100000,0,100000,
100000,1299,0,0,46,0,0,0,,,,,,0,,,0,,,64.58.61.20,13734,,,,,4.34,0,0,0,0,0,117298,0,90,2,0,90.
909,9.09,0,,0,1413,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
de02865d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T21:34:56-0500 1590546896,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3352,4699,121574,105775,56210,100000,100000,100000,100000,0,100000,
100000,1299,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13710,,,,,4.34,0,0,0,0,0,116875,0,90,2,0,90.
909,9.09,0,,0,614,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
81335694,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T21:27:56-0500 1590546476,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3457,4700,123849,106165,59226,100000,100000,100000,100000,0,100000,
100000,1299,0,0,72,0,0,0,,,,,,0,,,0,,,64.58.61.20,13756,,,,,4.34,0,0,0,0,0,119149,0,90,2,0,90.
909,9.09,0,,0,1208,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ce8f106e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T21:20:56-0500 1590546056,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3440,4667,122675,100980,56206,100000,100000,100000,100000,0,100000,
100000,1299,0,0,121,0,0,0,,,,,,0,,,0,,,64.58.61.20,13764,,,,,4.34,0,0,0,0,0,118008,0,90,2,0,90
.909,9.09,0,,0,3660,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
92ecd19c,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed
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2020-05-26T21:13:56-0500 1590545636,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3398,4702,219144,102887,58482,100000,100000,100000,100000,0,100000,
100000,1298,0,0,50,0,0,0,,,,,,0,,,0,,,64.58.61.20,13792,,,,,4.34,0,0,0,0,0,214442,0,90,2,0,90.
909,9.09,0,,0,1258,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c2a5aba1,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T21:06:56-0500 1590545216,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3436,4653,141855,108111,55655,100000,100000,100000,100000,0,100000,
100000,1298,0,0,54,0,0,0,,,,,,0,,,0,,,64.58.61.20,13724,,,,,4.34,0,0,0,0,0,137202,0,90,2,0,90.
909,9.09,0,,0,3245,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
b63abae2,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T20:59:56-0500 1590544796,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3440,4668,135592,104394,58016,100000,100000,100000,100000,0,100000,
100000,1298,0,0,50,0,0,0,,,,,,0,,,0,,,64.58.61.20,13746,,,,,4.34,0,0,0,0,0,130924,0,90,2,0,90.
909,9.09,0,,0,1324,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
fec41ebc,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T20:52:56-0500 1590544376,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3348,4666,124726,106484,55651,100000,100000,100000,100000,0,100000,
100000,1299,0,0,83,0,0,0,,,,,,0,,,0,,,64.58.61.20,13718,,,,,4.34,0,0,0,0,0,120060,0,90,2,0,90.
909,9.09,0,,0,3760,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c1725e9b,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T20:45:56-0500 1590543956,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3454,4677,122636,106993,58012,100000,100000,100000,100000,0,100000,
100000,1299,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13796,,,,,4.34,0,0,0,0,0,117959,0,90,2,0,90.
909,9.09,0,,0,795,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3c180e02,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T20:38:56-0500 1590543536,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3468,4693,142008,103323,58000,100000,100000,100000,100000,0,100000,
100000,1298,0,0,91,0,0,0,,,,,,0,,,0,,,64.58.61.20,13734,,,,,4.34,0,0,0,0,0,137315,0,90,2,0,90.
909,9.09,0,,0,993,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
0c702b44,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T20:31:56-0500 1590543116,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3410,4612,139624,104421,58008,100000,100000,100000,100000,0,100000,
100000,1298,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13786,,,,,4.34,0,0,0,0,0,135012,0,90,2,0,90.
909,9.09,0,,0,819,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
140e0c6f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T20:24:56-0500 1590542696,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3408,4725,120615,103631,55643,100000,100000,100000,100000,0,100000,
100000,1298,0,0,54,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,115890,0,90,2,0,90.
909,9.09,0,,0,2607,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5d78c6d5,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-26T20:17:56-0500 1590542276,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3349,4651,137029,101587,56184,100000,100000,100000,100000,0,100000,
100000,1298,0,0,215,0,0,0,,,,,,0,,,0,,,64.58.61.20,13728,,,,,4.34,0,0,0,0,0,132378,0,90,2,0,90
.909,9.09,0,,0,1742,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ece6f5f1,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T20:10:56-0500 1590541856,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3445,4653,141748,107077,59632,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13724,,,,,4.34,0,0,0,0,0,137095,0,90,2,0,90.
909,9.09,0,,0,632,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
bb1f7106,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T20:03:56-0500 1590541436,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3353,4658,140176,103753,57412,100000,100000,100000,100000,0,100000,
100000,1298,0,0,48,0,0,0,,,,,,0,,,0,,,64.58.61.20,13732,,,,,4.34,0,0,0,0,0,135518,0,90,2,0,90.
909,9.09,0,,0,1066,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5a12c0cd,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:56:56-0500 1590541016,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3490,4777,137570,101546,57802,100000,100000,100000,100000,0,100000,
100000,1298,0,0,48,0,0,0,,,,,,0,,,0,,,64.58.61.20,13766,,,,,4.34,0,0,0,0,0,132793,0,90,2,0,90.
909,9.09,0,,0,2685,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5fe4d47e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:49:56-0500 1590540596,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3419,4708,136835,104093,56880,100000,100000,100000,100000,0,100000,
100000,1298,0,0,58,0,0,0,,,,,,0,,,0,,,64.58.61.20,13712,,,,,4.34,0,0,0,0,0,132127,0,90,2,0,90.
909,9.09,0,,0,7090,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
2f0df344,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:42:56-0500 1590540176,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3418,4632,137884,106948,55175,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13734,,,,,4.34,0,0,0,0,0,133252,0,90,2,0,90.
909,9.09,0,,0,1166,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8f1524dd,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:35:56-0500 1590539756,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3393,4701,135426,107622,55605,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13794,,,,,4.34,0,0,0,0,0,130725,0,90,2,0,90.
909,9.09,0,,0,303,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ab556630,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:28:56-0500 1590539336,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3417,4739,135431,104481,57174,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13756,,,,,4.34,0,0,0,0,0,130692,0,90,2,0,90.
909,9.09,0,,0,835,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c0ecc037,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-26T19:21:56-0500 1590538916,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3441,4662,135861,103180,57400,100000,100000,100000,100000,0,100000,
100000,1298,0,0,59,0,0,0,,,,,,0,,,0,,,64.58.61.20,13724,,,,,4.34,0,0,0,0,0,131199,0,90,2,0,90.
909,9.09,0,,0,927,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
0e88f1f2,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:14:56-0500 1590538496,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3442,4673,139318,109764,55167,100000,100000,100000,100000,0,100000,
100000,1298,0,0,55,0,0,0,,,,,,0,,,0,,,64.58.61.20,13782,,,,,4.34,0,0,0,0,0,134645,0,90,2,0,90.
909,9.09,0,,0,962,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
48bd87ed,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:07:56-0500 1590538076,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3328,4634,139865,103131,57396,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13718,,,,,4.34,0,0,0,0,0,135231,0,90,2,0,90.
909,9.09,0,,0,1355,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
943928b0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T19:00:56-0500 1590537656,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3340,4658,137732,106233,55163,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13760,,,,,4.34,0,0,0,0,0,133074,0,90,2,0,90.
909,9.09,0,,0,976,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
aebf5368,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T18:53:56-0500 1590537236,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3442,4654,132311,103946,54493,100000,100000,100000,100000,0,100000,
100000,1298,0,0,46,0,0,0,,,,,,0,,,0,,,64.58.61.20,13780,,,,,4.34,0,0,0,0,0,127657,0,90,2,0,90.
909,9.09,0,,0,1564,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
628ff66d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T18:46:56-0500 1590536816,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3404,4725,139299,105697,56420,100000,100000,100000,100000,0,100000,
100000,1298,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13708,,,,,4.34,0,0,0,0,0,134574,0,90,2,0,90.
909,9.09,0,,0,587,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
3dbbe4d3,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T18:39:56-0500 1590536396,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3406,4720,136126,101441,59178,100000,100000,100000,100000,0,100000,
100000,1298,0,0,58,0,0,0,,,,,,0,,,0,,,64.58.61.20,13762,,,,,4.34,0,0,0,0,0,131406,0,90,2,0,90.
909,9.09,0,,0,4184,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
0cf845e1,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T18:32:56-0500 1590535976,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3437,4647,124618,103003,55704,100000,100000,100000,100000,0,100000,
100000,1299,0,0,83,0,0,0,,,,,,0,,,0,,,64.58.61.20,13792,,,,,4.34,0,0,0,0,0,119971,0,90,2,0,90.
909,9.09,0,,0,849,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4931ae5a,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed
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2020-05-26T18:25:56-0500 1590535556,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3439,4749,139492,105291,59174,100000,100000,100000,100000,0,100000,
100000,1298,0,0,63,0,0,0,,,,,,0,,,0,,,64.58.61.20,13714,,,,,4.34,0,0,0,0,0,134743,0,90,2,0,90.
909,9.09,0,,0,4660,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
b20bd2d9,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T18:18:56-0500 1590535136,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3345,4659,122625,106922,57382,100000,100000,100000,100000,0,100000,
100000,1299,0,0,81,0,0,0,,,,,,0,,,0,,,64.58.61.20,13746,,,,,4.34,0,0,0,0,0,117966,0,90,2,0,90.
909,9.09,0,,0,1454,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
d6085d62,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T18:11:56-0500 1590534716,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3616,4828,140223,105355,55149,100000,100000,100000,100000,0,100000,
100000,1298,0,0,55,0,0,0,,,,,,0,,,0,,,64.58.61.20,13726,,,,,4.34,0,0,0,0,0,135395,0,90,2,0,90.
909,9.09,0,,0,3510,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8644d208,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T18:04:56-0500 1590534296,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3346,4646,140273,109660,56664,100000,100000,100000,100000,0,100000,
100000,1298,0,0,55,0,0,0,,,,,,0,,,0,,,64.58.61.20,13780,,,,,4.34,0,0,0,0,0,135627,0,90,2,0,90.
909,9.09,0,,0,2816,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
96ffca16,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T17:57:56-0500 1590533876,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3317,4620,138625,107224,55145,100000,100000,100000,100000,0,100000,
100000,1298,0,0,57,0,0,0,,,,,,0,,,0,,,64.58.61.20,13798,,,,,4.34,0,0,0,0,0,134005,0,90,2,0,90.
909,9.09,0,,0,4346,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
643a16ab,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T17:50:56-0500 1590533456,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3410,4633,140717,105180,56894,100000,100000,100000,100000,0,100000,
100000,1298,0,0,95,0,0,0,,,,,,0,,,0,,,64.58.61.20,13756,,,,,4.34,0,0,0,0,0,136084,0,90,2,0,90.
909,9.09,0,,0,1078,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
35a0707c,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T17:43:56-0500 1590533036,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3454,4676,139460,105499,55141,100000,100000,100000,100000,0,100000,
100000,1298,0,0,48,0,0,0,,,,,,0,,,0,,,64.58.61.20,13702,,,,,4.34,0,0,0,0,0,134784,0,90,2,0,90.
909,9.09,0,,0,2402,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
edc5d3c6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T17:36:56-0500 1590532616,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3406,4694,143028,106992,56142,100000,100000,100000,100000,0,100000,
100000,1298,0,0,50,0,0,0,,,,,,0,,,0,,,64.58.61.20,13792,,,,,4.34,0,0,0,0,0,138334,0,90,2,0,90.
909,9.09,0,,0,759,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5cae3190,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-26T17:29:56-0500 1590532196,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3543,4752,123552,101775,59040,100000,100000,100000,100000,0,100000,
100000,1296,0,0,272,0,2,0,,,,,,2,,,.153,,,64.58.61.20,13714,,,,,4.28,2,1,1,1,0,118800,0,87,2,
40,83.333,9.727,6.939,,0,1673,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61
.21;tag=9308a536,4.34,90,1,,,,,,,,,,,,,,,,,,,,,,,,1298,1297,,,,,,,,,,,fixed

2020-05-26T17:22:56-0500 1590531776,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3460,4671,124605,102813,56886,100000,100000,100000,100000,0,100000,
100000,1298,0,0,317,0,1,0,,,,,,1,,,.076,,,64.58.61.20,13716,,,,,4.3,1,1,1,1,0,119934,0,88,2,20
,85.714,9.75,4.534,,0,4233,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,1,sip:442009130999@64.58.61.21
;tag=5f09a710,4.36,91,1,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T17:15:56-0500 1590531356,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3379,4752,142040,109309,58232,100000,100000,100000,100000,0,100000,
100000,1296,0,0,195,0,2,0,,,,,,2,,,.153,,,64.58.61.20,13722,,,,,4.28,2,1,1,1,0,137288,0,87,2,
40,83.333,9.727,6.939,,0,1146,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61
.21;tag=6c4b65ec,4.34,90,1,,,,,,,,,,,,,,,,,,,,,,,,1298,1297,,,,,,,,,,,fixed

2020-05-26T17:08:56-0500 1590530936,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3412,4620,140454,105107,56882,100000,100000,100000,100000,0,100000,
100000,1298,0,0,57,0,0,0,,,,,,0,,,0,,,64.58.61.20,13708,,,,,4.34,0,0,0,0,0,135834,0,90,2,0,90.
909,9.09,0,,0,631,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
2a2c9ee4,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T17:01:56-0500 1590530516,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3403,4616,142810,104190,57360,100000,100000,100000,100000,0,100000,
100000,1298,0,0,48,0,0,0,,,,,,0,,,0,,,64.58.61.20,13706,,,,,4.34,0,0,0,0,0,138194,0,90,2,0,90.
909,9.09,0,,0,2638,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4ec32827,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T16:54:56-0500 1590530096,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3434,4645,121533,102687,57750,100000,100000,100000,100000,0,100000,
100000,1299,0,0,58,0,0,0,,,,,,0,,,0,,,64.58.61.20,13728,,,,,4.34,0,0,0,0,0,116888,0,90,2,0,90.
909,9.09,0,,0,5554,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
59898648,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T16:47:56-0500 1590529676,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3434,4642,122695,105197,56876,100000,100000,100000,100000,0,100000,
100000,1299,0,0,60,0,0,0,,,,,,0,,,0,,,64.58.61.20,13750,,,,,4.34,0,0,0,0,0,118053,0,90,2,0,90.
909,9.09,0,,0,1105,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
147cd507,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T16:40:56-0500 1590529256,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3341,4729,122856,105306,55838,100000,100000,100000,100000,0,100000,
100000,1298,0,0,67,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,118127,0,90,2,0,90.
909,9.09,0,,0,4275,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
1d86845f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed



Page 23

2020-05-27 12:51:28 CDT

Probe - PSAP ID Troubleshooting v1

Time Event

2020-05-26T16:33:56-0500 1590528836,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3640,5062,136700,103337,56872,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13732,,,,,4.34,0,0,0,0,0,131638,0,90,2,0,90.
909,9.09,0,,0,403,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c559ae47,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T16:26:56-0500 1590528416,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3568,5017,139770,105030,56122,100000,100000,100000,100000,0,100000,
100000,1298,0,0,54,0,0,0,,,,,,0,,,0,,,64.58.61.20,13718,,,,,4.34,0,0,0,0,0,134753,0,90,2,0,90.
909,9.09,0,,0,824,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
d5c319a7,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T16:19:56-0500 1590527996,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3463,4670,138088,102152,54497,100000,100000,100000,100000,0,100000,
100000,1298,0,0,64,0,0,0,,,,,,0,,,0,,,64.58.61.20,13774,,,,,4.34,0,0,0,0,0,133418,0,90,2,0,90.
909,9.09,0,,0,1834,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
29a84f45,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T16:12:56-0500 1590527576,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3424,4626,136112,102211,56118,100000,100000,100000,100000,0,100000,
100000,1298,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13706,,,,,4.34,0,0,0,0,0,131486,0,90,2,0,90.
909,9.09,0,,0,329,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
845838e0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T16:05:56-0500 1590527156,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3415,4623,140936,103877,54493,100000,100000,100000,100000,0,100000,
100000,1298,0,0,50,0,0,0,,,,,,0,,,0,,,64.58.61.20,13788,,,,,4.34,0,0,0,0,0,136313,0,90,2,0,90.
909,9.09,0,,0,393,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
295493bf,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:58:56-0500 1590526736,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3451,4698,140140,106780,56454,100000,100000,100000,100000,0,100000,
100000,1298,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13700,,,,,4.34,0,0,0,0,0,135442,0,90,2,0,90.
909,9.09,0,,0,3427,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
9e0286f3,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:51:56-0500 1590526316,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3405,4706,122672,106483,57340,100000,100000,100000,100000,0,100000,
100000,1298,0,0,81,0,0,0,,,,,,0,,,0,,,64.58.61.20,13724,,,,,4.34,0,0,0,0,0,117966,0,90,2,0,90.
909,9.09,0,,0,4368,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7843d3e4,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:44:56-0500 1590525896,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3443,4670,123748,103332,56450,100000,100000,100000,100000,0,100000,
100000,1298,0,0,43,0,0,0,,,,,,0,,,0,,,64.58.61.20,13758,,,,,4.34,0,0,0,0,0,119078,0,90,2,0,90.
909,9.09,0,,0,670,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4fcb761d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-26T15:37:56-0500 1590525476,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3407,4711,135542,100461,56276,100000,100000,100000,100000,0,100000,
100000,1298,0,0,34,0,0,0,,,,,,0,,,0,,,64.58.61.20,13782,,,,,4.34,0,0,0,0,0,130831,0,90,2,0,90.
909,9.09,0,,0,661,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c0e46373,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:30:56-0500 1590525056,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3393,4705,138129,102873,56446,100000,100000,100000,100000,0,100000,
100000,1298,0,0,45,0,0,0,,,,,,0,,,0,,,64.58.61.20,13718,,,,,4.34,0,0,0,0,0,133424,0,90,2,0,90.
909,9.09,0,,0,1061,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ff571a0f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:23:56-0500 1590524636,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3414,4621,139999,100936,55768,100000,100000,100000,100000,0,100000,
100000,1298,0,0,120,0,0,0,,,,,,0,,,0,,,64.58.61.20,13774,,,,,4.34,0,0,0,0,0,135378,0,90,2,0,90
.909,9.09,0,,0,3147,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8ce3e524,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:16:56-0500 1590524216,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3390,4733,138418,106462,56850,100000,100000,100000,100000,0,100000,
100000,1298,0,0,50,0,0,0,,,,,,0,,,0,,,64.58.61.20,13706,,,,,4.34,0,0,0,0,0,133685,0,90,2,0,90.
909,9.09,0,,0,580,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
0dc3cba9,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:09:56-0500 1590523796,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3402,4616,140735,101150,58938,100000,100000,100000,100000,0,100000,
100000,1298,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13756,,,,,4.34,0,0,0,0,0,136119,0,90,2,0,90.
909,9.09,0,,0,1090,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ddd61899,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T15:02:56-0500 1590523376,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3335,4650,199026,105873,56846,100000,100000,100000,100000,0,100000,
100000,1298,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,194376,0,90,2,0,90.
909,9.09,0,,0,1301,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
03c56289,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T14:55:56-0500 1590522956,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3389,4601,140397,106298,55549,100000,100000,100000,100000,0,100000,
100000,1298,0,0,103,0,0,0,,,,,,0,,,0,,,64.58.61.20,13790,,,,,4.34,0,0,0,0,0,135796,0,90,2,0,90
.909,9.09,0,,0,2808,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,1,sip:442009130999@64.58.61.21;tag=
3969dfbb,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T14:48:56-0500 1590522536,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3776,4984,141030,100663,56842,100000,100000,100000,100000,0,100000,
100000,1298,0,0,53,0,0,0,,,,,,0,,,0,,,64.58.61.20,13718,,,,,4.34,0,0,0,0,0,136046,0,90,2,0,90.
909,9.09,0,,0,507,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5660a314,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-26T14:41:56-0500 1590522116,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3457,4654,140876,104913,57320,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13726,,,,,4.34,0,0,0,0,0,136222,0,90,2,0,90.
909,9.09,0,,0,4543,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
daf106ae,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T14:34:56-0500 1590521696,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3403,4610,123606,100668,55543,100000,100000,100000,100000,0,100000,
100000,1299,0,0,51,0,0,0,,,,,,0,,,0,,,64.58.61.20,13788,,,,,4.34,0,0,0,0,0,118996,0,90,2,0,90.
909,9.09,0,,0,3113,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
6c780e4a,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T14:27:56-0500 1590521276,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3423,4646,134159,99782,57316,100000,100000,100000,100000,0,100000,
100000,1298,0,0,82,0,0,0,,,,,,0,,,0,,,64.58.61.20,13728,,,,,4.34,0,0,0,0,0,129513,0,90,2,0,90.
909,9.09,0,,0,2282,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
814ab4ab,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T14:20:56-0500 1590520856,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,4469,5990,137066,100541,55547,100000,100000,100000,100000,0,100000,
100000,1298,0,0,62,0,0,0,,,,,,0,,,0,,,64.58.61.20,13714,,,,,4.34,0,0,0,0,0,131076,0,90,2,0,90.
909,9.09,0,,0,2348,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
b6fae328,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T14:13:56-0500 1590520436,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3427,4638,141576,102052,57312,100000,100000,100000,100000,0,100000,
100000,1298,0,0,54,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,136938,0,90,2,0,90.
909,9.09,0,,0,1615,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
ec1440f6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T14:06:56-0500 1590520016,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3332,4700,140654,103266,55543,100000,100000,100000,100000,0,100000,
100000,1298,0,0,61,0,0,0,,,,,,0,,,0,,,64.58.61.20,13784,,,,,4.34,0,0,0,0,0,135954,0,90,2,0,90.
909,9.09,0,,0,640,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
b635faf2,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T13:59:56-0500 1590519596,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3350,4661,124386,106689,57132,100000,100000,100000,100000,0,100000,
100000,1298,0,0,39,0,0,0,,,,,,0,,,0,,,64.58.61.20,13708,,,,,4.34,0,0,0,0,0,119725,0,90,2,0,90.
909,9.09,0,,0,244,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
06ac8e71,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T13:52:56-0500 1590519176,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3473,4674,136188,104772,55531,100000,100000,100000,100000,0,100000,
100000,1298,0,0,50,0,0,0,,,,,,0,,,0,,,64.58.61.20,13794,,,,,4.34,0,0,0,0,0,131514,0,90,2,0,90.
909,9.09,0,,0,1614,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
7ffa9ab3,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-26T13:45:56-0500 1590518756,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3464,4662,122681,103424,56410,100000,100000,100000,100000,0,100000,
100000,1299,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13776,,,,,4.34,0,0,0,0,0,118019,0,90,2,0,90.
909,9.09,0,,0,980,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
e3a62c2d,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T13:38:56-0500 1590518336,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3346,4660,137721,107172,55527,100000,100000,100000,100000,0,100000,
100000,1298,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13792,,,,,4.34,0,0,0,0,0,133061,0,90,2,0,90.
909,9.09,0,,0,482,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
8d1d3bd6,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T13:31:56-0500 1590517916,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3436,4645,133538,105492,57300,100000,100000,100000,100000,0,100000,
100000,1298,0,0,44,0,0,0,,,,,,0,,,0,,,64.58.61.20,13798,,,,,4.34,0,0,0,0,0,128893,0,90,2,0,90.
909,9.09,0,,0,383,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
20a06916,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T13:24:56-0500 1590517496,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3391,4693,122649,105501,55782,100000,100000,100000,100000,0,100000,
100000,1298,0,0,52,0,0,0,,,,,,0,,,0,,,64.58.61.20,13722,,,,,4.34,0,0,0,0,0,117956,0,90,2,0,90.
909,9.09,0,,0,3370,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
83daf345,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T13:17:56-0500 1590517076,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3424,4634,143851,104182,57296,100000,100000,100000,100000,0,100000,
100000,1298,0,0,36,0,0,0,,,,,,0,,,0,,,64.58.61.20,13780,,,,,4.34,0,0,0,0,0,139217,0,90,2,0,90.
909,9.09,0,,0,523,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
46569812,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T13:10:56-0500 1590516656,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3452,4652,123744,106064,57244,100000,100000,100000,100000,0,100000,
100000,1299,0,0,40,0,0,0,,,,,,0,,,0,,,64.58.61.20,13712,,,,,4.34,0,0,0,0,0,119092,0,90,2,0,90.
909,9.09,0,,0,960,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
84745a02,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T13:03:56-0500 1590516236,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3415,4616,123675,102341,55517,100000,100000,100000,100000,0,100000,
100000,1298,0,0,55,0,0,0,,,,,,0,,,0,,,64.58.61.20,13702,,,,,4.34,0,0,0,0,0,119059,0,90,2,0,90.
909,9.09,0,,0,3397,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
a098d35f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T12:56:56-0500 1590515816,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3425,4630,122636,102485,56810,100000,100000,100000,100000,0,100000,
100000,1299,0,0,66,0,0,0,,,,,,0,,,0,,,64.58.61.20,13772,,,,,4.34,0,0,0,0,0,118006,0,90,2,0,90.
909,9.09,0,,0,2500,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
4c9a12d3,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed
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2020-05-26T12:49:56-0500 1590515396,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3413,4627,134580,106533,59694,100000,100000,100000,100000,0,100000,
100000,1298,0,0,61,0,0,0,,,,,,0,,,0,,,64.58.61.20,13724,,,,,4.34,0,0,0,0,0,129953,0,90,2,0,90.
909,9.09,0,,0,593,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
36666c0e,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T12:42:56-0500 1590514976,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3600,4968,136854,103745,55511,100000,100000,100000,100000,0,100000,
100000,1298,0,0,36,0,0,0,,,,,,0,,,0,,,64.58.61.20,13704,,,,,4.34,0,0,0,0,0,131886,0,90,2,0,90.
909,9.09,0,,0,561,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
1e9b993f,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T12:35:56-0500 1590514556,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3403,4610,137663,102474,57284,100000,100000,100000,100000,0,100000,
100000,1298,0,0,47,0,0,0,,,,,,0,,,0,,,64.58.61.20,13798,,,,,4.34,0,0,0,0,0,133053,0,90,2,0,90.
909,9.09,0,,0,392,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
97b7af53,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T12:28:56-0500 1590514136,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3420,4639,137074,104831,56802,100000,100000,100000,100000,0,100000,
100000,1298,0,0,60,0,0,0,,,,,,0,,,0,,,64.58.61.20,13766,,,,,4.34,0,0,0,0,0,132435,0,90,2,0,90.
909,9.09,0,,0,798,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
09e5b969,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T12:21:56-0500 1590513716,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3467,4683,124643,105601,55505,100000,100000,100000,100000,0,100000,
100000,1299,0,0,46,0,0,0,,,,,,0,,,0,,,64.58.61.20,13720,,,,,4.34,0,0,0,0,0,119960,0,90,2,0,90.
909,9.09,0,,0,1413,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
00ac29e0,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1300,,,,,,,,,,,fixed

2020-05-26T12:14:56-0500 1590513296,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3450,4653,129515,101537,56798,100000,100000,100000,100000,0,100000,
100000,1298,0,0,42,0,0,0,,,,,,0,,,0,,,64.58.61.20,13716,,,,,4.34,0,0,0,0,0,124862,0,90,2,0,90.
909,9.09,0,,0,224,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
5a0b21c8,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T12:07:56-0500 1590512876,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3420,4634,139001,104145,55501,100000,100000,100000,100000,0,100000,
100000,1298,0,0,41,0,0,0,,,,,,0,,,0,,,64.58.61.20,13768,,,,,4.34,0,0,0,0,0,134367,0,90,2,0,90.
909,9.09,0,,0,489,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c8762d14,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed

2020-05-26T12:00:56-0500 1590512456,42610,CO326-DENVPD-NG911PRB-2009130100,,,,"State of Colorado SIP Responders","SIP Responder 
NG911 Template","Denver City#RCL:511 Bldg ECMC:Denver",com.brixnet.swv.sipservicetest.4.9000,60,,addr,
USEPORTRANGE,"G.711 at 20ms",RESPONDER,1,com.brixnet.defaultaudio.1.6071,"G.711 at 20ms",0,0,60,,1
,100,0,DISABLED,0,0,1,0,0,50000,2,1,0,0,50000,,,16,0,0,0,5060,195@100.73.8.249,SOURCE,NONE,
25000,100000,0,0,10,AUDIOPRFL,,,,10000,,0,250,,75,25,,,60000,50000,,,3600,,,,1,30000,,,,,,,500,
CALL,CALL,20,0,UDP,,0,200,,,,,3476,4693,131032,106087,57274,100000,100000,100000,100000,0,100000,
100000,1298,0,0,49,0,0,0,,,,,,0,,,0,,,64.58.61.20,13780,,,,,4.34,0,0,0,0,0,126339,0,90,2,0,90.
909,9.09,0,,0,1745,"  sip:wlssuser@64.58.61.21:5060",BYE;OK,0,sip:442009130999@64.58.61.21;tag=
c11f2822,4.4,92,0,,,,,,,,,,,,,,,,,,,,,,,,1298,1299,,,,,,,,,,,fixed
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2020-05-27T12:44:15-0500 1590601455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1257717,6,,,,,,,199,1,19999,3,1,900,21229,21643
,2254415,882399,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C16_7443_a0116c71,C6_7443_1ac13cee,99,12140544,
41484288,973111296,0,0

2020-05-27T12:39:15-0500 1590601155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1257417,6,,,,,,,199,1,19999,3,1,900,21218,21626
,2252969,878655,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41881600,973111296,0,0

2020-05-27T12:34:15-0500 1590600855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1257117,6,,,,,,,199,1,19999,3,1,900,21213,21621
,2252329,878480,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41754624,973111296,0,0

2020-05-27T12:29:15-0500 1590600555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1256817,6,,,,,,,199,1,19999,3,1,900,21208,21616
,2251689,878305,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41508864,973111296,0,0

2020-05-27T12:24:15-0500 1590600255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1256517,6,,,,,,,199,1,19999,3,1,900,21203,21611
,2251424,878130,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41897984,973111296,0,0

2020-05-27T12:19:15-0500 1590599955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1256217,6,,,,,,,199,1,19999,3,1,900,21198,21606
,2250784,877955,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41648128,973111296,0,0

2020-05-27T12:14:15-0500 1590599655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1255917,6,,,,,,,199,1,19999,3,1,900,21193,21601
,2250144,877780,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41668608,973111296,0,0

2020-05-27T12:09:15-0500 1590599355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1255617,6,,,,,,,199,1,19999,3,1,900,21188,21596
,2249504,877605,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41418752,973111296,0,0

2020-05-27T12:04:15-0500 1590599055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1255317,6,,,,,,,199,1,19999,3,1,900,21183,21591
,2249239,877430,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41558016,973111296,0,0

2020-05-27T11:59:15-0500 1590598755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1255017,6,,,,,,,199,1,19999,3,1,900,21178,21586
,2248599,877255,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41684992,973111296,0,0

2020-05-27T11:54:15-0500 1590598455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1254717,6,,,,,,,199,1,19999,3,1,900,21173,21581
,2247959,877080,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41848832,973111296,0,0

2020-05-27T11:49:15-0500 1590598155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1254417,6,,,,,,,199,1,19999,3,1,900,21168,21576
,2247694,876905,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41619456,973111296,0,0

2020-05-27T11:44:15-0500 1590597855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1254117,6,,,,,,,199,1,19999,3,1,900,21163,21571
,2247054,876730,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41598976,973111296,0,0

2020-05-27T11:39:15-0500 1590597555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1253817,6,,,,,,,199,1,19999,3,1,900,21157,21564
,2246238,876499,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41607168,973111296,0,0

2020-05-27T11:34:15-0500 1590597255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1253517,6,,,,,,,199,1,19999,3,1,900,21152,21559
,2245598,876324,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41611264,973111296,0,0

2020-05-27T11:29:15-0500 1590596955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1253217,6,,,,,,,199,1,19999,3,1,900,21147,21554
,2245333,876149,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41639936,973111296,0,0

2020-05-27T11:24:15-0500 1590596655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1252917,6,,,,,,,199,1,19999,3,1,900,21142,21549
,2244693,875974,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41644032,973111296,0,0

2020-05-27T11:19:15-0500 1590596355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1252617,6,,,,,,,199,1,19999,3,1,900,21137,21544
,2244053,875799,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41820160,973111296,0,0

2020-05-27T11:14:15-0500 1590596055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1252317,6,,,,,,,199,1,19999,3,1,900,21132,21539
,2243788,875624,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
42008576,973111296,0,0

2020-05-27T11:09:15-0500 1590595755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1252017,6,,,,,,,199,1,19999,3,1,900,21127,21534
,2243148,875449,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41545728,973111296,0,0

2020-05-27T11:04:15-0500 1590595455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1251717,6,,,,,,,199,1,19999,3,1,900,21122,21529
,2242508,875274,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41435136,973111296,0,0
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2020-05-27T10:59:15-0500 1590595155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1251417,6,,,,,,,199,1,19999,3,1,900,21117,21524
,2241868,875099,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41787392,973111296,0,0

2020-05-27T10:54:15-0500 1590594855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1251117,6,,,,,,,199,1,19999,3,1,900,21112,21519
,2241603,874924,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41537536,973111296,0,0

2020-05-27T10:49:15-0500 1590594555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1250817,6,,,,,,,199,1,19999,3,1,900,21107,21514
,2240963,874749,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41299968,973111296,0,0

2020-05-27T10:44:15-0500 1590594255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1250517,6,,,,,,,199,1,19999,3,1,900,21102,21509
,2240323,874574,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41701376,973111296,0,0

2020-05-27T10:39:15-0500 1590593955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1250217,6,,,,,,,199,1,19999,3,1,900,21097,21504
,2240058,874399,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41332736,973111296,0,0

2020-05-27T10:34:15-0500 1590593655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1249917,6,,,,,,,199,1,19999,3,1,900,21092,21499
,2239418,874224,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41467904,973111296,0,0

2020-05-27T10:29:15-0500 1590593355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1249617,6,,,,,,,199,1,19999,3,1,900,21087,21494
,2238778,874049,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41635840,973111296,0,0

2020-05-27T10:24:15-0500 1590593055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1249317,6,,,,,,,199,1,19999,3,1,900,21082,21489
,2238138,873874,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41877504,973111296,0,0

2020-05-27T10:19:15-0500 1590592755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1249017,6,,,,,,,199,1,19999,3,1,900,21077,21484
,2237873,873699,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41644032,973111296,0,0

2020-05-27T10:14:15-0500 1590592455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1248717,6,,,,,,,199,1,19999,3,1,900,21072,21479
,2237233,873524,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41582592,973111296,0,0

2020-05-27T10:09:15-0500 1590592155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1248417,6,,,,,,,199,1,19999,3,1,900,21067,21474
,2236593,873349,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41873408,973111296,0,0

2020-05-27T10:04:15-0500 1590591855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1248117,6,,,,,,,199,1,19999,3,1,900,21062,21469
,2236328,873174,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41746432,973111296,0,0

2020-05-27T09:59:15-0500 1590591555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1247817,6,,,,,,,199,1,19999,3,1,900,21057,21464
,2235688,872999,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41631744,973111296,0,0

2020-05-27T09:54:15-0500 1590591255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1247517,6,,,,,,,199,1,19999,3,1,900,21052,21459
,2235048,872824,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41893888,973111296,0,0

2020-05-27T09:49:15-0500 1590590955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1247217,6,,,,,,,199,1,19999,3,1,900,21047,21454
,2234408,872649,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41562112,973111296,0,0

2020-05-27T09:44:15-0500 1590590655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1246917,6,,,,,,,199,1,19999,3,1,900,21042,21449
,2234143,872474,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41455616,973111296,0,0

2020-05-27T09:39:15-0500 1590590355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1246617,6,,,,,,,199,1,19999,3,1,900,21037,21444
,2233503,872299,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41676800,973111296,0,0

2020-05-27T09:34:15-0500 1590590055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1246317,6,,,,,,,199,1,19999,3,1,900,21032,21439
,2232863,872124,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41803776,973111296,0,0

2020-05-27T09:29:15-0500 1590589755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1246017,6,,,,,,,199,1,19999,3,1,900,21027,21434
,2232598,871949,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41549824,973111296,0,0

2020-05-27T09:24:15-0500 1590589455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1245717,6,,,,,,,199,1,19999,3,1,900,21022,21429
,2231958,871774,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41680896,973111296,0,0

2020-05-27T09:19:15-0500 1590589155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1245417,6,,,,,,,199,1,19999,3,1,900,21017,21424
,2231318,871599,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41558016,973111296,0,0

2020-05-27T09:14:15-0500 1590588855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1245117,6,,,,,,,199,1,19999,3,1,900,21012,21419
,2230678,871424,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41574400,973111296,0,0
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2020-05-27T09:09:15-0500 1590588555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1244817,6,,,,,,,199,1,19999,3,1,900,21007,21414
,2230413,871249,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41422848,973111296,0,0

2020-05-27T09:04:15-0500 1590588255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1244517,6,,,,,,,199,1,19999,3,1,900,21002,21409
,2229773,871074,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41693184,973111296,0,0

2020-05-27T08:59:15-0500 1590587955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1244217,6,,,,,,,199,1,19999,3,1,900,20997,21404
,2229133,870899,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41570304,973111296,0,0

2020-05-27T08:54:15-0500 1590587655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1243917,6,,,,,,,199,1,19999,3,1,900,20992,21399
,2228868,870724,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41697280,973111296,0,0

2020-05-27T08:49:15-0500 1590587355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1243617,6,,,,,,,199,1,19999,3,1,900,20987,21394
,2228228,870549,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41832448,973111296,0,0

2020-05-27T08:44:15-0500 1590587055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1243317,6,,,,,,,199,1,19999,3,1,900,20982,21389
,2227588,870374,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41996288,973111296,0,0

2020-05-27T08:39:15-0500 1590586755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1243017,6,,,,,,,199,1,19999,3,1,900,20977,21384
,2226948,870199,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41750528,973111296,0,0

2020-05-27T08:34:15-0500 1590586455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1242717,6,,,,,,,199,1,19999,3,1,900,20972,21379
,2226683,870024,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41500672,973111296,0,0

2020-05-27T08:29:15-0500 1590586155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1242417,6,,,,,,,199,1,19999,3,1,900,20967,21374
,2226043,869849,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41885696,973111296,0,0

2020-05-27T08:24:15-0500 1590585855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1242117,6,,,,,,,199,1,19999,3,1,900,20962,21369
,2225403,869674,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41639936,973111296,0,0

2020-05-27T08:19:15-0500 1590585555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1241817,6,,,,,,,199,1,19999,3,1,900,20957,21364
,2225138,869499,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41771008,973111296,0,0

2020-05-27T08:14:15-0500 1590585255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1241517,6,,,,,,,199,1,19999,3,1,900,20952,21359
,2224498,869324,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41771008,973111296,0,0

2020-05-27T08:09:15-0500 1590584955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1241217,6,,,,,,,199,1,19999,3,1,900,20947,21354
,2223858,869149,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41922560,973111296,0,0

2020-05-27T08:04:15-0500 1590584655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1240917,6,,,,,,,199,1,19999,3,1,900,20942,21349
,2223218,868974,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41705472,973111296,0,0

2020-05-27T07:59:15-0500 1590584355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1240617,6,,,,,,,199,1,19999,3,1,900,20937,21344
,2222953,868799,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41832448,973111296,0,0

2020-05-27T07:54:15-0500 1590584055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1240317,6,,,,,,,199,1,19999,3,1,900,20932,21339
,2222313,868624,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41963520,973111296,0,0

2020-05-27T07:49:15-0500 1590583755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1240017,6,,,,,,,199,1,19999,3,1,900,20927,21334
,2221673,868449,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41435136,973111296,0,0

2020-05-27T07:44:15-0500 1590583455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1239717,6,,,,,,,199,1,19999,3,1,900,20923,21329
,2221408,868274,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41947136,973111296,0,0

2020-05-27T07:39:15-0500 1590583155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1239417,6,,,,,,,199,1,19999,3,1,900,20913,21315
,2220592,867881,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41594880,973111296,0,0

2020-05-27T07:34:15-0500 1590582855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1239117,6,,,,,,,199,1,19999,3,1,900,20908,21310
,2219952,867706,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41721856,973111296,0,0

2020-05-27T07:29:15-0500 1590582555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1238817,6,,,,,,,199,1,19999,3,1,900,20903,21305
,2219312,867531,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41725952,973111296,0,0

2020-05-27T07:24:15-0500 1590582255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1238517,6,,,,,,,199,1,19999,3,1,900,20898,21300
,2219047,867356,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41607168,973111296,0,0
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2020-05-27T07:19:15-0500 1590581955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1238217,6,,,,,,,199,1,19999,3,1,900,20893,21295
,2218407,867181,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41988096,973111296,0,0

2020-05-27T07:14:15-0500 1590581655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1237917,6,,,,,,,199,1,19999,3,1,900,20888,21290
,2217767,867006,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41705472,973111296,0,0

2020-05-27T07:09:15-0500 1590581355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1237617,6,,,,,,,199,1,19999,3,1,900,20883,21285
,2217502,866831,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41582592,973111296,0,0

2020-05-27T07:04:15-0500 1590581055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1237317,6,,,,,,,199,1,19999,3,1,900,20878,21280
,2216862,866656,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41844736,973111296,0,0

2020-05-27T06:59:15-0500 1590580755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1237017,6,,,,,,,199,1,19999,3,1,900,20873,21275
,2216222,866481,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41480192,973111296,0,0

2020-05-27T06:54:15-0500 1590580455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1236717,6,,,,,,,199,1,19999,3,1,900,20868,21270
,2215582,866306,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41504768,973111296,0,0

2020-05-27T06:49:15-0500 1590580155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1236417,6,,,,,,,199,1,19999,3,1,900,20863,21265
,2215317,866131,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41766912,973111296,0,0

2020-05-27T06:44:15-0500 1590579855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1236117,6,,,,,,,199,1,19999,3,1,900,20858,21260
,2214677,865956,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41533440,973111296,0,0

2020-05-27T06:39:15-0500 1590579555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1235817,6,,,,,,,199,1,19999,3,1,900,20853,21255
,2214037,865781,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41639936,973111296,0,0

2020-05-27T06:34:15-0500 1590579255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1235517,6,,,,,,,199,1,19999,3,1,900,20848,21250
,2213772,865606,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41771008,973111296,0,0

2020-05-27T06:29:15-0500 1590578955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1235217,6,,,,,,,199,1,19999,3,1,900,20843,21245
,2213132,865431,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41906176,973111296,0,0

2020-05-27T06:24:15-0500 1590578655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1234917,6,,,,,,,199,1,19999,3,1,900,20838,21240
,2212492,865256,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41783296,973111296,0,0

2020-05-27T06:19:15-0500 1590578355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1234617,6,,,,,,,199,1,19999,3,1,900,20833,21235
,2211852,865081,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41656320,973111296,0,0

2020-05-27T06:14:15-0500 1590578055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1234317,6,,,,,,,199,1,19999,3,1,900,20828,21230
,2211587,864906,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41783296,973111296,0,0

2020-05-27T06:09:15-0500 1590577755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1234017,6,,,,,,,199,1,19999,3,1,900,20823,21225
,2210947,864731,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41414656,973111296,0,0

2020-05-27T06:04:15-0500 1590577455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1233717,6,,,,,,,199,1,19999,3,1,900,20818,21220
,2210307,864556,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41418752,973111296,0,0

2020-05-27T05:59:15-0500 1590577155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1233417,6,,,,,,,199,1,19999,3,1,900,20813,21215
,2210042,864381,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41807872,973111296,0,0

2020-05-27T05:54:15-0500 1590576855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1233117,6,,,,,,,199,1,19999,3,1,900,20808,21210
,2209402,864206,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41525248,973111296,0,0

2020-05-27T05:49:15-0500 1590576555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1232817,6,,,,,,,199,1,19999,3,1,900,20803,21205
,2208762,864031,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41328640,973111296,0,0

2020-05-27T05:44:15-0500 1590576255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1232517,6,,,,,,,199,1,19999,3,1,900,20798,21200
,2208122,863856,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41873408,973111296,0,0

2020-05-27T05:39:15-0500 1590575955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1232217,6,,,,,,,199,1,19999,3,1,900,20793,21195
,2207857,863681,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41750528,973111296,0,0

2020-05-27T05:34:15-0500 1590575655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1231917,6,,,,,,,199,1,19999,3,1,900,20788,21190
,2207217,863506,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41652224,973111296,0,0
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2020-05-27T05:29:15-0500 1590575355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1231617,6,,,,,,,199,1,19999,3,1,900,20783,21185
,2206577,863331,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41787392,973111296,0,0

2020-05-27T05:24:15-0500 1590575055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1231317,6,,,,,,,199,1,19999,3,1,900,20778,21180
,2206312,863156,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41664512,973111296,0,0

2020-05-27T05:19:15-0500 1590574755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1231017,6,,,,,,,199,1,19999,3,1,900,20773,21175
,2205672,862981,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41771008,973111296,0,0

2020-05-27T05:14:15-0500 1590574455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1230717,6,,,,,,,199,1,19999,3,1,900,20768,21170
,2205032,862806,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41422848,973111296,0,0

2020-05-27T05:09:15-0500 1590574155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1230417,6,,,,,,,199,1,19999,3,1,900,20763,21165
,2204392,862631,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41820160,973111296,0,0

2020-05-27T05:04:15-0500 1590573855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1230117,6,,,,,,,199,1,19999,3,1,900,20758,21160
,2204127,862456,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41574400,973111296,0,0

2020-05-27T04:59:15-0500 1590573555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1229817,6,,,,,,,199,1,19999,3,1,900,20753,21155
,2203487,862281,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41709568,973111296,0,0

2020-05-27T04:54:15-0500 1590573255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1229517,6,,,,,,,199,1,19999,3,1,900,20748,21150
,2202847,862106,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41459712,973111296,0,0

2020-05-27T04:49:15-0500 1590572955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1229217,6,,,,,,,199,1,19999,3,1,900,20743,21145
,2202582,861931,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41713664,973111296,0,0

2020-05-27T04:44:15-0500 1590572655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1228917,6,,,,,,,199,1,19999,3,1,900,20738,21140
,2201942,861756,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41570304,973111296,0,0

2020-05-27T04:39:15-0500 1590572355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1228617,6,,,,,,,199,1,19999,3,1,900,20733,21135
,2201302,861581,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41705472,973111296,0,0

2020-05-27T04:34:15-0500 1590572055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1228317,6,,,,,,,199,1,19999,3,1,900,20728,21130
,2200662,861406,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41717760,973111296,0,0

2020-05-27T04:29:15-0500 1590571755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1228017,6,,,,,,,199,1,19999,3,1,900,20723,21125
,2200397,861231,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41398272,973111296,0,0

2020-05-27T04:24:15-0500 1590571455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1227717,6,,,,,,,199,1,19999,3,1,900,20718,21120
,2199757,861056,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41615360,973111296,0,0

2020-05-27T04:19:15-0500 1590571155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1227417,6,,,,,,,199,1,19999,3,1,900,20713,21115
,2199117,860881,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41492480,973111296,0,0

2020-05-27T04:14:15-0500 1590570855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1227117,6,,,,,,,199,1,19999,3,1,900,20708,21110
,2198852,860706,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
42004480,973111296,0,0

2020-05-27T04:09:15-0500 1590570555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1226817,6,,,,,,,199,1,19999,3,1,900,20703,21105
,2198212,860531,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41467904,973111296,0,0

2020-05-27T04:04:15-0500 1590570255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1226517,6,,,,,,,199,1,19999,3,1,900,20698,21100
,2197572,860356,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41598976,973111296,0,0

2020-05-27T03:59:15-0500 1590569955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1226217,6,,,,,,,199,1,19999,3,1,900,20693,21095
,2196932,860181,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41742336,973111296,0,0

2020-05-27T03:54:15-0500 1590569655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1225917,6,,,,,,,199,1,19999,3,1,900,20688,21090
,2196667,860006,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41742336,973111296,0,0

2020-05-27T03:49:15-0500 1590569355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1225617,6,,,,,,,199,1,19999,3,1,900,20683,21085
,2196027,859831,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41381888,973111296,0,0

2020-05-27T03:44:15-0500 1590569055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1225317,6,,,,,,,199,1,19999,3,1,900,20678,21080
,2195387,859656,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41689088,973111296,0,0
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2020-05-27T03:39:15-0500 1590568755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1225017,6,,,,,,,199,1,19999,3,1,900,20672,21073
,2194946,859425,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41562112,973111296,0,0

2020-05-27T03:34:15-0500 1590568455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1224717,6,,,,,,,199,1,19999,3,1,900,20667,21068
,2194306,859250,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41443328,973111296,0,0

2020-05-27T03:29:15-0500 1590568155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1224417,6,,,,,,,199,1,19999,3,1,900,20662,21063
,2193666,859075,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41672704,973111296,0,0

2020-05-27T03:24:15-0500 1590567855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1224117,6,,,,,,,199,1,19999,3,1,900,20657,21058
,2193026,858900,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41803776,973111296,0,0

2020-05-27T03:19:15-0500 1590567555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1223817,6,,,,,,,199,1,19999,3,1,900,20652,21053
,2192761,858725,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41676800,973111296,0,0

2020-05-27T03:14:15-0500 1590567255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1223517,6,,,,,,,199,1,19999,3,1,900,20647,21048
,2192121,858550,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41803776,973111296,0,0

2020-05-27T03:09:15-0500 1590566955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1223217,6,,,,,,,199,1,19999,3,1,900,20642,21043
,2191481,858375,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41680896,973111296,0,0

2020-05-27T03:04:15-0500 1590566655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1222917,6,,,,,,,199,1,19999,3,1,900,20637,21038
,2191216,858200,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41553920,973111296,0,0

2020-05-27T02:59:15-0500 1590566355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1222617,6,,,,,,,199,1,19999,3,1,900,20632,21033
,2190576,858025,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41381888,973111296,0,0

2020-05-27T02:54:15-0500 1590566055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1222317,6,,,,,,,199,1,19999,3,1,900,20627,21028
,2189936,857850,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41504768,973111296,0,0

2020-05-27T02:49:15-0500 1590565755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1222017,6,,,,,,,199,1,19999,3,1,900,20622,21023
,2189296,857675,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
42033152,973111296,0,0

2020-05-27T02:44:15-0500 1590565455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1221717,6,,,,,,,199,1,19999,3,1,900,20617,21018
,2189031,857500,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41635840,973111296,0,0

2020-05-27T02:39:15-0500 1590565155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1221417,6,,,,,,,199,1,19999,3,1,900,20612,21013
,2188391,857325,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41660416,973111296,0,0

2020-05-27T02:34:15-0500 1590564855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1221117,6,,,,,,,199,1,19999,3,1,900,20607,21008
,2187751,857150,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41807872,973111296,0,0

2020-05-27T02:29:15-0500 1590564555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1220817,6,,,,,,,199,1,19999,3,1,900,20602,21003
,2187486,856975,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41422848,973111296,0,0

2020-05-27T02:24:15-0500 1590564255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1220517,6,,,,,,,199,1,19999,3,1,900,20597,20998
,2186846,856800,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41811968,973111296,0,0

2020-05-27T02:19:15-0500 1590563955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1220217,6,,,,,,,199,1,19999,3,1,900,20592,20993
,2186206,856625,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41656320,973111296,0,0

2020-05-27T02:14:15-0500 1590563655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1219917,6,,,,,,,199,1,19999,3,1,900,20587,20988
,2185566,856450,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41541632,973111296,0,0

2020-05-27T02:09:15-0500 1590563355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1219617,6,,,,,,,199,1,19999,3,1,900,20582,20983
,2185301,856275,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41672704,973111296,0,0

2020-05-27T02:04:15-0500 1590563055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1219317,6,,,,,,,199,1,19999,3,1,900,20577,20978
,2184661,856100,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41799680,973111296,0,0

2020-05-27T01:59:15-0500 1590562755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1219017,6,,,,,,,199,1,19999,3,1,900,20572,20973
,2184021,855925,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41684992,973111296,0,0

2020-05-27T01:54:15-0500 1590562455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1218717,6,,,,,,,199,1,19999,3,1,900,20567,20968
,2183756,855750,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41553920,973111296,0,0
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2020-05-27T01:49:15-0500 1590562155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1218417,6,,,,,,,199,1,19999,3,1,900,20562,20963
,2183116,855575,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41308160,973111296,0,0

2020-05-27T01:44:15-0500 1590561855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1218117,6,,,,,,,199,1,19999,3,1,900,20557,20958
,2182476,855400,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41566208,973111296,0,0

2020-05-27T01:39:15-0500 1590561555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1217817,6,,,,,,,199,1,19999,3,1,900,20552,20953
,2181836,855225,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41660416,973111296,0,0

2020-05-27T01:34:15-0500 1590561255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1217517,6,,,,,,,199,1,19999,3,1,900,20547,20948
,2181571,855050,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41418752,973111296,0,0

2020-05-27T01:29:15-0500 1590560955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1217217,6,,,,,,,199,1,19999,3,1,900,20542,20943
,2180931,854875,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41672704,973111296,0,0

2020-05-27T01:24:15-0500 1590560655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1216917,6,,,,,,,199,1,19999,3,1,900,20537,20938
,2180291,854700,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41578496,973111296,0,0

2020-05-27T01:19:15-0500 1590560355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1216617,6,,,,,,,199,1,19999,3,1,900,20532,20933
,2180026,854525,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41676800,973111296,0,0

2020-05-27T01:14:15-0500 1590560055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1216317,6,,,,,,,199,1,19999,3,1,900,20527,20928
,2179386,854350,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41680896,973111296,0,0

2020-05-27T01:09:15-0500 1590559755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1216017,6,,,,,,,199,1,19999,3,1,900,20522,20923
,2178746,854175,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41807872,973111296,0,0

2020-05-27T01:04:15-0500 1590559455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1215717,6,,,,,,,199,1,19999,3,1,900,20517,20918
,2178106,854000,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41656320,973111296,0,0

2020-05-27T00:59:15-0500 1590559155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1215417,6,,,,,,,199,1,19999,3,1,900,20512,20913
,2177841,853825,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41689088,973111296,0,0

2020-05-27T00:54:15-0500 1590558855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1215117,6,,,,,,,199,1,19999,3,1,900,20507,20908
,2177201,853650,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41664512,973111296,0,0

2020-05-27T00:49:15-0500 1590558555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1214817,6,,,,,,,199,1,19999,3,1,900,20502,20903
,2176561,853475,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41668608,973111296,0,0

2020-05-27T00:44:15-0500 1590558255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1214517,6,,,,,,,199,1,19999,3,1,900,20497,20898
,2176296,853300,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41558016,973111296,0,0

2020-05-27T00:39:15-0500 1590557955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1214217,6,,,,,,,199,1,19999,3,1,900,20492,20893
,2175656,853125,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41717760,973111296,0,0

2020-05-27T00:34:15-0500 1590557655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1213917,6,,,,,,,199,1,19999,3,1,900,20487,20888
,2175016,852950,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41594880,973111296,0,0

2020-05-27T00:29:15-0500 1590557355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1213617,6,,,,,,,199,1,19999,3,1,900,20482,20883
,2174376,852775,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41472000,973111296,0,0

2020-05-27T00:24:15-0500 1590557055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1213317,6,,,,,,,199,1,19999,3,1,900,20477,20878
,2174111,852600,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41725952,973111296,0,0

2020-05-27T00:19:15-0500 1590556755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1213017,6,,,,,,,199,1,19999,3,1,900,20472,20873
,2173471,852425,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41762816,973111296,0,0

2020-05-27T00:14:15-0500 1590556455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1212717,6,,,,,,,199,1,19999,3,1,900,20467,20868
,2172831,852250,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41381888,973111296,0,0

2020-05-27T00:09:15-0500 1590556155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1212417,6,,,,,,,199,1,19999,3,1,900,20462,20863
,2172566,852075,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41275392,973111296,0,0

2020-05-27T00:04:15-0500 1590555855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1212117,6,,,,,,,199,1,19999,3,1,900,20457,20858
,2171926,851900,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41664512,973111296,0,0
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2020-05-26T23:59:15-0500 1590555555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1211817,6,,,,,,,199,1,19999,3,1,900,20452,20853
,2171286,851725,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41541632,973111296,0,0

2020-05-26T23:54:15-0500 1590555255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1211517,6,,,,,,,199,1,19999,3,1,900,20447,20848
,2170646,851550,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41680896,973111296,0,0

2020-05-26T23:49:15-0500 1590554955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1211217,6,,,,,,,199,1,19999,3,1,900,20442,20843
,2170381,851375,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41807872,973111296,0,0

2020-05-26T23:44:15-0500 1590554655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1210917,6,,,,,,,199,1,19999,3,1,900,20437,20838
,2169741,851200,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41861120,973111296,0,0

2020-05-26T23:39:15-0500 1590554355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1210617,6,,,,,,,199,1,19999,3,1,900,20427,20823
,2168925,850772,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41406464,973111296,0,0

2020-05-26T23:34:15-0500 1590554055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1210317,6,,,,,,,199,1,19999,3,1,900,20422,20818
,2168660,850597,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41664512,973111296,0,0

2020-05-26T23:29:15-0500 1590553755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1210017,6,,,,,,,199,1,19999,3,1,900,20417,20813
,2168020,850422,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41803776,973111296,0,0

2020-05-26T23:24:15-0500 1590553455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1209717,6,,,,,,,199,1,19999,3,1,900,20412,20808
,2167380,850247,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41361408,973111296,0,0

2020-05-26T23:19:15-0500 1590553155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1209417,6,,,,,,,199,1,19999,3,1,900,20407,20803
,2166740,850072,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41488384,973111296,0,0

2020-05-26T23:14:15-0500 1590552855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1209117,6,,,,,,,199,1,19999,3,1,900,20402,20798
,2166475,849897,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41639936,973111296,0,0

2020-05-26T23:09:15-0500 1590552555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1208817,6,,,,,,,199,1,19999,3,1,900,20397,20793
,2165835,849722,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41607168,973111296,0,0

2020-05-26T23:04:15-0500 1590552255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1208517,6,,,,,,,199,1,19999,3,1,900,20392,20788
,2165195,849547,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41619456,973111296,0,0

2020-05-26T22:59:15-0500 1590551955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1208217,6,,,,,,,199,1,19999,3,1,900,20387,20783
,2164930,849372,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41365504,973111296,0,0

2020-05-26T22:54:15-0500 1590551655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1207917,6,,,,,,,199,1,19999,3,1,900,20382,20778
,2164290,849197,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41873408,973111296,0,0

2020-05-26T22:49:15-0500 1590551355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1207617,6,,,,,,,199,1,19999,3,1,900,20377,20773
,2163650,849022,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41627648,973111296,0,0

2020-05-26T22:44:15-0500 1590551055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1207317,6,,,,,,,199,1,19999,3,1,900,20372,20768
,2163010,848847,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41631744,973111296,0,0

2020-05-26T22:39:15-0500 1590550755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1207017,6,,,,,,,199,1,19999,3,1,900,20367,20763
,2162745,848672,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41771008,973111296,0,0

2020-05-26T22:34:15-0500 1590550455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1206717,6,,,,,,,199,1,19999,3,1,900,20362,20758
,2162105,848497,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41615360,973111296,0,0

2020-05-26T22:29:15-0500 1590550155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1206417,6,,,,,,,199,1,19999,3,1,900,20357,20753
,2161465,848322,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41529344,973111296,0,0

2020-05-26T22:24:15-0500 1590549855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1206117,6,,,,,,,199,1,19999,3,1,900,20352,20748
,2161200,848147,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41406464,973111296,0,0

2020-05-26T22:19:15-0500 1590549555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1205817,6,,,,,,,199,1,19999,3,1,900,20347,20743
,2160560,847972,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41455616,973111296,0,0

2020-05-26T22:14:15-0500 1590549255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1205517,6,,,,,,,199,1,19999,3,1,900,20342,20738
,2159920,847797,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41750528,973111296,0,0
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2020-05-26T22:09:15-0500 1590548955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1205217,6,,,,,,,199,1,19999,3,1,900,20337,20733
,2159280,847622,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41848832,973111296,0,0

2020-05-26T22:04:15-0500 1590548655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1204917,6,,,,,,,199,1,19999,3,1,900,20332,20728
,2159015,847447,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41861120,973111296,0,0

2020-05-26T21:59:15-0500 1590548355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1204617,6,,,,,,,199,1,19999,3,1,900,20327,20723
,2158375,847272,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41738240,973111296,0,0

2020-05-26T21:54:15-0500 1590548055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1204317,6,,,,,,,199,1,19999,3,1,900,20322,20718
,2157735,847097,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41451520,973111296,0,0

2020-05-26T21:49:15-0500 1590547755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1204017,6,,,,,,,199,1,19999,3,1,900,20317,20713
,2157470,846922,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41852928,973111296,0,0

2020-05-26T21:44:15-0500 1590547455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1203717,6,,,,,,,199,1,19999,3,1,900,20312,20708
,2156830,846747,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41730048,973111296,0,0

2020-05-26T21:39:15-0500 1590547155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1203417,6,,,,,,,199,1,19999,3,1,900,20307,20703
,2156190,846572,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41742336,973111296,0,0

2020-05-26T21:34:15-0500 1590546855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1203117,6,,,,,,,199,1,19999,3,1,900,20302,20698
,2155550,846397,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41742336,973111296,0,0

2020-05-26T21:29:15-0500 1590546555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1202817,6,,,,,,,199,1,19999,3,1,900,20297,20693
,2155285,846222,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41746432,973111296,0,0

2020-05-26T21:24:15-0500 1590546255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1202517,6,,,,,,,199,1,19999,3,1,900,20292,20688
,2154645,846047,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41631744,973111296,0,0

2020-05-26T21:19:15-0500 1590545955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1202217,6,,,,,,,199,1,19999,3,1,900,20287,20683
,2154005,845872,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41758720,973111296,0,0

2020-05-26T21:14:15-0500 1590545655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1201917,6,,,,,,,199,1,19999,3,1,900,20282,20678
,2153740,845697,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41607168,973111296,0,0

2020-05-26T21:09:15-0500 1590545355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1201617,6,,,,,,,199,1,19999,3,1,900,20277,20673
,2153100,845522,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41480192,973111296,0,0

2020-05-26T21:04:15-0500 1590545055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1201317,6,,,,,,,199,1,19999,3,1,900,20272,20668
,2152460,845347,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41484288,973111296,0,0

2020-05-26T20:59:15-0500 1590544755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1201017,6,,,,,,,199,1,19999,3,1,900,20267,20663
,2151820,845172,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41832448,973111296,0,0

2020-05-26T20:54:15-0500 1590544455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1200717,6,,,,,,,199,1,19999,3,1,900,20262,20658
,2151555,844997,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41488384,973111296,0,0

2020-05-26T20:49:15-0500 1590544155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1200417,6,,,,,,,199,1,19999,3,1,900,20257,20653
,2150915,844822,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41746432,973111296,0,0

2020-05-26T20:44:15-0500 1590543855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1200117,6,,,,,,,199,1,19999,3,1,900,20252,20648
,2150275,844647,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41713664,973111296,0,0

2020-05-26T20:39:15-0500 1590543555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1199817,6,,,,,,,199,1,19999,3,1,900,20247,20643
,2150010,844472,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41844736,973111296,0,0

2020-05-26T20:34:15-0500 1590543255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1199517,6,,,,,,,199,1,19999,3,1,900,20242,20638
,2149370,844297,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41598976,973111296,0,0

2020-05-26T20:29:15-0500 1590542955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1199217,6,,,,,,,199,1,19999,3,1,900,20237,20633
,2148730,844122,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41603072,973111296,0,0

2020-05-26T20:24:15-0500 1590542655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1198917,6,,,,,,,199,1,19999,3,1,900,20232,20628
,2148090,843947,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41750528,973111296,0,0



Page 37

2020-05-27 12:51:28 CDT

Probe - PSAP ID Troubleshooting v1

Time Event

2020-05-26T20:19:15-0500 1590542355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1198617,6,,,,,,,199,1,19999,3,1,900,20227,20623
,2147825,843772,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41504768,973111296,0,0

2020-05-26T20:14:15-0500 1590542055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1198317,6,,,,,,,199,1,19999,3,1,900,20222,20618
,2147185,843597,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41140224,973111296,0,0

2020-05-26T20:09:15-0500 1590541755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1198017,6,,,,,,,199,1,19999,3,1,900,20217,20613
,2146545,843422,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41553920,973111296,0,0

2020-05-26T20:04:15-0500 1590541455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1197717,6,,,,,,,199,1,19999,3,1,900,20212,20608
,2146280,843247,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41549824,973111296,0,0

2020-05-26T19:59:15-0500 1590541155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1197417,6,,,,,,,199,1,19999,3,1,900,20207,20603
,2145640,843072,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41533440,973111296,0,0

2020-05-26T19:54:15-0500 1590540855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1197117,6,,,,,,,199,1,19999,3,1,900,20202,20598
,2145000,842897,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41693184,973111296,0,0

2020-05-26T19:49:15-0500 1590540555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1196817,6,,,,,,,199,1,19999,3,1,900,20197,20593
,2144360,842722,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41955328,973111296,0,0

2020-05-26T19:44:15-0500 1590540255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1196517,6,,,,,,,199,1,19999,3,1,900,20192,20588
,2144095,842547,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41705472,973111296,0,0

2020-05-26T19:39:15-0500 1590539955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1196217,6,,,,,,,199,1,19999,3,1,900,20186,20581
,2143279,842316,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41607168,973111296,0,0

2020-05-26T19:34:15-0500 1590539655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1195917,6,,,,,,,199,1,19999,3,1,900,20181,20576
,2142639,842141,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41738240,973111296,0,0

2020-05-26T19:29:15-0500 1590539355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1195617,6,,,,,,,199,1,19999,3,1,900,20176,20571
,2142374,841966,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41607168,973111296,0,0

2020-05-26T19:24:15-0500 1590539055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1195317,6,,,,,,,199,1,19999,3,1,900,20171,20566
,2141734,841791,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41488384,973111296,0,0

2020-05-26T19:19:15-0500 1590538755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1195017,6,,,,,,,199,1,19999,3,1,900,20166,20561
,2141094,841616,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41742336,973111296,0,0

2020-05-26T19:14:15-0500 1590538455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1194717,6,,,,,,,199,1,19999,3,1,900,20161,20556
,2140454,841441,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41639936,973111296,0,0

2020-05-26T19:09:15-0500 1590538155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1194417,6,,,,,,,199,1,19999,3,1,900,20156,20551
,2140189,841266,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41644032,973111296,0,0

2020-05-26T19:04:15-0500 1590537855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1194117,6,,,,,,,199,1,19999,3,1,900,20151,20546
,2139549,841091,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41406464,973111296,0,0

2020-05-26T18:59:15-0500 1590537555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1193817,6,,,,,,,199,1,19999,3,1,900,20146,20541
,2138909,840916,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41549824,973111296,0,0

2020-05-26T18:54:15-0500 1590537255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1193517,6,,,,,,,199,1,19999,3,1,900,20141,20536
,2138644,840741,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41545728,973111296,0,0

2020-05-26T18:49:15-0500 1590536955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1193217,6,,,,,,,199,1,19999,3,1,900,20136,20531
,2138004,840566,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41525248,973111296,0,0

2020-05-26T18:44:15-0500 1590536655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1192917,6,,,,,,,199,1,19999,3,1,900,20131,20526
,2137364,840391,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41451520,973111296,0,0

2020-05-26T18:39:15-0500 1590536355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1192617,6,,,,,,,199,1,19999,3,1,900,20126,20521
,2136724,840216,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41332736,973111296,0,0

2020-05-26T18:34:15-0500 1590536055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1192317,6,,,,,,,199,1,19999,3,1,900,20121,20516
,2136459,840041,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41717760,973111296,0,0
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2020-05-26T18:29:15-0500 1590535755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1192017,6,,,,,,,199,1,19999,3,1,900,20116,20511
,2135819,839866,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41590784,973111296,0,0

2020-05-26T18:24:15-0500 1590535455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1191717,6,,,,,,,199,1,19999,3,1,900,20111,20506
,2135179,839691,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41594880,973111296,0,0

2020-05-26T18:19:15-0500 1590535155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1191417,6,,,,,,,199,1,19999,3,1,900,20106,20501
,2134914,839516,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41590784,973111296,0,0

2020-05-26T18:14:15-0500 1590534855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1191117,6,,,,,,,199,1,19999,3,1,900,20101,20496
,2134274,839341,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41607168,973111296,0,0

2020-05-26T18:09:15-0500 1590534555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1190817,6,,,,,,,199,1,19999,3,1,900,20096,20491
,2133634,839166,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41832448,973111296,0,0

2020-05-26T18:04:15-0500 1590534255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1190517,6,,,,,,,199,1,19999,3,1,900,20091,20486
,2132994,838991,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41578496,973111296,0,0

2020-05-26T17:59:15-0500 1590533955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1190217,6,,,,,,,199,1,19999,3,1,900,20086,20481
,2132729,838816,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41209856,973111296,0,0

2020-05-26T17:54:15-0500 1590533655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1189917,6,,,,,,,199,1,19999,3,1,900,20081,20476
,2132089,838641,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41598976,973111296,0,0

2020-05-26T17:49:15-0500 1590533355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1189617,6,,,,,,,199,1,19999,3,1,900,20076,20471
,2131449,838466,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41332736,973111296,0,0

2020-05-26T17:44:15-0500 1590533055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1189317,6,,,,,,,199,1,19999,3,1,900,20071,20466
,2131184,838291,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41496576,973111296,0,0

2020-05-26T17:39:15-0500 1590532755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1189017,6,,,,,,,199,1,19999,3,1,900,20066,20461
,2130544,838116,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41250816,973111296,0,0

2020-05-26T17:34:15-0500 1590532455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1188717,6,,,,,,,199,1,19999,3,1,900,20061,20456
,2129904,837941,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41603072,973111296,0,0

2020-05-26T17:29:15-0500 1590532155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1188417,6,,,,,,,199,1,19999,3,1,900,20056,20451
,2129264,837766,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41607168,973111296,0,0

2020-05-26T17:24:15-0500 1590531855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1188117,6,,,,,,,199,1,19999,3,1,900,20051,20446
,2128999,837591,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41611264,973111296,0,0

2020-05-26T17:19:15-0500 1590531555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1187817,6,,,,,,,199,1,19999,3,1,900,20046,20441
,2128359,837416,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41742336,973111296,0,0

2020-05-26T17:14:15-0500 1590531255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1187517,6,,,,,,,199,1,19999,3,1,900,20041,20436
,2127719,837241,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41496576,973111296,0,0

2020-05-26T17:09:15-0500 1590530955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1187217,6,,,,,,,199,1,19999,3,1,900,20036,20431
,2127454,837066,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41512960,973111296,0,0

2020-05-26T17:04:15-0500 1590530655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1186917,6,,,,,,,199,1,19999,3,1,900,20031,20426
,2126814,836891,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41517056,973111296,0,0

2020-05-26T16:59:15-0500 1590530355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1186617,6,,,,,,,199,1,19999,3,1,900,20026,20421
,2126174,836716,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41377792,973111296,0,0

2020-05-26T16:54:15-0500 1590530055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1186317,6,,,,,,,199,1,19999,3,1,900,20021,20416
,2125534,836541,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41631744,973111296,0,0

2020-05-26T16:49:15-0500 1590529755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1186017,6,,,,,,,199,1,19999,3,1,900,20016,20411
,2125269,836366,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41521152,973111296,0,0

2020-05-26T16:44:15-0500 1590529455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1185717,6,,,,,,,199,1,19999,3,1,900,20011,20406
,2124629,836191,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41529344,973111296,0,0
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2020-05-26T16:39:15-0500 1590529155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1185417,6,,,,,,,199,1,19999,3,1,900,20006,20401
,2123989,836016,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41312256,973111296,0,0

2020-05-26T16:34:15-0500 1590528855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1185117,6,,,,,,,199,1,19999,3,1,900,20001,20396
,2123724,835841,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41574400,973111296,0,0

2020-05-26T16:29:15-0500 1590528555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1184817,6,,,,,,,199,1,19999,3,1,900,19996,20391
,2123084,835666,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41701376,973111296,0,0

2020-05-26T16:24:15-0500 1590528255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1184517,6,,,,,,,199,1,19999,3,1,900,19991,20386
,2122444,835491,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41324544,973111296,0,0

2020-05-26T16:19:15-0500 1590527955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1184217,6,,,,,,,199,1,19999,3,1,900,19986,20381
,2121804,835316,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41291776,973111296,0,0

2020-05-26T16:14:15-0500 1590527655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1183917,6,,,,,,,199,1,19999,3,1,900,19981,20376
,2121539,835141,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41422848,973111296,0,0

2020-05-26T16:09:15-0500 1590527355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1183617,6,,,,,,,199,1,19999,3,1,900,19976,20371
,2120899,834966,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41459712,973111296,0,0

2020-05-26T16:04:15-0500 1590527055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1183317,6,,,,,,,199,1,19999,3,1,900,19971,20366
,2120259,834791,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41492480,973111296,0,0

2020-05-26T15:59:15-0500 1590526755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1183017,6,,,,,,,199,1,19999,3,1,900,19966,20361
,2119994,834616,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41369600,973111296,0,0

2020-05-26T15:54:15-0500 1590526455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1182717,6,,,,,,,199,1,19999,3,1,900,19961,20356
,2119354,834441,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41754624,973111296,0,0

2020-05-26T15:49:15-0500 1590526155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1182417,6,,,,,,,199,1,19999,3,1,900,19956,20351
,2118714,834266,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41406464,973111296,0,0

2020-05-26T15:44:15-0500 1590525855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1182117,6,,,,,,,199,1,19999,3,1,900,19951,20346
,2118074,834091,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41512960,973111296,0,0

2020-05-26T15:39:15-0500 1590525555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1181817,6,,,,,,,199,1,19999,3,1,900,19941,20331
,2117633,833663,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41660416,973111296,0,0

2020-05-26T15:34:15-0500 1590525255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1181517,6,,,,,,,199,1,19999,3,1,900,19936,20326
,2116993,833488,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41541632,973111296,0,0

2020-05-26T15:29:15-0500 1590524955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1181217,6,,,,,,,199,1,19999,3,1,900,19931,20321
,2116353,833313,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41291776,973111296,0,0

2020-05-26T15:24:15-0500 1590524655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1180917,6,,,,,,,199,1,19999,3,1,900,19926,20316
,2116088,833138,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41545728,973111296,0,0

2020-05-26T15:19:15-0500 1590524355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1180617,6,,,,,,,199,1,19999,3,1,900,19921,20311
,2115448,832963,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41840640,973111296,0,0

2020-05-26T15:14:15-0500 1590524055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1180317,6,,,,,,,199,1,19999,3,1,900,19916,20306
,2114808,832788,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41562112,973111296,0,0

2020-05-26T15:09:15-0500 1590523755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1180017,6,,,,,,,199,1,19999,3,1,900,19911,20301
,2114168,832613,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41275392,973111296,0,0

2020-05-26T15:04:15-0500 1590523455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1179717,6,,,,,,,199,1,19999,3,1,900,19906,20296
,2113903,832438,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41664512,973111296,0,0

2020-05-26T14:59:15-0500 1590523155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1179417,6,,,,,,,199,1,19999,3,1,900,19901,20291
,2113263,832263,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41414656,973111296,0,0

2020-05-26T14:54:15-0500 1590522855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1179117,6,,,,,,,199,1,19999,3,1,900,19896,20286
,2112623,832088,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41558016,973111296,0,0
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2020-05-26T14:49:15-0500 1590522555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1178817,6,,,,,,,199,1,19999,3,1,900,19891,20281
,2112358,831913,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41562112,973111296,0,0

2020-05-26T14:44:15-0500 1590522255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1178517,6,,,,,,,199,1,19999,3,1,900,19886,20276
,2111718,831738,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41439232,973111296,0,0

2020-05-26T14:39:15-0500 1590521955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1178217,6,,,,,,,199,1,19999,3,1,900,19881,20271
,2111078,831563,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41443328,973111296,0,0

2020-05-26T14:34:15-0500 1590521655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1177917,6,,,,,,,199,1,19999,3,1,900,19876,20266
,2110438,831388,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41443328,973111296,0,0

2020-05-26T14:29:15-0500 1590521355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1177617,6,,,,,,,199,1,19999,3,1,900,19871,20261
,2110173,831213,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41472000,973111296,0,0

2020-05-26T14:24:15-0500 1590521055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1177317,6,,,,,,,199,1,19999,3,1,900,19866,20256
,2109533,831038,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41414656,973111296,0,0

2020-05-26T14:19:15-0500 1590520755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1177017,6,,,,,,,199,1,19999,3,1,900,19861,20251
,2108893,830863,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41431040,973111296,0,0

2020-05-26T14:14:15-0500 1590520455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1176717,6,,,,,,,199,1,19999,3,1,900,19856,20246
,2108628,830688,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41689088,973111296,0,0

2020-05-26T14:09:15-0500 1590520155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1176417,6,,,,,,,199,1,19999,3,1,900,19851,20241
,2107988,830513,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41451520,973111296,0,0

2020-05-26T14:04:15-0500 1590519855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1176117,6,,,,,,,199,1,19999,3,1,900,19847,20237
,2107348,830373,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41312256,973111296,0,0

2020-05-26T13:59:15-0500 1590519555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1175817,6,,,,,,,199,1,19999,3,1,900,19842,20232
,2106708,830198,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41439232,973111296,0,0

2020-05-26T13:54:15-0500 1590519255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1175517,6,,,,,,,199,1,19999,3,1,900,19837,20227
,2106443,830023,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41189376,973111296,0,0

2020-05-26T13:49:15-0500 1590518955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1175217,6,,,,,,,199,1,19999,3,1,900,19832,20222
,2105803,829848,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41304064,973111296,0,0

2020-05-26T13:44:15-0500 1590518655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1174917,6,,,,,,,199,1,19999,3,1,900,19827,20217
,2105163,829673,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41553920,973111296,0,0

2020-05-26T13:39:15-0500 1590518355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1174617,6,,,,,,,199,1,19999,3,1,900,19822,20212
,2104898,829498,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41684992,973111296,0,0

2020-05-26T13:34:15-0500 1590518055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1174317,6,,,,,,,199,1,19999,3,1,900,19817,20207
,2104258,829323,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41558016,973111296,0,0

2020-05-26T13:29:15-0500 1590517755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1174017,6,,,,,,,199,1,19999,3,1,900,19812,20202
,2103618,829148,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41218048,973111296,0,0

2020-05-26T13:24:15-0500 1590517455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1173717,6,,,,,,,199,1,19999,3,1,900,19807,20197
,2102978,828973,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41598976,973111296,0,0

2020-05-26T13:19:15-0500 1590517155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1173417,6,,,,,,,199,1,19999,3,1,900,19802,20192
,2102713,828798,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41476096,973111296,0,0

2020-05-26T13:14:15-0500 1590516855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1173117,6,,,,,,,199,1,19999,3,1,900,19797,20187
,2102073,828623,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41324544,973111296,0,0

2020-05-26T13:09:15-0500 1590516555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1172817,6,,,,,,,199,1,19999,3,1,900,19792,20182
,2101433,828448,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41488384,973111296,0,0

2020-05-26T13:04:15-0500 1590516255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1172517,6,,,,,,,199,1,19999,3,1,900,19787,20177
,2101168,828273,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41242624,973111296,0,0
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2020-05-26T12:59:15-0500 1590515955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1172217,6,,,,,,,199,1,19999,3,1,900,19782,20172
,2100528,828098,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41406464,973111296,0,0

2020-05-26T12:54:15-0500 1590515655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1171917,6,,,,,,,199,1,19999,3,1,900,19777,20167
,2099888,827923,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41410560,973111296,0,0

2020-05-26T12:49:15-0500 1590515355,42086,CO326-DENVPD-NG911PRB-2009130100,0,1171617,6,,,,,,,199,1,19999,3,1,900,19772,20162
,2099248,827748,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41803776,973111296,0,0

2020-05-26T12:44:15-0500 1590515055,42086,CO326-DENVPD-NG911PRB-2009130100,0,1171317,6,,,,,,,199,1,19999,3,1,900,19767,20157
,2098983,827573,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41299968,973111296,0,0

2020-05-26T12:39:15-0500 1590514755,42086,CO326-DENVPD-NG911PRB-2009130100,0,1171017,6,,,,,,,199,1,19999,3,1,900,19762,20152
,2098343,827398,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41562112,973111296,0,0

2020-05-26T12:34:15-0500 1590514455,42086,CO326-DENVPD-NG911PRB-2009130100,0,1170717,6,,,,,,,199,1,19999,3,1,900,19757,20147
,2097703,827223,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41664512,973111296,0,0

2020-05-26T12:29:15-0500 1590514155,42086,CO326-DENVPD-NG911PRB-2009130100,0,1170417,6,,,,,,,199,1,19999,3,1,900,19752,20142
,2097438,827048,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41422848,973111296,0,0

2020-05-26T12:24:15-0500 1590513855,42086,CO326-DENVPD-NG911PRB-2009130100,0,1170117,6,,,,,,,199,1,19999,3,1,900,19747,20137
,2096798,826873,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41590784,973111296,0,0

2020-05-26T12:19:15-0500 1590513555,42086,CO326-DENVPD-NG911PRB-2009130100,0,1169817,6,,,,,,,199,1,19999,3,1,900,19742,20132
,2096158,826698,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41218048,973111296,0,0

2020-05-26T12:14:15-0500 1590513255,42086,CO326-DENVPD-NG911PRB-2009130100,0,1169517,6,,,,,,,199,1,19999,3,1,900,19737,20127
,2095518,826523,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41730048,973111296,0,0

2020-05-26T12:09:15-0500 1590512955,42086,CO326-DENVPD-NG911PRB-2009130100,0,1169217,6,,,,,,,199,1,19999,3,1,900,19732,20122
,2095253,826348,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,99,12140544,
41230336,973111296,0,0

2020-05-26T12:04:15-0500 1590512655,42086,CO326-DENVPD-NG911PRB-2009130100,0,1168917,6,,,,,,,199,1,19999,3,1,900,19727,20117
,2094613,826173,0,eva-aarch64-monolith-12Dec2018.1.1530.eva,C15_7443_fd26f7ec,C6_7443_1ac13cee,98,12140544,
41488384,973111296,0,0
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PSAP Active Test History v4.2

Initiate On Demand Active Test
activetestlink

https://63.150.170.73/cgi-bin/all-mina-od.cgi

Test Completion Codes

_time

200 481 NULL

12:00 PM
Tue May 26
2020

4:00 PM 8:00 PM 12:00 AM
Wed May 27

4:00 AM 8:00 AM

500

1,000

1,500
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PSAP Active Test History v4.2

VQES MOS by PSAP

_time

PSAP A PSAP C PSAP DPSAP C

12:00 PM
Tue May 26
2020

4:00 PM 8:00 PM 12:00 AM
Wed May 27

4:00 AM 8:00 AM

2

4

6

VQES MOS by ECMC Route

_time

RCL:51...C:Dallas RCL:51...:Denver RCL:51...:Denver RCL:Edi...C:Miami
RCL:Edi...Ralleigh

12:00 PM
Tue May 26
2020

4:00 PM 8:00 PM 12:00 AM
Wed May 27

4:00 AM 8:00 AM

2

4

6
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PSAP Active Test History v4.2

Packet Loss Percentage by ECMC Route

_time

RCL:51...C:Dallas RCL:51...:Denver RCL:51...:Denver RCL:Edi...C:Miami
RCL:Edi...Ralleigh

12:00 PM
Tue May 26
2020

4:00 PM 8:00 PM 12:00 AM
Wed May 27

4:00 AM 8:00 AM

0.2

0.4

0.6

Delay Variation (Jitter) by ECMC Route

_time

RCL:51...C:Dallas RCL:51...:Denver RCL:51...:Denver RCL:Edi...C:Miami
RCL:Edi...Ralleigh

12:00 PM
Tue May 26
2020

4:00 PM 8:00 PM 12:00 AM
Wed May 27

4:00 AM 8:00 AM

200

400

600
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RTD by ECMC Route
No results found.

Speech Distortion by ECMC Route
No results found.

Signal/Noise by ECMC Route
No results found.

Speech Power by ECMC Route
No results found.
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 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

Instructions 1 6/18/2020

Instructions To Bidders

General
 - All cells are locked except those allowing input (shaded green).
 - Do not attempt to edit formula cells. Any attempt to edit a formula may cause bidder's entire response to be rejected.
 - Tabs will contain cells for Non-Recurring Costs (NRC) and Monthly Recurring Charges (MRC).
 - Follow the instructions for each Tab. 
 - Save as an Excel file and give it a unique name, using the following format: "Company XYZ  XXXX Z1 Cost Proposal Option C ESInet and 
NGCS".
 - Print the workbook (not just the worksheets) to verify content of each tab. Also, verify that all data can be seen in each cell.
 - Include the saved Excel file when submitting the RFP response package to the Nebraska State Purchasing Bureau.
 - If more rows are needed in each region, you can insert additional rows.
 - Each sheet is divided into the 7 regions. Enter pricing information for each region based on bidders implementation plan.
 - All PSAPs and regions may not be ready for geospatial routing on day one of operations and Bidder shall provide tabular routing services, 
also known as Internet Protocol Selective Routing (IPSR), until such time as PSAPs and regions are ready for geospatial routing. Be sure the 
cost proposal response  indicates the pricing difference between tabular and geospatial routing.
 - Include pricing for Optional NGCS services on the Optional Svc tab.

NRC Milestones
       - Milestone Payments - NRC payments will be made as structured on the NRC Milestones Tab.As each region is completed on each tab, it 
is calculated into the total milestone.  Bidders should prepare their cost proposal to reflect the timeline submitted with Bidder's 
Implementation Plan. 

Summary Tab
 - As the name implies, this tab contains the totals from the ESInet, Legacy Network Gateway (LNG), Border Control Function (BCF), 
Emergency Services Routing Proxy and Policy Routing Function (ESRP & PRF), Emergency Call Routing Function and Location Validation 
Function (ECRF & LVF), Spatial Interface (SI), Location Database (LDB) and Miscellaneous (MISC) tabs.
 - Enter the Bidder name and date in the designated cells. This information automatically populates the other tabs. 
 - All other cells are locked.

ESInet Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information in each region for Emergency Services IP Network 
services (hardware, software, connectivity, training, maintenance, etc.) for each region. Add rows for each region as needed.
 - Enter the NRC in whole dollars and the MRC in monthly per person amounts in cents. The monthly amounts are automatically multiplied 
by the population of the region and by 12 months. 

LNG Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information in each region for Legacy Network Gateway 
services (hardware, software, connectivity, training, maintenance, etc.). Add rows for each region as needed.
 - Enter the NRC in whole dollars and the MRC in monthly amounts  per person amounts in cents. The monthly amounts are automatically 
multiplied by 12 and the region's population.

BCF Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information in each region for Border Control Function services 
(hardware, software, connectivity, training, maintenance, etc.). Add rows for each region as needed.
 - Enter the NRC in whole dollars and the MRC in monthly amounts  per person amounts in cents. The monthly amounts are automatically 
multiplied by 12 and the Region's population.

ESRP & PRF Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information in each region for Emergency Services Routing 
Proxy and Policy Routing Function services (hardware, software, connectivity, training, maintenance, etc.). Add rows for each region as 
needed.
 - Enter the NRC in whole dollars and the MRC in monthly amounts  per person amounts in cents. The monthly amounts are automatically 
multiplied by 12 and the Region's population.

ECRF & LVF Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information in each region for Emergency Call Routing Function 
and Location Validation Function services (hardware, software, connectivity, training, maintenance, etc.). Add rows for each region as 
needed.
 - Enter the NRC in whole dollars and the MRC in monthly amounts  per person amounts in cents. The monthly amounts are automatically 
multiplied by 12 and the Region's population.

SI Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information for Spatial Interface services (hardware, software, 
training, maintenance, etc.). Add rows for each region as needed.
 - Enter the NRC in whole dollars and the MRC in monthly amounts  per person amounts in cents. The monthly amounts are automatically 
multiplied by 12 and the Region's population.

LDB Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information in each region for Location Database services 
(hardware, software, training, maintenance, etc.). Add rows for each region as needed.
 - Enter the NRC in whole dollars and the MRC in monthly amounts  per person amounts in cents. The monthly amounts are automatically 
multiplied by 12 and the Region's population.

MISC Tab
 - Change the free form "Bidder Input" labels as needed and enter the pricing information in each region for Miscellaneous services that are 
not part of one of the above functional elements or that may not have been covered in the RFP but are required in order to complete the 
project. Add rows for each region as needed.



6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

NRC Milestones 1

ESInet Milestones

Milestone 1: Region 1 regional host connection and 
testing acceptance 0.00
Milestone 2: Region 2 regional host connection and 
testing acceptance 0.00
Milestone 3: Region 3 regional host connection and 
testing acceptance 0.00
Milestone 4: Region 4 regional host connection and 
testing acceptance 0.00
Milestone 5: Region 5 regional host connection and 
testing acceptance 0.00
Milestone 6: Region 6 regional host connection and 
testing acceptance 0.00
Milestone 7: Region 7 regional host connection and 
testing acceptance 0.00

TOTAL
0.00

NGCS Milestones 

Milestone 1: Region 1 deployments complete
8,770.29

Milestone 2: Region 2 deployments complete
8,770.29

Milestone 3: Region 3 deployments complete
8,770.29

Milestone 4: Region 4 deployments complete
8,770.29

Milestone 5: Region 5 deployments complete
8,770.29

Milestone 6: Region 6 deployments complete
8,770.29

Milestone 7: Region 7 deployments complete
8,770.29

TOTAL
61392.03



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

Summary 1 6/18/2020

Bidder Name
Date (MM/DD/YYYY):

YEAR 6 YEAR 7 YEAR 8 YEAR 9 YEAR 10

NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

ESInet 0.00 199,656.00 0.00 465,864.00 0.00 465,864.00 0.00 465,864.00 0.00 465,864.00 465,864.00 465,864.00 465,864.00 465,864.00 465,864.00
LNG 7,212.87 92,571.51 9,617.16 215,999.69 0.00 215,999.69 0.00 215,999.69 0.00 215,999.69 215,999.69 215,999.69 215,999.69 215,999.69 215,999.69
BCF 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00
ESRP & PRF 0.00 374,996.58 0.00 874,992.00 0.00 874,992.00 0.00 874,992.00 0.00 874,992.00 874,992.00 874,992.00 874,992.00 874,992.00 874,992.00
ECRF & LVF 0.00 200,890.28 0.00 468,744.00 0.00 468,744.00 0.00 468,744.00 0.00 468,744.00 468,744.00 468,744.00 468,744.00 468,744.00 468,744.00
SI 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00 0.00
LDB 0.00 101,838.86 0.00 237,624.00 0.00 237,624.00 0.00 237,624.00 0.00 237,624.00 237,624.00 237,624.00 237,624.00 237,624.00 237,624.00
MISC 19,098.00 7,560.00 25,464.00 17,640.00 0.00 17,640.00 0.00 17,640.00 0.00 17,640.00 17,640.00 17,640.00 17,640.00 17,640.00 17,640.00

Total 26,310.87 977,513.23 35,081.16 2,280,863.69 0.00 2,280,863.69 0.00 2,280,863.69 0.00 2,280,863.69 2,280,863.69 2,280,863.69 2,280,863.69 2,280,863.69 2,280,863.69

Project Totals Year 6 Year 7 Year 8 Year 9 Year 10
Yearly Totals (NRC+MRC) 2,280,863.69 2,280,863.69 2,280,863.69 2,280,863.69 2,280,863.69
Initial Contract (5 Year NRC+MRC)
  + Optional Year 6 (6 Year NRC+MRC)
  + Optional Years 7 (7 Year NRC+MRC)
  + Optional Years 8 (8 Year NRC+MRC)
  + Optional Years 9 (9 Year NRC+MRC)
  + Optional Years 10 (10 Year NRC+MRC)

State Population 
2019 Estimates

Region One - SE SC 259,183
Region Two -SC SE 512,126
Region Three - Metro 772,006
Region Four - NC 28,227
Region Five - EC 180,423
Region Six - NE 114,203
Region Seven - Metro West 63,100

Total Population 1,929,268

Next Generation Core Services

Year 5
2,280,863.69

Year 4
2,280,863.692,280,863.69

Year 2
2,315,944.85

Year 1
1,003,824.10

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020

YEAR 5

Year 3

INITIAL CONTRACT PERIOD
YEAR 1 YEAR 2 YEAR 3 YEAR 4

10,162,360.00
12,443,223.68
14,724,087.37
17,004,951.05
19,285,814.74
21,566,678.43



6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

1

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone
SOUTH CENTRAL - (4 Circuits /2 per host) 0.0000 0.0214 0.0000 0.0214 0.0000 0.0214 0.0000 0.0214 0.0000 0.0214 0.0214 0.0214 0.0214 0.0214 0.0214
IQ NETWORKING PRIVATE PORTS
100 MB Bandwidth/1GB Port  
LOCAL ACCESS/100MB
NETWORK DIVERSITY - IP POP 
NETWORK DIVERSITY - LOOP 
NRC/MRC REGION 1 TOTAL 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 66,552.0001 66,552.0001 66,552.0001 66,552.0001 66,552.0001
Region Two Milestone
SOUTH EAST  - (4 Circuits /2 per host) 0.0000 0.0108 0.0000 0.0108 0.0000 0.0108 0.0000 0.0108 0.0000 0.0108 0.0108 0.0108 0.0108 0.0108 0.0108
IQ NETWORKING PRIVATE PORTS
100 MB Bandwidth/1GB Port
LOCAL ACCESS/100MB
NETWORK DIVERSITY - IP POP 
NETWORK DIVERSITY - LOOP 
NRC/MRC REGION 2 TOTAL 0.0000 66,551.9999 0.0000 66,551.9999 0.0000 66,551.9999 0.0000 66,551.9999 0.0000 66,551.9999 66,551.9999 66,551.9999 66,551.9999 66,551.9999 66,551.9999
Region Three Milestone
METRO - (4 Circuits /2 per host) 0.0000 0.0072 0.0000 0.0072 0.0000 0.0072 0.0000 0.0072 0.0072 0.0072 0.0072 0.0072 0.0072
IQ NETWORKING PRIVATE PORTS
100 MB Bandwidth/1GB Port
LOCAL ACCESS/100MB
NETWORK DIVERSITY - IP POP 
NETWORK DIVERSITY - LOOP 
NRC/MRC REGION 3 TOTAL 0.0000 0.0000 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 66,552.0001 66,552.0001 66,552.0001 66,552.0001 66,552.0001
Region Four Milestone

NORTH CENTRAL  - (4 Circuits /2 per host) 0.0000 0.1965 0.0000 0.1965 0.0000 0.1965 0.0000 0.1965 0.1965 0.1965 0.1965 0.1965 0.1965
IQ NETWORKING PRIVATE PORTS
100 MB Bandwidth/1GB Port
LOCAL ACCESS/100MB
NETWORK DIVERSITY - IP POP 
NETWORK DIVERSITY - LOOP 
NRC/MRC REGION 4 TOTAL 0.0000 0.0000 0.0000 66,552.0000 0.0000 66,552.0000 0.0000 66,552.0000 0.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000
Region Five Milestone
EAST CENTRAL - (4 Circuits /2 per host) 0.0000 0.0307 0.0000 0.0307 0.0000 0.0307 0.0000 0.0307 0.0000 0.0307 0.0307 0.0307 0.0307 0.0307 0.0307
IQ NETWORKING PRIVATE PORTS
100 MB Bandwidth/1GB Port
LOCAL ACCESS/100MB
NETWORK DIVERSITY - IP POP 
NETWORK DIVERSITY - LOOP 
NRC/MRC REGION 5 TOTAL 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 0.0000 66,552.0001 66,552.0001 66,552.0001 66,552.0001 66,552.0001 66,552.0001
Region Six Milestone
NORTH EAST - (4 Circuits /2 per host) 0.0000 0.0486 0.0000 0.0486 0.0000 0.0486 0.0000 0.0486 0.0486 0.0486 0.0486 0.0486 0.0486
IQ NETWORKING PRIVATE PORTS
100 MB Bandwidth/1GB Port
LOCAL ACCESS/100MB
NETWORK DIVERSITY - IP POP 
NETWORK DIVERSITY - LOOP 
NRC/MRC REGION 6 TOTAL 0.0000 0.0000 0.0000 66,552.0000 0.0000 66,552.0000 0.0000 66,552.0000 0.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000
Region Seven Milestone
METRO WEST - (4 Circuits /2 per host) 0.0000 0.0879 0.0000 0.0879 0.0000 0.0879 0.0000 0.0879 0.0879 0.0879 0.0879 0.0879 0.0879
IQ NETWORKING PRIVATE PORTS
100 MB Bandwidth/1GB Port
LOCAL ACCESS/100MB
NETWORK DIVERSITY - IP POP 
NETWORK DIVERSITY - LOOP 
NRC/MRC REGION 7 TOTAL 0.0000 0.0000 0.0000 66,552.0000 0.0000 66,552.0000 0.0000 66,552.0000 0.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000 66,552.0000

ESInet Total 0.0000 199,656.0002 0.0000 465,864.0002 0.0000 465,864.0002 0.0000 465,864.0002 0.0000 465,864.0002 465,864.0002 465,864.0002 465,864.0002 465,864.0002 465,864.0002

Emergency Services IP Network YEAR 1 YEAR 2 YEAR 3 YEAR 4 YEAR 5

0
1/0/1900

INITIAL CONTRACT PERIOD



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

LNG 1 6/18/2020

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone
SOUTH CENTRAL 
CCS Default Routes 2,404.2900
SIP Ingress to Cores, per CCS 0.0099 0.0099 0.0099 0.0099 0.0099 0.0099 0.0099 0.0099 0.0099 0.0099

NRC/MRC Region 1 Total 2,404.2900 30,857.1876 0.0000 30,857.1876 0.0000 30,857.1876 0.0000 30,857.1876 0.0000 30,857.1876 30,857.1876 30,857.1876 30,857.1876 30,857.1876 30,857.1876
Region Two Milestone
SOUTH EAST 
CCS Default Routes 2,404.2900
SIP Ingress to Cores, per CCS 0.0050 0.0050 0.0050 0.0050 0.0050 0.0050 0.0050 0.0050 0.0050 0.0050

NRC/MRC Region 2 Total 2,404.2900 30,857.2303 0.0000 30,857.2303 0.0000 30,857.2303 0.0000 30,857.2303 0.0000 30,857.2303 30,857.2303 30,857.2303 30,857.2303 30,857.2303 30,857.2303
Region Three Milestone
METRO 
CCS Default Routes 2,404.2900
SIP Ingress to Cores, per CCS 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033

NRC/MRC Region 3 Total 0.0000 0.0000 2,404.2900 30,856.7710 0.0000 30,856.7710 0.0000 30,856.7710 0.0000 30,856.7710 30,856.7710 30,856.7710 30,856.7710 30,856.7710 30,856.7710
Region Four Milestone
NORTH CENTRAL 
CCS Default Routes 2,404.2900
SIP Ingress to Cores, per CCS 0.0911 0.0911 0.0911 0.0911 0.0911 0.0911 0.0911 0.0911 0.0911

NRC/MRC Region 4 Total 0.0000 0.0000 2,404.2900 30,857.1467 0.0000 30,857.1467 0.0000 30,857.1467 0.0000 30,857.1467 30,857.1467 30,857.1467 30,857.1467 30,857.1467 30,857.1467
Region Five Milestone
EAST CENTRAL 
CCS Default Routes 2,404.2900
SIP Ingress to Cores, per CCS 0.0143 0.0143 0.0143 0.0143 0.0143 0.0143 0.0143 0.0143 0.0143 0.0143

NRC/MRC Region 5 Total 2,404.2900 30,857.0962 0.0000 30,857.0962 0.0000 30,857.0962 0.0000 30,857.0962 0.0000 30,857.0962 30,857.0962 30,857.0962 30,857.0962 30,857.0962 30,857.0962
Region Six Milestone
NORTH EAST 
CCS Default Routes 2,404.2900
SIP Ingress to Cores, per CCS 0.0225 0.0225 0.0225 0.0225 0.0225 0.0225 0.0225 0.0225 0.0225

NRC/MRC Region 6 Total 0.0000 0.0000 2,404.2900 30,857.1481 0.0000 30,857.1481 0.0000 30,857.1481 0.0000 30,857.1481 30,857.1481 30,857.1481 30,857.1481 30,857.1481 30,857.1481
Region Seven Milestone
METRO WEST 
CCS Default Routes 2,404.2900
SIP Ingress to Cores, per CCS 0.0408 0.0408 0.0408 0.0408 0.0408 0.0408 0.0408 0.0408 0.0408

NRC/MRC Region 7 Total 0.0000 0.0000 2,404.2900 30,857.1115 0.0000 30,857.1115 0.0000 30,857.1115 0.0000 30,857.1115 30,857.1115 30,857.1115 30,857.1115 30,857.1115 30,857.1115
LNG Total 7,212.8700 92,571.5140 9,617.1600 215,999.6914 0.0000 215,999.6914 0.0000 215,999.6914 0.0000 215,999.6914 215,999.6914 215,999.6914 215,999.6914 215,999.6914 215,999.6914

YEAR 5
INITIAL CONTRACT PERIOD

Legacy Network Gateway YEAR 1 YEAR 2 YEAR 3 YEAR 4

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

BCF 1 6/18/2020

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone

INCLUDED IN ESRP/PRF - TAB 

NRC/MRC Region 1 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Two Milestone

INCLUDED IN ESRP/PRF - TAB 

NRC/MRC Region 2 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Three Milestone

INCLUDED IN ESRP/PRF - TAB 

NRC/MRC Region 3 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Four Milestone

INCLUDED IN ESRP/PRF - TAB 

NRC/MRC Region 4 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Five Milestone

INCLUDED IN ESRP/PRF - TAB 

NRC/MRC Region 5 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Six Milestone

INCLUDED IN ESRP/PRF - TAB 

NRC/MRC Region 6 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Seven Milestone

INCLUDED IN ESRP/PRF - TAB 

NRC/MRC Region 7 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
BCF Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000

YEAR 5
INITIAL CONTRACT PERIOD

Border Control Function YEAR 1 YEAR 2 YEAR 3 YEAR 4

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

ESRP & PRF 1 6/18/2020

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone
SOUTH CENTRAL 
A9-1-1 Routing Services 0.0402 0.0402 0.0402 0.0402 0.0402 0.0402 0.0402 0.0402 0.0402 0.0402
Border Control Function (BCF)

NRC/MRC Region 1 Total 0.0000 124,998.8581 0.0000 124,998.8581 0.0000 124,998.8581 0.0000 124,998.8581 0.0000 124,998.8581 124,998.8581 124,998.8581 124,998.8581 124,998.8581 124,998.8581
Region Two Milestone
SOUTH EAST 
A9-1-1 Routing Services 0.0203 0.0203 0.0203 0.0203 0.0203 0.0203 0.0203 0.0203 0.0203 0.0203
Border Control Function (BCF)

NRC/MRC Region 2 Total 0.0000 124,998.8599 0.0000 124,998.8599 0.0000 124,998.8599 0.0000 124,998.8599 0.0000 124,998.8599 124,998.8599 124,998.8599 124,998.8599 124,998.8599 124,998.8599
Region Three Milestone
METRO 
A9-1-1 Routing Services 0.0135 0.0135 0.0135 0.0135 0.0135 0.0135 0.0135 0.0135 0.0135
Border Control Function (BCF)

NRC/MRC Region 3 Total 0.0000 0.0000 0.0000 124,998.8543 0.0000 124,998.8543 0.0000 124,998.8543 0.0000 124,998.8543 124,998.8543 124,998.8543 124,998.8543 124,998.8543 124,998.8543
Region Four Milestone
NORTH CENTRAL 
A9-1-1 Routing Services 0.3690 0.3690 0.3690 0.3690 0.3690 0.3690 0.3690 0.3690 0.3690
Border Control Function (BCF)

NRC/MRC Region 4 Total 0.0000 0.0000 0.0000 124,998.8571 0.0000 124,998.8571 0.0000 124,998.8571 0.0000 124,998.8571 124,998.8571 124,998.8571 124,998.8571 124,998.8571 124,998.8571
Region Five Milestone
EAST CENTRAL 
A9-1-1 Routing Services 0.0577 0.0577 0.0577 0.0577 0.0577 0.0577 0.0577 0.0577 0.0577 0.0577
Border Control Function (BCF)

NRC/MRC Region 5 Total 0.0000 124,998.8572 0.0000 124,998.8572 0.0000 124,998.8572 0.0000 124,998.8572 0.0000 124,998.8572 124,998.8572 124,998.8572 124,998.8572 124,998.8572 124,998.8572
Region Six Milestone
NORTH EAST 
A9-1-1 Routing Services 0.0912 0.0912 0.0912 0.0912 0.0912 0.0912 0.0912 0.0912 0.0912
Border Control Function (BCF)

NRC/MRC Region 6 Total 0.0000 0.0000 0.0000 124,998.8572 0.0000 124,998.8572 0.0000 124,998.8572 0.0000 124,998.8572 124,998.8572 124,998.8572 124,998.8572 124,998.8572 124,998.8572
Region Seven Milestone
METRO WEST 
A9-1-1 Routing Services 0.1651 0.1651 0.1651 0.1651 0.1651 0.1651 0.1651 0.1651 0.1651
Border Control Function (BCF)

NRC/MRC Region 7 Total 0.0000 0.0000 0.0000 124,998.8569 0.0000 124,998.8569 0.0000 124,998.8569 0.0000 124,998.8569 124,998.8569 124,998.8569 124,998.8569 124,998.8569 124,998.8569
ESRP & PRF Total 0.0000 374,996.5751 0.0000 874,992.0006 0.0000 874,992.0006 0.0000 874,992.0006 0.0000 874,992.0006 874,992.0006 874,992.0006 874,992.0006 874,992.0006 874,992.0006

Emergency Services Routing Proxy & Policy 
Routing Function

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020

INITIAL CONTRACT PERIOD
YEAR 1 YEAR 2 YEAR 3 YEAR 4 YEAR 5



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

ECRF & LVF 1 6/18/2020

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone
SOUTH CENTRAL 
i3 Add-on 0.0215 0.0215 0.0215 0.0215 0.0215 0.0215 0.0215 0.0215 0.0215 0.0215

NRC/MRC Region 1 Total 0.0000 66,963.4281 0.0000 66,963.4281 0.0000 66,963.4281 0.0000 66,963.4281 0.0000 66,963.4281 66,963.4281 66,963.4281 66,963.4281 66,963.4281 66,963.4281
Region Two Milestone
SOUTH EAST 
i3 Add-on 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109

NRC/MRC Region 2 Total 0.0000 66,963.4284 0.0000 66,963.4284 0.0000 66,963.4284 0.0000 66,963.4284 0.0000 66,963.4284 66,963.4284 66,963.4284 66,963.4284 66,963.4284 66,963.4284
Region Three Milestone
METRO 
i3 Add-on 0.0072 0.0072 0.0072 0.0072 0.0072 0.0072 0.0072 0.0072 0.0072

NRC/MRC Region 3 Total 0.0000 0.0000 0.0000 66,963.4268 0.0000 66,963.4268 0.0000 66,963.4268 0.0000 66,963.4268 66,963.4268 66,963.4268 66,963.4268 66,963.4268 66,963.4268
Region Four Milestone
NORTH CENTRAL 
i3 Add-on 0.1977 0.1977 0.1977 0.1977 0.1977 0.1977 0.1977 0.1977 0.1977

NRC/MRC Region 4 Total 0.0000 0.0000 0.0000 66,963.4284 0.0000 66,963.4284 0.0000 66,963.4284 0.0000 66,963.4284 66,963.4284 66,963.4284 66,963.4284 66,963.4284 66,963.4284
Region Five Milestone
EAST CENTRAL 
i3 Add-on 0.0309 0.0309 0.0309 0.0309 0.0309 0.0309 0.0309 0.0309 0.0309 0.0309

NRC/MRC Region 5 Total 0.0000 66,963.4278 0.0000 66,963.4278 0.0000 66,963.4278 0.0000 66,963.4278 0.0000 66,963.4278 66,963.4278 66,963.4278 66,963.4278 66,963.4278 66,963.4278
Region Six Milestone
NORTH EAST 
i3 Add-on 0.0489 0.0489 0.0489 0.0489 0.0489 0.0489 0.0489 0.0489 0.0489

NRC/MRC Region 6 Total 0.0000 0.0000 0.0000 66,963.4279 0.0000 66,963.4279 0.0000 66,963.4279 0.0000 66,963.4279 66,963.4279 66,963.4279 66,963.4279 66,963.4279 66,963.4279
Region Seven Milestone
METRO WEST 
i3 Add-on 0.0884 0.0884 0.0884 0.0884 0.0884 0.0884 0.0884 0.0884 0.0884

NRC/MRC Region 7 Total 0.0000 0.0000 0.0000 66,963.4287 0.0000 66,963.4287 0.0000 66,963.4287 0.0000 66,963.4287 66,963.4287 66,963.4287 66,963.4287 66,963.4287 66,963.4287
ECRF & LVF Total 0.0000 200,890.2843 0.0000 468,743.9961 0.0000 468,743.9961 0.0000 468,743.9961 0.0000 468,743.9961 468,743.9961 468,743.9961 468,743.9961 468,743.9961 468,743.9961

YEAR 5
INITIAL CONTRACT PERIOD

YEAR 1 YEAR 2 YEAR 3 YEAR 4
Emergency Call Routing Function & 

Location Validation Function

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

SI 1 6/18/2020

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone

INCLUDED IN THE ECRF/LVF TAB

NRC/MRC Region 1 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Two Milestone

INCLUDED IN THE ECRF/LVF TAB

NRC/MRC Region 2 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Three Milestone

INCLUDED IN THE ECRF/LVF TAB

NRC/MRC Region 3 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Four Milestone

INCLUDED IN THE ECRF/LVF TAB

NRC/MRC Region 4 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Five Milestone

INCLUDED IN THE ECRF/LVF TAB

NRC/MRC Region 5 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Six Milestone

INCLUDED IN THE ECRF/LVF TAB

NRC/MRC Region 6 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Seven Milestone

INCLUDED IN THE ECRF/LVF TAB

NRC/MRC Region 7 Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
SI Total 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020

Spatial Interface
INITIAL CONTRACT PERIOD

YEAR 1 YEAR 2 YEAR 3 YEAR 4 YEAR 5



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

LDB 1 6/18/2020

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone
SOUTH CENTRAL 
A90101 LDB (ALI) 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109 0.0109

NRC/MRC Region 1 Total 0.0000 33,946.2871 0.0000 33,946.2871 0.0000 33,946.2871 0.0000 33,946.2871 0.0000 33,946.2871 33,946.2871 33,946.2871 33,946.2871 33,946.2871 33,946.2871
Region Two Milestone
SOUTH EAST 
A90101 LDB (ALI) 0.0055 0.0055 0.0055 0.0055 0.0055 0.0055 0.0055 0.0055 0.0055 0.0055

NRC/MRC Region 2 Total 0.0000 33,946.2842 0.0000 33,946.2842 0.0000 33,946.2842 0.0000 33,946.2842 0.0000 33,946.2842 33,946.2842 33,946.2842 33,946.2842 33,946.2842 33,946.2842
Region Three Milestone
METRO 
A90101 LDB (ALI) 0.0037 0.0037 0.0037 0.0037 0.0037 0.0037 0.0037 0.0037 0.0037

NRC/MRC Region 3 Total 0.0000 0.0000 0.0000 33,946.2834 0.0000 33,946.2834 0.0000 33,946.2834 0.0000 33,946.2834 33,946.2834 33,946.2834 33,946.2834 33,946.2834 33,946.2834
Region Four Milestone
NORTH CENTRAL 
A90101 LDB (ALI) 0.1002 0.1002 0.1002 0.1002 0.1002 0.1002 0.1002 0.1002 0.1002

NRC/MRC Region 4 Total 0.0000 0.0000 0.0000 33,946.2859 0.0000 33,946.2859 0.0000 33,946.2859 0.0000 33,946.2859 33,946.2859 33,946.2859 33,946.2859 33,946.2859 33,946.2859
Region Five Milestone
EAST CENTRAL 
A90101 LDB (ALI) 0.0157 0.0157 0.0157 0.0157 0.0157 0.0157 0.0157 0.0157 0.0157 0.0157

NRC/MRC Region 5 Total 0.0000 33,946.2851 0.0000 33,946.2851 0.0000 33,946.2851 0.0000 33,946.2851 0.0000 33,946.2851 33,946.2851 33,946.2851 33,946.2851 33,946.2851 33,946.2851
Region Six Milestone
NORTH EAST 
A90101 LDB (ALI) 0.0248 0.0248 0.0248 0.0248 0.0248 0.0248 0.0248 0.0248 0.0248

NRC/MRC Region 6 Total 0.0000 0.0000 0.0000 33,946.2863 0.0000 33,946.2863 0.0000 33,946.2863 0.0000 33,946.2863 33,946.2863 33,946.2863 33,946.2863 33,946.2863 33,946.2863
Region Seven Milestone
METRO WEST 
A90101 LDB (ALI) 0.0448 0.0448 0.0448 0.0448 0.0448 0.0448 0.0448 0.0448 0.0448

NRC/MRC Region 7 Total 0.0000 0.0000 0.0000 33,946.2853 0.0000 33,946.2853 0.0000 33,946.2853 0.0000 33,946.2853 33,946.2853 33,946.2853 33,946.2853 33,946.2853 33,946.2853
LDB Total 0.0000 101,838.8564 0.0000 237,623.9973 0.0000 237,623.9973 0.0000 237,623.9973 0.0000 237,623.9973 237,623.9973 237,623.9973 237,623.9973 237,623.9973 237,623.9973

YEAR 5
INITIAL CONTRACT PERIOD

YEAR 1 YEAR 2 YEAR 3 YEAR 4

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020

Location Database



 6264 Z1 Cost Proposal Option C ESInet NGCS Revision One

MISC 1 6/18/2020

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone
SOUTH CENTRAL 
Network Monitoring (NMS) 0.0008 0.0008 0.0008 0.0008 0.0008 0.0008 0.0008 0.0008 0.0008 0.0008
UPS 2,880.0000
LABOR 3,486.0000

NRC/MRC Region 1 Total 6,366.0000 2,519.9990 0.0000 2,519.9990 0.0000 2,519.9990 0.0000 2,519.9990 0.0000 2,519.9990 2,519.9990 2,519.9990 2,519.9990 2,519.9990 2,519.9990
Region Two Milestone
SOUTH EAST 
Network Monitoring (NMS) 0.0004 0.0004 0.0004 0.0004 0.0004 0.0004 0.0004 0.0004 0.0004 0.0004
UPS 2,880.0000
LABOR 3,486.0000

NRC/MRC Region 2 Total 6,366.0000 2,519.9979 0.0000 2,519.9979 0.0000 2,519.9979 0.0000 2,519.9979 0.0000 2,519.9979 2,519.9979 2,519.9979 2,519.9979 2,519.9979 2,519.9979
Region Three Milestone
METRO 
Network Monitoring (NMS) 0.0003 0.0003 0.0003 0.0003 0.0003 0.0003 0.0003 0.0003 0.0003
UPS 2,880.0000
LABOR 3,486.0000

NRC/MRC Region 3 Total 0.0000 0.0000 6,366.0000 2,520.0036 0.0000 2,520.0036 0.0000 2,520.0036 0.0000 2,520.0036 2,520.0036 2,520.0036 2,520.0036 2,520.0036 2,520.0036
Region Four Milestone
NORTH CENTRAL 
Network Monitoring (NMS) 0.0074 0.0074 0.0074 0.0074 0.0074 0.0074 0.0074 0.0074 0.0074
UPS 2,880.0000
LABOR 3,486.0000

NRC/MRC Region 4 Total 0.0000 0.0000 6,366.0000 2,519.9999 0.0000 2,519.9999 0.0000 2,519.9999 0.0000 2,519.9999 2,519.9999 2,519.9999 2,519.9999 2,519.9999 2,519.9999
Region Five Milestone
EAST CENTRAL 
Network Monitoring (NMS) 0.0012 0.0012 0.0012 0.0012 0.0012 0.0012 0.0012 0.0012 0.0012 0.0012
UPS 2,880.0000
LABOR 3,486.0000

NRC/MRC Region 5 Total 6,366.0000 2,519.9991 0.0000 2,519.9991 0.0000 2,519.9991 0.0000 2,519.9991 0.0000 2,519.9991 2,519.9991 2,519.9991 2,519.9991 2,519.9991 2,519.9991
Region Six Milestone
NORTH EAST 
Network Monitoring (NMS) 0.0018 0.0018 0.0018 0.0018 0.0018 0.0018 0.0018 0.0018 0.0018
UPS 2,880.0000
LABOR 3,486.0000

NRC/MRC Region 6 Total 0.0000 0.0000 6,366.0000 2,520.0002 0.0000 2,520.0002 0.0000 2,520.0002 0.0000 2,520.0002 2,520.0002 2,520.0002 2,520.0002 2,520.0002 2,520.0002
Region Seven Milestone
METRO WEST 
Network Monitoring (NMS) 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033 0.0033
UPS 2,880.0000
LABOR 3,486.0000

NRC/MRC Region 7 Total 0.0000 0.0000 6,366.0000 2,520.0002 0.0000 2,520.0002 0.0000 2,520.0002 0.0000 2,520.0002 2,520.0002 2,520.0002 2,520.0002 2,520.0002 2,520.0002
MISC Total 19,098.0000 7,559.9960 25,464.0000 17,639.9999 0.0000 17,639.9999 0.0000 17,639.9999 0.0000 17,639.9999 17,639.9999 17,639.9999 17,639.9999 17,639.9999 17,639.9999

YEAR 5
INITIAL CONTRACT PERIOD

YEAR 1 YEAR 2 YEAR 3 YEAR 4

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020

Miscellaneous
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1

Bidder Name:
Date (MM/DD/YYYY):

Year 6 Year 7 Year 8 Year 9 Year 10
NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ NRC MRC¹ MRC¹ MRC¹ MRC¹ MRC¹ MRC¹

Region One Milestone
SOUTH CENTRAL 

TSP Provisioning installation and/or Restoration priority 578.0000
TSP Restoration priority for Leased Access, per Local 
Access circuit
TSP Priority Level Change
TSP Administration and Maintenance

NRC/MRC Region 1 Total 578.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Two Milestone
SOUTH EAST 

TSP Provisioning installation and/or Restoration priority 578.0000
TSP Restoration priority for Leased Access, per Local 
Access circuit
TSP Priority Level Change
TSP Administration and Maintenance

NRC/MRC Region 2 Total 578.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Three Milestone
METRO 

TSP Provisioning installation and/or Restoration priority 578.0000
TSP Restoration priority for Leased Access, per Local 
Access circuit
TSP Priority Level Change
TSP Administration and Maintenance

NRC/MRC Region 3 Total 0.0000 0.0000 578.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Four Milestone
NORTH CENTRAL 

TSP Provisioning installation and/or Restoration priority 578.0000
TSP Restoration priority for Leased Access, per Local 
Access circuit
TSP Priority Level Change
TSP Administration and Maintenance

NRC/MRC Region 4 Total 0.0000 0.0000 578.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Five Milestone
EAST CENTRAL 

TSP Provisioning installation and/or Restoration priority 578.0000
TSP Restoration priority for Leased Access, per Local 
Access circuit
TSP Priority Level Change
TSP Administration and Maintenance

NRC/MRC Region 5 Total 578.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Six Milestone
NORTH EAST 

TSP Provisioning installation and/or Restoration priority 578.0000
TSP Restoration priority for Leased Access, per Local 
Access circuit
TSP Priority Level Change
TSP Administration and Maintenance

NRC/MRC Region 6 Total 0.0000 0.0000 578.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Region Seven Milestone
METRO WEST

TSP Provisioning installation and/or Restoration priority 578.0000
TSP Restoration priority for Leased Access, per Local 
Access circuit
TSP Priority Level Change
TSP Administration and Maintenance

NRC/MRC Region 7 Total 0.0000 0.0000 578.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000
Opt. Svc NGCS Total 1,734.0000 0.0000 2,312.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000 0.0000

YEAR 5

Centurylink  (NGCS & ESINET Solution 2) 
6/3/2020

Optional Svc for NGCS
INITIAL CONTRACT PERIOD

YEAR 1 YEAR 2 YEAR 3 YEAR 4
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Bidders are instructed to complete a Matrix for Emergency Services Internet Protocol (IP) network (ESInet).  Bidders are required to describe in detail how bidder’s 
proposed solution meets the conformance specification outlined within each Requirement. The matrix is used to document and evaluate bidder’s response to the 
requirements.   
 
The matrix should indicate how the bidder intends to comply with the requirement and the effort required to achieve that compliance.  It is not sufficient for the bidder 
to simply state that it intends to meet the requirements of the RFP.  PSC will consider any such response to the requirements in this RFP to be non-responsive and 
the bid may be rejected.  The narrative should provide The Public Service Commission (PSC) with sufficient information to differentiate the bidder’s business solution 
from other bidders’ solutions. Bidder shall not refer to other sections as a response. Even if the response is an exact duplicate of a previous response, the details 
shall be provided in the same paragraph as the requirement. Bidder shall not include pricing information in the description and shall not refer the reader to pricing. 
 
The bidder must ensure that the original requirement identifier and requirement description are maintained in the matrix as provided by PSC.  Failure to maintain 
these elements may render the bid non-responsive and result in for rejection of the bidder. 
 
The bidder’s response to each of the below requirements shall include an indication on the level of compliance that can be met. (Complies, Complies Partially, 
Complies with Future Capability, Does Not Comply) Bidder shall respond by placing an “X” in only one checkbox per requirement. Failure to complete this process 

properly will be treated the same as “Does Not Comply,” and may result in the rejection of the response form. 
 

1. Complies: Bidder’s proposal complies with the RFP requirements and the products/services are included in the base price, are currently developed, 
generally available, and successfully deployed. Responding with “Complies” or “Complies with Future Capability” shall mean the bidder’s solution 
meets or exceeds the requirement regardless of any comments included as additional information. 

 
2. Complies Partially: Bidder’s proposal addresses the RFP requirements through another method that currently is developed and available for 

implementation (i.e., shall be generally available), or the solution complies with some, but not all of the requirements. Bidder is responsible for 
clearly explaining how the proposed solution does not fully comply.  

 
3. Complies with Future Capability: The RFP requirements will be met with a capability delivered at a future date. This response shall include a 

calendar quarter and year in which the requirement will be met with a generally available product or service at no additional cost. 
 

4. Does Not Comply: Bidder’s proposal does not/cannot meet the specific RFP requirement. 
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Req 
Identifier 

Requirement Description 

Comply 
 
X 

Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

GEN-1 

Bidder  Response: 

CenturyLink has a future-focused vision of NG9-1-1 that involves providing a comprehensive and 
innovative suite of technology products and services to the Public Safety Sector. Our NG9-1-1 
solution is designed to deploy a highly scalable IP network that uses the nationwide CenturyLink fiber 
network combined with applications and professional services from best-in-class third-party 
providers. 

For customers such as State of Nebraska and PSAPs, CenturyLink provides a complete solution that 
includes professional installation, project management, training, network surveillance and more. Our 
robust network can support the delivery of text messages, images, video, telematics, building plans 
and medical information using a common closed user group network. To ensure high availability, our 
network uses an active-active architecture that prevents a single disaster from impacting a NG9-1-1 
enabled system. 

CenturyLink routes emergency calls across our MPLS (Multiprotocol Label Switching) network. 
network ensures redundancy and resiliency using multiple routing configurations. 

Our MPLS network also ensures a high security posture, which is enabled through the use of closed 
user groups that isolate traffic. Customer data is also encrypted on the CenturyLink MPLS Virtual 
Private Network. 

To ensure high availability, the CenturyLink network is managed by personnel in our National 
Network Operations Center. These personnel optimize the performance of our network and monitor 
deviations from our 100% uptime target. 

For our customers’ additional peace of mind, CenturyLink also provides top-tier Service Level 
Agreements (SLAs) that cover latency, time to repair, and packet delivery for all classes of service. We can support the State of Nebraska and NE 
PSAP’s ESINet for data sensitive applications such as real-time video, multimedia, and voice. 

To ensure cost conscious NG9-1-1 migrations and services, CenturyLink partners with selected third-party hardware and software manufacturers 
that specialize in the design, development, maintenance and evolution of high-quality products and applications. We also partner with local 
companies that allow us to meet our contractual obligations and meet our commitments for prompt, courteous and professional support services. 
Our projects are managed by experienced project managers and every member of the CenturyLink family is made aware of our network’s health. 

NENA Industry Collaboration Events (ICE) 

CenturyLink and our vendor are active participants in NENA’s Industry Collaboration Events for system interoperability. CenturyLink and our 
vendor have participated in the NENA ICE 2, ICE 4, ICE 5, ICE 6, ICE 7, and ICE 8 events. 

 
 
 

 NENA i3 Compliance 

 A CenturyLink Managed IP 
Network 

 Custom Designed and Expandable 
Public Safety Software Applications 

 Expandable Data Storage 
Capabilities 

 Highly Accurate ALI and ANI Data 
Sets 

 The Highest Security Posture 

 24x7x365 Network Monitoring and 
Technical Support 

 Rapid NG9-1-1 Implementation and 
Migration 

 Cost Conscious Public Safety 
Services and Products 

CenturyLink NG9-1-1 Vision 
Statement 
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CenturyLink and our vendor participated in the ICE 4 event, held at the CenturyLink Center for Learning in Irving, Texas in November 2011.  
CenturyLink and our vendor tested its solutions to demonstrate i3 interoperability in a multi-vendor NG9-1-1 environment. The areas of focus for 
CenturyLink’s i3 interoperability testing included the following functional elements as part of its i3 solution: 

 Emergency Call Routing Function (ECRF) 

 Location Validation Function (LVF) 

 PSAP Call Processing Equipment (VIPER®) – PSAP CPE 

Other products tested include IPSR, ESRP, i3 PSAP, ECRF, LVF, and PRF. 

At ICE 5 during the week of October 15, 2012 CenturyLink and our vendor successfully tested our SMS Text to 9-1-1 (TXT29-1-1) solution which 
includes our Emergency Text Gateway product along with the Power 911 product. 

NENA ICE 8, which CenturyLink and our vendor participated in with the Intrado VIPER and Power 911 systems, demonstrated interaction of 
Logging and Recording vendors on an i3 system. 

The ICE 6 event was focused on comprehensive end-to-end functionality, interaction between vendor elements (external interfaces) and 
interoperability testing. CenturyLink and our vendor participated with its VIPER and Power 911 systems as well as with its LIS/LDB.  

Most recently at ICE 7, CenturyLink and our vendor tested its Additional Data Repository (ADR) and Location (LIS) server products. 

CenturyLink and our vendor will continue to participle in the upcoming ICE events. NENA ICE events play an important role in enabling and 
accelerating the transition from today’s legacy 9-1-1 systems to Internet Protocol (IP)-based next-generation 9-1-1 networks. CenturyLink and our 
vendor are also involved with the ICE Planning Committee and the Steering Committee. 

At CenturyLink we are veterans of technology evolutions.  We have seen them all.  Our experience has taught us to move into new eras of technology 

by first paying attention to foundations.  Foundations matter.  At CenturyLink our foundation is our Public Safety Grade ESInet. 

• The Foundation – CenturyLink’s Public Safety Grade ESInet.  CenturyLink’s i3 compliant, IP-based ESInet is designed to be reliable, resilient 

and secure and is designed to be interconnection with ESInets nationwide.  Monitored 24/7/365 by our Public Safety NOC, PSAPs can 

confidently journey to NG9-1-1 with a partner that has decades of experience managing complex networks.  Additionally, CenturyLink 

provides a 24/7/365 help desk and trouble reporting system.  PSAPs can connect to CenturyLink’s ESInet via multiple, scalable access 

methods that provide flexibility and diversity. 

• Building Block #1 - Next Generation Core Services (NGCS).  CenturyLink’s i3-compliant NGCS deliver the next generation of functionality 

promised by NG9-1-1 including Text 2 9-1-1, video/pictures, GIS-based routing and many new types of data.  CenturyLink is committed to 

following i3 standards as they continue to evolve thus “future proofing” PSAPs for the years ahead. We provide backward compatibility to 

allow for legacy call routing and reporting services. 
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• Building Block #2 - NG9-1-1 enabled applications. Applications power PSAPs and enable them to save lives and property every day.  

CenturyLink attaches a full range of Public Safety applications to its ESInet including Call Handling, CAD, Mapping and Recording. 

• Building Block #3 – Geospatial information.  In the future, 9-1-1 calls will be routed across ESInets using geospatial information that will 

enhance caller location determination and provide flexibility in dealing with a range of emergency situations.  This evolution from call routing 

based on simple, fixed information to call routing based on geospatial information will require Public Safety professional to prepare their GIS 

data and manage it.  CenturyLink’s consulting services and geospatial information tools can help prepare PSAPs for the exciting future of 

NG9-1-1.  

• Building Block #4 – Cyber security protection.  CenturyLink’s connected security is built into our foundation - the CenturyLink ESInet.  

Because security is built in, we see more intrusive activity and we stop it. Our proactive monitoring and response security solutions are 

designed to keep the State of Nebraska ESInet and applications online all the time. 

• Building Block #5 – Storage.  The journey to NG9-1-1 is driving an explosion of new data that needs to be stored.  Whether the data is 

video/pictures from a crash scene or from the body camera of a police officer, CenturyLink’s cost effective and scalable solutions will ensure 

your data is always available. 

• Building Block #6 – Data Analytics.  The growing set of NG9-1-1 data provides Public Safety professionals the opportunity to learn from that 

data.  CenturyLink’s data analytics solutions enable Public Safety professionals to make decisions about the future based on their data.  
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Why CenturyLink’s Vision Matters 

CenturyLink’s public safety vision has been designed to help the State of Nebraska evolve into NG9-1-1 with the confidence that decisions made today will enable 

decisions that need to be made in the future. CenturyLink’s foundation, our CenturyLink ESInet, has been built to integrate all elements of the NG9-1-1 journey.  

CenturyLink’s vision provides flexibility and options.  Nobody knows exactly what NG9-1-1 will look like 10 years from now.  Standards will evolve.  Technology will 

change.  Given that uncertainty, beginning the journey of NG9-1-1 on a flexible foundation is essential.   

 

It matters who you chose as your partner in Public Safety 

CenturyLink clearly understands what is at stake with a journey to NG9-1-1 - Lives!  Our experience delivering ESInets, NG core services, and Public Safety 

applications in a secure and reliable environment will provide the State of Nebraska the confidence that first responders across the state will be able to quickly 

respond in times of need.  Decades of experience providing 9-1-1 solutions in our local communities have positioned CenturyLink to be the service provider of choice 

for complex NG9-1-1 implementations.  You can trust CenturyLink to be your partner for the journey. 

s  

Gen 1 - CenturyLink’s NG9-1-1 Vision: An Integrated Solution Built on a Solid Foundation 
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Together, we can save more lives. 

The following information highlights the experience CenturyLink has in providing E-911 equipment and services, as well as involvement in relevant industry forums: 

 Provides a variety of 9-1-1 equipment and services in 32 states 

 Serves approximately 1,400 individual PSAPs representing 28,000,000 callers 

 ALI database provider for 20+ years 

 Currently manage over 25 million ALI database records 

 Dedicated Tier 2 and Tier 3 Public Safety Services Support team providing 24/7 service 

 CenturyLink has successfully implemented several statewide Next Generation 911 Solutions.  

 Key established relationship with many of the major 911 Equipment and Service Providers in the United States. 

 Participated in the following industry forums: 

– Displayed and presented at the 2018 RSA Cybersecurity Conference in San Francisco, CA 

– Displayed and presented at the 2018 Black Hat Cybersecurity Conference in Las Vegas, NV 

– Participated at East/South/Midwest/West and Annual National Association of State Technology Directors (NASTD) Meetings 

– Participated in Mid-Year and Annual National Association of State Chief Information Officers (NASCIO) 

– Jeff Storey is a member of the President’s National Security Telecommunications Advisory Committee (NSTAC) 

– Actively participating on numerous NENA technical and operations committees in support of NG911 standard development 

– Maintains a National Public Safety division who collaborates with subject experts  

– Participated in over 20 State Digital Government Summits 

– Displayed and presented at multiple regional NENA events   

The role of ensuring Public Safety is a significant responsibility! We take our job serious. Human lives and property are at stake; there is no margin for error in 
Public Safety. PSAPs have to be able to trust their service provider/partner. Our customers can trust CenturyLink. We are financially stable, own and operate a 
world class network and hosting facilities and have assembled a team of experienced IT and Public Safety professionals. We have demonstrated a commitment to 
the communities we serve as well as the entire 911 market. 

Any additional documentation can be inserted here: 
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Any additional documentation can be inserted here: 

 

 

GEN-2 

Proprietary Solutions and Standards 

1. Describe any use of proprietary standards, interfaces, or protocols in bidder’s proposed solution.  
2. Describe any patented technology in the proposed solution, who owns the patent and describe any 
licensing arrangements. Disclose any technological limitations, in the response. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

 1. CenturyLink’s NG9-1-1 solution does not employ any proprietary standards, interfaces, or protocols in our network design. All standards, 

interfaces, and protocols used are industry standard.   

2.  CenturyLink represents that it has all intellectual property rights to provide the offered solution. There are no technical limitations based on 

patents or other intellectual property rights. 
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GEN-3 

System and Network Architecture  

The Commission is seeking a Public Safety Grade Next Generation 911 System. System and 
network architecture, including the design and deployment of interface functions and security 
measures, shall comply with current NENA i3 requirements as established in NENA-STA-010.2-
2016, NENA Detailed Functional and Interface Standards for the NENA i3 Solution. Describe how 
the solution meets or exceeds the requirements in Section V.D.1.b. of the RFP. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The solution presented within this response complies with the NENA-STA-010.2-2016 and NENA detailed functional interface standards for the 
NENA i3 solution. Below is a summary of how CenturyLink meets the requirements as referred to in V.D.1.b of the RFP. 

Reliability 

There are many contributing factors, both physical and logical, that lead to a public safety grade, reliable 9-1-1 infrastructure. The main components 
include, but are not limited to 

 Geographic diversity of the Core and local PSAP equipment and applications 

 Diverse and redundant network architecture 

 Secure facilities and protected infrastructure 

 Active adherence to, and participation in, industry standards 

 Extensive lab integration and ongoing testing/validation 

Availability 

CenturyLink’s NG9-1-1 solution achieves 99.999% service availability 24x7x365 for call processing and has no single point of failure that will disrupt 
the ability to provide on-going call processing. All functions necessary for call processing are deployed in a highly available configuration and 
duplicated across core sites and LNGs. Transactions or call traffic divert to available components on failure or degradation of service of a given 
functional component or a loss of a physical site. IP transport paths for critical service components are redundant and designed for multipath IP 
packet delivery so the failure of a given IP transport mechanism does not affect overall service availability. 

The NGCS and ESInet components are designed and configured for continuous operation. is calculated from the time an outage begins that impacts 
call processing ability, until such time that the call processing ability is restored. 

All network routing infrastructure is designed and deployed in an N+1 model. N+1 redundancy provides a minimum of one additional unit, module, 
path, or system in addition to the minimum required to satisfy the base connectivity, ensuring that a failure of any single component at a given 
diverse site, such as an LNG, will not render the location inoperative. All network connectivity is established via dynamic routing protocols. The use 
of dynamic routing protocols allows the routers to automatically discover each connected network and adapt to changes in the network topology. 

CenturyLink’s NG9-1-1 solution implements a design of redundancy upon redundancy. Individual processing elements are redundant at each core 
site and core sites are redundant to each other. The failure of any given component at a core site will not prevent that core site from processing 9-1-1 
calls. If a dual failure does occur at a single core site, or a single core site somehow becomes unavailable, calls are processed at the alternate 
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geographically diverse core site—giving the solution multiple levels of redundancy. Each core site can process any 9-1-1 call. The core sites are 
geographically distributed across the United States and a unique regional disaster will not remove the ability for CenturyLink’s NG9-1-1 solution to 
process 9-1-1 calls, assuming telecommunication transport services for the impacted region are operable.  

The core routing and intelligence of the solution provides the State with immediate scalability in call routing and data delivery. The core network and 
NG9-1-1 services are designed to support very large volumes with geographic diversity of core processing centers. The end result is an 
infrastructure that is public safety grade with respect to capacity, reliability, scalability, and redundancy.  

Geographically distributed solution ensures high availability in the event of regional service impacting events or disasters. The solution consists of 
the following high availability components:  

 Geographically redundant core processing sites 

 Local and redundant Aggregation Sites for TDM call ingress and egress.  

 Flexible and redundant points of interface for IP ingress.  

 Ethernet Private WAN for “any-to-any” Ethernet networking between Core and Aggregation Sites.  

 Redundant and logically diverse connection facilities from CenturyLink’s NG9-1-1 solution NGCS core sites to the Public Safety Answering 
Point (PSAP) for delivery 9-1-1 calls.  

Core Sites work in an active-active mode; calls are distributed across all core sites. The architecture is more than capable of processing all the 9-1-1 
calls for the state of Nebraska; therefore, there is no need for NGCS capacity supplementation as the Nebraska PSAPs on-board to CenturyLink’s 
NG9-1-1 solution service.  

CenturyLink will conduct major and minor planned and critical unplanned events for all NG9-1-1 Services, system maintenance, or upgrades that 
may impact any of the customer PSAPs. CenturyLink event team personnel will keep the customer informed of event progress. CenturyLink adheres 
to stringent, internal event plan processes and procedures to include step-by-step execution procedures with the associated time frames, back-out 
procedures, and baseline and validation testing. CenturyLink will include the required back-out time within the scheduled maintenance time frame. 

Security 

Secure communications are retained through the following measures, as recommended in NENA-INF-015.1-2016, Section 3.2: 

a) Rivest–Shamir–Adleman (RSA)-based public-key cryptography using X.509 certificates to authenticate elements, agencies and agents. 
Mutual authentication must exist between both ends of a communication. 

CenturyLink will manage credentialing and issuing digital certificates to help ensure protection and security as defined within section 6 of NENA-
STA-010.2-2016. 

CenturyLink verifies credentialed devices or that carriers are authorized access in the following manner: 

 Client certificates are issued by a trusted Certificate Authority (CA) are required in order to access I3 services 

 CenturyLink validates all x.509 certificates with a trusted, key signing, CA 
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All systems utilize the highest capabilities of protection and authentication available, including IPSec and SSL VPN technology for remote access 
from un-trusted networks, SSH for encrypted management capability, and two-factor authentication for remote access to sensitive applications along 
with digital certificate verification. 

b) An eXtensible Access Control Markup Language (XACML)-based data rights management (DRM) system to control authorization. 

CenturyLink’s dual-factor Authentication, Authorization, and Accounting (AAA) System uses XAMCL to control access to all IEN Voice administrative 
functions based on section 6.5 of the NENA-STA-010.2-2016. 

c) Advanced Encryption Standard (AES)-based encryption to provide confidentiality  

The solution employs AES 256 encryption-in-transit on our own networks and on networks not under our direct control. Encryption is achieved either 
using SSL/TLS or IPSEC. CenturyLink uses AES encryption for data in-transit while crossing untrusted networks, e.g., outside the secure 
CenturyLink boundary-controlled network. AES encryption is also used to encrypt all “data at rest” inside the secure CenturyLink network, and no 
data is stored “at rest” in the CenturyLink DMZ network region 

d) Secure Hash Algorithm (SHA)-based, digest-based digital hashing to provide integrity protection 

All CenturyLink systems that participate in secure inter-machine, client-server, and user administrator transactions do so under the protection of SHA 
secured session control. 

e) Digital Signature (Dsig)-based digital signatures to provide non-repudiation 

Where applicable, we support Dsig to ensure the authenticity of data we receive from customers, as well as Dsig sign data we originate and transfer 
to the customer. 

Network Traffic Restrictions 

All data navigating CenturyLink’s NG9-1-1 solution system and data access is strictly for public safety use as required in NENA-STA-010.2-2016. 
Commercial and non-public safety data and access is prohibited from sharing the system. 
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GEN-4 

General Requirements – Capacity- Initial Design and Deployment 

The bidder’s initial design and deployment of the ESInet and NGCS elements, including all 
components and physical network segments, shall provide capacity that will support current and 
planned ESInet traffic and usage that occurs as a result of data sharing in, and between, all 
participating PSAPs, the Commission, and designated support agencies. Additionally, the system 
and network design shall allow for 50 percent traffic and usage growth for the life of the contract. All 
current and potential core functions and applications shall be considered, e.g., call-handling 
systems, CAD, logging, GIS data, streaming media, real-time text (RTT), IP traffic, traffic 
management systems, communications systems, and incident management systems. Describe how 
bidder’s solution will meet or exceed the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

CenturyLink’s NG9-1-1 solution network is built with significantly more capacity than necessary to allow for component failures and/or maintenance 
that will not impact customer call processing. According to NENA 9-1-1 Statistics (http://www.nena.org/?page=911Statistics ) approximately 290 
million 9-1-1 calls occur annually in the United States, which equate to approximately 7.7 emergency calls originating every second. A “busy hour” 
call rate can be estimated at ten times the average call rate or approximately 77 calls per second.  

CenturyLink’s NG9-1-1 solution network can successfully process all State of Nebraska 9-1-1 calls even under severe loads that may occur during 
unusual events such as extreme weather. 

CenturyLink’s NG9-1-1 solution is capable of handling current and planned IP traffic and usage plus 50 percent capacity growth over the term of the 
contract. CenturyLink can easily scale IP capacities through simple provisioning processes, eliminating the need for additional network buildouts, and 
enabling customers to increase capacities within a few weeks vs. months. CenturyLink will work with the State of Nebraska for capacity planning and 
to mutually agree on ordering timeframes. This methodology provides the State of Nebraska with a cost-effective solution in the near term and allows 
for growth based on coordinated agreements. 

http://www.nena.org/?page=911Statistics
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GEN-
5 

Capacity - Scalable Deployment 

As the Commission migrates toward a fully compliant NG911 environment, additional PSAP functions 
will transition to the systems and network. The bidder’s systems and network solution shall be designed 
and deployed in a way that is easily scalable, with the capability to grow in both capacity and coverage 
without disruption in service. Describe in detail how the solution meets or exceeds the above 
requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution provides a fully compliant, scalable environment in the existing LNG and ESInet core infrastructure. Currently the 
LNGs operate with redundancy at each location and are configured at 20-40mb on 100mb Ethernet circuits or 40mb on 45mb DS-3 based circuits. 
Future configurations will include GIGE interfaces. Therefore, the bandwidth is expandable in a short timeframe with no need for a forklift upgrade. 

CenturyLink’s NG9-1-1 solution network is capable of bandwidth growth at each network element, existing end sites, and future end sites without 
sacrificing reliability of the solution. The solution is capable of interconnecting to other national- and/or state-level ESInets via open standards-based 
interfaces. CenturyLink’s NG9-1-1 solution model is deployed from a network perspective with a 2N redundancy model – each remote site is 
provisioned with twice as much bandwidth as is required to serve the total number of TDM voice trunks provisioned at the site. 

The network has the scalability to adjust bandwidth to changing needs easily, quickly, and with minimal operational impact. The bandwidth for each 
data center will support the bandwidth requirements and ease of future growth of the PSAP network. 

IP network transport used by CenturyLink’s NG9-1-1 solution will initially be sized to comply with specified network bandwidth requirements. 
CenturyLink’s NG9-1-1 solution IP network is monitored for capacity trends that indicate the need for proactive growth of the ESInet. As the needs of 
the State grow, local PSAP connectivity bandwidth will be scaled up or down by a change order process or through procedures as defined in the SLA 
and/or contract. 
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SEC 1 

Security - Cybersecurity  

For the purposes of this RFP, cybersecurity (security) is considered to be the established systems and 
processes focused on protecting computers, networks, programs, and data from unintended or 
unauthorized access, modification, or destruction. 
 
Security Requirements and Standards 

The security requirements established in applicable standards listed in Section V.D.1. Table 1 of the 
RFP apply equally to all elements of the system requested in this RFP, including but not limited to 
components located in the following building types:  

 1. Data centers 
 2. Network-housing structures  
 3. Regeneration sites and other buildings housing any element or device that is part of the overall 

system. 
 
Describe how the solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

We maintain a model cybersecurity plan that we adapt for every client. It is based on a frequently updated threat analysis that is used to modify a 
basic stance to meet the needs of each network and dataset we are charged to protect. 

In designing its products and services, CenturyLink employs guidance contained in NENA Technical Information Document 03-501, Network Quality 
Assurance; NENA 75- 001, Security for Next-Generation 9-1-1 Standard (NG-SEC) and NENA 75-502, NG-SEC Audit Checklist. 

Data Center Physical Security: All solution data is stored and backed up in CenturyLink data centers. Primary storage and backup devices are 

placed in CenturyLink secure cages. Access to these secure cages are limited to only authorized CenturyLink 911 support teams. All vendors must 
be escorted by CenturyLink technicians.  

Host PSAP Physical Security: CenturyLink requires all Host PSAP locations to provide a secure location at the Host PSAP centers for all backroom 

NG9-1-1 network interfacing equipment (NID). The backroom is secured at all times and only authorized personnel should have access to these 
backrooms. For sites that do not have a secure backroom, CenturyLink has included as part our proposal a 7-foot locking cabinet.  

NG9-1-1 ESInet: CenturyLink deploys its ESInets on our secure and private MPLS network. Our adaptive networking provides greater resiliency, 

control, and automation. With our Connected Security, we have built security into our network. Connected Security means the network acts as a 
threat sensor and a proactive defense platform. There are two basic concepts behind achieving Connected Security – the more you see, the more 
you can stop. With Connected Security, we are identifying threats sooner through global visibility and blocking threats to help protect our customers.  

Connected Security from CenturyLink begins with our ability to See More and to sense threats. Unlike other IP Service Providers, CenturyLink has 
made major investments over the years to instrument our global backbone to perform as a threat sensor.  

We have harnessed the power of our global visibility to act against malicious activity through our continued investments to enhance our Visibility and 
our Expertise.  
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Visibility: Because of our expansive global backbone, Black Lotus Lab’s, CenturyLink’s threat research and operations arm, has access to the best 

raw data platforms for deriving our threat intelligence. This global data powers our ability to identify and monitor threats around the world.  

The Black Lotus Labs team baselines the behavior of the CenturyLink global backbone by ingesting and analyzing billions of data records daily and 
uses this baseline to detect anomalies.  

Sophisticated machine learning algorithms and big data analytics are applied to classify the anomalies that have been detected on our backbone. 
Through advanced automation, classified threats are validated in near real-time to help reduce noise, false positives and prioritize event response for 
our customers. 

 

SEC 1 Cybersecurity – Visibility Drawing 1 

Every day the Black Lotus Labs team of threat researchers and experts tackles the complexity of protecting one of the world’s largest IP backbones 
24/7. The original threat discovery and validation done by the Black Lotus Labs threat intel team drives the fidelity of our network-based intelligence. 
Proof Point: They discover over 680 new C2 networks per month and actively track 18,000 known C2s daily.  
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Black Lotus Labs leverages an extensive network of Honeypots known as a “HoneyNet”. Each honeypot within the honeynet broadcasts a variety of 
seemingly valuable, but innocuous resources for threat actors to attack.  Black Lotus Labs then logs attacker tactics, techniques and procedures 
(TTP) for analysis and uses advanced machine learning models to validate and produce trusted and actionable threat intelligence.  

Stop More Because of our highly distributed network edge and deep peering, our backbone can sense and then block attacks closer to the source. By 
shifting the first line of defense upstream, our network acts a defense platform, detecting and blocking malicious activity before it impacts the 
customer environment 

 

SEC 1 Cybersecurity – Visibility Drawing 2 

And CenturyLink is in a unique position to defend against bandwidth-intensive volumetric DDoS attacks, as we can have the network capacity to 
absorb and/or drop bad traffic entering our global network at the edge and direct it to scrubbing centers only when needed, reducing latency and 
improving performance during attack mitigation for our customers.  

Through a robust portfolio of network-integrated, cloud-delivered security solutions, we help deliver Connected Security for our customers.  

See More: On the See More side, we have ATI and SLM to sense both internal and external threats. Stop More: On the Stop More side, we have 
DDoS Mitigation and ANS to turn the network into a proactive defense platform.  

All can be supported by market-leading, managed security services if you don’t want to manage your security environment on your own. Our portfolio 
of solutions is informed by what we see on the CenturyLink backbone, our 8 global Security Operations Centers, as well as original threat discovery 
from our Black Lotus Labs threat research and operations team. 
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SEC 1 Cybersecurity – Visibility Drawing 3 

This approach to security has made CenturyLink a leader in cybersecurity. CenturyLink provides cybersecurity services to over 40 federal 
government agencies and 1,500 Enterprises. We are:  

2. One of only two service providers for the Defense Information System Agency (DISA) national transport backbone network  

3. CenturyLink carries 100% of DoD Internet traffic  

4. We are the advisors to the Department of Homeland Security, DOD, DOI, Cybersecurity Council and other multiple federal agencies  

5. 1,500 Enterprise Security Clients, 250 Researchers, Testers, GIAC  

6. 30 – Certified Intrusion Analysts and 30+ Security Consultants possessing 750+ combined experience  

7. Over 5,000 security installations under management  

8. 8 Global Cybersecurity Centers  

Trusted Cybersecurity Vendor of DoD, DHS, and multiple federal agencies: If the DoD, DHS, multiple federal agencies, and over 1,500 global 

enterprise customers trust CenturyLink for their critical network transport and cybersecurity, The State can be assured we will apply the same 
practices to protect all critical data that rides the State NG9-1-1 ESInet. Security is built into the CenturyLink ESInet. CenturyLink’s private MPLS 
network, which carries 9-1-1 traffic is isolated from CenturyLink’s Internet networks. A general view of the CenturyLink 9-1-1 architecture looks like 
this: 
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SEC 1 – Cybersecurity – NG9-1-1 Architecture 

Security must be a part of every domain of this network.  Physical security and application level security is imperative: 

 

Our approach is to create isolated security domains across our solution. Each domain has built-in and evolving security, including across the NGCS 
and ESINets, at the Central Offices, fiber huts, data centers and up to and including the PSAPs and Host Centers. 

Our CenturyLink Public Safety and Security Operations implementation team uses industry standards for our NG9-1-1, i3 and security best practices 
documents to warrant consistency and transparency between OSPs, Call Handling Equipment (CHE) providers and other 9-1-1 integrators. We also 
work with our vendor vendors to ensure global interoperability all the way to the PSAP. CenturyLink follows both the Physical Security and logical 
security Guidelines as outlined in the Nena” Security Document NENA Security for Next-Generation 9-1-1 Standard (NG-SEC) NENA 75-001” which 
includes: 

 ESInet security. Our ESInet maintains an information security policy derived from the ISO 27000 suite of standards and observes practices 
and standards accordingly. CenturyLink has implemented controls that address the policy concerns of the NENA 75-001 NG-SEC security 
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standard. CenturyLink separates physically and logically ESInet functions into separate security domains. This methodology provides a clear 
demarcation of NGCS functions and security requirements from Managed CPE functions and security requirements. 

 CenturyLink’s NGCS Solution, access control is provided through the Border Control Function/Session Border Controller (BCF/SBC) at the 
NGCS datacenters, this secures and segments the core functions to the transport network for the PSAP and external data sources which all 
remain in separate security domains. All messaging transiting the network uses SIP. If not delivered in SIP natively, it must be interworked to 
SIP using the Protocol Interwork Function (PIF) of the Legacy Network Gateway (LNG). PSAP BCF/SBC are included part of this service as 
well that will terminate secure traffic to the PSAP and expect to hand off to the endpoint PSAP via customer provided call handling 
equipment firewall/BCF or SBC.  

 The CenturyLink’s NGCS Solution and ESInet are provided with an array of BCFs/firewalls that inspects all traffic transiting the network 
edge. This device will employ both application and network layer protection and scanning capability as well as mitigates lower layer protocol 
attacks.  The BCF provides Denial of Service (DoS) and Distributed Denial of Service (DDoS) detection and protection. Our network 
supports standard the use of firewall rules, access control lists (“ACLs”), virtual local area networks (“VLANs”), virtual private networks 
(“VPNs”), and Secure Sockets Layer (“SSL”) protocols to control network traffic and access. These protective measures are supplemented 
with aggressive physical security for our datacenters and secure delivery of SIP traffic to the PSAP BCF. 

 Our network infrastructure is built to withstand sophisticated attacks (including DDOS) by means of a defense in depth strategy.  We employ 
high availability systems with redundancy at geographical, carrier, circuit, power, application, and system levels.  System/Application 
availability is safeguarded with clustering and load balancing techniques.  Furthermore, our security architecture employs defenses that 
include, but are not limited to, Stateful packet inspection firewalls, IDS/IPS, multi-factor authentication, strong encryption, anti-virus/anti-
malware, and vulnerability/patch management solutions.  All inter-zone traffic is restricted to only the necessary protocols/destinations, both 
ingress and egress. 

 Building and Physical Access Control  

 Hardened defined external perimeters, hardened outer walls with no openings available for exploitation, access control lists and at least two 
automated ID sensors such as palm-print readers, etc. Visits by uncleared individuals must be approved in advance. All visitors are 
escorted. 

 Entity identification badges, building access cards, building keys, and/or any other form of recurring access that does not require approval at 
the time of access shall be sponsored by a NG9-1-1 Entity management person. Appropriate local, state and federal laws and guidelines 
shall be followed for allowing nonemployee access (i.e. CJIS Background Checks, etc.). 

 Identification Badges 

 Mobile Security and Security in and outside the Work Area or PSAP 

 Physical Access 

 CenturyLink network Interconnect equipment (NID) which will include routers, firewalls, audio codes, HA-SD-WAN, network probes, UPS 
and other similar equipment shall be installed and contained in a secure locked cabinet located at each PSAP with appropriate physical 
access controls.  If equipment is in equipment rooms shared with non-NG9-1-1 Entity entities or in unsecured  , it shall be contained in 
locked cabinets 

 All NG9-1-1 services within our ESInet that require authentication implement a Single Sign On paradigm. The mechanism used is OASIS 
SAML (Security Assertion Markup Language).  There are two entities: An Identity Provider (IDP) which authenticates users and supplies 
services with a “token” that can be used in subsequent operations to refer to an authorized user and a Relying party which uses the token.  
SAML is used by a Relying Party to ask if an operation should be permitted by the user. 
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 Refer to section SEC 7  “Physical Security” for addition “Physical access security” that CenturyLink follows. 

 With software developed in collaboration between our vendor Synergem; logical security, QoS, and interoperability are “baked in” to the 
functional element of NGCS solution. 

 Rather than supporting signaling or voice encryption, we rely on the MPLS security and secured IP tunnels to provide confidentiality for 
signaling and voice. 

 CenturyLink’s NGCS solution facilities meet Tier III standards stipulated in the two main datacenter tier classifications developed by the 
Telecommunications Industry Association (TIA) and the Uptime Institute (UI). Physical security features include redundant commercial power 
(supplied from separate grids if possible), redundant backup generators, redundant uninterruptible power supplies (“UPS”), redundant 
heating, ventilation, and air conditioning (“HVAC”) systems, fire suppression systems physical access security with separate communication 
service provider entry points. 

 We employ the NENA 75-502.1 Audit Checklist to build our security program to include all system components and to test project 
compliance. We employ independent access control and auditing at the rack level for core services facilities. 

Fault-zone design methodology  

Configurations are automatically backed up and archived on every commit. 

The CenturyLink Next Gen Core Services (NGCS) operates in an active-active configuration in each datacenter with redundant, highly available fault-
tolerant critical components operating continuously in tandem.  If one should fail, the redundant components continue to carry the entire load with no 
interruption of service. No failover time is required. All applications are deployed on virtual servers and data is shared among and within each data 
center. These applications leverage HA functionality within the vSphere hypervisor and associated Snapshots. vMotion, DRS and HA features are 
utilized to ensure backup and recovery. Within each center, data is backed up and recovered based upon global standards and best practices. All 
functional elements of the network architecture are N+1.  

All applications are deployed on virtual servers and all applications and data are shared among and within each datacenter. The applications will be 
leveraging all HA functionality within the hypervisor, DRS and HA features are utilized to ensure an “always on” architecture. 

CenturyLink’s SBC Core - Session Border Controllers (SBC) are engineered in a dual-pair, active-standby configuration for maximum call volume. 
High availability pairs of SBCs are deployed in an active-hot standby configuration. SBCs handle SIP/RTP network-to-network interfaces. Every 
SIP/RTP ingress/egress with has a path through a pair of SBCs. 

A robust strategy for identity management, and user access to web-based applications is protected through an identity management system and 
prevents unauthorized individuals from accessing network resources or data. 

Sensitive data is housed in our data centers with logical and physical access controls.  Development environments are separate from production and 
production data is not used in DEV or SQA. Data transits untrusted networks through applications or communication channels with encryption to 
safeguard confidentiality and integrity. 

The ESInet employs a defense-in-depth security strategy to protect sensitive information.  Such controls include, but are not limited to, stateful packet 
inspection firewalls (host and network based), IDS/IPS, ACLs, Role-based Access control, two-factor authentication, encryption, and AV (email and 
host).  Furthermore, systems are protected with build standards, patch management, and regular vulnerability scans. 

Multi-factor authentication and role-based access control are used to restrict user access to trusted resources.  User access via the public Internet 
requires two-factor authentication, where one factor is provided through username and password and the second factor is provided through a 
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dynamic, randomly changing secure access code from a security token. Users are configured in the identity management system and linked to a 
specific security token and configured for access to a defined list of applications and data. 
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SEC 2 

Security Plan 

A comprehensive security plan is a critical component of the Nebraska’s NG911 network solution. 
Describe the security plan, including the  
1. Mitigation 
2. Monitoring  
3. Alerting and incident-response processes  
4. Information on specific hardware components and software systems incorporated in the proposed 
security plan.  
 
The proposed solution’s security plan is required to utilize the latest NENA specifications and 
incorporate the intentions of the Communications Security, Reliability and Interoperability Council 
(CSRIC) and Task Force on Optimal PSAP Architecture (TFOPA) best practices. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The physical aspects of our security plan are described in section “SEC 1” above. We rely on standards produced by NENA, SSAE-16 accreditation 
and Tier identification sources. However, since ours is a highly centralized, Infrastructure As A Service (IAAS) solution; our emphasis is on 
cybersecurity. Our plan addresses each of these elements listed above, but in a slightly different format. Here is an executive summary of our plan: 

NG9-1-1 Cybersecurity must employ proactive measures to recognize, alert, log and report all security issues. This effort must be based on a 
comprehensive plan that establishes an Intrusion Prevention System (IPS) and strategies to deal with issues such as Distributed Denial of Service 
(DDoS), to avoid, limit and minimize disruptions to the network due to security incidents. CenturyLink maintains a cybersecurity posture satisfying 
federal, state and industry best practices, standards and regulations. Our approach stresses four security areas of emphasis: 

1. Preparation 

2. Detection and analysis 

3. Containment, stabilization and return to a steady state. 

4. Post incident activities that include a root cause analysis and corrective action. 

These phases are interrelated and represent a continuous loop of preparation, analysis and improvement that continues whether an actual 
emergency occurs or not. Further, this approach ensures our compliance with best practices advocated by the US Department of Homeland Security, 
numerous other advocacy groups and the organizations cited above. 

http://transition.fcc.gov/pshs/advisory/csric
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SEC 2 – Security Plan Preparation 

A. CENTURYLINK CYBERSECURITY OBJECTIVES 

9. Configure the ESInet in accordance with NENA 75-001and protect it with an array of firewalls.  

10. Provide both application and network layer protection and scanning using the BCF/SBC. It will also mitigate lower layer protocol attacks and 
provide denial of service (DoS) and distributed denial of service (DDoS) detection and protection. The firewall component of the 
Oracle/Acme Packet BCF/SBC will inspect all traffic transiting the network edge.  

11. In accordance with NENA-STA-010.2 (Section 6), locate call origination sources, gateways, and similar elements outside the ESInet, and 
ensure any connection will be through the BCF/SBC.  

12. Pre-certify agents seeking access to the system through a Credentialing Agency. Once inside the system, agent privileges will be limited by 
policy. 

13. Protect workstations and servers with access to the company network with dynamic malware applications that employ whitelisting and 
blacklisting with advanced static prevention in the form of deep packet inspection to block threats before endpoints are impacted.  

14. Employ passwords that are complex employing a random selection of lower-case letters, capitals, symbols and numbers. Passwords will 
include least nine characters in length and will be routinely changed semi-annually or immediately if the account or the network is 
compromised.  

15. Lock an account after a third unsuccessful login attempt. 

16. Protect all critical networks and facilities with Multifactor authentication (MFA) and refrain from using public networks without linking them to 
their own VPN. 

17. Meet Tier II-III standards in any company datacenters or those owned or operated as co-lo facilities. 

B. STRATEGY PHASE I PLANNING 
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Objective: Conduct a systematic process to develop and execute a strategy to meet defined objectives.  

Tasks: 

B.1. Identify the critical elements in the network that require protection. 

B.2. Perform a threat analysis that identifies the danger posed to these elements. 

B.3. Use checklists contained in NENA 75-001, to establish current state of network physical and information security. This 

assessment should include cyber risk evaluations of each critical element to include vulnerability and consequence analyses 

that identify capability gaps, and dependence on outside agencies that may not be under CenturyLink control.  

B.4. The network security manager will create a baseline that will allow anomalies to be quickly identified. That manager will then 

establish procedures and protocols that detect and deter a wide array of threats to include: 
a. Unusual outbound network traffic.  

b. Anomalies in privileged user account activity. 

c. Geographical irregularities.  

d. Login red flags. 

e. Increases in database read volume.  

f. HTML response sizes. 

g. Large numbers of requests for the same file.  

h. Mismatched port-application traffic.  

i. Suspicious registry or system file changes.  

j. DNS request anomalies. 

k. Unexpected patching of systems.  

l. Mobile device profile changes. 

m. Data bundles in the wrong places  

n.  Web traffic outside the norm of human behavior.  

o. Signs of DDoS activity.  

B.5. Conduct an interdependency analysis to identify the impact of cascading infiltration or attack.  

B.6. Identify business/service impacts that would result from the failure of one or more specific elements. See Appendix B to this 

plan for template. 

B.7. Using a FortiSIEM platform, design a robust end-to-end network monitoring program.  

B.8. Develop incident reaction plans that; (1) Identify critical recovery objectives; (2) Provide a complete and integrated picture of 

the escalation and (3) Outline de-escalation sequences and the timeframe in which actions must be completed. 

B.9. Identify outside sources of assistance. 

B.10. Formalize vendorships in memorandums of understanding or pre-negotiated contracts with sector cyber incident or emergency 

response individuals/agencies to assist in the triage, and collaboratively response to incidents as required.  

B.11. Identify reporting requirements.  

C. STRATEGY PHASE II DETECTION AND ANALYSIS 

Objective:  
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Deploy a system and establish procedures that will assure the security, reliability, confidentiality, integrity, and availability of the 

CenturyLink networks, communications system and protect data from damage, unauthorized use, and exploitation. 

Tasks (Supervised by the Customer of Excellence (CoE) or his/her designate):  

Using results produced in Phase I, deploy physical and virtual safeguards that include limited access to critical locations and systems 

to authorized individuals carrying out legitimate activities. 

1. Log all events throughout the network.  A powerful logging pipeline gives a security team the core functionalities it needs to keep 
an eye on the infrastructure.  

2. Implement countermeasures, technologies, and policies to protect physical and cyber assets, networks, applications, and 
systems. 

3. Properly protect workstations with access to the company network with dynamic malware applications that employ whitelisting 
and blacklisting with advanced static prevention in the form of deep file inspection to block threats before they have a chance to 
impact endpoints. When this software detects an attack, it disables it without any need for human intervention and quickly returns 
the network to its last known safe status 

4. Implement a password discipline that requires a change every six months with no repeat of used passwords for two years. Install 
an application that reminds end-users 30 days before their password expires. 

5. Implement an automatic triggering mechanism that locks an account after three unsuccessful attempts to login within 60 minutes. 

6. Develop a deep packet inspection protocol. 

7. Institute log events and organize and implement agent credentialing to verify identity and to authorize, grant, or deny access to 
cyber assets, networks, applications, and systems that could be exploited are harmed.  

8. Implement a dark web scanning program to identify any compromised passwords or critical information.  

9. Protect data using the following procedures: 
a. Dropbox will be the principal CenturyLink repository for critical business documents. Only the System administrator will be 

empowered to remove documents from Dropbox. 

b. Store Technical documents including source codes using the Microsoft Team Foundation Server (TFS) service. TFS 

provides source code management (either with Team Foundation Version Control or Git), reporting, requirements 

management, project management (for both agile software development and waterfall teams), automated builds, lab 

management, testing and release management. 

c. Human Resource documents will be stored on the TriNet platform which is accessible through multiple Internet pathways. 

d. Employees work exclusively within their Dropbox and/or TFS accounts. No work will be stored on personal computers more 

than 24 hours without moving it to either Dropbox or TFS. 

e. No document may be removed from any company database except by the network administrators.  

10. Implement the FortiSIEM network monitoring and the Oracle Enterprise Operations Monitor. 

11. Perform audit activities to verify and validate security mechanisms are performing as intended. 
12. Conduct training to ensure staff-wide adherence to access control authorizations. This training will be accomplished initially upon 

hiring as part of the HR process and then annually. The manager of this plan will produce a Cybersecurity handbook that will be 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

25 
 

posted on the company website. The Center of Excellence (CoE) or his/her designate (Usually the network administrator) will 

monitor all password, login and access privilege programs for compliance with this plan. Annual training will be conducted by 

division managers or other designates using a syllabus prepared by the plan manager. 

13. Using these tools and procedures, quickly identify any deviation from routine and then implement containment actions. Employ 

automatic triggers whenever possible. 

D. STRATEGY PHASE III: CONTAINMENT 

Objective: 

Ensure CenturyLink is prepared to react to a range of threats and attacks with a toolbox that includes response efforts 

automatically triggered by threatening events and others that can be tailored to fit the incident profile. In order to ensure 

containment can be quickly imposed, CenturyLink must establish a baseline secure status, identify threats to that status and 

prepare containment. 

TASKS 

D.1. Verify that the network architecture is routinely functioning in N+1 mode. 

D.2. Employ enhanced data backup with all applications deployed on virtual servers with data shared among and within each 

datacenter.  

D.3. Leverage H/A functionality within the vSphere hypervisor and associated Snapshots. vMotion, Utilize DRS and H/A features to 

ensure backup and recovery. 

D.4. Activate credentialing to verify identity to authorize, grant, or deny access to the networks, its  applications, and any other 

systems that could be exploited to do harm; and employ NENA-defined Security Posture and logged events to help detect  threats 

or attacks. 

D.5. Verify password protocols are in use and that users are notified when passwords must be changed.  

D.6. Activate deep packet inspection (DPI) and dark Internet ID efforts. 

D.7. Ensure the BCF supports an automated interface that allows a downstream element to mark the source of a call as a “bad actor”. 

This would normally occur when a call is received that appears to be part of a deliberate attack on the system.  

D.8. Ensure the BCF installs a “NENA-source” parameter in the Via header that in the outgoing INVITE message associated with 

every call. Calls are marked by the SBC in a way that allows a recipient to identify the BCF that processed the call.  

D.9. When a downstream element identifies a source as a “bad actor”, ensure the responsible sender is notified by sending a 

“BadActorRequest” containing the source ID from the NENA-source parameter. This helps ensure that cascading impacts are 

minimized so as not to affect timing or invoke DoS for throughput of legitimate emergency calls.  

D.10. Activate a network monitoring protocol that logs, measures and evaluates all network traffic.  

18. Recovery Tasks:  

1. Identify the incident (s): Unless event is clearly level 3 or higher, begin response with triage based on SIEM or active directory 

logs, apparent source of problem, severity and reporting requirements. 
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2. Isolate the affected device (s) or system if automatic triggers have not already done so. This may involve disconnecting or 

isolating network segments, creating additional firewall rules, employing active IDS/ IPS rules or simply disconnecting the 

infected network from the company and / or public networks. 

3. Eradicate the cause. This process must include measures to not only remove the infection from the primary device, but various 

methods to scan every device on the affected network segment to ensure the relevant risk is addressed. 

4. Recover the device, service or data. Ensure system is returned to last known safe status using software installed on every 

computer or server 

E. STRATEGY PHASE IV: POST INCIDENT ACTIVITY 

Objectives: 

Ensure that the company learns any lessons that are available after an incident is contained. Report those lessons-learned and 

modify procedures to affect the improvements these findings suggest. 

Tasks: 

1. Analyze the incident. Review:  

a. Exactly what happened, at what times? 

b. How well did staff and management perform? Were documented procedures followed? Were procedures adequate? 

c. What information was needed sooner? 

d. Were any steps or actions taken that might have inhibited the recovery? 

e. What would staff and management do differently the next time a similar incident occurs? 

f. How could information sharing with other organizations have been improved? 

g. What corrective actions can prevent similar incidents in the future? 

h. What precursors or indicators should be watched for in the future to detect similar incidents? 

i. What additional tools or resources are needed to detect, analyze, and mitigate future incidents 

2. Report. An important post-incident activity is creating a follow-up report for each incident. Report considerations include: 

a. Creating a formal event chronology (including time-stamped information from systems) 

b. Compiling a monetary estimate of the amount of damage the incident caused 

c. Retaining follow-up reports as specified in retention policies. 

3. Perform Root Cause analysis. Focus on relevant objective assessment activities including:  

a. Review of logs, forms, reports, on other incident documentation 

b. Identify recorded precursors and indicators 

c. Determine if the incident caused damage before it was detected 

d. Determine if the actual cause of the incident was identified 

e. Determine if the incident is a recurrence of a previous incident 

f. Calculate the estimated monetary damage from the incident 
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g. Measure the difference between initial impact assessment and the final impact assessment 

h. Identify measures, if any, that could have prevented the incident. 

Satisfy local, state and federal reporting requirements. This includes SLA reporting requirements.  Certain types of breaches also carry 
legal notification responsibilities. 
 
CenturyLink Monitoring and Response of our NG9-1-1 ESInet Ingress and Egress Network and hardware components: 

4. CenturyLink provides a complete end-to-end monitoring solution of all network transport services, network equipment, and 
security from call ingress to the call endpoint that will notify the PSAP/PSAP’s of an outage with the prescribe time limit 
spelled out by the FCC. 

5. The CenturyLink solution employs state-of-the-art and standards-based security measures for traffic in the ESInet and in 
connection to external IP networks. The proposed solution provides highly integrated security in a fully managed system. 
The solution includes monitoring of traffic and prevention of access to network infrastructure using session border controllers, 
firewalls, and other continuously monitored intrusion prevention systems 

19.  
6. All ingress access points are protected with security devices, such as SBCs and firewalls, and traffic is managed and 

monitored 24x7x365. Unauthorized external access is prevented, allowing only authorized traffic to enter the ESInet. Virtual 
Private Networks (VPNs) are utilized to manage bandwidth and provide additional security. Border Gateway Protocol (BGP), 
IPSLA, and GRE tunnels are utilized to uphold service levels and provide oversight of the network. Active monitoring and 
proactive testing increase the solution’s ability to react to abnormal situations. 

7. The CenturyLink Security Information and Event Management (SIEM) system is integrated into our ESInet network 
monitoring program. 

8. As the cyber threat landscape continues to expand, Public Safety operational entities cannot have a false sense of security. 
CenturyLink provides a thorough approach to network security, one that is tied to our overall Public Safety networking 
strategy, enabling a comprehensive view of the overall networking architecture and threat environment. We see more, so 
we can stop more. 

9. CenturyLink follows the NENA approach to Security for our NGCS and ESInet Solution for Nebraska.  Including the NENA 
standards and documentation found in the following NENA standards: 

 NENA 75-001, Security for Next Generation 9-1-1 Standard (NG-SEC) 

 NENA – INF 15.1-2016, NENA NG9-1-1 Security Information Document 

 NENA 04-503, Network/System Access Security 

 NENA 75-502, Next Generation Security Audit Checklist 

10. As a trusted advisor to the Department of Homeland Security (DHS), CenturyLink adheres to the TFOPA framework and 
helps DHS formulate best practices for securing NG9-1-1 ESInets. 

11. CenturyLink’s NG9-1-1 ESInet solution includes a Vulnerability Assessment Services (CVAS) Which identifies, prioritizes, 
and mitigates vulnerabilities across an ESInet networks, applications and systems in our NG9-1-1 ESInet solutions. 
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12. CenturyLink products and services are secure by proactively identifying and mitigating vulnerability risks that protect families, 
friends, communities, and our public safety customers.  

13. Our Functional Priorities Includes: 

 Critical Vulnerability Response - Analyze new, publicly disclosed vulnerabilities for critical severity threat potential to CenturyLink 
systems and coordinate a plan of action with the business units to mitigate the threat. 

 Regulatory Compliance Support - Provide vulnerability scanning, penetration testing, and remediation oversight of findings as 
required to meet Payment Card Industry (PCI), Federal Information Security Management Act (FISMA), Health Insurance 
Portability and Accountability Act (HIPAA), and Service Organization Controls (SOC) 2 compliance standards.   

 Vulnerability Scanning- Determine the scope of vulnerability scanning, perform vulnerability scanning on designated systems in 
scope, notify the appropriate business units of vulnerability findings, and verify remediation actions were successful. 

 Penetration Testing - In collaboration with the our Public Safety team we, define the need, scope, and Rules of Engagement 
(ROE) for penetration testing, perform the penetration testing, notify the business unit of vulnerability findings, consult with the 
State of Nebraska on risks and mitigation strategies, and verify remediation actions were successful. 

 Adversarial Cybersecurity Emulation (ACE) - Coordinate and execute targeted attacks using advanced malicious actor methods 
(ACE exercises) to determine defensive capabilities of CenturyLink and identify improvement areas. This capability is under 
development. 

 Secure Code Guidance - In collaboration with developers within the public safety 9-1-1, we acquire access to developer code 
repositories, perform security analysis on the application source code, notify our vendors and public safety team including the 
state of Nebraska of vulnerability findings, and verify remediation actions were successful. 

14. Our Security Best Practices: 

• The CenturyLink ESInet network meets and exceeds the security criteria as defined in the NENA NG-SEC specifications 
for NG9-1-1 security. We develop security policies according to industry requirements and best practices including 
CSRIC, NIST, and the security policies, standards, and guidelines of the International Organization for Standardization 
and Control Objectives for Information and Related Technology. 

• CenturyLink’s NGCS solution utilizes the follow appliance/devices in it service delivery for NG9-1-1: 

• Stateful firewall and IPS Services. 

• Session Border Controller (SBC) for secure SIP TLS\Authentication and anchoring. 

• AudioCodes for secure SIP termination if required for LPG termination converting SIP TLS traffic back to CAMA or CAS 
trunking at the PSAP/Host sites. 

Private Port MPLS where core routers support MPLS tunnels and implement Fast ReRoute (FRR). These technologies enable 
CenturyLink to reliably transport private VPN traffic in service specific overlay networks, referred to “Security Domains”.  
FRR increase backbone resiliency with rapid recovery from network failures, Hardware Components and Software Systems in the 
Security Plan 

CenturyLink’s NG9-1-1 solution NOC/SOC uses multiple tools and techniques to track performance and fault management activities. All tools are 
used to collect KPIs for their respective systems/servers which in turn are forwarded to HP OpenView, which is used to present a single pane of glass 
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Any additional documentation can be inserted here: 

 

SEC 3 Security Compliance Matrix  

 Describe how the proposed solution addresses compliance in each of the following categories in NENA 75-502, NENA NG-SEC Audit Checklist. 

 

 
Category 

1. Senior Management Statement 

2. Acceptable Use Policy 

3. Authentication/Password Policy 

4. Data Protection 

5. Exception Request/Risk Assessment 

6. Hiring Practices 

7. Incident Response 

8. Information Classification and Protection 

9. Physical Security 

10. Compliance Audits & Reviews 

11. Network/Firewall/Remote Access 

12. Security Enhancement Technical 
Upgrade 

13. Technical Solutions Standards 

14. Wireless Security 

 
 

Bidder Detailed Response: 

to CenturyLink’s NG9-1-1 solution NOC. OpenView utilizes the HP Operations Manager (OM) module, which monitors systems and applications using 
agents and provides SNMP trap and syslog receiver capabilities, and the HP Network Node Manager (NNMi) network monitoring software module 
based on SNMP. Visual alerts are available 24x7x365 to the CenturyLink 9-1-1 NOC. These systems also provide ICMP and SNMP trending and 
threshold alarming. 

The CenturyLink’s NG9-1-1 solution NOC also utilizes the following: 

 CIMRaN is used immediately following an incident to provide a call impact report that identifies calls, callback numbers, PSAPs, state 
carriers and associated CDRs in a report that can be distributed to the customer. This report is generated within minutes following an 
incident. 

 Netscout is used for network troubleshooting and analysis. 
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1. Senior Management Statement – The CenturyLink Information Security Program Policy specifies the development, implementation, assessment, 

authorization, and monitoring of the IT security program.  

Key Components  

CenturyLink has appointed the following Information Security (InfoSec) roles:  

 Chief Information Officer (CIO): responsible for the overall management, direction, and security of CenturyLink’s information assets.  

 Vice President (VP) of Information Security: accountable for coordinating, developing, implementing, and maintaining an enterprise Information 

Security Program, including engaging resources to help deliver the mission; provides management briefings to the CIO on a regular basis.  

 Information Security Steering Committee (ISSC): responsible for overseeing security initiatives, policies, and related documentation; assists the VP 

of InfoSec with successfully implementing policies and controls across the enterprise.  

CenturyLink applies a risk-based approach to holistically evaluate threats and design security measures that address compliance requirements and align with 
business goals.  

CenturyLink InfoSec defines, publishes, maintains, and disseminates security instructions in the form of policies, controls, standards, processes, procedures, 
and guidelines to employees and relevant external parties. These materials establish the ground rules by which CenturyLink operates and safeguards its data 
and information systems by reducing risk and minimizing the effect of potential incidents.  

InfoSec establishes an information security workforce development and improvement program, including Annual Security Awareness Training.   

2. Acceptable Use Policy – The CenturyLink Acceptable Use Policy requires employees, and where applicable, contractors and third-party users, to apply 

information security in accordance with the established policies and standards; this includes acceptable usage of technology and software approved for 
business purposes. 

Key Components  

 Practices zero tolerance for malicious activities that seek to compromise or impair the confidentiality, integrity, or availability of computers, information 
or communications systems, networks, physical or virtual infrastructure controlled by computers or information systems, or information resident 
thereon, including hacking, circumventing access controls or security controls, and creating or exploiting vulnerabilities  

 Fairly applies sanctions and corrective actions to employees who are found to have violated CenturyLink InfoSec policies  

 Reports employees found to have violated local, state, Federal, and/or international law(s) to the appropriate authorities.  

 Revokes physical and logical access rights and associated materials and property (e.g., passwords, badges, keys) upon termination of employment or 
change of responsibilities  

3. Authentication/Password Policy – The CenturyLink Access Control Policy ensures that access to CenturyLink information systems and information is 

controlled based on business and security requirements and is maintained and removed in a timely manner.  

Key Components  

CenturyLink defines access requirements and manages access according to business and security requirements. Methods include:  

 Identifying account types (e.g., individual, group, systems, application, guest, and temporary)  
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 Enforcing standard user access profiles for common job roles  

 Establishing conditions for group membership  

 Identifying authorized users of information systems and specifying access privileges  

 Requiring appropriate approvals for requests to establish accounts  

 Establishing, activating, modifying, disabling, and removing accounts  

 Authorizing, monitoring, and deactivating the use of guest and temporary accounts  

 Reviewing accounts periodically  

 Incorporating relevant legislation and contractual obligations  

CenturyLink employs the principle of least privilege (PoLP), which is the practice of limiting access rights for users to the bare minimum permissions they need 
to perform their work.  

CenturyLink defines requirements for passwords, including length, complexity, display, history, locking, sharing, expiration, reset, disclosure, storage, and 
encryption.  

CenturyLink manages access identification and authentication using appropriate technology and established processes, including access control lists, session 
timeouts, and multi-factor authentication. 

4. Data Protection – The CenturyLink Data Security and Privacy Policy defines requirements to protect data privacy at rest and in transit.  

Key Components  

CenturyLink searches Sensitive Personally Identifiable Information (SPII) and Personally Identifiable Information (PII) for unstructured data and addresses any 
anomalies prior to processing the data.  

CenturyLink monitors for evidence of unauthorized exfiltration or disclosure of information.  

CenturyLink specifies where information can be stored, including:  

 Minimizing instances of storing data classified as “restricted” or “confidential”  

 Storing data on CenturyLink systems or systems hosted by CenturyLink-approved vendors  

 • Prohibiting storage of “restricted” and “confidential” data on privately-owned (non-company owned) devices or media  

CenturyLink secures the technology utilized for external data transfers.  

In accordance with the Applicable Laws, CenturyLink defines and enforces requirements for data retention, including Personal Information:  

 CenturyLink does not retain Personal Information in a form which permits identification of data subjects for longer than is necessary for the purposes 
for which such Personal Information was collected or for which it is further processed. 

 In some cases, CenturyLink may be required by local, state, Federal, and/or international laws to retain certain categories of Personal Information 
(e.g., traffic and location data) for a different period for purposes of investigation, detection, and prosecution of crime, or on general grounds of national 
or state public security.  
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5. Exception Request/Risk Assessment – The CenturyLink Risk Management Policy ensures that risk analysis is performed throughout the CenturyLink 

information system and data management life cycle, and that controls are applied commensurate with the risk, data classification, compliance 
requirements, and business needs.  

Key Components  

CenturyLink documents and implements a formal risk assessment process to identify, evaluate, and manage risks to an acceptable level. Risk assessments 
include the evaluation of multiple factors that may threaten security as well as the likelihood and impact from a loss of confidentiality, integrity, and availability of 
information and systems.  

Risk management processes are monitored, reported, and reviewed across the organization at least annually or when environmental, operational, or technical 
changes arise that may impact the confidentiality, integrity, or availability of information resources. 

6. Hiring Practices – The CenturyLink Information Security Human Resources Policy ensures that employees, contractors, and third-party users are suitable 

for the roles for which they are being considered, to reduce the risk of fraud, theft, or misuse of facilities.  

Key Components  

Prior to employment, CenturyLink:  

 Screens individuals requiring access to organizational information and before authorizing access  

 Reasonably verifies an applicant’s identity and employment history  

 Conducts background checks in accordance with relevant laws, regulations, and ethics; such checks may include drug screens and reviewing motor 
vehicle driving records, credit histories, and criminal records  

During onboarding, CenturyLink:  

 Requires that employees, contractors, and third-party users agree and sign the terms and conditions of their employment contracts, which shall include 
their responsibilities for information security appropriate to the nature and extent of access they will have to the organization's assets associated with 
information systems and services.  

 Ensures that individuals requiring access to organizational information and information systems sign appropriate confidentiality or non-disclosure 
agreements (NDAs) prior to being granted access  

During employment, CenturyLink:  

 Provides employees with Security Awareness Training  

 Requires employees, and where applicable, contractors and third-party users, to apply information security in accordance with the established policies 
and standards; this includes acceptable usage of technology and software approved for business purposes  

 Practices zero tolerance for malicious activities that seek to compromise or impair the confidentiality, integrity, or availability of computers, information 
or communications systems, networks, physical or virtual infrastructure controlled by computers or information systems, or information resident 
thereon, including hacking, circumventing access controls or security controls, and creating or exploiting vulnerabilities  

 Fairly applies sanctions and corrective actions to employees who are found to have violated CenturyLink InfoSec policies  

 Reports employees found to have violated local, state, Federal, and/or international law(s) to the appropriate authorities.  
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 Revokes physical and logical access rights and associated materials and property (e.g., passwords, badges, keys) upon termination of employment or 
change of responsibilities 

7. Incident Response – CenturyLink’s Security Incident Management Policy establishes the approach for security incident response, investigation, and 

communications.  

Key Components  

CenturyLink provides incident response personnel with training on their roles and responsibilities with respect to information systems, including annual refresher 
training.  

With respect to incident reporting, CenturyLink:  

 Utilizes automated tools and logical controls where possible to identify and report on potential and known events  

 Requires personnel to report known and suspected security incidents to CenturyLink incident response personnel as quickly as possible  

 Communicates security incident information to external authorities and/or stakeholders in a timely manner as required  

 Trains employees, contractors and partners in incident reporting expectations and requirements  

 Tracks incident details involving security incidents  

CenturyLink maintains an Incident Response Plan (IRP), which provides the company with a roadmap for implementing its incident response capability. 
CenturyLink reviews the IRP at least annually and distributes it to all incident response personnel. CenturyLink’s incident response capabilities include:  

 Identifying the specific system(s) involved in a security incident  

 Alerting company-defined personnel of the incident using a secure method of communication  

 Containing the affected information system(s)  

 Identifying and containing other information systems that may have been subsequently compromised  

 Collecting evidence  

CenturyLink uses knowledge gained from analyzing and resolving information security incidents to reduce the likelihood or impact of future incidents 

8. Information Classification and Protection – CenturyLink identifies and tracks information classifications and security categories at every phase of the 

systems development life cycle (SDLC). Data collections are assigned a classification based on data type, including but not limited to:  

 Customer Proprietary Network Information (CPNI)  

 Payment Card Industry (PCI) Data  

 Protected Financial Information (PFI)  

 Protected Health Information (PHI)  

 Public Information  

 SPII  
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9. Physical Security – The CenturyLink Physical and Environmental Security Policy minimizes risk to CenturyLink information systems and data by 

addressing applicable physical security and environmental concerns.  

Key Components  

CenturyLink controls physical access to facilities that house CenturyLink information, information systems, and/or personnel in order to prevent unauthorized 
physical access, damage, and interference to information and information processing facilities. This includes:  

 Verifying and enforcing physical access authorizations for all physical access points not designated as publicly accessible  

 Controlling entry to facilities containing information systems using physical access devices or mechanisms (e.g., badges, keys, combinations) and/or 
guards  

 Implementing role-based physical access to buildings, facilities, secured areas, and resources  

 Maintaining a list of individuals with authorized access to facilities containing information systems and issuing authorization credentials for facility 
access; the access list is reviewed periodically and individuals who no longer require access are removed from the list  

 Ensuring that onsite personnel and visitor identification (e.g., badges) are revoked, updated when access requirements change, or terminated when 
expired or when access is no longer authorized, and all physical access mechanisms, such as keys, access cards and combinations, are returned, 
disabled, or changed  

 Granting visitor access for specific and authorized purposes, providing visitors with instructions on security requirements and emergency procedures, 
and issuing visitor badges that are visually distinct from personnel badges  

 Restricting unescorted access to personnel with required security clearances, formal access authorizations, and validated need for access  

CenturyLink has designed and applied controls for protecting personnel and information systems against damage from natural disasters, civil unrest, malicious 
attack, or accidents. This includes:  

 Conducting annual risk assessments, including the likelihood and magnitude of harm from the unauthorized access, use, disclosure, disruption, 
modification, or destruction of the information system and the information it processes, stores, or transmits 

10. Compliance Audits & Reviews – The CenturyLink Compliance Policy ensures that the existence and communication of appropriate safeguards in order to 

protect sensitive business data against loss, unauthorized access, or disclosure, in accordance with applicable statutory, regulatory, and contractual 
compliance obligations.  

Key Components CenturyLink records are required to be protected from loss, destruction, falsification, and unauthorized access, modification, or release. 

CenturyLink performs periodic reviews to ensure that information security is implemented and operated in accordance with the organizational policies and 
procedures.  

CenturyLink managers are responsible for ensuring compliance with security requirements for their functional area. 

11. Network/Firewall/Remote Access – The CenturyLink Operations Security Policy safeguards the confidentiality, integrity, and availability of CenturyLink’s 

information and information systems by ensuring the documentation, maintenance, and availability of operating procedures.  

Key Components  
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CenturyLink has developed a Security Concept of Operations (CONOPS) for information systems; the CONOPS is reviewed and updated periodically and 
contains at a minimum:  

 How the organization intends to operate the systems from the perspective of information security  

 A description of groups, roles, and responsibilities for the logical management of information systems  

CenturyLink maintains key architectural information on each critical information system that includes at a minimum:  

 External interfaces, including the information being exchanged across the interfaces and the protection mechanisms associated with each interface  

 User roles and the access privileges assigned to each role  

 Unique security requirements  

 Types of information processed, stored, or transmitted by information systems and any specific protection needs in accordance with applicable local, 
state, and Federal laws  

 Restoration priority of information or information system services  

CenturyLink segregates conflicting duties and areas of responsibility to reduce the risk of unauthorized or unintentional modification or misuse of assets. No 
single person shall be able to access, modify, or use assets without authorization or detection.  

CenturyLink logically or physically separates development, test, and operational environments and controls those environments to reduce the risks of 
unauthorized access or changes to the operational system.  

CenturyLink controls the installation of software on operational systems to reduce the risk of corruption to operational systems.  

CenturyLink develops, documents, and maintains under configuration control a baseline configuration standard for all authorized information systems and 
software in the enterprise.  

CenturyLink implements detection, prevention, and recovery controls to protect against malware, and provides appropriate user awareness.  

CenturyLink manages and controls networks to protect information systems and information, including information in transit. CenturyLink uniquely identifies and 
authenticates network devices that require authentication mechanisms, before establishing a connection, that, at a minimum, use shared information (i.e., 
media access control [MAC] or Internet Protocol [IP] address) and access control lists to control remote network access.  

All systems (excluding approved exceptions) that handle information, accept network connections, or make access control (authentication and authorization) 
decisions shall record, retain, and export audit-logging information to CenturyLink-approved repositories. 

12. Security Enhancement Technical Upgrade – The CenturyLink System Development, Acquisition, and Maintenance Policy ensures that information 

systems (developed or purchased) incorporate security controls throughout the SDLC and defines the protection requirements for data used for testing.  

Key Components  

CenturyLink considers security at every stage of an information system’s life cycle (e.g., feasibility, planning, development, implementation, maintenance, 
retirement, and disposal) in order to:  

 Ensure conformance with all appropriate security requirements  
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 Protect enterprise data  

 Facilitate efficient implementation of security controls  

 Prevent the introduction of new risks when the system is modified  

 Ensure proper removal of data when the system is retired  

13. Technical Solutions Standards – The CenturyLink Vendor Security Program Policy establishes guidelines for assessing, mitigating, monitoring, and 

reviewing the risks associated with vendor management.  

Key Components  

CenturyLink InfoSec reviews vendors in relation to the services provided and the level of access granted to facilities, systems, and data. This includes vendors 
providing:  

 Contractors (long-term or temporary)  

 Services that require establishing a connection between the CenturyLink network and the third-party (vendor) network  

 A technology or product that will be installed in, or connected to, the CenturyLink network  

 Services that involve the transport or destruction of paper or technology containing CenturyLink data  

 A technology or product that will be resold by CenturyLink  

CenturyLink conducts a Vendor Business Impact Analysis, which gathers basic data about the vendor and the services being provided, and then assigns a risk 
ranking.  

 CenturyLink performs a vendor risk analysis on all new vendors and annually on vendors with a risk ranking of “high” or “extreme.”  

 CenturyLink InfoSec reviews all Master Service Agreements (MSA) with vendors with a risk ranking of “high” or “extreme.  

The CenturyLink Change Management Policy establishes the change management requirements and expectations for CenturyLink automated information 
assets and software.  

Key Components  

Change requests undergo a formal review and approval process, as follows:  

 Requestors document and present change requests  

 Resource owners approve change requests  

 Programmers and end users test the change prior to implementation  

 Appropriate personnel implement the change into the production environment  

CenturyLink bases change management processes and decisions on assigned information classifications and security categories. CenturyLink identifies and 
establishes security rules and quality assurance processes for the development of software and systems.  
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CenturyLink examines and controls configuration changes made to the enterprise, whether code or infrastructure, to ensure all invested parties are aware of 
enterprise changes, all risks introduced by changes are known and mitigated, and the changes are approved at the appropriate level.  

The CenturyLink network change management process ensures application service transactions are protected to prevent incomplete transmission, misrouting, 
unauthorized message alteration, unauthorized disclosure, and unauthorized message duplication or replay. 

14. Wireless Security – While the core of our solutions does not incorporate direct wireless access, wireless security is covered as part of the CenturyLink 

Cryptography Policy, which ensures that appropriate cryptographic safeguards are in place to protect CenturyLink data against loss, unauthorized access, 
or disclosure.   

Key Components  

CenturyLink has established and documented encryption and key management strategies in compliance with applicable laws and regulations, including the 
encryption of:  

 User passwords and credentials  

 Data transmissions within and outside of the CenturyLink network, including wireless transmissions  

 CDs and DVDs  

 Non-console administrative access and remote access to privileged functions  

 Multi-factor authentication of remote users  

In addition, end user devices (e.g., laptops, workstations) are encrypted when the device is imaged or reimaged. Mobile devices shall only access CenturyLink 
systems through approved software. 

Any additional documentation can be inserted here: . (See Proposal 1 Option C File 1 of 4 for copies of these embedded attachments) 

 

 

SEC 3 Security 
Compliance Matrix.pd

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

38 
 

Any additional documentation can be inserted here: 

 

SEC 4 

Predictive Analysis and Monitoring 

Describe solution’s capabilities to provide predictive analysis and modeling to combat security 
threats.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response 

CenturyLink’s NG9-1-1 solution provides predictive analysis and modeling to combat security threats as described below. 

Security Information and Event Management (SIEM) analysis is a daily task of our Security Operations Center. Network hosts, including all call 
processing elements and security infrastructure, provide logging through a centralized SIEM solution, providing real-time event correlation, predictive 
analysis and alerts across CenturyLink’s NG9-1-1 solution environment. Information Security personnel have devised profiles of common events from 
given systems so that they can tune detection to focus on unusual activity, avoid false positives, more rapidly identify anomalies, and prevent 
overwhelming analysts with insignificant alerts. 

We deploy heuristic analysis, a method employed to detect previously unknown computer viruses, as well as new variants of viruses. Heuristic 
analysis is an expert-based analysis that determines the susceptibility of a system towards particular threat/risk using various decision rules or 
weighing methods. 

In addition to performing continuous network traffic monitoring, we perform annual external and internal penetration testing of our critical systems and 
infrastructure. We maintain in-house tools and expertise to conduct penetration testing and work with nationally recognized penetration test providers 
to achieve third party assurance. 
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Any additional documentation can be inserted here: 

 

SEC 5 

Credentialing Process 

Solution shall provide a process so that devices and carriers outside the IP network shall not have 
credentials, per NENA-STA-010.2-2016. Provide details regarding how the solution ensures that 
devices and carriers outside the IP network are not provided credentials. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X 
 

   

Bidder Response: 

Interactions between the ECRF and the ESRP are secured within the ESInet. Interactions with external ECRFs or the PSAP CPE will utilize digital 
certificate-based authentication as defined by NENA and managed by the PSAP Credentialing Agency (PCA), once available. Until that time, 
CenturyLink will manage credentialing and issuing digital certificates to help ensure protection and security. This mechanism will also be utilized for 
PSAP access to systems within CenturyLink’s NG9-1-1 solution, including access to the LIS interface, ADR interface and ECRF. 

While it is possible to deploy ECRF/LVFs in such a manner that they assume a common public identity for devices and carriers outside the ESInet 
that do not have credentials, this is not a standard deployment within CenturyLink’s NG9-1-1 solution. At such time that non-credentialed transactions 
are required, we will consider providing these capabilities as an optional service. 

At no time will ECRFs used for call routing or PSAP determination of responders provide un-credentialed access due to the potential for Denial of 
Service (DoS) attacks impacting their critical functions. 

Following are devices and/or protocols used to restrict access. 

 CenturyLink’s NG9-1-1 solution uses a security border API gateway for I3 data traffic. This device controls access to its services by 
using client trusted certificates. 

 Session Border Controllers (SBC) are used for all SIP and SIP related communications.  

CenturyLink verifies credentialed devices or that carriers are authorized access in the following manner: 

 Client certificates issued by a trusted Certificate Authority (CA) are required in order to access I3 services such as LIS, ADR and ECRF.  

 The trusted CA is currently provided by CenturyLink, that will use the authorized NENA PCA vendor once they roll out their program 

 The IP address of any far end SIP endpoint must be provisioned in the SBC.  

– The endpoint is also required to send all traffic to a uniquely assigned IP: port combination on the SBC.  

– All SIP signaling is done over direct connections or VPNs.  

– IP connections to the ESInet are only allowed by vetted OSP’s and/or data sources.   

– Connectivity to the ESInet is only by signed and approved agreement with data encapsulated by IPSEC MPLS VPN. 
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Any additional documentation can be inserted here: 

 

SEC 6 

Third-Party Security Audits 

Bidder shall allow for annual third-party security audits at the request and cost of the Commission. 
Describe bidder’s current process for third party security audits. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

 Response: 

Security audits are performed internally and by third-party vendors on a regular (yearly) basis. Audits 
specifically requested and initiated by the State shall be added to this schedule upon request. 

X    
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SEC 7 

Physical Security 

All structures outside the Commission’s control that will house components of the ESInet and NGCS 
shall have security and access-control systems that ensure that only duly authorized individuals can 
access the areas housing the Commission’s systems and network equipment. Any workstations or 
other equipment connected to, or capable of accessing, the ESInet and NGCS systems shall be 
housed in secured, access-controlled areas. Any devices, power distribution, and cross-connect 
panels feeding the cages or rooms housing the Commission’s systems similarly shall be protected. 
Identify any elements that are not under the direct control of the bidder, and a description of the 
building’s security and access-control systems shall be provided. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response: 

We use various procedures to help ensure physical security in our data centers, including controlling, monitoring, and recording physical access to 
facilities where client servers and other equipment reside. We provide complete physical security for our locations, with a special emphasis on 
security of the data centers and other sensitive areas. 

Our physical security controls include: 

 Access policies and procedures 

 Access control system 

 Employee access procedures 

 Visitor procedures 

 Contractor access procedures 

 Building security 

 Data center security 

 Global Client Support Center (GCSC) security 

 Onsite 24x7 guards 

Additional controls include: 

 Multi-factor authentication for physical data center access 

 Closed circuit TV monitoring 

 Access logs 

 Quarterly review of access list 

Our automated access control system uses electronic badge readers, biometric hand scanners, and PIN keypads to control and monitor access to 
CenturyLink buildings and data centers. Security guards monitor the facilities and maintain a 24X7 physical presence at each data center, and the 
system logs access and sends alerts if entrances are left ajar. 
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Any additional documentation can be inserted here: 

 

We limit access to the data centers to only those employees who require access to perform their job functions. We lock the data center server racks 
and allow access only to persons who have proper authorization. 

Access to other buildings, including lobby entrances, also requires an electronic access badge. As an additional measure, we use strategically 
located video cameras to record and monitor activity, both within and outside buildings and work s, in addition to having uniformed security personnel 
conducting regular rounds throughout facilities. 

Local and remote monitored Power and Environmental controls (built at least to an N+1 methodology) include: 

 HVAC  

 Fire detection and suppression systems  

 Diverse commercial power feeds 

– Standby generator systems 

– Dual Uninterruptible Power Supply (UPS) 

– Grounding architecture 

– Commercial power contingency arrangements  

We limit access to the data centers and Customer Support Centers to only those personnel who require access to perform their job functions. We lock 
the data center server racks and allow access only to personnel who have proper authorization. 

In addition, CenturyLink: 

 Ensures all Information Resources intended for use by multiple users are located in secure physical facilities with access restricted to 
authorized individuals only.  

 Monitors and records access to the physical facilities containing Information Resources intended for use by multiple users in connection 
with Supplier’s performance of In-Scope Work.  

 Physically secures any area where In-Scope Information is accessible to prevent access by unauthorized persons. 
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NOC/
SOC 
1 

General Requirements –  
Network Operations Center (NOC)/Security Operations Center (SOC) 

 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

Centralized NOC/SOC 

All services and components deployed and interconnected as part of the solution shall be monitored 
24 hours a day, 7 days a week, 365 days a year (24 x 7 x 365) by a centralized Network Operations 
Center (NOC) and Security Operations Center (SOC). These functions may be in separate buildings 
or combined in a single building located in the continental United States. 

X    

NOC/SOC Interoperability 

Contractor shall have the ability to communicate, troubleshoot and connect with other vendors NOCs 
should there be a different ESInet and NGCS provider. In addition, the Contractor shall interface with 
the NOCs that support the regions throughout the state.  This shall include ebonding of the ticket 
systems to support transparency throughout the troubleshooting process.  
 

X    

NOC/SOC Operations Model 

Provide documentation including organizational structure and procedures that describe bidder’s 
1. NOC/SOC operations model,  
2. Continuity Of Operations Plan (COOP),  
3. problem and change management systems,  
4. reporting systems,  
5. escalation plan, and  
6. conformance with best practices  (Information Technology Infrastructure Library (ITIL) or equivalent 
methodology)) for service-delivery management. The Contractor shall confirm the requirement 
compliance of any interconnected network utilized by the Contractor not previously identified to the 
Commission. 

X    

Bidder Response:  

Centralized U.S. NOC/SOC The CenturyLink Network Operations Center (NOC/SOC) is staffed 24 hours a day, seven days a week, 365 days a year 
to actively monitor and manage CenturyLink’s NGCS Solution associated services and connectivity.  When a potential or actual customer‐affecting 
event or outage is defined and determined to be an incident, the NOC/SOC will engage all responsible parties to ensure swift resolution.  This 
includes resolution, documentation of any incident, communications, and post-event review and root cause analysis.  We manage incidents and 
provide customers with notifications and status of ongoing service affecting issues that may impact the CenturyLink NGCS Solution.  Our NOC/SOC 
and vendor locations are strategically located within the continental US. 

NOC/SOC Interoperability: CenturyLink’s NGCS Solution is designed to be interoperable with any NENA-compliant solution regardless of its 
manufacturer. We work jointly with other vendors to plan interfaces and willingly joint teaming agreements to meet customer needs. We test all 
interfaces in our own lab and then use a battery of testing and failover scenarios onsite for testing that occurs before going live. This is accomplished 
according to plans developed with the end-user to ensure no loss of operational integrity during testing or installation. CenturyLink’s solution will meet 
the NOC/SOC criterion to meet all monitoring and reporting for notification from the Next Generation Core Services (NGCS) platform. By employing e-
bonding with systems to an integrated monitoring approach that provides end to end monitoring and notification. Logging of these events are 
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captured and used for near real-time and historical reporting.  System alarming for the NGCS solutions is being provided on each element from the 
NGCS to the Brix Probe appliance at the PSAP which will alert the NOC for appropriate triage of the issue.   

 CenturyLink uses a proactive monitoring and notification process.  The process uses platform-specific alarm thresholds to identify potential service 
impairments.  CenturyLink network alarms are customer specific and generate trouble tickets that automatically notify customers via e-mail and 
telephone.  Proactive Customer Notification (PCN) also gives customers with flexibility to specify certain notification parameters on a service-by-
service basis.  

To ensure rapid resolution of network issues, CenturyLink adheres to strict escalation procedures and measurable timeframes.  If active progress and 
meaningful status updates are not being made, CenturyLink technicians are empowered to escalate issues internally and externally as required.  The 
State may also request escalations.  CenturyLink customer service is chartered to provide world-class customer support that attempts to resolve 
issues on a first contact basis.  

With geographically diverse NOC, CenturyLink ensures high availability of technical support personnel who provide rapid problem resolution and 
efficient work management in the event of natural or manmade disaster. CenturyLink also maintains records (log) of all trouble tickets.  Our records 
allow our managers to review trouble tickets on a customer-by-customer, day-by-day, and criticality basis.  When an incident impacts a CenturyLink 
customer our response is not complete until a CenturyLink representative contacts the customer with an explanation of the problem and a discussion 
of the actions that CenturyLink took to resolve issues and a discussion of how  

CenturyLink plans to keep the problem from occurring again. Communication - Communication will be supplied to all parties provided to CenturyLink 
by the Customer and its entities.  We provide notification by various means.  In the event of an outage CenturyLink applies immediate and sustained 
effort, 7x24, until a final resolution is in place.  We use all reasonable efforts to provide a temporary workaround within an agreed upon time frame of 
the issue being detected.  If a temporary workaround solution is provided, we provide an action plan to be mutually agreed upon for the final 
resolution.  We continue resolution activity until full service is restored.  The primary objective of an incident is to mitigate impact.  The Incident 
Commander and Incident Administrator can call upon whatever resources are required to identify and restore functionality.  

Disaster Recovery CenturyLink has established defined and reasonable business continuity and restoration plans including complex disaster and 
evacuation contingencies and conducts annual reviews to confirm adequacy of the plans.  Adequate hardware spares are on hand to enable 
attainment of reliability and mean time between failure objectives.  Geographically diverse engineering and redundancy provide ability to survive 
disaster scenarios.  Power infrastructure and environmental systems are deployed so that a commercial power failure does not result in an 
interruption of service.  The CenturyLink solution’s essential processes, systems, and networks supporting 9-1-1 traffic are designed and deployed to 
accommodate possible disruptions and disasters to any given element or data center and support 24x7x365 continuous operation.  In the event of 
unplanned system or network outages, this diversity allows CenturyLink systems to continue operating while Incident Management processes are 
engaged to identify and resolve issues.  In case of a service interruption and/or outage during the 30-day period and beyond, we have instituted 
Event Management processes and procedures for dealing with various severity levels during an event.  CenturyLink has in place a robust business 
and service continuity program designed to prevent or mitigate service disruptions and support rapid response to loss or impairment of crucial 
business functions or infrastructure.  

CenturyLink Program Manager (CPgmM) along with other project team resource provides a comprehensive Project Development Plan (PDP) which 
includes Continuity OF Operations Plan (COOP), problem and change management processes reporting systems and an escalation plan.  Please 
refer to attachment 2.d “CenturyLink Sample Program Management Plan for Nebraska”. 
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Any additional documentation can be inserted here: 
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NOC/
SOC 
2 

NOC/SOC - Remote Connectivity Required 

Contractor shall provide any network connectivity required to support Contractor’s NOC/SOC services. 
Describe any remote connectivity required by the solution including, but not limited to, Virtual Private 
Network (VPN), phone-home connection, and tech support remote access. 

Comply 
X 

Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response: 

Remote access to secure NGCS is limited to qualified CenturyLink personnel. We pre-certify agents seeking access to the system through a 
Credentialing Agency. Once inside the system, agent privileges will be limited by policy. We protect workstations and servers with access to the 
company network with dynamic malware applications that employ whitelisting and blacklisting with advanced static prevention in the form of deep 
packet inspection to block threats before endpoints are impacted. We employ passwords that are complex employing a random selection of lower-
case letters, capitals, symbols and numbers. Passwords include at least nine characters in length and are routinely changed semi-annually or 
immediately if the account or the network is compromised.  We lock any account after a third unsuccessful login attempt. 

Our NG9-1-1 systems utilize the highest capabilities of protection and authentication available, including IPsec and SSL VPN technology for remote 
access from un-trusted networks, SSH for encrypted management capability, and two-factor authentication for remote access to sensitive applications 
along with digital certificate verification:  

This includes following the “best polices” pertaining to remote access and connectivity: 

 Operating system and application protections are configured for segregation of duties, and strong password policies are enforced to ensure 
that password length and minimum change restrictions are followed.   

 Strict auditing controls are enforced across the enterprise.   

 Remote access to the CenturyLink NG9-1-1 ESInet network is permitted providing that authorized users are authenticated, and privileges 
are restricted.  Remote access is only permitted via equipment which utilizes an approved firewall, anti-virus protection, and strong 
authentication.   

 Any connections over the Internet employ an authorized VPN client.  Remote access to perform systems administration tasks is achieved 
over Secure Shell (SSH).   

 Firewalls, IDS, token-based authentication, encrypted remote access for network and service management systems/work centers. 

 We protect workstations and servers with access to the company network with dynamic malware applications that employ whitelisting and 
blacklisting with advanced static prevention in the form of deep packet inspection to block threats before endpoints are impacted. 

 We employ passwords that are complex employing a random selection of lower-case letters, capitals, symbols and numbers. Passwords 
include at least nine characters in length and are routinely changed semi-annually or immediately if the account or the network is 
compromised.   

 We lock any account after a third unsuccessful login attempt. 

 CenturyLink administrators follow the principle of least privilege to ensure that all user accounts only have the necessary privileges to 
perform the work.  

 Once inside the system, agent privileges will be limited by policy.  
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Any additional documentation can be inserted here: 

CenturyLink incorporates a robust strategy for identity management, and user access to CenturyLink web-based applications is protected through an 
identity management system. New users must complete a rigorous online registration process. Multi-factor authentication and role-based access 
control are used to restrict user access to CenturyLink’s trusted resources. User access via the public Internet requires two factor authentications, 
where one factor is provided through username and password and the second factor is provided through a dynamic, randomly changing secure 
access code from a CenturyLink-provided security token.  Users are configured in the identity management system and linked to a specific security 
token and configured for access to a defined list of applications. 

Our Network based and adaptive security NOC/SOC personnel provides all support for VPN, phone-home connections, and support for any remote 
tech support changes or issues.  Our CenturyLink portal/Dashboard is used to request new or make changes to any remote support requests. 
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NOC/
SOC 
3 

NOC/SOC - Network Security Monitoring and Management 
Security Management Solution 

The bidder’s security management solution shall control access to network resources in accordance 
with public safety network security best practices such as NIST, NENA and the FCC to prevent 
sabotage, service interruption (intentional or unintentional) and the compromise of sensitive 
information. Security management shall comply with security- and data-integrity standards listed in 
Section V.D.1. Table 1 in the RFP, to monitor users logging into network resources and to refuse 
access to those who enter inappropriate access codes. The proposed IP network and systems shall 
support standard security policies that may include the use of firewall rules, Access -Control Lists 
(ACLs), Virtual Local-Area Networks (VLANs), VPNs, and Transport Layer Security (TLS) protocols to 
control network traffic and access. The systems shall support the use of software to detect and mitigate 
viruses, malware, and other attack vectors. Describe how the solution meets or exceeds the above 
requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response: 

CenturyLink NG9-1-1 adheres to NENA 75-001 (NENA Security for Next-Generation 9-1-1 Standard [NG-SEC]) and NENA 04-503 (PSAP Security), 
as applicable, and we track alignment to the NIST Cybersecurity Framework in addition to the applicable areas of the FBI CJIS Security Policy.   

The CenturyLink NG9-1-1 solution provides for the centralized management of user permissions, rights, and security settings by designated 
administrators.  The system administrators can use the application to manage user roles and privileges, including granular authentication, user 
profiles, and other security rights. 

The system can be configured so that wherever an authenticated user logs in, without regard to which workstation or which PSAP, all the user’s 
rights, permissions and configurations follow that user. 

The proposed system is password-protected, so only properly credentialed, authorized users can use it. Security options can be configured according 
to user group.  Administrators can create groups of user assigned roles with associated user settings to be automatically applied when users are 
authenticated during log-in. 

All systems utilize the highest capabilities of protection and authentication available, including 

 Use of firewall rules, access control lists (“ACLs”) 

 Virtual local area networks (“VLANs”), virtual private networks (“VPNs”), and Secure Sockets Layer (“SSL”) protocols to control network 
traffic and access. These protective measures are supplemented with aggressive physical security for our datacenters and secure delivery of 
SIP traffic to the PSAP BCF 

 (“TLS”) over TCP 

 Session Border Controller’s (SBC) for secure SIP TLS\Authentication and anchoring. 

 IPsec and Secure Sockets Layer SSL, virtual private networks VPN technology for remote access from un-trusted networks  

 SSH for encrypted management capability 

 Two-factor authentication for remote access to sensitive applications along with digital certificate verification.   
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Any additional documentation can be inserted here: 

 Stateful packet inspection firewalls, IDS/IPS, multi-factor authentication, strong encryption, anti-virus/anti-malware, and vulnerability/patch 
management solutions.  All inter-zone traffic is restricted to only the necessary protocols/destinations, both ingress and egress 

Operating system and application protections are configured for segregation of duties, and strong password policies are enforced to ensure that 
password length and minimum change restrictions are followed.  Strict auditing controls are enforced across the enterprise.   

Remote access to the CenturyLink NG9-1-1 network is permitted providing that authorized users are authenticated, and privileges are restricted.  
Remote access is only permitted via equipment which utilizes an approved firewall, anti-virus protection, and strong authentication.  Any connections 
over the Internet employ an authorized VPN client.  Remote access to perform systems administration tasks is achieved over Secure Shell (SSH).  
CenturyLink administrators follow the principle of least privilege to ensure that all user accounts only have the necessary privileges to perform the 
work. 

CenturyLink incorporates a robust strategy for identity management, and user access to CenturyLink web-based applications is protected through an 
identity management system.  New users must complete a rigorous online registration process.  Multi-factor authentication and role-based access 
control are used to restrict user access to CenturyLink’s trusted resources.  User access via the public Internet requires two-factor authentication, 
where one factor is provided through username and password and the second factor is provided through a dynamic, randomly changing secure 
access code from a CenturyLink-provided security token.  Users are configured in the identity management system, and linked to a specific security 
token and configured for access to a defined list of applications 

While NENA 75-502.1 is our principal guide for security, we do meet applicable US DHS, FBI and state directives where we operate. 

All encryption mechanisms are supported in accordance with NENA STA010 and AES256. This extends to the following protocols: Transmission 
Control Protocol (“TCP”), User Datagram Protocol (“UDP”), Transport Layer Security (“TLS”) over TCP, and Stream Control Transmission Protocol 
(“SCTP”). Protocols supported are selectable for each SBC interface to external systems. These transport layer protocols are generated and 
terminated at each interface to external systems. 

Access: All NG9-1-1 services within the ESInet that require authentication implement a Single Sign On paradigm.  The mechanism used is OASIS 

SAML (Security Assertion Markup Language).  There are two entities: An Identity Provider (IDP) which authenticates users and supplies services with 
a “token” that can be used in subsequent operations to refer to an authorized user and a Relying party which uses the token.  SAML is used by a 
Relying Party to ask if an operation should be permitted by the user. 

Authorization and Data Rights Management in NG9-1-1 is based on XACML 1.0 [87]. Each XACML policy defines: a “target”, which describes what 
the policy applies to (by referring to attributes of users, roles, operations, objects, dates, and more), and one or more "rules" to permit or deny access. 
Access is defined to mean some combination of: 

 Read – the ability to retrieve a data object 

 Update – the ability to modify an existing data object 

 Create – the ability to create a new data object 

 Delete – the ability to remove an existing data object 

 Execute – the ability to execute one or more functions from a service. 

Rules may “permit” or “deny” access. 
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NOC/
SOC 
4 

NOC/SOC -  Connected Systems Compliance 

Any system that connects to an IP network shall be required to comply with listed standards in Table 
1, including security standards, and demonstrate compliance through an initial and recurring audit.  
Security Reports and Recommendations 

Contractor shall provide, within 30 days of the end of each calendar month,  security summary reports 
and recommended improvements on a monthly basis (at a minimum), including incidents and incident 
response; building, facility, and network access reports, including failed attempts; and updates or 
changes to security systems and software. All related data shall be retained for the period of the 
contract and provided to the Commission electronically at the end of the contract. Describe how the 
solution meets or exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response: 

Security reports will be provided on an as needed basis. The assigned Program Manager will accommodate the required frequency for report 
generation. 

Our Network Security Dashboard—displays the landing page of the reporting application that combines important metrics from all features in distinct 
panels. 

 Traffic—displays a report of traffic allowed and denied by firewall policy. (Requires that the All Traffic option under Policy Logging be 
selected during service setup.) Reports show how traffic was managed in response to such policies. 

 CenturyLink Security Solutions Portal (powered by CenturyLink) for Dashboards and Reports including: 

 Rapid Threat Defense  

 Threat Visualization  

 DDoS/TDoS 

 Network Security reports 

CenturyLink program manager will collaborate with the State of Nebraska in the preparation of the customization of the monthly security reports.  All 
reports can be viewed via our dashboard portal.   
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NOC/
SOC 
5 

NOC/SOC – Connected Systems Compliance 
Support for Similar Solutions 

Provide details concerning how bidder provides security monitoring and management for similarly 
deployed production solution. Provide details, including drawings, which explain how the proposed 
solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 
CenturyLink’s security policies, standards, and guidelines are compliant with industry best practices as defined by International 
Organization for Standardization and Control Objectives for Information and related Technology (COBIT). CenturyLink’s next generation 
emergency services network is a secured and private IP managed network. All inbound and outbound traffic is through well-defined and 
controlled access points. Call processing and real-time data delivery are implemented through specialized subnets. With over 20 years 
of experience in cyber security, we have been recognized by industry analysts, including Gartner Group and Forrester Research, as an 
innovator and leader. CenturyLink’s corporate security leaders participate on several private and public boards focused on IT cyber 
security. 

CenturyLink employs a defense-in-depth security strategy to protect sensitive information. Such controls include, but are not limited to 
stateful packet inspection firewalls (host and network based), IDS/IPS, ACLs, Role-based Access control, two-factor authentication, 
encryption, and AV (email and host). Furthermore, systems are protected with build standards, patch management, and regular 
vulnerability scans. 

Sensitive data is housed in our data centers with logical and physical access controls. Development environments are separate from 
production and production data is not used in dev or SQA. Data transits untrusted networks (leaves CenturyLink custody) through 
applications or communication channels with encryption to safeguard confidentiality and integrity. 
CenturyLink’s NG9-1-1 solution infrastructure (illustrated in the figure below) is built to withstand sophisticated attacks (including DDOS) 
by means of a defense in depth strategy. CenturyLink employs high availability systems with redundancy at geographical, carrier, circuit, 
power, application, and system levels. System/Application availability is safeguarded with clustering and load balancing techniques. 
Furthermore, CenturyLink’s NG9-1-1 solution security architecture employs defenses that include, but are not limited to, stateful packet 
inspection firewalls, IDS/IPS, multi-factor authentication, strong encryption, anti-virus/anti-malware, and vulnerability/patch management 
solutions. All inter-zone traffic is restricted to only the necessary protocols/destinations, both ingress and egress. 
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Figure 1. Defense in-depth Security Architecture 

The network can process all traffic, but administratively denies protocols identified as a threat, or that otherwise fall outside of pre-defined 
parameters. This is partially managed via routing tables and/or Access Control Lists (ACLs). CenturyLink continually investigate and 
upgrade with new advances in protective technology with tools such as Intrusion Detection System (IDS). 
The solution incorporates physical, network, and application security principals. Traffic between Core processing sites and distributed 
sites (e.g., ingress call traffic, PSAPs, management capabilities) is route- and protocol-secure. A combination of route paths, IP address 
recognition, limited protocols, VPNs, session border controllers, and firewalls secure the various communication elements of the 
proposed solution. 
CenturyLink’s NG9-1-1 solution deploys firewalls and other network security devices and software to protect against inbound network 
threats on the servers that make up the proposed ESInet. The NOC also employs a regularly scheduled patching process to protect 
against the effects of malware. Computing devices are subjected to thorough security scans so that there are no malware elements 
present. Access to processing elements is restricted to authorized personnel. Network connections from solution components are limited 
to those connections needed for operation and maintenance. Physical and network access to production components is restricted to 
those that have an operational responsibility, and all activity is audited and monitored. 
All development environments are fully separate from production environments. All hardware and software elements deployed in a 
production environment go through stringent release management processes that incorporate thorough testing and scans. 
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NOC/
SOC 
6 

NOC/SOC - Physical Access Monitoring and Management 
 

Contractor shall track and log all physical access to structures housing IP network components serving 
the Commission or have the capability to obtain access logs for structures not under immediate control 
of the bidder. Reports may be requested and shall be made available for review upon request. All 
related data shall be retained for the period of the contract and provided to the Commission 
electronically at the end of the contract. Provide a detailed explanation of bidder’s processes and 
procedures for logging physical access to ESInet /NGCS components, and how the bidder’s solution 
generates the required reports. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response 

CenturyLink uses multi-tiered security measures for logging and restricting Physical access our NGCS and ESInet components. This includes our 
Data Centers and any structure maintaining ESInet and NGCS components. We allow access only to authorized people and we track and log 
physical access. Security measures include continuous closed-circuit video monitoring, 24-hour on-premises live security, electronic key card access, 
individual, personal access codes, and biometric hand scans.  CenturyLink actively maintains an access list. All additions to this list must be 
submitted in advance and in writing.  Access is limited to areas designated in the access list. Only individuals identified on this list will have access. 
We further protect our operations and equipment by using controlled entrance and exit doors, security breach alarms, secured cage and cabinet 
environment, mantraps, and discrete buildings (no signage).  We align with the applicable areas of the FBI CJIS Security Policy. 

CenturyLink’s datacenters meet Tier III standards stipulated in the two main datacenter tier classifications developed by the Telecommunications 
Industry Association (TIA) and the Uptime Institute (UI). Physical security includes hardened defined external perimeters, hardened outer walls with 
no openings available for exploitation, redundant commercial power (supplied from separate grids if possible), redundant backup generators, 
redundant uninterruptible power supplies (“UPS”), redundant heating, ventilation, and air conditioning (“HVAC”) systems, fire suppression systems 
physical access security with separate communication service provider entry points. Access control lists and at least two automated ID sensors such 
as proximity cards and biometrics, etc. Visits by uncleared individuals must be approved in advance. All visitors are escorted. While the exact 
infrastructure varies slightly from one center to the next, the following chart depicts the basic layout: 

Component Type Purpose 

Badge card access system (EntraPass) Kantech The badge card system is utilized in conjunction with a biometric 
recognition access system to control entry into the greater 
datacenter and separately to the raised-floor production zone.  

Biometric Recognition Access System 
(EntraPass) 

Kantech With badge control system, controls entry into the greater datacenter 
and separately to the raised-floor production zone. 

Firewalls Forigate 
Fort/OS 

Corporate firewalls restrict traffic into the management network. 
Service delivery firewalls filter and route traffic for customer-specific 
environments that have borders that cannot be breached. 

Management services backup servers CommVault Automated system software and network of servers provide backup 
and recovery for subscribing customers. 

Routers and switches Cisco NXOS Route network traffic 

Virtual Hypervisor VMware 
vCenter 

Authenticates and restricts access to customer virtual environments. 
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VMware hosts VMware 
(ESXi 6.0) 

Provide secure operation of client virtual machines 

Web portal Embotics 
vCommander 

Customer portal system through which they manage their virtual 
machines which are isolated from all others. 

The CenturyLink NGCS and ESInet solution provides for the centralized management of user permissions, rights, and security settings by designated 
administrators.  The system administrators can use the application to manage user roles and privileges, including granular authentication, user 
profiles, and other security rights.  

The system can be configured so that wherever an authenticated user logs in, without regard to which workstation or which PSAP, all the user’s 
rights, permissions and configurations follow that user. 

The proposed system is password-protected, so only properly credentialed, authorized users can use it. Security options can be configured according 
to user group.  Administrators can create groups of user assigned roles with associated user settings to be automatically applied when users are 
authenticated during log-in. All systems utilize the highest capabilities of protection and authentication available, including IPsec and SSL VPN 
technology for remote access from un-trusted networks, SSH for encrypted management capability, and two-factor authentication for remote access 
to sensitive applications along with digital certificate verification.   

Operating system and application protections are configured for segregation of duties, and strong password policies are enforced to ensure that 
password length and minimum change restrictions are followed.  Strict auditing controls are enforced across the enterprise.   

Remote access to the CenturyLink ESInet network is permitted providing that authorized users are authenticated, and privileges are restricted.  
Remote access is only permitted via equipment which utilizes an approved firewall, anti-virus protection, and strong authentication.  Any connections 
over the Internet employ an authorized VPN client.  Remote access to perform systems administration tasks is achieved over Secure Shell (SSH).   

CenturyLink administrators follow the principle of least privilege to ensure that all user accounts only have the necessary privileges to perform the 
work. CenturyLink incorporates a robust strategy for identity management, and user access to CenturyLink web-based applications is protected 
through an identity management system.  New users must complete a rigorous online registration process.  Multi-factor authentication and role-based 
access control are used to restrict user access to CenturyLink’s trusted resources.   

User access via the public Internet requires two factor authentications, where one factor is provided through username and password and the second 
factor is provided through a dynamic, randomly changing secure access code from a CenturyLink-provided security token.  Users are configured in 
the identity management system, and linked to a specific security token and configured for access to a defined list of applications.  

CenturyLink ESInet cyber security policies, standards, and guidelines are compliant with industry best practices as defined by International 
Organization for Standardization and Control Objectives for Information and related Technology.  

CenturyLink ESInet infrastructure is designed to withstand sophisticated cyber-attacks.  CenturyLink ESInet  is a secured and private IP managed 
network providing services for 9-1-1 call delivery.  All inbound and outbound traffic interactions are with pre-vetted entities, utilize well defined 
protocols and traverse controlled access points.  Call processing and real-time data delivery are implemented through specialized subnets.   

Sensitive data is housed in data centers with logical and physical access controls.  All hardware and software elements deployed in a production 
environment go through stringent release management processes that incorporate thorough vulnerability scan testing.  Corporate, development, and 
test environments are separate from production, and live production data is not used for development or testing purposes.  Inter-zone traffic is 
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restricted to only authorized personnel and the necessary protocols destinations used to support the management and applications of CenturyLink 
ESInet with all other traffic implicitly denied by way of redundant and diverse session border controllers and firewalls.  

CenturyLink ESInet infrastructure is built to withstand sophisticated attacks by means of a defense-in-depth strategy.   

Traffic between core processing and distributed sites (e.g., ingress call traffic, PSAPs, management capabilities) are route-secure and protocol-
secure.  A combination of route paths, IP address recognition, limited protocols, VPNs, session border controllers, and firewalls secure the various 
communication elements of CenturyLink ESInet   

CenturyLink ESInet also employs a regularly scheduled patching process to protect against security vulnerabilities and the effects of malware.  
Computing devices are subjected to thorough security scans for malware elements.  

 Physical, network, and application access to production components is restricted to personnel that have a direct operational responsibility, with all 
activity audited and monitored. The Network Operations Center (NOC) is staffed 24 hours a day, seven days a week, 365 days a year to actively 
monitor and manage CenturyLink ESInet associated services and connectivity to the network.   

When a potential or actual customer-affecting issue is defined and determined to be an incident, the Incident Administration team is engaged by the 
NOC.  The team uses established processes that are ISO 9001:2015-compliant for immediate escalation, notification, resolution, and reporting.  

All buildings, NOC and Data Center access are monitored by 24x7 security and access control systems.  Security Information and Event 
Management (SIEM) analysis is a daily task of our Security Operations Center. We have deployed a SIEM tool for log aggregation and consolidation 
from multiple machines and for log correlation and analysis. 

Info security personnel have devised profiles of common events from given systems so that they can tune detection to focus on unusual activity, 
avoid false positives, more rapidly identify anomalies, and prevent overwhelming analysts with insignificant alerts. We deploy heuristic analysis, a 
method employed to detect previously unknown computer viruses, as well as new variants of viruses.  Heuristic analysis is an expert-based analysis 
that determines the susceptibility of a system towards particular threat/risk using various decision rules or weighing methods. We perform annual 
external and internal penetration testing of our critical systems and infrastructure.  We maintain in-house tools and expertise in order to conduct 
penetration testing and work with nationally recognized penetration test providers to achieve third party assurance 

CenturyLink uses multi-tiered security measures to restrict access to our Data Centers and any structure maintaining ESInet and NGCS components. 
We allow access only to authorized people and we track and log physical access. Security measures include continuous closed-circuit video 
monitoring, 24-hour on-premises live security, electronic key card access, individual, personal access codes, and biometric hand scans.  CenturyLink 
actively maintains an access list. All additions to this list must be submitted in advance and in writing.  Access is limited to areas designated in the 
access list. Only individuals identified on this list will have access. We further protect our operations and equipment by using controlled entrance and 
exit doors, security breach alarms, secured cage and cabinet environment, mantraps, and discrete buildings (no signage).  We align with the 
applicable areas of the FBI CJIS Security Policy. 

CenturyLink follows both the Physical Security and logical security Guidelines as outlined in the Nena” Security Document NENA Security for Next-
Generation 9-1-1 Standard (NG-SEC) NENA 75-001” which includes: 

 CenturyLink separates physically and logically ESInet functions into separate security domains. This methodology provides a clear 
demarcation of NGCS functions and security requirements from Managed CPE functions and security requirements. 
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 CenturyLink’s NGCS Solution, access control is provided through the Border Control Function/Session Border Controller (BCF/SBC) at the 
NGCS datacenters, this secures and segments the core functions to the transport network for the PSAP and external data sources which all 
remain in separate security domains.  

 All messaging transiting the network uses SIP. If not delivered in SIP natively, it must be interworked to SIP using the Protocol Interwork 
Function (PIF) of the Legacy Network Gateway (LNG). PSAP BCF/SBC are included part of this service as well that will terminate secure 
traffic to the PSAP and expect to hand off to the endpoint PSAP via customer provided call handling equipment firewall/BCF or SBC.  

 The CenturyLink’s NGCS Solution and ESInet are provided with an array of BCFs/firewalls that inspects all traffic transiting the network 
edge. This device will employ both application and network layer protection and scanning capability as well as mitigates lower layer protocol 
attacks.  The BCF provides Denial of Service (DoS) and Distributed Denial of Service (DDoS) detection and protection. Our network 
supports standard the use of firewall rules, access control lists (“ACLs”), virtual local area networks (“VLANs”), virtual private networks 
(“VPNs”), and Secure Sockets Layer (“SSL”) protocols to control network traffic and access. These protective measures are supplemented 
with aggressive physical security for our datacenters and secure delivery of SIP traffic to the PSAP BCF. 

 Our network infrastructure is built to withstand sophisticated attacks (including DDOS) by means of a defense in depth strategy.  We employ 
high availability systems with redundancy at geographical, carrier, circuit, power, application, and system levels.  System/Application 
availability is safeguarded with clustering and load balancing techniques.  Furthermore, our security architecture employs defenses that 
include, but are not limited to, Stateful packet inspection firewalls, IDS/IPS, multi-factor authentication, strong encryption, anti-virus/anti-
malware, and vulnerability/patch management solutions.  All inter-zone traffic is restricted to only the necessary protocols/destinations, both 
ingress and egress. 

 Building and Physical Access Control  

 Hardened defined external perimeters, hardened outer walls with no openings available for exploitation, access control lists and at least two 
automated ID sensors such as palm-print readers, etc. Visits by uncleared individuals must be approved in advance. All visitors are 
escorted. 

 Entity identification badges, building access cards, building keys, and/or any other form of recurring access that does not require approval at 
the time of access shall be sponsored by a NG9-1-1 Entity management person. Appropriate local, state and federal laws and guidelines 
shall be followed for allowing nonemployee access (i.e. CJIS Background Checks, etc.). 

 Identification Badges 

 Mobile Security and Security in and outside the Work Area or PSAP 

 Physical Access 

 CenturyLink network Interconnect equipment which will include routers, firewalls, Audio Codes and other similar equipment shall be installed 
and contained in a secure locked cabinet located at each PSAP with appropriate physical access controls.  If equipment is in equipment 
rooms shared with non-NG9-1-1 Entity entities or in unsecured  , it shall be contained in locked cabinets 

 All NG9-1-1 services within our ESInet that require authentication implement a Single Sign On paradigm. The mechanism used is OASIS 
SAML (Security Assertion Markup Language).  There are two entities: An Identity Provider (IDP) which authenticates users and supplies 
services with a “token” that can be used in subsequent operations to refer to an authorized user and a Relying party which uses the token.  
SAML is used by a Relying Party to ask if an operation should be permitted by the user. 

 Rather than supporting signaling or voice encryption, we rely on the MPLS security and secured IP tunnels to provide confidentiality for 
signaling and voice. 
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Any additional documentation can be inserted here: 

 

We employ the NENA 75-502.1 Audit Checklist to build our security program to include all system components and to test project compliance. We 
employ independent access control and auditing at the rack level for core services facilities. 
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NOC/
SOC 
7 

NOC/SOC - Incident Management System 

The bidder’s incident management system shall log all support requests, both from users and those 
automatically generated.  
1. Provide examples of monthly reports detailing tickets opened, pending, resolved, and closed.  
2. Provide a matrix outlining Service Impact Levels in a detailed response, to include notification times 
and response times. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response: 

1. CenturyLink PSAPs and the State of Nebraska stakeholders have access to an online ticketing system to open, update, view status and request 
ticket closure for maintenance issues. This includes Monthly reports, showing pending online Web portal.  

We provide a ticketing system for the NG9-1-1 network from several contributing platforms. Chief among these is the FortiSIEM event management 
platform. This tool gathers a comprehensive set of data about the status of the network, including device reachability, SIP endpoint behavior, 
predicted MOS performance, routing topology, security threats, infrastructure alarms, SLA compliance, and a host of other relevant data. This tool has 
a network-wide view starting at the TDM trunks at the aggregation infrastructure and all the way through the call flow to the demarcation device at 
each PSAP.  

For the manager, this dashboard provides an unprecedented level of network visibility in a variety of networks and devices. This depth of real-time 
visibility includes signaling messages – as they traverse through individual devices – media quality, message parameters, etc.  
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Samples of Dashboard Portal View 
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Sample of Monthly Ticket Reports 

In case of a service interruption and/or outage, our team has instituted Incident Management processes and procedures for dealing with various 
severity levels during the course of an incident. Our incident response tools include use of the Incident Command System (ICS), which is housed 
within our Ticketing System. The ICS is modeled directly from the Federal Emergency Management Agency (FEMA) Emergency Management 
Institute for major incidents. The ICS processes include resolution, documentation of any incident, communications, and post- event analysis. 
Incidents overall, regardless of level of severity, are tracked within our ticketing system, which also provides broadcast messaging available for real-
time updates and status of ongoing service affecting issues that may impact the NG9-1-1 solution. 

Incident Management personnel are trained in incident command with courses provided by the Emergency Management Institute, a FEMA-sponsored 
Emergency Management Course as well as the ITIL framework. Incident Management is available 24 hours a day, 7 days a week. 

CenturyLink utilizes the Incident and Problem Management modules of Remedy, which allows for tracking of break/fix issues as well as any resulting 
Problem Management requests. All support requests from users and those automatically generated are logged. 

2.A table outlining Service Impact Levels, to including notification times and response times is below 
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Any additional documentation can be inserted here: 

 

                                                
 

 

The table below equates incident and reporting levels. 

Severity1 Description2 Response 

 
 

Level 5: Emergency 

 

NGCS is no longer able to provide some critical services to 
any user. Prime assuming responsibilities for region. 
Debilitating denial of services, large amounts of data 
exfiltrated, inappropriate disclosure, ransomware attacks, 
unauthorized privilege escalation. 

Immediate. Notifications made within one hour. 
Response partners placed in full emergency 
response mode. State immediately notified. 
 

Level 4: Severe 
Poses a threat to essential services or causes some subset 
failures that can be compensated for through active-active. 
May impact systems outside the CenturyLink region. Includes 
significant denial of services, abnormal ad-hoc requests, 
unauthorized access or attempted access, inappropriate 
disclosure, inappropriate destruction of sensitive data, etc. 

Within two-hours of notification. Response partners 
placed on standby for immediate dispatch if needed. 
State immediately notified if outage occurs. 

Level 3: High 
Impacts ESInet reducing optimum performance but does not 
impact essential services nor impact SLA status significantly. 
Includes web defacements, denial of services, hacking 
activities, modification of software or systems, suspicious 
activities. 

Within four hours. Response partners alerted. State 
notified per SLA 

Level 2: Medium 
Internal system impact that slows company work processes 
and may interrupt some non-essential tasks. Includes power 
outages, physical damage, sabotage, physical loss or theft of 
information. 

With two workdays. 

Level 1: Low 
Unsubstantiated or inconsequential event including 
social engineering, Trojan or virus infections, harassment, 
elevated data disclosure, improper disposal of documents. 

Within five workdays of notification that event has 
occurred. 

Level 0 
Steady state. System monitoring operating and protection in 
place.  

Standby 

This chart is modeled on USDHS threat ID levels. 

Examples drawn from California Joint Cyber Incident Guide. 
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NOC/
SOC 
8 

NOC/SOC -  Change Management System 
Change Management Review System 

Describe bidder’s change management system and the ability to provide the Commission’s program 
manager and designated PSAP representatives with the ability to review proposed change requests 
and the client approval process. The Contractor shall provide monthly reports detailing change tickets 
opened, pending, resolved, and closed. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response: 

A 24x7x365 NOC dedicated to 9-1-1 call delivery services supports the CenturyLink’s NG9-1-1 solution network, core services, and equipment. 
CenturyLink utilizes industry standard processes, including adherence to Information Technology Infrastructure Library (ITIL) framework as well as 
best-in-class tools for Change Management, including the use of the ServiceNow Change Management Module. 

CenturyLink will conduct major and minor planned and critical un‐planned events for all CenturyLink’s NG9-1-1 solution system maintenance or 
upgrades that may impact customers. CenturyLink will manage and complete changes to the service including aggregation sites, core call routing 
complexes, PSAP equipment maintenance, circuit maintenance, and software upgrade events, with a trained ESInet event management team 
facilitating the change implementation, monitoring, and communication through the length of the event. CenturyLink adheres to stringent internal 
event plan processes and procedures which include step‐by‐step execution procedures with the associated time frames, back‐out procedures, and 

baseline and validation testing. CenturyLink includes the required back‐out time within the scheduled maintenance timeframe. 

Change Requests very widely in terms of scope and complexity, dependent upon the type of change. Change Requests with largest potential impact 
are submitted to a Change Advisory Board (CAB) for approval. The CAB is a committee that makes decisions regarding whether or not a change 
should be implemented. The Change Advisory Board consists of executive stakeholders or their representatives.  CenturyLink manages all aspects of 
Change Management through the Change Management Process including availability, capacity, configuration, incident, problem, release, service-
level and IT Service continuity management. 

Depending on the type of change, changes are submitted to a Change Advisory Board (CAB) for approval. The CAB is a committee that makes 
decisions regarding whether or not a change should be implemented. The Change Advisory Board consists of executive stakeholders or their 
representatives. We manage all aspects of change management through the Change process including availability, capacity, configuration, incident, 
problem, release, service‐level and IT service continuity management. Generally speaking, there are two classes of ESInet maintenance e.g., 
standard and emergency. 

 Standard: CenturyLink will provide a schedule of standard maintenance windows for activities defined below as: level 4 standard and level 3 

normal. 

 Emergency: Where reasonably practicable, CenturyLink will give the Commission and any affected PSAPs 24 hour notice of the need for 

the maintenance and a summary of the potential impact. Emergency maintenance may occur at any time. 

There are five categories of changes. 

Table 1. Change Management Change Categories 

Change Category Description 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

65 
 

STANDARD This change indicates a low risk and repeatable change that occurs frequently. Once it is 
deemed appropriate (3 successful) Change plans / MOPs are in place, a template will be built so 
the change can be entered as a Standard Change for future usage negating the need for a 
normal change. This change type does not require CAB approval. 

NORMAL Normal changes are often categorized according to risk and impact to the organization. By 
definition, a normal change will proceed through all steps of the change management process, 
including the CAB for approval. 

LATENT This change should be utilized for unplanned work, resulting from a critical incident ticket &/or 
Major Incident. 

EXPEDITED By definition, an expedited change will proceed through all steps of the change management 
process and will be reviewed by the executive CAB. There is a valid business reason to bypass 
the 48-hour advance submittal time frame. 

EMERGENCY Utilized for a change that resolves a problem deemed critical to business continuity and for 
which a workaround is not sufficient. Examples are a router that could put voice delivery at risk 
and has a potential for an immediate threat to the production environment and /or to be a major 
impact to Business or Customer. Emergency changes are approved at an Emergency Executive 
CAB. 

For a Planned or Emergent Event to receive approval there must be an event plan submitted to the CAB. The event plan must include a step‐by‐step 

guide of changes being made and clearly state the impact of the change. All event plans must also include a detailed validation plan and back‐out 
plan in compliance with implementation plan standards and approved by the CAB Stakeholders. All event resources are clearly listed and verified 
ahead of time. New application code is never to be loaded without it being officially released by QA. CenturyLink will provide written notification and 
release content (when applicable) to the jurisdiction(s). 

For Normal, Emergency, and Expedited changes, a change request is submitted to the CAB. The request must include a step-by-step explanation of 
the purposed changes being made and clearly state the impact of the change. These changes must also include a detailed validation plan and back-
out plan in compliance with implementation plan standards. All event resources are clearly listed and verified ahead of time. New application code is 
never to be loaded without it being officially released by QA and validated in our test environment.  

The result of each change is tracked and available for future reference in our ServiceNow Change Management Module whether it was successful or 
unsuccessful. If the change is closed as unsuccessful and the back-out plan was enacted, the issues that caused the event to be unsuccessful are 
documented. A change plan and request must be submitted for re-approval by the CAB. If the change was successful with deviation, this is also 
tracked with the deviations documented. 

If the event is closed as unsuccessful and the back‐out plan was enacted, the issues which caused the event to be unsuccessful are documented. A 

new event plan and subsequent change must be submitted for re‐approval by the CAB. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

66 
 

Any additional documentation can be inserted here: 

 

The CAB also documents and stores each event for tracking and reporting purposes. The CAB logs all planned and emergent event change requests 
on events that are both approved and declined. We also review and issue Reason for Outage (RFO) reports when outages occur. 

We have scheduled maintenance time frames for non‐emergency events. If we have an emergency item, we will alert the Commission and affected 
PSAPs using a standard process. The State can choose the modality of this communication (i.e. text, email, etc.) 

The CenturyLink Service Manager will provide notice of maintenance events. For questions during the maintenance window, the State should contact 
the CenturyLink NOC. 

The CenturyLink’s NG9-1-1 solution maintenance window is 12am‐6am per time zone (Tuesday‐ Thursday), unless otherwise agreed to in order to 

resolve service impacting issues. Changes affecting multiple time zones will be completed between 12AM‐6AM CT. Customer PSAPs may require 
maintenance at the PSAP to be done outside of this maintenance window, in which case CenturyLink will coordinate an appropriate time to perform 
maintenance at the PSAP. 

In addition to managing planned and emergent events, we maintain a problem management system for tracking and reporting trouble. CenturyLink 
will provide a service for opening trouble tickets, change requests, and checking status of existing items e.g., tickets opened, resolved and pending. 

NOC/
SOC 
9 

NOC/SOC - Change Management  System  
Change Management Tools 

Provide detailed descriptions of any other tools bidder intends to use to provide access to the change 
management system, such as web portals and client software. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response Bidder Response: 

Access to the change management system will be available and viewed through our customized CenturyLink NG9-1-1 Public Safety web dashboard 
and portal. 
 
Our NG9-1-1 Public Safety NOC in conjunction with the CenturyLink change management team coordinates planned and unplanned maintenance to 
reduce the impact to customer service.   
Our change management team will provide notice of the change via emails, distribution mailboxes and or Web portal. 
 
Each change is tracked and available for future reference in our Change Management Module of portal whether it was successful or unsuccessful. If 
the change is closed as unsuccessful and the back-out plan was enacted, the issues that caused the event to be unsuccessful are documented. A 
change plan and request must be submitted for re-approval by the NGCS Core Team. If the change was successful with deviation, this is also tracked 
with the deviations documented in our Web portal and email processes. 
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Any additional documentation can be inserted here: 

 

Any additional documentation can be inserted here: 

 

NOC/
SOC 
10 

NOC/SOC – Change Management System 
Change Testing and Training Environment 

A non-production ESInet replica / NGCS replica, test lab, or similar system shall be established to test, 
and exercise proposed upgrades, third-party interfaces, and applications prior to release in live 
production. This system also could be leveraged for training purposes. Provide detailed descriptions 
of how the solution satisfies this function in the change management process. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder Response: 

We employ rigorous steps to technically and operationally review all new hardware, software, network and patch releases end-to-end. All hardware and 
software elements deployed in a production environment go through stringent release management processes that incorporate thorough testing and 
scans. The testing program includes the following elements. 

 Test plans developed in conjunction with equipment and software vendors. 

 Labs that mirror the production architecture and operating environment. 

 Coordination with vendors to address any problems related to new product or software releases. 

 Oversight of the First Office Application (FOA) of all newly introduced hardware or software releases 

 We employ rigorous steps to technically and operationally review all new hardware, software and patch releases end-to-end. All hardware 
and software elements deployed in a production environment go through stringent release management processes that incorporate thorough 
testing and scans. The testing program includes the following elements. 

 Test plans developed in conjunction with equipment and software vendors. 

 Labs that mirror the production architecture and operating environment. 

 Coordination with vendors to address any problems related to new product or software releases. 

 Oversight of the Approved for Field Use (AFU) of all newly introduced hardware or software releases. 

 Provides Approval for Use and certifies new hardware or software release upon successful completion of FOA soak period. 

 CenturyLink offers an NG9-1-1 ESInet i3 test lab program. As part of this program, NG911 vendors can test with CenturyLink’s NG9-1-1 lab 
to validate network, i3 interactions and Call Handling Equipment (CHE) before going into production. 
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NOC/
SOC 
11 

NOC/SOC – Change Management System 
Change Management Process 

1. Outline bidder’s proposed change management process. The ITIL change management standard 
methods and procedures are preferred.  
2. Include a description of the process for notifying the Commission and affected PSAPs. Notification 
shall be made no less than ten (10) business days in advance of the change, except in emergency 
situations, in which case notification shall be provided immediately.  
3. Include explanation of solution’s Fault, Configuration, Accounting, Performance, and Security 
(FCAPS) procedures.  
4. Provide a detailed explanation describing how the proposed solution meets or exceeds the 
requirements for the ITIL and FCAPS processes. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1.  CenturyLink will conduct major and minor planned and critical un-planned changes for all CenturyLink’s NG9-1-1 ESInet system 
maintenance and or upgrades that may impact customers. CenturyLink will manage and complete events with a trained ESInet change management 
team facilitating the change implementation, monitoring, and communication through the length of the event.  CenturyLink adheres to stringent 
internal event plan processes and procedures which include step‐by‐step execution procedures with the associated time frames, back‐out 

procedures, and baseline and validation testing. CenturyLink will include the required back‐out time within the scheduled maintenance timeframe.  

Our 24x7x365 NOC dedicated to 9-1-1 call delivery services supports the CenturyLink’s NGCS Solution network, core services, and equipment. 
CenturyLink utilizes industry standard processes, including adherence to Information Technology Infrastructure Library (ITIL) framework as well as 
best-in-class tools for Change Management.  

We will rigorously enforce a formal change management program that satisfies the guidelines published by the Project Management Institute (PMI). 

Change Requests vary widely in terms of scope and complexity, dependent upon the type of change. Change Requests with largest potential impact 
are submitted to a NGCS Core Team for approval. The NGCS Core Team is a committee that makes decisions regarding whether a change should 
be implemented. CenturyLink manages all aspects of Change Management through the Change Management Process including availability, capacity, 
configuration, incident, problem, release, service-level and IT Service continuity management.  Our team coordinates planned and unplanned 
maintenance to reduce and or eliminate the impact to customer. The intent is to work within the PSAPs current Standard Operating Procedures 
(SOPs) or provide guidance on creating them on how to manage the planned or unplanned maintenance. 

There are five categories of changes. 

Table 1: Change Management Categories 

Change Category Description 

STANDARD This change indicates a low risk and repeatable change that occurs frequently. Once it is deemed 

appropriate (3 successful) Change plans / MOPs are in place, a template will be built so the change can 

be entered as a Standard Change for future usage negating the need for a normal change. This change 

type does not require Program Management Team approval. 
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NORMAL Normal changes are often categorized according to risk and impact to the organization. A normal 

change will proceed through all steps of the change management process, including the  Program 

Management team for approval. 

LATENT This change should be utilized for unplanned work, resulting from a critical incident ticket &/or Major 

Incident. 

EXPEDITED An expedited change will proceed through all steps of the change management process and will be 

reviewed by the our NG9-1-1 Program Management team. There is a valid business reason to bypass 

the 48-hour advance submittal time frame. 

EMERGENCY Utilized for a change that resolves a problem deemed critical to business continuity and for which a 

workaround is not enough. Examples are a router that could put voice delivery at risk and has a 

potential for an immediate threat to the production environment and /or to be a major impact to Business 

or Customer. Emergency changes are approved  by our NG9-1-1 Program Management Team 

NOCSOC 11 - Change Management Change Categories 

CenturyLink will provide a notice in writing within five business days to the State on all Planned changes.  

For Normal, Emergency, and Expedited changes, a change request is submitted to the NGCS Team. The request must include a step-by-step 
explanation of the purposed changes being made and clearly state the impact of the change. These changes must also include a detailed validation 
plan and back-out plan in compliance with implementation plan standards. All event resources are clearly listed and verified ahead of time. New 
application code is never to be loaded without it being officially released by QA and validated in our test environment.  

The result of each change is tracked and available for future reference in our Change Management Module whether it was successful or 
unsuccessful. If the change is closed as unsuccessful and the back-out plan was enacted, the issues that caused the event to be unsuccessful are 
documented. A change plan and request must be submitted for re-approval by the NGCS Core Team. If the change was successful with deviation, 
this is also tracked with the deviations documented. 

The process proceeds through several defined steps: 

1. The change must be proposed by an authorized individual usually within the agency impacted by the change. 
2. A thorough technical review is conducted to identify feasibility, direct and indirect impacts, potential compatibility 
         issues and effect on network availability. 
3. A security impact review is conducted, and plans are amended as needed. 
4. A final approval is obtained from the appropriate level of management. 
7. A project plan is prepared. 
8. Users are notified if an outage is expected. 
9. The project is completed and accepted. 
10. A formal change report is submitted with a complete analysis of lessons learned. 
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Any additional documentation can be inserted here: 

 

CenturyLink also utilizes Incident and Problem Management modules, which allows for tracking of break/fix issues as well as any resulting Problem 
Management requests. 
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Any additional documentation can be inserted here: 

NOC/
SOC 
12 

NOC/SOC - Network Management System  
System and Network Management Software 

Software packages are widely available for capturing, analyzing, and reporting the network’s health 
based on the Simple Network Management Protocol (SNMP) traffic it receives. Provide the name and 
description of the management software that will be implemented including all functional modules 
associated with it (e.g., reporting, backup, and IP address management). 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The CenturyLink’s NG9-1-1 solution NOC/SOC uses multiple tools and techniques to track performance and fault management activities. All tools are 
used to collect KPIs for their respective systems/servers which in turn are forwarded to HP OpenView, which is used to present a single pane of glass 
to the CenturyLink’s NG9-1-1 solution NOC. OpenView utilizes the HP Operations Manager (OM) module, which monitors systems and applications 
using agents and provides SNMP trap and syslog receiver capabilities, and the HP Network Node Manager (NNMi) network monitoring software 
module based on SNMP. Visual alerts are available 24x7x365 to the CenturyLink 9-1-1 NOC. These systems also provide ICMP and SNMP trending 
and threshold alarming. 

The CenturyLink’s NG9-1-1 solution NOC also utilizes the following: 

 CIMRaN is used immediately following an incident to provide a call impact report that identifies calls, callback numbers, PSAPs, state 
carriers and associated CDRs in a report that can be distributed to the customer. This report is generated within minutes following an 
incident. 

 Netscout is used for network troubleshooting and analysis. 

CenturyLink’s NG9-1-1 solution system utilizes many mechanisms for event tracking and alerting. Systems leverage syslog and SNMP traps for event 
/ fault notifications. Application hosts also utilize embedded agents which communicate directly with our monitoring platforms. Systems are monitored 
by use of SNMP polling and application health-checks. All systems are provisioned for fault, performance, and configuration monitoring / 
management. 

BlueCat’s Proteus IP Address Management (IPAM) solution is the IP Management tool; it enables us to design, deploy, reconfigure, and maintain the 
IP address inventory of all devices in the network, production, and lab environments. 

CenturyLink will provide 24x7x365 monitoring of the NG9-1-1 network and equipment. CenturyLink will provide real-time reporting capabilities as well 
as access to the NOC for real-time updates on network and equipment health. 

CenturyLink integrates a comprehensive set of tools for constant monitoring and management of the network. Multiple network management 
components will monitor network elements, IP paths, packet rates, packet loss, retransmission, and other IP network metrics. These components will 
generate alarms to appropriate systems. These components generate alarms to system operators if the reliable delivery of calls or data is threatened. 
Delivery of monitoring reports, including bandwidth utilization and connectivity are provided as mutually agreed upon during contract negotiations. 
Traditional network management tools are complimented by active application monitoring and alerting. Application elements, BRIX probes will also 
report network failures as detected by their monitoring activity, some of which is specific to managing the availability and integrity of the network. 
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NOC/
SOC 
13 

NOC/SOC – Network Management System 
NMIS Interworking with Elements and Services 

Provide a detailed explanation and associated drawings explaining how the proposed solution 
interworks with all of the various elements and services of the proposed systems and network 
elements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution security policies, standards, and guidelines are compliant with industry best practices as defined by International 
Organization for Standardization and Control Objectives for Information and related Technology (COBIT). CenturyLink’s next generation emergency 
services network is a secured and private IP managed network. All inbound and outbound traffic is through well-defined and controlled access points. 
Call processing and real-time data delivery are implemented through specialized subnets. With over 20 years of experience in cyber security, we have 
been recognized by industry analysts, including Gartner Group and Forrester Research, as an innovator and leader. CenturyLink’s corporate security 
leaders participate on several private and public boards focused on IT cyber security. 

CenturyLink employs a defense-in-depth security strategy to protect sensitive information. Such controls include but are not limited to stateful packet 
inspection firewalls (host and network based), IDS/IPS, ACLs, Role-based Access control, two-factor authentication, encryption, and AV (email and 
host). Furthermore, systems are protected with build standards, patch management, and regular vulnerability scans. 

Sensitive data is housed in our data centers with logical and physical access controls. Development environments are separate from production and 
production data is not used in dev or SQA. Data transits untrusted networks (leaves CenturyLink custody) through applications or communication 
channels with encryption to safeguard confidentiality and integrity. 

CenturyLink’s NG9-1-1 solution infrastructure (illustrated in the figure below) is built to withstand sophisticated attacks (including DDOS) by means of 
a defense in depth strategy. CenturyLink employs high availability systems with redundancy at geographical, carrier, circuit, power, application, and 
system levels. System/Application availability is safeguarded with clustering and load balancing techniques. Furthermore, CenturyLink’s NG9-1-1 
solution security architecture employs defenses that include, but are not limited to, stateful packet inspection firewalls, IDS/IPS, multi-factor 
authentication, strong encryption, anti-virus/anti-malware, and vulnerability/patch management solutions. All inter-zone traffic is restricted to only the 
necessary protocols/destinations, both ingress and egress. 
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Figure 2. Defense in-depth Security Architecture 

The network is capable of processing all traffic, but administratively denies protocols identified as a threat, or that otherwise fall outside of pre-defined 
parameters. This is partially managed via routing tables and/or Access Control Lists (ACLs). CenturyLink and Intrado continually investigate and 
upgrade with new advances in protective technology with tools such as Intrusion Detection System (IDS). 

The solution incorporates physical, network, and application security principals. Traffic between Core processing sites and distributed sites (e.g., 
ingress call traffic, PSAPs, management capabilities) is route- and protocol-secure. A combination of route paths, IP address recognition, limited 
protocols, VPNs, session border controllers, and firewalls secure the various communication elements of the proposed solution. 

CenturyLink’s NG9-1-1 solution deploys firewalls and other network security devices and software to protect against inbound network threats on the 
servers that make up the proposed ESInet. The NOC also employs a regularly scheduled patching process to protect against the effects of malware. 
Computing devices are subjected to thorough security scans so that there are no malware elements present. Access to processing elements is 
restricted to authorized personnel. Network connections from solution components are limited to those connections needed for operation and 
maintenance. Physical and network access to production components is restricted to those that have an operational responsibility, and all activity is 
audited and monitored. 
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Any additional documentation can be inserted here: 

 

All development environments are fully separate from production environments. All hardware and software elements deployed in a production 
environment go through stringent release management processes that incorporate thorough testing and scans. 
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NOC/
SOC 
14 

NOC/SOC - Network Event Logging 
System and Network Event Logging and Reporting 

The network management system shall capture real-time and historical tracking of network and system 
events, as well as event resolution of the IP network and attached systems. This is for logging errors 
and statistical information related to the health of the network and attached systems. Events shall 
include, but are not limited to, hardware (power, processor, interface cards, ports), software (operating 
system errors, database errors, application errors and failures), network (Quality of Service (QoS), 
Mean Opinion Score (MOS), jitter, latency, and packet loss)).  
 
The events recorded in this section are not related to the event logging of 911 requests for service as 
part of NGCS Option B requirement NGCS 13 Event Logging. Describe how the solution meets or 
exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink Real Time Monitoring via SolarWinds modular, scalable network management tools will obtain end-to-end visibility into the health and 
performance of the ESInet. This provides critical path hop-by-hop analysis and visualization all along the delivery track. We can quickly see maps of 
network connections, dependency relationships, and topology information, and know who and what is connected to the network, and when and where 
they are connected. This application ensures devices are configured and operating in compliance with regulatory standards and that network 
managers are prepared to recover quickly from hardware faults and human errors using automatic backups. 

CenturyLink’s NG9-1-1 Solution utilizes software developed in collaboration with Oracle; security, Quality of Service (QoS), and interoperability are 
“baked in” to our critical services.  

QoS monitoring and reporting measures each media flow through the system, calculating quality scores (such as Mean Opinion Score) and 
aggregating the information into data for transmission to external reporting systems 

At each ESInet Site location, CenturyLink will provide redundant routers for each physical circuit and a Network Probe for network monitoring. 
Network performance event monitoring provides constant monitoring of Customer’s contracted devices and associated network elements using a 
suite of monitoring tools which collect various types of performance related data. This data is delivered to the CenturyLink NOC monitoring center via 
intelligent probes, data collectors, or VPN polling as required. The data is then analyzed by NOC personnel to identify fault occurrences and to 
determine the overall health of the managed portions of the Customer’s network.  

Our other monitoring tools will also allow end-users to gain visibility into signaling and media interactions, and leverage key indicators to identify, 
troubleshoot, and resolve issues that can reduce the efficiency of enhanced IP network service. Our monitoring tools captures all messages transiting 
the network using network probes linked to an unrivaled correlation engine. Results are viewable through a web-architected GUI. This Monitor runs 
on commercial-off-the-shelf hardware and software components that are integrated into our session border controller (SBC) service delivery 
platforms. 

CenturyLink’s network performance monitoring includes but is not limited to bandwidth utilization, delay(latency), jitter, MOS, and packet loss to name 
the most used items for monitoring. Custom elements can be configured if required by the State. 
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With our NG9-1-1 solution, problems that might be a request for service in a CPE situation are often recognized by our network event logging 
management tools before a customer realizes there is an issue and submits a ticket. 

 

1. To track and report the performance of the NGCS core, we employ the Oracle Enterprise Operations Monitor (OCOM) and the FortiSIEM 
security and event management platform and other Network and CPE monitoring and alarm systems.  A software and hardware health check 
against each instance is automatically performed once per second and will immediately pull an unhealthy element from our active-active pool 
and raise a system alert.  

Working in a complementary way, these two tools gather a comprehensive set of data about the status of the network, including device 
reachability, SIP endpoint behavior, predicted MOS performance, routing topology, security threats, infrastructure alarms, SLA compliance, 
and a host of other relevant data.  Both tools have a network-wide view starting at the TDM trunks at the aggregation infrastructure and all the 
way through the call flow to the demarcation device at each PSAP.  Then, these and other data sources such as E-Bonding ticket information 
are consolidated into a single viewing portal for access by the state.  

Oracle Communications Operations (OCOM) is a proactive call monitoring solution.  It captures and analyzes all required signaling messages 
and media from the network, providing full correlation and quality metrics in real time.  It also enables easy to-use, drill-down troubleshooting 
for root-cause analysis of any reported problem related to a user, user group, trunk, network device, or Internet Protocol (IP) address.  Key 
features include: 

– End-to-end call correlation and analytics in real time  

– Segmentation of the network path for fast and accurate problem localization  

– On-demand troubleshooting down to the individual subscriber, customer, or employee  

– Media quality analysis, including R- Factor and MOS scores  

– Unparalleled insight into and analysis of signaling messages  

– Embedded software to eliminate need for additional monitoring equipment in the network  

– Intuitive and simple GUI  

FortSIEM enables unified and cross-correlated analytics from diverse information sources including logs, performance metrics, SNMP Traps, 
security alerts and configuration changes.  FortSIEM essentially takes the analytics traditionally monitored in separate silos from — SOC and 
NOC — and brings that data together for a more holistic view of the threat data available in the organization.  Every piece of information is 
converted into an event which is first parsed and then fed into an event-based analytics engine for handling real-time searches, rules, 
dashboards and ad-hoc queries. Key features include:  

– Unified, Real-Time, Network Analytics  

– Single IT Pane of Glass  

– Multi-tenancy  

– MSP/MSSP Ready  

– Cross Correlation of SOC & NOC Analytics  

– Self-Learning Asset Inventory  
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– Cloud Scale Architecture  

Security and Compliance out-of-the-box Data collected from these platforms and other sources is then reviewed in our multi-level audit 
program.   

This program has three audit levels. 

– The first (Management) includes control self-assessments (CSAs), attack/break penetration testing, functional/technical testing, 
social/behavioral testing and regular management reviews. Level activities typically are reviewed annually. 

– The second (Risk Management) includes assessments of threats, vulnerabilities and risk followed by a formal risk evaluation.  This 
level also produces a business impact analysis (BIA) and draws conclusions about emerging risk.  Level two activities are 
accomplished at least quarterly and more often if the threat so dictates. 

– The third level (Internal Audit) involves internal controls testing, cyber security compliance, a Formal risk acceptance protocol and 
appropriate investigation/forensics.  These are usually unannounced and scheduled by the Network Security Officer. Some sort of 
level three audit occurs monthly.  

Our change management protocol requires an environmental impact assessment and risk management review prior to the implementation of any 
change in the operational environment. 

2. To track report and log statistics and the performance of the NG9-1-1 MPLS and TDM ESInet network, we employ Network 

Probes and Solar Winds  

Solarwinds event logs events including: 

– Pcap files to determine issues with packet or frame level networking failures  

– Bandwidth utilization 

– Tracks IP and switch ports of the network 

– Monitors and provides event logs on each edge device in the network 

• Secure flows, IDS and IPS to ensure segmentation of traffic for 9-1-1 call delivery to the PSAP end points delivery to the PSAP 

interface and endpoints. Monitors and logs traffic for signature and anomaly-based attacks.  

• QOS including prioritization, policing and marking.  QOS Policies can identify traffic based on Layer 3 attributes such as 

source/destination IP/Port as well as DSCP markings along with Layer 7 capabilities such as Application and URL category to 

provide fine grained QOS Control. 

• BGP and OSPF Routing – Provides flexibility in routing integration 

 

3.  CenturyLink will deploy a Brix network probe solution for End-to-End MOS scoring from Ingress to PSAP edge to track, report 

and log events including: 
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Capture of all messages transiting the network using network probes linked to a correlation engine 

CenturyLink’s solution will use network probes at each PSAP per circuit for MOS scoring and event logging including:  

– This will test end to end call quality metrics (MOS Scoring) 

– This system will also do automatic call testing to insure network availability and functionality. 

– Capture of all messages transiting the network using network probes linked to a correlation engine 

– Brix verifier solution for End-to-End MOS scoring from Ingress to PSAP edge 

– Our Brix solution uses Perceptual Objective Listening Quality Analysis (POLQA). Our Brix places a short call every minute to every 
PSAP probe and a long call every 4 to 7 minutes specifically to test MOS.   

– Probes will generate alarms/tickets on the impacted service If specific criteria are met 

– CDR Streaming for call by call reporting 

– Provides events on: 

 No Heartbeat (HB) 

 Two of these ticket types from each probe could indicate a network outage. 

  Packet Loss (PL) 

 Historical condition types in the ticket events section of NMA may indicate a network problem. 

  Jitter (JR) 

 Historical condition types in the ticket events section of NMA may indicate a network problem 

  Mean Operating Score (MOS).  
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NOC/SOC 14 Network probes logging event sample 

The alarms are sectioned into 4 areas, (Heartbeat HB, Packet Loss PL, Jitter JR, and MOS). 

This data is delivered to the CenturyLink Public Safety 9-1-1 NOC monitoring center via intelligent probes, data collectors, or VPN polling as required. 
The data is then analyzed by NOC personnel to identify fault occurrences and to determine the overall health of the managed portions of the 
Customer’s network. 
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NOC/SOC 14 Network probes event log report sample 
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Any additional documentation can be inserted here: 

 

– Our ESInet network provides custom Quality of Service (QoS) for our managed private IP network which can prioritize any type of 
IP traffic: voice, data, and multi-media. Our solution uses QoS and VLANs between data centers and PSAPs to prioritize and 
protect the data/traffic that provides additional logging events and the health of the network. 

– QOS events are logged across the entire IP/MPLS network.  QoS monitoring and reporting measures each media flow through the 
system, calculating quality scores (such as Mean Opinion Score) and aggregating the information into data for transmission to 
external reporting systems.  

– Onboard QoS monitoring and measurement is also utilized for real-time functions such as QoS-based routing and load balancing. 
This does not compromise end-user QoS 

–  

– QoS in the CenturyLink ESInet is performed primarily through packet marking with DSCP on ingress to the switch ports attaching 
voice equipment to routers at remote and core sites. In some cases, the voice equipment manages its own marking, and the 
router/switch honors these QoS settings. In others, the router/switch will override the DSCP marking with a more appropriate 
setting. Typically, the audio stream (RTP) is marked with “Expedited Forwarding,” the highest class of service available. This is 
appropriate for real-time media such as voice and is mapped to a priority queue. Signaling packets are placed in another queue, 
which will typically have a small but firmly reserved portion of bandwidth.   

– Reported QoS data includes the following per-flow metrics events includes:  

– RTP Lost Packets  

– RTP Jitter  

– RTP Maximum Jitter  

– RTCP Lost Packets  

– RTCP Jitter  

– RTCP Latency  
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NOC/
SOC 
15 

NOC/SOC - Network Event Logging 
Management System Interface to Incident Management System 

This system should be part of, or interfaced with, the bidder’s incident management system, or contain 
cross-reference abilities. Contractor shall maintain historical information for the term of the contract 
and provide copies of the data to the Commission on request, and at the end of the contract. Describe 
how the solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink maintains a problem management system for tracking and reporting trouble. We can also provide monthly trouble reports showing tickets 
opened, resolved, and unresolved. 

In case of a service interruption and/or outage, we have instituted Incident Management processes and procedures for dealing with various severity 
levels during an event. Our incident response tools include use of the Incident Command System (ICS modeled directly from the Federal Emergency 
Management Agency (FEMA) Emergency Management Institute. The ICS processes include resolution, documentation of any incident, 
communications, and post-event review and root cause analysis. We manage incidents and provide customers with notifications and status of 
ongoing service affecting issues that may impact the CenturyLink NG9-1-1 ESInet Solution. 

CenturyLink will prepare and submit a preliminary root cause analysis (RCA) for a Severity Level 1 or Severity Level 2 event. The preliminary report 
will provide an overview of all information known at that time. The Incident Command team will prepare and submit a final report of a Priority Level 1 
or Level 2 event describing the impact of the event, the cause, resolution and any preventative steps that can be taken to eliminate future events. 

Example of our Root Cause analysis. Focus on relevant objective assessment activities including: 

a. Review of logs, forms, reports, and other incident documentation 

b. Identify recorded precursors and indicators 

c. Determine if the incident caused damage before it was detected 

d. Determine if the actual cause of the incident was identified 

e. Determine if the incident is a recurrence of a previous incident 

f. Calculate the estimated monetary damage from the incident 

g. Measure the difference between initial impact assessment and the final impact assessment 

h. Identify measures, if any, that could have prevented the incident 

Satisfy local, state and federal reporting requirements. This includes SLA reporting requirements 

The CenturyLink NOC shall notify within 30 minutes of discovering an event or outage that may impact 9-1-1 services. CenturyLink’s NGCS Solutions 
service assurance strategy places the highest emphasis on service restoration. 

Communication will be supplied to all parties provided to CenturyLink by the Customer and its entities.  

The following are key highlights for the notification system: 

 The five state levels are as indicated: Critical, Major, Minor, Warning, and Normal 
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 We provide notification to the 24x7x365 NOC 

 We provide notification by various means 

 Notification levels are defined by the supporting entity 

 We are capable of alarm suppression by time, quantity, and a combination for reducing alarm notifications. For example, we can say “no 
more of a certain alarm for the next 30 minutes” or we can say “send me duplicate alarms every 5 minutes” 

NOC/SOC 15 CenturyLink Severity Levels 

Severity 
Level 

Description Response 
Time 

Customer 
Resolution 
Time 

Status 

Critical Any outage or condition that results in: 

 Loss of 911 call processing 

 End office or Remote Switch isolation from 911 network for 10 or more 
minutes 

 Loss of end office to 911 tandem circuits 

 Loss of ANI / ALI to a PSAP for 15 or more minutes (excludes CPE or 
customer PSAP issues) 

 PSAP isolation for 10 or more minutes. Excluding troubles at PSAP 
and reroute successful with both ANI/ALI. 

 Any fault condition meeting FCC reportable criteria 

Immediate 30 min-2 hrs 15 min 

Major Client is able to access the system, or ancillary products, but is experiencing a 
partial loss of critical functionality due to software or network problems and has 
no acceptable work around. 

15 min 4 hrs 30 min 

Minor Client is able to access system, or ancillary products, but is experiencing a loss 
of non-critical functionality and has an acceptable work around. 

30 min 8 hrs 60 min 

Intermittent Client has an informational request or questions of a general nature concerning 
the overall product suite functionality or is experiencing an operator 
inconvenience. 

4 hours 24 hrs 2 hours 

Informational ORT Testing, SMOP Events, non-customer impacting problems or informational 
types of trouble 

N/A N/A N/A 
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NOC/
SOC 
16 

NOC/SOC - Network Event Logging 
Interfacing Between Solutions 

Provide a detailed explanation and associated drawings explaining bidder’s processes, tools, and 
procedures for interfacing with the bidder’s monitoring solutions. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink has implemented processes and procedures for interfacing regarding event logging. To ensure high performance and reliable networking 
services for State of Nebraska, CenturyLink’s IP networking framework is based upon the Information Technology Information Library (ITIL) 
principles. We use ITIL for service delivery including design, operation, and transitioning of services. We also conduct detailed IT needs assessments 
in an effort to identify specialized equipment and software that are required by customers in the public safety sector. CenturyLink’s Network 
Operations Center (NOC) offer end-to-end service management using highly trained networking professionals who are available 24x7 for the 
monitoring and management of our network infrastructure. Our NOC services include service coordination, reporting, and logistical support. 

CenturyLink’s NOCs analyze performance statistics for our network. We analyze network uptime, bandwidth utilization, and other performance 
metrics. 

CenturyLink’s NOCs provide 24x7, services that deliver ongoing, real-time protection with an emphasis on the following elements: 

 Detect quickly 

 Respond appropriately 

 Restore critical services 

 Provide complete RCA (Root Cause Analysis) 

NOC operation can provide 24x7 geo-redundant network monitoring and reporting tools optimized by a team of highly trained experienced engineers 
and full-suite third-party vendor support. Our personnel have an average of eight years’ plus network and system experience and service on design, 
implementation, and operational teams. Our network core- and carrier- grade NOC is located in our facilities. Both facilities are equipped with multiple 
internet service providers (ISPs), UPS and a dedicated diesel generator, closed-caption television, dual fire suppression systems, and secure access 
that ensures HA for all monitoring and support services. 

In addition, the NOC provides continuous system support and monitoring 24x7 to each ALI node and to the database management system. The NOC 
also monitors all PSAP connections into the ALI nodes at the application level. Staffing in the NOC is second to none in the industry with Tier 1 
through Tier 3 support staff on duty 24x7x365.  

The following are key highlights for the network management system (NMS):  

 The five state levels from NMS are as indicated: Critical, Major, Minor, Warning, and Normal  

 We provide notification to the 24x7x365 NOC  

 We provide notification by email and SMS  

 Notification levels are defined by the supporting entity  
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•  

We are capable of alarm suppression by time, quantity and a combination for reducing alarm notifications. For example, we can say “no more of a 
certain alarm for the next 30 minutes” or we can say “send me duplicate alarms every 5 minutes”  
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NOC/SOC 16 Solarwinds Event Log Manager Sample Report 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

87 
 

Any additional documentation can be inserted here: 

 

NOC/
SOC 
17 

NOC/SOC -  Access to  Technical Staff 

1. Detail the procedures by which bidder communicates with technical personnel from participating 
subcontractors, the Commission, and the participating PSAPs.  
2. Specify the level of assistance required from such technical personnel to resolve service-related 
issues.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink will communicate with our technical personnel from our participating suppliers and the Commission and PSAPs through phone calls and 
ticketing system applications. A dedicated toll-free number has been established for the Commonwealth, PSAPs, and our participating suppliers to 
utilize for reporting and obtaining/providing status on ESInet issues. CenturyLink has also established a dedicated toll-free number for use by the 
CenturyLink for ESInet issues. CenturyLink provides a web-based ticketing system for use by our customers as well and a ticketing interface tool 
between CenturyLink and our participating suppliers. 

From the outset, we try and involve authorized third parties in our project management program. They are invited to attend planning meetings; project 
plans are shared with them and their participation in joint deployment and test teams is solicited. They are copied, where appropriate, when report are 
issues.  We need third-party technical representatives to understand the interface issues facing the integration of their tools with the remainder of the 
solution and to make their labs available for interoperability testing 
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NOC/
SOC 
18 

NOC/SOC - Notification  

Specify how the bidder’s NOC informs the Commission and the affected PSAPs or their designees of 
problems with the network, scheduled service and maintenance outages, and upgrades. Include all 
methods of notification used. Notifications for scheduled maintenance or outages shall be made no 
less than ten (10) business days in advance, except for emergency situations in which case, 
notification will be given immediately. Tickets related to the services delivered to subcontractors shall 
be forwarded automatically. Notification shall be provided via multiple communications means to the 
Commission and applicable PSAPs. Entities requiring notification may change, depending on the alarm 
or incident. Provide a detailed explanation explaining how the solution meets or exceeds the above 
requirements, including the methods of communications used. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink will communicate with our technical personnel from our participating suppliers and State of Nebraska and PSAPs through phone calls 
and ticketing system applications. A dedicated toll-free number has been established for the PSAPs, and our participating suppliers to utilize for 
reporting and obtaining/providing status on ESInet issues. CenturyLink has also established a dedicated toll-free number for use by the CenturyLink 
for ESInet issues. CenturyLink provides a web-based ticketing system for use by our customers as well and a ticketing interface tool between 
CenturyLink and our participating suppliers. 

CenturyLink trouble notification process.  The process is followed to keep customers well informed: 
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CenturyLink maintains a problem management system for tracking and reporting trouble. We can also provide monthly trouble reports showing tickets 
opened, resolved, and unresolved. 

In case of a service interruption and/or outage, we have instituted Incident Management processes and procedures for dealing with various severity 
levels during an event. Our incident response tools include use of the Incident Command System (ICS modeled directly from the Federal Emergency 
Management Agency (FEMA) Emergency Management Institute. The ICS processes include resolution, documentation of any incident, 
communications, and post-event review and root cause analysis. We manage incidents and provide customers with notifications and status of 
ongoing service affecting issues that may impact the CenturyLink NG9-1-1 ESInet Solution. 

CenturyLink will prepare and submit a preliminary root cause analysis (RCA) for a Severity Level 1 or Severity Level 2 event. The preliminary report 
will provide an overview of all information known at that time. The Incident Command team will prepare and submit a final report of a Priority Level 1 
or Level 2 event describing the impact of the event, the cause, resolution and any preventative steps that can be taken to eliminate future events. 

The following are key highlights for the notification system: 

 The five state levels are as indicated: Critical, Major, Minor, Warning, and Normal 

 We provide notification to the 24x7x365 NOC 

 We provide notification by various means 

 Notification levels are defined by the supporting entity 

We are capable of alarm suppression by time, quantity, and a combination for reducing alarm notifications. For example, we can say “no more of a 
certain alarm for the next 30 minutes” or we can say “send me duplicate alarms every 5 minutes 

Our CenturyLink Service Manager provides State of Nebraska and PSAP with a single point of contact for notification, escalating and tracking any 
major service outage.  The Service Manager responsibilities includes: 

 Hourly updates via telephone, emails and or on-site meetings of the event. Including details of the area effected. 

 Provides current repair contacts and escalation guide to the PSAP and or State personnel 

 Performs escalation function for customer during critical outages 

 Ensures action plan is identified/executed in the event of recurring or chronic issues 

 Maintains customer contact information for Network Maintenance activity 

 Gathers and delivers Reason for Outage (RFO) explanation, post-event 

Participates in Service Reviews, presenting repair metrics as requested 

For routine problems, stakeholders are notified through the ticketing process. If an outage occurs, SLA reporting is activated. 

Here are five Change Management categories. 

Change Category Description 
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STANDARD This change indicates a low risk and repeatable change that occurs frequently. Once it is deemed 

appropriate (3 successful) Change plans / MOPs are in place, a template will be built so the change can 

be entered as a Standard Change for future usage negating the need for a normal change. This change 

type does not require NG9-1-1Team approval. 

NORMAL Normal changes are often categorized according to risk and impact to the organization. A normal 

change will proceed through all steps of the change management process, including the NG9-1-1 Team 

for approval. 

LATENT This change should be utilized for unplanned work, resulting from a critical incident ticket &/or Major 

Incident. 

EXPEDITED An expedited change will proceed through all steps of the change management process and will be 

reviewed by the executive NG9-1-1. There is a valid business reason to bypass the 48-hour advance 

submittal time frame. 

EMERGENCY Utilized for a change that resolves a problem deemed critical to business continuity and for which a 

workaround is not enough. Examples are a router that could put voice delivery at risk and has a 

potential for an immediate threat to the production environment and /or to be a major impact to Business 

or Customer. Emergency changes are approved at an Emergency Executive NG911 Team. 

CenturyLink will provide a notice in writing within ten (10) business days to the state in advanced on all Planned Maintenance changes except for any 
commission initiated, expedited and or emergency which take place immediately.  

For Normal, Emergency, and Expedited changes, a change request is submitted to the NG9-1-1 Team. The request must include a step-by-step 
explanation of the purposed changes being made and clearly state the impact of the change. These changes must also include a detailed validation 
plan and back-out plan in compliance with implementation plan standards. All event resources are clearly listed and verified ahead of time. New 
application code is never to be loaded without it being officially released by QA and validated in our test environment.  

The result of each change is tracked and available for future reference in our Change Management Module whether it was successful or 
unsuccessful. If the change is closed as unsuccessful and the back-out plan was enacted, the issues that caused the event to be unsuccessful are 
documented. A change plan and request must be submitted for re-approval by the NG9-1-1 Core Team. If the change was successful with deviation, 
this is also tracked with the deviations documented. 

CenturyLink also utilizes Incident and Problem Management modules, which allows for tracking of break/fix issues as well as any resulting Problem 
Management requests. 
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NOC/
SOC 
19 

NOC/SOC -  Executive Dashboard 

Contractor shall provide a web-based executive dashboard or similar tool, providing near real-time 
visibility of network status displayed geographically with service impact levels color-coded. Open ticket 
status shall be available to users through this dashboard. Describe how the solution meets or exceeds 
the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

 X   

Bidder  Response: 

The Customer Management Portal (CMP) provides participating PSAPs and approved personnel 24x7x365 access to a reporting suite including call 
detail records and PSAP operational status through a secure, web-based portal. Call detail records provide the user with all of the pertinent 
information for each call. 

The current CMP functionality does not include geographical display of routers, switches, and IP connections, but will provide status on a PSAP’s 
available trunks or IP resources as well as Call Statistics for the last hour in addition to allowing PSAPs to view Call Detail Records. 

The CMP allows user profiles to be set up for both local (for a single PSAP) and regional (multiple PSAPs under the same jurisdictional authority) 
views. CMP uses dual factor authentication to keep sensitive data secure and only accessible by the correct resources.   

CMP provides access to the following information: 

 Operation State of PSAP(s) 

– Current status 

– History of changes in status including who made the change and when 

– Resource Counts (available TDM trunks or IP Contacts) 

– Operation State color-coded with indications for In Service/Out of Service 

 PSAP Route Lists 

– Primary 

– Alternative 

– Abandonment 

– Backup 

 Fixed Transfer/Bridge List 

 Statewide PSAP Directory 

 Call Detail Records 

– Call Detail Records provide PSAPs information including alternately routed calls, i3 to ESN fallback, and transferred calls 
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NOC/
SOC 
20 

NOC/SOC -  Escalation Procedures  

1. Outline a detailed regional-level escalation process to be used during incidents that affect service, 
particularly those that result in critical service outages.  
2. Describe how discrepancies in the perception of service level agreement (SLA) incident levels may 
be escalated and addressed. These procedures shall be maintained and accessible via an online 
portal. This escalation notification process shall be integrated with the notification processes described 
above, based on the problem reported. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s Next Gen 9-1-1 Public Safety NOC will be the State and PSAPs’ single point of contact for all service issues. The Public Safety NOC is 
staffed 24x7x365, is accessible via a toll-free number.  

The NOC is staffed by highly trained 9-1-1 professionals. There unique skill set, coupled with advanced training and CenturyLink’s refined logging 
and reporting functionality, means that CenturyLink’s call agents are highly equipped and prepared to handle and supervise emergency service calls. 

CenturyLink uses a proactive monitoring and notification process (Error! Reference source not found.).   

The process uses platform-specific alarm thresholds to identify potential service impairments.  CenturyLink network alarms are customer specific and 
generate trouble tickets that automatically notify customers via e-mail, text messaging, pager, and telephone.  Proactive Customer Notification (PCN) 
also gives customers with flexibility to specify certain notification parameters on a service-by-service basis. 

To ensure rapid resolution of network issues, CenturyLink adheres to strict escalation procedures and measurable timeframes. If active progress and 
meaningful status updates are not being made, CenturyLink technicians are empowered to escalate issues internally and externally as required.  
CenturyLink and PSAPs may also request escalations. 

CenturyLink customer service is chartered to provide world-class customer support that attempts to resolve issues on a first contact basis. With 
geographically diverse NOC, CenturyLink provides ensures high availability of technical support personnel who provide rapid problem resolution and 
efficient work management in the event of natural or manmade disaster. 

CenturyLink also maintains records (log) of all trouble tickets.  Our records allow our managers to review trouble tickets on a customer-by-customer, 
day-by-day, and criticality basis.   

When an incident impacts a CenturyLink customer our response is not complete until a CenturyLink representative contacts the customer with an 
explanation of the problem and a discussion of the actions that CenturyLink took to resolve issues and a discussion of how CenturyLink plans to keep 
the problem from occurring again. 

Customer Notification 

CenturyLink notifies affected customers and Nebraska of faults, restoration updates, and impact level.  We include in our outage report information 
about impacted network switches and facilities. Our outage reports also include information about issues and concerns related to catastrophic events 
(i.e., fires at a transport site) and various other service issues.  

When a CenturyLink representative contacts a PSAP or CenturyLink, he/she will provide a tracking number, description of the fault, date and time the 
fault was detected, customers that are affected by the fault, and any peripheral information regarding faults and/or locations.  
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The CenturyLink representative will provide an estimated time to repair when possible and the circuit Telecommunication Service Priority (TSP) 
status. In order to allow CenturyLink personnel sufficient time to understand an issue, personnel are required to notify affected customers within 15 
minutes. As more information about an issue is understood, CenturyLink will communicate that information to the customer. 

CenturyLink will utilize our WFA/OTTO ticketing system to track all NG9-1-1 proactive and reactive trouble reports. Escalation for all trouble reports 
occurs every 30 minutes or as appropriate if an ETA/ETR is provided. Tier 2 support is engaged within 30 minutes if no significant progress in the 
repair of the trouble is occurring.   

1st Level Escalation = Supervisor or Duty Supervisor 

2nd Level Escalations = Manager of the 9-1-1 PSS NOC 

3rd Level Escalations = Director of the 9-1-1 PSS NOC 

4th Level Escalations = VP of Service Assurance NOC 

RFO can be requested from the 9-1-1 Service Managers and they will submit an RFO request via internal systems. CenturyLink will provide a legally 
approved RFO within 10 business days that contains the following information. 
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NOC/
SOC 
21 

NOC/SOC -Statement on Standards for  Attestation Engagement Number 16 

Bidder shall demonstrate compliance with the Statement on Standards for Attestation Engagements 
Number 16 (SSAE 16). The applicable report from an SSAE 16 engagement is the Service 
Organization Controls 1 (SOC 1) report. 
 
1. If bidder is proposing services, provide a detailed explanation of how bidder has complied with SSAE 
16 for similar solutions, and how this would be implemented with the Commission’s NG911 
implementation.  
2. Provide with the detailed explanation and graphical representation explaining how the solution 
meets or exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

All of datacenters and attendant facilities are subject to SSAE-16 audit.  

Each datacenter is equipped with emergency power meeting SSAE 16 standards. All facilities are redundant so that a power failure at one will not 
impact another. Datacenters are linked to redundant grids and have up to three days of generator capacity. Each undergo annual SSAE-16 audits 

Every POI and datacenter are equipped with emergency power meeting SSAE 16 standards. All facilities are redundant so that a power failure at one 
will not impact another. Datacenters are linked to redundant grids and have up to three days of generator power.   
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NOC/SOC 21 Standards for Attestation Engagement Number 16 
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NOC/
SOC 
22 

NOC / SOC - Configuration Backup and Restoration  

1. The bidder shall deploy and provide detailed descriptions of bidder and any subcontractors’ 
capabilities to automatically or routinely back up configuration data and define the conditions under 
which the configuration of network elements, such as routers or switches, will be restored, and the 
process that will be used. A reporting process shall confirm regularly scheduled (e.g., monthly, 
quarterly) backup and restoration, and provide sufficient details on backup and restoration activity. 
 
2. Describe the bidder’s abilities to perform on-demand backups, such as at the end of a successful 
configuration change. A reporting process shall confirm on-demand backup and restoration and 
provide sufficient details on backup and restoration activity.  
 
3. Describe bidder’s COOP as it applies to the NGCS and delivery of 911 traffic via IP network to the 
respective host locations. 
 
4. Provide a detailed explanation and any associated drawings explaining how the proposed processes 
and procedures provide the ability to manage these configuration backup and restoration processes 
in a manner that has no negative impact on the total Commission ESInet and NGCS solution. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1. CenturyLink’s NG9-1-1 solution network configuration tools provide version control and “rollback” functionality to all network elements, with 
backups of all network configuration performed daily. This allows the restoration of previously “known good” configurations or timely restoration of 
stored configurations in the event of equipment failure or disaster recovery. 

Using the above process, our network configuration management tools perform the following functions: 

 Detect and report on configuration policy violations or configuration backup failures to ensure compliance with corporate standards. 

 Utilize configuration templates and command templates, custom scripts, and configuration changes to provide consistent implementation of 
network configurations across similar site types. 

 Simultaneously modify configurations, change community strings, update ACLs, and block MAC addresses across many devices. 

 Compare start-up and running configuration files to troubleshoot device configurations issues. 

 Automatically check all network elements for changes and perform backup for all changed network device configurations on a daily or ad 
hoc basis, as needed. 

CenturyLink can provide reports confirming regularly scheduled daily backup and restoration files archived and provide additional details on backup 
and restoration activity as required. CenturyLink can provide copies of all data upon request. 

2. CenturyLink can provide reports confirming on-demand backup and restoration files archived and provide additional details on backup and 
restoration activity as required. CenturyLink can provide copies of all data upon request. 

3. CenturyLink provides life-critical services supporting 9-1-1 and public safety and is strongly committed to continuous, sustained readiness of its 
applications, systems, networks, and processes 24x7x365. CenturyLink’s business and service continuity plans, geographically diverse and 
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redundant systems, and incident management processes and plans provide confidence that continuous operations will be sustained through 
planned or unplanned events.  

Service Continuity Planning Steps  

1. Risk Assessment  

CenturyLink business and service continuity risk assessment addresses naturally occurring and facility affecting events, as well as system 
interruptions. Processes in place address interactive management of events designed to support continuous functioning of 9-1-1 systems and enable 
personnel to continue to perform through specific incident conditions.  

2. Service Continuity Strategy  

CenturyLink is strongly committed to providing essential business processes, systems, and networks on a 24x7x365 basis and is well prepared for 
possible disruptions and disasters. As a critical public safety service provider, CenturyLink has in place a robust business and service continuity 
program designed to prevent or mitigate service disruptions and support rapid response to loss or impairment of crucial business functions or 
infrastructure. To address potential risks, CenturyLink utilizes:  

 Redundant, Geographically Diverse Systems – The CenturyLink’s NG9-1-1 solution architecture is located in geographically diverse and 
redundant data centers in Longmont, Colorado and Miami, Florida.  

 Incident Management – In the event of an unplanned outage, or intermittent outage of a system, network component, or application that 
has the potential to cause an adverse impact to production services, CenturyLink immediately engages the Incident Command System, 
which is based on the FEMA Incident Command Structure. The incident team, led by a qualified incident commander and supported by 
technical and operations resources, evaluates the information received, determines the problem statement, categorizes the problem 
severity level, and manages/works the incident until the incident objectives are met.  

 Business and Service Continuity, Disaster Recovery, and Emergency Procedures – CenturyLink has established business and service 
continuity, disaster recovery, and emergency procedures that address potential risk situations to our facilities or systems, including:  

– Building emergency procedures (e.g. bomb threat, earthquake, power failure, and flood  

– Data center risks (e.g. water, flood, power, electrical, and fire)  

– Security Risks (e.g., information and network security, physical security)  

– Building evacuations  

– Pandemic  

– Inclement weather  

– Building disasters 

3. Implementing Risk Reduction and Recovery Measures  

CenturyLink’s essential processes, systems, and networks supporting 9-1-1 traffic are designed and deployed to accommodate possible disruptions 
and disasters to any given element or data center and support 24x7x365 continuous operation. In the event of unplanned system or network outages, 
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this diversity allows for CenturyLink 9-1-1 systems to continue operating while Incident Management processes are engaged to identify and resolve 
issues so that redundancy is fully restored.  

4. Developing Plans and Procedures  

Continuity plans cover critical application and infrastructure components. At least one copy of the continuity plans is maintained offsite in secure 
storage, available 24x7. Key personnel possess encrypted electronic copies of business continuity information, updated regularly. CenturyLink 
conducts reviews and updates of continuity data and plans at least annually. Certain continuity plan functions are exercised on an on-going basis, 
such as Incident Management, which is utilized for all planned and unplanned events. 

CenturyLink is well prepared and practiced for contingencies and has communications protocols and processes in place to notify personnel, 
customers, vendors, suppliers, and regulatory bodies in support of our applications, systems, and network components. Continuity plan materials 
include:  

 Essential functions and personnel  

 Employee emergency contact information  

 Building emergency procedures  

 Contractor/Vendor contact procedures  

 Crisis communication plans  

 Specific scenario response procedures  

 Customer contact and notification  

 Life mission critical system recovery processes  

Testing Service Continuity Plan  

CenturyLink implements and tests its Incident Management Plan on a regular basis and conducts audits and reviews and/or walk through exercises 
of its continuity plans at least annually. Information gathered feeds into a continuous improvement cycle as part of the maintenance and review 
process.  

Service Continuity Plan Maintenance  

CenturyLink conducts a maintenance review of its continuity plans at least annually. In this review, which is coordinated by the overall plan owner, the 
interdependent plan owners identify, validate, implement, and document changes to the plan components. 

4. Network configuration management tools automatically check all network elements for changes and perform backup for all changed network 
device configurations on a daily basis, and may be performed on-demand, as needed. Network configuration management tools have been 
implemented with geo-diversity in place. 
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1. In support of the Commission’s consideration of such an option, bidder shall indicate the 
compliance level of experience in providing access to third-party NOC/SOC overarching 
support, as related to the requirements identified in the table below. Comply 

Partially 
Comply 

Complies with 
Future Capability Does Not Comply 

Change management processes 
 

X    

Coordinating and managing trouble tickets to resolution from bidder and multiple suppliers.  X    

NOC/
SOC 
23 

NOC/SOC - Third-Party Management 

The Commission is seeking the optimum value provided by best-of-class products and services 
integrated as part of the total IP network solution. This may present a situation where no single 
manufacturer or supplier can provide a public safety-grade, unified NOC/SOC accountable for all 
components, products, and services that comprise the Commission’s total IP network solution. 
Consequently, the Commission may find it beneficial to have a third party provide that overarching 
NOC/SOC service.  

A third-party NOC/SOC provider may be responsible for functioning as an umbrella for monitoring all 
of the Contractor’s products and services, including collaboration with the Contractor’s NOC/SOC. To 
facilitate that capability, the third-party NOC/SOC shall have a view into all elements that are under 
SLAs. Bidder’s NOC/SOC NMIS and/or incident-tracking tools shall have the ability to perform 
eBonding, which enables bidirectional data synchronization.  

2. Provide a detailed narrative discussing bidders experience in providing access to third-party 
NOC/SOC, overarching support as well as for each of the requirements in Third-Party 
NOC/SOC Support below. 

    

Bidder  Response: 

CenturyLink provides a single inclusive direct support when it comes to collaboration with 3rd party contractors.  This support goes beyond the normal 
NOC’SCO support but also includes the development of interfaces through API’s, E-bonding for monitoring and ticketing,  synchronizing datasets, 
alert and monitoring tool integration,  and tier 1-3 support with 3rd party NOC/SOC centers in order to provide an end to end monitoring solution to the 
State of Nebraska 

Examples of this collaboration with these 3rd party companies examples includes Synergem, Comtech, NG911 solutions for HG 9-1-1 in California, 
Atos Public Safety LLC, NGA911, Motorola Solutions, Intrado, and others.  

CenturyLink will work with State of Nebraska Commission and any selected third-party NOC/SOC for a functional requirements document for 
evaluation of CenturyLink and Nebraska commission compliance guidelines. No cost has been included in this proposal for any required integration 
work for the integration 
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Trouble ticket report management (reports may be daily, weekly, monthly, quarterly, or 
yearly). 

X    

Notification processes for bidder and suppliers, and any other entities or people designated 
by the Commission. 

X    

System alarm access in the form of SNMP or syslog data. 
 

X    

Experience and processes for interworking of multiple public safety data system suppliers. X    

Any additional documentation can be inserted here: 
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SLA 1 

General Operations - Service Level Agreements 
System Capacities and Performance 

1. Provide capacity levels of each element of the IP Network This may be in terms of busy-hour calls, 
network bandwidth, or any other applicable measure. The proposed solution shall be capable of 
handling current and planned IP traffic and usage plus 50 percent capacity growth over the term of the 
contract.  
2. Specify lead times required to increase capacities on each element of the IP network. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution ESInet is capable of handling current and planned IP traffic and usage plus 50 percent capacity growth over the term 
of the contract.  Existing Host PSAP Sites are being designed with 100MB Network Capacity which currently exceeds the needs for the State of 
Nebraska Host PSAP Sites. 

CenturyLink can easily scale IP capacities through simple provisioning processes, eliminating the need for additional network buildouts, and enabling 
customers to increase capacities within a few weeks vs. months.   

CenturyLink will work with the State of Nebraska for capacity planning and to mutually agree on ordering timeframes.  This methodology provides the 
State of Nebraska with a cost-effective solution in the near term and allows for growth based on coordinated agreements.  

The IP network transport used by CenturyLink’s NGCS will initially be sized to comply with specified network bandwidth requirements.   

The CenturyLink MPLS IP network is monitored for capacity trends that indicate the need for proactive growth of the ESInet.   

As the needs of the State of Nebraska grow, local PSAP connectivity bandwidth will be scaled up or down by a change order process or through 
procedures as defined in the SLA and/or contract.   

CenturyLink’s NG9-1-1 solution provides a fully compliant, scalable environment in the existing LNG and ESInet core infrastructure.  Currently the 
LNGs operate with redundancy at each location and the bandwidth is expandable in a short timeframe with no need for a forklift upgrade.  

CenturyLink’s NG9-1-1 solution ESInet network is capable of bandwidth growth at each network element, existing end sites, and future end sites 
without sacrificing reliability of the solution.   

The solution is capable of interconnecting to other national- and/or state-level ESInets via open standards-based interfaces.   

CenturyLink’s NG9-1-1 solution model is deployed from a network perspective with a 2N redundancy model – each remote site is provisioned with 
50% more bandwidth as is required per the RFP to serve the total number of TDM voice trunks provisioned at the site.  

The network has the scalability to adjust bandwidth to changing needs easily, quickly, and with minimal operational impact.  The bandwidth for each 
data center will support the bandwidth requirements and ease of future growth of the PSAP network. 

As it is proposed, our NG9-1-1 core  is highly scalable capable of  handling up to 4 million routes and up to 500,000 SIP-TLS sessions. 

As a carrier grade network, CenturyLink’s NG9-1-1 Solution is easily scalable to a capacity that can support every 9-1-1 required by the local 
jurisdiction region or state deployment.  
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CenturyLink’s NG9-1-1 solution provides ethernet local access loops that can scale easily up to 1Gbps and larger with a few network interface device 
Network Interface Device (NID) dependencies.   

Majority of the ethernet local access circuits that are deployed with a fiber media to the PSAP, this allows for the needed scalability of this solution. 
CenturyLink utilizes optical wave services, dark fiber leases and eNNI connectivity to provide a diverse POP MPLS delivered design. The network has 
the scalability to adjust bandwidth to changing needs easily, quickly, and with minimal operational impact.  

Ingress carrier network is designed to have multiple termination locations that can take 100% of the load in the event of a location failure. 

Connections to the PSAP are sized up to accommodate necessary bandwidth based on a concurrent G.711 SIP session (Call path). Each circuit is 
engineered to handle 100% of the call demand in the case of a failure of the primary or secondary circuit. 

Bandwidth is managed and monitored and can fluidly change as needed based on call volume.   

CenturyLink’s NG9-1-1 solution is capable of bandwidth growth at each network element, existing end sites, and future end sites without sacrificing 
reliability of the solution. The solution is capable of interconnecting to other national- and/or state-level ESInets via open standards-based interfaces.  

CenturyLink integrates a comprehensive set of tools for constant monitoring and management of the network. Multiple network management 
components will monitor network elements, IP paths, packet rates, packet loss, retransmission, and other IP network metrics. These components will 
generate alarms to appropriate systems. These components generate alarms to system operators if the reliable delivery of calls or data is threatened. 
Delivery of monitoring reports, including bandwidth utilization and connectivity are provided as mutually agreed upon during contract negotiations. 
Traditional network management tools are complimented by active application monitoring and alerting. Application elements, BRIX probes and well 
as SDWAN deployment will also report network failures as detected by their monitoring activity, some of which is specific to managing the availability 
and integrity of the network. 
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SLA 2 

Service Level Agreements - System Performance 
Network Latency  

Specify the guaranteed maximum latency across the backbone network under a full-load condition, 
and include how that information will be gathered, calculated and provided to the Commission and the 
affected PSAPs. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder   Response:  

CenturyLink maximum latency across our backbone is based on 30-day average for the month of April and is provided in the blow table.  Latency 
across the core network, which includes from the LNG to the PSAP.  

For traffic that traverses AS209, the maximum one-way latency is 32ms across the backbone.  

For traffic that traverses AS3549 the maximum one-way latency is 21ms across the backbone. 

Location A Location B AS Number One Way 
Latency 

(ms) 

Round Trip 
Latency 

(ms) 

Jitter 
(ms) 

Packet 
Delivery 

Highlands Ranch, CO Chicago, IL AS 209 9.68 19.36 0.02 100% 

Highlands Ranch, CO Los Angeles, CA AS 209 11.84 23.68 0.01 100% 

Highlands Ranch, CO Omaha, NE AS 209 7.99 15.98 0.02 100% 

Highlands Ranch, CO Bellevue, NE AS 209 9.58 19.16 0.02 100% 

Chicago, IL Los Angeles, CA AS 209 21.01 42.02 0.02 100% 

Chicago, IL Los Angeles, CA AS 3549 21.01 42.02 0.02 100% 

Chicago, IL Omaha, NE AS 209 4.785 9.57 0.02 100% 

Chicago, IL Bellevue, NE AS 3549 9.58 19.16 0.02 100% 

CenturyLink deploys active monitoring probes to measure MOS scores from the ingress of the network to the PSAP. With this active monitoring, our 
host server places a call into the NG9-1-1 network every 6 to 7 minutes to a probe located at each core host PSAP. Every 6 to 7 minutes, we are 
testing the following: 

 Logical connectivity to the host PSAP 

 MOS scoring 

– Latency 

– Jitter 

– Package Loss 

These network probes will alert our NG9-1-1 NOC whenever thresholds are exceeded. All tests are capture and stored and results are viewable 
through a web-architected GUI dashboard portal to the Commission and affected PSAP’s. 
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We use a combination of platforms for accomplishing monitoring, data management, and oversight tasks, including  SolarWinds, Brix network probes. 
Splunk, and others.  Outputs from the various platforms are gathered, calculated and combined into single-pane views specific to the NG9-1-1 
services arena using developed tools.  This combined approach allows CenturyLink to tailor the solutions to the specific NG9-1-1 environment while 
leveraging best-in-class off the shelf tools where appropriate monthly results are viewable. 

Please see SLA 5 for examples of Active Probe reports 
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SLA 3 

Service Level Agreements - System Performance 
Point of Presence  (POP) to POP 

Specify the guaranteed maximum latency from interconnection facility to interconnection facility, and 
include how that information will be gathered, calculated and provided to the Commission and the 
affected PSAPs. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response: 

These parameters are built into our design. Confirmation of this budget is a task that occurs early in our program plan after we have confirmed all 
network details with OSPs and end. Including the following maximum latency from our POI to POP NG9-1-1 design. 

1. Transmission delay – Average 5ms – Maximum 5ms 

2.  Encoding/Compression/Buffering - Average - 20ms - Maximum 30ms 

3. Service Provider Network - Average - 25ms - Maximum 30ms 

4. Transcoding/Queuing/Buffering - Average - 2ms - Maximum 2ms 

5. ESInet - Average - 25ms - Maximum 50ms 

6. Decoding/Debuffering - Average - 20ms - Maximum 30ms 

7. Local LAN - Average - 1ms - Maximum 2ms 

Including 

 Total - Average - 97ms - Maximum - 149ms 

 SLA Compliance Testing (Peak Load) 

 Packet Latency – (20ms) 

 Packet Loss – (0.5%) 

 Jitter – (20ms) 

CenturyLink maximum latency from interconnection facility to interconnection facility is based on 30-day average for the month of April and is 
provided in the blow table.   

Our maximum latency from POP to POP is 25ms.  

The table below provides max latency from POP to POP. 

Location A Location B AS Number One Way 
Latency 

(ms) 

Round Trip 
Latency 

(ms) 

Jitter 
(ms) 

Packet 
Delivery 

Highlands Ranch, CO Chicago, IL AS 209 9.68 19.36 0.02 100% 

Highlands Ranch, CO Los Angeles, CA AS 209 11.84 23.68 0.01 100% 

Highlands Ranch, CO Omaha, NE AS 209 7.99 15.98 0.02 100% 
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Highlands Ranch, CO Bellevue, NE AS 209 9.58 19.16 0.02 100% 

Chicago, IL Los Angeles, CA AS 209 21.01 42.02 0.02 100% 

Chicago, IL Los Angeles, CA AS 3549 21.01 42.02 0.02 100% 

Chicago, IL Omaha, NE AS 209 4.785 9.57 0.02 100% 

Chicago, IL Bellevue, NE AS 3549 9.58 19.16 0.02 100% 
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CenturyLink deploys active monitoring probes to measure MOS scores from the ingress of the network to the PSAP. With this active monitoring, our 
host server places a call into the NG9-1-1 network every 6 to 7 minutes to a probe located at each core host PSAP. Every 6 to 7 minutes, we are 
testing the following: 

 Logical connectivity to the host PSAP 

 MOS scoring 

– Latency 

– Jitter 

– Package Loss 

These network probes will alert our NG9-1-1 NOC whenever thresholds are exceeded. All tests are capture and stored and results are viewable. 

We use a combination of platforms for accomplishing monitoring, data management, and oversight tasks, including SolarWinds, Brix network probes. 
Splunk, and others.  Outputs from the various platforms are gathered, calculated and combined into single-pane views specific to the NG9-1-1 
services arena using developed tools.  This combined approach allows CenturyLink to tailor the solutions to the specific NG9-1-1 environment while 
leveraging best-in-class off the shelf tools where appropriate monthly results are viewable. 

Please see SLA 5 for examples of Active Probe reports 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency.   Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 
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SLA 4 

Service Level Agreements - System Performance 
POP to  Endpoints 

Specify the guaranteed maximum latency from interconnection facilities to the network interface device 
located at the entrance to the hosts’ premises, and include how that information will be gathered, 
calculated and provided to the Commission and the affected PSAPs. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink maximum latency from interconnection facilities to the network interface device located at the entrance to the host’s premises is based 
on 30-day average for the month of April and is provided in the blow table.   

POP to Endpoint maximum latency from interconnection facilities to the network interface device is 10 ms.  

The table below provides max latency from POP to POP. 

Location A Location B AS Number One Way 
Latency 

(ms) 

Round Trip 
Latency 

(ms) 

Jitter 
(ms) 

Packet 
Delivery 

Highlands Ranch, CO Chicago, IL AS 209 9.68 19.36 0.02 100% 

Highlands Ranch, CO Los Angeles, CA AS 209 11.84 23.68 0.01 100% 

Highlands Ranch, CO Omaha, NE AS 209 7.99 15.98 0.02 100% 

Highlands Ranch, CO Bellevue, NE AS 209 9.58 19.16 0.02 100% 

Chicago, IL Los Angeles, CA AS 209 21.01 42.02 0.02 100% 

Chicago, IL Los Angeles, CA AS 3549 21.01 42.02 0.02 100% 

Chicago, IL Omaha, NE AS 209 4.785 9.57 0.02 100% 

Chicago, IL Bellevue, NE AS 3549 9.58 19.16 0.02 100% 
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CenturyLink deploys active monitoring probes to measure MOS scores from the ingress of the network to the PSAP. With this active monitoring, our 
host server places a call into the NG9-1-1 network every 6 to 7 minutes to a probe located at each core host PSAP. Every 6 to 7 minutes, we are 
testing the following: 

• Logical connectivity to the host PSAP 

• MOS scoring 

– Latency 

– Jitter 

– Package Loss 
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These network probes will alert our NG9-1-1 NOC whenever thresholds are exceeded. All tests are capture and stored and results are viewable. 

We use a combination of platforms for accomplishing monitoring, data management, and oversight tasks, including SolarWinds, Brix network probes. 
Splunk, and others.  Outputs from the various platforms are gathered, calculated and combined into single-pane views specific to the NG9-1-1 
services arena using developed tools.  This combined approach allows CenturyLink to tailor the solutions to the specific NG9-1-1 environment while 
leveraging best-in-class off the shelf tools where appropriate monthly results are viewable. 

Please see SLA 5 for examples of Active Probe reports 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency.   Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

112 
 

SLA 5 

Service Level Agreements - System Performance 
Mean Opinion Score  (MOS) 

Bidder shall guarantee, in the response, a consistent MOS of 4.0 or better across all network links 
transporting media streams from interconnection facilities to the network interface device located at 
the entrance to the hosts’ premises, and include how that information will be gathered, calculated and 
provided to the Commission and affected PSAPs monthly or as requested. Describe how the solution 
meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Edge routers in the CenturyLink’s NG9-1-1 solution network carry out constant quality testing back to the core sites by sending a stream of synthetic 
RTP packets across the tunnels that traverse the MPLS networks. This is done with Cisco’s IPSLA functionality. This configuration is controlled by the 
remote site routers; all testing is generated by these routers towards edge routers at the core sites, which then change the sequence number and 
timestamp on each synthetic RTP packet, which is then retransmitted back to the remote site router.   

This generates a 4-second long stream of RTP towards the mGRE interface on a core edge router, using the same codec used for the voice 
application itself. 100 packets are sent with an interval of 40ms. The test restarts after five seconds (each test is padded with an extra second to avoid 
overlapping tests). The test results are quite detailed; results for RTT, unidirectional latency, jitter, and packet loss are all generated. The IPSLA 
engine then derives both Impairment Calculated Planning Impairment Factor (ICPIF) and Mean Opinion Score (MOS) values from these results. 

Additionally, CenturyLink actively monitors the network’s quality using the industry standard Mean Opinion Score (MOS) that automatically alarms on 
the router if the MOS score dips below a specific value. When this occurs, the router will automatically shut down the route that is having an issue and 
route all traffic over the redundant IP route. Major alarm notifications regarding the MOS score issue are paged out to the Network Engineering 24x7 
on call staff. 

Our NG9-1-1 solutions uses the G.711 codec, and the network supports voice quality that meets or exceeds ITU-T-P.830, maintaining an MOS 
standard rating of 4.0 or higher.  

CenturyLink deploys active monitoring EXFO probes to measure MOS scores from the ingress of the network to the PSAP. With this active 
monitoring, our host server places a test call into the NG9-1-1 network every 6 to 7 minutes to a probe located at each core host PSAP. Every 6 to 7 
minutes, we are testing the following: 

 Logical connectivity to the host PSAP 

 MOS scoring 

– Latency 

– Jitter 

– Package Loss 

These network probes will alert our NG9-1-1 NOC whenever thresholds are exceeded. All tests are capture and stored and results are viewable. 

When two consecutive test calls or MOS score fails, CenturyLink’s monitoring system will auto-notify the CenturyLink NOC and PSAP customer of the 
failure and CenturyLink takes proactive remediation steps to resolve any service degradation as well as employing IP SLA’s to remediate issues until 
the network path congestion or failure is resolved. 
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The attached document is an example of actual results for four PSAPs in different states.. (See Proposal 1 Option C File 1 of 4 for copies of these 
embedded attachments) 

 

SLA 5 
PSAP_Active_Test_V4-

 

The following attachment contains actual results used for trouble resolution. (See Proposal 1 Option C File 1 of 4 for copies of these embedded 
attachments) 

SLA 5 
Brix_probe_PSAP_Trou

 

We use a combination of platforms for accomplishing monitoring, data management, and oversight tasks, including SolarWinds, Brix network probes. 
Splunk, and others.  Outputs from the various platforms are gathered, calculated and combined into single-pane views specific to the NG9-1-1 
services arena using developed tools.  This combined approach allows CenturyLink to tailor the solutions to the specific NG9-1-1 environment while 
leveraging best-in-class off the shelf tools where appropriate monthly results are viewable. 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency.   Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 
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SLA 6 

Service Level Agreements - System Performance 
Packet  Loss 

Specify the guaranteed maximum end-to-end packet loss across the network. This specification also 
shall include any loss characteristics associated with another carrier’s network or any applicable 
wireless links, including how that information will be gathered, calculated and provided to the 
Commission and affected PSAPs monthly or as requested. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

It is a best practice to engineer ESInets to keep the packet loss budget under 2.5 percent. ESInets should be designed without oversubscription. 
Packet loss of less than 1 percent should be achievable. Packet loss, latency, and jitter are measured at each core site. Predicted MOS thresholds 
are established to alert and cause intervention if thresholds are exceeded. IP packet characteristics are used to establish production acceptance 
criteria and are available for trouble shooting problems. In addition, the dual transport paths between any two sites uses IP packet characteristics via 
Cisco’s IP Service Level Agreements (IPSLA) functionality to determine the best IP path for IP packet transport. 

Proposal maintains a Packet Delivery >/=99.9%.   

The below table provides a 30-day average for the month of April for Packet Loss. 

Location A Location B AS Number One Way 
Latency 

(ms) 

Round Trip 
Latency 

(ms) 

Jitter 
(ms) 

Packet 
Delivery 

Highlands Ranch, CO Chicago, IL AS 209 9.68 19.36 0.02 100% 

Highlands Ranch, CO Los Angeles, CA AS 209 11.84 23.68 0.01 100% 

Highlands Ranch, CO Omaha, NE AS 209 7.99 15.98 0.02 100% 

Highlands Ranch, CO Bellevue, NE AS 209 9.58 19.16 0.02 100% 

Chicago, IL Los Angeles, CA AS 209 21.01 42.02 0.02 100% 

Chicago, IL Los Angeles, CA AS 3549 21.01 42.02 0.02 100% 

Chicago, IL Omaha, NE AS 209 4.785 9.57 0.02 100% 

Chicago, IL Bellevue, NE AS 3549 9.58 19.16 0.02 100% 

CenturyLink deploys active monitoring probes to measure MOS scores from the ingress of the network to the PSAP. With this active monitoring, our 
host server places a call into the NG9-1-1 network every 6 to 7 minutes to a probe located at each core host PSAP. Every 6 to 7 minutes, we are 
testing the following: 

 Logical connectivity to the host PSAP 

 MOS scoring 

– Latency 
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– Jitter 

– Package Loss 

These network probes will alert our NG9-1-1 NOC whenever thresholds are exceeded. All tests are capture and stored and results are viewable. 
through a web-architected GUI dashboard portal to the Commission and affected PSAP’s. 

Please see SLA 5 for examples of Active Probe reports 

We use a combination of platforms for accomplishing monitoring, data management, and oversight tasks, including SolarWinds, Brix network probes. 
Splunk, and others.  Outputs from the various platforms are gathered, calculated and combined into single-pane views specific to the NG9-1-1 
services arena using developed tools.  This combined approach allows CenturyLink to tailor the solutions to the specific NG9-1-1 environment while 
leveraging best-in-class off the shelf tools where appropriate monthly results are viewable. 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency.   Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 
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SLA 7 

Service Level Agreements - System Performance 
Network  Latency 

Specify the guaranteed maximum end-to-end network latency across the network.  This specification 
also shall include any latency associated with another carrier’s network or any applicable wireless 
links, including how that information will be gathered, calculated and provided to the Commission and 
affected PSAPs monthly or as requested. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution network latency will be a monthly network-wide average roundtrip transmission of fifty (50) milliseconds or less between 
the data centers and the PSAP end points. Packet loss, latency, and jitter are measured at each core site. Predicted MOS thresholds are established 
to alert and cause intervention if thresholds are exceeded. IP packet characteristics are used to establish production acceptance criteria and are 
available for trouble shooting problems. In addition, the dual transport paths between any two sites uses IP packet characteristics via Cisco’s IP Service 
Level Agreements (IPSLA) functionality to determine the best IP path for IP packet transport. 

As also referenced in above section “SLA 2” “  

NG9-1-1 network latency will be a monthly network-wide average roundtrip transmission of fifty (50) milliseconds or less end to end across our 
network.  

The below table provides a 30-day average for the month of April for Packet Loss. 

Location A Location B AS Number One Way 
Latency 

(ms) 

Round Trip 
Latency 

(ms) 

Jitter 
(ms) 

Packet 
Delivery 

Highlands Ranch, CO Chicago, IL AS 209 9.68 19.36 0.02 100% 

Highlands Ranch, CO Los Angeles, CA AS 209 11.84 23.68 0.01 100% 

Highlands Ranch, CO Omaha, NE AS 209 7.99 15.98 0.02 100% 

Highlands Ranch, CO Bellevue, NE AS 209 9.58 19.16 0.02 100% 

Chicago, IL Los Angeles, CA AS 209 21.01 42.02 0.02 100% 

Chicago, IL Los Angeles, CA AS 3549 21.01 42.02 0.02 100% 

Chicago, IL Omaha, NE AS 209 4.785 9.57 0.02 100% 

Chicago, IL Bellevue, NE AS 3549 9.58 19.16 0.02 100% 

Packet loss, latency, and jitter are measured at each core site. Predicted MOS thresholds are established to alert and cause intervention if thresholds 
are exceeded. IP packet characteristics are used to establish production acceptance criteria and are available for trouble shooting problems. 

CenturyLink deploys active monitoring probes to measure MOS scores from the ingress of the network to the PSAP. With this active monitoring, our 
host server places a call into the NG9-1-1 network every 6 to 7 minutes to a probe located at each core host PSAP. Every 6 to 7 minutes, we are 
testing the following: 
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 Logical connectivity to the host PSAP 

 MOS scoring 

– Latency 

– Jitter 

– Package Loss 

These network probes will alert our NG9-1-1 NOC whenever thresholds are exceeded. All tests are capture and stored and results are viewable.  

Please see SLA 5 for examples of Active Probe reports 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency. Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

118 
 

SLA 8 

Service Level Agreements - System Performance 
Jitter  

Specify the guaranteed maximum end-to-end jitter across the network. This specification also shall 
include any jitter characteristics associated with another carrier’s network or any applicable wireless 
links, including how that information will be gathered, calculated and provided to the Commission and 
affected PSAPs monthly or as requested. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response: 

Jitter shall not exceed twenty (20) milliseconds. CenturyLink’s NG9-1-1 solution currently uses a 40 ms jitter buffer for all voice calls. This means that 
all voice packets have been treated such that minimal end point jitter buffering would be needed (typically much less than 20 ms). 
Packet loss, latency, and jitter are measured at each core site. Predicted MOS thresholds are established to alert and cause intervention if thresholds 
are exceeded. IP packet characteristics are used to establish production acceptance criteria and are available for trouble shooting problems. In addition, 
the dual transport paths between any two sites uses IP packet characteristics via Cisco’s IP Service Level Agreements (IPSLA) functionality to determine 
the best IP path for IP packet transport. 

Jitter shall not exceed twenty (20) milliseconds. 

The below table provides a 30-day average for the month of April for Packet Loss. 

Location A Location B AS Number One Way 
Latency 

(ms) 

Round Trip 
Latency 

(ms) 

Jitter 
(ms) 

Packet 
Delivery 

Highlands Ranch, CO Chicago, IL AS 209 9.68 19.36 0.02 100% 

Highlands Ranch, CO Los Angeles, CA AS 209 11.84 23.68 0.01 100% 

Highlands Ranch, CO Omaha, NE AS 209 7.99 15.98 0.02 100% 

Highlands Ranch, CO Bellevue, NE AS 209 9.58 19.16 0.02 100% 

Chicago, IL Los Angeles, CA AS 209 21.01 42.02 0.02 100% 

Chicago, IL Los Angeles, CA AS 3549 21.01 42.02 0.02 100% 

Chicago, IL Omaha, NE AS 209 4.785 9.57 0.02 100% 

Chicago, IL Bellevue, NE AS 3549 9.58 19.16 0.02 100% 

CenturyLink deploys active monitoring probes to measure MOS scores from the ingress of the network to the PSAP. With this active monitoring, our 
host server places a call into the NG9-1-1 network every 6 to 7 minutes to a probe located at each core host PSAP. Every 6 to 7 minutes, we are 
testing the following: 

 Logical connectivity to the host PSAP 

 MOS scoring 
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– Latency 

– Jitter 

– Package Loss 

These network probes will alert our NG9-1-1 NOC whenever thresholds are exceeded. All tests are capture and stored and results are viewable.  

Please see SLA 5 for examples of Active Probe reports 

Our NG 9-1-1 end to end solution currently uses a 40 ms jitter buffer for all voice calls. This means that all voice packets have been treated such that 
minimal end point jitter buffering would be needed (typically much less than 20 ms). 

Our Project Management team will oversee the establishment of network system performance SLA’s to meet external/internal customer business 
objectives, work plans, and ensures performance requirements are met across our NG9-1-1 ESInet solution. They will also develop methodologies, 
procedures, to produce performance reporting. 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency. Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 
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SLA 9 

Service Level Agreements - System Performance 
Network  Traffic Convergence 

Specify convergence protocols and the estimated or guaranteed network convergence time (less than 
54 ms) of IP traffic at any point within the proposed solution, including how convergence information 
will be gathered, calculated and provided to the Commission and affected PSAPs monthly or as 
requested. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution utilizes an MPLS private IP network that may include the use of third-party network providers that provide the local 
access and path diversity. These networks are comprised of different components, multiple technical solutions, and various types of interfaces. Due 
to the nature of MPLS-based transport, WAN failures (within the carrier network or last-mile) may not be immediately detected by NGCS network 
equipment at the physical layer. Knowing this, CenturyLink’s NG9-1-1 solution employs a more robust means of end-to-end failure detection to 
ensure the reliable delivery of 9-1-1 traffic. These methods include creating a tunnel overlay through the MPLS-based carrier networks, as well as 
running heartbeats from the NGCS Core equipment to the PSAP.  

In today’s environment it would be extremely challenging to create an effective and affordable means to support IP network convergence times of less 
than 50ms. Technologies such as MPLS fast-reroute, which can re-converge in ~50ms in specific conditions rely on immediate detection of end-to-
end circuit failures at the physical layer (optical/electrical), which is not possible when using L2VPN/L3VPN carrier services such as MPLS products 
for WAN transport. As a result, a <50ms requirement not only implies the exclusive use of point-to-point circuits, but also that the circuits not be virtual 
in nature, such as L2VPN pseudo-wires. A full-mesh of leased copper/fiber pathways would raise cost to the point where the solution would be cost 
prohibitive, or in the absence of a full-mesh, would result in reduced reliability and redundancy within the NGCS network. CenturyLink meets the 
requirements set by ITU-T G.8031 and G.8032 which dictate sub-50ms failover in ethernet networks and that MPLS networks are to support Fast Re-
Route (FRR) which also is sub-50ms. 

CenturyLink and our Vendor also offers an i3 CPE test lab program. As part of this program, Call Handling vendors can test with CenturyLink’s NG9-
1-1 solution lab to validate i3 interactions before going into production. 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency. Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 
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SLA 
10 

Service Level Agreements - System Performance 
Mean Time to  Repair (MTTR) 

Specify the MTTR characteristics of the proposed solution. These specifications shall reflect the end-
to-end solution, as well as components or subsystems that are subject to failure. Include how MTTR 
information will be gathered, calculated and provided to the Commission and affected PSAPs. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder   Response:  

SLA 10: MTBF and MTTR 

Service Class MTBF 
(Service) 

MTTR (Service) 

LMCS >5 years <2 minutes 

BCS >1 year <4 hours 

BES >3 months <40 hours 

BSS >1 month <3 days 

UBS Unspecified Unspecified 

We will follow standard MTTR operational guidelines for responding to customer troubles and providing updates on all products.  Specific MTTR 
criteria will establish severity levels as part of the mutually agreed SLA.  TTR times begin when a trouble ticket is opened after detection or report of 
an outage. Calculation of TTR service level will be based on the time taken to restore 
service following an event that results in the outage.  

MTTR characteristics are commensurate with the appropriate level of service at which the 
ESInet system is functioning (i.e., system components in the call path are Life and Mission 
Critical Services (LCMS) while, peripheral systems are considered Business Critical 
Services (BCS). The MTTR characteristics are listed in the table below. 

 Life and Mission Critical Services (LCMS) 

 Business Critical Services (BCS) 

 Business Essential Services (BES) 

 Business Support Services (BSS) 

 Unsupported Business Services (UBS) 

Service Level Agreements (SLAs) will be provided as a part of our Program Development 
Plan (PDP). The CenturyLink Program Manager will work with the Commission and or 
PSAP’s to track services against SLAs and provide monthly reporting to the customer.  We 
use a combination of platforms for accomplishing monitoring, data management, and 
oversight tasks, including SolarWinds, Brix network probes. Splunk, and Oracle Operations control Monitor and others.  Outputs from the various 
platforms are gathered, calculated and combined into single-pane views specific to the NG9-1-1 services arena using developed tools.  This 
combined approach allows CenturyLink to tailor the solutions to the specific NG9-1-1 environment while leveraging best-in-class off the shelf tools 
where appropriate results are viewable.  
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SLA 
11 

Service Level Agreements - System Performance 
Mean Time Between  Failures (MTBF) 

Specify the MTBF characteristics of the proposed solution. These specifications shall reflect the end-
to-end solution, as well as components or subsystems that are subject to failure. Include how MTBF 
information will be gathered, calculated and provided to the Commission and affected PSAPs. 

Comply 
 
 
 

Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

MTBF characteristics are commensurate with the appropriate level of service at which the system is functioning i.e., systems in the call path are Life 
and Mission Critical Services (LCMS) while peripheral systems are considered Business Critical Services (BCS). The MTBF characteristics are listed 
in the table below, where the following abbreviations are used: 

Table 2: MTBF and MTTR 

Service 
Class 

MTBF (Service) MTTR (Service 

LMCS >5 years <2 minutes 

BCS >1 year <4 hours 

BES >3 months <40 hours 

BSS >1month <3 days 

UBS Unspecified  Unspecified  

  Life and Mission Critical Services (LCMS) 

 Business Critical Services (BCS) 

  Business Essential Services (BES) 

 Business Support Services (BSS) 

 Unsupported Business Services (UBS) 

Based on our public safety experience, CenturyLink has found that measuring Service 
Availability from a call processing perspective is more applicable and relevant to 9‐1‐1 
service vs. traditional methods of calculating availability thru MTBF and MTTR measures. 

CenturyLink believes that the most relevant measure of service availability is evidenced by 
uninterrupted, reliable 9‐1‐1 call routing and delivery to the PSAPs. 

Our NG9-1-1 availability is calculated from the time an outage begins that impacts call 
processing ability, until such time that the NG9-1-1 call processing ability is restored. This includes all NG9-1-1 downtime for the end-to-end service. 
This report will be made available on a monthly basis to the State of Utah. 

Maintenance of and upgrades to the NG9-1-1 solution are done with no scheduled downtime. We schedule planned events for routine maintenance in 
ways that 9-1-1 operations are not impacted. A notification of the upcoming event will be sent to the customer as applicable. Planned events are fully 
staffed and managed with a trained event management team, facilitating the change implementation, monitoring, and communication through the 
length of the event. 

The CenturyLink team will conduct major and minor planned and critical un-planned events for all NG9-1-1 Services, system maintenance, or 
upgrades that may impact the NG9-1-1 Customer PSAPs. CenturyLink fully manages and completes these events with a trained event management 
team, facilitating the change implementation, monitoring, and communication through the length of the event. Event team personnel will keep the 
customer informed of event progress. We adhere to stringent, internal event plan processes and procedures to include step-by-step execution 
procedures with the associated time frames, back-out procedures, and baseline and validation testing. CenturyLink includes the required back-out 
time within the scheduled maintenance time frame. 

Standard 9-1-1 availability as described in this response will be supported for all services offered in Next Generation ESInet solution. CenturyLink 
would like to point out that availability for the network is valid for diverse and redundant connectivity into the PSAP or third-party providers network.  
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We use a combination of platforms for accomplishing monitoring, data management, and oversight tasks, including SDWAN, SolarWinds, Brix 
network probes, Splunk, and others.  Outputs from the various platforms are gathered, calculated and combined into single-pane views specific to the 
NG9-1-1 services arena using developed tools.  This combined approach allows CenturyLink to tailor the solutions to the specific NG9-1-1 
environment while leveraging best-in-class off the shelf tools where appropriate monthly results are viewable through our Web-Based customized 
dashboard to both the Commission and affected PSAP’s. 

During the planning phase of the project the CPrgM will work with the state to define reporting criteria, format and frequency. Refer to Attachment 
labeled “2.d CenturyLink Sample Program Management Plan for Nebraska”. 
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SLA 
12 

Service Level Agreements - System Performance 
Network  Reliability 

Network reliability is defined as the ability for system endpoints to effectively communicate with each 
other, and all associated data and information is exchanged in usable formats. An IP-based network 
looks at reliability as an overall redundancy design, rather than component by component.   
 
Specify in the response the overall reliability service level of the IP network, including all bidder-
provided components and facilities. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s overall reliability is 99.999%. 

Our CenturyLink network is known for its reliability, security, and redundancy. It uses a private, high-speed, MPLS IP backbone, not the public 
Internet, for transmission; and it has an availability target of 99.999%.  

Our CenturyLink network is known for its reliability, security, and redundancy. It uses a private, high-speed, MPLS IP backbone, not the public 
Internet, for transmission; and it has an availability target of 99.999%. We accomplish this through problem detection, prevention, redundancy, and 
restoration offers to ensure that the network is always up and running.  

To ensure circuit 99.999% reliability will require at least two diverse circuits going to different POPs and utilizing different carriers where possible and 
at a minimum media diversity. 

Two connections are included in our ESInet design to each Host PSAP site supported by two separate edge routers and two separate IP VRF 
instances increasing the network reliability. 

All network routing infrastructure and equipment is designed and deployed in an N+1 model. N+1 redundancy provides a minimum of one additional 
unit, module, path, or system in addition to the minimum required to satisfy the base connectivity, ensuring that a failure of any single component at a 
given diverse site, such as an LNG, will not render the location inoperative making our network more reliable. 

Our two (2) physically diverse MPLS Network to each PSAP are predetermined, so packets travel only along the paths to which they are directed 
adding reliability to our network.   

Our NG9-1-1 ESInet is designed to meet more stringent requirements for security, resiliency, and reliability service levels than most other IP 
networks. 

CenturyLink ESInet utilizes an MPLS private IP network that includes the use of third-party network providers that provide the local access and path 
diversity. These networks are comprised of different components, multiple technical solutions, and various types of interfaces. Due to the nature of 
MPLS-based transport, WAN failures (within the carrier network or last-mile) may not be immediately detected by NGCS network equipment at the 
physical layer. Knowing this, the CenturyLink ESInet solution employs a more robust means of end-to-end failure detection to ensure the reliable 
delivery of 9-1-1 traffic 

 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

125 
 

Any additional documentation can be inserted here 

 

All systems and components have redundant (parallel) capabilities into each of our CenturyLink facilities to provide additional reliability including:  

 Datacenters are widely separated, and are powered off of different power grids  

 Redundant Power systems  

 Telecommunications services 

 Network electronics 

 Cooling  

 Fuel 

 

SLA Reliability - Assuming a 7x24x365 deployment (8,760 available hours), these ranges produce the following expected outage totals. 
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SLA 
13 

Service Level Agreements - System Performance 
Network Availability  

1. Specify the service level offered as a percentage of time when the service is available, and the 
maximum period of total outage before remedies are activated. Availability is defined as 
MTBF/(MTBF+MTTR).  
2. Include how system availability information will be gathered, calculated and provided to the 
Commission and affected PSAPs. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1.End-to-end, the CenturyLink solution is architected to be secure, reliable, resilient, and robust. All applications and network in the 9-1-1 call path are 
designed to achieve 99.999% system availability using a number of techniques to improve resiliency such as geo-diverse redundancy, fail-over 
techniques, virtualization, high availability, etc. The solution utilizes redundant hardware components (network interfaces, hard disks, hot swap power 
supplies, etc.) wherever possible, and the solution has no single point of failure.  

NGCS services operate in an active-active configuration in two geo-diverse datacenters. This feature employs redundant, high-quality, fault-tolerant 
critical components operating continuously in tandem. If one should fail, the redundant component continues to carry the entire load with no 
interruption of service. No failover time is required.  All applications are deployed on virtual servers and data is shared among and within each 
datacenter. These applications leverage high availability functionality within the hypervisor.  DRS and HA features are utilized to ensure an “always 
on” architecture. 

Because of this, no single point of failure that will disrupt the ability to provide on-going call processing. Transactions or call traffic divert to available 
components on failure or degradation of service of a given functional component or a loss of a physical site. IP transport paths for critical service 
components are redundant and designed for multipath IP packet delivery so the failure of a given IP transport mechanism does not affect overall 
service availability.  

Core sites include redundant network transport and redundant network interfacing elements to ensure optimal operation and availability. Network 
interfacing elements include switches, routers, SBCs, firewalls, and other security devices.  

All network routing infrastructure is designed and deployed in an N+1 model. N+1 redundancy provides a minimum of one additional unit, module, 
path, or system in addition to the minimum required to satisfy the base connectivity, ensuring that a failure of any single component at a given diverse 
site, such as an LNG, will not render the location inoperative. All network connectivity is established via dynamic routing protocols. The use of 
dynamic routing protocols allows the routers to automatically discover each connected network and adapt to changes in the network topology. 

Network probes will also report network failures as detected by their monitoring activity, some of which is specific to managing the availability and 
integrity of the network. Network Probes – will test end to end call quality metrics (MOS Scoring) this system will also do automatic call testing to 
insure network availability and functionality. 

CenturyLink’s Statistic and Risk analysis reporting tools will be used to provide: Distribution of calls by destination; Call success rate; Average call 
length; Average number of calls per day; Ratio of incoming versus outgoing calls; and Average mean opinion score (MOS) value scores. 

The NG9-1-1 Service availability SLA measures the availability requirement of 99.999% for Call Processing (“Service Availability”). Call Processing is 
the ability of the Service to deliver calls from the inbound Service demarcation point into the Core Call Processing Nodes and from the Service 
demarcation point to a Valid Destination (for example a PSAP). The Service Availability is calculated from the time an issue is reported that impacts 
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Call Processing ability, until such time that the Service Call Processing ability is restored. The Service Availability downtime will not exceed 26.3 
seconds per month.  Customers are eligible for remedies and service credits when the Service Availability SLA is not achieved. 

2.We use a combination of platforms for accomplishing monitoring, data management, and oversight tasks, including SolarWinds, Brix network 
probes. Splunk, and Oracle Operations control Monitor and others.  Outputs from the various platforms are gathered, calculated and combined into 
single-pane views specific to the NG9-1-1 services arena using developed tools.  This combined approach allows CenturyLink to tailor the solutions 
to the specific NG9-1-1 environment while leveraging best-in-class off the shelf tools where appropriate monthly results are viewable. 

Service Level Agreements (SLAs) will be provided as a part of our Program Development Plan (PDP). The CenturyLink Program Manager will work 
with the Commission and or PSAP’s to track services against SLAs and provide monthly reporting to the customer.  During the planning phase of the 
project the CPrgM will work with the state to define reporting criteria, format and frequency.  Refer to Attachment labeled “2.d CenturyLink Sample 
Program Management Plan for Nebraska”. 

SLA 
14 

Service Level Agreements - System Performance 
End-of-Support Equipment 

Contractor shall proactively replace, at Contractor’s expense, any hardware that has reached end of 
support (EOS) no later than 90 calendar days prior to the manufacturer’s EOS date. All equipment 
must be new and of current manufacture, not refurbished. Describe your procedures for End-of-
Support Equipment. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Key components within the CenturyLink’s NG9-1-1 solution are periodically renewed to enable PSAPs to operate on the most modern 
communications technology during the life of the contract. CenturyLink maintains and monitors all equipment and software within the solution, and it 
is CenturyLink’s commitment to replace End of Support (EOS) equipment prior to the EOS vendor published date assuming the replacement of 
equipment does not have a negative impact on the reliability and availability of the systems applications and solutions. 

CenturyLink will replace any faulty equipment at no additional cost to the jurisdiction that is not a direct result of negligence of on-site PSAP 
personnel. 

All equipment is new and of current manufacture; refurbished equipment is not used. 
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SLA 
15 

Service Level Agreements – 
SLAs for  Incident Management  

The Commission requires the Contractor to establish processes and procedures for supporting a 
NOC/SOC that can rapidly triage and manage reported network incidents. Bidder shall develop an ITIL 
compliant severity-level scale that includes levels one through four, with level one being the most 
severe incident. The top two levels shall capture all incidents affecting the level of service of one or 
more endpoints. Include a description of incident severity-level attributes, including response and 
resolution times for each severity level, and how response and resolution times are measured.   

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The CenturyLink Network/Security Operations Center (NOC/SOC) is staffed 24 hours a day, seven days a week, 365 days a year to actively monitor 

and manage CenturyLink’s NGCS Solution associated services and connectivity. When a potential or actual customer‐affecting event or outage is 
defined and determined to be an incident, the Incident Administration team is engaged by the NOC. The team uses established processes that are 
ISO 9001:2015‐compliant for immediate escalation, notification, resolution, and reporting. 

In case of a service interruption and/or outage, we have instituted Incident Management processes and procedures for dealing with various severity 
levels during the course of an event. Our incident response tools include use of the Incident Command System (ICS modeled directly from the 
Federal Emergency Management Agency (FEMA) Emergency Management Institute. The ICS processes include resolution, documentation of any 
incident, communications, and post-event review and root cause analysis. We manage incidents and provide customers with notifications and status 
of ongoing service affecting issues that may impact the CenturyLink’s NGCS Solution. 

Notification 

The CenturyLink support center shall notify the ISP and ICC within 30 minutes of discovering an event or outage that may impact 9-1-1 services. 
CenturyLink’s NGCS Solutions service assurance strategy places the highest emphasis on service restoration. 

Communication will be supplied to all parties provided to CenturyLink by the Customer and its entities.  

CenturyLink complies with applicable FCC rules regarding outage notification and Reason for Outage (RFO) reporting. CenturyLink will prepare and 
submit a preliminary root cause analysis (RCA) for a Severity Level 1 or Severity Level 2 event. The preliminary report will provide an overview of all 
information known at that time. The Incident Command team will prepare and submit a final report of a Priority Level 1 or Level 2 event describing the 
impact of the event, the cause, resolution and any preventative steps that can be taken to eliminate future events. 

The following are key highlights for the notification system: 

 The five state levels are as indicated: Critical, Major, Minor, Warning, and Normal 

 We provide notification to the 24x7x365 NOC 

 We provide notification by various means 

 Notification levels are defined by the supporting entity 

 We are capable of alarm suppression by time, quantity, and a combination for reducing alarm notifications. For example, we can say “no 
more of a certain alarm for the next 30 minutes” or we can say “send me duplicate alarms every 5 minutes” 

Communication 
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Communication will be supplied to all parties provided to CenturyLink by the Customer and its entities. We provide notification by various means. 

In the event of an outage CenturyLink applies immediate and sustained effort, 7x24, until a final resolution is in place. We use all reasonable efforts to 
provide a temporary workaround within an agreed upon time frame of the issue being detected. If a temporary workaround solution is provided, we 
provide an action plan to be mutually agreed upon for the final resolution. We continue resolution activity until full service is restored. The primary 
objective of an incident is to mitigate impact. The Incident Commander and Incident Administrator are able to call upon whatever resources are 
required to identify and restore functionality. 

Reason for Outage Reporting 

In addition to tracking planned and emergent events, CenturyLink maintains a problem management system for tracking and reporting trouble. We 
can also provide monthly trouble reports showing tickets opened, resolved, and unresolved. 

CenturyLink will prepare and submit a preliminary root cause analysis (RCA) for a Severity Level 1 or Severity Level 2 event. The preliminary report 
will provide an overview of all information known at that time. A final report will also be provided that describes the cause, resolution and any 
preventative steps that can be taken to eliminate future events. 

CenturyLink uses a proactive monitoring and notification process (Error! Reference source not found.).  The process uses platform-specific alarm t

hresholds to identify potential service impairments.   

CenturyLink network alarms are customer specific and generate trouble tickets that automatically notify customers via e-mail and telephone.  
Proactive Customer Notification (PCN) also gives customers with flexibility to specify certain notification parameters on a service-by-service basis. 
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SLA 
16 

Service Level Agreements – 
Outage Notification and Reason for  Outage (RFO) Report 
Outage Summary and Lessons Learned 

Provide a summary of FCC reportable outage situations that interrupted 911 service to bidder’s clients 
over the past three years, where 911 calls were not delivered or not delivered to the appropriate PSAP 
as a result of the issue. The response shall include the deployment type (legacy, ESInet, and NGCS), 
month, year, duration, number of PSAPs or population impacted, number of PSAPs or population 
served by the impacted system, impacted system, and lessons learned from each outage. 
 
Regulatory  Compliance 
Contractor shall comply with all applicable local, state, and federal outage and notification rules 
throughout the term of the contract. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Limited to FCC outage reports for Nebraska 
Limited to NE FCC outage reports where there was impact to 911 calls - ANI/ALI-only outages were excluded 
 
Notes: – Numbers listed in "Population Impacted" represent who could not have used the service if they tried, not actual failed attempts. 

0. – If 911 calls are rerouted to another PSAP with ANI/ALI, within 30 minutes of the start, it is not FCC 
reportable and not included here. 

 

Deployment 
Type 

Event Date Duration Number of 
PSAPs 

Impacted 

Populatio
n 

Impacted 

Area RFO Impacted System   

Legacy 6/28/2017 25 hours, 
13 minutes 

1 - Dual ALI - 
31 minutes 

3898 Oakdale, O'Neill, 
Atkinson and 
Valentine 

The cause of this 
outage was a 
damaged fiber cable 
due to rodent chew. 

Transport       

Legacy 8/29/2018 37 hours, 
49 minutes 

6 2426 North Platte, 
Lexington, 
Scottsbluff, 
Mitchelle, Oshkosh, 
Gering, Sidney, 
Gothenburg, Elm 
Creek, McCook, 
Denver, CO 

The cause of this 
outage was a fiber 
cable cut by a mower.  
No locates were 
requested.  

Transport       
 

Legacy 4/9/2019 4 hours 1 3795 Randolph The cause of this 
outage was a failure 
in the offnet provider's 
network. 

Offnet        
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Legacy 6/8/2019 15 hours, 
28 minutes 

0 1155 St. Paul The cause of the 
outage was failed 
synchronization on 
the remote links.  

Transport       
  

Legacy 7/5/2019 (911 
rerouted in 
41 minutes) 
event: 11 
hours, 34 
minutes  

1 391 Laurel The cause of this 
outage was a fiber 
cable cut. 

Transport      

Legacy 9/12/2019 17 hours, 
40 minutes 

0 690 Elwood The cause of this 
outage was a fiber 
cable cut. 

Transport      

Legacy 10/8/2019 18 hours, 
21 minutes 

0 376 Elwood The cause of this 
outage was a fiber 
cable cut by a mower 

Transport      

Legacy 12/4/2019 (911 
rerouted in 
52 minutes) 
event: 11 
hours, 15 
minutes 

1 1438 Scottsbluff The cause of this 
outage was a fiber cut 
on a local providers 
network.  

Offnet        
 

Legacy 4/3/2020 7 hours, 20 
minutes 

1 9999 South Sioux City This outage was 
caused when AC 
Power took brief hits. 
The power hits 
confused the 
equipment  so the 
generator was not 
engaged. Service did 
switch to battery and 
ran until battery power 
ran out and the switch 
failed. 

Switch     
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SLA 
17 

Service Level Agreements – 
Outage Notification and Reason for  Outage (RFO) Report 
Outage Notification  

Contractor shall notify the Commission and affected PSAPs within a maximum 30 minutes of 
discovering an event or outage that may impact 911 services. All events that meet criteria for local, 
state, or federal reporting shall also be completed by the Contractor. At the time of initial notification, 
the Contractor shall convey all available information that may be useful in mitigating the effects of the 
event or outage, as well as a name, telephone number, ticket or reference number, and email address 
at which the service provider can be reached for follow-up. The Contractor is responsible for 
coordinating data gathering, troubleshooting and reporting on behalf of subcontractors. Describe how 
the solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink complies with applicable FCC rules regarding outage notification and Reason for Outage (RFO) reporting. In case of a service 
interruption and/or outage, our team has instituted Incident Management processes and procedures for dealing with various severity levels during the 
course of an incident. Our incident response tools include use of the Incident Command System (ICS), which is housed within our Ticketing System. 

The CenturyLink support center shall notify the ISP and ICC within 30 minutes of discovering an event or outage that may impact 9-1-1 services. 
CenturyLink’s NG9-1-1 solution service assurance strategy places the highest emphasis on service restoration. 

Communication will be supplied to all parties provided to CenturyLink by the Customer and its entities.  

CenturyLink complies with applicable FCC rules regarding outage notification and Reason for Outage (RFO) reporting. CenturyLink will prepare and 
submit a preliminary root cause analysis (RCA) for a Severity Level 1 or Severity Level 2 event. The preliminary report will provide an overview of all 
information known at that time. The Incident Command team will prepare and submit a final report of a Priority Level 1 or Level 2 event describing the 
impact of the event, the cause, resolution and any preventative steps that can be taken to eliminate future events. 

The following are key highlights for the notification system: 

 The five state levels are as indicated: Critical, Major, Minor, Warning, and Normal 

 We provide notification to the 24x7x365 NOC 

 We provide notification by various means 

 Notification levels are defined by the supporting entity 

 We are capable of alarm suppression by time, quantity, and a combination for reducing alarm notifications. For example, we can say “no 
more of a certain alarm for the next 30 minutes” or we can say “send me duplicate alarms every 5 minutes”. 
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SLA 
18 

Service Level Agreements – 
Outage Notification and Reason for  Outage (RFO) Report 
Status Updates  

The Contractor shall communicate any updated status information to the Commission and affected 
PSAPs no later than two hours after the initial contact, and at intervals no greater than two hours 
thereafter until normal 911 service is restored. This information shall include the nature of the outage, 
the best-known cause, the geographic scope of the outage, the estimated time for repairs, and any 
other information that may be useful to the management of the affected operations. Describe how the 
solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The CenturyLink Network Operations Center (NOC) is staffed 24 hours a day, seven days a week, 365 days a year to actively monitor and manage 
CenturyLink’s NGCS Solution associated services and connectivity. When a potential or actual customer‐affecting event or outage is defined and 
determined to be an incident, the Incident Administration team is engaged by the NOC. The team uses established processes that are ISO 
9001:2015‐compliant for immediate escalation, notification, resolution, and reporting. 

Initial notifications are sent within 30 minutes of any troubles discovered by the 9-1-1 Public Safety NON for Severity level 1 and Severity level 2.  
Updates occur every 30 minutes or as appropriate, and trouble resolution within 4 Hours. 86% of repairs completed in less than 4 Hours.  The 30-
minute notification is in compliance with the FCC requirement. 

To effectively support and handle customer questions, incidents or requests, we have adopted the ticket resolution procedure outlined below. The 
process is one that allows for continual improvement and ensures that all support requests are tracked and maintained in an efficient and effective 
way. Each of the steps is designed to allow for all types of questions, incidents or requests whether they are complicated or simple. Some of the 
steps can be removed if the nature of the inquiry is simple. 

CenturyLink repair procedures emphasize quality service for responsiveness and reliability to all the 9-1-1 centers. Our escalation policies and 
procedures allow for escalation to be invoked at any time deemed necessary by the customer, by the CenturyLink 9-1-1 Field Technicians, or by 
CenturyLink in-house Tier 2 technical support.  CenturyLink will track all escalations via the CenturyLink repair web portal.  Each escalation will be 
tracked during entire duration of the repair. 

CenturyLink agrees to begin Tier 1 support within 15 minutes of identifying a service affecting event. 

CenturyLink agrees to begin Tier 2 support within (2) hours of identifying a service affecting event and Tier 3 support with (4) hour or upon Center 
request. 

Under our normal protocol, for all Severity Level 1 & 2 (Critical and Major is your example) issues reported, we provide an immediate response, and 
will ensure the initiation of corrective action no longer than 30 minutes from time of notification.  Within two (2) hours of any Severity Level 1 & 2 
report, if the problem has not been corrected, we begin the escalation process and ensure an onsite dispatch, if required, has been affected.   

The escalation procedures are outlined as follows for previously reported problems: 
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Step 1: Customer (PSAP) will call the CenturyLink 9-1-1 Public Safety Services Network Operations Center (NOC) and request a manager 
referencing the original repair ticket and escalation request.  The manager will document the escalation in the CenturyLink 9-1-1 online repair system 
and call the local 9-1-1 CenturyLink Service manager. 

Step 2: CenturyLink Service manager will provide email and verbal updates to the customer 

Step 3: if Customer (PSAP) is still not satisfied, the local CenturyLink 9-1-1 Account Team will be called.  CenturyLink will provide a written action 
plan that outlines the steps that will be taken to resolve this escalation.  

Additional conference calls or meeting(s) may be required to resolve the escalation. 

CenturyLink meets monitoring and reporting time requirements for key SLA metrics listed above via our analytics portal associated with the SD-WAN 
devices in our proposed architecture.    

CenturyLink’s minimum reporting interval is “last 5 minutes as noted below. 
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During the development of the final PMP, the escalation chart will be incorporated into the PMP as shown in the Sample PMP in the attachments 
section of this RFP 
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SLA 
19 

Service Level Agreements – 
Outage Notification and Reason for  Outage (RFO) Report 
Reason For Outage (RFO) Reporting  

Following the restoration of normal 911 service, Contractor shall provide a preliminary RFO report to 
the Commission and affected PSAPs no later than three (3) calendar days after discovering the outage. 
An in-depth RFO report, including a detailed root-cause analysis, shall be provided to the Commission 
and affected PSAPs no later than ten (10) calendar days after discovering an outage.  
1. Describe how bidder will comply with the notification and reporting requirements above.  
2. Describe the NOC/SOC tools and techniques at bidder’s disposal to ensure that bidder’s various 
subcontractor perform troubleshooting and post-event analysis and provide associated reports. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

A detailed description of the RFO process is included in the attached Program Development Plan.  An initial RFO is provided at ticket closure, when 
verifying service is restored.  A formal RFO can be delivered, upon request, within 5 business days. 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

139 
 

Any additional documentation can be inserted here 

 

SLA 
20 

Service Level Agreements – 
Outage Notification and Reason for  Outage (RFO) Report 
PSAP Notifications  

Outage notifications and follow-up analysis of outages are a critical element to understanding overall 
system health and preventing future service interruptions. Having awareness of issues that exist in a 
neighboring PSAP provides valuable insight into potential issues that may begin impacting another 
PSAP’s operations.   
 
The Commission’ is seeking an outage notification service that allows for each PSAP to elect the 
outage notification types and PSAPs for which it will receive outage notifications, outage updates and 
RFO reports. A web portal for authorized users to select/deselect outage notifications is required.  
 
Provide a detailed description of how bidder will support such an outage notification service. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink will work with the PSAPs to establishing the notification types available.  Within the portal, the PSAPs can set permissions for any user to 
view that PSAP’s trouble tickets.  The PSAP can provide CenturyLink an email address in the form of a distribution list for all notifications.   

Authorized portal users will be able to select to receive notifications. 
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SLA 
21 

Service Level Agreements – 
Media  Contact 

1. Contractor shall provide a 24 x 7 spokesperson who will be available for media contact regarding 
ANY outage of 911 service due to any failure of 911 call delivery to the Commission’s host equipment 
and to the affected PSAPs. 
 
Government  & Regulatory Contact 

2. Contractor shall provide a 24 x 7 representative who will be available for government and regulatory 
contact regarding ANY outage of 911 service due to any failure of 911 call delivery to the Commission’s 
host equipment and to the affected PSAPs 
 
Describe bidder’s experience in providing both a Media Contact and Government & Regulatory Contact 
for similar contracts. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

1.  Our two (2) contact(s) for CenturyLink Media regarding 9-1-1 outages for the State of Nebraska our as follow: 

 
Linda M. Johnson 

Corporate Communications  
CenturyLink 
tel: 202.429.3130 
cell: 202.538.9892 

http://news.centurylink.com/public-policy 

 
Mark Molzen  

Global Issues Manager, Transformation, Legal 
CenturyLink, Inc. 
20 E. Thomas, Phoenix, AZ 
O: 602-716-3389 
C: 602-614-7476 
Twitter: @mdmolzen 

 

2. Our two (2) contact(s) for CenturyLink Government and Regulatory regarding 9-1-1 outages for the State of Nebraska our as follow: 

Linda M. Johnson 

Corporate Communications  
CenturyLink 
tel: 202.429.3130 
cell: 202.538.9892 

http://news.centurylink.com/public-policy 

 

http://news.centurylink.com/public-policy-blogs
http://news.centurylink.com/public-policy-blogs
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Mark Molzen  

Global Issues Manager, Transformation, Legal 
CenturyLink, Inc. 
20 E. Thomas, Phoenix, AZ 
O: 602-716-3389 
C: 602-614-7476 

CenturyLink also will follow the FCC rules regarding outage notification and Reason for Outage (RFO) reporting as outlined in this RFP and SLA’s. 
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SLA 
22 

Service Level Agreements – 
SLA Violations  

An SLA violation shall have occurred whenever: 
      A. The Contractor fails to meet any single performance level; or, 
      B. The average of any single performance item over the preceding two-month period fails to meet 
the service level stated in response to requirements SLA 1 through SLA 22. Contractor shall deliver 
an SLA violations report to the Commission on a monthly basis. 
 
SLA  Reporting 
Provide a detailed description of how bidder measures and reports incidents, including immediate 
notifications and regularly scheduled reports. SLA results shall be delivered to the Commission on the 
10th business day of the month. The report shall include all performance items identified in the bidder’s 
proposal and documented in contract negotiations. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Specific performance reports will be identified and mutually agreed upon during contract negotiations. 

SLA Reporting: The NG9-1-1 Public Safety NOC is staffed 24 hours a day, seven days a week, 365 days a year to actively monitor and manage the 

NG9-1-1 ESInet and associated services. When a potential or actual customer-affecting issue is defined and determined to be an incident, the 
Incident Administration team is engaged by the NOC. The team uses established processes that are ISO 9001:2008-compliant for immediate 
escalation, notification, resolution, and reporting. 

CenturyLink’s monitoring system will auto-notify the CenturyLink NG9-1-1 Public Safety NOC and commission of a failure and CenturyLink takes 
proactive remediation steps to resolve any service degradation as well as employing IP SLA’s to remediate issues until the network path congestion 
or failure is resolved. 

Via SolarWinds and other monitoring system CenturyLink will monitor all network elements and E-Bonding to the Dashboard to provide “Near” Real-
Time data for alarming, notification, SLA reporting, etc...  

 CenturyLink will consume and display the data for SLA compliance via our portal and dashboard.   

 The dashboard is customizable and provides a multi-tenant view available via a web GUI. 

– API Integration into the State Ticketing system available upon request. 

– Two factor authentications. 

– Analytics, statistical data and reports will be developed based on requirements and agreed upon thresholds. 

– Auto ticket and alarming thresholds are to be customized based on negotiated SLAs and triggers. 

CenturyLink will provide monthly reporting on incidents, including open/closed ticket status, resolution times, and service level agreement (SLA) 
compliance to the commission. 
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SLA 
23 

Service Level Agreements – 
SLA Violation Financial Remedies 

Contractor shall provide financial remedies to the Commission for each event in which service levels 
are not maintained.  The Commission requires that all of the Contractor’s network facilities, devices, 
and services will be measured on a rolling, 12-month calendar. Failure to meet SLAs shall be measured 
per service-affecting outage. Financial remedies shall be assessed for failure to meet SLAs. 
 
For service-affecting incidents, a 10 percent (10%) discount shall be accessed against the Monthly 
Recurring Charge (MRC) applicable to the source of the failure, whenever the initial period of resolution 
is exceeded. If the resolution period length of time doubles, then the discount shall increase to 20 
percent of the MRC. If the resolution period length of time quadruples the initial period, then 50 percent 
of the MRC shall be assessed. The amount related to the damages is to be credited to the invoice for 
the month immediately following the violation. Bidder shall include how uptime information will be 
gathered, analyzed and provided to the Commission. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s solution includes “Near” Real Time Network Outage Monitoring and Reporting for the satisfactory operation and security of all 
significant components and required performance parameters. 

The State or its designated representative will be able to ascertain the status of major IP network elements and PSAP endpoints with a Web browser 
which will connect to the dashboard made available to the state. 
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Operational Scenarios 

Safeguards shall be established to minimize the impact of human or system error. Describe bidder’s risk-mitigation and issue-resolution strategies for the following 
hypothetical scenarios: 
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GEN 
SCEN 
1 

Scenario 1 

At 0300 hours, a series of SBC alarms previously unseen by the NOC staff on duty begin to increase 
in volume and frequency. At 0330, multiple critical alarms are received. At 0345, a few PSAPs start 
reporting garbled audio while others report an inability to obtain location information. At 0600, some 
PSAPs are reporting that they have not received a call in the last 15 minutes. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Assumption the ingress calls are SS7. 

 Review alarms for indication and correlation of customer specific or SBC events (0300). 

 If SBC specific alarms indicate critical errors that necessitate rerouting of traffic manually, complete a High Availability (HA) redirection on 
the SBCs. This activity moves traffic away from potentially impacted interface.  

 (0330) If critical alarms are SBC related and continue after the switch over evaluate if they are PSAP specific or specific to one of the 
redundant SBCs per Core. If SBC specific alarms are still persistent move SBC experiencing issues completely out of path. 

 (0345) Reports of garbled voice – The NGCS allows for voice to be evaluated post call. This capability would be utilized by the NOC 
engineer to evaluate both ingress and egress voice traffic to look for commonalities.  If a common route is identified, the NOC engineer 
would remove route from service and notify customer and appropriate vendors.   

 Evaluate the circuit connectivity, location information is completed by ALI lookup from ANI or held query over an I3 interface and indicates a 
potential local or common circuit issue in the PSAP area. 

 (0600) Look for calls to the reported PSAPs. The NOC makes test calls from the application out to the PSAP to recreate the issue.  If no 
calls are coming in this indicates the problem resides with ingress path, that would indicate the previously report issues are a separate issue. 
Next step would be identify/isolate circuit and busy out the trunks associated with that circuit. Report ingress 26 codes to carrier for repair. 
Previous steps for 0330 – 0345 would identify the problem on the egress side. 

 In each of these scenarios the NOC would be working directly with the customer ensuring open communications and joint troubleshooting is 
occurring. 

*It should be noted that the alarms from 0300 may or may not be related to the garbled audio issue beginning at 0345. 

Restoration and Resolution Timeframes 

CenturyLink  will apply immediate and sustained effort, 7x24, until a final resolution is in place. All reasonable efforts will be made to provide a 
temporary workaround within two (2) hours and permanent resolution with a target of twenty-four (24) hours of the issue being detected. 

 

 

 

 

Table 3.  Restoration and Resolution Timeframes 
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Severity Code Description Response Time Customer 
Resolution 

Time 

Status 

Severity 1* Inoperative/Severely Impacted - PSAP not receiving calls, 
audio is working on only one side of incoming calls, End 
Office traffic not able to reach PSAP. Critical network or 
data communications problem on a system that prevents 
transmitting ANI to the PSAP, and/or network hardware, or 
circuit. All FCC reportable outages are considered 

Immediately upon detection, but 
no longer than 10 minutes after 
determination of  impact 

Target 
Mitigation = 30 
minutes 
Target 
Resolution 2 
hours 

Hourly 

Severity 2 Routing services are impaired, where major functions are 
operative but functioning at limited capacity or critical 
elements are no longer redundant. 

As soon as possible, but no 
longer than 30 minutes after 
detection identification 

4 hours Every 4 
hours or 
mutually 
agreed 
timeframe 

Severity 3 Routing services are impaired and some functions are not 
operating, but those functions are not mandatory or critical 
to 9-1-1 call delivery. 

As soon as possible, but no 
longer than 1 hour after detection 

</= 7 days Every 8 
hours or 
mutually 
agreed 
timeframe. 

Root Cause Analysis Report 

Root Cause Analysis (RCA) report for Severity Level 1 or 2 service disruptions will be available within ten (10) Business Days following the resolution 
of a Severity Level 1 or 2 Service Disruption outlining the conditions that caused the trouble, the corrective action taken, and any corrective action 
plans to prevent future occurrences of the trouble. This report will include the following: 

 Date/Time of the start of the service disruption. 

 Date/Time of service restoration. 

 Date/Time of service resolution. 

 Date/Time service disruption was detected. 

 Associated Ticket Number (s). 

 Number of customers impacted. 

 Actual number of calls impacted. 

 Functionality lost during the service disruption. 

 Corrective action(s) (completed and future as applicable). 

 City(ies) and state(s) where failed equipment is located. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

147 
 

Any additional documentation can be inserted here 

 

 City(ies) and/or county(ies) and state(s) impacted, as applicable. 

Table 4:  Restoration and Resolution Timeframes 

Severity Code Description Response Time Customer 
Resolution Time 

Status 

Severity 1* Inoperative/Severely Impacted - PSAP not 
receiving calls, audio is working on only one 
side of incoming calls, End Office traffic not 
able to reach PSAP. Critical network or data 
communications problem on a system that 
prevents transmitting ANI to the PSAP, and/or 
network hardware, or circuit. All FCC 
reportable outages are considered. 

Immediately upon 
detection, but no 
longer than 10 
minutes after 
determination of  
impact 

Target Mitigation = 
30 min,  
Target Resolution 2 
hours 

Hourly 

Severity 2 Routing services are impaired, where major 
functions are operative but functioning at 
limited capacity or critical elements are no 
longer redundant. 

As soon as possible, 
but no longer than 30 
minutes after 
detection identification 

4 hours Every 4 hours 
or mutually 
agreed 
timeframe 

Severity 3 Routing services are impaired and some 
functions are not operating, but those 
functions are not mandatory or critical to 9-1-1 
call delivery. 

As soon as possible, 
but no longer than 1 
hour after detection 

</= 7 days Every 8 hours 
or mutually 
agreed 
timeframe. 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

148 
 

GEN 
SCEN 
2 

Scenario 2 

All originating service providers in the state are connected directly via Signaling System Number 7 
(SS7) protocol to the bidder’s LNGs that serve the PSAPs in Nebraska, as well as others outside the 
Commission’s footprint. Each LNG consistently processes about 10,000 calls per day, but each is 
capable of processing in excess of 100,000 calls per day. One of the LNGs experiences a catastrophic 
failure and is unable to process any calls. In a review of the prior day’s logs, it is found that the two 
surviving LNGs only are processing 2,000 calls each. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response: 

This situation is managed as a Major Incident, ensuring expedited resolution. 

The technical resources will be working to restore the catastrophic failure – as well as working the possible redundant infrastructure issues. This 
response focuses on the immediate need to restore the OSPs traffic to full capacity. Those steps are listed below.  

 If failure is at the LNG, investigate if OSPs are experiencing a route selection temporary failure.  Work to identify and evaluate potential for 
OSPs not load sharing traffic between LNGs. 

 Contact Ingress OSP providers to verify alternate route configuration is correctly provisioned 

 Contract Ingress OSP providers to verify redundant circuit/bandwidth availability 

 Complete Test calls with OSPs to verify proper failover and bandwidth 

 Test and Verify internal LNG network failover 

 Investigate additional alternate paths for ingress into the infrastructure. 

This incident would be initially designated as a Severity 2 (routing services are impaired) issue, but upon review would change the classification to a 
Severity 1 (severely impacted). Once the perceived call volume mismatch is detected CenturyLink will, until proven otherwise, assume that calls 
were/are being impacted by this outage.   

Restoration and Resolution Timeframes 

Initial Classification: CenturyLink and its subcontractors will apply immediate and sustained effort, 7x24, until a final resolution is in place. All 
reasonable efforts will be made to provide a temporary workaround within four (4) hours and permanent resolution with a target of twenty-four (24) 
hours of the issue being detected. 

Updated Classification: CenturyLink and its subcontractors will apply immediate and sustained effort, 7x24, until a final resolution is in place. All 
reasonable efforts will be made to provide a temporary workaround within two (2) hours and permanent resolution with a target of twenty-four (24) 
hours of the issue being detected. 

 

 

 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

149 
 

Table 5. Restoration and Resolution Timeframes 

Severity 
Code 

Description Response Time Customer 
Resolution 

Time 

Status 

Severity 1 Inoperative/Severely Impacted - PSAP not 
receiving calls, audio is working on only one side of 
incoming calls, End Office traffic not able to reach 
PSAP. Critical network or data communications 
problem on a system that prevents transmitting ANI 
to the PSAP, and/or network hardware, or circuit. 
All FCC reportable outages are considered 

Immediately upon detection, but no 
longer than 10 mins after 
determination of CTL impact 

Target 
Mitigation = 30 
minutes, Target 
Resolution 2 
hours 

Hourly 

Severity 2 Routing services are impaired, where major 
functions are operative but functioning at limited 
capacity or critical elements are no longer 
redundant. 

As soon as possible, but no longer 
than 30 minutes after detection 
identification 

4 hours Every 4 hours 
or mutually 
agreed 
timeframe 

Severity 3 Routing services are impaired and some functions 
are not operating, but those functions are not 
mandatory or critical to 9-1-1 call delivery. 

As soon as possible, but no longer 
than 1 hour after detection 

</= 7 days Every 8 hours 
or mutually 
agreed 
timeframe. 

Root Cause Analysis Report 

A Root Cause Analysis (RCA) for Severity Level 1 or 2 service disruptions will be available within ten (10) Business Days following the resolution of a 
Severity Level 1 or 2 Service Disruption outlining the conditions that caused the trouble, the corrective action taken, and any corrective action plans to 
prevent future occurrences of the trouble. This report will include the following: 

 Date/Time of the start of the service disruption. 

 Date/Time of service restoration. 

 Date/Time of service resolution. 

 Date/Time service disruption was detected. 

 Associated Ticket Number (s) 

 Number of customers impacted. 

 Actual number of calls impacted. 

 Functionality lost during the service disruption. 

 Corrective action(s) (completed and future as applicable). 

 City(ies) and state(s) where failed equipment is located. 
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Any additional documentation can be inserted here 

 

 City(ies) and/or county(ies) and state(s) impacted, as applicable. 

Table 6. Restoration and Resolution Timeframes 

Severity Code Description Response Time Customer 
Resolution 

Time 

Status 

Severity 1 Inoperative/Severely Impacted - PSAP not receiving calls, 
audio is working on only one side of incoming calls, End 
Office traffic not able to reach PSAP. Critical network or data 
communications problem on a system that prevents 
transmitting ANI to the PSAP, and/or network hardware, or 
circuit. All FCC reportable outages are considered 

Immediately upon 
detection, but no longer 
than 10 minutes after 
determination of CTL 
impact 

Target 
Mitigation = 
30 minutes, 
Target 
Resolution 2 
hours 

Hourly 

Severity 2 Routing services are impaired, where major functions are 
operative but functioning at limited capacity or critical 
elements are no longer redundant. 

As soon as possible, 
but no longer than 30 
minutes after detection 
identification 

4 hours Every 4 hours 
or mutually 
agreed 
timeframe 

Severity 3 Routing services are impaired and some functions are not 
operating, but those functions are not mandatory or critical 
to 9-1-1 call delivery. 

As soon as possible, 
but no longer than 1 
hour after detection 

</= 7 days Every 8 hours 
or mutually 
agreed 
timeframe. 
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GEN 
SCEN 
3 

Scenario 3 

As part of normal data-maintenance procedures, the bidder has uploaded six minor recent changes. 
The bidder’s Quality Assurance/Quality Integrity (QA/QI) process provides a discrepancy report 
detailing 15,000 errors resulting from the updated file. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution Spatial Interface (SI) is built to deal with this exact scenario. GIS submissions will be provided via the SI. CTL utilizes 
the Enterprise Geospatial Database Management System (EGDMS) to allow customers to both submit data and view reports. EGDMS will not 
provision GIS Data updates to production systems (ECRF/LVF) for any polygon layer if there is a critical error found. In other words, all polygon layer 
updates must be 100% error free to proceed to production. For polygon, road centerline and address points submissions, there are safeguards in 
place for feature count deviation. In the event that there was an omission of GIS data features from one upload to the next, and the omission resulted 
in a percentage change above the tolerance defined for each layer, the upload is held until CenturyLink i3 GIS Analysts review and approve the 
submission. Critical errors identified in the road centerline and address points are identified in the upload summary report and detailed error shape 
files, and should be corrected as soon as possible after the report is received. 

For the above scenario, call routing would never be affected since the SI is designed to know when there is a problem and stops the changes from 
being committed to the ECRF. ECRF will continue to utilize the existing data within its database until the errors are corrected and resubmitted to the 
EGDMS. 
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GEN 
SCEN 
4 

 
Scenario 4 

At 0700, the NOC has received an alarm reporting loss of connectivity for a single path to Host A. At 
0705, the NOC contacts Host A to confirm the loss of connectivity. The PSAP has found that the link 
lights are off, but the system appears to be operational. At 0725, the redundant link appears to be 
bouncing for Host A. At 0900, the PSAP is reporting a decrease in typical call volume. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As part of normal operations, The NOC actively monitors all paths between PSAPs and the core processing locations. When a path or device fails, 
the NOC sees alarms and begins troubleshooting. All alternate and paths for PSAP connectivity are pre-tested during integration and turnup. Any 
issues with failover will be addressed prior to turning the PSAP live. 

The presumed response of the NGCS vendor of scenario 4 differ from how (CUSTOMER) would institute mitigation. At 7:25, the team’s priority would 
be to evaluate if there is any risk of 9-1-1 call or data degradation. Since the redundant path is not reliable(bouncing), and although the system is 
configured to do this in an automated fashion, the recommendation to force automated failover of all calls would be made. This would allow for 
reduced failover timing and/or other possible unforeseeable impacts. This situation would be worked at the highest priority with an Incident 
Commander and team assigned to work the issue to resolution. CenturyLink would continue to work troubleshooting the issue from a circuit 
perspective and verify with internal test calls to the effected PSAP. Once a single link was brought back into service, a joint decision would need to be 
made by CenturyLink and the PSAP on whether or not to bring the PSAP back up one-sided (understanding the previous instability). In a typical 
environment, although not preferred, a one-sided solution is temporarily acceptable. For this particular situation and the history of one-sided issue 
with possible call impacts, a real-time decision would need to be made. Tools (call tracing, MOS evaluation, and test call validation) will be critical in 
determining next steps. 

This incident would be initially designated as a Severity 2 (routing services are impaired) issue, but upon review would change the classification to a 
Severity 1 (severely impacted). Once the perceived call volume mismatch is detected CenturyLink will, until proven otherwise, assume that calls 
were/are being impacted by this outage.   

Restoration and Resolution Timeframes 

CenturyLink and its subcontractors will apply immediate and sustained effort, 7x24, until a final resolution is in place. All reasonable efforts will be 
made to provide a temporary workaround within four (4) hours and permanent resolution with a target of twenty-four (24) hours of the issue being 
detected. 

Table 7. Restoration and Resolution Timeframes 

Severity 
Code 

Description Response Time Customer 
Resolution 

Time 

Status 

Severity 1 Inoperative/Severely Impacted - PSAP not receiving calls, 
audio is working on only one side of incoming calls, End 
Office traffic not able to reach PSAP. Critical network or data 

Immediately upon 
detection, but no longer 

Target 
Mitigation = 
30 minutes, 

Hourly 
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communications problem on a system that prevents 
transmitting ANI to the PSAP, and/or network hardware, or 
circuit. All FCC reportable outages are considered 

than 10 minutes after 
determination of  impact 

Target 
Resolution 2 
hours 

Severity 2 Routing services are impaired, where major functions are 
operative but functioning at limited capacity or critical 
elements are no longer redundant. 

As soon as possible, 
but no longer than 30 
minutes after detection 
identification 

4 hours Every 4 hours 
or mutually 
agreed 
timeframe 

Severity 3 Routing services are impaired and some functions are not 
operating, but those functions are not mandatory or critical 
to 9-1-1 call delivery. 

As soon as possible, 
but no longer than 1 
hour after detection 

</= 7 days Every 8 hours 
or mutually 
agreed 
timeframe. 

Root Cause Analysis Report 

A Root Cause Analysis (RCA) for Severity Level 1 or 2 service disruptions will be available within ten (10) Business Days following the resolution of a 
Severity Level 1 or 2 Service Disruption outlining the conditions that caused the trouble, the corrective action taken, and any corrective action plans to 
prevent future occurrences of the trouble. This report will include the following: 

 Date/Time of the start of the service disruption. 

 Date/Time of service restoration. 

 Date/Time of service resolution. 

 Date/Time service disruption was detected. 

 Associated Ticket Number (s) 

 Number of customers impacted. 

 Actual number of calls impacted. 

 Functionality lost during the service disruption. 

 Corrective action(s) (completed and future as applicable). 

 City(ies) and state(s) where failed equipment is located. 

 City(ies) and/or county(ies) and state(s) impacted, as applicable. 

Table 8. Restoration and Resolution Timeframes 

Severity Code Description Response Time Customer 
Resolution Time 

Status 

Severity 1 Inoperative/Severely Impacted - PSAP not 
receiving calls, audio is working on only one side of 
incoming calls, End Office traffic not able to reach 

Immediately upon detection, 
but no longer than 10 minutes 

Target 
Mitigation = 30 
minutes, Target 

Hourly 
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PSAP. Critical network or data communications 
problem on a system that prevents transmitting ANI 
to the PSAP, and/or network hardware, or circuit. 
All FCC reportable outages are considered 

after determination of CTL 
impact 

Resolution 2 
hours 

Severity 2 Routing services are impaired, where major 
functions are operative but functioning at limited 
capacity or critical elements are no longer 
redundant. 

As soon as possible, but no 
longer than 30 minutes after 
detection identification 

4 hours Every 4 hours 
or mutually 
agreed 
timeframe 

Severity 3 Routing services are impaired and some functions 
are not operating, but those functions are not 
mandatory or critical to 9-1-1 call delivery. 

As soon as possible, but no 
longer than 1 hour after 
detection 

</= 7 days Every 8 hours 
or mutually 
agreed 
timeframe. 

 

PM 1 

Project Management and Ongoing Client Management Services 
Project Management Methodology 

1. Describe bidder’s project management methodology and support structure.  
2. Describe the daily, weekly, and monthly interactions during the migration.  
3. Include a proposed high-level project plan. 
4. Include a schedule for the through implementation of this project.   

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response:  

Bidder  Response: A detailed Program Development Plan has been included with this proposal, this document outlines both the implementation 
project management approach and the overall Program Management approach for the lifecycle of the contract.  A regular communications cadence 
will be established with the State, to include weekly status meetings, a detailed order tracker to be delivered prior to the weekly status meetings, 
monthly overall Program level meetings and quarterly Program Review meetings will also be established.  A draft schedule has also been included, 
as an attachment, outlining all tasks and timeframes necessary to complete the implementation of the project. 
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PM 2 

Project Management and Ongoing Client Management Services 
Post-Deployment Client Management  

Describe the post-deployment client management service, including client management reports, 
executive briefings and the fielding of ad hoc support requests.   
 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response:  

As outlined in the attached Program Deployment Plan, the Program Manager will maintain both project and program level oversight for the entire 
lifecycle of the contract,  The assigned support teams are provided in detail in the PDP, which also outlines their respective roles and responsibilities 
for the contract lifecycle. 

Post Deployment Client Management 

CenturyLink’s Program Manager manages the ongoing maintenance of CenturyLink’s NG9-1-1 solution services through the life of the contract. 
Beginning with ALI migration, as each end office re-homes to CenturyLink’s NG9-1-1 solution , and continuing through the term of the contract, the 
Program Manager oversees all aspects of CenturyLink’s full suite of maintenance services for all components of the solution, including: 

 Data Integrity Services 

– Service Order processing, including PAD installation, SIP enablement and Session Augmentation. 

– Master Street Address Guide (MSAG) management 

– Emergency Service Number (ESN) and ALI Response format management 

– Error correction for data content, MSAG, LNP, ANI/ALI Discrepancy, and No Record Found (NRF) errors 

 Special Services, including data extracts, reconciliations, and audits 

 Routing Services 

– i3 Routing management 

– Provisioning support for routing, star code assignment, transfer, and other configurable attribute changes 

 Telephone Service Provider Management 

– Outstanding error management 

– Deployment of new Telephone Service Providers (TSPs) 

– Support of end office and Mobile Switching Center (MSC) re-homes 

– Assistance in wire center overlap issue resolution 

 System, Network and Hardware monitoring, maintenance, upgrades, and support 
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Any additional documentation can be inserted here: 

CenturyLink has a Communication Management process that is followed. Depending on the phase of the project, the CenturyLink Program Manager 
will provide either a bi-weekly or weekly status report. In addition, there will be bi-weekly or weekly (depending on the phase) conference calls with 
minutes distributed. Email correspondence will be used as well as phone calls as necessary, which will be followed up with written documentation. 

Throughout the duration of the contract, the CenturyLink Program Manager will keep the PSAP and State representatives apprised of ongoing project 
status via regular project team meetings. During the maintenance period, the Program Manager facilitates regularly scheduled operations meetings 
and periodic formal reviews with the customer to monitor general status and trends, receive customer performance reviews and obtain customer 
feedback, and address any questions or concerns. 

CenturyLink prides itself on customer satisfaction and encourages the use of project team meetings as a forum for continual feedback on 
performance. With this feedback, the CenturyLink Program Manager can refine the implementation plan or take necessary action so that the final NG 
9-1-1 solution implementation and management meets the customer’s expectations. 

Schedule is maintained using Microsoft Project and cost monitoring is done using Oracle Applications for actual/to-date information and a 
combination of Microsoft Project and Microsoft Excel for Estimate-To-Complete (ETC) information. 

TRN 1 

General Requirements – Training 
Comprehensive Training  

Contractor shall provide comprehensive training to designated Commission representatives 
responsible for varying layers of network/system monitoring and system maintenance. Describe 
bidder’s training program for system implementation and ongoing operation and maintenance, 
including but not limited to the following topics:  
       1. user-configurable elements 
       2. NOC/SOC procedures 
       3. escalations; 
       4. trouble reporting 
       5. help desk portal 
       6. executive dashboard 
       7. service monitoring tools 
Training shall be available at the user level and delivered to the PSC and each region (up to 10) and 
also the train-the-trainer level (up to 25 individuals). 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response:  

The CenturyLink Program Manager will work with the state to identify the individuals requiring training, as well as the types of training required. As 
outlined in the attached Program Development Plan the training programs include, but are not limited to the above requested trainings 
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TRN 2 

General Requirements – Training 
Attendees and Curriculum  

1. Describe the number and types of attendees required to attend training, training curriculum, number 
of training attendees included in the proposed price, and the duration of the training program per 
attendee (expressed in hours per day and number of days), as well as the location of the training and 
whether such training is available online or onsite. Preference is given to training that can be conducted 
in an onsite setting for attendees.  
2. Provide Examples of the proposed training plans.  
3. Provide a sample of the training materials to be used. Training classes shall be recorded for future 
reference and training of new Commission and PSAP employees. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response:  

The CenturyLink Program Manager will work with the state to identify the individuals requiring training, as well as the types of training required. As 
outlined in the attached Program Development Plan the training programs include, but are not limited to the above requested trainings 
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SRAR 
1 

General Requirements – Service, Repair and Advance Replacement 

The Commission shall not be responsible for the replacement and maintenance of hardware and 
software required to provide the NGCS or ESInet connectivity provided as part of the bidder’s solution. 
The Contractor shall resolve all faults or malfunctions at no additional cost to the Commission.  
 
Support Maintenance  

1. Describe in detail bidder’s 24 x 7 x 365 maintenance support for the life of the contract.  
2. Describe bidder’s understanding of public safety maintenance windows and associated notification 
processes.  
3. Describe bidder’s problem resolution and change management processes, the supporting systems, 
and adherence to best practices, such as those described in the ITIL version 3 or most current version. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response:  

A detailed description of trouble management, trouble ticket handling, planned maintenance and change management can be found in the attached 
Program Development Plan.  CenturyLink maintains a 24 x 7 x 365 Public Safety NOC dedicated to ensuring that and service effecting event is 
minimized and resolved as quickly as possible. A full escalation matrix is provided in the draft PDP, as well as additional service management 
contacts that are available to the state at all time to ensure quick resolution of any issue. 

As an “as-a-Service” model, the CenturyLink’s NG9-1-1 solution minimizes the need to constantly maintain, upgrade, and administer a complex 
hardware and software solution and maximizes the ability to focus on public safety. This 9-1-1 network services model consistently renews key 
components to enable PSAPs to operate on the most modern communications technology and eliminates the service development and deployment 
bottlenecks present in legacy solutions. During the life of the contract, CenturyLink will maintain and monitor all equipment and software within the 
NGCS solution. CenturyLink will replace any faulty equipment (that was not a direct cause of negligence of on-site PSAP personnel) at no additional 
cost to the State. 

Support Maintenance 

1. All aspects of the CenturyLink’s NG9-1-1 solution architecture are designed to be extremely resilient and redundant, allowing call traffic to 

continue in case of a failure at one or more pieces of hardware, software, or network infrastructure. This also allows repair to take place without 
further impacting PSAPs or call delivery. Disaster recovery plans have been created for each aspect of the CenturyLink’s NG9-1-1 solution 
infrastructure, with on-call available resources and replacement hardware to quickly restore impacted systems. 

CenturyLink will conduct major and minor planned and critical un-planned changes for all CenturyLink’s NG9-1-1 solution maintenance or upgrades 
that may impact customers including hardware service, repair, and replacement. CenturyLink’s NG9-1-1 solution utilizes the Change Management 
module of ServiceNow for managing changes to the service including aggregation sites, core call routing complexes, PSAP equipment maintenance, 
circuit maintenance, and hardware and software versions. CenturyLink will manage and complete these events with a trained ESInet change 
management team facilitating the change implementation, monitoring, and communication through the length of the event. CenturyLink adheres to 
stringent internal event plan processes and procedures which include step‐by‐step execution procedures with the associated time frames, back‐out 
procedures, and baseline and validation testing.  
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The Solution Maintenance phase begins once live traffic is transferred onto any part of the system. During this phase, CenturyLink provides ongoing 
tiered support services to monitor service level performance allowing the State of Nebraska to reach the highest level of operational excellence. The 
solution support team is in place to receive, analyze, and rectify problems and information requests throughout the term of the contract. 

A designated customer Program Manager is provided who is responsible for coordinating and delivering support through the term of the customer’s 
purchased services. The Program Manager is the single point of contact for the Commission and PSAPs and assists with all billing and reporting 
questions as well as provides monthly/quarterly customer reviews and functions as the State’s first point of escalation.  

The Program Manager is responsible for overall customer service management that includes:  

 Scheduling and facilitating kickoff meeting and status updates 

 Coordinating resources 

 Ongoing project management for the duration of the Statement of Work (SOW) 

 Writing and maintaining all methods and procedures that affect CenturyLink operations and its interface with the customer, carriers, and 
PSAP operations 

During implementation of services, CenturyLink provides a dedicated Project Manager who works with the customer. The implementation Project 
Manager is responsible for all implementation-related activities including creation and management of the implementation project plan with the 
customer and coordinating activities with carriers such as establishing connectivity and test/migration schedules.  

The implementation Project Manager is an integrated partner with the Program Manager and meets with the customer on a periodic basis to review 
the status of implementation and completion of implementation tasks against target timeframes as described within the integrated project plan. 

2. Maintenance of the CenturyLink’s NG9-1-1 solution is done with no scheduled downtime. We schedule planned events for routine maintenance 
in ways that 9-1-1 operations are not impacted. A notification of the upcoming event will be sent to the customer as applicable. Planned events 
are fully staffed and managed with a trained event management team, facilitating the change implementation, monitoring, and communication 
through the length of the event. 

Team will conduct major and minor planned and critical un-planned events for all NG9-1-1 Services, system maintenance, or upgrades that may 
impact the NG9-1-1 Customer PSAPs. CenturyLink fully manages and completes these events with a trained event management team, facilitating the 
change implementation, monitoring, and communication through the length of the event. Event team personnel will keep the customer informed of 
event progress. We adhere to stringent, internal event plan processes and procedures to include step-by-step execution procedures with the 
associated time frames, back-out procedures, and baseline and validation testing. CenturyLink includes the required back-out time within the 
scheduled maintenance time frame. 

The CenturyLink’s NG9-1-1 solution maintenance window is 12am‐6am per time zone (Tuesday‐ Thursday), unless otherwise agreed to in order to 

resolve service impacting issues. Changes affecting multiple time zones will be completed between 12AM‐6AM CT. Customer PSAPs may require 
maintenance at the PSAP to be done outside of this maintenance window, in which case CenturyLink will coordinate an appropriate time to perform 
maintenance at the PSAP 

Maintenance and repair of those elements of the ESInet and interconnections owned, operated, installed or controlled as part of the solution will be 
provided by CenturyLink. CenturyLink will provide on-site support for all CenturyLink’s NG9-1-1 solution Equipment including removal and disposal. 
CenturyLink will provide all necessary resources to successfully perform and complete the maintenance. 
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3. A 24x7x365 NOC dedicated to 9-1-1 call delivery services supports the CenturyLink’s NG9-1-1 solution network, core services, and equipment. 
CenturyLink utilizes industry standard processes, including adherence to Information Technology Infrastructure Library (ITIL) framework as well 
as best-in-class tools for Change Management, including the use of the ServiceNow Change Management Module.  

CenturyLink will conduct major and minor planned and critical un‐planned events for all CenturyLink’s NG9-1-1 solution system maintenance or 
upgrades that may impact customers. CenturyLink will manage and complete changes to the service including aggregation sites, core call routing 
complexes, PSAP equipment maintenance, circuit maintenance, and software upgrade events, with a trained ESInet event management team 
facilitating the change implementation, monitoring, and communication through the length of the event. CenturyLink adheres to stringent internal 
event plan processes and procedures which include step‐by‐step execution procedures with the associated time frames, back‐out procedures, and 

baseline and validation testing. CenturyLink includes the required back‐out time within the scheduled maintenance timeframe. 

Change Requests very widely in terms of scope and complexity, dependent upon the type of change. Change Requests with largest potential impact 
are submitted to a Change Advisory Board (CAB) for approval. The CAB is a committee that makes decisions regarding whether or not a change 
should be implemented. The Change Advisory Board consists of executive stakeholders or their representatives.  CenturyLink manages all aspects of 
Change Management through the Change Management Process including availability, capacity, configuration, incident, problem, release, service-
level and IT Service continuity management. 

Depending on the type of change, changes are submitted to a Change Advisory Board (CAB) for approval. The CAB is a committee that makes 
decisions regarding whether or not a change should be implemented. The Change Advisory Board consists of executive stakeholders or their 
representatives. We manage all aspects of change management through the Change process including availability, capacity, configuration, incident, 
problem, release, service‐level and IT service continuity management. Generally speaking, there are two classes of ESInet maintenance e.g., 
standard and emergency. 

 Standard: CenturyLink will provide a schedule of standard maintenance windows for activities defined below as: level 4 standard and level 3 

normal. 

 Emergency: Where reasonably practicable, CenturyLink will give the Commission and any affected PSAPs 24 hour notice of the need for 

the maintenance and a summary of the potential impact. Emergency maintenance may occur at any time. 

There are five categories of changes. 

Table 9. Change Management Change Categories 

Change Category Description 

STANDARD This change indicates a low risk and repeatable change that occurs frequently. Once it is deemed appropriate (3 
successful) Change plans / MOPs are in place, a template will be built so the change can be entered as a 
Standard Change for future usage negating the need for a normal change. This change type does not require CAB 
approval. 

NORMAL Normal changes are often categorized according to risk and impact to the organization. By definition, a normal 
change will proceed through all steps of the change management process, including the CAB for approval. 

LATENT This change should be utilized for unplanned work, resulting from a critical incident ticket &/or Major Incident. 
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EXPEDITED By definition, an expedited change will proceed through all steps of the change management process and will be 
reviewed by the executive CAB. There is a valid business reason to bypass the 48-hour advance submittal time 
frame. 

EMERGENCY Utilized for a change that resolves a problem deemed critical to business continuity and for which a workaround is 
not sufficient. Examples are a router that could put voice delivery at risk and has a potential for an immediate 
threat to the production environment and /or to be a major impact to Business or Customer. Emergency changes 
are approved at an Emergency Executive CAB. 

For a Planned or Emergent Event to receive approval there must be an event plan submitted to the CAB. The event plan must include a step‐by‐step 
guide of changes being made and clearly state the impact of the change. All event plans must also include a detailed validation plan and back‐out 
plan in compliance with implementation plan standards and approved by the CAB Stakeholders. All event resources are clearly listed and verified 
ahead of time. New application code is never to be loaded without it being officially released by QA. CenturyLink will provide written notification and 
release content (when applicable) to the jurisdiction(s). 

For Normal, Emergency, and Expedited changes, a change request is submitted to the CAB. The request must include a step-by-step explanation of 
the purposed changes being made and clearly state the impact of the change. These changes must also include a detailed validation plan and back-
out plan in compliance with implementation plan standards. All event resources are clearly listed and verified ahead of time. New application code is 
never to be loaded without it being officially released by QA and validated in our test environment.  

The result of each change is tracked and available for future reference in our ServiceNow Change Management Module whether it was successful or 
unsuccessful. If the change is closed as unsuccessful and the back-out plan was enacted, the issues that caused the event to be unsuccessful are 
documented. A change plan and request must be submitted for re-approval by the CAB. If the change was successful with deviation, this is also 
tracked with the deviations documented. 

If the event is closed as unsuccessful and the back‐out plan was enacted, the issues which caused the event to be unsuccessful are documented. A 

new event plan and subsequent change must be submitted for re‐approval by the CAB. 

The CAB also documents and stores each event for tracking and reporting purposes. The CAB logs all planned and emergent event change requests 
on events that are both approved and declined. We also review and issue Reason for Outage (RFO) reports when outages occur. 

We have scheduled maintenance time frames for non‐emergency events. If we have an emergency item, we will alert the Commission and affected 
PSAPs using a standard process. The State can choose the modality of this communication (i.e. text, email, etc.) 

Service Manager will provide notice of maintenance events. For questions during the maintenance window, the State should contact the CenturyLink 
NOC. 

The CenturyLink’s NG9-1-1 solution maintenance window is 12am‐6am per time zone (Tuesday‐ Thursday), unless otherwise agreed to in order to 

resolve service impacting issues. Changes affecting multiple time zones will be completed between 12AM‐6AM CT. Customer PSAPs may require 
maintenance at the PSAP to be done outside of this maintenance window, in which case CenturyLink will coordinate an appropriate time to perform 
maintenance at the PSAP. 

In addition to managing planned and emergent events, we maintain a problem management system for tracking and reporting trouble. CenturyLink 
provides a service for opening trouble tickets, change requests, and checking status of existing items e.g., tickets opened, resolved and pending. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

162 
 

Any additional documentation can be inserted here: 

Escalation 

We will notify the specified single point of contact in writing concerning scheduled release installations. Acknowledgement of notification is required 
from the customer. CenturyLink will send an email notification to the customer at the start and end of the pre‐ arranged maintenance interval. Listed 
below are the current CenturyLink’s NG9-1-1 solution escalation procedures. 

Table 1: Escalation Procedures 

Escalation Intervals Level Responsibility 

First Escalation SEV 1 ‐ 2 Hours 
SEV 2 – 4 Hours 

SEV 3 – 6 Hours 

NOC Manager  Review Customer Request and keep customer updated 

 Escalate as needed to the appropriate partner center 

Second Escalation 

 

Customer Discretion 

Area Manager Or 

Delegate 

 Review status of ticket 

 Monitor ticket progress 

 Notify Director ‐ when appropriate 

Third Escalation  

 

 

Customer Discretion 

Director  Status Customer 

 Escalate as needed to partner centers 

 Monitor ticket Progress/ documentation 

 Notify VP when appropriate 

Fourth Escalation Vice President  Ensure adequate resources are available and engaged for prompt 
resolution 

 Update customer as appropriate 

 Escalate as needed to appropriate levels 

When escalating a problem, it is important to provide the following information: 

 Customer's name and telephone number 

 Active ticket number(s) 

 Trouble Location 

 Trouble description (e.g., out of service, service degraded, etc.) 

 The action or resolution requested 

CenturyLink understands the requirement for integration and information sharing to the Customer for service management support. CenturyLink will 
work with the Commission to develop an appropriate integration design, plan, and MOP for information sharing. 
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Any additional documentation can be inserted here: 

 

SRP 1 

General Requirements – Software Release Policy 
Scheduled Releases  
Frequency of Scheduled Releases 

1. Describe the frequency of scheduled software releases, the feature release testing process, and the 
decision-making processes involved in deciding what features and defect resolutions to include in a 
scheduled release.  
2. Include a current roadmap of feature updates and additions with projected release by quarter and 
year. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Please see this response filed with the PROPRIETARY INFORMATION 
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Any additional documentation can be inserted here: 

 

 

SRP 2 

General Requirements – Software Release Policy 
Maintenance  Releases 

Describe the frequency of defect-resolution software releases, as well as the decision-making 
processes involved in selecting which software defects to fix.   
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Upon discovery and communication by the customer of a software defect, a ticket (change request) is created and reviewed by a cross‐functional 

team. A disposition is typically made within three weeks or sooner depending upon the severity of the issue. A disposition can range from ‘no‐action’ 
required to immediate resolution required. Once a disposition is made; the ticket is slated against a specific release. 

The frequency of defect resolution software releases is driven to some extent by the nature of the defect. ‘Must fix’ defects (call delivery impacting) 
are normally rolled into the release immediately following the time of discovery. This will typically make the fix available within 6 months if not earlier. 
Defects characterized by the customer as minor will be prioritized in partnership with the customer. 

The decision‐making processes involved in selecting which software features to provide are based on standards updates and market demand. A 
typical annual release schedule includes one major software release with up to two minor releases as required. 

The decision‐making processes involved in selecting which software defects to fix is done in partnership with the customer. All defects are assessed, 
managed, and scheduled by the Change Control Board. 

Critical and Major defects are managed as soon as discovered and communicated by the customer. The initial solution may be a manual process. A 
long‐term solution will be with the next ESInet platform code release. Minor defects are reviewed within three weeks of discovery and communication 

by the customer. The solution will be ranked against other defects and enhancements and road‐mapped appropriately. 

Once a defect has been assigned to a release, we will communicate back to customer the timeline for defect resolution. Defects are reviewed on a 
periodic basis for changes in priority and coding/testing synergies. After a defect has installed in production, we will follow up with the customer to 
make sure the issue has been resolved. 

e CenturyLink’s NG9-1-1 solution is offered as a service; therefore, known issue and defects resolution are included at no cost.  Enhancements and 
custom development could incur additional fees.  
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Any additional documentation can be inserted here: 

 

SRP 3 

General Requirements – Software Release Policy 
Test Environment  

Prior to install of new releases, bidder shall explain how Contractor replicates the production 
environment for software release testing to provide assurances that future software releases will not 
negatively impact PSAP operations. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

All releases to CenturyLink’s NG9-1-1 solution i3/IP Selective Router product are rigorously tested prior to installation in CenturyLink’s Production 
Network. Software release are tested in multiple, exactly replicated, Test and Pre-Production environments prior to deployment. These environments 
are comprised of the same hardware systems, e.g., OEM model/series number, CPU and memory generation, high availability/redundant server 
system complement. All new features are thoroughly tested, and vigorous regression testing, load and performance, and backwards compatibility are 
verified to ensure that no new bugs have been introduced. After SQA testing, additional deployment testing is performed in the Pre-Production labs. 
Here the MOP is tested to ensure CenturyLink’s NG9-1-1 solution i3/IP Selective Router Administrative team, who will perform the production 
installation, are familiar and practiced at performing the installation prior to the install event. During this time, each phase of the install is executed as 
it will be performed, and any changes to the environment are verified and validated prior to finalizing the MOP. 
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SRP 4 

General Requirements – Software Release Policy 
Access  to Defect Tracking System 

Contractor shall provide the Commission with access to the Contractor’s defect tracking system for the 
Commission to track the progress of defect resolutions. 
 
Software Defect  Tracking Process 
Provide a detailed description of the software defect tracking process and describe how bidder will 
provide training for no more than ten (10) Commission staff prior to Final Acceptance Testing. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1. CenturyLink will provide monthly reports on defects to the  Commission. 

2. Upon discovery and communication by the customer, a ticket (change request) is created and reviewed by a cross-functional team with 

representatives from Engineering and Product and a CenturyLink Customer Representative. A disposition is typically made within 3 weeks or 
sooner depending upon the severity of the issue. A disposition can range from ‘no-action’ required to immediate resolution required. Once a 
disposition is made; the ticket is slated against a specific release. 

CenturyLink has a comprehensive defect tracking process as part of our defect tracking tool, Jira. Critical and Major defects are managed as soon as 
discovered and communicated by the customer. The initial solution may be a manual process. 

‘Must fix’ defects (call delivery impacting) are normally rolled into the release immediately following the time of discovery. This will typically make the 
fix available within 6 months if not earlier. Defects characterized by the customer as minor will be prioritized in partnership with the customer.  

The decision‐making processes involved in selecting which software defects to fix is done in partnership with the customer. All defects are assessed, 
managed, and scheduled by the Change Control Board. 

Once a defect has been assigned to a release, we will communicate back to customer the timeline for defect resolution. Defects are reviewed on a 
periodic basis for changes in priority and coding/testing synergies. After a defect has been installed in production, we will follow up with the customer 
to make sure the issue has been resolved. 
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SRP 5 

General Requirements – Software Release Policy 
Software  Defect Aging 

Describe how service-affecting software defects are aged. If minor problems (from the Contractor’s 
perspective) are not identified and resolved immediately, these minor problems can become major or 
critical problems. Describe in detail how/when this minor problem gets scheduled or automatically 
escalated, and the feedback mechanism in place for keeping the Commission informed. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink has a comprehensive defect tracking process as part of our defect tracking tool, Jira. Critical and Major defects are managed as soon as 
discovered and communicated by the customer. The initial solution may be a manual process. CenturyLink will utilize the Product Roadmap and the 
Service Enhancement Request process to track the status and prioritize the enhancement with other Product Roadmap improvements. 

‘Must fix’ defects (call delivery impacting) are normally rolled into the release immediately following the time of discovery. This will typically make the 
fix available within 6 months if not earlier. Defects characterized by the customer as minor will be prioritized in partnership with the customer.  

Upon discovery and communication by the customer of a “minor” defect, a ticket (change request) is created and reviewed by a cross‐functional 

team. A disposition is typically made within three weeks or sooner depending upon the severity of the issue. A disposition can range from ‘no‐action’ 
required to immediate resolution required. Once a disposition is made; the ticket is slated against a specific release.  

The decision‐making processes involved in selecting which software defects to fix is done in partnership with the customer. All defects are assessed, 
managed, and scheduled by the Change Control Board (CAB). 

Once a defect has been assigned to a release, we will communicate back to customer the timeline for defect resolution. Defects are reviewed on a 
periodic basis for changes in priority and coding/testing synergies. After a defect has been installed in production, we will follow up with the customer 
to make sure the issue has been resolved. 
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Any additional documentation can be inserted here: 

DOC 
1 

General Requirements – Documentation 

The Contractor shall provide the Commission with all pertinent documentation for the ESInet and/or 
NGCS connectivity provided as part of the Contractor’s solution as implemented, No more than 30 
days after completion of the network construction, and update the Commission as configurations 
change over the term of the contract. The required documentation shall include the following: 
 

1. Detailed project plan 
2. Escalation procedures 
3. Circuit identification 
4. Single points of failure 
5. Network path diversity drawings into each PSAP 
6. Network path diversity drawings into each non-PSAP site or structure housing 

any element or device that is part of the overall system 
7. PSAP backroom as built drawings 
8. PSAP demarcation point drawings 
9. All user interface training and reference materials 

 
Network As-Built Documentation 

Upon implementation, Contractor shall provide a network or solution diagram that clearly depicts the 
Contractor’s solution as implemented. 
 
The Contractor shall provide all documentation in agreed-upon electronic format via a Contractor-
hosted web portal. Please describe how bidder’s solution meets or exceeds this requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink will provide appropriate documentation to the Commission as listed above. CenturyLink will provide each of the PSAPs with pertinent 
documentation for the ESInet and NGCS and update the PSAPs as configurations changes. 

CenturyLink will author PSAP backroom as built and PSAP demarcation point drawings. CenturyLink will provide customized migration plans for each 

PSAP that will be proactively utilized and managed by the CenturyLink Project Manager. Web‐based, user interface reference materials will be 

provided along with a “leave behind” reference guide for each PSAP. CenturyLink will also provide user interface training on the web‐based portal for 
accessing documentation and reviewing reports. 

CenturyLink and our partner will co-develop and maintain the operational procedure documentation required for the day-to-day interaction between 
the parties.  

Network As-Built Documentation 

CenturyLink will provide a network or solution diagram that clearly depicts the Contractor’s solution as implemented. Documentation will be provided 
in agreed-upon soft copy format. 
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ESI 1 

Emergency Services IP Network (ESInet) 
Diversity 

The network shall be designed with diverse entrances (e.g., east-west entrances) into specified 
buildings that are part of the ESInet. This requirement shall apply to the core network sites, including 
data centers and PSAPs specified in Attachment A - PSAP Host End-Point Locations, Equipment List 
and Selective Router Locations. Primary and redundant links shall not share common routes, trenches, 
or poles. If last-mile facility or building construction is required, bidder shall so indicate. If this is not 
possible at a given location, indicate how bidder intends to provide redundant and resilient connectivity 
to that location. Describe how bidder’s solution meets or exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution is designed with diverse entrances into each core call processing facility that is part of our solution, e.g. data centers. 
Primary and redundant links do not share common routes or trenches. PSAP connections to the ESInet are redundant, resilient, physically diverse 
when possible, and can use media diversity at a minimum to logically separate for delivery of 9-1-1 calls.  

CenturyLink has performed hundreds of PSAP migrations to ESInet services. Each migration has its own unique requirements and dependencies. 
CenturyLink works with all stakeholders to plan and execute migrations in phases and in parallel with the embedded 9-1-1 service.  

To meet diversity best practices, CenturyLink has included two carrier diverse circuits and connections at each PSAP Host End Point Locations 
supported by two (2) separate edge routers and two separate IP VRF instances.  All IP data circuit connections are established from two (2) separate 
physical paths.  

All east and west diverse entrances will utilize two (2) separate end-offices to the PSAP Host End Point sites listed in Attachment A.  

Locations that require fiber build outs: 

 South Central Region-Dawson 

 South Central Region-Dawes 

 Southeast Region-Windstream DC 

 North Central Region-Cherry 

 Metro Region-Douglas 

 Metro Region-Pottawattamie 

 West Metro Region - Fremont-New Region 

 Northeast Region - City of Norfolk -New Region (Under Development) 

 Northeast Region - City of South Sioux City-New Region (Under Development) 

 Wayne County - City of Wayne 

Note: All construction costs are included in our proposal. 

 

CenturyLink’s project team will work with each PSAP Host site personnel to implement the best paths possible into each facility location. 
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CenturyLink service utilizes our MPLS private IP network that will include use of diverse two different network including CenturyLink network and a 
third-party network provider that provides the local access and path diversity for the local loop diversity. CenturyLink will work to identify last mile 
diversity designs including separate building entrances, conduit etc. for our diverse egress deployments. 

Also refer to additional Diversity references in Section “SEC 7 – Physical Security 

 

 

ESI 1 Diversity 
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ESI 2 

Emergency Services IP Network (ESInet) 
Network Design 

Bidder shall design the physical network using the most robust facilities available. Use of fiber-optics 
is the preferred method for connectivity due to available capacity (bandwidth) and increased reliability. 
Given the amount of fiber-optic facilities and interconnections between the fiber-optic networks in 
Nebraska, the ESInet design should include as much fiber as possible, not only on the transport side 
but on the access side as well. Describe the design of proposed network with specific details on 
connectivity. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As a global network provider, our Network Cores (POPs) are carrier grade and are serviced on multiple OC192 rings. 

CenturyLink will provide physically diverse fiber with a minimum of dual building entrances with 1G bandwidth to each datacenter from physically 
diverse CenturyLink Points of Presence (POP).   

CenturyLink will provide physically diverse fiber with 100mbps bandwidth, scalable to 1G bandwidth, to every host PSAP site from physically diverse 
CenturyLink POPs.  

Our handoff to the PSAP call handling equipment from our edge device can be either fiber or copper, depending on what the call handling equipment 
is able to accept. 

Our Network Design uses a private, high-speed, MPLS IP fiber backbone, not the public Internet, for transmission. IP transport paths for critical 
service components are redundant and designed for multipath IP packet delivery so the failure of a given IP transport mechanism does not affect 
overall service availability 

Our NGCS are designed to leverage multiple tiers of redundancy to eliminate any single point of failure. This includes the availability of dual fiber path 
circuits to all required facilities, with dual building entrances, and signals carried over diverse carrier networks. 

All connections are provisioned in a dual carrier- fashion to provide redundancy and diversity. Capacity of circuits is sized in accordance with 
expected call volume and call handling capacity of the connected sites. In the case of datacenter links, they are provisioned and sized to handle the 
expected call volume. Fundamentally, the system is connectivity-agnostic, so if there are existing connectivity arrangements in place, these could be 
leveraged to support the desired connectivity. 

CenturyLink acquired Level 3 Communications. This transaction positions CenturyLink with being able to provide are entire network design to include 
fiber end to end from the Ingress, Egress into the Host/PSAP connections within the State of Nebraska.   

Our CenturyLink NG9-1-1 solution utilizes our MPLS private IP fiber network that will use diverse carrier networks that will provide the local access 
and path diversity. These networks are comprised of different components, multiple technical solutions, and various types of interfaces. 

Our last mile design will include two (2) separate diverse fiber paths to each of PSAP Host sites using the east/west dual entrance design as outlined 
in this RFP. 
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Diverse ESINet Network Design 

Any additional documentation can be inserted here: 
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ESI 3 

Emergency Services IP Network (ESInet) 
No Single Points of Failure 

The mission critical ESInet shall be designed with no single points of failure. All equipment shall include 
redundant processors and power supplies and be supported by an uninterruptible power supply (UPS) 
system and alternate power source in a properly conditioned environment. Describe how the solution 
meets or exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Our CenturyLink network is known for its reliability, security and redundancy. It uses a private, high-speed, MPLS IP backbone, not the public 
Internet, for transmission; and it has an availability target of 99.999%. We accomplish this through problem detection, prevention, redundancy, and 
restoration offers to ensure that the network is always up and running. CenturyLink ESInet achieves 99.999% service availability 24x7x365 for call 
processing and has no single point of failure that will disrupt the ability to provide on-going call processing. Transactions or call traffic divert to 
available components on failure or degradation of service of a given functional component or a loss of a physical site. IP transport paths for critical 
service components are redundant and designed for multipath IP packet delivery so the failure of a given IP transport mechanism does not affect 
overall service availability. CenturyLink NG9-1-1 core and ESInet components are designed and configured for continuous operation. 

Core sites include redundant network transport and redundant network interfacing elements to ensure optimal operation and availability. Network 

interfacing elements include switches, routers, SBCs, firewalls, and other security devices.  

CenturyLink’s NG9-1-1 solution operates within a highly survivable network architecture. Our solution operates in an active-active configuration in 

each datacenter with redundant, highly available fault-tolerant critical components operating continuously in tandem. If one should fail, the redundant 
components continue to carry the entire load with no interruption of service. No failover time is required. All applications are deployed on virtual 
servers and data is shared among and within each data center. These applications leverage H/A functionality within the vSphere hypervisor and 
associated Snapshots. vMotion, DRS and High Availability (HA) features are utilized to ensure backup and recovery. 

Our geographically diverse data centers monitor all critical systems automatically 24x7x365. Electronic logs are created and maintained in the system 
dashboard. This includes an historical record of availability and outage incident tracking. These facilities meet Tier II-III standards stipulated in the two 
main data center tier classifications developed by the Telecommunications Industry Association (TIA) and the Uptime Institute (UI). 

Within each center, data is backed up and recovered based upon global standards and best practices.  

All applications are deployed on virtual servers and all applications and data are shared among and within each datacenter. The applications will be 
leveraging all High Availability (HA) functionality within the hypervisor, DRS and HA features are utilized to ensure an “always on” architecture. 

Data Center facility requirements address 24x7x365 secured physical access, secured floor or locked equipment cabinets with controlled access, and 
monitoring and alarming for all facility elements, such as electrical, heating, cooling, etc. Data Centers include redundancy and diversity in electrical, 
to include power feeds and Uninterruptible Power Supplies (UPS). 

The CenturyLink ESInet network implements a design of redundancy upon redundancy. Individual processing elements are redundant at each Core 
Site and Core Sites are redundant to each other. The failure of any given component at a Core Site will not prevent that Core Site from processing 9-
1-1 calls. If a dual failure does occur at a Core Site, or a Core Site somehow becomes unavailable, calls are processed at another Core Site. Any 
Core Site can process any 9-1-1 call.  
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The ESInet system design is a highly available and highly reliable distributed and redundant architecture with no single points of failure. Key 
components are redundant within a given geographic site and are also geographically redundant. The loss of any single element will not prohibit call 
processing functions. The architecture is also extremely scalable to meet current and future needs. The solution includes internal audits and 
background test capabilities to continuously ensure solution integrity and to detect abnormal conditions.  

The CenturyLink services maintain the highest system availability. CenturyLink embraces and creates all offerings based upon a "no single point of 
failure" principle, using fully redundant networks, multi-path, multi-protocol network linking all network elements and PSAPs within the ESInet.  

All the NGCS and network elements utilize dual power supplies so that a failure on the primary circuit will not disable the operation of the device. 

CenturyLink facilities and nodes are equipped with physically redundant data communications and power equipment so that any component can be 
maintained without overall service impact.  

The facilities and nodes that support the ESInet are equipped with physically redundant data communications and power equipment such that any 
component can be maintained without overall service impact. A minimum of two, entrances to each facility via diverse facility transport paths and 
diverse points of interconnection. 

CenturyLink NG9-1-1 systems are deployed in a redundant, geographically diverse configuration to ensure the highest reliability and survivability. All 
critical system components are redundant, and the application employs application level monitoring and automated failover to recover from system 
failures without impact to 9-1-1 call processing. 

In addition to physically diverse and redundant architecture, network components of the CenturyLink ESInet and associated core services have 
additional redundancy within each diverse location. 

CenturyLink carrier grade facilities including POI’s and switching centers meet Tier III standards stipulated and developed by the Telecommunications 
Industry Association (TIA) and the Uptime Institute (UI). 
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Any additional documentation can be inserted here: 

 

￼ 

                                         ESI 3 – ESINET Design – No Single Point of Failure. 
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ESI 4 

Emergency Services IP Network (ESInet) 
IPv4 and IPv6 Support 

All network equipment shall be new and of current manufacture at the time of implementation. All 
servers, systems, routers, switches, and other network equipment shall support IPv4 and IpPv6 and 
have the capability to run dual protocol stacks. Describe how the solution meets or exceeds the above 
requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution will provide either an IPv6 or IPv4 interface to external entities as desired for ingress to and egress from the service. 
IPv6 interfaces are supported according to NENA i3 standards. 

All network equipment has the capability to utilize IPv4 and IPv6 addresses and is configurable to support dual stack operation. Whereas some 
components of internal systems only support IPv4; this will not be a limitation for this solution. When an IPv6 external device sends a request packet 
to an internal IPv4 device, the ESInet Core strips down the IPv6 packet, removes the IPv6 header and adds the IPv4 header and passes it through. 
The reverse happens when the response comes back from the IPv4 device to the IPv6 device. The IPv4 network and IPv6 interfaces are continuously 
monitored for availability and performance. 

This is accomplished with the use of a back-to-back user agent session border controller, rather than Network Address Translations (NATs). All 
devices within the network shall be assigned static addresses. 
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Figure 3:  IPv4 and IPv6 Support Model 
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ESI 5 

Emergency Services IP Network (ESInet) 
Open Standards 

Open standards-based protocols shall be used, and the use of proprietary routing protocols is 
prohibited.  
  
Resiliency 

Resiliency, or fast failover, may be achieved through the use of the Bidirectional Forwarding Detection 
(BFD) protocol as defined in IETF Request for Comments (RFC) 5880 and RFC 5881, or other 
standards-based, non-proprietary methods. Describe how the bidder’s solution will achieve resiliency. 

Comply 
 
 
 
 
 
 

Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution provides a Next Generation 9-1-1 (NG9-1-1) solution that adheres to industry standards. CenturyLink’s NG9-1-1 
solution system complies with NENA STA-010.2-2016 which in itself is based upon IETF RFCs such as SIP (RFC 3261), LoST (RFC 5222), PIDF-LO 
(RFC 4119 and successive updates), and IETF ECRIT best practices documents and ANSI standards. The CenturyLink’s NG9-1-1 solution network 
architecture adheres to the guidelines and recommendations of the NENA ESIND (ESInet Network Design) CenturyLink’s NG9-1-1 solution meets the 
security criteria as defined in the NENA NG-SEC specifications for NG9-1-1 security. CenturyLink’s NG9-1-1 solution service adheres to the NENA i3 
standards for NG9-1-1 models and offers customers transition strategies to an NG9-1-1 end state while maximizing investment and leveraging 
existing network assets.  

CenturyLink and our partner actively participate in developing new standards and we are familiar with NENA STA-010.2, the NENA Detailed 
Functional and Interface Standards for the NENA i3 solution (formerly NENA 08-003). Any time NENA documents conflict, an evaluation is done as to 
the direction of the industry and intent of the most recent standards documents. CenturyLink and our partner are committed to continued participation 
in the active NENA workgroups as well as in the annual NENA meetings where conflicts within NENA (and other) documents are discussed and 
resolved. Typically, the most recently issued documents or working drafts will take precedence over older NENA documents when determining a 
roadmap that will keep CenturyLink systems NENA i3-compliant. 

The solution does not use proprietary routing protocols. 

Resiliency 

CenturyLink leverages the use of Bidirectional Forwarding Detection (BFD) on all network backbone links for fast failover purposes. Two LPGs are 
deployed to each PSAP for redundancy and failover. All supporting network routing infrastructure connected to the LPGs is designed and deployed in 
an N+1 model.   

CenturyLink also utilizes Link Aggregation as a method of combining multiple physical network links into a single logical link. For example, two 
Network Interface Cards (NICs) are combined into one virtual/logical interface. The network and software running across it recognize these two NICs 
as one virtual connection. If one goes down, the other can still handle the traffic. When one or more interfaces in a group fail, the software 
automatically detects the failure and rebalances the traffic across the remaining links without a loss of data. Once the failed link has been restored, 
the system automatically reconfigures to use all active network links. This load balancing is transparent to the end user who experiences no 
downtime. A fault tolerant NIC group eliminates the single points of failure. The fault-tolerant interface group provides dynamic failover access across 
multiple redundant connections to the network. When a bad cable, a lost link, or a failed adapter causes a failure on the primary NIC link, the 
intermediate driver software will switch to the secondary adapter. 
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ESI 5 Resiliency - NG9-1-1 BFD Failover Drawing 
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ESI 6 

Emergency Services IP Network (ESInet) 
Multicast Routing and Switching 

Routers and switches must support multicast routing and switching. The applicable base protocols are 
Internet Group Management Protocol (IGMP) and Protocol Independent Multicast (PIM). Describe how 
the solution meets or exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution is capable of supporting multicast routing and switching. If multicast is enabled for an application, CenturyLink’s NG9-
1-1 solution will use the following base protocols; Internet Group Management Protocol (IGMP) and Protocol Independent Multicast (PIM).  

CenturyLink has designed multiple solutions for end to end communication of non-NGCS applications and systems over the provided ESInet 
infrastructure. Multicast, although supported by the routers and switches, can introduce risks into a highly available and resilient 9-1-1 system. 
Additional supported options and configurations may be preferred and will be discussed with the State of Nebraska prior to implementing additional 
communication paths. 
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ESI 7 

Emergency Services IP Network (ESInet) 
Quality of Service (QoS) 

The network equipment shall support Quality of Service (QoS) marking for prioritizing traffic in the 
network using the Differentiated Services Code Point (DSCP) protocol. While the network can change 
DSCP values through rules, the values typically are set by the system or functional element that 
originates the traffic. Network routers and switches shall not be configured in such a manner as to 
change DSCP values set by originating functional elements. Describe how the solution meets or 
exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The proposed ESInet is a Quality of Service (QoS)-managed private IP network which can prioritize any type of IP traffic: voice, data, and multi-
media. The solution uses QoS and VLANs between data centers and PSAPs to prioritize and protect the data/traffic.  

Quality of Service in CenturyLink’s NG9-1-1 solution network is performed through packet marking with Differentiated Services Code Point (DSCP) on 
ingress to the ESInet switch ports. In some cases, the voice equipment manages its own marking, and the router/switch honors these QoS settings. 
In others, the router/switch will override the DSCP marking with a more appropriate setting.  

The audio stream Real Time Protocol (RTP) is marked with “Expedited Forwarding”, the highest class of service available, so that it is treated like 
real-time media (e.g., voice). This is typically mapped to a priority queue. Signaling packets (SIP or Media Gateway Control Protocol [MGCP]) are 
placed in another queue, which will typically have a small but firmly reserved portion of bandwidth.  

CenturyLink will configure all routing devices and switches to honor DSCP markers and not modify them or reclassify them to other priority queues. If 
a DSCP marker is destined to a P2 queue, the marker will be preserved and placed into the P2 queue without the devices overriding marker or 
placing into a P1 queue based on the traffic type. 

ESI 8 

Emergency Services IP Network (ESInet) 
ESInet Properties 

The proposed ESInet shall be private, robust, scalable, secure, diverse, redundant, sustainable, and 
self-healing. Bidder shall propose a network solution for all host sites listed in Attachment A - PSAP 
Host End-Point Locations and any future identified regions throughout the term of the contract. 
Describe how the proposed system meets each of these individual requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    
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Bidder  Response: 

Private- CenturyLink’s NG9-1-1 solution network uses a private, high-speed, MPLS IP backbone, not the public Internet, for transmission. 

Robust - CenturyLink’s NG9-1-1 solution provides automatic rerouting and failover to an alternate routes, supporting ‘99.999’ service 

availability. CenturyLink’s NG9-1-1 solution IP routing protocol implementation robustly manages failure scenarios and provides re-routing 
capability to mitigate network instability. The solution is deployed over IP-based layer 3 VPN (L3VPN) services that provide connectivity between 
all sites; LNGs, Core call processing sites, and PSAPs. This provides a scalable point-to-multipoint WAN configuration that can easily and quickly 
provision new endpoints. Any endpoint attached to a given IP VPN instance can be configured to reach any other endpoint due to the use of 
dynamic routing protocols that allow precise policy control over routing updates. 

Scalable - CenturyLink’s NG9-1-1 solution provides a fully compliant, scalable environment in the existing LNG and ESInet core infrastructure. 

Currently the LNGs operate with redundancy at each location and are configured at 20-40mb on 100mb Ethernet circuits or 40mb on 45mb DS-3 
based circuits. Future configurations will include GIGE interfaces. Therefore, the bandwidth is expandable in a short timeframe with no need for a 
forklift upgrade. 

Secure - The MPLS VPN tunnels offer a stateful connection across the MPLS cores, so that both ends can quickly identify black holes or other 

network impairment. In addition, the tunnels are encrypted for security reasons, with AES 256-based IPSEC tunnel protection. Each router at a 
remote site has two tunnels built from that router over its attached MPLS network to the mGRE hub interfaces at each of CenturyLink’s NG9-1-1 
solution core site. 

Diverse- CenturyLink’s NG9-1-1 solution is designed with diverse entrances into each core call processing facility and each aggregation site 

(e.g., data centers). The solution uses MPLS networking between sites and avoids commonality of physical or virtual networks utilizing alternate 
POPs in all designs.  

Redundant - CenturyLink’s NG9-1-1 solution is built on the basic principle of "no single point of failure." CenturyLink utilizes a fully redundant, 

multi-path, multi-protocol network linking all CenturyLink NG9-1-1/E9-1-1 network elements and PSAPs. Within each redundant node, there are 
redundant network elements. CenturyLink facilities and nodes are equipped with physically redundant data communications and power 
equipment such that any component can be maintained without overall service impact. Failover within the system occurs automatically with no 
manual intervention. During the system failover, alarms are generated for technical resources to identify the issue and resolve. If necessary, an 
incident will be declared and external notification steps will be followed to make the PSAP aware of the impact and resolution steps.   

Sustainable - CenturyLink utilizes best practices and adheres to industry standards for installation of all equipment and cabling. Installation 

procedures are comprised of best practices typically used in the installation of information technology networks. This includes, but is not limited 
to: 

• Dedicated, dual commercial power feeds for all of our data center facilities. 
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• Redundant backup generators at our data centers. 

• Redundant uninterruptible power supplies (UPS) connected to a common distribution and isolation bus. Each data center has its own 
battery bank with sufficient capacity to sustain the critical bus for 20 minutes at full load and for periods in excess of eight hours without 
the addition of power from utility or generator sources. We equip UPS systems with static bypass switches, which allow them to switch 
between power sources, in case of emergency or scheduled maintenance, without power interruption. The maintenance and static 
bypasses receive power feeds from alternate distribution buses (separate switchgear). This measure ensures that the same distribution 
bus does not feed both a UPS system that is being tested and the bypassed critical load. Electricity backup capabilities at data center 
facilities are essentially unlimited. 

• Redundant HVAC 

• Fire suppression system used at the Data Centers is built around the VESDA early detection system - a state-of-the art "sniffer" system 
that detects smoke. 

• CenturyLink restricts and monitors physical access to its Data Centers via numerous security measures. We further control access via 
thorough ingress and egress sign-in procedures, managed key and access card plans, hand bio scanners and mantraps, various 
managed access permissions and access request methods, and controlled access and egress doors. In addition, we use closed-circuit 
TV (CCTV) cameras to monitor access, egress, and infrastructure. 

• CenturyLink separates communication service provider entry points 

• All interface connections and visible cables are standard EIA connectors. 

• Any cables used are plenum rated where required by local building or fire codes. 

• All devices proposed for the system are provided with any and all necessary connecting cords and cables conforming to National 
Electrical Manufacturers Association (NEMA) codes. 

• Minimum standards used in the installations include, but are not limited to, the following: 

o ANSI/TIA/EIA-568 - Commercial Building Telecommunications Wiring Standard 

o ANSI/TIA/EIA-569 - Commercial Building Standard for Telecommunications Pathways and  s 

o ANSI/TIA/EIA-606 - Administration Standard for the Telecommunications Infrastructure of Commercial Buildings 

o ANSI/TIA/EIA-607 - Commercial Building Grounding and Bonding Requirements for Telecommunications 

o Building Industry Consulting Service International, Telecommunications Distribution Methods Manual 

o National Electrical Code (NFPA-70) 

o FCC Rules and Regulations, Parts 68 and 15 

o ANSI/BICSI 002-2011 – Data Center Design and Implementation Best Practices 

o ANSI/TIA-942-2005 – Telecommunications Infrastructure Standard for Data Centers 
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• Cabling, communications outlets, power wiring, system grounding, conduit facilities, and equipment rooms are installed in accordance 
with national standards and applicable local codes. 

• All devices proposed for the system are provided with any and all necessary connecting cords and cables conforming to National 
Electrical Manufacturers Association (NEMA) codes. 

• CenturyLink requires dedicated A&B 20amp 120v circuits. Included are NEMA L5-20R (twists lock) for any power cable connection 
beyond the enclosure/rack. 

• CenturyLink requires dedicated power be supported by facility-based UPS and generator backup. 

• All cables are clearly marked and/or numbered in a manner that reflects a unique identifier of the cable at both ends. 

• Any change to structured cabling, port assignment, or device name change requires new labels and updated drawings with version 
control as our standard practice. As-built drawings and photos are part of the installation package. 

Best practices always require separation of Cat 5/6 Ethernet to the fullest extent possible. Fiber is also separated to the fullest extent possible. 
When this is not possible, protective sleeves are used to protect fiber mixed in the cable pathway. On overhead ladder racks, separation is 
performed using tiered ladder rack when available. 

Any change to structured cabling, port assignment, or device name change requires new labels and updated drawings with version control as our 
standard practice. As-built drawings and photos are part of the installation package. 

Aggregation Sites with the Legacy Network Gateway and other equipment that handles and converts inbound calls to IP are located in a 
designated and secured caged room.  

Self-healing - CenturyLink’s NG9-1-1 solution is self-healing as every PSAP has connectivity to the geographically diverse NGCS core sites 

and diverse aggregation centers. Network connectivity is provided by CenturyLink MPLS network and is guaranteed to be diverse and redundant.  

CenturyLink’s NGCS Solution deploys on scalable ethernet local access connectivity using bandwidth-flexible infrastructure wherever possible.  
To accomplish this, we seek to provision connections on fiber facilities wherever possible. Host - PSAPS in the proposed solution will be served 
on 100Mbps connections and these would be provisioned on upgradeable facilities, allowing for significant future bandwidth growth without 
changing or adding facilities.  These circuits are provisioned in an active-active circuit configuration meaning that under normal circumstances the 
full provisioned capacity of both circuits is available to handle calls, in contrast to failover type arrangements which only permit use of one circuit’s 
capacity at any given time. 

Connections to the PSAP are sized up to accommodate necessary bandwidth based on a concurrent G.711 SIP session (Call path). Each circuit 
is engineered to handle 100% of the call demand in the case of a failure of the primary or secondary circuit. 
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ESI 8 - ESInet Properties Diagrams  
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ESI 9 

Emergency Services IP Network (ESInet) 
Special Construction 

Bidder is responsible for any fees incurred through system commissioning, construction permits, make-
ready costs, and other subcontracted activity.  
 
Use of Existing Network Assets 

There is already a microwave network in place that may be used as a backup network, as well as other 
local and state-owned network assets that may be suitable for inclusion in the ESInet. The final network 
design may make use of any of these facilities that are determined by the bidder to be suitable for 
inclusion in the ESInet. The bidder may support the router configuration necessary to make use of 
these facilities. 
 
Network Design Documentation 
Provide a network or solution diagram that clearly depicts the bidder’s proposed transitional and end-
state designs for the ESInet. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder Response: 
 

To meet diversity best practices, two diverse fiber connections are included in our design at each Host/PSAP site supported by two (2) separate edge 
Routers and two (2) separate IP instances.  

Our last mile MPLS 100M fiber design includes dual entrances (east/west), includes dual path circuits to all required Host/PSAP facilities identified in 
this RFP response, and traffic carried over diverse carrier networks.  All Special construction charges have been identified and are included in our 
solution.  

Each Host/PSAP site will require a site survey which will be performed by CenturyLink engineers and required Nebraska stakeholders. This task will 
be scheduled by our Program Manager and will be included in our final Project Development Plant (PDPD). 

Use of Existing Network Assets 

CenturyLink’s design is capable of supporting additional third-party networks such as state microwave. CenturyLink supports the use of additional 
redundancy and diversity the State may have to offer. Evaluations will need to be completed to determine the dependability of the network (public 
safety grade), demarc locations, delegation of responsibilities, and maintenance/escalation procedures. CenturyLink looks forward to understanding 
any/all possibilities of making the Nebraska ESInet a more available and reliable infrastructure. 
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ESI 9 – Dual Entrance and use of 3rd Party networks 
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Any additional documentation can be inserted here: 

 

 

ESI 
10 

Emergency Services IP Network (ESInet) 
Provide Network to Network Interface with Other IP Networks 

Contractor shall provide an ESInet solution capable of interfacing with neighboring state and regional 
NG911 IP networks as they are established, and capable of transferring voice and data between 
PSAPs. Describe how the solution will meet these requirements. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Please see this response filed with the PROPRIETARY INFORMATION 
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ESI 
11 

Emergency Services IP Network (ESInet)  
 Provide Network to Network Interface with Other IP Networks 
Connecting to Other IP Networks 

At such time as neighboring ESInets and NGCS systems are able to interconnect and exchange traffic, 
Contractor shall establish such connections and provide routing and security to allow traffic to be 
exchanged with neighboring ESInets and NGCS systems, regardless of the respective vendors of 
those systems. Describe how the solution meets or exceeds the above requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution is a complete, end-to-end managed and hosted NG 9-1-1 solution that provides an i3 ESInet that is fully interoperable 
with neighboring non-CenturyLink ESInets as well as with legacy networks.  

CenturyLink’s NG9-1-1 solution provides interconnection to a variety of networks and physical locations. These include, as required, all 9-1-1 calls 
originating in the State of Nebraska, any/all data centers serving 9-1-1 traffic, any bordering legacy networks, or any bordering regional, state, or 
national ESInets using IP interconnection, assuming that ESInet follows all NENA i3 standards. 

The proposed solution delivers the highest functionality, reliability and survivability. End-to-end, the CenturyLink solution is architected to be secure, 
reliable, resilient, and robust. All applications and network in the 9-1-1 call path are designed to achieve 99.999% system availability using a number 
of techniques to improve resiliency such as geo-diverse redundancy, fail-over techniques, virtualization, high availability, etc. 

CenturyLink’s NG9-1-1 solution includes the design, development, installation, testing, interconnection, monitoring, maintenance, and operation of all 
ESInet components required to operate or support the operation of a Statewide Nebraska system. Each of these items will be documented including 
the following. 

 Maintenance and repair of those elements of the ESInet and interconnections owned, operated, installed or controlled as part of the solution 
will be provided by CenturyLink 

 Completion of as built drawings, sketches and/or other schematic materials related to the ESInet 

CenturyLink’s NGCS Solution supports interconnection with Systems Service Providers (SSPs) in adjacent states as well as interconnection with 
State networks. The CenturyLink solution supports interconnection to both legacy TDM emergency networks, i2 networks, and next generation i3 
ESInets. 

CenturyLink’s NG9-1-1 Solution ESInet was designed to fully integrate with other neighboring networks such as the State of Nebraska network and 
NENA-compliant interfaces.  

Regardless if traffic is originating from another ESRP on a neighboring ESInet and destined for the ESRP on the NE ESInet or is from an application 
to application such as CAD, the interconnection to those ESInets would not change. All traffic will need to enter the NE ESInet through the 
interconnection BCF. How that traffic is treated once it hits the NE ESInet depends on the application type and the security rules configured for such 
application traffic.  
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ESI 11 – 911 Call between NGCS 
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ESI 11 – Other Application Traffic 
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ESI 11 State and other Network to Network with Other IP Networks drawing 
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NGCS 
1 

Next Generation Core Services Elements (NGCS) 

Provide a network or solution diagram that clearly depicts the bidder’s proposed transitional and end 
state for the Commission’s ESInet and NGCS, considering the hosts and PSAPs listed in Attachment 
A - PSAP Host End-Point Locations. The following functional elements and services  
 be included: 
 
a. Originating Service Provider (OSP) Connectivity 
b. Legacy Network Gateway (LNG) 
c. Border Control Function (BCF) 
d. Emergency Services Routing Proxy (ESRP) 
e. Policy Routing Function (PRF) 
f. Emergency Call Routing Function (ECRF) 
g. Location Validation Function (LVF) 
h. Spatial Interface (SI) 
i. Location Database (LDB) 
j. Discrepancy Reporting; 
k. Logging and Recording 
l. Time Server 
m. Alarm Integration 
n Message Session Relay Protocol (MSRP) 
 
Originating Service Provider (OSP) Connectivity 
Due Authorization  

Bidder shall possess a certificate of public necessity to operate as a telecommunications provider in 
the state of Nebraska. The Contractor shall provide a copy of current certificate of public necessity 
prior to award of contract. 
 
Identification of Service Providers Connected to the Legacy Selective Router 
Contractor shall be responsible for identifying and for connecting all wireline, wireless, Voice over IP 
(VoIP), telematics, and other third-party service providers currently connected to the existing legacy 
selective router. Contractor shall be responsible for updating this information quarterly for the term of 
the contract. Bidder shall identify each service provider that will be utilized by Contractor. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution provides an end-to-end network i3-capable 9-1-1 service, based on an IP infrastructure.  

Our Legacy Network Gateway consists of three elements: PIF, LIF and NIF.  The PIF converts analog or TDM trunks to SIP and with our NIF and LIF, 
is provided as an element of our i3-Routing Solution.  

Gateways supported by the CenturyLink’s NG9-1-1 solution are vendor agnostic.  The LNG functions can support TDM traffic from OSPs, preferably 
SS7 but support MF and CAS signaling.  Our LNG complies with the requirements of the i3 Standard, Section 7.1 (NENA-STA-010.2) and the RFCs 
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cited therein (RFC 4904, RFC 3261, RFC 2392, RFC 2833, RFC 4244, RFC 3326, RFC 3515 and RFC 2616).2 It also satisfies a new section 7.1.1.3 
in NENA-STA-010.2, titled “Early Media” that requires an LNG to provide Early Media (referencing RFC 3960) to downstream elements whenever it is 
possible to do so.  Additional Data dereference requests are also handled. Our LNG satisfies the requirements to provide a revised Internal Interface 
to the NIF Component Section (7.1.1.3 of STA010.2) and to provision the PIF component of the LNG to (1) Use standard interworking procedures as 
defined in ATIS-1000679.2015 (revised from ATIS T1.679-2004); and (2) Include in the SIP INVITE, an SDP offer that includes the G.711 codec. To 
support incoming TTY calls, the SDP offer will describe a media format associated with real time text as described in RFC 4103. Transcoding of TTY 
to real time text per RFC 5194 is provided as part of our i3-Routing Solution.   
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NGCS 1 NG9-1-1 Final End to End Drawing 

a. Originating Service Provider (OSP) Connectivity: CenturyLink will negotiate interconnection agreements and trunking arrangements with 

all service providers.  CenturyLink will provide OSP’s providers with a minimum of two (2) strategically and geographically diverse POIs 
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(points of interconnect) for carriers that can send voice and data traffic via next generation protocols.  CenturyLink will work with each OSP’s 
to find the best way to connect and to help OSPs minimize the cost incurred to establish new circuits.  If needed POI’s can be extended into 
the LATA or long-haul transport can be arranged.  Trunking configurations and signaling will be depended on the OSP’s capabilities and will 
need to be coordinated, CenturyLink prefers to accept SIP or SS7, but can support other TDM deliveries such as MF and CAS.  CenturyLink 
Core Sites interoperate with OSP aggregation sites to receive ingress TDM traffic at POI locations that will be diversely located and trunked 
to CenturyLink Legacy Network Gateway function.  

CenturyLink will:  

 Work with OSP’s, PSAP’s and State of Nebraska to develop a joint communication plan to each OSP outlining the scope of services to be 
implemented, a high-level implementation schedule, and key contact information for each entity.   

 Facilitate the establishment of OSP communication guidelines and adhere to these guidelines for the project implementation and service 
duration. CenturyLink establishes expectations with each OSP and manages communication to the OSP for items related to the proposed 
services on behalf of the State of Nebraska. 

 Provide transition planning and migration support to the OSP’s through our assigned Project management team.   

Aggregation Plan for Wireless Carriers:  

In the case of an OSP connecting to the CenturyLink NGCS infrastructure, the OSP is responsible for connecting to the CenturyLink aggregation 
points designated to that carrier via TDM (SS7 preferred, MF and CAS) and for SIP connectivity to Session Border Controllers for secure diverse IP 
connectivity. CenturyLink will have assigned personnel to coordinate with each carrier to provide key dates and timelines necessary for the transition 
of traffic. In the CenturyLink Solution, the aggregation services and POI will be common facilities in most locations and become OSP point of 
demarcation.   

CenturyLink takes responsibility for facilitating the establishment of OSP communication guidelines and adhering to these guidelines for the project 
implementation and service duration. CenturyLink will establish expectations with each OSP and manages communication to the OSP for items 
related to the proposed services. CenturyLink will escalate to the appropriate 9-1-1 groups regarding TSP initiatives and will request Customer 
intervention when necessary.   

OSPs will connect to CenturyLink POIs using DS1 (T1) or higher transport facilities.  OSPs will establish SS7, MF or CAS ES trunks (SS7 preferred) 
from OSP end offices to each of CenturyLink’s diverse POIs. This is required to meet NENA 9-1-1 diversity rules “traffic will not ride on the same 
controller or shelf to maintain this diversity.” SS7 point codes will be established for each trunk group the OSP connects to CenturyLink POIs.  

Interoperability testing will be done between CenturyLink and each OSP that wishes to connect via IP. SIP Connectivity into CenturyLink’s network 
will be through a BCF function(s) with termination on CenturyLink Core Session Boarder Controllers for delivery to our NGCS.   

 For this type of delivery, TDM / SS7 will not be involved and only IP / SIP will be used   

 OSPs will have the ability to send PIDF-LO location data with the call when OSPs support this.  

OSP Aggregation Service with Wireless Service Providers:  

Wireless Service Providers (WSP) can connect to CenturyLink’s NGCS several ways:  

1. Through a CenturyLink aggregation point utilizing TDM   
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2. Through a CenturyLink aggregation point utilizing IP / SIP   

3. CenturyLink will soon be able to provide a SIP-to-SIP connectivity into CenturyLink’s NGCS   

b. Legacy Network Gateway (LNG) Our Legacy Network Gateway consists of three elements: PIF, LIF and NIF.  The PIF converts analog 
or TDM trunks to SIP and with our NIF and LIF, is provided as an element of our i3-Interconnect. Gateways supported by CenturyLink’s 
NG9-1-1 solution are vendor agnostic.  The LNG functions can support TDM traffic from OSPs, preferably SS7 but support MF and CAS 
signaling.  LPG provided at the PSAP emulates CAMA delivery or supports CAS T1 and deliver serial ALI for the call handling 
equipment (CHE) at the PSAP to meet non i3 PSAP requirements. Our LNG complies with the requirements of the i3 Standard, Section 
7.1 (NENA-STA-010.2) and the RFCs cited therein (RFC 4904, RFC 3261, RFC 2392, RFC 2833, RFC 4244, RFC 3326, RFC 3515 and 
RFC 2616).2 It also satisfies a new section 7.1.1.3 in NENA-STA-010.2, titled “Early Media” that requires an LNG to provide Early Media 
(referencing RFC 3960) to downstream elements whenever it is possible to do so.   

Additional Data reference requests are also handled. Our LNG satisfies the requirements to provide a revised Internal Interface to the NIF 
Component Section (7.1.1.3 of STA010.2) and to provision the PIF component of the LNG to  

(1) Use standard interworking procedures as defined in ATIS-1000679.2015 (revised from ATIS T1.679-2004); and  

(2) Include in the SIP INVITE, an SDP offer that includes the G.711 codec. To support incoming TTY calls, the SDP offer will describe a media 
format associated with real time text as described in RFC 4103. Transcoding of TTY to real time text per RFC 5194 is provided as part of our 
i3-Interconnect service.  

c. Border Control Function (BCF): The Border Control Function/Session Border Controller (BCF/SBC) that we employ is the foundation 

of our security solution for call flow protection. It integrates fully with all other NGCS. Threats are detected by monitoring the NENA-
defined Security Posture as well as predetermined threat profiles.  Log events are created which include:  

(1) Normal operation; or the presence of suspicious activity that does not impact normal operations.  

(2) The presence of fraudulent calls and events that are stressing a facility’s ability to continue most operations; and  

(3) System under active attack and overwhelmed. These will be configured to accomplish such goals as elevated trust of call flows and 
aggregation infrastructure.   

This BCF provides both application and network layer protection and scanning. It will also mitigate lower layer protocol attacks and provide denial of 
service (DoS) and distributed denial of service (DDoS) detection and protection. The firewall component of the Oracle/Acme Packet BCF/SBC will 
inspect all traffic transiting the network edge.  In accordance with NENA-STA-010.2, the BCF/SBC will ensure any connection involving a call 
origination sources, gateways, and similar elements outside the ESInet are properly screened.  

a. Ensure the BCF supports an automated interface that allows a downstream element to mark the source of a call as a “bad actor”. This would 
normally occur when a call is received that appears to be part of a deliberate attack on the system.   

b. Ensure the BCF installs a “NENA-source” parameter in the Via header that in the outgoing INVITE message associated with every call. Calls 
are marked by the SBC in a way that allows a recipient to identify the BCF that processed the call.   

c. The SBF/BCF functions are agnostic meaning the Nebraska i3 network will be able to connect to other providers’ NGCS cores as long as 
those providers are i3 compliant. 

d. Emergency Services Routing Proxy (ESRP): Our ESRP is the most robust element of its kind available on the market and scales to well 

over 200 call setups per second which equates to over 720,000 busy hour call attempts (BHCA). With software developed in collaboration 
between Synergem and Oracle; security, Quality of Service (QoS), and interoperability are “baked in” to the functional element. After the 
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BCF security check, our ESRP provides routing based on the caller’s location. It extracts the location of the caller from SIP signaling, queries 
the Emergency Call Routing Function (ECRF) for the nominal next hop route, and evaluates the route policy of that entity using its Policy 
Routing Function (PRF) to determine the actual next hop the call takes.  

When calls arrive at one of the NGCS instances, the first step is an evaluation of the incoming call to determine if location information is already 
available in the SIP headers.  If location is already known, then the call proceeds to ESRP processing.  If the location is not known, then the calling 
number is used to transmit a HELD query to the LDB.  The LDB responds with location information by reference or by value, and this info is then 
added to the headers for the call and it proceeds to the ESRP.  

Once the call with location information enters the ESRP, that element determines whether the location provided is by value or by reference.  If by 
reference, a dereference request is sent in order to obtain the current actual location for the call.  Then, the next step is for the ESRP to submit a 
LoST query to the ECRF using the a fore mentioned location and service type SOS.  The ECRF replies with a URI.  The ESRP then uses the 
returned URI to process the call via the PRF.  

In the PRF, the candidate destination URI returned by the ECRF is used along with other known data points (other header information, current time 
and date, etc.) to query against the currently active policy routing rule set.  If this query returns any results, then the substitute URI provided in the 
policy rule is used as the definitive destination URI for the call.  Otherwise, the candidate URI becomes definitive. The security protocol described in 
our replies to NGCS-75 and NGCS-210 protects the ECRF from attack. 

e. Policy Routing Function (PRF): Our ESRP-supported PRF is the principal policy control tool with standardized methods to define/build and 

control Policy Rules. determines potential emergency call routes. Other rules the PRF can apply govern call termination and can include a 
route decision based on knowledge that a downstream ESRP is busy (call queue full) or that a PSAP is offline. Rules also may be used to 
“permit” or “deny” network access. With software developed in collaboration between Synergem and Oracle; security, Quality of Service 
(QoS), and interoperability are “baked in” to the functional element. Our ESRP provides final routing to a PSAP based on the caller’s 
location. It extracts the location of the caller from SIP signaling, queries the Emergency Call Routing Function (ECRF) for the nominal next 
hop route, and evaluates the route policy of that entity using its Policy Routing Function (PRF) to determine the actual next hop. In the PRF, 
the candidate destination URI returned by the ECRF is used along with other known data points (other header information, current time and 
date, etc.) to query against the currently active policy routing rule set.  If this query returns any results, then the substitute URI provided in 
the policy rule is used as the definitive destination URI for the call.  Otherwise, the candidate URI becomes definitive 

f. Emergency Call Routing Function (ECRF): CenturyLink’s NGCS Solution Emergency Call Routing Function (ECRF) and Location 

Validation Function (LVF) complies with all NENA and IETF standards and provides full migration into i3 without costly technology 
acquisition and process overhaul. Key aspects include:  

 Allows data analysts to correlate street and community names from three data sources (Postal, MSAG, and GIS). • Allows authorized 
service providers to validate locations and route calls using real time data.  

 Integration with the LDB, MSAG Conversion Service, and Spatial Interface.  

 Identifies common error discrepancies between MSAG, GIS, and Postal.  

 Extensive online help. • Extensive security mechanisms allow access and updating tailored to most organizations’ GIS data or 
operations.  

 Links to online mapping resources.  
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 Web-based user interface for ease of data management.  

 Extensive reporting capabilities.  

 Allows establishment of translations.   

g. Location Validation Function (LVF): The CenturyLink NGCS Solution ECRF contains a LoST server that validates location information 

against the system’s database. This LVF is part of the NGCS suite provided in this service that will enable geospatial routing for call delivery 
to the correct PSAP boundary/jurisdiction. Both the ECRF and the LVF are compliant with applicable NENA and IETF standards.  Key 
capabilities include:  

 Data analysts can correlate street and community names from three data sources (Postal, MSAG, and GIS).  

 OSPs can validate locations and route calls using real time data.   

 Common error discrepancies between MSAG, GIS, and Postal are automatically identified.  

 Extensive online help is available.  

 Extensive security mechanisms allow access and updating tailored to most organizations’ data operations.  

 Links to online mapping resources are provided.  

 Web-based user interface for ease of data management is available.   

 ALI/Location Database (LDB) is fully integrated.  

 Extensive reporting capabilities area available including 17 reports – all of which can be exported to Excel, PDF, etc. A Tracking agency 
and individual progress in data preparation. Translations can be established including County (e.g., “007” = “Boone County”), 
Community (e.g., “North Boone” = “Beaverton”) and Street (e.g., “SH 76” = “Fairground Rd.” = “State Line Rd.”) 

h. Spatial Interface (SI) is at the heart of the GIS to ECRF/LVF integration.  This function supports the periodic loading of GIS data from 

external systems.  

GIS data can be uploaded  via an intuitive web interface enabling authorized users to provision the SI with geospatial data in ESRI shapefile or file 
geodatabase formats, verify that the data is in the expected schema, and initiate the load process into the SI.  Alternatively, automated routines can 
be set up to populate the SI without having to upload via the web interface.  

The load into the SI system does not do a complete overwrite; rather, it performs a change detection operation.  As a result, an historical record of 
data changes can be maintained by the system, and detailed results of any load errors are provided.  This process, either with the web interface or 
using automated routines, can be run as frequently as needed, although daily is recommended. 

Once the data load is complete, the system performs numerous quality control checks on the data.  The resulting QC errors can be viewed directly 
using any software capable of consuming ESRI-based web services.  This will allow the viewing of any map data discrepancies in real-time. 

Following the QC process, if the number and severity of any errors are within configurable limits, the system will automatically publish updated data to 
the master ECRF/LVF database.  This database acts as a replication master, pushing all changes  to child databases that are used for ECRF/LVF 
functionality.  All replication distributions run on the master database to minimize the load on the databases that are being actively used for LoST 
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query processing.  Server replication occurs in near-real-time.  The SI also provides reporting, allowing real-time access into the state of the datasets 
used by the ECRF/LVF.  

Additional publishing routines can be set-up for other applications that may need GIS data.  This allows administrators to create publishing tasks that 
export copies of the data into a format that is required by third-party applications.  For example, CPE may require a certain data extract that is 
different from what CAD requires. 

i. Location Database (LDB): A NENA compliant Location Database (LDB) that serves as both a legacy ALI database and as a LIS in an i3 

NG9-1-1 environment will be provided.  The LDB retains the current information, functionality, and interfaces of today’s ALI, but also can 
utilize the new protocols required in an NG9-1-1 deployment.  The LDB supports the protocols for legacy ALI query and ALI query service, 
the protocols required to obtain information for wireless calls by querying the mobile positioning center (MPC) or gateway mobile location 
center (GMLC), and the protocols required for i3 location information retrieval and conveyance, such as HTTP-Enabled Location Delivery 
(HELD) or other proprietary protocols.  

To successfully replace a legacy ALI system with an LDB, a mechanism must be provided to the Service providers to update the location information 
in the LDB.  During the transition to i3, and to aid 9-1-1 authorities gaining cooperation from the Service providers, the LDB system includes a Service 
Order Input (SOI) processing function that matches existing SOI processing.  This means that the Service providers do not have to change current 
processes to support the i3 system. Our solution provides a translation mechanism called the MSAG Conversion Service (MCS) to convert SOI 
records into the appropriate CLDXF format for comparison against the LVF).  

The LDB provides both legacy and NG9-1-1 location interfaces.  To support NG9-1-1 capable PSAP’s a HELD interface is provided.  To support 
legacy PSAPs, a legacy ALI interface is provided, and location data within the LDB is converted into legacy formats using the MSAG Conversion 
Service (MCS).  

The HELD interface can support hundreds of queries per second.  The legacy ALI interface requires the legacy CPE to maintain one or more TCP/IP 
connections.  Each CPE instance must initiate and maintain the connection to the LDB legacy ALI interface.  Each individual TCP/IP connection can 
handle one legacy ALI query at a time. This is a limitation of the legacy interface, not of the LDB.  

The LDB utilizes a web-based interface allowing authorized personnel access to the backend location database.  From this web interface, users with 
the appropriate permissions can schedule reports and data extracts to be run.  

Key capabilities of the LDB include:  

 Support all relevant sections of NENA 02-010, 02-011, 02-015, 04-005, 08-501, and 08-502 related to ALI DBMS. Be capable of assuming 
the role of a location database as defined in the NENA NG9-1-1 Transition Plan Considerations (NENA INF 008.2-2013).  

 Support NENA standards (such as E2, E2+, NCAS, CAS). • Be able to provide location server functionality and interfaces as defined in 
NENA-STA-010.2-2016. • Be able to seamlessly interact with a NENA i3 ECRF/LVF for location validation, as described in NENA-STA-
010.2- 2016.  

 Provide location by value or by reference, as defined in NENA-STA-010.2-2016.  

 Be able to dereference requests for additional information, as defined in NENA-STA-010.2- 2016. 

 Be able to interface simultaneously with multiple wireless callers.  

 Be able to interface simultaneously with multiple remote MPC/VPC databases.  
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 Automatically detect, import and validate customer records (SOI records).  

 Convert legacy MSAG style addresses using an MSAG Conversion Service (MCS) as defined in NENA-STA-010.2-2016. Civic address data 
stored in the LDB database must conform to all PIDFLO and CLDXF standards.  

 Dynamically convert MSAG style address received over E2 using the MSAG Conversion Service so these calls can be routed using the 
ECRF which must contain CLDXF compliant data.  

 Natively support all CLDXF fields for each civic address stored, including all the street name elements (PRM, PRD, STP, STPS, RD, STS, 
POD, POM) and ALL of the address number and sub address elements (HNP, HNO, HNS, BLD, LOC, FLR, UNIT, ROOM, SEAT). Provide 
Service Providers with the ability to update their location records using their existing processes (such as SOI), or a web-based user 
interface.  

 Provide a legacy MSAG for Service Providers that still require it.  To ensure that records in this MSAG will be valid after MCS conversion to 
CLDXF and LVF validation, it must be generated from the inverse operation (i.e., taking all the CLDXF GIS road centerline records and 
converting them back into legacy format using the MCS).  

 Be able to be used simultaneously by both NG9-1-1-capable and E9-1-1-capable PSAPs. For E9-1-1 PSAPs, a legacy ALI service must be 
provided, with address data being “downgraded” from the LDB CLDXF compliant data into legacy MSAG style data using the MCS. NG9-1-1 
PSAPs will utilize the HELD interface.  

 Allow different E9-1-1 PSAPs to use different ALI formats based on individual needs.  

 Use LVFs to validate civic addresses using CLDXF compliant PIDF-LO.  

 Support location data formatting as defined in the NENA CLDXF.  

 Periodically reevaluate the location information using LVF functions within the system.  

 Communicate with NG9-1-1 functional elements using the HELD protocol.  

 Provide a PIDF-LO based on both the wireless and VoIP E2 response.  Wireless phase 2 should be represented with a circle in the PIDF-
LO.  

 Be able to dereference additional data requests.  

 Consistently respond to all requests within 400ms for data that is contained within the LDB.  

 Provide Service Providers and GIS Users with the necessary workflows to correct civic address records that fail validation.  

 Record all NRF conditions and provide a workflow for Service Providers for corrections.  The system should query the NPAC database to 
determine ownership of the NRF TN and automatically assign the error to the owning Service Provider.  

 Support the transition of existing PS/ALI customers to the LDB.  

 Web interface allowing Service Providers or other authorized users to add additional data to each record as defined in IETF RFC 7852.  At a 
minimum, an authorized user must be able to add, edit or delete additional data blocks for a record. Supported additional data blocks must 
include:  

a Data Provider Information  

b.  Service Information  

c.  Device Information  
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d.  Owner/Subscriber Information  Comments  

 The HELD interface must support the delivery of additional data as defined in IETF RFC 7852.  

 All changes to customer records in the LDB must include a full historical change history 

j. Discrepancy Reporting: We accomplish discrepancy reporting in accordance with applicable SLAs employing a web-based portal for 

notification and correction. A discrepancy workflow will be available to all users to correct errors between the service provider records and 
the GIS (LVF).  

k. Logging and Recording:  We support logging and recording for relevant i3 event as define in Section ‘5.13 Logging Service’ in NENA STA 

010.2 2016 or its successors.  

l. Time Server: CenturyLink’s NG9-1-1 Solution processing elements achieve time synchronization via Network Time Protocol (NTP) from 

redundant and geographically distributed sources within the CenturyLink’s NGCS Solution domain. Time stamps are included in logs, system 
traces, and user reports. 

m. Alarm Integration; and,: CenturyLink uses various different tools  and Software packages are widely available for capturing, analyzing, and 

reporting the health of the network and NGCS functional elements based on the (Simple Network Management Protocol) SNMP traffic it 
receives. We set up platform-specific alarm thresholds to identify potential service impairments.  CenturyLink network alarms are customer 
specific and generate trouble tickets that automatically opens up trouble tickets and reporting alarms to our CenturyLink, NOC/SOC and 
Nebraska customers.  Proactive Customer Notification (PCN) gives customers with flexibility to specify certain notification parameters on a 
service-by-service basis.   

n. Message Session Relay Protocol (MSRP): MSRP is the standard protocol specified for handling text in an NGCS structure and our 

systems are designed to support it.  Because MSRP text is a native capability of CenturyLink’s NG9-1-1 Solution, Policy Routing Rules in the 
ESRP can be based on the call type.  This allows for such possibilities as routing text calls differently than voice, having different alternate 
routing rules for text, or making manual changes based on call type.  Native MSRP delivery to capable PSAPs allows for handling of text 
calls with the same capabilities as voice calls.  For instance, at ACD, PSAPs texts can be included in the normal voice queue, or they may 
be segregated into their own queue.  Because text handling is not a separate service for CenturyLink’s NGCS Solution reporting and logging 
capabilities are the same for text calls as for voice calls.  

SMS/text messages received from the TCC can be delivered to any destination connected to CenturyLink’s NGCS Solution.  

To support incoming TTY calls, the SDP offer will describe a media format associated with real time text as described in RFC 4103.  Transcoding of 
TTY to real time text per RFC 5194 is provided as part of our interconnect service. Other protocols such as XMPP may be supported if interworked to 
MSRP prior to NGCS presentation.  

We comply with to NENA 08-003, NENA-STA-010.2-2016 that requires interworking real time text and TTY in our PIF component per RFC 5194, 
accepting DTMF signaling from the legacy PSAP and sending it to the NIF component in RTP packets, per RFC 4733, and recognizing Baudot tones 
in incoming media and replacing them with RFC 4103 real time text.  

Tasks for provisioning SMS to 9-1-1 for PSAPs deploying the TTY method are the responsibility of the wireless provider, the TCC provider, and the 
PSAP or 9-1-1 Authority.  CenturyLink’s NGCS Solution will deliver TTY calls where the legacy 9-1-1 environment (SR/ALI DBMS) is being emulated 
by our solution. MSRP is the standard protocol specified for handling text in an NGCS structure.  Other protocols such as XMPP may be supported if 
interworked to MSRP prior to NGCS presentation. 
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Any additional documentation can be inserted here 

 

If a text message is presented to our network in the proper configuration, it will be handled just as any other call-for-service.   

 CenturyLink’s NG9-1-1 solution network is media agnostic and routes all inbound calls in the same way, whether voice, RTT (RTP) text 
(MSRP), video, or a mix of media types.  Current i3 NENA standard limits direct SIP RTT delivery to MSRP according to NENA-STA-010.2-
2016 Section 4.1.9.  This specification notates that OSP delivery may use differing protocols (XMPP) but must be converted to MSRP for 
delivery into the ESInet for endpoint PSAP delivery.  This function would be handled in the same fashion as any other media in the 
CenturyLink NGCS solution, presented with location our NGCS would apply the correct the Policy Routing Function (PRF) to enable 
direction of Real Time Text-to-9-1-1 to appropriate destination.  

 CenturyLink will be aggregating the connections from the nationally recognized TCCs at the NGCS. The communication and role of 
coordination to the TCCs will be managed through a CenturyLink Program Manager in conjunction with the locally relevant information for 
handling delivery to the PSAP.  

 CenturyLink’s NG9-1-1 solution is committed to working within the specifications laid out by NENA, the PSAP communities and industry 
partners for Next Generation 9-1-1 and NENA i3 standards.  

 Specific delivery options available today that allow RTT to be delivered via TTY (baudot) emulation will be supported in the CenturyLink NGS 
solution presented to the appropriately routed PSAP’s.  

 CenturyLink’s NG9-1-1 solution supports RTT within the NG9-1-1 data stream natively.  It is the role of the CPE equipment to decode this 
correctly. 
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NGCS 
2 

Next Generation Core Services Elements (NGCS) 
Interconnection and Commercial Agreements, and Trunking 
Originating Service Provider (OSP) Connectivity 

Contractor shall be responsible for negotiating interconnection or commercial agreements, and for data 
and network connection arrangements with each service provider identified in requirement NGCS 1. 
Interconnection or commercial agreements shall cover subjects including, but not limited to, split rate 
centers and cell sectors, tandem-to-tandem connections to legacy selective routers and NGCS, Local 
Number Portability (LNP), National Number Portability (NNP), and Function of Code R (FoCR). 
Describe the process and provide timelines for meeting the requirements of this section, as well as the 
expected process for resolution of disputes. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink is veterans at negotiating interconnection agreements and migrating agencies from existing systems to newer iterations.  Our wealth of 
experience has produced innovations specifically designed to manage these concerns and mitigate migration risk. We will collaborate extensively 
with the state and PSAP stakeholders to develop a detailed migration strategy.  Our nationwide ESInet, integrates with both legacy and NG9-1-1 
infrastructures, which allows for migration to NG9-1-1 technology on your schedule without the need for a ‘forklift’ upgrade. 

During implementation of services, CenturyLink will provide a dedicated Project Manager who works with the Program Manager and each 
telecommunication companies. The CenturyLink Project Manager is responsible for all implementation-related activities including creation and 
management of the implementation Program Development plan with the customer and coordinating activities with carriers and vendor/partners such 
as establishing connectivity and test/migration schedules.  

Considering the State’s needs and the constraints of the other Telecommunications Service Providers serving the State, the CenturyLink Project 
Manager creates and manages the project plan and milestone schedule tailored to the needs of the State’s requirements with mutually agreed-upon 
timeframes. 

We have wide experience in negotiating Interconnect Agreements with a broad range of OSPs.  We begin by meeting with each provider during the 
project kickoff phase to determine their needs and how we can take advantage of their existing operational strategy to facilitate transition to the 
ESInet environment. This includes a detailed review of all Local Area Telephone areas (LATA’s), wireless cell sectors, Local Number Portability 
(LNP), National Number Portability (NNP), and Function of Code R (FoCR). 

The process for NEW interconnection between OSPs and CenturyLink NG9-1-1 ESInet solution is straightforward and consists of four steps that take 
an estimated 70 days. 

Phase 1 – Design, Assign & Test (Timeline ~ 30 days). OSP inventories 9-1-1 connectivity and capacity requirements. Our team reviews end-to-end 
signaling design with OSP. OSP requests LOA/CFA (Letter of Authority/ Customer Facility Assignment); our team assigns:  

(1) POI location. Review LATA, Split Center, cell sectors and other Environments.  

(2) We provide cross-connect information when the OSP connecting to our NG9-1-1 solution via SIP and  

(3) OSP circuit activation (BERT) by Network Delivery Team. OSP and team coordinate trunk activation. 
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Phase 2 – & Signaling (Timeline ~ 25 days). OSP submits SS7 ISUP orders to enable (possible 3rd Party). If SIP share host & IP with OSP and 
coordinate Inter-Op testing. OSP and our team coordinate end to end test calls to NG9-1-1 network - provisioned to our NG 9-1-1 solution. OSP and 
team ensure proper routing in place on the voice and signaling switches to deliver calls to our NGCS. OSP and team coordinate and execute the 
tests defined in the test strategy/acceptance test plan document. 

Phase 3 – Cutover (Timeline ~ 15 days). FINAL Maintenance Operation Protocol (MOP) review w/OSP. Team coordinates cutover dates. Execute 
cutover. 

Phase 4 – Disconnects – (Timeframe varies) After bi-directional connectivity is established to selective routers and an OSP is connected, it may 
immediately disconnect existing circuits from the SRs and discontinue monthly circuit, port and voice trunk payments to the ILEC. Interconnect with 
the OSPs and will receive SOI, MPC and VPC updates without the need for an ALI database or selective router. Per NENA i3, these obsolete 
components do not exist in an NG environment and can be decommissioned. 

Throughout the duration of the project implementation, our CenturyLink Project Manager(s) will keep the State of Nebraska informed of ongoing 
project status via regular project team meetings with each telecommunications provider.  

CenturyLink project management team will focus on “one team” approach with frequent project team discussions and written project documentation 
between the customer/CenturyLink and all participating subcontractors. The CenturyLink Project Manager, in coordination with the Program Manager, 
will take necessary actions to ensure the final project implementation exceeds the State’s expectations. 
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NGCS 
3 

Next Generation Core Services Elements (NGCS) 
Originating Service Provider (OSP) Connectivity 
Management of OSP Connectivity 

Contractor shall be responsible for managing moves, adds, changes, and deletions of the connections 
from the OSPs to the Contractor’s systems for the term of the contract. Contractor shall allow for both 
Time-Division Multiplexing (TDM) and IP ingress to the network, proactively monitor these connections, 
and work with the respective service providers to resolve problems as they arise. Describe the process 
and provide timelines for meeting these requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Connectivity extends beyond the internal ESInet transport to external network and OSP interfaces. CenturyLink’s NG9-1-1 solution supports both 
TDM and IP OSP ingress at geographically distributed POIs. CenturyLink’s NG9-1-1 solution supports standards-based protocol interfaces to external 
ESInets for call hand-off and call transfers. Given pre-established connectivity capability, PSAPs on the NG9-1-1 ESInet solution have the ability to 
transfer calls to PSAPs on other ESInets or PSAPs that have not yet transitioned off legacy selective routers. 
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Bidder  Response: 

CenturyLink will be responsible for managing moves, adds, changes, and deletions of the connections from the OSPs to our systems for the 

 term of the contract. 

CenturyLink will provide an OSP Coordinator for the life of the project. The OSP coordinator will be responsible for managing all moves, 

adds, changes, and deletions of connections for the OSPs to the CenturyLink system. 

Contractor shall allow for both Time-Division Multiplexing (TDM) and IP ingress to the network, proactively monitor these connections, and  

work with the respective service providers to resolve problems as they arise.  

CenturyLink’s solution will support the following types of TDM networks: SS7, ISUP, MF or CAS. 

CenturyLink’s solution will support native SIP ingress from OSPs with this capability 

Describe the process and provide timelines for meeting these: 

As one of the existing E911 Service Providers in the State of Nebraska, CenturyLink has a long history of successfully working with all 

OSPs in the state. In general, our approach would be to migrate each legacy selective router one at a time. Our Program Manager will  

work with the State of Nebraska on a schedule and timeline. 

             Steps and typical timelines working to migrate OSPs pre-migration and migration  

Step 1 - Design, Assign & Test (Timeline ~ 30 days):  OSP inventories 9-1-1 connectivity and capacity requirements. Our team reviews 

end-to-end signaling design with OSP.  OSP requests LOA/CFA (Letter of Authority/ Customer Facility Assignment); our team assigns 9-1-1 

POI location. We provide cross-connect information when the OSP connecting to our ESInet via SIP. OSP circuit activation (BERT) by 

Network Delivery Team. OSP and team coordinate trunk activation. 

Step 2 Signaling (Timeline ~ 25 days): OSP submits SS7 ISUP orders to enable (possible 3rd Party). If SIP, share host and IP with OSP 

and coordinate Inter-Op testing. OSP and our team coordinate end-to-end test calls to our NG9-1-1 ESInet.  The OSP’s and our CenturyLink  

Public Safety team will ensure proper routing is in place on the voice and signaling switches to deliver calls to the NG9-1-1 solution. The  

OSP’s and CenturyLink Public Safety team will coordinate and execute the tests defined in the test strategy/acceptance test plan document. 

 

Step 3 Cutover (Timeline ~ 15 days): FINAL Maintenance Operation Protocol (MOP) review w/OSP. Team coordinates cutover dates. Execute 

cutover. 

Before and after system cutover, calls from any OSP serving a PSAP, must be able to be answered by that PSAP and transferred to, at a  
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minimum, any other PSAP to which they were initially able to transfer. To ensure call integrity during the deployment, we execute a detailed 

NG9-1-1 testing plan that includes: 

 Extensive connectivity checks. 

 SBC Security Testing:  

– (1) Rogue RTP Protection – RTP stands for Real-Time Protocol which is responsible for delivering real-time media.  

– The SBC will be configured to include provisions to detect and block Rogue RTP media streams.  

 SBC/SIP Call Routing/Policy Management tests (signaling and Media). Signaling and media will be generated by the OSP. 

 SIP Trunking Interoperability between our ESInet and NGCS 

 SIP Trunking Interoperability between our ESInet and NGCS Production Environment 

 TDM to SIP messaging conversion/Translation 

 SIP Message manipulation/Mediation – ESRN/ESQK. ESRN SIP Header Insertion 

 Media Transcoding – Testing Different Codecs, G.711, G.726 optional, G.729 optional. Ensuring the Media Codecs are supported. 

 DTMF/Fax Interworking – Dual-tone multi-frequency. IP based T.38 Fax Transmission functionality 

 Abandoned and Silent Calls: 

– (1) Abandoned call testing 

– (2) DTMF tone testing 

– (3) TDD/TT/TTY call testing 

 Basic T1 BERT Testing – ESF (Extended Super Frame), AMI (Alternative mark Inversion) or B8ZS (Bipolar 8 zero substitution) 

 encoding methods, CRC error testing. 

 Redundant Components Failover Testing: SBC, Ethernet Switching TDM Conversion 

 Circuit Failover Testing 

 Site Failover Testing 

 End to end Validation testing - CSP to PSAP 

 Load Balancing – Distributing Traffic Load testing. SIP call load balancing vs failover functionality testing 

 Simulation of Peak Traffic Load. 

 Reporting/Monitoring Testing (Peak Load) 

 Alerting/Alarm Validation Testing (Peak Load) 

 SLA Compliance Testing (Peak Load). (1) Packet Latency – (20ms); (2) Packet Loss – (0.5%); (3) Jitter – (20ms) 

 MF trunk (CAS signaling) testing if required: 

– (1) Trunk seizure and wink back 

– (2) Feature group D testing 

– (3) Wireless emergency call routed via MSC over MF trunk (ANI and ESRD out pulse) 

– (4) Wireless emergency call routed via MSC and uses wireline compatibility mode 
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– (5) On-hook indication to SIP BYE 

 SS7 interface.  

– (1) SS7 ISUP call end-to- end testing; Supervisory message testing (blocking/unblocking/ acknowledgement) 

Call Transfer/Conference functionality testing 

Refer to Attachment 2.e“CenturyLink Sample Nebraska Draft Project Schedule Gantt Chart Format” for the sample Gantt chart of this 

deployments timelines  

Refer to the three (3) drawings shown below as “OSP TDM Connection Drawing, POI and Aggregation Service for OSP’s Drawing” and  

SIP Drawing for OSP Connections Drawing: 
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NGCS 3 - OSP TDM Connection Drawing 
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NGCS 3 - POI and Aggregation Service for OSP’s Drawing 
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NGCS 3 – Native IP SIP Ingress Drawing 

 
 

 
 
 

  

Any additional documentation can be inserted here 
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Any additional documentation can be inserted here 
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NGC
S 4  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
LNG Description 

The LNG is a signaling and media interconnection point between callers in legacy call-originating 
networks, i.e., Enhanced 911 (E911), and the NENA NG911 i3 architecture. The LNG shall log all calls 
it receives and processes and shall permit the uploading of daily log files to a network monitoring and 
management system for analysis. The LNG shall allow for ad hoc uploads of log files for 
troubleshooting and incident response. All call activity on both the legacy side (TDM) and the IP side 
of the LNG shall be logged. The LNG shall have Intrusion Detection System (IDS)/ Intrusion Prevention 
System (IPS) functionality to detect and mitigate Distributed Denial of Services (DDoS) attacks from 
both the TDM side and the IP side. Describe how the solution meets or exceeds the above 
requirements. 

    

Comply Partially 

Comply 

Complies 

with 

Future 

Capabilit

y 

Does Not 

Comply 

X    

Bidder  Response: 

The LNG is a signaling and media interconnection point between callers in legacy call-originating networks, i.e., Enhanced 9-1-1 (E9-1-1), and the NENA 
NG9-1-1 i3 architecture The LNG collects full detail on all calls received on TDM interfaces and transmitted to upstream IP interfaces. LNG call detail is 
transmitted in real time to CenturyLink’s NG9-1-1 solution management system for reporting and analysis. The system does not allow for ad hoc uploads 
of log files for troubleshooting and incident response. All call activity on both the legacy side (TDM) and the IP side of the LNG is logged. The LNG has 
intrusion detection system (IDS)/intrusion prevention system (IPS) functionality to detect and mitigate telephony denial of service (TDoS) attacks. 

The LNG shall log all calls it receives and processes and shall permit the uploading of daily log files to a network monitoring and management system for 
analysis. 

CenturyLink collects all CDR logs from our LNGs for all calls received on TDM interfaces and transmitted upstream at the IP interface. CenturyLink 
collects and stores this data for monitoring and analysis of the LNG and upstream IP interfaces. This data is used to provide health statistics within our 
customer dashboards. The CDR captures all relevant call details such as TDM incoming trunk group and member, calling party, signaling parameters, 
date and time stamp, was call delivered for example 

The LNG shall allow for ad hoc uploads of log files for troubleshooting and incident response 

CenturyLink allows for ad hoc uploads of log files for troubleshooting and incident response 

The LNG shall have Intrusion Detection System (IDS)/ Intrusion Prevention System (IPS) functionality to detect and mitigate Distributed Denial of 
Services (DDoS) attacks from both the TDM side and the IP side. 

DDoS is relevant to only the IP side of our LNGs. CenturyLink does have controls for detecting and responding to TDOS attacks. When we detect a 
TDOS attack, CenturyLink will work with the Commission and affected PSAPs on the best method to employee to stop the TDOS attack. An example of 
this would be we determine that the attack is only coming from a small amount of NPA – NXXs, or a specific range of ES Trunks from one OSP, we can 
block traffic from only the sources we identify for a specific amount of time if this is the action the Commission and affected PSAPs would like 
implemented. 

From our LNG to our dedicated NG9-1-1 SBCs (LNG BCF), these circuits are completely private and not routable except from and to our NGCS BCF. 
We apply our IDS/IPS further downstream before any malicious traffic can reach the network domain between the LNG BCF and the NGCS BCF.  
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Our CenturyLink network infrastructure is built to withstand sophisticated attacks (including DDOS) by means of a defense in depth strategy.  We employ 
high availability systems with redundancy at geographical, carrier, circuit, power, application, and system levels.  System/Application availability is 
safeguarded with clustering and load balancing techniques.  Furthermore, our security architecture employs defenses that include, but are not limited to, 
Stateful packet inspection firewalls, IDS/IPS, multi-factor authentication, strong encryption, anti-virus/anti-malware, and vulnerability/patch management 
solutions.  All inter-zone traffic is restricted to only the necessary protocols/destinations, both ingress and egress. 

We discuss our full solution security in the security questions above.   



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

216 
 

NGCS 
5  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 

Contractor shall provide redundant, resilient LNGs with legacy selective router gateway (LSRG) 
functionality to allow the legacy selective routers to transfer calls with Automatic Number Identification 
(ANI) and Automatic Location Identification (ALI) information to deployed NGCS and vice versa. 
Legacy functionality and components shall be in place and operational during the NG911 transitional 
phase until all 911 authorities and PSAPs served by the legacy selective router have completed the 
transition. 
  
Describe the steps bidder will take to meet the transition timelines and minimize overlapping network 
costs. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As one of the largest ILECs and operating four of the five legacy selective routers (LSR) in Nebraska, CenturyLink can minimize and provide 
significant cost savings to the Commission. Our proposal includes all ES Trunk connectivity to our POIs from CenturyLink serving wire centers with no 
cost recovery. CenturyLink will not bill cost recovery to the Commission under state tariff for this connectivity if CenturyLink is awarded the State 
contract to provide NG9-1-1 services.  

Included in our solution is an LSRG and all inter-tandem trunking required to connect to all five state LSRs. Often missed and critically important in 
the migration to a NG9-1-1 solution is the migration of PS ALI customers. Without continuing to support the LSR for legacy PS ALI customers, these 
customers can be left scrambling to find an alternative solution that works with a NG9-1-1 system. CenturyLink will continue to maintain and support 
the LSR and LSRG until all PS ALI customers are migrated as the final phase to decommissioning the LSRs. 

CenturyLink has developed a process we call “Transitional, Consolidation and Transformation” (TCT) which provides a robust tried and tested 
framework. TCT projects have 3 broad phases: 

1. Transition – CenturyLink will take-over customers’ existing estates and enable them take advantage of instant cost savings. 

2. Consolidate – CenturyLink will look to make efficiency savings and network improvements. 

3. Transform – CenturyLink will work with the State of Nebraska to implement new NG9-1-1 technologies to agreed service levels. 

CenturyLink Project Management (CPM) adheres to Best Practices Methodology as prescribed by the Project Management Institute standards. The 
CPM charter underscores CenturyLink’s commitment to facilitate a seamless transition for our customer’s communications services to CenturyLink’s 
network, ensure compliance with the terms of the contract, and maintain customer satisfaction throughout the project life cycle. We believe that by 
following these proven project management practices, the project milestones can be successfully achieved. 

MIGRATION STEP 1: 

In order to eliminate the current expense associated with the existing ALI DBMS, Migration Step 1 involves provisioning of the Location Database 
(LDB).  Once this step is complete, the existing ALI DBMS can be eliminated. Our Proposal includes an LDB that can serve as both an ALI and a LIS.  
We provision a migration mechanism for both data and business processes, making the transition a flexible, yet controlled, evolution.  We support 
current and future versions of location validation, emergency call routing, and location-based call routing. Our service consists of database and 
database management software. It provides request / response and is compatible with all leading Automatic Number Identification (ANI) / ALI 
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controllers as well as NG9-1-1 components such as Legacy Network Gateways (LNGs) and Emergency Service Routing Proxies (ESRPs). Our 
software can provision customer location data manually and in batches. 

MIGRATION STEP 2: 

In order to eliminate the current expense associated with State reimbursements to originating service providers for connectivity to selective routers, 
Migration Step 2 connects OSPs to our NG9-1-1 ESInet.  Once that occurs, 9-1-1 calls will be routed through the NG9-1-1  ESInet to the selective 
routers.  Existing OSP connectivity to the select routers can be disconnected. OSPs deliver 9-1-1 calls to the POI with the ESRN in the calling party 
‘to’ field and ANI or ESQK/ESRK in the calling party ‘from’ field. The trunks are processed through a Protocol Internetwork Function (PIF).  The PIF 
converts TDM trunks to Session Initiation Protocol (SIP) trunks with ANI, ESQK or ESRK in the P-Assert Identity field. The PIF also provides TTY 
transcoding for TDM trunks. The NG9-1-1 ESInet also provides a direct interface for OSPs able to connect via SIP with or without PIDF-Lo. 

MIGRATION STEP 3: 

In a parallel effort to Migration Steps 1 and 2, we will engage with the State and individual PSAPs to configure our NGCS.  Our team will work with the 
user agency(s) to develop a Functional Specifications Document (FSD) that will establish in detail the specific goals, objectives, deliverables, and 
measures of success.  At this point, a Project Management Plan (PMP) can be developed with a high degree of certainty.  Once 9-1-1 calls flow 
through our NG9-1-1 service in step 2 above, PSAPs can be systematically and individually transitioned off the selective router and onto NGCS 
solution.  This process mitigates transition risk by allowing for fallback to legacy connectivity.  Once thoroughly tested, PSAPs can disconnect from 
the selective router and repurpose associated expense for NG9-1-1 services. PSAPs with CPE that does not currently support an IP interface will be 
equipped with an LPG.  The PIF portion of the Legacy PSAP Gateway (LPG) will be provisioned on-site.  Once the PSAP has upgrade their CPE to 
accommodate NENA i3 IP connectivity, the LPG will be replaced with an SBC.  It is strongly recommended that the PSAP use their funds to upgrade 
their CPE instead of purchasing an LPG.   

CenturyLink will provide transition planning and migration support and timelines through our assigned Project management team.   

The detailed steps to transition to the NGCS LNG/LSRG is outlined in Attachment 2.d “CenturyLink Sample Program Management Plan for Nebraska” 
document. 
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NGCS 5 – NG9-1-1 Transitional Drawing 
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NGCS 
6 

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Previous Work on Similar Solutions 

1. Explain how bidder has worked with legacy OSPs with similar solutions on similar projects.  
2. Submit specific plans for working with established legacy 911 service providers in Nebraska. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response: 

1. CenturyLink has a long history of working with OSPs across the globe. We are ILECs and/or CLECs in all 50 states. Our most recent work with 

OSPs on a CenturyLink NG9-1-1 solution is in SD, CO, and CA. In SD and CO, CenturyLink provided all E9-1-1 services in the state. In CA, 
CenturyLink operates as a CLEC. We are currently in the deployment phase of the network and are working with OSPs to move their services to 
CenturyLink POIs. 

2. CenturyLink is the major legacy 911 service provider in the state. For this response, we will detail our plan for working with the other state 911 
service provider, Windstream. CenturyLink has a long relationship with Windstream in Nebraska and other states were CenturyLink and Windstream 
operate. CenturyLink has existing interconnect agreements with Windstream and existing process for order services between us.  

Step 1 - Design, Assign & Test (Timeline ~ 30 days):  OSP inventories 9-1-1 connectivity and capacity requirements. Our team reviews end-to-end 

signaling design with OSP.  OSP requests LOA/CFA (Letter of Authority/ Customer Facility Assignment); our team assigns 9-1-1 POI location. We 
provide cross-connect information when the OSP connecting to our ESInet via SIP. OSP circuit activation (BERT) by Network Delivery Team. OSP 
and team coordinate trunk activation. 

Step 2 Signaling (Timeline ~ 25 days): OSP submits SS7 ISUP orders to enable (possible 3rd Party). If SIP, share host and IP with OSP and 

coordinate Inter-Op testing. OSP and our team coordinate end- to- end test calls to our NG9-1-1 ESInet.  The OSP’s and our CenturyLink Public 
Safety team will ensure proper routing is in place on the voice and signaling switches to deliver calls to the NG9-1-1 solution. The OSP’s and 
CenturyLink Public Safety team will coordinate and execute the tests defined in the test strategy/acceptance test plan document. 

Step 3 Cutover (Timeline ~ 15 days): FINAL Maintenance Operation Protocol (MOP) review w/OSP. Team coordinates cutover dates. Execute 

cutover. 

Before and after system cutover, calls from any OSP serving a PSAP, must be able to be answered by that PSAP and transferred to, at a minimum, 
any other PSAP to which they were initially able to transfer. To ensure call integrity during the deployment, we execute a detailed NG9-1-1 testing 
plan that includes: 

 Extensive connectivity checks. 

 SBC Security Testing:  

– (1) Topology Hiding – The SBC will be configured to protect the identity of phones, computers and IP devices under test. (optional)  

– (2) Rogue RTP Protection – RTP stands for Real-Time Protocol which is responsible for delivering real-time media. The SBC will be 
configured to include provisions to detect and block Rogue RTP media streams.  

 SBC/SIP Call Routing/Policy Management tests (signaling and Media). Signaling and media will be generated by the OSP. 

 SIP Trunking Interoperability between our ESInet and NGCS 

 SIP Trunking Interoperability between our ESInet and NGCS Production Environment 
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 TDM to SIP messaging conversion/Translation 

 SIP Message manipulation/Mediation – ESRN/ESQK. ESRN SIP Header Insertion 

 Media Transcoding – Testing Different Codecs, G.711, G.726 optional, G.729 optional. Ensuring the Media Codecs are supported. 

 DTMF/Fax Interworking – Dual-tone multi-frequency. IP based T.38 Fax Transmission functionality 

 Abandoned and Silent Calls: 

– (1) Abandoned call testing 

– (2) DTMF tone testing 

– (3) TDD/TT/TTY call testing 

 Basic T1 BERT Testing – ESF (Extended Super Frame), AMI (Alternative mark Inversion) or B8ZS (Bipolar 8 zero substitution) encoding 
methods, CRC error testing. 

 Redundant Components Failover Testing: SBC, Ethernet Switching TDM Conversion 

 Circuit Failover Testing 

 Site Failover Testing 

 End to end Validation testing - CSP to PSAP 

 Load Balancing – Distributing Traffic Load testing. SIP call load balancing vs failover functionality testing 

 Simulation of Peak Traffic Load. 

 Reporting/Monitoring Testing (Peak Load) 

 Alerting/Alarm Validation Testing (Peak Load) 

 SLA Compliance Testing (Peak Load). (1) Packet Latency – (20ms); (2) Packet Loss – (0.5%); (3) Jitter – (20ms) 

 MF trunk (CAS signaling) testing if required: 

–  (1) Trunk seizure and wink back 

–  (2) Feature group D testing 

– (3) Wireless emergency call routed via MSC over MF trunk (ANI and ESRD out pulse) 

– (4) Wireless emergency call routed via MSC and uses wireline compatibility mode 

– (5) On-hook indication to SIP BYE 

 SS7 interface.  

– (1) SS7 ISUP call end-to- end testing; Supervisory message testing (blocking/unblocking/ acknowledgement) 

 Call Transfer/Conference functionality testing 
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NGCS 
7  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Traffic Engineering Process 

Describe the process that will be utilized to analyze the current trunk engineering for 911 traffic, and 
to validate any applicable trunk rebalancing for public-safety grade service. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As a 911 service provider for the State of Nebraska CenturyLink has existing knowledge of the current ES trunks that terminate on our legacy 
selective routers. For OSPs that don’t currently terminate their ES trunks on one of the four CenturyLink selective routers in Nebraska, we use the 
Local Exchange Routing Guide (LERG) database managed by Telcordia, that provides all the existing wire centers within the state and the number of 
subscribers serviced out of those wire centers. In addition to traditional wireline services, these reports provide the subscriber base of VoIP and 
wireless OSPs. CenturyLink uses a long standing and proven industry standard to calculate the required ES trunks for wire centers based on the 
number of subscribers serviced by a serving wire center. 

The industry rule is for serving wire centers with 10,000 or less subscribers, 2 ES trunks must be provisioned to route 911 calls. For every additional 
5,000 subscribers, one additional ES trunk must be provisioned. Therefore, a wire center with a subscriber base of 20,000, we would expect that OSP 
to deliver 4 ES trunks to our Point of Interfaces (POI). In this example, the OSP would deliver 2 ES trunks to POI A and 2 ES trunks to POI B. 

From the POI to our LNGs, we provision diverse DS3s, one to each of our geo-redundant carrier grade LNGs. Each DS3 is provisioned to carry 100% 
of the TDM traffic from the POI to the LNG in the event connectivity to an LNG is lost. The number of DS3s from each POI to the LNG is a function of 
the number of ES trunks terminating at the POI. Each DS3 can carry up to 672 DSOs or ES trunks.  

After the media has be transcoded to IP at the LNG, CenturyLink provisions diverse 10G IP circuits to each geo redundant dedicated NG9-1-1 SBC. 
Each link from the LNG to the SBC is provisioned to handle 100% of the traffic load. 

At implementation, we will adjust (rebalance) our POI capacity up or down based on the number of ES trunks OSPs will deliver. After implementation, 
CenturyLink monitors the ingress TDM traffic, validating we are delivering a P.01 grade service or greater on all trunk groups.  

Connections to the PSAP are sized up to accommodate necessary bandwidth based on a concurrent G.711 SIP session (Call path). Each circuit is 
engineered to handle 100% of the call demand in the case of a failure of the primary or secondary circuit. 

Our model is deployed from a network perspective with a 2N redundancy model – each remote site is provisioned with bandwidth as is required to 
serve the total number of TDM voice trunks provisioned at the site and has at a minimum media diverse solution which is scalable to meet future 
needs with uplift in price for increased bandwidth. 

The MPLS network is designed in a 100% capacity and 100% redundancy configuration so that if one MPLS carrier’s network goes down, the 
redundant bandwidth can manage 100% of the PSAP’s capacity. The end result is a network that is truly public safety grade in terms of capacity, 
reliability, and redundancy. 

The overall network transport elements are engineered for maximum simultaneous call capacity requirements. Ingress call capabilities are engineered 
to the Originating Service Providers specific simultaneous call delivery capacity. Egress call delivery to PSAPs is specified by the PSAP CPE and 
controlled by the SIP messaging interactions between the ESRP and the PSAP’s Terminating ESRP. Call Administration Control (CAC) capabilities 
are used to restrict IP ingress call capacity where legacy TDM trunks have been retired and replaced with IP transport capabilities. The i3 Core NG9-
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1-1 processing elements are engineering to exceed simultaneous call delivery and call arrival rate requirements. The ESInet solution is designed to 
exceed call capacity requirements and has effective internal mechanisms to deal with volume scenarios, therefore, establishes a capability to 
effectively manage call congestion and control requirements.   

NGCS 
8  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Location Information 

The LNG shall obtain location information to define, create, populate and send the correct Presence 
Information Data Format Location Object (PIDF-LO) parameter to the correct ESRP or terminating 
PSAP, as described within NENA-STA-010.2-2016. Describe how the solution meets or exceeds the 
above requirements. 

Comply 
 
X 
 
 

Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

    

Bidder  Response: 

The LNG obtains location information to define, create, populate and send the correct Presence Information Data Format Location Object (PIDF-LO) 
parameter to the correct ESRP or terminating PSAP, as described within NENA-STA-010.2-2016.  

CenturyLink’s NG9-1-1 solution complies with NENA 08-003 which itself is based upon IETF RFCs such as SIP (RFC 3261), HELD (RFC 5985/6155), 
PIDF-LO (RFC 4119 and successive updates), and IETF ECRIT best practices documents and ANSI standards. 

The ESRP processes ingress calls received using Session Initiation Protocol (SIP) signaling with location embedded in the PIDF-LO from i3 
compliant carrier networks, from legacy carriers, or selective routers via the LNG/LSRG or from an upstream i3-compliant ESInet. 

The HELD interface into CenturyLink’s NG9-1-1 solution Location Database (LDB) is leveraged by the LNG to retrieve PIDF-LO, either by value or 
reference, to be delivered to the PSAP within the SIP messaging. The HELD interface is also presented to the PSAP CPE to provide dereferencing 
services and/or provide location updates for wireless calls. 

 

.  
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NGCS 
10  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Protocol Conversion 
External Interfaces 

The LNG external interfaces shall comply with NENA-STA-010.2-2016, requirements SLA 1-23, and 
other applicable standards and requirements. Describe how the solution meets or exceeds the above 
requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution service supports TDM SS7 calls from Originating Service Providers (OSP) as the standard ingress signaling 
configuration. Other signaling options such as PRI and CAMA can be supported upon request. The ESInet standard interfaces supported are listed 
below. 

 9-1-1 Call Signaling Type 

 SS7 Wireline/NCAS (10 digits) 

 PRI/NI-2 (wireline, NCAS) 

 Analog CAMA I+7 (I always = 0) 

 DS1 CAMA I+7 (I always = 0) 

 DS1 CAMA 7 (No I digit) 
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NGCS 
11  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Baudot Code Transcoding 

The bidder’s BCF solution shall support transcoding of Baudot tones to real-time text (RTT), as 
described in IETF RFC 4103. Describe how the solution meets or exceeds the above requirements. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Our Legacy network Gateways transcodes Baudot to RTT as described in RFC 4103.   

We comply with NENA 08-003, NENA-STA-010.2-2016 that requires interworking real time text and TTY in our PIF component per RFC 5194, 
accepting DTMF signaling from the legacy PSAP and sending it to the NIF component in RTP packets, per RFC 4733, and recognizing Baudot tones 
in incoming media and replacing them with RFC 4103 real time text. 

CenturyLink is committed to working within the specifications laid out by NENA, the PSAP communities and industry partners for Next Generation 9-
1-1 and NENA i3 standards. 

Specific delivery options available today that allow RTT to be delivered via TTY (baudot) emulation will be supported in the CenturyLink NG9-1-1 
ESInet solution presented to the appropriately routed PSAP’s. 

CenturyLink’s NG9-1-1 solution supports MSRP as the standard protocol for handling text. Other protocols such as XMPP may be supported if 
interworked to MSRP prior to NGCS presentation.  We support RTT within the NG9-1-1 data stream natively.  It is the role of the call-handling 
equipment to decode RTT correctly. 

CenturyLink will also work closely with Originating Service Providers, ESInet functional component vendors, and PSAP CPE vendors to proactively 
support end-to-end interoperability. 

Specific delivery options available today that allow RTT to be delivered via TTY (baudot) emulation will be supported in the CenturyLink NGS solution 
presented to the appropriately routed PSAP’s. 

CenturyLink’s NG9-1-1 solution supports RTT within the NG9-1-1 data stream natively.  It is the role of the CPE equipment to decode this correctly. 
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NGCS 
12  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Callback Number 

The LNG shall support obtaining the callback number associated with any pseudo ANI data that does 
not include the callback number. This may require the Contractor to obtain the callback number from 
the wireless or VoIP provider and may include additional recurring and non-recurring costs that are 
independent of this RFP. The Contractor shall be responsible for all recurring and non-recurring costs 
associated with this requirement. Describe how the solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution uses a Legacy Network Gateway (LNG) that provides a mechanism to obtain the caller’s location and callback 
number at the time of the call by using the Location Interwork Function (LIF) to query the OSP’s appropriate transitional location database solution.  

Prior to the carrier’s i3 transition, CenturyLink will continue to manage the location data retrieval solution on behalf of the OSP. solution is designed to 
leverage the existing VoIP and Wireless legacy solutions during the transitional period while those carriers work towards i3 readiness. Prior to OSP i3 
readiness, the provider will continue to send the pseudo ANI with the originating call to CenturyLink’s NG9-1-1 solution LNG. Once received by the 
LNG, the CenturyLink’s NG9-1-1 solution will perform the proper NIF, LIF, and PIF functions to query the CenturyLink-managed LDB and steer 
queries to the external OSP location database to acquire the callback number and location information.  

The HELD interface into the CenturyLink Location Database (LDB, aka ALI) is leveraged by CenturyLink’s NG9-1-1 solution system to retrieve PIDF-
LO, by value, to be delivered to the PSAP within the SIP messaging. The HELD interface is also presented to the PSAP CPE to provide 
dereferencing services and/or provide location updates for wireless calls. 

Note that not all ALI fields map to PIDF-LO, for example Class of Service and Customer Name. As such, CenturyLink will also provide an ADR 
interface to retrieve this information to be included in the SIP signaling. For these fields, the LNG supports the Additional Data protocol (draft-ietf-ecrit-
additional-data-28) to provide these data fields via the Additional Data Repository (ADR).  

This solution is in production with multiple live CenturyLink-managed i3 PSAPs.  
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NGCS 
13 

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Event Logging 

The LNG shall facilitate logging of all significant events and 911 calls received and processed. Each 
call log shall contain all relevant parameters defined in Section 5.13.3 of NENA-STA-010.2-2016. 
Describe how the solution meets or exceeds the above  requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The LNG facilitates logging of all significant events and 9-1-1 calls received and processed. Each call log shall contain all relevant parameters as 
defined in NENA STA-010.2-2016. 

CenturyLink’s NG9-1-1 solution provides an i3 logging capability per the NENA STA-010.2 specification. The system can support near real-time log 
delivery and web service interfaces for log retrieval from authorized clients. CenturyLink’s NG9-1-1 solution logs hundreds of data points for each call 
that traverses the system to assist in tracking and troubleshooting calls. Logged events include ingress and egress to an ESInet, ingress and egress 
to a PSAP, all steps involved in call processing, and processing of all forms of media. 

The Customer Management Portal provides participating PSAPs and approved personnel 24x7 access to call detail records through a secure, web-
based portal. The call detail records provide the user with all the pertinent information for each call. 

Users have a predetermined PSAP or set of PSAPs for which they can view statistics. For example, some users will only be able to view their own 
PSAP’s statistics, while another user may be provided authorization to view all PSAPs in a county, region, state, or other appropriate grouping. 

Event data is time stamped upon ingress of payload entry through the LNG or BCF and at the time of answer and disconnect at the PSAP. Event data 
also tracks the time for each functional element to perform routing and PSAP assignment, by tracking the time it takes to traverse from the selective 
router to be delivered to the PSAP. This event data tracking by functional element allows for call diagnostics. 
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NGCS 
14  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Extraction of Log Files 

All LNG log files shall be capable of being extracted in near real-time and shall be in a format suitable 
for importing into a spreadsheet or word-processing program. Describe how the solution meets or 
exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

LNG log files are capable of being extracted in near real-time and are available in a format suitable for importing into a spreadsheet or word 
processing program. Our LNG CDRs are captured using our SolarWinds monitoring and reporting system. These CDRs are passed through RFM / 
IAA as is data from all our monitoring tools. All CDRs are stored in our SPLUNK application for operational analysis and troubleshooting, CDR and 
syslog output for off-line analysis. 

. 
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NGCS 
15  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
High-Availability Design 

The LNG solution shall be deployed in a high-availability design to meet public safety-grade resiliency 
and redundancy requirements, Section V.D.1.b. (General Requirements – Technical – Public Safety 
Grade). Describe how the solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution achieves 99.999% service availability 24x7x365 for call processing and has no single point of failure that will disrupt 
the ability to provide on-going call processing. All functions necessary for call processing are deployed in a highly available configuration and 
duplicated across Core sites and LNGs. Transactions or call traffic divert to available components on failure or degradation of Service of a given 
functional component or a loss of a physical site. IP transport paths for critical service components are redundant and designed for multipath IP 
packet delivery so the failure of a given IP transport mechanism does not affect overall service availability. 

All our critical elements are deployed in an active-active mode. Each NGCS instance is paired with a redundant instance.  Each redundantly paired 
instance is also paired with a geographically redundant, active-active pair. Our geographically diverse, active-active design means that up to three of 
the four NGCS instances can fail and the remaining instance will continue to carry the entire task load with no interruption nor degradation of service. 
Multiple GIII gateways are configured to operate in a dual redundant SS7 signaling architecture for added reliability in high availability environments. 

All network routing infrastructure is designed and deployed in an N+1 model. N+1 redundancy provides a minimum of one additional unit, module, 
path, or system in addition to the minimum required to satisfy the base connectivity, ensuring that a failure of any single component at a given diverse 
site, such as an LNG, will not render the location inoperative. All network connectivity is established via dynamic routing protocols. The use of 
dynamic routing protocols allows the routers to automatically discover each connected network and adapt to changes in the network topology. 

CenturyLink’s LNGs are designed with high availability and meet public safety-grade resiliency and redundancy requirements.  

CenturyLink deploys a minimum of two redundant POIs for OSP to connect their end offices to. OSPs connect half of their ES Trunks to POI A and 
the other half to POI B. From each POI, we provide a pair of diverse DS3 circuits with circuit A terminating at LNG A and circuit B terminating at LNG 
B. This design provides for 100% failover from one LNG to the other LNG in the event connectivity from a POI to an LNG experiences a service 
disruption. 

From each LNG, we configure a pair of diverse 1G MPLS circuits to each of our diverse session border controllers (SBC). This design provides for 
100% failover of all traffic from one SBC to the diverse SBC. 

From our diverse SBCs facing the LNGs, we configure a pair of diverse 10G circuits to our diverse SBCs facing into our NGCS. This design provides 
for 100% failover of all traffic from the LNG SBCs to the NGCS SBCs. 

All terminating equipment at our POIs and LNGs are designed with high-availability and redundancy. There is no single point of failure in our LNG 
design.  

On the egress side of our LNGs, we deploy a set of HA routers for our MPLS network to a diverse pair of SBCs. At each SBC location, we have two 
active SBCs for additional redundancy.  
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The use of dynamic routing protocols allows the routers to automatically discover each connected network and adapt to changes in the network 
topology. 

 

NGCS 15 – LNG High Availability Design. 
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NGCS 
16  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Legacy Selective Router Gateway (LSRG) Functionality 

The LSRG functionality shall support selective transfer, commonly referred to as “star code” transfers, 
made by legacy PSAPs for calls destined for the NextGen911 PSAPs or to neighboring legacy PSAPs 
outside of the ESInet. Describe how bidder’s LNG solution provides for LSRG functionality. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder   Response:  

CenturyLink will provide a LSRG to facilitate the transfer of 911 calls from a legacy PSAP to a NG911 PSAP and from a NG911 PSAP to a legacy 
PSAP with the capability of using star codes. 

The LNG/LSRG relationship is addressed in our NG9-1-1- ESInet Solution.  It provides the transitional elements to convert traffic from TDM/SS7 to 
SIP. Through diverse Point of Interconnections (POIs) strategically placed across Nebraska. Our LNG functions for the legacy network (LNG, LSRG) 
as well as enhanced wireless Location Determination Services (LDS). This solution supports star codes natively as part of its design. 

Our NG9-1-1 network supports star code transfers made by legacy PSAPs for calls destined for PSAPs on the ESInet or to neighboring legacy 
PSAPs outside of the ESInet. 

A call taker can use a single button on the call taker’s display to complete either a transfer or three-way conference. They can transfer an incoming 9-
1-1 call to another agency by pressing a button labeled with the type of agency: for example, "Fire"-on the PSAP premises equipment. These 
transfers utilize pre-provisioned codes on a per-PSAP basis. 
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NGCS 
17  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Proposed LNG Locations 

Provide the proposed locations for hosting the primary LNGs for the NextGen911 system, including 
the data center tier level for the host sites. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink uses our carrier grade Sonus gateways for our LNGs. We have three sets of gateways installed in tier 3 data centers our carrier hotels. 
The locations of our GSXs are as follows: 

 Huston, TX – Tier 3 

 Chicago, IL – Tier 3 

 Highland Ranch, CO – Tier 3 

CenturyLink will terminate OSP using these three LNGs.  

 

NGCS 
18  

Next Generation Core Services Elements (NGCS) 
Legacy Network Gateway (LNG) 
Charges for Dual Service 

The bidder shall be responsible for meeting the timelines outlined above in requirement NGCS 2 and 
3. If the transition from the legacy selective routers to NGCS exceeds the committed timeline, and is 
attributable to the acts or omissions of the Contractor, the Contractor will accept responsibility for 
financial support of the legacy network until such time as the full transition is complete. 
 Describe how bidder’s solution meets this requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

All our CenturyLink deployments includes a parallel installation when moving to a NG9-1-1 solution.  We understand this requirement and accept 
financial responsibility 
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NGCS 
19  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
BCF Description 

The BCF shall provide logical network security functions between external networks and the ESInet, 
and between the ESInet and PSAP networks. The BCF is responsible for numerous functions, 
including the following: 
 
a. Border firewall 
b. VPN 
c. IDS/IPS 
d. Session Border Control (SBC) 
e. Opening and closing of pinholes 
f. Limiting access to critical components using VLANs 
g. Call admission control 
h. Media transcoding 
i. Signaling protocol normalization and interworking 
j. Network Address Translation (NAT) 
k. Codec negotiation 
l. Support for QoS and priority markings 
m. Media proxy 
 
Provide details, including drawings, describing how the proposed BCF meets or exceeds all functions 
listed above and the requirements described in NENA-STA-010.2-2016, as well as additional firewall 
requirements described in NENA 04-503, NENA-INF-015.1-2016, and NENA 75-001, or the next 
subsequent version of the NENA documents listed that are publicly available at the proposal release 
date. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As part of CenturyLink’s NG9-1-1 solution, we provide a Border Control Function (BCF) to interface with any non-trusted network components. The 
BCF provides session border control and border firewall functionality in accordance with the National Emergency Number Association (NENA) STA-
010.2-2016 specification. The BCF inspects, modifies and controls SIP signaling and associated media where Emergency Services IP Networks 
(ESInet) and agency networks interconnect and where the ESInet connects with service provider networks. The BCF mitigates security threats, 
resolves interoperability problems, and ensures reliable SIP-based communications. It is designed to protect and control real-time voice, video, and 
text NG9-1-1 sessions as they traverse IP networks between callers and Public Safety Answering Points (PSAPs). 

The core functionality provided by the ESInet BCF under this proposed solution is in alignment with the requirements of the NENA i3 document STA-
010.2-2016. Highlights of the key functions provided are: 

 Border Firewall – the BCF provides border firewall functionality in accordance with NENA STA-010.2-2016. 

 VPN – the BCF’s SBC supports encryption for calls that are not protected using SSL/TLS or IPSEC VPN. 
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 IDS/IPS - Each core emergency call processing site includes border control and security functions including firewalls, intrusion detection 

systems, and intrusion protection systems.  Security management personnel specialize in managing and operating these facilities and 
validate their operation. 
CenturyLink’s NG9-1-1 solution security architecture employs defenses that include, but are not limited to, stateful packet inspection 
firewalls, IDS/IPS, multi-factor authentication, strong encryption, anti-virus/anti-malware, and vulnerability/patch management solutions. All 
inter-zone traffic is restricted to only the necessary protocols/destinations, for both ingress and egress. 
The network is capable of processing all traffic, but administratively denies protocols identified as a threat, or that otherwise fall outside of 
pre-defined parameters. This is partially managed via routing tables and/or Access Control Lists (ACLs). CenturyLink continually investigates 
and upgrades with new advances in protective technology with tools such as Intrusion Detection System (IDS). 

 Session Border Control (SBC) - the SBC supports SIP over Transmission Control Protocol (TCP) primarily and recommended, User 

Datagram Protocol (UDP), Transport Layer Security over TCP (TLS-over-TCP), and Stream Control Transmission Protocol (SCTP). The 
SBC populates Layer 3 headers in order to facilitate priority routing of packets and enables interworking between networks utilizing IPv4 and 
IPv6. 

 Opening and closing of pinholes - CenturyLink’s NG9-1-1 solution BCFs are set to deny by default all traffic. Rules are built into the 

BCF/firewall such that pinholes between the firewalls will allow trusted/known traffic. Allowances go through rigorous scrutiny before being 
approved by the NOC/SOC. Once approved, changes are made on a regular basis following standard procedures to ensure no other 
pinholes are opened. CenturyLink’s NG9-1-1 solution NOC/SOC also does on-going traffic studies on the firewalls. If a pinhole is opened but 
not used, the NOC/SOC will close the pinhole if necessary. 

 Limiting access to critical components using VLANs - The proposed ESInet is a Quality of Service (QoS)-managed private IP network 

which can prioritize any type of IP traffic: voice, data, and multi-media. The solution uses QoS and VLANs between data centers and PSAPs 
to prioritize and protect the data/traffic.: 

 Call admission control – Call admission control (CAC) is used when establishing connectivity to internal and external IP resources. 

 Media transcoding and Signaling protocol normalization and interworking - Below is a detailed list of the various VoIP protocols and 

established multimedia sessions supported by CenturyLink’s NG9-1-1 solution. As designed, the CenturyLink’s NG9-1-1 solution is 
evolutionary and will be able to support future i3 specifications. The CenturyLink’s NG9-1-1 solution infrastructure is created to not only 
support an IPSR environment, but to support i3 NENA protocols, features, and functions. 

Video/Audio 

 Codecs  

– G.711 – telephony equivalency 

– Have tested (note: some of these have license costs) 

 G.729 

 G.723 

 AMR-WB 

 Voice Quality 

 Adaptive Jitter Buffers 

– Automatic Gain Control 
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– Echo Cancellation 

– RCTP-XR 

– No degradation of MOS score from input to output 

– Existing deployments have run at > 4.0 MOS score  

 Loss of RTP detection 

– network caused loss of RTP recovery in place 

 automatically converges RTP to the other network 

– Loss of RTP due to component failure 

 under development 

 will automatically re-present the call 

 Packet Capture for analysis 

 VQ test calls made to measure PESQ/MOS scores 

– Test device deployed at each PSAP for measurements 

Signaling 
 TDM 

– SS7 (North American) 

– ISDN/PRI (Q-SIG) 

– End Office CAMA 

 I or II digits 

 7- or 10-digit ANI 

 SIP 

– SIP + PIDF/LO 

– Architecture supports SIP with Multi-Media Attachments 

 MSRP for text 
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Figure 4: Nebraska ESInet Signaling Protocols 

 Network Address Translation (NAT) - CenturyLink’s NG9-1-1 solution uses a set of Header Manipulation Rules (HMR) in the SBC to NAT 

SIP headers in the messages. When the SBC receives a message the rules are applied, and the IP addresses in the headers are changed 
to correspond to the egress SBC interface and network. When messages are returned to the ingress (caller side), the SBC will NAT the 
headers back to the original IP addresses that were used in the originating message. 

 Codec negotiation - CenturyLink’s NG9-1-1 solution system performs codec negotiation and upgrades all calls to a codec of G.711. 

 Support for QoS and priority markings - uses QoS and VLANs between data centers and PSAPs to prioritize and protect the data/traffic. 

 Media proxy - CenturyLink’s NG9-1-1 solution will perform this function. 

Each core emergency call processing site includes border control and security functions including firewalls, intrusion detection systems, and intrusion 
protection systems.  Security management personnel specialize in managing and operating these facilities and validate their operation. 

CenturyLink’s NG9-1-1 solution security architecture employs defenses that include, but are not limited to, stateful packet inspection firewalls, 
IDS/IPS, multi-factor authentication, strong encryption, anti-virus/anti-malware, and vulnerability/patch management solutions. All inter-zone traffic is 
restricted to only the necessary protocols/destinations, for both ingress and egress. 
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The network can process all traffic, but administratively denies protocols identified as a threat, or that otherwise fall outside of pre-defined 
parameters. This is partially managed via routing tables and/or Access Control Lists (ACLs). CenturyLink continually investigates and upgrades with 
new advances in protective technology with tools such as Intrusion Detection System (IDS). 

The solution incorporates physical, network, and application security principals. Traffic between Core emergency call processing sites and distributed 
sites (e.g., ingress call traffic, PSAPs, management capabilities) is route- and protocol-secure. A combination of route paths, IP address recognition, 
limited protocols, VPNs, session border controllers, and firewalls secures the various communication elements of the proposed solution. 

The following diagram depicts how the CenturyLink’s NG9-1-1 solution BCF is deployed. 

 

Figure 5. ESInet Border Control Function 
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NGCS 
20  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
High-Availability Design 

The BCF solution shall be deployed in a manner to achieve 99.999 percent availability. Describe how 
the solution meets or exceeds the above requirements. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Each of the two geographically diverse data centers have redundant BCFs. The redundant n+1 BCF design and data center locations in Longmont, 
CO and Miami, FL allow for availability to meet or exceed 99.999%. 

 

NGCS 
21 

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
Auditing of System Log Files 

Management of the BCF shall include continuous auditing of the system log files for anomalies, and 
processes for responding to and managing security incidents. Describe how the solution meets or 
exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

We monitor and audit all aspects of CenturyLink’s NG9-1-1 solution for threats from a variety of sources. Net flow statistics and packet level capture 
and forensics are continuously performed. This capability assists in troubleshooting and anomaly resolution as well as providing assurance of reliable 
performance. 
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NGCS 
22 

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
Silence Suppression Detection 

The BCF shall be capable of detecting when silence suppression is present in the 911 call and of 
disabling silence suppression if it is detected in the call. Describe how the solution meets or exceeds 
the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Typically for 9-1-1 calls, an industry best practice is to preserve as much call detail as possible. Techniques such as voice activity detection (VAD) 
may not be sensitive enough to activate during low audio activity, and important background sounds may be missed. Additionally, some voice 
detection algorithms may not react in an expedient manner and may cut off the beginning of a word. 

The following comment is from NENA TID 08-501 in reference to silence suppression: “However, these techniques may not be appropriate for 
emergency calls in which "background noise" can be an important part of the call (both for the call taker and for logging recording purposes).” 

To that end CenturyLink’s NG9-1-1 solution does not enable silence suppression for any calls that use CenturyLink’s NG9-1-1 solution service. 
Currently, when CenturyLink’s NG9-1-1 solution receives an emergency call with silence suppression requested, the ingress BCF answers with 
silence suppression disabled. Since we don’t know if silence suppression was active or inactive for the upstream links, disabling silence suppression 
on the link into CenturyLink’s NG9-1-1 solution prevents us from potentially being the only link with silence suppression active and dropping 
potentially important low-level background sounds. 

NGCS 
23 

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
SIP Call Mediation 

The BCF shall mediate all incoming 911 calls from VoIP providers to Session Initiation Protocol (SIP) 
calls and should be done in accordance with NENA-STA-010.2-2016. Any specific variations or non-
compliance with this requirement shall be identified and documented below. Describe how the solution 
meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Please see this response filed with the PROPRIETARY INFORMATION 
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NGCS 
24  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
Event Logging 

The BCF shall provide the functionality to maintain logs of all 911 sessions and all additional BCF 
logging and recording requirements, as specified in NENA-STA-010.2-2016. Describe how the solution 
meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The BCF maintains logs of all 9-1-1 sessions and all additional BCF logging and recording requirements, as specified in NENA STA-010.2-2016. 

A customer management portal is available for PSAP administrators to view end-to-end CDRs in real time. CDRs include the start time of the call as it 
enters the ESInet, answer time, end time, digits for ANI and any errors encountered. 

Additionally, i3 logs from all ESInet i3 components will be available per the NENA STA-010.2 specification. CenturyLink will support near real-time log 
delivery and web service interfaces for log retrieval from authorized clients. 

NGCS 
25  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
NAT/NAPT Detection and Mediation 

Provide details on how the proposed Session Border Control (SBC) will recognize that a Network 
Address Translation (NAT) or Network Address and Port Translation (NAPT) has been performed on 
Open Systems Interconnection (OSI) Layer 3, but not above, and correct the signaling message for 
SIP. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution uses a set of Header Manipulation Rules (HMR) in the SBC to NAT SIP headers in the messages. When the SBC 
receives a message the rules are applied, and the IP addresses in the headers are changed to correspond to the egress SBC interface and network. 
When messages are returned to the ingress (caller side), the SBC will NAT the headers back to the original IP addresses that were used in the 
originating message. 
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NGCS 
26 

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
IPv4/IPv6 Interworking 

Provide details on how the proposed SBC shall enable interworking between networks utilizing IPv4 
and IPv6 using dual stacks, selectable for each SBC interface, based on NENA-STA-010.2-2016. All 
valid IPv4 addresses and parameters shall be translated to/from the equivalent IPv6 values. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution will provide either an IPv6 or IPv4 interface to external entities as desired for ingress to and egress from the service. 
IPv6 interfaces are supported according to NENA i3 standards. 

All network equipment has the capability to utilize IPv4 and IPv6 addresses and is configurable to support dual stack operation. Whereas some 
components of internal systems only support IPv4; this will not be a limitation for this solution. When an IPv6 external device sends a request packet 
to an internal IPv4 device, the ESInet Core strips down the IPv6 packet, removes the IPv6 header and adds the IPv4 header and passes it through. 
The reverse happens when the response comes back from the IPv4 device to the IPv6 device. The IPv4 network and IPv6 interfaces are continuously 
monitored for availability and performance. 

This is accomplished with the use of a back-to-back user agent session border controller, rather than Network Address Translations (NATs). All 
devices within the network shall be assigned static addresses. 
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Figure 6. IPv4 and IPv6 Support Model 
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NGCS 
27  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
SIP Support Over Multiple Protocols 

Provide details on how the proposed SBC shall support SIP over the following protocols:  
1. Transmission Control Protocol (TCP),  
2. User Datagram Protocol (UDP),  
3. Transport Layer Security over TCP (TLS-over-TCP), and  
4. Stream Control Transmission Protocol (SCTP).  
Protocols supported shall be selectable for each SBC interface to external systems. These transport 
layer protocols are generated and terminated at each interface to external systems. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The solution uses Transmission Control Protocol (TCP) within the ESInet and highly recommends that PSAP call handling solutions support TCP. If 
the size of the SIP INVITE is within 200 bytes of the maximum transmission unit (MTU) of an Ethernet frame, fragmentation is likely to occur. 
Fragmentation may have impacts ranging from call setup delays of unknown duration and quantity, to blocked or abandoned calls. In some instances, 
fragmentation has no discernible impact to the call. Packet fragmentation is not unexpected, and it can be handled appropriately with the use of 
Transmission Control Protocol (TCP). Another protocol, User Datagram Protocol (UDP), is commonly used in VoIP implementations. This protocol 
differs from TCP, and its mechanisms for handling packet fragmentation are weaker. 

While CenturyLink’s NG9-1-1 solution can support both UDP and TCP, we recommend that TCP be used. This recommendation is based upon the 
packet size experienced within CenturyLink’s NG9-1-1 solution, the anticipated growth of such packet sizes with forward-looking NG9-1-1 message 
sets, and applicable standards including the NENA i3 specification and IETF RFC 3261. 

Transport Layer Security over TCP (TLS-over-TCP) and Stream Control Transmission Protocol (SCTP) are supported and selectable for each SBC 
interface to external systems. 

NGCS 
28  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
Packet Prioritization Based on Session Type 

Provide details on how the proposed SBC shall be capable of populating the Layer 3 headers, based 
on call/session type (e.g., 911 calls) in order to facilitate priority routing of the packets. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Please see this response filed with the PROPRIETARY INFORMATION 
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NGCS 
29  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
Encryption of Unencrypted Calls 

Provide details on how the proposed SBC supports encryption for calls that are not protected entering 
the ESInet, based on NENA-STA-010.2-2016. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution provides a Border Control Function for encryption and interface with any non-trusted network components. The 
Border Control Function (BCF) provides session border control and border firewall functionality in accordance with the National Emergency Number 
Association (NENA) STA-010.2-2016 specification. The BCF inspects, modifies and controls SIP signaling and associated media where Emergency 
Services IP Networks (ESInet) and agency networks interconnect and where the ESInet connects with service provider networks. 

The solution for border control functions includes both security functions for the ESInet as well as the applications that ride the ESInet which include 
but are not limited to the SIP traffic on the ESInet. 

CenturyLink’s NG9-1-1 solution employs encryption-in-transit where possible on networks not under direct CenturyLink control. Encryption is 
achieved either using SSL/TLS or IPSEC VPN. Tunnels are encrypted for security with IPSEC tunnel protection. 
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NGCS 
30  

Next Generation Core Services Elements (NGCS) 
Border Control Function (BCF) 
BCF Elements 

1. Provide details, including drawings, describing the different BCF elements that the proposed solution 
comprises.  
2. As part of the details, identify all the elements and/or interfaces to be provided by the Commission 
and/or PSAPs to the bidder. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1. As part of CenturyLink’s NG9-1-1 solution, we provide a Border Control Function to interface with any non-trusted network components. The 
Border Control Function provides session border control and border firewall functionality in accordance with the National Emergency Number 
Association (NENA) STA-010.2-2016 specification. Customer access to the BCF is provided via the Customer Management Portal allowing for 
review of real-time CDR data. 

The BCF inspects, modifies, and controls SIP signaling and associated media where Emergency Services IP Networks (ESInet) and agency networks 
interconnect and where the ESInet connects with service provider networks. The BCF mitigates security threats, resolves interoperability problems 
and ensures reliable SIP-based communications. It is designed to protect and control real-time voice, video, and text sessions as they traverse IP 
networks between callers and Public Safety Answering Points (PSAPs). 

BCFs are included in the solution and interface to external components traversing through redundant BCF components. Each of CenturyLink’s NG9-
1-1 solution Core sites will have redundant BCFs. The redundant BCF components are market-leading products that provide high reliability and high 
availability. The BCFs work so that only authorized traffic to authorized end points are allowed. The redundant BCF design and redundant core 
architecture of CenturyLink’s NG9-1-1 solution allows for availability to meet or exceed 99.999%. 
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Figure 7. CenturyLink’s NG9-1-1 solution ESInet Border Control Function 

2.  CenturyLink’s BCF has minimal requirements from the Commission and/or PSAPs. CenturyLink’s BCF assumes that anything outside the 
ESInet/NGCS should be treated as untrusted. Therefore, only known traffic is permitted (whitelisted) to be allowed into the solution. CenturyLink 
connectivity to the PSAP’s CPE assumes the use of BGP as a routing protocol for a multimode setup such as the setup currently implemented in 
the State of Nebraska.  Customers may use their own public ASN if they have one or CenturyLink can assign an ASN for those that do not have 
one. Additionally, CenturyLink supports and recommends the use of BGP passwords. CenturyLink can generate passwords for those PSAPs not 
wanting to provide their own.  

NENA i3 standards strongly encourage the PSAP to have a security device providing a border between the ESInet and the local call taking 
equipment. Additionally, the ESInet routers installed at the PSAP will only be used for predefined traffic and not used as a default gateway. Using the 
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ESInet provider as a default gateway prevents the call-taking equipment from being able to reach any other local resource, such as email, internet, or 
other individual applications.  

CenturyLink also allows users to access the CenturyLink ESInet Portal for access to CenturyLink’s NG9-1-1 solution Customer Management Portal 
and additional reporting via secure internet connections using dual factor authentication. CenturyLink will provide the users with a 
username/password credentials and associated Entrust token to securely access the  CenturyLink’s NG9-1-1 solution Portal. Users do not have to 
supply their own tokens, and setup is included in the cost of the CenturyLink’s NG9-1-1 solution. 
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NGCS 
31  

Next Generation Core Services Elements (NGCS) 
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF) 
ESRP Description 

The ESRP routes a call to the next hop. It also evaluates the originating policy rules set for the queue 
the call arrives on, extracts the location of the caller from the SIP signaling, queries the Emergency 
Call Routing Function (ECRF) for the nominal next-hop route, evaluates the route based on policy 
rules and queue states of the downstream entity queues, and then forwards the call to the resulting 
next hop. Bidder’s proposed ESRP must meet or exceed NENA-STA-010.2-2016. Describe how the 
proposed solution meets or exceeds the standards. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution Emergency Service Routing Proxy (ESRP) supports i3 compliant routing functionality including full integration with 
geographically determined routing, carrier grade voice quality, and demonstrated reliability. 

CenturyLink’s NG9-1-1 solution provides the ability to interoperate NG9-1-1 systems in various configurations including the hierarchical network-of-
networks model. The 9-1-1 technical architecture accommodates interacting ESRPs and ECRFs via the associated SIP and LoST protocols, 
respectively. Within the ESInet, the ESRP is interconnected with the LIS and ECRF systems. Interconnection with the PSAPs is via the Border 
Control Function. 

The diagram below illustrates the ESRP/PRF functional components and the interfaces with other CenturyLink’s NG9-1-1 solution i3 solution 
elements. 
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Figure 8: ESRP/PRF Diagram 

The ESRP provides PSAPs with peace of mind by supporting multiple default routing fallback options until carriers transition to i3-compliant call 
delivery. Fallback to legacy ESN or No Record Found routing is supported to ensure every call is routed as accurately as possible even if VoIP or 
wireless carriers do not deliver or pre-provision routable location values or if carrier-provisioned records are error treated. If the ESRP must utilize the 
fallback ESN or NRF routing scheme, it will continue to deliver the call and location information. This innovative solution provides extreme reliability 
for the routing of calls. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

249 
 

Any additional documentation can be inserted here: 

 

The ESRP supports an option to configure PSAP routing by call type, supporting areas where wireless calls are routed to a different PSAP than 
would be otherwise determined by PSAP geographical boundaries, such as the State Patrol. 

CenturyLink is committed to compliance with the NENA STA-010.2 standards for all external interfaces included in CenturyLink’s NG9-1-1 solution 
Routing offer that require interoperability with other vendor’s systems. CenturyLink and our partner work directly with various vendors and participate 
in NENA Industry Collaboration (ICE) Events and other similar i3 lab programs for the purpose of developing and demonstrating such compliance. 
CenturyLink and our partner also adhere to the various required interoperability protocols specified for use in the NENA i3 standards, such as HELD, 
LoST, Additional Data, MSRP, and others.   

While most internal interfaces are also NENA i3 v2 compliant, certain internal functions are not, for the sake of safety, efficiency, and the fact that they 
are not currently intended to be exposed as external interfaces. A relatively small number of the NENA i3 v2 requirements are on CenturyLink’s NG9-
1-1 solution Routing roadmap, waiting for market demand. NENA standards compliance is an ongoing commitment and CenturyLink actively 
participates on NENA standards development committees and other Industry Forums (i.e. ATIS) to help define the industry direction. As standards 
are ratified and there is a market demand for new capabilities, CenturyLink will work with industry providers to develop and test functionality to the 
new standards. 

Policy route determination includes evaluation of the PSAP-configured routing policy, the time of day, the caller’s location (for geospatially determined 
alternate routing policies), the PSAP operational state, and the ring-no-answer timer configuration.  

The i3 SIP INVITE delivered to the PSAP (terminating ESRP) includes both geodetic/civic location, as available, and additional data conveyed by 
value and/or reference from the LIS and ADR interface responses. 

In addition to call delivery to i3-compliant PSAPs, the ESRP supports call delivery to legacy PSAPs. A sub-set of i3 routing policies can be 
provisioned for legacy PSAPs along with a 10-digit telephone number for delivery. 

When the ESRP receives an ingress call, it evaluates the SIP INVITE geolocation header within the PIDF-LO. If the geolocation header contains 
location by reference, the ESRP queries the LIS or LDB via the HELD interface to dereference the location and obtain a routable location provided as 
a geodetic and/or civic location value. The ESRP then queries the ECRF via the LoST protocol with the caller’s geodetic or civic address location to 
identify the destination URI for the call. 

Using the location-determined URI retrieved from the ECRF via the LoST protocol, the ESRP interacts with the Policy Routing Function to determine 
call routing. 

The ESRP supports N-way bridging and call transfers using i3 SIP REFER and subscribe/notify messaging. i3 PSAPs can transfer calls to both i3 and 
non-i3 PSAPs. Subscribe/notify messaging allows the PSAP or secondary PSAP to take control over the call bridge once the call has been 
transferred. 
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NGCS 
32  

Next Generation Core Services Elements (NGCS) 
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF) 
Transition to Geospatial Routing 

Bidder understands that all PSAPs and regions may not be ready for geospatial routing on day one of 
operations and shall provide tabular routing services, also known as Internet Protocol Selective 
Routing (IPSR), until such time as PSAPs and regions are ready for geospatial routing. In bidder’s 
separate cost proposal response, indicate the pricing difference between tabular and geospatial 
routing. Describe the process for transitioning each PSAP or region from tabular routing to geospatial 
routing as PSAP’s becomes ready and the manner in which the solution provides for routing by both 
means simultaneously. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Establishing and migrating from the existing legacy system to CenturyLink’s NG9-1-1 solution infrastructure is substantial. Interconnecting OSPs, 
designing the network, establishing redundant and diverse networks, testing, configuration, and turnup. Once CenturyLink’s NG9-1-1 solution system 
is in operation, additional capabilities were designed to be configurable without and major disruption in service.  

Most of the work for the transition from IPSR routing to i3/geospatial routing occurs on the PSAP/regional side.  Moving to i3 NG9-1-1 begins with a 
data assessment that includes GIS data. The 9-1-1 Authority must establish a strategy to move from legacy ESN-based call processing to the NENA 
i3 call processing model. The structure of that transition will affect how to evolve existing data.  

CenturyLink has created a GIS Data Provisioning Roles and Expectations v.3 document attachment, which allows this transition to go smoothly. This 

documentation includes guidelines on how to prepare the data for i3 functional element consumption. Additionally, training will be provided on how to 
properly use the GIS Spatial Interface (SI) to upload and manage ongoing spatial information. CenturyLink will have staff available to assist with the 
initial implementation and ongoing day-to-day support of GIS data maintenance. 

The GIS Authority and MSAG coordinator will need to create processes and procedures (if not already completed) to maintain consistency between 
the MSAG/AL/Location Database and the Street centerline and address points within the GIS data. Until OSPs are fully i3 and using the LVF for 
validation of address records, the legacy SOI processes and address validations will need to remain in place. This can be a complicated process. 
CenturyLink will provide guidance on processes that have worked well in past i3 implementations. CenturyLink offers additional services outside of 
what is requested within this RFP to assist and streamline the ongoing management and validation of the legacy and GIS data. 

From a NGCS perspective, few modifications need to be completed. Incoming traffic will need to be re-designated as GIS routable. PSAP i3 
configurations within the ESRP will need to be created and tested through to the CHE prior to deployment. A test plan is run to validate the i3 
protocols are handled in the proper way and that calls can be transferred from i3 PSAPs to non- i3 PSAPs internal and external to CenturyLink’s 
NG9-1-1 solution. Fallback to ESN routing with i3 call delivery is also validated during the testing process. 

The NGCS processes listed above are not theory, they have been and continue to be deployed in CenturyLink’s NG9-1-1 solution areas across the 
country. 
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NGCS 
33  

Next Generation Core Services Elements (NGCS) 
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF) 
Policy Routing Function (PRF) Description 

The PRF is a required function of the ESRP. The ESRP interacts with the PRF to determine the next 
hop of a call or event. Before the ESRP sends the call to the next hop, it first queries the PRF to check 
the status of the next hop to determine if a unique routing rule or policy is in place that would direct the 
call to another location. The destination of the next hop is typically a queue. The PRF monitors the 
downstream queues of ESRPs for active understanding of the entity’s queue status. Describe how the 
solution meets or exceeds the standards. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Using the location‐determined URI retrieved from the ECRF via the LoST protocol, the ESRP interacts with the Policy Routing Function to determine 
call routing. 

The PRF accounts for the operational status of any downstream ESRP in the evaluation of any policy. This ensures that an ESRP is in an operational 
state before any message is sent to that ESRP’s queue. 

CenturyLink’s NG9-1-1 solution i3 policy routing will provide the State’s PSAPs with extensive flexibility to define and update standard and alternate 
routing polices. PSAPs can modify routing policies, set priorities, and modify their operational state. Routing policies can be defined as recurring or 
one-time. The rules-based routing proxy includes the following elements: 

 A repository of PSAP-defined routing policies. The following types of routing policies are supported: 

– Abandonment/Night Service Routing – The abandonment policy is engaged whenever the terminating ESRP (PSAP) operational 
state is defined as ‘Abandoned’. The PSAP operational state may be modified by contacting the CenturyLink NOC, triggered via a 
device installed at the PSAP, or modified online. 

– Overflow Routing – The overflow routing policy is applied during overflow scenarios when a PSAP is receiving more calls than its 
occupied workstations can accommodate. Upon reaching the designated call capacity for the call type, cumulative calls, or if the 
target is unreachable, the ESRP engages the primary PSAP’s overflow routing policy. Similarly, the alternating routing policy will be 
invoked if the terminating ESRP call handling system does not accept the SIP invite or for a ring-no-answer timeout. 

– Diversion Routing – The diversion routing policy is applied whenever the PSAP opts to engage alternate diversion routing rules. 
The PSAP operational state may be modified to engage the diversion routing policy by contacting the CenturyLink NOC or online. 

– Special Event Routing – Special event routing is a special type of diversion routing policy that is applied during a scheduled time 
window. If a PSAP jurisdiction contains venues that host events that may warrant dedicated call handling (mobile command center 
or dedicated resources at the PSAP), special event polygons can be pre-provisioned. 

CenturyLink will provide a feature-rich management portal for the State and/or PSAPs to view their policies. Policies have attributes such as 
active/inactive, one-time or recurring time window, priority, or a set of destination(s) to send the call to, and call distribution method as examples.  

Abandonment, Overflow, and Diversion policies can be configured to use any of the following policies. 
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 Geographically – The system can be configured to send abandonment calls to different alternate PSAPs based on the geographic 
location of the calling party within the primary PSAP’s jurisdiction. Geographic abandonment or alternate routing polygons can be pre-
provisioned via the SI or submitted dynamically. 

 Hierarchically – The system can be configured to cascade a call to up to nine consecutive, alternate PSAPs. 

 Load-balanced – The system can be configured to distribute calls between PSAPs. 

All policies loaded by the State are held in a test state (non-active) until the State confirms that all test calls using the policies perform as expected. 
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NGCS 
34  

Next Generation Core Services Elements (NGCS) 
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF) 
PRF Policy Store and User Interface 

The PRF shall allow defining of policy rules for distributing a wide range of calls in an efficient manner. 
1. Describe the solution’s Policy Store and the PSAP’s ability to effect changes to the PRF.  
2. Describe the user interface, role-based authentication, the ability of each PSAP or region to manage 
PSAP’s own policy rules, and the types of policy rules available at the time of proposal submission, as 
well as those on the product roadmap. Roadmap items must include an estimated time of feature 
availability. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1.  CenturyLink’s NG9-1-1 solution i3 store/policy routing will provide the PSAPs with extensive flexibility to define and update standard and 
alternate routing polices. PSAPs can modify routing policies, set priorities, and modify their operational state through a web-based management 
portal. Routing policies can be defined as recurring or one-time. 

The PRF allows for defining policy rules for distributing a wide range of calls in an efficient manner. CenturyLink’s NG9-1-1 solution i3 store/policy 
routing will provide the PSAPs with extensive flexibility to define and update standard and alternate routing polices. PSAPs can modify routing 
policies, set priorities, and modify their operational state through a web-based management portal. Routing policies can be defined as recurring or 
one-time. 

Using the location-determined URI retrieved from the ECRF via the LoST protocol, the ESRP interacts with the Policy Routing Function to determine 
the policy that should be employed to deliver the call.  

2.  The PRF allows for defining policy rules for distributing a wide range of calls in an efficient manner. CenturyLink’s NG9-1-1 solution i3 store/policy 
routing will provide the PSAPs with extensive flexibility to define and update standard and alternate routing polices. PSAPs can modify routing 
policies, set priorities, and modify their operational state through a web-based management portal. Routing policies can be defined as recurring 
or one-time. 

Multi-factor authentication and role-based access control are used to restrict user access to the ESInet management portal. User access via the 
public Internet requires two-factor authentication, where one factor is provided through username and password and the second factor is provided 
through a dynamic, randomly changing secure access code from a security token. Users are configured in the CenturyLink identity management 
system, linked to a specific security token, and configured for access to a defined list of applications. 

The routing proxy and policy store includes the following elements: 

 A repository of PSAP-defined routing policies. 

 CenturyLink’s NG9-1-1 solution Customer Management Portal – A feature-rich web tool that allows PSAPs to view routing configurations, 
edit their routing policies, and modify their status (normal, abandoned, diverted). The feature rich ESInet management portal is a user-
friendly tool that can be used by jurisdiction(s) and/or PSAPs to view, enable, and maintain their policies. Policies have attributes such as 
active/inactive, one-time or recurring time window, priority, or a set of the destination(s) to send the call to as examples. Routing destinations 
can be pre-provisioned and then enabled in real time to handle incidents. 

The following types of routing policies are supported and can be managed by the user via the portal. 
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 Abandonment/Night Service Routing. The abandonment policy is engaged whenever the terminating ESRP (PSAP) operational state is 

defined as ‘abandoned. The PSAP operational state may be modified by contacting the NOC, triggered via a device installed at the PSAP, or 
modified online. 

 Overflow Routing – The overflow routing policy is applied during overflow scenarios when a PSAP is receiving more calls than its occupied 

workstations can accommodate. Upon reaching the designated call capacity for the call type, cumulative calls, or if the target is unreachable, 
the ESRP engages the primary PSAP’s overflow routing policy. Similarly, the alternating routing policy will be invoked if the terminating 
ESRP call handling system does not accept the SIP invite or for a ring-no-answer timeout.  

 Diversion Routing – The diversion routing policy is applied whenever the PSAP opts to engage alternate diversion routing rules. The PSAP 

operational state may be modified to engage the diversion routing policy by contacting the CenturyLink NOC or online.  

 Alternate Routing. The alternating routing policy will be invoked if the terminating ESRP call handling system does not accept the SIP invite 

or for a ring-no-answer timeout. The user can prioritize an alternate destination via the management portal and enable a PSTN back-up 
route on-the-fly. 

 Special Event Routing. Special event routing is a special type of diversion routing that is applied during a scheduled time window. If a 

PSAP jurisdiction contains venues that host events that may warrant dedicated call handling (mobile command center or dedicated 
resources at the PSAP), special event polygons can be pre-provisioned. 

Additionally, abandonment, overflow, and diversion policies can be configured to use any of the following policies. 

 Geographically. The system can be configured to send abandonment calls to different alternate PSAPs based on the geographic location of 

the calling party within the primary PSAP’s jurisdiction. 

 Hierarchically. The system can be configured to cascade a call to up to nine consecutive, alternate PSAPs. 

 Load Balanced. The system can be configured to distribute calls between PSAPs. 

All policies loaded are held in a test state (non-active) until the jurisdiction(s) confirms that all test calls using the policies perform as expected. 

Additional short-term roadmap items include the support of additional responder boundaries and policies (Q4 2020). CenturyLink looks forward to 
developing an ongoing relationship with the State of Nebraska. This relationship will allow the State and CenturyLink to fully understand the ongoing 
and dynamic State-specific requirements within the 9-1-1 environment. The end goal is to establish a partnership, in which future capabilities will be 
developed and supported together with the end goal of making the Next Generation solution a key part of saving more lives by creating and 
maintaining innovative, reliable, and available solutions. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

255 
 

Any additional documentation can be inserted here: 

 

NGCS 
35  

Next Generation Core Services Elements (NGCS) 
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF) 
Next-Hop Queues 

A next-hop queue may be a Uniform Resource Identifier (URI) that routes the call to an interactive 
multimedia response system (as described in IETF RFC 4240) that plays an announcement (in the 
media negotiated by the caller) and potentially accepts responses via Dual-Tone Multi-Frequency 
(DTMF) signaling or other interaction protocols. Describe how the bidder’s solution implements next-
hop queueing. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

A next-hop queue that is a uniform resource identifier (URI) that routes a call to an interactive multimedia response system that plays a voice 
announcement and accepts responses via Dual-Tone Multi-Frequency (DTMF). DTMF signaling is supported.  

The PRF accounts for the operational status of any downstream ESRP in the evaluation of any policy. This ensures that an ESRP is in an operational 
state before any message is sent to that ESRP’s queue. 

CenturyLink will work with the State of Nebraska to assess and support use cases for when an announcement is negotiated by the caller to be played 
in a media format other than voice. 
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NGCS 
36  

Next Generation Core Services Elements (NGCS) 
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF) 
High-Availability Design 

The ESRP/PRF solution shall be designed with resiliency and redundancy to provide a minimum of 
99.999 percent availability. Describe how the solution meets or exceeds the above requirements. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The redundant ESRP/PRF design and the overall two-core architecture of CenturyLink’s NG9-1-1 solution allows for availability to meet or exceed 
99.999%. 

ESRP high availability is achieved through an application processing complex consisting of multiple application servers, each of which operates 
independently of the others so that a single application processor failure does not disrupt the processing of the complex. There are two application 
processing complexes that operate independently of each other and are geographically distributed. Each component at an application processing 
complex has redundancy and high availability within its own domain. The ESRP application is highly redundant within each of the geographically 
separate sites.  

There are multiple computers running the ESRP application and the failure of any one or two of those computers does not affect calls in progress. 
Failure of a data center results in all future calls being processed by the other geographically diverse data center and will still provide the total 
required call processing capacity requirement. 
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NGCS 
37  

Next Generation Core Services Elements (NGCS) 
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF) 
Keep-Alive Signaling Between Elements 

Provide an explanation of how the proposed ESRPs use the SIP “options” transactions for maintaining 
“keep -alive” signaling between ESRPs, LNGs, Legacy PSAP Gateways (LPGs) and session recording 
services. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Option messages are used in CenturyLink’s NG9-1-1 solution to ensure path and element availability. If an option response is not received, the 
solution will identify an alternate and/or resource to complete the transaction while maintaining 99.999% availability. 

SIP monitoring via SIP “Options” messages exists between the core site call control application and each ingress (OSP) and PSAP endpoint. To 
detect failure of DS0 channels, continuity tests (COT), loopback, and tone check tests are performed between the LNGs and OSP switching 
equipment before a circuit is established. 

 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

259 
 

Any additional documentation can be inserted here: 

 

NGCS 
38  

Next Generation Core Services Elements (NGCS)  
Emergency Service Routing Proxy (ESRP) and Policy Routing Function (PRF 
TCP/TLS Implementation 

The upstream interface on the proposed non-originating ESRPs shall implement Transmission Control 
Protocol/Transmission Layer Security (TCP/TLS), but shall be capable of fallback to UDP, as described 
in NENA-STA-010.2-2016. Stream Control Transmission Protocol (SCTP) support is optional. The 
ESRP shall maintain persistent TCP and TLS connections to the downstream ESRPs or User Agents 
(UA) that it serves. 
 
Provide detailed documentation describing how the non-originating ESRP interface supports TCP/TLS 
with fallback to UDP. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution uses Transmission Control Protocol (TCP) within the ESInet and highly recommends that both ingress and egress 
partners support TCP as well. 

While CenturyLink’s NG9-1-1 solution can support both UDP and TCP, we recommend that TCP be used. This recommendation is based upon the 
packet size experienced within CenturyLink’s NG9-1-1 solution, the anticipated growth of such packet sizes with forward‐looking NG9‐1‐1 i3 message 
sets and applicable standards including the NENA i3 specification and IETF RFC 3261. 

CenturyLink’s NG9-1-1 solution SBC also supports SIP over Transport Layer Security over TCP (TLS over‐TCP). Protocols are selectable for each 
SBC interface to external systems. This transport layer protocol is generated and terminated at each interface to external systems. Support for 
Stream Control Transmission Protocol can be added for an additional charge. 
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39  

Next Generation Core Services Elements (NGCS) 
NENA Compliance Chart  

Provide a description of how the proposed ESRPs meet or exceed all functional requirements below 
as defined in NENA-STA-010.2-2016, which are listed below. 

X    

 

Bidder   Response: 

The ESRP is the “outgoing proxy server” for calls originated by the PSAP. The ESRP will route calls within the ESInet and will route calls to 
destinations outside the ESInet through an appropriate gateway or SIP trunk to a PSTN or other carrier connection. Transfers to another PSAP or 
agency is an example of such outgoing calls to external destinations.  

INVITE Transaction Processing Section 5.2.1.7 – Comply. When the ESRP receives an INVITE transaction it first evaluates the Origination rule 

set. If a LoSTServiceURN condition is encountered, it looks for the presence of a Geolocation header. If present, the ESRP evaluates the header and 
extracts the location in the Geolocation header. Each ESRP is capable of receiving location as a value or a reference and is provisioned with 
credentials suitable to present to all LISs in its service area to be able to dereference a location reference using either SIP or HELD. 
Logging Interface Section 5.2.2.8 Comply. The ESRP supports a logging interface. The ESRP logs every transaction and every message received 

and sent on its call interfaces, every query to the ECRF and every state change it receives or sends. It can log the rule set it consulted, the rules found 
to be relevant to the route, and the route decision it made. 
Please see this response filed with the PROPRIETARY INFORMATIONOverview Section 5.2.1.1 – Comply.             Termination Policy                           

NGCS 
40 

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  

Describe how the ECRF interfaces with other ECRF solutions which may interface with the bidder’s 
solution. Awarded Contractor shall coordinate with other ECRF solution providers to ensure 
interoperability between the respective solutions. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Interactions with external ECRFs or the PSAP CPE will utilize digital certificate‐based authentication as defined by NENA and managed by the PSAP 
Credentialing Agency (PCA), once available. Until that time, CenturyLink will manage credentialing and the issuance of digital certificates to ensure 
protection and security. This mechanism will also be utilized for PSAP access to systems within CenturyLink’s NG9-1-1 solution, including access to 
the LIS interface, ADR interface and ECRF. Interactions between the ECRF and the ESRP are secured within the ESInet. 

If the ECRF receives a request for a location outside its coverage area, it will send a recursive (parent ECRF) or iterative (National Forest Guide) 
query to a parent/state ECRF or the National Forest Guide, once available. Absent a parent ECRF or the National Forest Guide, the ECRF can store 
coverage areas for other ECRFs. 

When a request for a location that falls outside of its own coverage area is received, the ECRF will check to see if the location falls within another 
known coverage area and send a recursive query to that ECRF and per RFC 5222, pass that response along to the requesting system. 
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NGCS  
41  

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
ECRF Description 

The ECRF shall be designed according to NENA-STA-010.2-2016 and be implemented using diverse, 
reliable and secure IP connections. Describe how the solution meets or exceeds the above 
requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution provides geo-redundant emergency call routing functions (ECRF) that utilize geographic location information to route 
emergency calls to the appropriate PSAP. The ECRFs support i3 standards and contain geographic boundaries provided by the customer for 9-1-1 
call routing and responder determination. The ECRF LoST protocol interface meets RFC 5222 and NENA STA-010.2 requirements.  

CenturyLink’s NG9-1-1 solution ECRF provides full i3 compliance and contains the geographic boundaries provided by the customer for 9‐1‐1 call 
routing and responder determination. The ECRF LoST protocol interface meets RFC 5222 and NENA STA‐010.2 requirements. Where applicable, 

the ECRF also meets NENA 01‐ 014 and NENA 01‐010, though there are transitional considerations and conflicts between these documents, NENA 

STA‐010.2, and the draft NG9‐1‐1 GIS Data Model. 

The redundant ECRF design and the overall redundant architecture of CenturyLink’s NG9-1-1 solution allows for availability to meet or exceed 
99.999%. The ECRFs exist within a highly available and geographically distributed application processing environment. A single hardware component 
failure at one of the application processing complexes will not interrupt processing of the ECRF. A single geographic site failure (either the 
communication to the site or elimination of the site itself) will not prevent further call processing from occurring. High availability is achieved through 
highly reliable, secure and diverse IP connections as well as high-availability software design, redundant ECRF instances, and transactions using 
dynamic client/server connections with ECRF serving entities.  

The ECRF(s) will only allow queries from trusted resources. When implementing the T-ESRP (CPE) onto the system, required configurations and 
procedures will be established within the various resources to allow for the appropriate amount of LoST traffic for ECRF queries. Standard operating 
procedures will be verified during interoperability (pre-live) testing.  

The geographically diverse ECRFs utilize redundant data stores to support high availability. These systems are monitored 24x7x365 by the Network 
Operating Center (NOC) and supported through the Incident Command System. All transactions are logged. Errors are logged for reporting and 
analysis and directed to the NOC when immediate action is required.  

With the ECRF architecture including two separate servers at each geographically diverse location, upgrades and other maintenance can be 
performed one server at a time so that at no time will the system be one-sided.  

As are of all the NGCS elements, the ECRF is architected to be secure, reliable, resilient, and robust. All applications and network in the 9-1-1 call 
path are designed to achieve 99.999% system availability using several techniques to improve resiliency such as geo-diverse redundancy, fail-over 
techniques, virtualization, high availability, etc. The solution utilizes blade servers with redundant hardware components (network interfaces, hard 
disks, hot swap power supplies, etc.) wherever possible, and the solution proposed has no single point of failure.   

The ECRF interfaces with the Location to Service Translation (LoST) protocol (RFC5222) and supports LoST queries via the ESRP, PSAP customer 
premise equipment (CPE), or any other permitted IP host.  
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The ECRF supports logging of all connections, connection attempts, data updates, ECRF query results, and LoST transactions. Errors are logged for 
reporting and analysis and directed to the NOC when immediate action is required. 

NGCS 
42 

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
High-Availability Design 

Bidder shall supply an ECRF function that meets a minimum of 99.999 percent availability. Describe 
how the solution meets or exceeds the above requirements. 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The redundant ECRF design and the overall redundant architecture of CenturyLink’s NG9-1-1 solution allows for availability to meet or exceed 
99.999%. The ECRFs exist within a highly available and geographically distributed application processing environment. A single hardware component 
failure at one of the application processing complexes will not interrupt processing of the ECRF. A single geographic site failure (either the 
communication to the site or elimination of the site itself) will not prevent further call processing from occurring. High availability is achieved through 
highly reliable, secure and diverse IP connections as well as high-availability software design, redundant ECRF instances, and transactions using 
dynamic client/server connections with ECRF serving entities.  

The ECRF(s) will only allow queries from trusted resources. When implementing the T-ESRP (CPE) onto the system, required configurations and 
procedures will be established within the various resources to allow for the appropriate amount of LoST traffic for ECRF queries. Standard operating 
procedures will be verified during interoperability (pre-live) testing.  

The geographically diverse ECRFs utilize redundant data stores to support high availability. These systems are monitored 24x7x365 by the Network 
Operating Center (NOC) and supported through the Incident Command System. All transactions are logged. Errors are logged for reporting and 
analysis and directed to the NOC when immediate action is required.  

With the ECRF architecture including two separate servers at each geographically diverse location, upgrades and other maintenance can be 
performed one server at a time so that at no time will the system be one-sided. 
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NGCS 
43 

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Accessibility by Outside Functional Elements 

Contractors providing an ECRF shall ensure that it is accessible from outside the ESInet and that the 
ECRF permits querying by an IP client/endpoint, an LNG, an ESRP in a next-generation emergency 
services network, or by some combination of these functions. Describe how the solution meets or 
exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Interactions between the ECRF and the ESRP are secured within the ESInet. Interactions with external ECRFs or the PSAP CPE will utilize digital 
certificate‐based authentication as defined by NENA and managed by the PSAP Credentialing Agency (PCA), once available. Until that time, 
CenturyLink will manage credentialing and the issuance of digital certificates to help ensure protection and security. This mechanism will also be 
utilized for PSAP access to systems within CenturyLink’s NG9-1-1 solution, including access to the LIS interface, ADR interface and ECRF. 

If the ECRF receives a request for a location outside its coverage area, it will send a recursive (parent ECRF) or iterative (National Forest Guide) 
query to a parent/state ECRF or the National Forest Guide, once available. Absent a parent ECRF or the National Forest Guide, the ECRF can 
coverage areas for other ECRFs. 

When a request for a location that falls outside of its own coverage area is received, the ECRF will check to see if the location falls within another 
known coverage area and send a recursive query to that ECRF and per RFC 5222, pass that response along to the requesting system. 

Interactions between CenturyLink’s NG9-1-1 solution ECRF and ECRFs outside CenturyLink’s NG9-1-1 solution System also require 
credentialing/authentication. 
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NGCS 
44 

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Accessibility Inside the ESInet 

Contractor shall provide an ECRF accessible inside an ESInet, which shall permit querying from any 
PSAP (or future entity authorized to connect to the ESInet) inside the ESInet. ECRFs provided by other 
entities may have their own policies regarding who may query them. Describe how the solution meets 
or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Any system secured within CenturyLink’s NG9-1-1 solution is considered safe, so the ECRF does allow LoST queries from any entity inside the 
ESInet. 

It is understood that ECRFs provided by other entities may have their own policies regarding who may query them and as such there is no guarantee 
that a query to another ECRF will provide a useful result. As a matter of practice, CenturyLink’s NG9-1-1 solution ECRF should only be provisioned 
with coverage area for external ECRFs for which interoperability agreements and associated digital certificates for authentication have been 
provisioned for access into the different systems. 

Once the National Forest Guide and the PSAP Credentialing Agency (PCA) have been established, there will no longer be a need for CenturyLink to 
manage the digital certificates. 

NGCS 
45 

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Origination Network ECRF 

An origination network may use an ECRF, or a similar function within its own network, to determine an 
appropriate route—equivalent to what would be determined by the authoritative ECRF—to the correct 
ESInet for the emergency call. Describe the functionality of such an ECRF equivalent and document 
where this functional element resides within the proposed solution. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The origination network ECRF would typically reside within its own network and at its own cost, as noted. CenturyLink can optionally provide an 
“external” ECRF available for LoST queries by authorized origination network providers to be used to determine emergency call routing to the correct 
ESInet. This function is dependent on Nebraska’s ability to negotiate receipt of the authoritative boundaries for any non‐CenturyLink’s NG9-1-1 
solution networks within the State. 
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NGCS 
46 

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Routing Query Interface 

The ECRF shall support a routing query interface that can be used by an endpoint, ESRP or PSAP to 
request location-based routing information from the ECRF. Additionally, it shall support both iterative 
and recursive queries to external ECRF sources. Describe how the solution meets or exceeds the 
above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The ECRF supports a routing query interface that can be used by an endpoint, ESRP or PSAP to request location‐based routing information from the 
ECRF. 

Additionally, the ECRF supports both iterative and recursive queries to other LoST servers, such as an external ECRF or National Forest Guide, once 
available. Note the National Forest Guide, per NENA-INF-009.1-2014, only supports iterative queries. 

NGCS 
47 

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
LoST Protocol Support 

The ECRF shall interface with the Location-to-Service Translation (LoST) protocol (as described in 
IETF RFC 5222) and support LoST queries via the ESRP, PSAP CHE, or any other permitted IP host. 
Describe how the solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

In compliance with NENA i3 specifications, the ECRF supports the LoST protocol as defined in RFC 5222, with receipt of civic addresses, geo‐
coordinates, or both location elements as input. 

All queries from outside CenturyLink’s NG9-1-1 solution system must be authenticated. 

http://www.nena.org/resource/resmgr/Standards/NENA-INF-009.1-2014_Forest_G.pdf?hhSearchTerms=%22forest+and+guide%22
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NGCS 
48  

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Query Rate-Limiting 

The proposed ECRF shall allow for rate-limiting queries from sources other than the proposed 
ESRP(s), and provide logging of all connections, connection attempts, and LoST transactions. 
Describe how the solution meets or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

All transactions are logged. Errors are logged for reporting and analysis and directed to the NOC when immediate action is required. Additionally, 
transaction and error information are available to the authorized parties through the Customer Management Portal. 

The ECRF has been designed to handle extreme query loads. The ECRF tested to support a minimum of 100 queries per second for five (5) minutes, 
even if one node is down and can easily support this rate in all up conditions. 

Rate limiting of queries from sources other than the proposed ESRP(s) is a supported function. For obvious reasons, rate limiting any “call path” 
requests will not be allowed. 
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NGCS 
49  

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Supported Functions 

The ECRF shall support each of the following items. Describe how the solution meets or exceeds each 
of the requirements below: 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

Bidder  Response: 

The ECRF provides full i3 compliancy and contains the geographic boundaries provided by the 
jurisdiction(s) for 9‐1‐1 call routing and responder determination. The ECRF LoST protocol interface 

meets RFC 5222 and NENA 08‐003v1 requirements. The ECRF has been supporting production 

Next Generation 9‐1‐1 call routing solutions since 2009, and the technology core has been 

supporting wireless and VoIP 9‐1‐1 call routing since 2003. 

The ECRF LoST interface was tested during the NENA Industry Collaboration Event (ICE 4), where it 
passed all scenarios tested.  

In addition, the ECRF meets the following requirements. 

Logging of all connections, connection attempts, data updates, ECRF query results and LoST 
transactions: All transactions are logged. Errors are logged for reporting and analysis and directed 

to the NOC when immediate action is required. 

Location error identification: The Spatial Interface can perform GIS validations, including 

validations to ensure routing integrity. The QA/QC processes provided during validation steps in the 
SI will prevent any unwanted data being provisioned in the ECRF that may introduce ambiguity in the 
data that would prevent the ECRF from being able to make a definitive response to certain requests. 
A change control system is established to monitor and manage data discrepancies and to track data 
change requirements. The SI validation engine refers errors back to the originating 9‐1‐1 Authority in 
comprehensive reports that are retrieved in the Enterprise Geospatial Database Management 
System (9‐1‐1EGDMS) portal. Validation errors must be corrected by the 9‐1‐1 Authority within their 

own GIS database and resubmitted to the Spatial Interface. Ongoing 9‐1‐1EGDMS validations 
include road centerline, address point, and polygon for each data upload. 

Features with critical errors cannot be loaded into CenturyLink’s NG9-1-1 solution systems due to 
incompatibility or addressing errors that would result in inaccurate call routing. All critical errors 
should be resolved prior to switching to geospatial call routing.  

Critical Errors: Any features with critical errors will not be provisioned. Errors must be corrected and 

resubmitted to load to production ECRF and LVF and avoid default routes or failed validation. 

 Unique ID Duplicate: The feature's Unique ID is duplicated within the agency's layer 

 Geometry Error: A record exists in the attribute table that is not associated with a 
geographic feature or the geometry of a feature is in error. 

X    
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 Attribute Duplicate: The feature's attributes are duplicated in multiple features, but each 
feature has a unique location 

 Address Range Overlap: An overlap exists in one or both sides of the address ranges 
between two connected and identically named road centerline segments. 

 Field Constraint: An attribute value is incompatible with the EGDMS database schema and 
cannot be loaded into the database. 

 Outside Authoritative Boundary: All or part of the feature falls outside the Authoritative 
Boundary. 

 Boundary ‐ Neighbor – Gap: A gap exists between the boundary polygon and an adjacent 
data source's boundary polygon. 

 Boundary ‐ Internal – Gap: A gap exists between the boundary polygon and another 
boundary polygon within the database. 

 Boundary ‐ Neighbor – Overlap: The boundary polygon feature overlaps an adjacent data 
source's boundary polygon. 

 Boundary ‐ Internal – Overlap: The boundary polygon feature overlaps another boundary 
polygon within the database. 

 Routing URI: The routing Uniform Resource Identifier (URI) is either missing or invalid 
within the service response boundary polygon 

Updates from the SI in near real-time with no degradation of LoST services: When time is 

critical, it is recommended that boundary updates are submitted independently of Site 
Structure/Address Point and Road Centerline updates as the validation process on these can take 
longer, depending on the number of changes that have been made since the previous data update.   

Each ECRF element maintains two copies of each map layer, an active one that processes the LoST 
queries and an inactive one. New updates are applied to the inactive directory. 

Once processing is complete for all ECRF computing elements (two per geographically diverse 
location), the ECRF system will notify the Spatial Interface that the load was successful and make 
the inactive map layer active. If for some reason the load was unsuccessful, alarm notifications will 
be sent to the NOC and relevant operations teams. If this occurs the previously active map layer will 
remain active. 

ECRF prescribed functions that are not directly related to call‐time activities (e.g., gap/overlap 
detection) are performed on separate servers to prevent any “administrative” oriented ECRF 

functions from interfering with the call‐time functions. 

Timing of updates is dependent on the data being updated. As is requested in another bullet point in 
this section (Validation of GIS updates before they are provisioned into the ECRF), validation of 
polygon feature sets occurs very quickly and subsequent provisioning to the ECRF system is near 
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real‐time. It is always recommended that “urgent” updates to one or more polygon layers be 
provisioned without the Site Structure Address Points (SSAPs) or Road Centerlines (RCLs) as 
validation and provisioning of the SSAPs and RCLs can take a few or many minutes, depending on 
the size of the feature set being loaded. It is possible to reduce the number of validations performed 
on the data updates to decrease provisioning speed, but that is balanced by the increased risks of 
not performing all available validations. 

Routing of calls based on geographic coordinates, geodetic shapes and civic addresses: For 

expediency during call processing, the geodetic location, if available, is utilized by the ESRP for 
routing determination of using a point‐in‐polygon lookup. Latitude and longitude (XY) circle and 
sphere are the geodetic shapes currently supported. Other geodetic shapes will be considered in 
future developments as markets demand. Routing and other services can also be determined based 
on civic address when geodetic locations are unavailable. 

Utilization of common GIS boundaries, including, but not limited to, PSAP, law enforcement, 
fire/rescue and emergency medical services (EMS): The GIS data layer(s) that are used to 

identify the PSAP, emergency, and additional service types are configured on a per‐service basis, 

e.g., urn:service:sos. When there is only a civic location element available in the PIDF‐LO, the ECRF 
will follow the LoST protocol to locate a matching address point feature or, if one cannot be 
determined from the address point layer, the ECRF will attempt to locate a matching Road Centerline 
feature. If either is located, the ECRF will return the URI associated with the URN also specified in 
the LoST request. 

The ECRF supports provisioning of separate boundary layers for first responder service types for 
police, fire, and emergency medical services, if the polygon datasets are provided with the GIS data. 
The ECRF is not limited to these minimum data sets and will support additional boundary layers, 
each identified with a unique URN. The ECRF client may query the ECRF for additional service 
URNs associated with the location. 

Permitting of LoST queries for find service request association with each layer: The ECRF 

supports LoST query types. It also supports queries to retrieve Additional Data Repository (ADR) 
URIs that may be associated with a particular location. Hosting of the Location ADRs themselves are 
not the responsibility of the ECRF provider. 

Compliance with NENA 02-010 and NENA 02-014: NENA 02‐014 addresses GIS data collection 

and maintenance standards. While certain layer collection does apply, any requirements in this 
document would be superseded by STA‐010.2 and the [draft] NG9‐1‐1 GIS data model. Similarly, 

NENA 02‐010 conflicts with STA‐010.2 and the [draft] NG9‐1‐1 GIS data model.  CenturyLink’s NG9-

1-1 solution ECRF complies with these documents, except where they conflict with STA‐010.2 and 

the [draft] NG9‐1‐1 GIS data model, in which case the more recent standards are followed. 

Dynamic updates to GIS without disruption of the ECRF: Updates provisioned via the SI are 

applied with no degradation of LoST services. Each ECRF element maintains two copies of each 
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Any additional documentation can be inserted here: 

 

 Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

Logging of all connections, connection attempts, data updates, ECRF query results, and LoST transactions X    

Location error identification.   X    

Updates from the SI in near real-time with no degradation of LoST services X    

Routing of calls based on geographic coordinates, geodetic shapes, and civic addresses X    

Utilization of common GIS boundaries, including, but not limited to, PSAP, law enforcement, fire and 
emergency medical services (EMS).   

X    

Permitting of LoST queries for find service request association with each layer.   X    

Compliance with NENA 02-010 and NENA 02-014.   X    

map layer, an active one that processes the LoST queries and an inactive one. New updates are 
applied to the inactive directory. 

Once processing is complete for all ECRF computing elements (two per geographically diverse 
location), the ECRF system will notify the Spatial Interface that the load was successful and make 
the inactive map layer active. If for some reason the load was unsuccessful, the ECRF system will 
pass that result along to the Spatial Interface which will send out alarm notifications. If this occurs the 
previously active map layer will remain active. 

As well, the ECRF and LVF are implemented independently even though they provide similar 
functions, due to the provisioning nature of the LVF function and the real‐time call processing nature 
of the ECRF. This architecture ensures that the Location Validation Function does not interfere with 
the critical call routing functions provided by the ECRF. 

Validation of GIS updates before they are provisioned into the ECRF: Any updates to the GIS 

data within the ECRF, whether to correct errors within the current data set or enhance it for any other 
reason, will be uploaded through  CenturyLink’s NG9-1-1 solution Spatial Interface. 

The GIS updates are provisioned through the Spatial Interface which has the additional ability to 
perform GIS validations, including validations to ensure routing integrity. The QA/QC processes 
provided during validation steps in the SI will prevent any unwanted data being provisioned in the 
ECRF that may introduce ambiguity in the data that would prevent the ECRF from being able to 
make a definitive response to certain requests. A change control system is established to monitor 
and manage data discrepancies and to track data change requirements. Validated GIS updates are 
normalized and applied to the ECRF production instances in a manner that preserves availability and 
coordinates with other ESInet scheduled updates and activities. 
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Dynamic updates to GIS without disruption of the ECRF.   X    

Validation of GIS updates before they are provisioned into the ECRF. X    
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NGCS 
50  

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
User Interface and Provisioning 

Define bidder’s method for:  
1. Provisioning the ECRF  
2. updating the ECRF (including the frequency of updates)  
3. validating data provisioning 
4. performing error logging 
5. performing gap and overlap analysis 
6. supporting LoST queries from ESRPs, the PSAP CHE, and other authorized hosts within the ESInet.  
 
7. Provide a clear description of the functionality of the ECRF; list features and capabilities  
8. describe the error handling, default mechanisms, and logging 
9. provide an overview of deployment recommendations to achieve 99.999 percent reliability 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1. Provisioning the ECRF  
The Spatial Interface (SI) provisions updated GIS layers to ECRF via a fully automated process. Immediately upon successful 
completion of QA/QC processing, the SI provisions a .zip file containing the updated files to the ECRF system. The ECRF update 
process checks for updated files every minute, and when an update is available, the files are processed immediately. Once the 
update process has occurred, a results file containing information about the success / failure of the update is sent to the SI. If the 
update is successful, the updated data is applied immediately. Any update failure will be investigated and corrected, however the 
data in production prior to the failed update will remain in place 

2. Updating the ECRF (including the frequency of updates) 
When time is critical, it is recommended that boundary updates are submitted independently of Site Structure/Address Point and 
Road Centerline updates as the validation process on these can take longer, depending on the number of changes that have been 
made since the previous data update. Each ECRF element maintains two copies of each map layer, an active one that processes 
the LoST queries and an inactive one. New updates are applied to the inactive directory. 

Once processing is complete for all ECRF computing elements (two per geographically diverse location), the ECRF system will 
notify the Spatial Interface that the load was successful and make the inactive map layer active. If for some reason the load was 
unsuccessful, alarm notifications will be sent to the NOC and relevant operations teams. If this occurs the previously active map 
layer will remain active. ECRF prescribed functions that are not directly related to call‐time activities (e.g., gap/overlap detection) 

are performed on separate servers to prevent any “administrative” oriented ECRF functions from interfering with the call‐time 
functions. Timing of updates is dependent on the data being updated. As is requested in another bullet point in this section 
(Validation of GIS updates before they are provisioned into the ECRF), validation of polygon feature sets occurs very quickly and 
subsequent provisioning to the ECRF system is near real‐time. It is always recommended that “urgent” updates to one or more 
polygon layers be provisioned without the Site Structure Address Points (SSAPs) or Road Centerlines (RCLs) as validation and 
provisioning of the SSAPs and RCLs can take a few or many minutes, depending on the size of the feature set being loaded. It is 
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possible to reduce the number of validations performed on the data updates to decrease provisioning speed, but that is balanced 
by the increased risks of not performing all available validations. 

Updates are processed upon receipt from the PSAP. 
3. Validating data provisioning 

Updates provisioned via the SI are applied with no degradation of LoST services. Each ECRF element maintains two copies of 
each map layer, an active one that processes the LoST queries and an inactive one. New updates are applied to the inactive 
directory. Once processing is complete for all ECRF computing elements (two per geographically diverse location), the ECRF 
system will notify the Spatial Interface that the load was successful and make the inactive map layer active. If for some reason the 
load was unsuccessful, the ECRF system will pass that result along to the Spatial Interface which will send out alarm notifications. If 
this occurs the previously active map layer will remain active. 

4. Performing error logging  
All transactions are logged. Errors are logged for reporting and analysis and directed to the NOC when immediate action is 
required. 

5. Performing gap and overlap analysis 
The EGDMS/Spatial Interface (SI) provisions updated GIS layers to ECRF via a fully automated process. Immediately upon 
successful completion of QA/QC processing, the SI provisions a .zip file containing the updated files to the ECRF system. The 
ECRF update process checks for updated files every minute, and when an update is available, the files are processed immediately. 
Once the update process has occurred, a results file containing information about the success / failure of the update is sent to the 
SI. If the update is successful, the updated data is applied immediately. Any update failure will be investigated and corrected, 
however the data in production prior to the failed update will remain in place. Data validations include Gap/Overlap detection, 
reporting and error logging 

CenturyLink’s NG9-1-1 solution Spatial Interface (SI) has configurable thresholds for triggering gap and overlap alarms/reports 

The Spatial Interface performs GIS validations, including validations to ensure routing integrity. The QA/QC processes provided 
during validation steps in the SI will prevent any unwanted data being provisioned in the ECRF that may introduce ambiguity in the 
data that would prevent the ECRF from being able to make a definitive response to certain requests. A change control system is 
established to monitor and manage data discrepancies and to track data change requirements. Validated GIS updates are 
normalized and applied to the ECRF production instances in a manner that preserves availability and coordinates with other ESInet 
scheduled updates and activities.  The Spatial Interface performs logging of uploads and any associated errors and provisioning 
status (succeeded/failed). The following are examples of gap and overlap assessments performed. Address Range Overlap: An 
overlap exists in one or both sides of the address ranges between two connected and identically named road centerline segments. 
Outside Authoritative Boundary: All or part of the feature falls outside the Authoritative Boundary. 

Boundary ‐ Neighbor – Gap: A gap exists between the boundary polygon and an adjacent data source's boundary polygon. 

Boundary ‐ Internal – Gap: A gap exists between the boundary polygon and another boundary polygon within the database. 

Boundary ‐ Neighbor – Overlap: The boundary polygon feature overlaps an adjacent data source's boundary polygon. 
 Boundary ‐ Internal – Overlap: The boundary polygon feature overlaps another boundary polygon within the database. 
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6. Supporting LoST queries from ESRPs, the PSAP CHE, and other authorized hosts within the ESInet  
LoST queries from ESRPs, the PSAP CPE, and other authorized hosts within the ESInet are supported. 

The ECRF supports <findService>, <listServices> and <listServicesByLocation> LoST query types. 

The ECRF supports provisioning of separate boundary layers for first responder service types for police, fire, and emergency 
medical services, if the polygon datasets are provided with the GIS data. The PSAP may query the ECRF for additional service 
URNs associated with the location. The PSAP may also query the ECRF for the URI associated with an Additional Data Repository 
(ADR), specific to the civic location provided in the LoST request. If that information is provisioned with the jurisdiction(s) Address 
Point data, the ADR URI will be returned. Additionally, if the ECRF receives a request for a location outside its coverage area, it will 
send an iterative query to the National Forest Guide, once available. Absent the National Forest Guide, the ECRF can store 
coverage areas for other ECRFs. When a request for a location that falls outside of its own coverage area is received, the ECRF 
will check to see if the location falls within another known coverage area and send a recursive query to that ECRF and per RFC 
5222, pass that response along to the requesting system. 

The ECRF also has the optional capability to provide National Forest Guide functions, in lieu of a National Forest Guide. Rate 
limiting of queries from sources other than the proposed ESRP(s) is a supported function. For obvious reasons, rate querying any 
“call path” requests will not be allowed. The ECRF supports both iterative and recursive queries to other LoST servers, such as an 
external ECRF or National Forest Guide, once available. 

Support for both Geodetic Location elements and Civic Location elements. 

Support for multiple service layers beyond PSAP, Police, Fire and EMS. 

RFC 5222 compliance, including LoST error responses to LoST clients. 

7. Provide a clear description of the functionality of the ECRF; list features and capabilities. 
The ECRF provides full i3 compliancy and contains the geographic boundaries provided by the jurisdiction(s) for 9‐1‐1 call routing 

and responder determination. The ECRF LoST protocol interface meets RFC 5222 and NENA 08‐003v1 requirements. 

CenturyLink’s NG9-1-1 solution ECRF has been supporting production Next Generation 9‐1‐1 call routing solutions since 2009,  

CenturyLink’s NG9-1-1 solution ECRF LoST interface was tested during the NENA Industry Collaboration Event (ICE 4), where it 
passed all scenarios tested.  

In addition, the ECRF meets the following requirements. 
Logging of all connections, connection attempts, data updates, ECRF query results and LoST 
transactions: 

 All transactions are logged. Errors are logged for reporting and analysis and directed to the NOC when immediate action is 
required. 

Location error identification: CenturyLink’s NG9-1-1 solution Spatial Interface can perform GIS validations, including validations to 
ensure routing integrity. The QA/QC processes provided during validation steps in the SI will prevent any erroneous data to be 
provisioned in the ECRF that may introduce ambiguity in the data that would prevent the ECRF from being able to make a definitive 
response to certain requests.  
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A change control system is established to monitor and manage data discrepancies and to track data changes. The SI validation 
engine refers errors back to the originating 9‐1‐1 Authority in comprehensive reports that are retrieved in the Enterprise Geospatial 

Database Management System (9‐1‐1EGDMS) portal. Validation errors must be corrected by the 9‐1‐1 Authority within their own 

GIS database and resubmitted to the Spatial Interface. Ongoing 9‐1‐1 EGDMS validations include road centerline, address point, 
and polygons for each data upload. 

Critical errors will not be loaded into the CenturyLink’s NG9-1-1 solution. All critical errors should be resolved prior to switching to 
geospatial call routing.  

Critical Error Management: Following are examples of features with critical errors that will not be provisioned. These errors must be 
corrected and resubmitted to load to production ECRF and LVF resources. 

• Unique ID Duplicate: The feature's Unique ID is duplicated within the agency's layer 

• Geometry Error: A record exists in the attribute table that is not associated with a geographic feature or the geometry of a feature is in error. 

• Attribute Duplicate: The feature's attributes are duplicated in multiple features, but each feature has a unique location 

• Address Range Overlap: An overlap exists in one or both sides of the address ranges between two connected and identically named road 
centerline segments. 

• Field Constraint: An attribute value is incompatible with the EGDMS database schema and cannot be loaded into the database. 

• Outside Authoritative Boundary: All or part of the feature falls outside the Authoritative Boundary. 

• Boundary ‐ Neighbor – Gap: A gap exists between the boundary polygon and an adjacent data source's boundary polygon. 

• Boundary ‐ Internal – Gap: A gap exists between the boundary polygon and another boundary polygon within the database. 

• Boundary ‐ Neighbor – Overlap: The boundary polygon feature overlaps an adjacent data source's boundary polygon. 

• Boundary ‐ Internal – Overlap: The boundary polygon feature overlaps another boundary polygon within the database. 

• Routing URI: The routing Uniform Resource Identifier (URI) is either missing or invalid within the service response boundary polygon. 

Updates from the SI in near real-time with no degradation of LoST services: When time is critical, it is recommended 

that boundary updates are submitted independently of Site Structure/Address Point and Road Centerline updates as the validation process 
on these can take longer, depending on the number of changes that have been made since the previous data update.  

Each ECRF element maintains two copies of each map layer, an active one that processes the LoST queries and an inactive one. 
New updates are applied to the inactive directory. 
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Once processing is complete for all ECRF computing elements (two per geographically diverse location), the ECRF system will 
notify the Spatial Interface that the load was successful and make the inactive map layer active. If for some reason the load was 
unsuccessful, alarm notifications will be sent to the NOC and relevant operations teams. If this occurs the previously active map 
layer will remain active. 

ECRF prescribed functions that are not directly related to call‐time activities (e.g., gap/overlap detection) are performed on separate 

servers to prevent any “administrative” oriented ECRF functions from interfering with the call‐time functions. 

Timing of updates is dependent on the data being updated. As is requested in another bullet point in this section (Validation of GIS 
updates before they are provisioned into the ECRF), validation of polygon feature sets occurs very quickly and subsequent 
provisioning to the ECRF system is near real‐time. It is always recommended that “urgent” updates to one or more polygon layers 
be provisioned without the Site Structure Address Points (SSAPs) or Road Centerlines (RCLs) as validation and provisioning of the 
SSAPs and RCLs can take a few or many minutes, depending on the size of the feature set being loaded. It is possible to reduce 
the number of validations performed on the data updates to decrease provisioning speed, but that is balanced by the increased 
risks of not performing all available validations. 

Routing of calls based on geographic coordinates, geodetic shapes and civic addresses: For expediency during call 

processing, the geodetic location, if available, is used by the ESRP for routing determination by using a point‐in‐polygon lookup. Latitude 
and longitude (XY) circle, sphere, and ellipsoid are the geodetic shapes currently supported. Other geodetic shapes will be added in future 
releases as required by the market. Routing and other services can also be determined with civic address when geodetic locations are not 
available. 

Utilization of common GIS boundaries, including, but not limited to, PSAP, law enforcement, fire/rescue and 
emergency medical services (EMS): The GIS data layer(s) that are used to identify the PSAP, emergency, and additional service 

types are configured on a per‐service basis, e.g., urn:service:sos. When there is only a civic location element available in the PIDF‐LO, the 
ECRF will follow the LoST protocol to locate a matching address point feature or, if one cannot be determined from the address point layer, 
the ECRF will attempt to locate a matching Road Centerline feature. If either is located, the ECRF will return the URI associated with the 
URN also specified in the LoST request. 

The ECRF supports provisioning of separate boundary layers for first responder service types for police, fire, and emergency 
medical services, if the polygon datasets are provided with the GIS data. The ECRF is not limited to these minimum data sets and 
will support additional boundary layers, each identified with a unique URN. The ECRF client may query the ECRF for additional 
service URNs associated with the location. 

Permitting of LoST queries for find service request association with each layer: The ECRF supports LoST query 

types. It also supports queries to retrieve Additional Data Repository (ADR) URIs that may be associated with a particular location. Hosting 
of the Location ADRs themselves is not the responsibility of the ECRF provider. 

Compliance with NENA 02-010 and NENA 02-014: NENA 02‐014 addresses GIS data collection and maintenance standards. 

While certain layer collection does apply, any requirements in this document would be superseded by STA‐010.2 and the [draft] NG9‐1‐1 

GIS data model. Similarly, NENA 02‐010 conflicts with STA‐010.2 and the [draft] NG9‐1‐1 GIS data model. CenturyLink’s NG9-1-1 solution 

ECRF complies with these documents, except where they conflict with STA‐010.2 and the [draft] NG9‐1‐1 GIS data model, in which case the 
more recent standards are followed. 
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Any additional documentation can be inserted here: 

 

Dynamic updates to GIS without disruption of the ECRF: Updates provisioned via the SI are applied with no degradation of 

LoST services. Each ECRF element maintains two copies of each map layer, an active one that processes the LoST queries and an inactive 
one. New updates are applied to the inactive directory. 

Once processing is complete for all ECRF computing elements (two per geographically diverse location), the ECRF system will 
notify the Spatial Interface that the load was successful and make the inactive map layer active. If for some reason the load was 
unsuccessful, the ECRF system will pass that result along to the Spatial Interface which will send out alarm notifications. If this 
occurs the previously active map layer will remain active. 

As well, the ECRF and LVF are implemented independently even though they provide similar functions, due to the provisioning 
nature of the LVF function and the real‐time call processing nature of the ECRF. This architecture ensures that the Location 
Validation Function does not interfere with the critical call routing functions provided by the ECRF in compliance with NENA i3 
specifications, the ECRF supports the LoST protocol as defined in RFC 5222, with receipt of civic addresses, geo‐coordinates, or 
both location elements as input. 

8. Describe the error handling, default mechanisms, and logging;   
Any updates to the GIS data within the ECRF, whether to correct errors within the current data set or enhance it for any other 
reason, will be uploaded through the CenturyLink’s NG9-1-1 solution Spatial Interface. 

The GIS updates are provisioned through the Spatial Interface which has the additional ability to perform GIS validations, including 
validations to ensure routing integrity. The QA/QC processes provided during validation steps in the SI will prevent any unwanted 
data being provisioned in the ECRF that may introduce ambiguity in the data that would prevent the ECRF from being able to make 
a definitive response to certain requests. A change control system is established to monitor and manage data discrepancies and to 
track data change requirements. Validated GIS updates are normalized and applied to the ECRF production instances in a manner 
that preserves availability and coordinates with other ESInet scheduled updates and activities. 

9. Provide an overview of deployment recommendations to achieve 99.999 percent reliability 
CenturyLink’s NG9-1-1 solution ECRFs exist within a highly available and geographically distributed application processing 
environment. A single hardware component failure at one of the application processing complexes will not interrupt processing of 
the ECRF. A single geographic site failure (either the communication to the site or elimination of the site itself) will not prevent 
further call processing from occurring. With the dual ESInet cores, multiple geographic site failures could occur without interrupting 
the ECRF from performing its critical functions. High availability is achieved through high availability software design, redundant 
ECRF instances, and transactions using dynamic client/server connections with multiple ECRF serving entities.  
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Any additional documentation can be inserted here: 

 

NGCS 
51  

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Hierarchical Integration with Other ECRFs 

The ESInet will be part of an overall hierarchical plan that includes interconnectivity to other regions 
and ECRFs. Provide details regarding bidder’s vision for how this interconnection will include replicas 
of ECRF/LVF at different levels of the hierarchy, as well as access/origination networks.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

At the State’s discretion, CenturyLink’s NG9-1-1 solution ECRFs and LVFs can operate in various deployment models. There are two deployment 
models described in the current draft of NENA STA‐005, NENA Standards for the Provisioning and Maintenance of GIS data to ECRFs and LVFs: 

 Coordinated, Intergovernmental Approach: Planned and coordinated deployments of NG9‐1‐1 capabilities that are governed by statewide 9‐
1‐1 Authorities, regional Authorities, or informal mechanisms that enable a cooperative deployment. 

 Independent, Unilateral Approach: Decentralized deployments of NG9‐1‐1 capabilities by local jurisdictions through independent initiatives. 

CenturyLink’s NG9-1-1 solution ECRFs and LVFs can be deployed to support both approaches. 

Using the coordinated, intergovernmental approach, coverage areas for any other ECRFs or LVFs would be provisioned into the CenturyLink’s NG9-
1-1 solution ECRF and LVF, and  CenturyLink’s NG9-1-1 solution ECRF and LVF coverage areas would be provisioned into other ECRFs and/or 
LVFs in the area. This allows the local ECRF to recursively query other known ECRFs when a location falls within the neighboring ECRF or LVF’s 
region. Access to a National Forest Guide, when available, is not necessary using this approach unless the location falls outside of all the ECRF/LVF 
known regions. 

Using the Independent, unilateral approach, utilization of the National Forest Guide or a parent ECRF (statewide or multi‐state) would be required to 
discover the correct ECRF or LVF to query for a response.  CenturyLink’s NG9-1-1 solution ECRF and LVF can potentially be utilized as a statewide 

or multi‐state parent system to support this task. 

It is up to the access/origination networks to know how to direct 9‐1‐1 calls across a given region. As an optional service, CenturyLink can work with 
the Commission to explore the feasibility of providing an ECRF to direct access/origination network providers to the correct ESInet, assuming there 

may be multiple serving a multi‐state region. 

CenturyLink looks forward to working with the Commission to develop a complete set of requirements and scope of work necessary for ESInet 
interconnection with regional and state level ECRFs. Pricing and lead time for implementation is to be determined pending future completion of 
engineering requirements discovery. 
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Any additional documentation can be inserted here: 

 

NGCS 
52  

Next Generation Core Services Elements (NGCS) 
Emergency Call Routing Function (ECRF)  
Forest Guide 

Provide explanations of any tradeoffs between aggregations of data at higher-level ECRFs versus the 
use of Forest Guides (as defined in NENA-INF-009.1-2014) to refer requests between ECRFs that 
possess different levels of data. As part of that explanation, provide details on how the appropriate 
ECRF/LVF data will be managed and provisioned for use in overload and backup routing scenarios in 
the current environment, and any dependencies that might impact provisioning. 

Comply 
 
 
 
 
 
 

Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

NENA’s general vision for ECRF hierarchy includes local ECRF implementations that have parent “state level” ECRFs, which know coverage areas 
for all local ECRFs within the state. Each state ECRF would use iterative requests to the National Forest Guide to find the URI for an ECRF serving 
the location provided in the request. There may be more or less hierarchical levels depending on a given state’s implementation. 

Per the draft NENA document describing provisioning of GIS data to ECRF/LVFs, there is also a more cooperative approach that would allow ECRFs 
to share coverage regions with other ECRFs. If a request to an ECRF falls outside its coverage region, but it knows which ECRF has the data to 
respond to the request, the ECRF can send a recursive query to the secondary ECRF and pass the response along to the original LoST client without 
having to interface with the National Forest Guide. 

Either scenario is acceptable and meets the NENA guidelines and is supported by RFC 5222. 

It is arguable that the latter scenario is more efficient. Regardless, CenturyLink’s NG9-1-1 solution ECRF can provide functionality to support either 
scenario in that it is capable of being provisioned with coverage areas for other ECRF systems as well as acting as a pseudo National Forest Guide 
until one has been established. 

The ECRF can be loaded with any number of polygon layers for multiple purposes. Polygon sets can be created, validated and provisioned for 
anticipated overload, backup routing, abandonment, special event and other routing scenarios as desired. Each would be provisioned with a unique 
URN. Using optional advanced PRF functions, when the ECRF returns a PSAP URI for routing, the PRF will evaluate it for special policy routing 
rules. The PSAP policy can direct the ESRP to query the ECRF again with the URN prescribed within the policy (e.g. geospatially distributed 
abandonment polygons which spread the abandonment load to multiple PSAPs depending on call location). Using the caller’s location and the 
prescribed URN, the ESRP will query the ECRF, which will return the URI associated with the new URN and the location provided in the query. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

281 
 

Any additional documentation can be inserted here: 

 

NGCS 
53 

Next Generation Core Services Elements (NGCS) 
Location Validation Function (LVF) 

An LVF is a LoST protocol server where civic location information for every call originating endpoint is 
validated against the SI-provisioned GIS data Describe how the LVF solution interfaces with other LVF 
solutions which may interface with bidder’s solution. Contractor shall coordinate with other LVF solution 
providers to ensure interoperability between the respective solutions.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution LVF will be a public-facing LVF provisioned for use by service providers outside the ESInet. Since PSAP access to 
validate locations will be limited, the PSAP CPE can be pointed to the public-facing LVF or optionally, the ESInet ECRF, which can be configured to 
respond to LVF queries as well as ECRF. This choice will be left to the State. 
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NGCS 
54 

Next Generation Core Services Elements (NGCS) 
Location Validation Function (LVF) 
LVF Description 

The SI is responsible for provisioning and updating the information used for location validation in the 
LVF, which shall contain a standardized interface to the SI. Describe how the LVF solution meets the 
above requirements.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As part of CenturyLink’s NG9-1-1 solution i3 solution, the Location Validation Function (LVF) is available to TSPs operating in the region via the LoST 
protocol (RFC 5222). This will allow them to pre‐validate customer records against the GIS data to ensure that the civic addresses are 9‐1‐1 valid and 
will route and plot properly. 

The LVF is functionally almost identical to the ECRF but implemented 100% independently from the ECRF as to not interfere with the critical call path 
functions of the ECRF. 

Since the ECRF and LVF share a common code base, the customer is ensured that a location that has passed LVF validation will also route properly 
when the civic location element is presented to the ECRF because the exact same logic is used for both purposes. This assumes the LIS operator 
properly provisions their LIS with the subscriber’s location. 

Functionally, the address elements that are presented in the LoST request are validated against the GIS data provisioned to the LVF. The LVF can 
be configured to look at the Address Point layer followed by the Road Centerline layer to locate a match OR to only look at the Address Points. 

The LVF fully meets the requirements defined in RFC 5222. In order to assist carriers in their transition CenturyLink has developed a LoST 
interworking specification which identifies the specifics of CenturyLink’s NG9-1-1 solution implementation along with LoST Request and Response 
examples to aid the carriers with their LVF client implementations. 

CenturyLink’s NG9-1-1 solution LVF is secure. In lieu of the NENA PSAP Credentialing Agency (PCA), which does not exist at this time, CenturyLink 
will issue digital certificates to LVF clients for authenticated access to the LVF. 

Provisioning of the LVF is identical to the ECRF provisioning. It is simply another provisioning target of the Spatial Interface. As such, it will always 
contain the same GIS data as the ECRF. 

Note that any User Interface or LoST client required to interact with the LVF will be the responsibility of the Carrier making the LVF LoST requests. 
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NGCS 
55 

Next Generation Core Services Elements (NGCS) 
Location Validation Function (LVF) 
Location Validation 

The LVF shall be available to validate civic locations at the time a wireline device is ordered— e.g., 
Service Order Interface (SOI) validation—when a nomadic device is connected to the network, and 
when a PSAP or other authorized entity makes a civic location validation request. The LIS/LDB shall 
be allowed to periodically revalidate the civic location information against the GIS data contained within 
the LVF. Describe how the solution meets or exceeds the above requirements.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The LVF is available for civic location validations and subsequent revalidations for authorized LVF clients. It is the responsibility of the LIS / LDB 
operators to validate and periodically revalidate their subscriber records using the LVF. 

NGCS 
56  

Next Generation Core Services Elements (NGCS) 
Location Validation Function (LVF) 
High-Availability Design 

The LVF shall support all functionality as defined in NENA-STA-010.2-2016, shall be designed with 
resiliency and redundancy to provide a minimum of 99.999 percent availability, and shall be 
provisioned with the same data as the ECRF. Describe how the solution meets or exceeds the above 
requirements.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The standard LVF utilized for service provider validation of their subscriber records is provided in a 99.999+% environment due to the provisioning 
nature of the LVF, as opposed to the 99.999+% requirement of the ECRF due to it being in the call path. It is implemented the same way the ECRF 
is, but is only available from two geodetically diverse locations, each with redundant processing elements.  Optionally and at an additional price, the 
public-facing LVF can be implemented in an environment mirroring the ECRF implementation to provide 5-9s of availability. 

Provisioning of the LVF is identical to the ECRF provisioning. It is simply another provisioning target of the Spatial Interface. As such, it will always 
contain the same GIS data as the ECRF. 
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NGCS 
57  

Next Generation Core Services Elements (NGCS) 
Location Validation Function (LVF) 
Public-Facing LVF 

Outline options for a public-facing LVF provisioned for use by service providers outside the ESInet.  
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The Proposed solution’s LVF will be a public‐facing LVF provisioned for use by service providers outside the ESInet.  Since PSAP access to validate 
locations will be limited, the PSAP CPE can be pointed to the public-facing LVF or optionally, the ESInet ECRF, which can be configured to respond 
to LVF queries as well as ECRF. This choice will be left to the State. 
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NGCS 
58 

Next Generation Core Services Elements (NGCS) 
Location Validation Function (LVF) 
User Interface and Security 

Describe the functionality of the proposed LVF solution in sufficient detail to address the requirements 
outlined in NENA-STA-010.2-2016, with particular attention to:  
1. the arrangement of the proposed components 
2. user interface and features 
3. and security aspects 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As part of CenturyLink’s NG9-1-1 solution i3 solution, the Location Validation Function (LVF) is available to TSPs operating in the State via the LoST 

protocol (RFC 5222), allowing them to pre‐validate customer records against the GIS data to ensure that the civic addresses are 9‐1‐1 valid and will 
route and plot properly.  

1. Below is the arrangement of the proposed components. 
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Functionally, the address elements that are presented in the LoST request are validated against the GIS data provisioned to the LVF. The LVF can 
be configured to look at the Address Point layer followed by the Road Centerline layer to locate a match OR to only look at the Address Points. 

2. CenturyLink’s NG9-1-1 solution is a public-facing resource available for use by service providers and other Public Safety participants that operate 
outside the ESInet. CenturyLink’s NG9-1-1 solution fully meets the requirements defined in RFC 5222. To assist carriers in their transition to i3, 
CenturyLink has developed a LoST interface specification which outlines the specifics of the CenturyLink’s NG9-1-1 solution implementation along with 
LoST Request and Response examples to aid the carriers with their LVF client implementations. The LoST queries are anticipated to be machine to 
machine with supporting reports identifying successful queries and unsuccessful queries (errors). Each carrier is anticipated to develop an LVF client 
to enable their ability to query an LVF. Should a real-time user interface be desired, the CenturyLink GIS Director is an LFV UI that can be used for 
single address validation and error resolution. PSAPs have found this to be a valuable editing tool while they transition from MSAG to LFV address 
validations.  

As indicated in the NENA documentation, it is expected the OSP will be responsible for maintaining i3 location data. If the OSP prefers not to develop 
an internal i3 validation application, Intrado can provide a solution at an additional/optional charge. 

CenturyLink adheres to the features and functions of the LVF interface as defined in NENA-STA-010.2-2016. Until the OSP is ready to deploy this i3 
function, CenturyLink will continue to support the transitional/legacy SOI validation and error resolution processes and procedures against the 
traditional MSAG. 

3. The CenturyLink’s NG9-1-1 solution LVF is secure. In lieu of the NENA PSAP Credentialing Agency (PCA), which does not exist at this time, 
CenturyLink will issue digital certificates to LVF clients for authenticated access to the LVF. 

Provisioning of the LVF is also identical to the ECRF provisioning. It is simply another provisioning target of the SI. As such, it will always contain the 
same GIS data as the ECRF. 

Note that any User Interface required to interact with the LVF will be the responsibility of the service provider making the LVF LoST requests. 
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NGCS 
59  

Next Generation Core Services Elements (NGCS) 
Spatial Interface (SI) 
SI Description 

The SI is responsible for provisioning and updating authoritative GIS data to the ECRF, the LVF, the 
map viewer, the PSAP tactical map display, CAD systems, and similar applications that consume GIS 
data. GIS data provisioned by the SI shall undergo data-quality and data-integrity checks to ensure 
that the data complies with all applicable requirements of NENA 02-010, NENA 02-014, and 
Attachment B of NENA-STA-010.2-2016. Describe how the solution meets or exceeds the above 
requirements.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution provides the NENA Spatial Interface (SI) as a function of the 9‐1‐1 Enterprise Geospatial Database Management 
System (9‐1‐1EGDMS). The SI is a fully hosted, managed service that encompasses all necessary processes to receive GIS data from a single 
source. Data can be submitted in a GIS database managed by a vendor or by the state itself. The SI provides data validation, error reporting, and 
provisioning to the Emergency Services Network (ESInet) functional elements including Emergency Call Routing Function (ECRF) and Location 
Validation Function (LVF). The SI provides: 

 NG9‐1‐1 GIS data compliancy checks 

 Ongoing GIS data accuracy validation (QA/QC) 

 GIS data error reporting 

 Provisioning to i3 systems (ECRF/LVF) 

The SI undergoes data quality and data integrity checks that ensures that the data complies with all applicable requirements of NENA 02‐010, NENA 

02‐014 and Attachment B of NENA 08‐003. Where these requirements conflict with STA‐010.2 and the NG9‐1‐1 GIS Data Model (draft), the newer 
requirements documents will be utilized. 

There are currently no NENA guidelines describing any protocols for the SI updates to external systems. The original 08‐003 defined use of a Web 

Feature Service (WFS) to do such, but it has been removed in the current version of the specification (STA‐010.2). 

Section 4.6 of STA‐010.2 states the following: 

“Note: OGC 10‐069r2 is an OGC Public Engineering Report, not a standard. OGC 10‐ 069r2 is not believed to be definitive enough to enable multiple 
interoperable implementations. A future OGC specification or a future revision of this document is needed to describe the protocol definitively. As with 
any standardized interface in this document, implementations may provide alternatives to the SI interface in addition to the standard interface defined 
in this section. A standard NENA schema for WFS as used in the i3 SI layer replication protocol will be provided in a future revision of this document.” 

While the SI provides a consistent means to update the ECRF and LVF, a means to update other vendor’s systems must be collaboratively decided 
upon (e.g., furnish the third-party systems with full data extracts) until such time that the NENA requirements have been created to describe these 
provisioning functions. 
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Figure 1: Spatial Interface* 

GIS updates are provisioned through the Spatial Interface which performs GIS validations, including validations to ensure routing integrity. The 
QA/QC processes provided during validation steps in the SI will prevent any unwanted gaps or overlaps from being provisioned in the ECRF. A 
change control system is established to monitor and manage data discrepancies and to track data change requirements. 

Validated GIS updates are normalized, re‐projected, if necessary, to WGS84 and applied to the ECRF production instances in a manner that 
preserves availability and coordinates with other ESInet scheduled updates and activities. Each ECRF element maintains two copies of each map 
layer, an active one that processes the LoST queries and an inactive one. New updates are applied to the inactive directory. Once processing is 
complete for all ECRF computing elements (two per geographically diverse location), the ECRF system will notify the Spatial Interface that the load 
was successful and make the inactive map layer active. If for some reason the load was unsuccessful, the ECRF system will pass that result along to 
the Spatial Interface which will send out alarm notifications. If this occurs the previously active map layer will remain active. It is recommended that 
new updates not be sent until the notification has been received from the Spatial Interface that the previous update has finished processing. This 
timing can vary greatly depending on the feature sets updated and the number of changes within the feature sets. 

Currently the 9-1-1 EGDMS Data Upload application supports file upload in the following formats: 

 File geodatabase 
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 Shape file 

All GIS layers must be in the same coordinate system/projection. 
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NGCS 
60 

Next Generation Core Services Elements (NGCS) 
Spatial Interface (SI) 
Web Feature Service and Updates 

The SI shall convert the GIS data into the format (data structure and projection) used by the ECRF 
and LVF, in real-time or near real-time, using a web feature service. The SI shall be able to provision 
and perform incremental updates, in near real-time, to the ECRF, LVF, the map viewer service, the 
PSAP tactical map display and similar applications that consume GIS data. Describe how the solution 
meets or exceeds the above requirements.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The SI will normalize the GIS data, converting it into a consistent format, which will meet the ECRF/LVF Lost protocol requirements. 

There are currently no NENA guidelines describing any protocols for the SI updates to external systems. The original 08‐003 defined use of a Web 
Feature Service (WFS) did such, but it has been removed in the current version of the specification (STA‐010.2). Section 4.6 of STA‐010.2 states the 
following: 

“Note: OGC 10‐069r2 is an OGC Public Engineering Report, not a standard. OGC 10‐ 069r2 is not believed to be definitive enough to enable multiple 
interoperable implementations. A future OGC specification or a future revision of this document is needed to describe the protocol definitively. As with 
any standardized interface in this document, implementations may provide alternatives to the SI interface in addition to the standard interface defined 
in this section. A standard NENA schema for WFS as used in the i3 SI layer replication protocol will be provided in a future revision of this document.” 

While the SI provides a consistent means to update the ECRF and LVF, a means to update other vendor’s systems must either be collaboratively 
decided upon (e.g. furnish the third-party systems with full data extracts) until such time that the NENA requirements have been created to describe 
these provisioning functions. 

Timing of updates is dependent on the data being updated. Validation of polygon feature sets occurs very quickly and subsequent provisioning to the 
ECRF system is near real‐time. It is always recommended that “urgent” updates to one or more polygon layers be provisioned without the Site 
Structure Address Points (SSAPs) or Road Centerlines (RCLs) as validation and provisioning of the SSAPs and RCLs can take a few or many 
minutes, depending on the size of the feature set being loaded. It is possible to reduce the number of validations performed on the data updates to 
decrease provisioning speed, but that is balanced by the increased risks of not performing all available validations. 
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Figure 9. Spatial Interface 

GIS updates are provisioned through the Spatial Interface which performs GIS validations, including validations to ensure routing integrity. The 
QA/QC processes provided during validation steps in the SI will prevent any unwanted gaps or overlaps from being provisioned in the ECRF. A 
change control system is established to monitor and manage data discrepancies and to track data change requirements.  

Validated GIS updates are normalized, re-projected if necessary, to WGS84 and applied to the ECRF production instances in a manner that 
preserves availability and coordinates with other ESInet scheduled updates and activities. Each ECRF element maintains two copies of each map 
layer, an active one that processes the LoST queries and an inactive one. New updates are applied to the inactive directory. Once processing is 
complete for all ECRF computing elements (two per geographically diverse location), the ECRF system will notify the Spatial Interface that the load 
was successful and make the inactive map layer active. If for some reason the load was unsuccessful, the ECRF system will pass that result along to 
the Spatial Interface which will send out alarm notifications. If this occurs the previously active map layer will remain active. It is recommended that 
new updates not be sent until the notification has been received from the Spatial Interface that the previous update has finished processing. This 
timing can vary greatly depending on the feature sets updated and the number of changes within the feature sets. 
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NGCS 
61  

Next Generation Core Services Elements (NGCS) 
Spatial Interface (SI) 
Data Provisioning and Validation 

Describe the functionality of the proposed SI solution in sufficient detail to explain the validation of GIS 
data and data updates prior to provisioning into the ECRF and LVF, along with the means of real-time 
or near real-time provisioning of incremental updates to the GIS data provisioned to the ECRF and 
LVF.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

The GIS updates are provisioned through the Spatial Interface (SI) which performs GIS validations, including validations to ensure routing integrity. 
The QA/QC processes provided during validation steps in the SI will prevent any unwanted data being provisioned in the ECRF that may introduce 
ambiguity in the data that would prevent the ECRF from being able to make a definitive response to certain requests. A change control system is 
established to monitor and manage data discrepancies and to track data change requirements. Validated GIS updates are normalized and applied to 
the ECRF production instances in a manner that preserves availability and coordinates with other ESInet scheduled updates and activities. Each 
ECRF element maintains two copies of each map layer, an active one that processes the LoST queries and an inactive one. 

New updates are applied to the inactive directory. Once processing is complete for all ECRF computing elements (two per geographically diverse 
location), the ECRF system will notify the Spatial Interface that the load was successful and make the inactive map layer active. If for some reason 
the load was unsuccessful, the ECRF system will pass that result along to the Spatial Interface which will send out alarm notifications. If this occurs 
the previously active map layer will remain active. It is recommended that new updates not be sent until the notification has been received from the 
Spatial Interface that the previous update has finished processing. This timing can vary greatly depending on the feature sets updated and the 
number of changes within the feature sets  

The SI validation engine refers errors back to the originating 9‐1‐1 Authority in comprehensive reports that are retrieved in the 9‐1‐1EGDMS portal. 

Validation errors must be corrected by the 9‐1‐1 Authority within their own GIS database. Updates are submitted and processed on an on‐going 

basis. Ongoing 9‐1‐1EGDMS validations include road centerline, address point, and polygon for each data upload. 

Features with critical errors cannot be loaded into CenturyLink’s NG9-1-1 solution systems due to incompatibility or addressing errors that would 
result in inaccurate call routing. All critical errors should be resolved prior to switching to geospatial call routing. 

Critical Error Description 

Any features with critical errors will not be provisioned. Errors must be corrected and resubmitted to load to production ECRF and LVF and avoid 
default routes or failed validation. 

 Unique ID Duplicate: The feature's Unique ID is duplicated within the agency's layer 

 Geometry Error: A record exists in the attribute table that is not associated with a geographic feature or the geometry of a feature is in error. 

 Attribute Duplicate: The feature's attributes are duplicated in multiple features, but each feature has a unique location 

 Address Range Overlap: An overlap exists in one or both sides of the address ranges between two connected and identically named road 
centerline segments. 

 Field Constraint: An attribute value is incompatible with the EGDMS database schema and cannot be loaded into the database. 
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 Outside Authoritative Boundary: All or part of the feature falls outside the Authoritative Boundary. 

 Boundary ‐ Neighbor – Gap: A gap exists between the boundary polygon and an adjacent data source's boundary polygon. 

 Boundary ‐ Internal – Gap: A gap exists between the boundary polygon and another boundary polygon within the database. 

 Boundary ‐ Neighbor – Overlap: The boundary polygon feature overlaps an adjacent data source's boundary polygon. 

 Boundary ‐ Internal – Overlap: The boundary polygon feature overlaps another boundary polygon within the database. 

 Routing URI: The routing Uniform Resource Identifier (URI) is either missing or invalid within the service response boundary polygon. 

Timing of updates is dependent on the data being updated. Validation of polygon feature sets occurs very quickly and subsequent provisioning to the 
ECRF system is near real‐time. It is always recommended that “urgent” updates to one or more polygon layers be provisioned without the Site 
Structure Address Points (SSAPs) or Road Centerlines (RCLs) as validation and provisioning of the SSAPs and RCLs can take a few or many 
minutes, depending on the size of the feature set being loaded. It is possible to reduce the number of validations performed on the data updates to 
decrease provisioning speed, but that is balanced by the increased risks of not performing all available validations. 
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NGCS 
62 

Next Generation Core Services Elements (NGCS) 
Spatial Interface (SI)  
Use of the Commission’s GIS Data Model 

1. Describe how the bidder’s solution will use the Commission’s GIS data model (Attachment B) without 
modification to the schema.  
2. Define bidder’s processes and methods to receive and incorporate the updated SI datasets.  
3. Describe bidder’s proposed workflow for receiving GIS updates from regions to allow for a smooth 
transition.  
4. Describe all security and monitoring aspects, and any additional features supported by the proposed 
SI. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1. GIS updates are provisioned through the SI. The SI provides a field mapping service which allows the Commission’s data model to be mapped to 
the corresponding fields in the ESInet GIS data model, without any adjustment to customer’s data model. Unless the local data model changes, 
this is a one‐time operation.  

2. Data can be loaded by full feature set or can optionally be updated via delta updates. Shapefile and File Geodatabase are the current supported 
formats. 

3. CenturyLink’s NG9-1-1 solution provides the NENA Spatial Interface (SI) as a function of the 9‐1‐1 Enterprise Geospatial Database Management 

System (9‐1‐1EGDMS). The SI is a fully hosted, managed service that encompasses all necessary processes to receive GIS data from single or 
multiple data sources. Data can be submitted in a GIS database managed by a vendor or by the state itself. Updates are made via a secured 
portal that requires two-factor authentication for access.  

4. The SI provides data validation, error reporting, and provisioning to the Emergency Services Network (ESInet) functional elements including 
Emergency Call Routing Function (ECRF) and Location Validation Function (LVF).  

The SI provides: 

 NG9‐1‐1 GIS data compliancy checks 

 Ongoing GIS data accuracy validation (QA/QC) 

 GIS data error reporting 

 Provisioning to i3 systems (ECRF/LVF) 

The SI performs GIS validations, including validations to ensure routing integrity. The QA/QC processes provided during validation steps in the SI will 
prevent any unwanted gaps or overlaps from being provisioned in the ECRF. A change control system is established to monitor and manage data 
discrepancies and to track data change requirements. Validated GIS updates are normalized and applied to the ECRF production instances in a 
manner that preserves availability and coordinates with other ESInet scheduled updates and activities. A change control model is implemented to 
track changes between the GIS provisioning platform and the production ECRF instances. 

The GIS layers supported include: 

 Street Centerlines - Street centerline data for your agency’s jurisdiction. 
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Any additional documentation can be inserted here: 

 Fire Response Boundary - Fire response boundary polygons for your agency’s jurisdiction.  

 Site/Structure Address Point - Site/structure address points for your agency’s jurisdiction. 

 Law Response Boundary - Law response boundary polygons for your agency’s jurisdiction. 

 PSAP Area Boundary - Public Safety Answering Point boundary polygons for your agency’s jurisdiction.  

 EMS Response Boundary - EMS/medical response boundary polygons for your agency’s jurisdiction. 

 Emergency Service Zone - Service response boundary (ESN boundary) polygons that include Fire, Law, and EMS response agencies in 
your jurisdiction.  

 Municipal Boundary - Municipal boundary polygon(s) for your agency’s jurisdiction. 

 Authoritative Boundary - Authoritative boundary polygon that covers the geographic region for which your agency has jurisdiction. 

NGCS 
63  

Next Generation Core Services Elements (NGCS) 
Location Database (LDB)  

Describe how the solution interfaces with other LDB solutions which may participate in or interface with 
bidder’s solution. Contractor shall coordinate with other LDB solution providers to ensure 
interoperability between the respective solutions.  Also explain how the proposed solution would deal 
with multiple ALI/MSAG databases and the locations where ALI steering may be in place.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink strongly encourages all carriers to move to the i3 specified standards. With the i3 model, carriers will maintain their own LIS/ADR in 
which they provide customer location information by reference or value at the time of the call. CenturyLink understands that for some carriers this 
option is not yet available. During the time of transition to i3 CenturyLink’s preferred methodology, in order to maintain reliability and dependability of 
location data, is for carriers to utilize the already available and deployed centralized LDB/ALI database managed by CenturyLink. CenturyLink’s NG9-
1-1 solution LDB/ALI database is a transitional system which allows for:  

 Established OSP’s service order address input, processes, and error management to be maintained 

 Established interaction and error resolution with MSAG coordinators to remain in place 

 Translating the CenturyLink validated location data, real time, into i3 compliant protocols to use for PSAP in any state of readiness for Next 
Gen Services. 

If the carrier has a strong preference to utilize a non-i3 LDB provided by themselves or a third party, CenturyLink’s NG9-1-1 solution system can 
support that solution. Additional resources, processes and procedures will need to be established in order to create a reliable, redundant, and 
dependable solution for the state of Nebraska. CenturyLink will be available to complete interoperability with other LDB solution providers including 
setting up connectivity, having a highly reliable and redundant solution, network monitoring and alarming, as well as interoperability testing in a pre-
production environment. These solutions would need to be examined on a case-by-case basis.  
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NGCS 
64  

Next Generation Core Services Elements (NGCS) 
Location Database (LDB)  
LDB Description 

An LDB serves as both a legacy ALI database and as a LIS in an i3-compliant NG911 environment. 
The LDB retains all of the current information, functionality, and interfaces of today’s ALI, but also can 
utilize the new protocols required in an NG911 deployment. The LDB supports the protocols for legacy 
ALI query and ALI query service, the protocols required to obtain information for wireless calls by 
querying the mobile positioning center (MPC) or Gateway Mobile Location Center (GMLC), and the 
protocols required for i3 location information retrieval and conveyance, such as HTTP-Enabled 
Location Delivery (HELD) or other proprietary protocols.  
 
Describe the functionality of the proposed LDB, including additional features and capabilities, error 
handling, FoCR capabilities, logging and deployment recommendations in detail to address the 
requirements outlined, with particular attention to the arrangement of the proposed components, user 
interface, and features, and security aspects. 

Comply 
 

Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

Bidder  Response: 

CenturyLink’s Location Database Services provides a suite of feature-rich services that allows for the 
eventual replacement of legacy ALI services, while continuing to support all legacy ALI services in 
the interim. CenturyLink Location Database Services, in conjunction with CenturyLink’s NG9-1-1 
solution, provides all the necessary services to eliminate any need for a fully featured i3 end point to 
interface with a legacy ALI database. 

Transitional LIS solution supports HELD queries in conformance with RFC 5985 as well as Additional 
Data queries in conformance with RFC 7852. It leverages the legacy ALI database, which also 
functions as the LDB by providing the location information to the LIS Interface, which formats the 
HELD response to the LNG or PSAP CPE. Connectivity for E9-1-1 PSAPs remains unchanged. The 
LIS Interface receives and responds per the HELD protocol for i3-compliant CPE, allowing 
simultaneous support for both NG9-1-1/i3 and legacy standards for PSAPs throughout the migration 
timeline. The LIS interface provides all of the i3 logs for HELD per NENA-STA-010.2-2016. 

While the CenturyLink ALI/LDB previously supported NENA 04-005 which defines ALI Query Service 
(AQS), that service has been retired due to lack of market demand and increased demand for 
support of the i3 protocols. 

The LDB also supports all data retrieval protocols required to obtain information for wireless calls by 
querying the MPC, GMLC or VPC and returning the information retrieved in the format required by 
the PSAP CPE.   

X    
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Regardless of the legacy data source, the LIS Interface follows Appendix A of NENA STA-010.2-
2016 describing the mapping of data elements between legacy and NG9-1-1 when forming a HELD 
response for delivery to i3 compliant CPE. 

Currently, the LDBs used for CenturyLink’s NG9-1-1 solution Service are located outside of the 
ESInet – they are the legacy ALI systems managed by our existing ALI DB Partner, and they do not 
need any further deployment work to be utilized.  

The LIS interfaces within the ESInet, which communicate with the LDB, do reside in the ESInet: they 
have already been deployed and tested as part of the CenturyLink’s NG9-1-1 solution platform 
buildout and acceptance. 

 

Figure 2: i3 Transitional State with Location Database Components 

Support for LIS Functionality and NENA i3 Interfaces 
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CenturyLink’s NG9-1-1 solution Service uses a Legacy Network Gateway (LNG) that provides a 
mechanism to obtain the caller’s location at the time of the call by using the Location Interwork 
Function (LIF) to query the caller’s appropriate Location Information Server (LIS) database. 

Interactions between the LIS interface (transitional) and the LNG are secured within the ESInet. 
Interactions with external LIS systems will utilize digital certificate-based authentication as defined by 
NENA and managed by the PSAP Credentialing Agency (PCA), once available. Until that time, 
CenturyLink will manage credentialing and the issuance of digital certificates to help ensure 
protection and security. This mechanism will also be utilized for PSAP access to systems within the 
CenturyLink ESInet, including access to the LIS interface, ADR interface, and ECRF. 

During carrier transition to NENA i3 compliance, CenturyLink will maintain the HELD interface into 
the ALI platform to simultaneously support legacy PSAPs and i3 PSAPs. The HELD interface into the 
CenturyLink Location Database is leveraged by the LNG to retrieve PIDF-LO, by value and/or 
reference, to be delivered to the PSAP within the SIP messaging. The HELD interface is also 
presented to the PSAP CPE to provide dereferencing services and/or provide location updates for 
wireless calls. 

Note that not all ALI fields map to PIDF-LO, for example, Class of Service and Customer Name. As 
such, CenturyLink will also provide an ADR interface to retrieve this information to be included in the 
SIP signaling. For these fields, the LNG supports the Additional Data protocol (draft-ietf-ecrit-
additional-data-28) to provide these data fields via the Call Additional Data Repository (ADR), 
formerly known as the Call Information Database (CIDB). The Additional Data specification was 
recently finalized as RFC 7852. The differences between draft 28 and the final RFC are minor and 
updates will be placed on the roadmap, as it is critical that the implementations are coordinated with 
the different i3 functional elements (ADR, LNG, Terminating ESRP) that leverage this protocol.  

Carriers providing their own LIS services must continue to send their SOI records to CenturyLink to 
be validated and provisioned to the CenturyLink ALI system until all PSAPs in the State are served 
by i3-compliant TSPs. Once compliant, all calls originating from their network will leverage their LIS 
to provide location information server functions, including dereferencing of locations provided by 
reference to the LNG or PSAP. At this time, the ALI database will no longer be needed and carriers 
providing their own LIS will no longer have to send SOI to CenturyLink for ALI provisioning, though 
they will be required to utilize the ESInet LVF for location validation before provisioning records to 
their LIS. Carriers who still do not have a LIS will continue to send SOI records for validation and 
provisioning into the ALI database. A carrier LIS is considered outside of the ESInet, while the 
jurisdiction’s ALI and its associated LIS interface is located inside the ESInet within the secured zone 
protected by firewalls and authentication. 

Support for Legacy Interfaces 

The CenturyLink ALI database systems are deployed in a redundant, geographically diverse 
configuration to ensure the highest reliability and survivability. All critical system components are 
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redundant, and the application employs application level monitoring and automated failover to 
recover from system failures without impact to 9-1-1 call processing. 

The CenturyLink ALI database systems meet or exceed legacy interface standards including relevant 
sections of NENA 02-010, 02-011, 02-015, 04-005, 08-501 and 08-502 related to ALI DBMS and 
NENA standards (J-036, E2, E2+, NCAS, CAS). 

The CenturyLink ALI database systems include the following features: 

 Query response verification messaging between ALI systems and heart beating/application 
monitoring systems are employed to ensure high availability. Dynamic ALI updates retrieved 
from selective routers and wireless/VoIP Mobile Positioning Center (MPC)/ VoIP Positioning 
Center (VPC) systems are shared between ALI systems to help prevent network and 
system outages. 

 Retrieval of wireless and Voice over Internet Protocol (VOIP) location updates via the E2 or 
PAM (PSAP to ALI Message specification) interfaces.  

 Steering to retrieve location information for Wireline calls from multiple external database 
systems. ALI steering is highly configurable and supports Function of Code R (FOC-R) 
steering, trunk steering, Telephone Number (TN) range steering, and No Record Found 
(NRF) steering. 

 A highly configurable ALI format editor and services to support customized ALI formats.  

CenturyLink will provide a feature-rich, highly configurable web-based data management system that 
allows PSAPs to fully self-manage their private MSAG and ALI DB records and to resolve any error 
fallout. 9-1-1 NET functionality includes MSAG Query and MSAG Change Requests (CRs) allowing 
users to make changes to the MSAG for their jurisdiction/region. 9-1-1 NET also allows users to 
manage ALI discrepancy requests including No Record Found (NRF), incorrect address, and other 
discrepancies associated to an entry that is loaded in the LDB. The enterprise service is accessed 
via a web-based portal following secure sign-on. 

Synchronization of GIS and LDB 

CenturyLink’s NG9-1-1 solution utilizes a database management system that performs validation of 
Carrier SOI records before records can be placed in the LDB/ALI. In this model, there is no need for 
revalidation of records in the LDB using the LVF, as advanced validation mechanisms are utilized in 
the database management system that surpass the current capabilities of the LVF. 

For Carriers who are providing their own LIS, the LVF is available for validations and subsequent 
revalidations. Authentication of any server accessing the LVF will be required. 

CenturyLink also offers optional Transitional Data Management Services that will allow GIS data to 
serve as the authoritative source for 9-1-1 address validation. With this service, CenturyLink will 
replace the jurisdiction’s legacy tabular MSAG with a GIS-derived validation to ensure continuous 
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synchronization of carrier subscriber records submitted for SOI validation against the jurisdiction’s 
GIS data. This approach ensures continuous ongoing synchronization with GIS updates submitted by 
the jurisdiction through CenturyLink’s Spatial Interface and simultaneous support for NG9-1-1 GIS 
and legacy address standards. No pricing included in this proposal for this option. CenturyLink can 
provide optional pricing for this solution if required by the State. 

CenturyLink’s NG9-1-1 Transitional Data Management provides the following benefits: 

 Operational efficiency – 9-1-1 address management using GIS data 

 Highest NG9-1-1 data accuracy - continuous GIS to ALI synchronization 

 No changes required for carriers - support of legacy TSP provisioning and ALI 

 Full i3 readiness – Streamlines deployment to CenturyLink’s NG9-1-1 solution Services 

This service includes a map-based web tool (GIS Director) that allows customers to review their 9-1-
1 data through a map interface, request changes to resolve errors and discrepancies, and GIS 
validate addresses against the CenturyLink LVF. 

 

Figure 3: GIS Director - geoMSAG Error Resolution 
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Any additional documentation can be inserted here: 

 

The LDB shall meet the following requirements: Comply Partially 
Comply 

Complie
s with 
Future 
Capabili
ty 

Does 
Not 
Comply 

Shall support all relevant sections of NENA 02-010, 02-011, 02-015, 04-005, 08-501 and 08-502 related to ALI 
Database Management System (DBMS).  

X    

Shall be capable of assuming the role of a location DBMS as defined in NENA-INF-008.2-2013, NENA NG9 1-1 
Transition Plan Considerations. 

X    

Shall support NENA standards J-036, E2, E2+, non-call-associated signaling (NCAS) and call-associated 
signaling (CAS). 

X    

Shall be able to provide LIS functionality and interfaces as defined in NENA-STA-010.2-2016 X    

Shall be able to seamlessly interact with a NENA i3-compliant ECRF, as described in NENA-STA-010.2-2016. X    

Shall be able to dereference a location by reference, as defined in NENA-STA-010.2-2016. x    

Shall be able to dereference requests for additional information, as defined in NENA-STA-010.2-2016. X    

Shall be able to interface simultaneously with multiple wireless callers. X    

Shall be able to interface simultaneously with multiple remote ALI databases. x    

Shall automatically detect, import and validate customer records (SOI records). X    

Shall have the ability to be used simultaneously by both NG911-capable and E911 capable PSAPs. X    

Shall allow different PSAPs to use different ALI formats based on individual needs. X    

Shall utilize LVFs to validate civic addresses. X    

Shall support PIDF-LO location data formatting as defined in NENA-STA-010.2-2016. X    

Shall periodically reevaluate the location information using LVF functions within the system. X    

Shall be able to communicate with NG911 functional elements using the SIP and HELD protocols. X    

Shall be able to provide a PIDF-LO based on both the wireless and VoIP E2 response. X    

Shall be able to dereference additional data requests. X    

Shall consistently respond to all requests within 400 milliseconds (ms). X    
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Any additional documentation can be inserted here: 

 

NGCS 
65  

Next Generation Core Services Elements (NGCS) 
Location Database (LDB)  
Integration of Multi-Line Telephone System Data 

The LDB shall support the Integration of Multi-Line Telephone System (MLTS) databases. As part of 
this migration, Contractor shall be responsible for migrating records from the current MLTS databases 
to the LDB. Provide details on the database migration process and the user interface for management 
of these MLTS data records.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

As the State is currently utilizing CenturyLink’s ALI databases, no migration of MLTS records would be required. 

CenturyLink offers enterprise services that allow records to be submitted with a detailed location description for each end user behind a PBX or Call 
Server. Both batch record submission and a web-based tool for managing and submitting individual location detail updates are offered for a fee to our 
customers. Additionally, enterprise customers can utilize a web-based application to manage records in the DMBS, as the application allows view of 
records and manual manipulation limited to user’s access. Use of the web-based application for enterprise record management does require the end-
user customer acquire a NENA ID in order to identify with their records and limit change access.  
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NGCS 
66  

Next Generation Core Services Elements (NGCS) 
Discrepancy Reporting 

1. Provide details regarding the proposed solution’s report functions for notifying PSAPs any time a 
discrepancy is detected concerning the BCF, ESRP, PRF, ECRF, LVF, and SI. As part of the detail, 
explain how a report will be sent for the purpose of reporting the discrepancy to multiple responding 
PSAPs, as determined by the Commission. Discrepancy reporting is outlined in Section 4.7 of NENA-
STA-010.2-2016.  
2. Describe the functionality of the proposed discrepancy reporting function in sufficient detail to 
address the requirements outlined, with particular attention to the user interface and features, and the 
security aspects.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink has a full-featured solution for Discrepancy Reporting for legacy and Next Generation PSAPs. Once the NENA requirements are 
hardened, we will review for buildability and market demand. It is expected that i3-compliant discrepancy reporting will be a future development. 

Until such time, CenturyLink’s NG9-1-1 solution supports equivalent discrepancy reporting using a combination of 9-1-1 NET for the reporting of ALI 
Discrepancies (DRs) and MSAG Change Requests (CRs) and EGDMS for the reporting of GIS-related validation errors. Misroutes, Policy Routing 
discrepancies, incomplete/incorrect PIDF-LO, and incomplete/incorrect Additional Data are reported via ALI DRs. 

Because of the integrated nature of the BCF, ESRP, and PRF, discrepancies are identified in logs and the logs are actively monitored. Alarms are 
programmatically set to identify specific discrepancies and automatically provide notifications when the specified events occur. Further, CenturyLink’s 
NG9-1-1 solution ESRP and PRF provide safeguards around how routing policies are entered to help ensure that only valid policies are configured to 
prevent the need for discrepancy reporting. Policies and rules are tested prior to enabling in production. Fall-back routing (e.g., default trunk group 
routing) due to policy rules inaccurate data such as no record found is reported via a 9-1-1 NET ALI DR for research and correction. 

ECRF, LVF, and SI discrepancies are handled via data validation reports each time GIS data is provisioned via the SI. Routing discrepancies are 
reported via an ALI DR using 9-1-1 NET. Any misroutes are individually investigated as the cause may be in one of several places: incorrect GIS 
provisioned to the ECRF/LVF, incorrect policy routing rules, etc. 

Access to 9-1-1 NET requires two factor authentication for all users. 

The following list, as provided in STA-010.2, lists the types of discrepancies that will need to be addressed in i3. Note that almost all discrepancies 
begin with a human; very few can be automatically generated. The list also includes how the discrepancies would be initiated using current 
applications as noted above. 

 The LIS needs to file a Discrepancy Report on the LVF. 

– Customers with   ALI Location Data Management services would create a MSAG CR through 9-1-1 NET. 

 The ECRF/LVF may be receiving data from another ECRF/LVF and thus will file a DR on its upstream provider. 

– When talking about receiving coverage area data, that would allow one ECRF to recurse to another ECRF; that coverage area 
would be provisioned through the SI, which will generate any reports regarding discrepancies in the data. 

 The ECRF/LVF needs to file a DR on the GIS. 
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– At the time of provisioning via the SI, error reporting would identify these discrepancies. 

 The ESRP needs to file a DR on the owner of a routing policy (PSAP, ESRP) that has a problem. 

– CenturyLink’s NG9-1-1 solution ESRP and PRF are integrated and safeguards exist on how routing policies are entered to help 
ensure only valid policies can be configured. 

 The PSAP needs to file a DR on an ESRP if a call is misrouted. 

– ALI Location Data Management customers would create an ALI DR through 9-1-1 NET to be investigated by an analyst. As with 
any misroute, the cause of the misroute could be in multiple places. 

 The PSAP needs to file a DR on the GIS when issues are found in a map display. 

– Not applicable for the services requested in this RFP. 

 Any client of an ECRF needs to file a DR on the routing data. 

– ALI Location Data Management customers would create an ALI DR through 9-1-1 NET to be investigated by an analyst. As with 
any misroute, the cause of the misroute could be in multiple places. 

 A PSAP or ESRP needs to file a DR on a LIS. 

– Customers with CenturyLink ALI Location Data Management services would create an ALI DR through 9-1-1 NET. 

 A PSAP or ESRP needs to file a DR on an ADR/IS-ADR. 

– Customers with CenturyLink ALI Location Data Management services would create an ALI DR through 9-1-1 NET. 

 A BCF, ESRP, or PSAP needs to file a DR on an originating network sending it a malformed call. 

– Future capability. 

 Any client may need to file a DR on the ESInet operator. 

– This requirement will require further explanation in a future release of NENA STA-010. 

 One PSAP needs to file a DR on another PSAP that transferred a call to it. 

– Not applicable for the services requested in this RFP. 

 A data user may need to file a DR on a data owner due to rights management issues. 

– This requirement will require further explanation in a future release of NENA STA-010. 

 A log client (logging entry or query) may need to file a DR on the Logging Service 

– Future capability. 

 Any entity may have to file a DR on another entity due to authentication issues. 

– These discrepancies would currently be reported by opening a trouble ticket. 

 An ESRP or PSAP may need to file a DR on a Border Control Function. 
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Any additional documentation can be inserted here: 

 

Any additional documentation can be inserted here: 

 

– This requirement will require further explanation in a future release of NENA STA-010. Interactions between the ESRP and BCF 
would be logged and alarmed upon if discrepancies cause interoperability issues. A PSAP may file a suspected DR using a trouble 
ticket. 

 Any Policy Enforcement Point may need to file a DR on a Policy owner due to formatting, syntax, or other errors in the policy. 

– This requirement will require further explanation in a future release of NENA STA-010. Depending on where an error takes place, it 
would typically be via an ALI DR in 9-1-1 NET or a trouble ticket. 

NGCS 
67  

Next Generation Core Services Elements (NGCS) 
Event Logging and Management Information System (MIS) 

PSAPs may have a variety of logging recorders capable of recording SIP traffic and associated media.  
PSAPs will use the Emergency Call Tracking System (ECaTS) for call logging and capture event 
details. The Commission will gather statistical data from PSAPs through ECaTS. Describe how the 
solution interfaces with logging recorders and ECaTS.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink will provide ECaTS with a near real-time feed of NGCS elements from the CenturyLink-managed i3 logger for the State of Nebraska. The 
interconnection between the NGCS platform and ECaTS data servers is already in place and in operation. i3 element data follows NENA defined 
specifications. Dedicated redundant and diverse connectivity between the CenturyLink’s NG9-1-1 solution NGCS i3 logger and the ECaTS server 
architecture is already established and actively monitored. 
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NGCS 
68  

Next Generation Core Services Elements (NGCS) 
Event Logging and Management Information System (MIS) 
Event Logging Description 

Extensive logging of NG911related events, transactions, media, and operations is required. All log 
entries shall be accurately time stamped. Logging must include all elements in the call flow including 
logging of NG911related events within ESInets, the NGCS, the PSAP, and related operations, and is 
a standardized function used throughout ESInets, NG911 functional elements, and PSAPs. Logged 
events include ingress and egress to an ESInet, ingress, and egress to a PSAP, all steps involved in 
call processing, and processing of all forms of media. Describe how the solution meets or exceeds the 
above requirements.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution logs hundreds of data points for each call that traverses the system to assist in tracking and troubleshooting calls. 
Events are logged 24x7x365 and include ingress and egress to an ESInet, ingress and egress to a PSAP, all steps involved in call processing, and 
processing of all forms of media. Only authorized processes have write access.  

CenturyLink’s NG9-1-1 solution Customer Management Portal (CMP) provides participating PSAPs and approved personnel 24x7 access to call 
detail records through a secure, web-based portal. The call detail records provide the user with all of the pertinent information for each call. A drop-
down in the CMP allows the user to choose the time zone for the timestamps.  

Users have a predetermined PSAP or set of PSAPs for which they are able to view statistics. For example, some users will only be able to view their 
own PSAP’s statistics, while another user may be provided authorization to view all PSAPs in a county, region, state, or other appropriate grouping. 

Event data is time stamped upon ingress of payload entry through the LNG or BCF and at the time of answer and disconnect at the PSAP. Event data 
also tracks the time for each functional element to perform routing and PSAP assignment, by tracking the time it takes to traverse from the selective 
router to be delivered to the PSAP. This event data tracking by functional element allows for call diagnostics. Event data is archived for seven years. 

CenturyLink’s NG9-1-1 solution’s standard reporting suite provides the following reports through a web-based interface. 

 Event Count Reports per Hour– provides metrics for total calls by hour for a day, week or month. 

 Event Count by Routing Reason and Destination – Provides metrics for total calls in which the Customer PSAP participated as the Primary 
versus Alternate route per route type, broken out by hour for day, week, or month. 

 Event Count by Type – Provides metrics for total calls by call type (wireless, wireline, VoIP) broken out by hour for day, week, or month. 

 Event Count by Incoming Trunk Group – Provides metrics for total calls by trunk group with an hourly breakout. 

 Bridge Call Summary – Provides metrics for calls bridged in or out by bridge type (fixed, selective, manual). Call detail is available for each 
bridged call. 

 Routing Database Processing – provides a breakout of initial calls where the Customer PSAP was Primary by selectively routed versus 
default routed with a No Record Found (NRF) breakout. 

 Event Setup Time – provides statistics on the time to route and deliver calls where the Customer PSAP is Primary, including the minimum, 
maximum, median and average times 
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Any additional documentation can be inserted here: 

 

Event Count Reports per Hour– provides metrics for total calls in which Customer’s PSAP participated by hour for a day, week or month 
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NGCS 
69  

Next Generation Core Services Elements (NGCS) 
Event Logging and Management Information System (MIS) 
Integration with Call-Handling Equipment 

1. Describe how bidder’s event-logging solution may integrate with the each PSAP’s call-handling 
equipment, to provide a complete, end-to-end view of a call.  
2. Describe how the Commission can gain access to information in the event-logging solution.  
3. Describe the requirements of the PSAP’s call-handling equipment, software license agreements, 
and interfaces required to support integration with the bidder’s event-logging solution.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1. CenturyLink’s NG9-1-1 solution provides an i3 logging capability per the NENA STA-010.2 specification.  CenturyLink can support near real-time 
log delivery and web service interfaces for log retrieval from authorized clients. CenturyLink will provide ECaTS with a near real-time feed of 
NGCS elements from the CenturyLink-managed i3 logger for the State of Nebraska. The interconnection between the NGCS platform and 
ECaTS  data servers is already in place and in operation. i3 element data follows NENA defined specifications.  

2. In addition to the ECaTS solution already contracted to the State directly (and the new reports that ECaTS will provide with the availability of the 
i3 information made available from CenturyLink) CenturyLink’s NG9-1-1 solution Customer Management Portal (CMP) provides participating 
PSAPs and approved personnel 24x7x365 access to a reporting suite including call detail records through a secure, web-based portal. Call detail 
records provide the user with all of the pertinent information for each call. 

The CMP web-based reporting suite is a business intelligence reporting tool for metrics reporting supplies authorized users with CenturyLink’s NG9-1-
1 solution Routing and Location Data Management reports. Access is available to authorized users via two-factor verification. 

CMP provides access to the following information: 

 Operation State of PSAP(s) 

– Current status 

– History of changes in status including who made the change and when 

– Resource Counts (available TDM trunks or IP Contacts) 

– Operation State color-coded with indications for In Service/Out of Service 

 PSAP Route Lists 

– Primary 

– Alternative 

– Abandonment 

– Backup 

 Fixed Transfer/Bridge List 

 Statewide PSAP Directory 
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 Call Detail Records/Call Trace Tool 

– Call Detail Records provide PSAPs information including alternately routed calls, i3 to ESN fallback, and transferred calls  

– CDRs will display call-specific timing from a NGCS perspective. This includes. Call Delivery Time, Processing Time between 
Elements,  

– CDR will also allow real-time access to call volumes – general or by call type, and alternate routed calls. 

– The Call Trace tool (located within the CMP application) will allow the user to inspect virtually every element of a specific call. This 
will include initial call delivery from the LNG, Location database lookups, ECRF queries, PSAP call delivery, specific log data and 
call traces. 

Users can view summary data for a "big picture" view, and in many cases, drill down to the detail for a more "granular" view. Users can also download 
a report as a comma-delimited file, which can be imported into Excel or another database application. 

CenturyLink’s NG9-1-1 solution tool gives users the ability to drill down and capture additional contextual information that can be used to more 
efficiently manage ongoing 9-1-1 operations. A secure web portal in a standardized HTML format, customized to each authorized user’s profile, 
access level, and preferences, provides access to more than 270 compliance reports and other existing reports. 

Users can create customized reports and perform real-time data and trend analysis, including graphing, based on daily data updates. The web-based 
tool gives 9-1-1 officials the ability to convert static data into actionable information anywhere and at any time. 

As shown in the following sample screenshots of the reporting tool, hyperlinks allow the user to easily drill down to further levels of detail. For 
example, clicking on the Company A link in the second example below, allows the user to see further detail on Service Order processing. The results 
are typically returned within one second. 
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Figure 10. Sample ALI Retrieval Report 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

311 
 

Any additional documentation can be inserted here: 

 

Figure 11. Sample CDR Report 

At every level of each report the user can: 

 Click on the “Export to Excel” hyperlink to produce an Excel version of the data displayed on the screen. 

 Click on the “Printer-friendly version” hyperlink to produce an HTML version of the data as displayed on the screen without headers and 
footers for printing simplicity. 

3. The ECaTS solution, which will have the interaction with the local CHE equipment for MIS purposes, will handle the individual licensing and 
software agreements with the State of Nebraska. The interconnection and data spills provided to the ECaTS platform is included as part of  
CenturyLink’s NG9-1-1 solution. The standard reporting and CMP capabilities listed previously in the response will be made available to any/all 
parties that the State grants permission. No additional licensing and or interconnection interfaces are required by the CenturyLink. 
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NGCS 
70  

Next Generation Core Services Elements (NGCS) 
Event Logging and Management Information System (MIS) 
Access to Event Logging Data 

1. Describe how the PSAPs and the Commission will gain access via role-based authentication to the 
event-logging solution data and run statistical and other MIS reports. The PSAP is the custodian of 
such data for purposes of the Nebraska Public Records Statutes, Neb. Rev. Stat. §§ 84-712 to 84 
712.09. The PSAP is responsible for maintaining such data pursuant to the PSAP record-retention 
schedule applicable to such data as provided in the Nebraska Public Record Statutes, Neb. Rev. Stat. 
§§ 84 1201 to 84 1229.  
 
The state is implementing the ECaTS MIS solution statewide. Upon deployment, the Contractor shall 
coordinate with ECaTS, the state, and the PSAPs to deliver event logging data to the ECaTS solution. 
An existing data-sharing agreement (DSA) between the state and the PSAPs governs what data the 
state may access along with notifications of records requests. This DSA will govern data collected by 
the NGCS and ESInet provider whether that data is delivered to ECaTS or directly to the state or 
PSAPs. 
 
2. Describe the reports, MIS tools, and performance metrics made available to each PSAP, the user 
interface for retrieving or receiving reports, role-based authentication to limit access to data and 
reports, and the ability to customize reports based on individual PSAP needs. These reports may be 
used as a basis for changes to bandwidth and capacity. The required reports and metrics will include, 
but is not limited to:  
 
a. Timing  
b. Call-delivery time 
c. Call-processing time between elements 
d. Volumes 
e. Call volumes by call type 
f. Alternate-routed calls 
g. Text-to-911 
h. All NGCS element usage volumes 
i. Bandwidth/trunk utilization 
j. Calls per trunk 
k. Trunk utilization 
l. Circuit utilization  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

 X   

Bidder  Response: 

1. The PSAPs and Commission can gain access to event logging data through the web-based CenturyLink’s NG9-1-1 solution Customer 
Management Portal (CMP) available via role-based, two-factor authentication. Users have a predetermined PSAP or set of PSAPs for which they 
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are able to view statistics. For example, some users will only be able to view their own PSAP’s statistics, while another user may be provided 
authorization to view all PSAPs in a county, region, state, or other appropriate grouping. 

CenturyLink will coordinate with ECaTS, the State, and the PSAPs to deliver event logging data to the ECaTS solution. 

2. CenturyLink’s NG9-1-1 solution service provides an i3 logging capability per the NENA STA-010.2 specification. CenturyLink can support near 
real-time log delivery and web service interfaces for log retrieval from authorized clients. CenturyLink’s NG9-1-1 solution logs hundreds of data 
points for each call that traverses the system to assist in tracking and troubleshooting calls. Logged events include ingress and egress to an 
ESInet, ingress and egress to a PSAP, all steps involved in call processing, and processing of all forms of media. 

The Customer Management Portal provides participating PSAPs and approved personnel 24x7 access to call detail records through a secure, web-
based portal. The call detail records provide the user with all of the pertinent information for each call. 

Users have a predetermined PSAP or set of PSAPs for which they are able to view statistics. For example, some users will only be able to view their 
own PSAP’s statistics, while another user may be provided authorization to view all PSAPs in a county, region, state, or other appropriate grouping. 

Event data is time stamped upon ingress of payload entry through the LNG or BCF and at the time of answer and disconnect at the PSAP. Event data 
also tracks the time for each functional element to perform routing and PSAP assignment, by tracking the time it takes to traverse from the selective 
router to be delivered to the PSAP. This event data tracking by functional element allows for call diagnostics. 

Reporting 

CenturyLink’s NG9-1-1 solution standard reporting suite provides the following reports through a web-based interface. 

 Event Count Reports per Hour. Provides metrics for total calls by hour for a day, week or month. 

 Event Count by Routing Reason and Destination. Provides metrics for total calls in which the Customer PSAP participated as the Primary 

versus Alternate route per route type, broken out by hour for day, week, or month. 

 Event Count by Type. Provides metrics for total calls by call type (wireless, wireline, VoIP) broken out by hour for day, week, or month. 

 Event Count by Incoming Trunk Group. Provides metrics for total calls by trunk group with an hourly breakout. 

 Bridge Call Summary. Provides metrics for calls bridged in or out by bridge type (fixed, selective, manual). Call detail is available for each 

bridged call. 

 Routing Database Processing. Provides a breakout of initial calls where the Customer PSAP was Primary by selectively routed versus 

default routed with a No Record Found (NRF) breakout. 

 Event Setup Time. Provides statistics on the time to route and deliver calls where the Customer PSAP is Primary, including the minimum, 

maximum, median and average times 

 Event Count Reports per Hour. Provides metrics for total calls in which Customer’s PSAP participated by hour for a day, week or month 

CenturyLink’s NG9-1-1 solution tool gives users the ability to drill down and capture additional contextual information that can be used to more 
efficiently manage ongoing 9-1-1 operations. A secure web portal in a standardized HTML format, customized to each authorized user’s profile, 
access level, and preferences, provides access to more than 270 compliance and other existing reports. 
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CMP also provides the PSAP with the ability to download the audio stream associated to a call. The PSAP can either download only the caller’s audio 
or the conference audio of all the participants (up to 10). Both types of audio streams can be used for troubleshooting the service. Audio recordings 
are available to download for up to 14 days.  

For ALI management, users can create customized reports and perform real‐time data and trend analysis, including graphing, based on daily data 

updates. CenturyLink’s NG9-1-1 solution gives 9‐1‐1 officials the ability to convert static data into actionable information anywhere and at any time. 

Hyperlinks allow the user to easily drill down to further levels of detail. For example, clicking on the Company A link in the example below, allows the 
user to see further detail on Service Order processing. The results are typically returned within one second. 

Users can create customized reports and perform real-time data and trend analysis, including graphing, based on daily data updates. CenturyLink’s 
NG9-1-1 solution gives 9-1-1 officials the ability to convert static data into actionable information anywhere and at any time. 

At every level of each report the user can: 

 Click on the “Export to Excel” hyperlink to produce an Excel version of the data displayed on the screen. 

 Click on the “Printer-friendly version” hyperlink to produce an HTML version of the data as displayed on the screen without headers and 
footers for printing simplicity. 

CenturyLink has provided some additional management reports that would be available to the State below. 

 

Figure 4: PSAP Resource Availability and Statistics 
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Any additional documentation can be inserted here: 

 

 

Figure 5: PSAP Operation State & Subscribed Features 
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Any additional documentation can be inserted here: 

 

Any additional documentation can be inserted here: 

 

NGCS 
71 

Next Generation Core Services Elements (NGCS) 
Event Logging and Management Information System (MIS) 
NENA Standards Compliance 

The bidder’s proposed logging solution shall meet the requirements set forth in NENA-STA-010.2-
2016.  
Third-Party Certification Fees 

Bidder is responsible for any third-party certification fees. 
Describe how the solution meets or exceeds these above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

NENA Standards Compliance 

CenturyLink’s NG9-1-1 solution service provides an i3 logging capability per the NENA STA-010.2 specification. Additionally, i3 logs from all ESInet i3 
components will be available per the NENA STA‐010.2 specification. 

Third-Party Certification Fees 

CenturyLink’s NG9-1-1 solution service includes third‐party certification fees. 

NGCS 
72  

Next Generation Core Services Elements (NGCS) 
Network Time Protocol (NTP) and Time Source 

Bidder’s solution shall sync with existing time sources to maintain consistent time stamps across the 
network and systems. Describe how bidder’s solution complies with this requirement.  
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution supports PSAP interfaces specified in NENA STA-010.2-2016, Section 4, including the NTP time services interface, 
accurate to 1 millisecond. CenturyLink will work with the Commission and PSAPs to assess how to support interoperability with CenturyLink’s NG9-1-
1 solution integrated time source. 
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Any additional documentation can be inserted here: 

 

Any additional documentation can be inserted here: 

 

NGCS 
73  

Next Generation Core Services Elements (NGCS) 
Network Time Protocol (NTP) and Time Source 
Master Clock Description 

The bidder shall provide redundant, resilient network-attached Stratum 2-time sources (“master 
clocks”) capable of supplying standard time to all systems, network devices, and functional elements 
that comprise the ESInet and the NGCS. Describe how the solution meets or exceeds the above 
requirements.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution processing elements achieve time synchronization via Network Time Protocol (NTP) from redundant and 
geographically distributed sources within e CenturyLink’s NG9-1-1 solution sphere. Time stamps are included in logs, system traces, and user 
reports. 

NGCS 
74  

Next Generation Core Services Elements (NGCS) 
Network Time Protocol (NTP) and Time Source 
Accessibility by PSAP Equipment 

The master clock time source(s) shall be accessible to the PSAPs for synchronizing call-handling 
systems and other related systems. All systems, network devices, and functional elements shall 
support the use of the NTP for maintaining system clock accuracy. Describe how the solution meets 
or exceeds the above requirements. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink’s NG9-1-1 solution processing elements achieve time synchronization via Network Time Protocol (NTP) from redundant and 
geographically distributed sources within CenturyLink’s NG9-1-1 solution realm. PSAPs will be offered use of the NTP service to synchronize the 
clocks on their 9-1-1 CPE, workstations, etc.  CenturyLink’s NG9-1-1 solution supports PSAP interfaces specified in NENA STA-010.2-2016, Section 
4, including the NTP time services interface, accurate to 1 millisecond. 
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Any additional documentation can be inserted here: 

 

NGCS 
75  

Next Generation Core Services Elements (NGCS) 
NG911 Application Integration 

Bidder shall describe other NG911 applications, additional data integrations, and personal safety 
applications that may be integrated with the NGCS solution. The bidder’s system must be capable of 
integration with Additional Data Repositories (ADR), Identity-Searchable Additional Data Repositories 
(IS-ADR) or commercial third-party LIS, as described in NENA STA-010.2-2016, within two years of 
the deployment of the first PSAP. Describe how the solution will accomplish integration, information 
storage, and use/transmission of data to PSAP CHE. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

Please see this response filed with the PROPRIETARY INFORMATION        

Please reference the following interface specifications attachments for additional detail. 

 ECRF-LoST Interface Specification v1.4.2 provided in the PROPRIETARY INFORMATION” as the file named “NCGS_75_ECRF-LoST 
Interface Specification_v1.4.2_PROPRIETARY” 

 LIS-Held Interface Specification v1.4  provided in the PROPRIETARY INFORMATION” as the file named “NGCS_75_LIS-HELD Interface 
Specification_v1.4  PROPRIETARY” 

 ADR-Additional Data Interface Specification v1.3.1  provided in the PROPRIETARY INFORMATION” as the file named “NGCS_75_ADR-
AdditionalData Interface Specif_v1.3.1docx_PROPRIETARY” 
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NGCS 
76  

Next Generation Core Services Elements (NGCS) 
Message  Session Relay Protocol Text (MSRP) Integration 

The PSAPs have deployed short messaging service (SMS)-to-911 service.  
1. Describe the ability to integrate existing web-based and MSRP-integrated SMS-to-911 and Real-
Time Text (RTT) services into the solution.  
2. Explain whether the solution supports location-by-reference and/or location-by-value. This 
requirement is for the integration of text messaging with MSRP and not a requirement for procuring 
text services.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

1. CenturyLink’s NG9-1-1 solution supports TCC interfaces to deliver “SMS to 9‐1‐1” services to Nebraska PSAPs. The three industry‐defined 

methods of SMS delivery to PSAPs are supported. Existing PSAP TCC services can co‐exist with CenturyLink’s NG9-1-1 solution 
implementation and can transition to utilize the ESInet IP transport and/or NGCS services as individual PSAPs are deployed on the ESInet. 
As a PSAP’s CPE provides support, PSAPs can have their “SMS to 9‐1‐1” SIP signaling, or call control messaging, pass through the ESInet 
ESRP functions and benefit from a common and centrally controlled set of PSAP routing policies, such as PSAP Abandonment/Evacuation 
routing. 

CenturyLink’s NG9-1-1 solution - managed TCC has interconnections to all current TCC providers and their respective customers. Carrier initiated 
emergency text messages can be aggregated at the managed TCC and integrated with ESInet transport and NGCS. At that time, any ancillary 
transport provided to PSAP CPE demarcation sites just for the purpose of “SMS to 9‐1‐1” service delivery can be retired in lieu of utilizing ESInet 
transport. 

“SMS to 9‐1‐1” industry defined service delivery mechanisms are: 

 TTY calls are sent into  CenturyLink’s NG9-1-1 solution system and handed off to the PSAP CPE from the Legacy PSAP Gateway (LPG). 
The PSAP CPE needs to support TTY in order to have a text conversation through this method. 

 Web Browser – The Web Browser provides a GUI interface which allows the end PSAP user to communicate with the text initiator over the 
public internet. Since this workstation is connected to the public internet, it is typically a standalone workstation and uses the “swivel chair” 
approach. 

 MSRP – CenturyLink has established redundant connections between our partners managed TCC and CenturyLink’s NG9-1-1 solution. 
When a text is initiated, the text will traverse the ESInet infrastructure. The ESRP/PRF will be used to determine and route any text traffic. All 
PRF rules will be applied when routing to the PSAP. The message will traverse the established ESInet redundant paths and be handed off to 
the Terminating ESRP/CPE. It will be the PSAP’s responsibility to procure a solution with their CPE vendor. Protocol specifications can be 
provided upon request. 

Regarding MSRP, redundant connections exist between our partners managed TCC and the ESInet. When a text is initiated, the text will traverse the 
ESInet infrastructure. The ESRP/PRF will be used to determine and route any MSRP traffic for calls that ingress in an i3 compliant format. All PRF 
rules will be applied when routing to the PSAP. The message will traverse the established ESInet redundant paths and be handed off to the 
Terminating ESRP/CPE. It will be the PSAP’s responsibility to procure a solution with their CPE vendor. Protocol specifications can be provided upon 
request. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

320 
 

Support for Real Time text (RTT) is road-mapped for 1H 2020. Native RTT calls will be supported at ingress to the CenturyLink NG Routing service. 
IP ingress from the OSP is required. RTT calls will be delivered to RTT-capable PSAPs and PSAPs that support TTY. CenturyLink will transcode the 
RTT call to TTY as required. 

The service includes the following elements. 

 Redundant interconnection with TCC 

 Redundant, secure IP connectivity between the end user PSAP and CenturyLink’s NG9-1-1 solution 

 The ability to transfer a text session to another PSAP on the network 

 SIP-based communication protocol compliant to existing standards, NENA i3 and ATIS J-STD-110 MSRP protocol 

 Ability to display Request Initiator (RI) cell sector location and Carrier Identifier as an in-band message 

 Log retention of text dialogues 

The following diagram illustrates “SMS to 9-1-1” interconnection between TCC, CenturyLink’s NG9-1-1 solution, and each of the three “SMS to 9-1-1” 
service delivery types. 
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Figure 12: Text29-1-1 Diagram 
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Any additional documentation can be inserted here: 

 

 

Figure 13: Integrated TXT29-1-1 Architecture Overview 

Sample Message Flow 

1. An RI sends a text message to 9-1-1. 

2. The text request is routed through the wireless carrier’s network to the TCC. 

3. TCC determines location of the RI via a Mobile Location Protocol (MLP). 

4. TCC determines the ESInet by using the cell sector or caller’s latitude and longitude and sends the call to CenturyLink’s NG9-1-1 
solution or the PSAP Web Browser interface. 

5. If using a TTY or Integrated solution, CenturyLink’s NG9-1-1 solution determines the PSAP by querying the ECRF. CenturyLink’s NG9-
1-1 solution sends the call to the PSAP where tones are recognized and converted into displayable characters. 

2. For location, a call will include either location-by-value or location-by-reference when passed to the NG Service Provider (CenturyLink). If a 
location-by-reference is provided, CenturyLink’s NG9-1-1 solution will query for location using the HELD protocol as required. CenturyLink’s 
NG9-1-1 solution will pass the ADR URI to the PSAP so that they can query the ADR resource for additional data. The PSAP will use the 
ADR protocol to do so. 

If location-by-value is provided, that value will be passed to the PSAP. 
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NGCS 
77 

Next Generation Core Services Elements (NGCS) 
1. Make-Busy Functionality 

Some PSAPs have a physical make-busy switch that can be activated in the event of an emergency 
evacuation. Bidder’s solution shall support this functionality to all PSAPS.  
 
 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

2. Ringdown Functionality 

Bidders’ solution shall support ringdown functionality, either through the call-handling system or 
through the NGCS. 

X    

3. Near-Simultaneous Transfer 

The solution shall support near-simultaneous conference and transfer capability, with up to at least 12 
parties in the conference. This feature shall allow transfer or conference buttons to be programmed to 
automatically establish a conference with multiple parties. For instance, one button at a police 
department might establish a conference between the police, fire, and EMS PSAPs and the original 
caller, without having to add each additional party individually. Describe how bidder’s solution meets 
or exceeds these requirements. 

X    

Bidder  Response: 

1. Make Busy Functionality 

CenturyLink supports make-busy functionality with a variety of solutions.  

1. A call to the CenturyLink NOC. 

2. The web-based Customer Management Portal provides authorized PSAP representative(s) with the real-time ability to invoke 
abandonment themselves for a specific PSAP via internet access.  

3. Physical equipment can be provided at the host and/or remote PSAP location at an additional cost. 

Since the third option requires specific equipment and secured and sometimes independent network support (for remote PSAP locations), the 
recommended path is for PSAPs to utilize the already included web portal or CenturyLink NOC to activate the “make busy” functionality. 

2. Ringdown Functionality 

CenturyLink’s NG9-1-1 solution supports ring down functionality with the appropriate call handling system. Understanding that there may be various 
technical solutions to support this legacy functionality, CenturyLink looks forward to discussing which solution best fits the State of Nebraska’s needs 

3. Near Simultaneous Transfer 

CenturyLink’s NG9-1-1 solution supports 12-way bridging and call transfers using i3 SIP REFER and subscribe/notify messaging. i3 PSAPs can 
transfer and conference calls to both i3 and non-i3 PSAPs.  
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NGCS 
78  

Next Generation Core Services Elements (NGCS) 
PSAP Interfaces and Backroom Equipment Requirements 
Support of PSAP Interfaces 

Bidder’s solution shall have the ability to support PSAP interfaces specified in NENA STA-010.2-2016, 
Section 4, including the following: 
 
a. SIP calls 
 
b. NGCS call delivery 
 
c. Web services 
 
d. All baseline media and multimedia (as described in NENA STA-010.2-2016, Section 4) 
 
e. NTP time services interface, accurate to 1 ms 
 
f. Transport layer security 
 
g. Discrepancy reporting 
 
Describe the functionality of the PSAP interfaces in detail to address the requirements outlined above, 
with particular attention to the user interface, additional features, and security aspects. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

 
 

X 
 

X 
 

X 
 

X 
 

X 
 

  
 
 
 
 
 
 
 

X 
 
 
 
 

X 
 

 

Bidder  Response: 

Please see this response filed with the PROPRIETARY INFORMATION 

 ESRP-Terminating ESRP Interface for ESInet Specification v1.4.1 provided in the PROPRIETARY INFORMATION” as the file named 
“NGCS_78_ESRP-Term ESRP Interface Specification_v1.4.1_PROPRIETARY” 

 ECRF-LoST Interface Specification v1.4.2 provided in the PROPRIETARY INFORMATION” as the file named “NCGS_75_ECRF-LoST 
Interface Specification_v1.4.2_PROPRIETARY” 

 LIS-Held Interface Specification v1.4  provided in the PROPRIETARY INFORMATION” as the file named “NGCS_75_LIS-HELD 
Interface Specification_v1.4 PROPRIETARY” 

 ADR-Additional Data Interface Specification v1.3.1  provided in the PROPRIETARY INFORMATION” as the file named 
“NGCS_75_ADR-AdditionalData Interface Specif_v1.3.1docx_PROPRIETARY” 

 9-1-1 EGDMS User Guide v3.4 provided in the attachments as the file named “NGCS_78_Intrado 9-1-1EGDMS User Guide_3.4” 
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Any additional documentation can be inserted here: 

 

 

NGCS 
79  

Next Generation Core Services Elements (NGCS) 
PSAP Interfaces and Backroom Equipment Requirements 
Support of Call Handling Equipment (CHE) Platforms 

1. Provide a list of CHE platforms for which bidder has successfully implemented the interfaces listed 
above in a live production environment, noting any interfaces that have not yet been tested with each 
CHE vendor/model.  
2. Where interfaces with CHE vendors/models have yet to be deployed and/or tested, please describe 
the integration testing process that the bidder will perform prior to acceptance testing of the solution. 
3. Describe the physical interface handoff required at the PSAP CHE demarcation point. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

x    

Bidder  Response: 

Please see this response filed with the PROPRIETARY INFORMATION          All interface specification documentation below is included as an 
attachment to this RFP.   

 ECRF-LoST Interface Specification v1.4.2 provided in the PROPRIETARY INFORMATION” as the file named “NCGS_75_ECRF-LoST 
Interface Specification_v1.4.2_PROPRIETARY” 

 LIS-Held Interface Specification v1.4  provided in the PROPRIETARY INFORMATION” as the file named “NGCS_75_LIS-HELD Interface 
Specification_v1.4 PROPRIETARY” 

 ADR-Additional Data Interface Specification v1.3.1  provided in the PROPRIETARY INFORMATION” as the file named “NGCS_75_ADR-
AdditionalData Interface Specif_v1.3.1docx_PROPRIETARY” 

NGCS 
80  

Next Generation Core Services Elements (NGCS) 
Transfer to 7/10-Digit Numbers  

The bidder’s solution shall be capable of transferring 911 calls to 7 or 10-digit numbers with the Calling 
Party Number (CPN). Describe how the solution meets or exceeds this requirement. 

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink understands and complies. CenturyLink can transfer 9-1-1 calls in various fashions which will include with the 7- or 10-digit Calling Party 
number. These transfer methods include fixed transfer, PSAPDN transfer, star code transfer, and PSTN transfer. Additionally, for i3, CenturyLink will 
follow the appropriate NENA-STA-010.2-2016 protocols for transfers and is doing so in live i3 environments today. 
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OPTIONAL SERVICE 

SVAL-
1 

Service Validation 

Throughout the life of the contract, upon request of the Commission, Bidder shall allow for network 
testing and validation by a third-party entity, to verify that the service(s) and/or solution(s) are in 
compliance with the contract’s scope. 
 

Comply Partially 
Comply 

Complies 
with Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink will allow for this type of connection and testing/validation. CenturyLink will work with the Commission to understand and establish scope, 
timelines and potential impact. After agreement by all parties, testing/verification will be planned and implemented. 
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Any additional documentation can be inserted here: 

 

NGCS 
81  

Next Generation Core Services Elements (NGCS) 
OPTIONAL SERVICES 
NG911 Applications and Alarm Integration 
Alarm Integration Description 

NG911 provides for the capability to have alarm companies integrate directly with the ESInet and use 
the NGCS for routing of the alarm and associated data. Describe bidder’s experience with integrating 
alarms, sensors, and other non-interactive call types with bidder’s NGCS solution and include separate 
pricing.  

Comply Partially 
Comply 

Complies 
with 
Future 
Capability 

Does Not 
Comply 

X    

Bidder  Response: 

CenturyLink has had experience integrating multiple “non-traditional” systems into the NGCS infrastructure. These include, but are not limited to, 
Telematics, VoIP Services, Text, Multimedia, and Gunshot Detection. If the participating technologies can use traditional TDM/ALI protocols or NENA 
standard i3 protocols to connect and provide address information to the NGCS infrastructure, then the solution and interoperation should be 
seamless. 

With the information available today, it seems as though alarm data and call center support would fit the NG mold well. In order to fully understand the 
support (and therefore financial) impacts, CenturyLink would need to know the interoperability requirements from the Alarm Provider, as well as the 
expectation for the end result from the PSAP. 

If alarm companies provide either legacy TDM/ALI or i3 standard protocols, the integration would be seamless, and the call flow should be identical to 
that of a typical legacy and/or i3 call. If for some reason, the alarm company is unable to provide the voice and location information in an industry-
standard format, additional resources would need to be expended to design, test and implement a non-standard solution. 

ASAP is a is an alarm-based protocol that is tied to the INLETS message switch with INLETS assigned IDs and is how alarm companies route alarm 
calls to the appropriate PSAP CAD. These IDs are not transferable or usable in/on an ESInet or with NGCS because they are not defined in the 
NENA specification. Until APCO ratifies the protocol to be used on a common IP transport and uses common NGCS services for routing of calls 
based on location elements, ASAP cannot be used on an ESInet.  

That being said, CenturyLink is working with Alarm and IOT companies to standardize calls for service in an i3 methodology. 

If there is an expectation to provide functionalities or capabilities that are not currently supported by the legacy and/or NENA i3 model, CenturyLink 
would need to fully understand the requirements from both the OSP in question as well as the Commission to establish a support model to satisfy the 
end user’s needs. 

CenturyLink can work through engineering requirements discovery with the Commission to develop a mutually agreed upon scope of work that would 
be priced separately upon completion of functional requirements analysis. 



Attachment “C” 
Option C Revision One 

Technical Requirements 
Public Service Commission ESInet 

Request for Proposal Number 6264 Z1 
 

328 
 

 

 

 
 

    

    

 


	RFP 6264 Z1 CenturyLink Proposal 2 Option C File 1 of 4 (1)
	RFP 6264 Z1 CenturyLink Proposal 2 Option C File 2 of 4
	Instructions
	NRC Milestones
	Summary
	ESI net
	LNG
	BCF
	ESRP & PRF
	ECRF & LVF
	SI
	LDB
	MISC
	Opt Svc NGCS

	RFP 6264 Z1 CenturyLink Proposal 2 Option C File 3 of 4

