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October 7, 2019 

Ms. Julie Schiltz & Ms. Annette Walton 
State of Nebraska Purchasing Bureau 
1526 K Street, Suite 130 
Lincoln, NE 68508 
Phone: (402) 471 -6500 

Subject: RFP #611321 Electronic Visit Verification Solution Response 

Dear Julie and Annette : 

Tellus is pleased to respond to the State of Nebraska Department of Health and Human 
Services (DHHS) Request for Proposal issued by the State Purchasing Bureau. Tellus 
embraces DHHS's mission of "Helping people live better lives" and is a leading U.S. 
provider of mobile Electronic Visit Verification (EW) and claims processing technology 
designed especially for the Home Health, Long-Term Services and Supports (L TSS) 
and Long-Term Care (L TC) markets. Tellus is solely focused on delivering best-in-class 
EVV solutions. We're proud to be the provider of choice for a variety of payers and 
agencies. Our comprehensive, cloud-based solutions work to simplify, streamline and 
accurately verify care tasks delivered to eligible recipients at the point of care, 
aggregate data from disparate sources, process service data and generate claims that 
comply with the 2P1 Century Cures Act as well as defined policies and procedures. This 
enables health care providers and caregivers to focus their efforts on what matters most 
- improved patient care with better outcomes, operational efficiency and, ultimately, 
cost reduction. 

The Tellus eW Mobile App, eVV Administrator Console and eVV Claims Console 
solutions are fully integrated, intuitive and user friendly. Plus, our Data Aggregation and 
Business Rules engine allow seamless integration and automatic analysis of data, 
making the Tellus eW platform safe, simple and cost-effective for payers and agencies 
to deploy and caregivers to adopt. With Tellus, caregivers also have the convenience of 
using just one mobile device and app to verify scheduled visits on behalf of multiple 
agencies and payers. 

At Tellus, our mission is to develop long-term, trusted relationships with our clients 
through demonstrated performance and high-quality service delivery combined with a 
sincere desire to "do the right thing" for our clients and their participants each and every 
time. We take a balanced, holistic approach to solving business challenges, recognizing 
that each solution must combine aspects of strategy, process optimization, people and 
technology product innovation. 

The Tellus eW solution is a modern , innovative platform designed to operate within the 
regulatory environment while continuing to promote the health, independence and 



• community-living goals of individuals receiving services. The solution is compliant with a 
wide range of security and health information policies and protocols, including, but not 
limited to HIPAA, FIPS, NIST cryptographic standards, FedRAMP, ISO 9001 , HITECH, 
PCI DSS, as well as SOC 1, 2, and 3. 

Enclosed you will find our response to the Request for Proposal. Based on our 
experience and expertise with EVV, we believe Tellus is the right solution to meet the 
guiding principles and technological objectives of the State of Nebraska, as evidenced 
by the information submitted in our response. 

For questions regarding our submission, contact: 

Lia Sweeney 
Chief Strategy Officer 
4Tellus LLC 
800 Fairway Drive, #360 
Deerfield Beach, FL 33441 
Phone: (954) 719-0004, ext. 2002 
Email : 1ia.sweeney@4tellus .com 

We look forward to advancing the conversation regarding EVV and welcome the 
opportunity to discuss our solution in more detail with you. 

• Sincerely, 

~~ 
Lia Sweeney 
Chief Strategy Officer 
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Request For Proposal For Contractual Services Form 

BIDDER MUST COMPLETE THE FOLLOWING 
By signing this Request for Proposal for Contractual Services form, the bidder guarantees compliance 
with the procedures stated in this Request for Proposal, and agrees to the terms and conditions unless 
otherwise indicated in writing and certifies that bidder maintains a drug free work place. 

Per Nebraska's Transparency in Government Procurement Act, Neb. Rev Stat§ 73-603 DAS is required to 
collect statistical information regarding the number of contracts awarded to Nebraska Contractors. This 
information is for statistical purposes only and will not be considered for contract award purposes. 

__ NEBRASKA CONTRACTOR AFFIDAVIT: Bidder hereby attests that bidder is a Nebraska Contractor. 
"Nebraska Contractor'' shall mean any bidder who has maintained a bona fide place of business and at 
least one employee within this state for at least the six {6) months immediately preceding the posting 
date of this RFP. 

I hereby certify that I am a Resident disabled veteran or business located in a designated 
enterprise zone in accordance with Neb. Rev. Stat. § 73-107 and wish to have preference, if applicable, 
considered in the award of this contract. 

__ I hereby certify that I am a blind person licensed by the Commission for the Blind & Visually 
Impaired in accordance with Neb. Rev. Stat. §71-8611 and wish to have preference considered in the 
award of this contract. 

FORM MUST BE SIGNED USING AN INDELIBLE METHOD (NOT ELECTRONICALLY) 

FIRM: 4Tellus LLC 

COMPLETE ADDRESS: 800 Fairway Drive #360, Deerfield Beach, FL 33441 

TELEPHONE NUMBER: 954-719-0004 

FAX NUMBER: 

DATE: October 4, 2019 

SIGNATURE: f~&--~ i P,/ 
J"..... 

TYPED NAME & TITLE OF SIGNER: Lia Sweeney, Chief stfa.«{gy Officer 
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I. Terms & Conditions 

Bidders should complete Sections II through VI as part of their proposal. Bidder is expected to read the Terms and 
Conditions and should initial either accept, reject, or reject and provide alternative language for each clause. The bidder 
should also provide an explanation of why the bidder rejected the clause or rejected the clause and provided alternate 
language. By signing the RFP, bidder is agreeing to be legally bound by all the accepted terms and conditions, and any 
proposed alternative terms and conditions submitted with the proposal. The State reserves the right to negotiate rejected or 
proposed alternative language. If the State and bidder fail to agree on the final Terms and Conditions, the State reserves the 
right to reject the proposal. The State of Nebraska is soliciting proposals in response to this RFP. The State of Nebraska 
reserves the right to reject proposals that attempt to substitute the bidder's commercial contracts and/or documents for this 
RFP. 

The bidders should submit with their proposal any license, user agreement, service level agreement, or similar documents 
that the bidder wants incorporated in the contract. The State will not consider incorporation of any document not submitted 
with the bidder's proposal as the document will not have been included in the evaluation process. These documents shall be 
subject to negotiation and will be incorporated as addendums if agreed to by the Parties. 

If a conflict or ambiguity arises after the Addendum to Contract Award have been negotiated and agreed to, the Addendum 
to Contract Award shall be interpreted as follows: 

1. If only one Pan:y has a particular clause then that clause shall control; 
2. If both Parties have a similar clause, but the clauses do not conflict the clauses shall be read 

together; 
3. If both Parties have a similar clause, but the clauses conflict, the State's clause shall control. 

A. GENERAL 

Accept 
(Initial) 

l,~ 

B. 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The contract resulting from this RFP shall incorporate the following documents: 

1. Request for Proposal and Attachments; 
2. Amendments to the RFP; 
3. Questions and Answers; 
4. Contractor's proposal (RFP and properly submitted documents); 
5. The executed Contract and Addendum One to Contract, if applicable; and, 
6. Amendments/Addendums to the Contract. 

These documents constitute the entirety of the contract. 

Unless otherwise specifically stated in a future contract amendment, in case of any conflict between the 
incorporated documents, the documents shall govern in the following order of preference with number one (1) 
receiving preference over all other documents and with each lower numbered document having preference over 
any higher numbered document: 1) Amendment to the executed Contract with the most recent dated amendment 
having the highest priority, 2) executed Contract and any attached Addenda, 3) Amendments to RFP and any 
Questions and Answers, 4) the original RFP document and any Addenda, and 5) the Contractor's submitted 
Proposal. 

Any ambiguity or conflict in the contract discovered after its execution , not otherwise addressed herein , shall be 
resolved in accordance with the rules of contract interpretation as established in the State of Nebraska . 

NOTIFICATION 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 1 
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Accept 
(Initial) 

~~ 

Reject 
(Initial) 

Reject & Provide 
Alternative within 
RFP Response 
Initial 

NOTES/COMMENTS: 

Contractor and State shall identify the contract manager who shall serve as the point of contact for the executed 
contract. 

C. GOVERNING LAW (StatutorJ) 

D 

Accept 
(Initial) 

v~ 

Notwithstanding any other provision of this contract, or any amendment or addendum(s) entered into 
contemporaneously or at a later time, the parties understand and agree that, (1 ) the State of Nebraska is a 
sovereign state and its authority to contract is therefore subject to limitation by the State's Constitution, statutes, 
common law, and regulation; (2) this contract will be interpreted and enforced under the laws of the State of 
Nebraska; (3) any action to enforce the provisions of this agreement must be brought in the State of Nebraska per 
state law; (4) the person signing this contract on behalf of the State of Nebraska does not have the authority to 
waive the State's sovereign immunity, statutes, common law, or regulations; (5) the indemnity, limitation of liability, 
remedy, and other similar provisions of the final contract, if any, are entered into subject to the State's Constitution, 
statutes, common law, regulations, and sovereign immunity; and, (6) all terms and conditions of the final contract, 
including but not limited to the clauses concerning third party use, licenses, warranties, limitations of liability, 
governing law and venue, usage verification, indemnity, liability, remedy or other similar provisions of the final 
contract are entered into specifically subject to the State's Constitution, statutes, common law, regulations, and 
sovereign immunity. 

The Parties must comply with all applicable local, State and Federal laws, ordinances, rules, orders, and 
regulations . 

BEGINNING OF WORK 

Reject 
(Initial) 

Reject & Provide 
Alternative within 
RFP Response 
Initial 

NOTES/COMMENTS: 

The bidder shall not commence any billable work until a valid contract has been fully executed by the State and the 
successful Contractor. The Contractor will be notified in writing when work may begin. 

E. CHANGE ORDERS 

Accept 
(Initial) 

l,; 

Reject 
(Initial) 

Reject & Provide 
Alternative within 
RFP Response 
Initial 

NOTES/COMMENTS: 

The State and the Contractor, upon the written agreement, may make changes to the contract within the general 
scope of the RFP. Changes may involve specifications, the quantity of work, or such other items as the State may 
find necessary or desirable. Corrections of any deliverable, service, or work required pursuant to the contract shall 
not be deemed a change. The Contractor may not claim forfeiture of the contract by reasons of such changes . 

The Contractor shall prepare a written description of the work required due to the change and an itemized cost 
sheet for the change. Changes in work and the amount of compensation to be paid to the Contractor shall be 

determined in accordance with applicable unit prices if any, a pro-rated value, or through negotiations. The (.';) TELLUS State shall not incur a price increase for changes that should have been included in 
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the Contractor's proposal , were foreseeable , or result from difficulties with or failure of the Contractor's proposal or 
performance. 

No change shall be implemented by the Contractor until approved by the State, and the Contract is amended to 
reflect the change and associated costs, if any. If there is a dispute regarding the cost , but both parties agree that 
immediate implementation is necessary, the change may be implemented, and cost negotiations may continue with 
both Parties retaining all remedies under the contract and law. 

F. NOTICE OF POTENTIAL CONTRACTOR BREACH 

Accept 
(Initial) 

~l 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

If Contractor breaches the contract or anticipates breaching the contract, the Contractor shall immediately give 
written notice to the State. The notice shall explain the breach or potential breach , a proposed cure, and may 
include a request for a waiver of the breach if so desired. The State may, in its discretion , temporarily or 
permanently waive the breach . By granting a waiver, the State does not forfeit any rights or remedies to which the 
State is entitled by law or equity, or pursuant to the provisions of the contract. Failure to give immediate notice, 
however, may be grounds for denial of any request for a waiver of a breach . 

G. BREACH 

Accept 
(Initial) 

l~ 

H. 

Accept 
(Initial) 

~5 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Either Party may terminate the contract, in whole or in part, if the other Party breaches its duty to perform its 
obligations under the contract in a timely and proper manner. Termination requires written notice of default and a 
thirty (30) calendar day (or longer at the non-breaching Party's discretion considering the gravity and nature of the 
default) cure period. Said notice shall be delivered by Certified Mail, Return Receipt Requested, or in person with 
proof of delivery. Allowing time to cure a failure or breach of contract does not waive the right to immediately 
terminate the contract for the same or different contract breach which may occur at a different time. In case of 
default of the Contractor, the State may contract the service from other sources and hold the Contractor 
responsible for any excess cost occasioned thereby. 

The State's failure to make payment shall not be a breach , and the Contractor shall retain all available statutory 
remedies and protections. 

NON-WAIVER OF BREACH 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The acceptance of late performance with or without objection or reservation by a Party shall not waive any rights of 
the Party nor constitute a waiver of the requirement of timely performance of any obligations remaining to be 
performed. 

~ TELLUS Tellus eW Response to Request for Proposal #6113 Z1 3 
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I. 

Accept 
(Initial) 

~s 

SEVERABILITY 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

If any term or condition of the contract is declared by a court of competent jurisdiction to be illegal or in conflict with 
any law, the validity of the remaining terms and conditions shall not be affected , and the rights and obligations of 
the parties shall be construed and enforced as if the contract did not contain the provision held to be invalid or 
illegal. 

J INDEMNIFICATION 

Accept 
(Initial) 

(,;~ 

1. 

2. 

3. 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

GENERAL 
The Contractor agrees to defend, indemnify, and hold harmless the State and its employees, volunteers, 
agents, and its elected and appointed officials ("the indemnified parties") from and against any and all third 
party claims, liens, demands, damages, liability, actions, causes of action, losses, judgments, costs, and 
expenses of every nature, including investigation costs and expenses, settlement costs, and attorney fees 
and expenses ("the claims"), sustained or asserted against the State for personal injury, death , or property 
loss or damage, arising out of, resulting from, or attributable to the willful misconduct, negligence, error, or 
omission of the Contractor, its employees, Subcontractors, consultants, representatives, and agents, 
resulting from this contract, except to the extent such contractor liability is attenuated by any action of the 
State which directly and proximately contributed to the claims. 

INTELLECTUAL PROPERTY 
The Contractor agrees it will , at its sole cost and expense, defend, indemnify, and hold harmless the 
indemnified parties from and against any and all claims, to the extent such claims arise out of, result from, 
or are attributable to , the actual or alleged infringement or misappropriation of any patent, copyright, trade 
secret, trademark, or confidential information of any third party by the Contractor or its employees, 
subcontractors, consultants, representatives, and agents; provided , however, the State gives the 
Contractor prompt notice in writing of the claim . The Contractor may not settle any infringement claim that 
will affect the State's use of the Licensed Software without the State's prior written consent, which consent 
may be withheld for any reason . 

If a judgment or settlement is obtained or reasonably anticipated against the State's use of any intellectual 
property for which the Contractor has indemnified the State, the Contractor shall , at the Contractor's sole 
cost and expense, promptly modify the item or items which were determined to be infringing, acquire a 
license or licenses on the State's behalf to provide the necessary rights to the State to eliminate the 
infringement, or provide the State with a non-infringing substitute that provides the State the same 
functionality. At the State's election , the actual or anticipated judgment may be treated as a breach of 
warranty by the Contractor, and the State may receive the remedies provided under this RFP. 

PERSONNEL 
The Contractor shall , at its expense, indemnify and hold harmless the indemnified parties from and against 
any claim with respect to withholding taxes, worker's compensation, employee benefits, or any other 
claim , demand, liability, damage, or loss of any nature relating to any of the personnel, including 
subcontractor's and their employees, provided by the Contractor. 

~ TELLUS 
4. SELF-INSURANCE 
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5. 

The State of Nebraska is self-insured for any loss and purchases excess insurance coverage pursuant to 
Neb. Rev. Stat. § 81-8 ,239.01 (Reissue 2008). If there is a presumed loss under the provisions of this 
agreement, Contractor may file a claim with the Office of Risk Management pursuant to Neb. Rev. Stat.§§ 
81-8,829 - 81-8,306 for review by the State Claims Board . The State retains all rights and immunities 
under the State Miscellaneous (Section 81-8,294), Tort (Section 81-8,209), and Contract Claim Acts 
(Section 81-8,302), as outlined in Neb. Rev. Stat.§ 81 -8,209 et seq . and under any other provisions of law 
and accepts liability under this agreement to the extent provided by law. 

The Parties acknowledge that Attorney General for the State of Nebraska is required by statute to 
represent the legal interests of the State, and that any provision of this indemnity clause is subject 
to the statutory authority of the Attorney General. 

K. ATTORNEY'S FEES 

Accept 
(Initial) 

l~ 

Reject 
(Initial) 

Reject & Provide 
Alternative within 
RFP Response 
(Initial) 

NOTES/COMMENTS: 

In the event of any litigation , appeal, or other legal action to enforce any provision of the contract, the Parties agree 
to pay all expenses of such action , as permitted by law and if order by the court, including attorney's fees and 
costs, if the other Party prevails. 

L PERFORMANCE GUARANTEES 

Accept 
(Initial) 

L,~ 

Reject 
(Initial) 

Reject & Provide 
Alternative within 
RFP Response 
(Initial) 

NOTES/COMMENTS: 

Performance Guarantees are detailed in Attachment B - Performance Guarantees. 

Contractor must collaborate with DHHS on an ongoing basis to adjust service levels as programs and services 
mature within the scope of the contract. DHHS shall have the right to modify, add or delete Performance Standards 
throughout the term of the contract should DHHS determine it is in its best interest to do so. Any changes or 
additions to performance standards will be made in good faith following acceptable industry standards, and will 
include the input of the Contractor so as to establish standards that are reasonably achievable 

All changes to the Performance Standards and/or Guarantees shall become an official part of the contract and shall 
continue throughout the term of the contract. 

Failure to meet the minimum Performance Standards as specified may result in the assessment of damages as per 
the then-current Performance Guarantees' defined damages. Contractor will be notified in writing when liquidated 
damages are applied . In the event a Performance Standard is not met, the Contractor will have the opportunity to 
defend or respond to the insufficiency. DHHS shall have the right to waive damages if it determines that there were 
extenuating factors beyond the control of the Contractor that hindered the performance of services. In these 
instances, DHHS shall have the final determination of performance acceptability. 

Should any compensation be owed to DHHS due to the assessment of damages, Contractor shall follow the 
direction of DHHS regarding the required compensation process. 

REMEDIES FOR UNACCEPTABLE PERFORMANCE: Compliance with all prov1s1ons, service criteria , and 
standards for acceptable performance in this contract shall be determined at sole discretion of DHHS. In addition to 
other remedies identified herein , one or more of the following remedies may be imposed for fa ilure to comply with 
the service performance-based standards described herein: 
1. Contractor shall be required to submit and implement a reasonably acceptable corrective action 

plan . 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 5 
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2. 

3, 

Payment may be withheld or reduced pending satisfactory implementation of the plan per section 
IV.E. 
The Contract may be terminated per section 11.S 

The remedies listed above are in addition to all others specifically set forth herein , or any other remedies available 
at law or equity. 

M. ASSIGNMENT, SALE, OR MERGER 

Accept 
(Initial) 

I,,~ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Either Party may assign the contract upon mutual written agreement of the other Party. Such agreement shall not 
be unreasonably withheld . 

The Contractor retains the right to enter into a sale, merger, acquisition, internal reorganization, or similar 
transaction involving Contractor's business . Contractor agrees to cooperate with the State in executing 
amendments to the contract to allow for the transaction . If a third party or entity is involved in the transaction, the 
Contractor will remain responsible for performance of the contract until such time as the person or entity involved in 
the transaction agrees in writing to be contractually bound by this contract and perform all obligations of the 
contract. 

N. CONTRACTING WITH OTHER NEBRASKA POLITICAL SUB-DIVISIONS 

Accept 
(Initial) 

~; 

0. 

Accept 
(Initial) 

L,-5 

P. 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor may, but shall not be required to, allow agencies, as defined in Neb. Rev. Stat. §81-145, to use this 
contract. The terms and conditions, including price, of the contract may not be amended . The State shall not be 
contractually obligated or liable for any contract entered into pursuant to this clause. A listing of Nebraska political 
subdivisions may be found at the website of the Nebraska Auditor of Public Accounts . 

FORCE MAJEURE 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Neither Party shall be liable for any costs or damages, or for default resulting from its inability to perform any of its 
obligations under the contract due to a natural or manmade event outside the control and not the fault of the 
affected Party ("Force Majeure Event"). The Party so affected shall immediately make a written request for relief to 
the other Party and shall have the burden of proof to justify the request. The other Party may grant the relief 
requested ; relief may not be unreasonably withheld . Labor disputes with the impacted Party's own employees will 
not be considered a Force Majeure Event. 

CONFIDENTIALITY 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 6 
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Accept 
(Initial) 

l5 

Reject 
(Initial) 

Reject & Provide 
Alternative within 
RFP Response 
Initial 

NOTES/COMMENTS: 

All materials and information provided by the Parties or acquired by a Party on behalf of the other Party shall be 
regarded as confidential information. All materials and information provided or acquired shall be handled in 
accordance with federal and state law, and ethical standards. Should said confidentiality be breached by a Party, 
the Party shall notify the other Party immediately of said breach and take immediate corrective action. 

It is incumbent upon the Parties to inform their officers and employees of the penalties for improper disclosure 
imposed by the Privacy Act of 1974, 5 U.S.C. 552a. Specifically, 5 U.S.C. 552a (i)(1), which is made applicable by 
5 U.S.C. 552a (m)(1 ), provides that any officer or employee, who by virtue of his/her employment or official position 
has possession of or access to agency records which contain individually identifiable information, the disclosure of 
which is prohibited by the Privacy Act or regulations established thereunder, and who knowing that disclosure of the 
specific material is prohibited, willfully discloses the material in any manner to any person or agency not entitled to 
receive it, shall be guilty of a misdemeanor and fined not more than $5,000. 

a. :,p:=1c E )F s1 1c OL N~El StatL. 1) 

R. 

If it provides, under the terms of this contract and on behalf of the State of Nebraska, health and human services to 
individuals ; service delivery; service coordination; or case management, Contractor shall submit to the jurisdiction 
of the Office of Public Counsel , pursuant to Neb. Rev. Stat. §§ 81-8,240 et seq . This section shall survive the 
termination of this contract. 

LONG TERM CARE OMBUDSMAN (Statutory) 
Contractor must comply with the Long-Term Care Ombudsman Act, Neb. Rev. Stat. §§ 81-2237 et seq . This 
section shall survive the termination of this contract. 

B EARLY TERMINATION 

Accept 
(Initial) 

~s 

Reject 
(Initial) 

Reject & Provide 
Alternative within 
RFP Response 
Initial 

NOTES/COMMENTS: 

The contract may be terminated as follows: 

1. The State and the Contractor, by mutual written agreement, may terminate the contract at any time. 
2. The State, in its sole discretion, may terminate the contract for any reason upon thirty (30) 

calendar day's written notice to the Contractor. Such termination shall not relieve the Contractor 
of warranty or other service obligations incurred under the terms of the contract. In the event of 
termination the Contractor shall be entitled to payment, determined on a pro rate basis, for 
products or services satisfactorily performed or provided. 

3. The State may terminate the contract immediately for the following reasons: 

a. 
b. 

C . 

d. 

if directed to do so by statute; 
Contractor has made an assignment for the benefit of creditors, has admitted in writing its 
inability to pay debts as they mature, or has ceased operating in the normal course of business; 
a trustee or receiver of the Contractor or of any substantial part of the Contractor's assets has 
been appointed by a court; 
fraud , misappropriation, embezzlement, malfeasance, misfeasance, or illegal conduct pertaining 
to performance under the contract by its Contractor, its employees, officers, directors, or 
shareholders; 

~ TELLUS 
e. an involuntary proceeding has been commenced by any Party 

against the Contractor under any one of the chapters of 
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f. 

g. 
h. 
i. 

Title 11 of the United States Code and (i) the proceeding has been pending for at least sixty (60) 
calendar days; or (ii) the Contractor has consented , either expressly or by operation of law, to the 
entry of an order for relief; or (iii) the Contractor has been decreed or adjudged a debtor; 
a voluntary petition has been filed by the Contractor under any of the chapters of Title 11 of the 
United States Code; 
Contractor intentionally discloses confidential information ; 
Contractor has or announces it will discontinue support of the deliverable; and , 
In the event funding is no longer available. 

T CONTRACT CLOSEOUT 

Accept 
(Initial) 

l/1 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Contractor will provide, six (6) months prior to the end of the base contract period or any extension thereof, an 
Agency-approved Turnover Plan covering the possible turnover of contract requirements to DHHS, its designee, or 
a successor vendor. The Turnover Plan must be a comprehensive document detailing the proposed schedule, 
activities, and resource requirements associated with the turnover tasks. Bidder must describe their experience in 
transition activities of a similar EVV project. 

DHHS reserves the right to have Contractor submit an additional updated Turnover Plan one (1) month prior to the 
end of the base contract or any extension thereof. The plan must describe Contractor's approach and schedule for 
transfer of activities and operational support information. The information must be supplied on media specified by 
and according to the schedule approved by DHHS. All items in this section must be covered and reflect 
appropriate timing . The timing and data requirements are illustrative only and do not limit or restrict DHHS's ability 
to require additional information from the selected Contractor or modify the turnover schedule as necessary. 

Contractor must have a process for updating and managing the Turnover Plan , and delivering to DHHS, no later 
than three (3) working days before the expiration of the contract, copies of all relevant non-proprietary data, all 
documentation , including but not limited to the following : 

1 Copies of working papers, including procedures, programs, and schedules 
2 Status of current projects , 
3. Copies of correspondence (internal and external); 
4. Listings of third-party software used by the contractor(s) , including availability of the software for 

transfer or purchase by Medicaid or successor vendor(s) , 
5. Description of functional business process flows; 
6. Operational and system information concerning sub-Contractors; 
7. Documentation of ongoing outstanding issues; 
8. Other documentation necessary to support contract operations; and 
9. Other pertinent information necessary to take over and operate the project or to assume the 

operational activities successfully. 
10. This information shall be provided to DHHS in paper form, or in electronic form via email , secure 

file transfer or electronic means as directed by DHHS. 

Three (3) months prior to the end of the contract or any extension thereof, Contractor must begin training DHHS 
staff, or its designated agent, in the operation of non-proprietary systems and business processes. Such training 
must be completed at least two (2) months prior to the end of the contract or any extension thereof. DHHS may, at 
its discretion , modify this timing. 

Two (2) months prior to the end of the contract or any extension thereof, Contractor must appoint, with DHHS 
approval, a manager to coordinate and supervise all turnover activities. 

Contractor must provide to DHHS one (1) month prior to the scheduled end of the contract, a Turnover Results 
Report documenting the completion and results of each part of the Turnover Plan . The outline and format of the 
Turnover Results Report must be approved in advance by DHHS. Turnover will not be considered complete until 
this document is approved by DHHS. Contractor must not reduce operational staffing levels during the turnover 

without the prior written approval of DHHS. 

~ TELLUS Tellus eVV Response to Request for Proposal #6 11 3 Z1 8 



• 

• 

• 

All EW data gathered from this contract and EVV contracts with DHHS-contracted entities is considered property 
of DHHS. Proprietary software programs will not be required to be delivered to DHHS pursuant to these Turnover 
Requirements. Contractor's solution must retain all data , documentation and associated media related to this 
contract to meet DHHS retention requirements throughout the life of the Contract and return all data to DHHS upon 
termination for any reason . 

All provider and stakeholder training materials developed for this project become the property of Nebraska DHHS 
and will be transitioned per the Turnover Plan. 

Upon contract closeout for any reason the Contractor shall within thirty (30) days, unless stated otherwise herein : 

1. Transter all completed or partially co'Tlpleted deliverables to lhti Sla(e; 
2. Transfer ownership and title to all completed or partially completed deliverables to DHHS 
3. Return to DHHS all informatiori and data unless the Contractor is permitted to keep the 

•nformation or data by contract or rule of law. Contractor 'Tlay retain one copy of any information 
or data as required to comply with applicable work product documentation standards or as are 
automatically retained in the course of Contractor's routine back up procedures; 

4 Cooperate with any successor Contactor persoP or entity in the assumptiori of ary or all of the 
obligations of this contract 

5. Cooperate with any successor Contactor persoP or entity with tre transfer ot information or data 
related to this contract; 

6. Return or vacate any State owned rea· or personal property; and 
7 R.eturn all data in ;:i mutually acceotable format and manner 

Nothing in this Section should be construed to require the Contractor to surrender intellectual property, real or 
personal property, or information or data owned by the Contractor for which DHHS has no legal claim. 

U. RECORDS RETENTION 

1 

2. 

3. 

Contractor must maintain all pertinent firiaPcial and accounting records and evidence pertaining to 
the contract in accordance with generally accepted principles of accounting and as specified by 
the State of Neoraska Law. Upon request; access shall be granted to these records to any State o 
Federal Government entities or any of their duly authorized representatives 
Upon request, financial and accounting records shall be made available to the State of Nebraska's 
designee(s) at any time during the contract period and any extension thereof, and for ten (10) 
years from expiration date and final payment on the contract or extension thereof 
Other sections of this bid solicitation may contain additional requirements regarding record 
retention 
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II. CONTRACTOR DUTIES 

A. INDEPENDENT CONTRACTOR/ OBLIGATIONS 

Accept 
(Initial) 

~; 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

It is agreed that the Contractor is an independent contractor and that nothing contained herein is intended or should 
be construed as creating or establishing a relationship of employment, agency, or a partnership. 

The Contractor is solely responsible for fulfilling the contract. The Contractor or the Contractor's representative 
shall be the sole point of contact regarding all contractual matters. 

The Contractor shall secure, at its own expense, all personnel required to perform the services under the contract. 
The personnel the Contractor uses to fulfill the contract shall have no contractual or other legal relationship with the 
State; they shall not be considered employees of the State and shall not be entitled to any compensation, rights or 
benefits from the State, including but not limited to , tenure rights , medical and hospital care, sick and vacation 
leave, severance pay, or retirement benefits. 

By-name personnel commitments made in the Contractor's proposal shall not be changed without the prior written 
approval of the State. Replacement of these personnel , if approved by the State, shall be with personnel of equal or 
greater ability and qualifications . 

All personnel assigned by the Contractor to the contract shall be employees of the Contractor or a subcontractor, 
and shall be fully qualified to perform the work required herein . Personnel employed by the Contractor or a 
subcontractor to fulfill the terms of the contract shall remain under the sole direction and control of the Contractor or 
the subcontractor respectively. 

With respect to its employees, the Contractor agrees to be solely responsible for the following : 

1 Any and all pay, benel'its, and employment taxes andtor other payroll withholding , 
2. Any and all vehicles used by the Contractor's employees, including all insurance required by State 

law; 
3. Damages incurred by Contractor's employees within the scope of their duties under the contract; 
4 Maintaining Workers' Compensation and health insurance that complies with State and Federal 

law and submitting any reports on such insurance to the extent required by governing law; and 
5. Determining the hours to be worked and the duties to be performed by the Contractor's 

employees; and 
6. All claims on behalf of any person arising out of employment or alleged employment (including 

without limit claims of discrimination alleged against the Contractor, its officers, agents, or 
subcontractors or subcontractor's employees). 

If the Contractor intends to utilize any subcontractor, the subcontractor's level of effort, tasks, and time allocation 
should be clearly defined in the bidder's proposal. The Contractor shall agree that it will not utilize any 
subcontractors not specifically included in its proposal in the performance of the contract without the prior written 
authorization of the State. 

The State reserves the right to require the Contractor to reassign or remove from the project any Contractor or 
subcontractor employee. 

Contractor shall insure that the terms and conditions contained in any contract with a subcontractor does not 
conflict with the terms and conditions of this contract. 

The Contractor shall include a similar provision , for the protection of the State, in the contract with any 
subcontractor engaged to perform work on this contract. 
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B. 

Accept 
(Initial) 

lh 

EMPLOYEE WORK ELIGIBILITY STATUS 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor is required and hereby agrees to use a federal immigration verification system to determine the 
work eligibility status of employees physically performing services within the State of Nebraska. A federal 
immigration verification system means the electronic verification of the work authorization program authorized by 
the Illegal Immigration Reform and Immigrant Responsibility Act of 1996, 8 U.S.C. 1324a, known as the E-Verify 
Program, or an equivalent federal program designated by the United States Department of Homeland Security or 
other federal agency authorized to verify the work eligibility status of an employee. 

If the Contractor is an individual or sole proprietorship, the following applies: 

1 

2 

The Contractor must complete the united States t.1tizensn1p Attestation Form, available or the 
Jepa {mer A,:! nist at' 11;; site 1 

http://das.nebraska.gov/materiel/purchasing.html 

The completed United States Attestation Form should be submitted with the RFP response. 

If the Contractor indicates on such attestation form that he or she is a qualified alien, the 
Contractor agrees to provide the US Citizenship and Immigration Services documentation required 
to verify the Contractor's lawful presence in the United States using the Systematic Alien 
Verification for Entitlements (SAVE) Program. 

3. The Contractor understands and agrees that lawful presence in the United States is required and 
the Contractor may be disqualified or the contract terminated if such lawful presence cannot be 
verified as required by Neb. Rev. Stat §4-108 

C. COMPLIANCE WITH CIVIL RIGHTS LAWS AND EQUAL OPPORTUNITY 
EMPLOYMENT NONDISCRIMINATION {Statutory) 
The Contractor shall comply with all applicable local, State, and Federal statutes and regulations regarding civil 
rights laws and equal opp.ortunity employment. The Nebraska Fair Employment Practice Act prohibits Contractors 
of the State of Nebraska, and their subcontractors, from discriminating against any employee or applicant for 
employment, with respect to hire, tenure, terms, conditions, compensation, or privileges of employment because of 
race, color, religion, sex, disability, marital status, or national origin (Neb. Rev. Stat. §48-1101 to 48-1125). The 
Contractor guarantees compliance with the Nebraska Fair Employment Practice Act, and breach of this provision 
shall be regarded as a material breach of contract. The Contractor shall insert a similar provision in all subcontracts 
for services to be covered by any contract resulting from this RFP. 

D. COOPERATION WITH OTHER CONTRACTORS 

Accept 
(Initial) 

~ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Contractor may be required to work with or in close proximity to other contractors or individuals that may be working 
on same or different projects. The Contractor shall agree to cooperate with such other contractors or individuals, 
and shall not commit or permit any act which may interfere with the performance of work by any other contractor or 
individual. Contractor is not required to compromise Contractor's intellectual property or proprietary information 

~ unless expressly required to do so by this contract. 
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E. 

Accept 
(Initial) 

l-~ 

F 

Accept 
(Initial) 

i,7 

G. 

Accept 
(Initial) 

~5 

PERMITS, REGULATIONS, LAWS 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The contract price shall include the cost of all royalties , licenses, permits, and approvals, whether arising from 
patents, trademarks, copyrights or otherwise, that are in any way involved in the contract. The Contractor shall 
obtain and pay for all royalties , licenses, and permits, and approvals necessary for the execution of the contract. 
The Contractor must guarantee that it has the full legal right to the materials, supplies, equipment, software, and 
other items used to execute this contract. 

OWNERSHIP OF INFORMATION AND DA.TA./ DELIVERABLE~ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The State shall have the unlimited right to publish, duplicate, use, and disclose all information and data developed 
or obtained by the Contractor on behalf of the State pursuant to this contract. 

The State shall own and hold exclusive title to any deliverable developed as a result of this contract. Contractor 
shall have no ownership interest or title , and shall not patent, license, or copyright, duplicate, transfer, sell, or 
exchange, the design, specifications, concept, or deliverable. 

INSURANCE REQUIREMENTS 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor shall throughout the term of the contract maintain insurance as specified herein and provide the 
State a current Certificate of Insurance/Acord Form (COi) verifying the coverage. The Contractor shall not 
commence work on the contract until the insurance is in place. If Contractor subcontracts any portion of the 
contract the Contractor must, throughout the term of the contract, either: 

1. Provide equivalent insurance for each subcontractor and provide a COi verifying the coverage for 
the subcontractor; 

2. Require each subcontractor to have equivalent insurance and provide written notice to the State 
that the Contractor has verified that each subcontractor has the required coverage; or, 

3. Provide the State with copies of each subcontractor's Certificate of Insurance evidencing the 
required coverage. 

The Contractor shall not allow any subcontractor to commence work until the subcontractor has equivalent 
insurance. The failure of the State to require a COi , or the failure of the Contractor to provide a COi or require 
subcontractor insurance shall not limit, rel ieve, or decrease the liability of the Contractor hereunder. 
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In the event that any policy written on a claims-made basis terminates or is canceled during the term of the contract 
or within six (6) years of termination or expiration of the contract, the Contractor shall obtain an extended discovery 
or reporting period , or a new insurance policy, provid ing coverage required by this contract for the term of the 
contract and six (6) years following termination or expiration of the contract. 

If by the terms of any insurance a mandatory deductible is required, or if the Contractor elects to increase the 
mandatory deductible amount, the Contractor shall be responsible for payment of the amount of the deductible in 
the event of a paid claim. 

Notwithstanding any other clause in this contract, the State may recover up to the liability limits of the insurance 
policies required herein . 

1 . NORKERS OMPENSA ION INSJRANCE 

2 

The Contractor shall take out and maintain during the life of this contract the statutory Workers' 
Compensation and Employer's Liability Insurance for all of the contactors' employees to be engaged in 
work on the project under this contract and, in case any such work is sublet, the Contractor shall require 
the subcontractor similarly to provide Worker's Compensation and Employer's Liability Insurance for all of 
the subcontractor's employees to be engaged in such work. This policy shall be written to meet the 
statutory requirements for the state in which the work is to be performed, including Occupational Disease. 
The policy shall include a waiver of subrogation in favor of the State. The COi shall contain the 
mandatory COi subrogation waiver language found hereinafter. The amounts of such insurance shall 
not be less than the limits stated hereinafter. For employees working in the State of Nebraska, the policy 
must be written by an entity authorized by the State of Nebraska Department of Insurance to write 
Workers' Compensation and Employer's Liability Insurance for Nebraska employees. 

COMMERCIAL GENERAL LIABIL1Tf INSURANCE AND COMMERCIAL AUTOMOBILE LIABILITY 
INSURANCE 
The Contractor shall take out and maintain during the life of this contract such Commercial General 
Liability Insurance and Commercial Automobile Liability Insurance as shall protect Contractor and any 
subcontractor performing work covered by this contract from claims for damages for bodily injury, including 
death , as well as from claims for property damage, which may arise from operations under this contract, 
whether such operation be by the Contractor or by any Subcontractor or by anyone directly or indirectly 
employed by either of them, and the amounts of such insurance shall not be less than limits stated 
hereinafter. 

The Commercial General Liability Insurance shall be written on an occurrence basis, and provide 
Premises/Operations, Products/Completed Operations, Independent Contractors, Personal Injury, and 
Contractual Liability coverage. The policy shall include the State, and others as required by the 
contract documents, as Additional lnsured(s). This policy shall be primary, and any insurance or 
self-insurance carried by the State shall be considered secondary and non-contributory. The COi 
shall contain the mandatory COi liability waiver language found hereinafter. The Cohlmercial 
Automobile Liability Insurance shall be written to cover all Owned, Non-owned, and Hired vehicles . 
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REQUIRED INSURANCE COVERAGE 
COMMERCIAL GENERAL LIABILITY 

General Aqqreqate $2 ,000,000 
Products/Completed Operations $2 ,000,000 
Aqqreqate 
Personal/Advertisinq Injury $1 ,000,000 per occurrence 
Bodily Injury/Property Damage $1 ,000,000 per occurrence 
Medical Payments $10,000 any one person 
Damaqe to Rented Premises (Fire) $300,000 each occurrence 
Contractual Included 
Independent Contractors Included 
If higher limits are required , the Umbrella/Excess Liability limits are allowed to satisfy the higher 
limit. 

WORKER'S COMPENSATION 
Employers Liability Limits $500K/$500K/$500K 
Statutory Limits- All States Statutory - State of Nebraska 
Voluntary Compensation Statutory 

COMMERCIAL AUTOMOBILE LIABILITY 
Bodily Injury/Property Damage $1 ,000,000 combined single limit 
Include All Owned, Hired & Non-Owned Included 
Automobile liability 
Motor Carrier Act Endorsement Where Applicable 

UMBRELLA/EXCESS LIABILITY 
Over Primary Insurance $5,000,000 per occurrence 

COMMERCIAL CRIME 
Crime/Employee Dishonesty Including 3rd $1 ,000,000 
Party Fidelity 

CYBER LIABILITY 
Breach of Privacy, Security Breach, Denial $10,000,000 
of Service , Remediation, Fines and 
Penalties 

MANDATORY COi SUBROGATION WAIVER LANGUAGE 
"Workers' Compensation policy shall include a waiver of subrogation in favor of the State of 
Nebraska." 

MANDATORY COi LIABILITY WAIVER LANGUAGE 
"Commercial General Liability & Commercial Automobile Liability policies shall name the State of 
Nebraska as an Additional Insured and the policies shall be primary and any insurance or self-
insurance carried by the State shall be considered secondary and non-contributory as 
additionally insured." 

If the mandatory COi subrogation waiver language or mandatory COi liability waiver language on the COi 
states that the waiver is subject to, condition upon, or otherwise limit by the insurance policy, a copy of the 
relevant sections of the policy must be submitted with the COi so the State can review the limitations 
imposed by the insurance policy. 

3. EVIDENCE OF COVERAGE 
The Contractor shall furnish the Contract Manager, with a certificate of insurance coverage complying with 
the above requirements prior to beginning work at: 

Department of Health and Human Services 
Division of Medicaid and Long-Term Care 
Attn : Delivery Services 
301 Centennial Mall , South 
P.O. Box 95026 
Lincoln, NE. 68509-5026 

These certificates or the cover sheet shall reference the RFP number, and the certificates shall include the 
name of the company, policy numbers, effective dates, dates of expiration , and amounts and types of 
coverage afforded. If the State is damaged by the failure of the Contractor to maintain such insurance, 
then the Contractor shall be responsible for all reasonable costs properly attributable thereto. 
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4. 

Reasonable notice of cancellation of any required insurance policy must be submitted to the contract 
manager as listed above when issued and a new coverage binder shall be submitted immediately to 
ensure no break in coverage. 

DEVIATIONS 
The insurance requirements are subject to limited negotiation. Negotiation typically includes, but is not 
necessarily limited to, the correct type of coverage, necessity for Workers' Compensation, and the type of 
automobile coverage carried by the Contractor. 

H. ANTITRUST 

Accept 
(Initial) 

i; 

Accept 
(Initial) 

lS, 

J. 

Accept 
(Initial) 

lG 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor hereby assigns to the State any and all claims for overcharges as to goods and/or services 
provided in connection with this contract resulting from antitrust violations which arise under antitrust laws of the 
United States and the antitrust laws of the State. 

C0NFLICT OF INTEREST 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

By submitting a proposal , bidder certifies that there does not now exist a relationship between the bidder and any 
person or entity which is or gives the appearance of a conflict of interest related to this RFP or project. 

The bidder certifies that it shall not take any action or acquire any interest, either directly or indirectly, which will 
conflict in any manner or degree with the performance of its services hereunder or which creates an actual or an 
appearance of conflict of interest. · 

The bidder certifies that it will not knowingly employ any individual known by bidder to have a conflict of interest. 

The Parties shall not knowingly, for a period of two years after execution of the contract, recruit. or employ any 
employee or agent of the other Party who has worked on the RFP or project, or who had any influence on decisions 
affecting the RFP or project. 

STATE PROPERTY 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor shall be responsible for the proper care and custody of any State-owned property which is furnished 
for the Contractor's use during the performance of the contract. The Contractor shall reimburse the State for any 
loss or damage of such property; normal wear and tear is expected. 

~ TELLUS 
SITE RULES AND REGULATIONS 
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Accept 
(Initial) 

t5 

Accept 
(Initial) 

G 

M. 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor shall use its best efforts to ensure that its employees, agents, and Subcontractors comply with site 
rules and regulations while on State premises. If the Contractor must perform on-site work outside of the daily 
operational hours set forth by the State, it must make arrangements with the State to ensure access to the facility 
and the equipment has been arranged. No additional payment will be made by the State on the basis of lack of 
access, unless the State fails to provide access as agreed to in writing between the State and the Contractor. 

4DVEPTISING 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor agrees not to refer to the contract award in advertising in such a manner as to state or imply that 
the company or its services are endorsed or preferred by the State. Any publicity releases perta ining to the project 
shall not be issued without prior written approval from the State . 

EBRAS"'" f rlNOL OG ( &\C CFS.;. Sf I\I\IDARDS (S1.1tutor. 
Contractor shall review the Nebraska Technology Access Standards, found at http://nitc.nebraska.gov/standards/2-
201.html and ensure that products and/or services provided under the contract are in compliance or will comply 
with the applicable standards to the greatest degree possible. In the event such standards change during the 
Contractor's performance, the State may create an amendment to the contract to request the contract comply with 
the changed standard at a cost mutually acceptable to the parties. 

N. DISASTER RECOVERY/BACK UP PLAN 

Accept 
(Initial) 

L-5 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor shall have a disaster recovery and back-up plan, of which a copy should be provided upon request 
to the State, which includes, but is not limited to equipment, personnel , facilities , and transportation , in order to 
continue services as specified under the specifications in the contract in the event of a disaster. Also, please see 
the Business Continuity and Disaster Recovery Requirements as noted in Attachment A - RTM . 

~ TELLUS 
DRUG POLICY 
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Accept 
(Initial) 

l-~ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Contractor certifies it maintains a drug free work place environment to ensure worker safety and workplace 
integrity. Contractor agrees to provide a copy of its drug free workplace policy at any time upon request by the 
State . 

i.)TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 17 



• 

• 

• 

Ill. PAYMENT 

A. PROHIBITION AGAINST ADVANCE PAYMENT (Statutory) 
Payments shall not be made until contractual deliverable(s) are received and accepted by the State. 

8. TAXES (Statutory) 
The State is not required to pay taxes and assumes no such liability as a result of this solicitation . Any property tax 
payable on the Contractor's equipment which may be installed in a State-owned facility is the responsibility of the 
Contractor. 

C. INVOICE~ 

Accept 
(Initial) 

t~ 

D 

Accept 
(Initial) 

~ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Invoices for payments must be submitted by the Contractor to the agency requesting the services with a full report 
of the number of all participants who received services during the month and full calculations for invoiced amount, 
to support payment. Invoices should be submitted to: DHHS EVV Vendor Management, 301 Centennial Mall, 
NS085, Lincoln, NE, 68509. The terms and conditions included in the Contractor's invoice shall be deemed to be 
solely for the convenience of the parties. No terms or conditions of any such invoice shall be binding upon the 
State, and no action by the State, including without limitation the payment of any such invoice in whole or in part, 
shall be construed as binding or estopping the State with respect to any such term or condition , unless the invoice 
term or condition has been previously agreed to by the State as an amendment to the contract. 

INSPECTION AND APPROVAL 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

Final inspection and approval of all work required under the contract shall be performed by the designated State 
officials. 

The State and/or its authorized representatives shall have the right to enter any premises where the Contractor or 
Subcontractor duties under the contract are being performed, and to inspect, monitor or otherwise evaluate the 
work being performed. All inspections and evaluations shall be at reasonable times and in a manner that will not 
unreasonably delay work. 

E PAYMENT 

Accept 
(Initial) 

u 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

State will render payment to Contractor when the terms and conditions of the contract and specifications have been 
satisfactorily completed on the part of the Contractor as solely determined by the State. (Neb. Rev. Stat. Section 

73-506(1 )) Payment will be made by the responsible agency in compliance with the 
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F. 

State of Nebraska Prompt Payment Act (See Neb. Rev. Stat. §81-2401 through 81-2408). The State may require 
the Contractor to accept payment by electronic means such as ACH deposit. In no event shall the State be 
responsible or liable to pay for any services provided by the Contractor prior to the Effective Date of the contract, 
and the Contractor hereby waives any claim or cause of action for any such services. 

LATE PAYMENT (Statutory) 
The Contractor may charge the responsible agency interest for late payment in compliance with the State of 
Nebraska Prompt Payment Act (See Neb. Rev. Stat. §81-2401 through 81 -2408). 

G. SUBJECT TO FUNDING/ FUNDING OUT CLAUSE FOR LOSS OF 
APPROPRIATIONS 

Accept 
(Initial) 

u 

H 

Accept 
(Initial) 

16 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The State's obl igation to pay amounts due on the contract for any fiscal years following the current fiscal year is 
contingent upon legislative appropriation of funds. Should said funds not be appropriated , the State may terminate 
the contract with respect to those payments for the fiscal year(s) for which such funds are not appropriated. The 
State will give the Contractor written notice thirty (30) calendar days prior to the effective date of termination. All 
obligations of the State to make payments after the termination date will cease. The Contractor shall be entitled to 
receive just and equitable compensation for any authorized work which has been satisfactorily completed as of the 
termination date. In no event shall the Contractor be paid for a loss of anticipated profit. 

~IGHT TO AUDIT (First Paragr::iph is Statutory) 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The State shall have the right to audit the Contractor's performance of this contract upon a 30 days' written notice. 
Contractor shall util ize generally accepted accounting principles, and shall maintain the accounting records , and 
other records and information relevant to the contract (Information) to enable the State to audit the contract. The 
State may audit and the Contractor shall maintain, the Information during the term of the contract and for a period 
of five (5) years after the completion of this contract or until all issues or litigation are resolved, whichever is later. 
The Contractor shall make the Information available to the State at Contractor's place of business or a location 
acceptable to both Parties during normal business hours. If this is not practical or the Contractor so elects, the 
Contractor may provide electronic or paper copies of the Information. The State reserves the right to examine, 
make copies of, and take notes on any Information relevant to this contract, regardless of the form or the 
Information, how it is stored , or who possesses the Information. Under no circumstance will the Contractor be 
required to create or maintain documents not kept in the ordinary course of contractor's business operations, nor 
will contractor be required to disclose any information, including but not limited to product cost data, which is 
confidential or proprietary to contractor. 

The Parties shall pay their own costs of the audit unless the audit finds a previously undisclosed overpayment by 
the State. If a previously undisclosed overpayment exceeds one-half (0.5%) of one percent of the total contract 
billings, or if fraud , material misrepresentations, or non-performance is discovered on the part of the Contractor, the 
Contractor shall reimburse the State for the total costs of the audit. Overpayments and audit costs owed to the 
State shall be paid within ninety (90) days of written notice of the claim . The Contractor agrees to correct any 
material weaknesses or condition found as a result of the audit. 
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IV. PAYMENT 

Form A 
Bidder Contact Sheet 

Request for Proposal Number 6113 21 

Form A should be completed and submitted with each response to this RFP. This is intended to provide the State with 
information on the bidder's name and address, and the specific person(s) who are responsible for preparation of the bidder's 
response. 

Preparation of Response Contact Information 

Bidder Name: 4Tellus, LLC, dba Tellus 

Bidder Address: 
800 Fairway Drive, Suite 360 
Deerifeld Beach, FL 33441 

Contact Person & Title : Lia Sweeney, CFO & EVP Strategic Innovation 

E-mail Address: Lia .sweeney@4tellus.com 

Telephone Number (Office): (954) 719-0004 extension 2002 

Telephone Number (Cellular): 

Fax Number: 

Each bidder should also designate a specific contact person who will be responsible for responding to the State if any 
clarifications of the bidder's response should become necessary. This will also be the person who the State contacts to set 
up a presentation/demonstration , if required . 

Communication with the State Contact Information 

Bidder Name: 4Tellus, LLC , dba Tellus 

Bidder Address: 
800 Fairway Drive, Suite 360 
Deerfield Beach , FL 33441 

Contact Person & Title : Lia Sweeney 

E-mail Address: Lia.sweeney@4tellus.com 

Telephone Number (Office): (954) 719-0004, extension 2002 

Telephone Number (Cellular): 

Fax Number: 
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• V. Proposal Instructions 
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A. Proposal Submission 

1. Request For Proposal For Contractual Services Form 

BIDDER MUST COMPLETE THE FOLLOWING 
By signing this Request for Proposal for Contractual Services form, the bidder guarantees compliance 
with the procedures stated in this Request for Proposal, and agrees to the terms and conditions unless 
otherwise indicated in writing and certifies that bidder maintains a drug free work place . 

Per Nebraska's Transparency in Government Procurement Act, Neb. Rev Stat§ 73-603 DAS is required to 
collect statistical information regarding the number of contracts awarded to Nebraska Contractors. This 
information is for statistical purposes only and will not be considered for contract award purposes. 

__ NEBRASKA CONTRACTOR AFFIDAVIT: Bidder hereby attests that bidder is a Nebraska Contractor. 
"Nebraska Contractor'' shall mean any bidder who has maintained a bona fide place of business and at 
least one employee within this state for at least the six (6) months immediately preceding the posting 
date of this RFP. 

I hereby certify that I am a Resident disabled veteran or business located in a designated 
enterprise zone in accordance with Neb. Rev. Stat. § 73-107 and wish to have preference, if applicable, 
considered in the award of this contract. 

__ I hereby certify that I am a blind person licensed by the Commission for the Blind & Visually 
Impaired in accordance with Neb. Rev. Stat. §71-8611 and wish to have preference considered in the 
award of this contract. 

FORM MUST BE SIGNED USING AN INDELIBLE METHOD (NOT ELECTRONICALLY) 

FIRM: 4Tellus LLC 

COMPLETE ADDRESS: 800 Fairway Drive #360, Deerfield Beach, FL 33441 

TELEPHONE NUMBER: 954-719-0004 

FAX NUMBER: 

DATE: October4,2019 

SIGNATURE: :/.~ _•L-;-_~.,, 7'.. 

TYPED NAME & TITLE OF SIGNER: Lia Sweeney, Chief Strategy Officer 
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2. Corporate Overview 

A. Bidder Identification & Information 

4Tellus LLC (Tellus) is a privately held company that was converted to a 
limited liability company registered in the State of Delaware in April of 
2019. The company was originally formed as Tellus, Inc. in April of 2013 
as a Florida corporation and converted to Tellus, LLC a Florida limited 
liability company in February of 2014. Company headquarters are located 
in Deerfield Beach , FL. The original co-founders of Tellus, Bradley Levine 
and Lia Sweeney are actively engaged in the day to day management of 
Tellus as Chief Executive Officer and Chief Strategy Officer (respectively) 
and retain a significant ownership interest. 

Shareholders owning five percent or more of the organization are: 

Bradley Levine, Boca Raton, FL 
Lia Sweeney, Boca Raton, FL 
Carroll Capital Tellus Investment, LLC, Greenwich, Connecticut 

Tellus currently employs over fifty US-based full-time employees 
responsible for all implementation and production-based activities. Core 
product development efforts are supported by offshore development 
resources. 

Chns Pern1cano. 
Chief Technology 

Officer 

Don Oxley, VP, 
Quality Assurance 

Andrey Buslov, Sr. 
Architect 

Business Analysts 

Brad Levine, CEO 

Lia Sweeney, Chief 
Strategy Officer 

V1ck1 Tim1ney, VP 
Marketing & 
Customer 

Engagement 

Jim Orms, SVP 
Production 

Michelle 
McCandless. SVP 

Operations 

L Julio Cordova, 
Customer Service 

Manager 

Joe Schnur, Chief 
Customer Officer 

L Sales Team 

Tellus is a leading U.S. provider of mobile EVV and claims processing 
technology designed especially for the personal, home health, long-term 
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care and behavioral analysis markets. It is the only EVV solution provider 
in the country to be in full production across a state with mobile technology 
as the primary method of EVV data capture. Our comprehensive , cloud­
based solutions work to simplify, streamline and accurately verify care 
tasks delivered to eligible members, process service data and generate 
claims right at the point of care. This enables health care providers to 
focus their efforts on what matters most - improved patient care with 
better outcomes, operational efficiency and, ultimately, cost reduction. 

Tellus' mission is to develop long-term, trusted relationships with clients 
through demonstrated performance and high-quality service delivery 
combined with a sincere desire to "do the right thing" for our clients and 
their members. We take a balanced, holistic approach to solving business 
challenges, recognizing that each solution must combine aspects of 
strategy, process optimization, people and technology product innovation . 

Tellus was founded in 2013 for the purpose of identifying and building 
hosted health care technology solutions. In 2016, Tellus acquired the 
assets of a mature long-term care management platform operating in 
Miami/Dade County for more than 15 years. Tellus' founding members 
identified simultaneous shifts in the health care industry away from fee-for­
service toward value-based care and away from traditional hospital and 
clinical care toward alternative methods of care delivery, particularly home 
and community-based care that allows individuals to retain the highest 
level of independence possible. These shifts presented a unique 
opportunity to develop innovative solutions to aid those transitions. Tellus 
began developing the Tellus eVV solution pilot program in 2016 working 
together with a large provider agency in Miami/Dade County to help them 
gain visibility into care delivery and improve operational efficiencies. 
During development, the Cures Act was enacted. 

The 21st Century Cures Act encourages innovation for a number of highly 
visible health care initiatives funded, in part, by savings from the use of 
EVV technology anticipated as a result of reductions in fraud, waste and 
abuse. The Tellus eW solution is a modern, innovative platform designed 
to operate within the regulatory environment while continuing to promote 
the health, independence and community-living goals of individuals 
receiving services. 

Financial Statements 

4Tellus, LLC, (Tellus), is a privately held company founded in 2013 with 
the purpose of identifying and building hosted health care technology 
solutions. In 2016, Tellus acquired the assets of Go! Health Systems, 
most significantly, a mature Long-Term Care Management platform 
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operating in Miami/Dade County for over fifteen (15) years. Tellus 
currently employs over fifty US-based full time employees. 

In 2017, the State of Florida Agency for Health Care Administration 
selected Tellus technology to replace its underperforming and aging EVV 
program. Tellus worked closely with the State to implement a solution that 
not only complied with the 21st Century Cures Act but delivered benefits 
and value well beyond those requirements. As a result of the successful 
implementation and execution, Tellus was selected to also provide EVV 
technology for the State of Florida AHCA's Behavior Analysis program -
a program not mandated by the Cures Act to use EVV - and is currently 
in implementation with an expected go-live date in the first quarter of 
2020. 

Tellus is a SaaS-based, health care technology company. Our GPS­
enabled EW solution has been in production since 2016 and has 
supported statewide Medicaid programs since 2017. Tellus' current client 
base includes four state Medicaid supported programs, ten managed care 
programs and thousands of providers . 
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BANK OF AMERICA~~ 

October 2, 2019 

State of Nebraska 
State Purchasing Bureau 
1526 K Street, Suite 130 
Lincoln, NE 68508 

Re: Tellus LLC 
Business Advantage Checking Account - Ending in 7870 

Dear Julie Schiltz or Annette Walton: 

PRIVATE BANK 

Our client, Tellus LLC, (the "Client"), has asked me to provide you with this confidential verification of 
relationship with Bank of America, N.A. (the "Bank" ) in connection with your request . 

Tellus LLC established the above referenced checking account on August 18, 2017. As of the date of this letter, 
both Bradley Levine and Lia Sweeney are the authorized signers on this account. Further, the address of record 
for this account is 800 Fairway Drive, Suite 360, Deerfield Beach, FL 33441. This account is current and handled 
as agreed . 

A copy of this letter is being sent to our Client. If you have any additional questions, please do not hesitate to 
contact me at 480.624.0376. 

Sincerely, 

~ 
Michele Elliott 
Senior Vice President and Private Client Manager 

cc: Tellus LLC 

This verification is being delivered to you with the approval of our Client. Please note that the information set forth in this letter is subject 

ta change without notice, and is provided in strict confidence to you for your own use only, without any responsibility, guarantee, 

commitment or liablllty on the port of the Bank, its affiliates or any of its or its affiliates ' directors, officers or employees. In no event will 

the Bonk be liable for any special, indirect, exemplary or consequential damages, including but not limited to lost profits. To the extent 

that Client holds any amounts referenced above in Joint accounts, the Bonk and its affiliates make no representation as to the legal rights 

of Client with respect to the joint accounts In the event of death, divorce or otherwise. The Bank cannot provide any credit ratings or 

opinions of the creditworthiness of the Client or any of its/his/her affiliates, and the above information does not constitute an opinion of 

the Bonk of the Client's ability to successfully perform its obligations under any agreement it may enter into with you, the Bank or any 

other entity. Finally, the Bonk undertakes no responsibility to update the information set forth in this letter. 

Bank of America Private Bank Is a division of Bank of America, N.A., and other subsidiaries of Bank of America Corporation . 

Bank of America, N.A., Member FOIC. 

~ 2019 Bank of America Corporation. All rights reserved . 
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Tellus is not aware of any judgments, pending or expected litigation or 
other real or potential financial reversals that may materially affect the 
viability or stability of the organization. 

C. Change of Ownersn p 

Tell us does not anticipate any change in ownership or control of the 
company during the twelve (12) months following the proposal due date. 

D. Ofice ~ocat1on 

Tellus is located at 800 Fairway Drive, Suite 360, Deerfield Beach , FL 
33441 

E. Relat 01sri,::.,::; witr· tne St::itf: 

F . 

G. 

Tellus has had no prior relationships with the State of Nebraska. 

Bidders Employee Relations .to State 

Tellus does not have any employees/party members that have had 
relationships with the State of Nebraska. 

Contract Perfor111ance 

Tellus has not had a contract terminated for any reason at any Federal , 
State or Governmental agency/entity and/or Managed Care Organization, 
for default during the past five (5) years. 

H. Summary of Bidders Corporate Experience 

Tell us has been selected as the EVV vendor for state Medicaid programs 
and Managed Care Organizations contracted by state Medicaid agencies. 
The primary method of EW for all of the programs we support is a GPS­
enabled smart phone application downloaded from commercially available 
app stores onto caregiver owned devices. The following references are 
shared as examples of projects currently in production using our EVV 
technology. Tellus is the provider of EVV technology and support services 
for all of the projects referenced . 
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• Contact Name & Title: Toby Philpot, AHCA Chief of Staff 

Business Name: Florida Agency for Health Care Administration 
Address: 2727 Mahan Drive, Tallahassee, FL 32308 

Email· Toby.philpot@ahca.myflorida.com 
Phone# Fax# (850) 412-3600 / N/A 
Prime Contractor,::, 5 Jbcontractor Yes 
Scheduled Completion Date & Planned Budget 
Actual Completion Date & Actual Budget: 
e, s A"s,.:> i'3t: ~ 'yp0 :>f Wor'· Perf, rmed Two Years 

Tellus was selected as the technology vendor to provide an EVV system for 
Home Health Services for the State of Florida, and the system is in 
production . Tellus provides data collection at the point of care, administrator 
and payer consoles, data integration and aggregation , business rules, cla ims 
pre-adjudication and reporting and analytics. Tellus designed, developed and 
supports the EVV solution. This is a statewide program. 

AHCA also selected Tellus to provide EVV for its Behavior Analysis program, 
and the system will be in production beginning August 1, 2019. 

Contact Name & Title Lori Hairston , Director Health Services 

• Busine 'J.:1 1P. UnitedHealthcare 
Addres 3100 SW 145th Ave ., Suite 200, Miramar, FL 33027 

Email Lori hairston@uhc.com 
Phone H F1,. ;t. (954) 364-0726 IN/A 
Prime Contrac c r .:, S mc.o 1 ac.tor Prime Contractor 
Scheduled Completion Date & Planned Budget 
Actual Completion Date & Actual Budget: 
Years Associated & rype of Work Performed: 1.5 Years 
Tellus is the primary vendor implementing the EW platform for UnitedHealthca 
Florida AHCA Medicaid Managed Care insurance payer. The general purpose t 

platform is to provide electronic proof that a direct caregiver is at the proper loe, 
during the correct timeframe to render the prescribed care to the recipient. 

Contact Name & Title: Debra Wingo, Director of Long Term Care 

Business Name: Aetna 
Address: 

Email: WingoD@aetna.com 

• Phone#/ Fax#: (561) 342-1740 
Prime Contractor or Subcontractor: Prime Contractor 
Scheduled Completion Date & Planned Budget: 
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Actual .Cornph:!_tion Date & Actual Budget: 
Years Associated & Type of Work Performed: 1.5 Years 
Tellus is the primary vendor implementing the EVV platform for Aetna, a 
Florida AHCA Medicaid Managed Care insurance payer. The general purpose 
of the platform is to provide electronic proof that a direct caregiver is at the 
proper location during the correct timeframe to render the prescribed care to 
the recipient. 

I 

Summary oi: B ciders Proposed Personnel/Management Approach 

NE EVV Project 

LI 

I 
Account 

Executive* Project Manager* 

Customer 
Support Lead * 

Outreach and 
Communications 

' 

Training Lead* 

*resumes attached 

Technical Lead 

Business Analyst 

Testing Lead* 

Integration Lead* 

Certification 
Lead* 

Architect 
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Role Key Personnel Full Time / Part 
Time 

Account Executive Lia Sweeney Part Time 
Project Manager lrlande Germain Full Time 
Testing Lead Don Oxley Part Time 
Integration Lead Jim (James) Ormgs Part Time 
Certification Lead Chris Pernicano Part Time 
Training Lead Michelle McCandless Part Time 
Customer Support Lead Julio Cordova Part Time 
Business Analyst TBD Full Time 
Technical Lead TBD Part Time 
Outreach & TBD Part Time 
Communications 
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J. Resumes 

EXPERTISE 

Operations 
Firanc a Mode 1ng 
BJdget1'1g 
A-:.count1rg 
ProJect Vlanagemert 
Syster""'S 1mplerr'e1tat :::1 

EDUCATION 

M.S., Management Information 
. Systems - Nova Southeastern 
University 

M.S., Accounting (Spec1al1zar10 
m TaxatJOn, Coopers & Lybrand 
Scholarship for Graduate Study) . 
University of Flo·ida 

B S., Accounting 
Florida 

Un1vers1ty o• 

CERTIFICATIONS 

Certified Public Account, FL 
License #AC0022243 (Sat for 
exam May 1990) 

CONTACT 

Email• lia.sweeney@4tellus.com 
Phone • (561) 900-404 7 

EXECUTIVE PROFILE 

An accomplished 8perat1ors & F- ranee E:xecL t1ve with diverse fL .. nctiona1 
and ind ,s'ry expe, ence •,G,.id,ng technology f'"anc al services l'>ealtti 
·;a•e and pub' sh1rg A':lep' 81 balc'lc1rig creat•v,ty and 1r• ovat,un to develo 
and 1mplerne ... t sol.1tions that ad11,:;ve crit.ca b .1s1ness obJert,ves Results 
oinven with we1 developed :::c'lcept.ial and analyt .::a a')i!it es C>:>1"""1Jtted ro 
ar,•,,evtng pro, 0 c' rleadl "'E'f. while min rnz1ng c ists !hrou~h th~ effective ... se 
f rcso •e;cs 

EXPERIENCE 

2014 - Present, CFO & EVP Strategic Innovation Tellus 

<,r..,w· 1g cor1pary offering software pr.iducts .o 'lea It, 1care p•ov•aers a 1d devel,i~ r en• 
serv1 :es er'p1ov1rQ rr1x of onshore ar•l offshcre •esourc;es 

Chief Operating & Financial Officer 
q.,spcr srble 'i: lav •, ,1a ,j 

,.Jroiects 1rc.l1,u1r~, we l apo11cat1L.r,; 
(;Velcp ar· r- ,:>le1T'c lt po11c!e!, :we. r, 

('PC" rq arc< .nt,oardi',g er"lployees 
arna 

2010 - 2013, Independent Contractor Boca Raton FL 

Various proiects 1nck1d1ng fonanc1al 11odellng budgeting, o1come ~ax prepart1on 
and business brokerage Research synthesize and present business and product 
opportunities to constituents 

2008 - 2010, Chief Financial Officer, Iron Bri dge Tools, Inc 

Consumer products company generating approximately $?OM in annual revenue 
importing & wholesaling hand tools 

Reported to owner Areas reporting to this positron included financial reporting 
accounts payable, accounts receivable. payroll and cash management 
Led system conversion of financial software resulting in accurate and timely 
financial reporting 
Implemented financial controls 1mprov1ng record keeping and accountability 
Managed external audits and preparation of income tax returns 
Uaisoned with banking and lender representatives 
Evaluated prospective purchase of manufacturing facility and determined 1t did 
not meet corporate obJectives 
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EXPERIENCE 

2007 - 2008, Consultant Cross Country Healthcare Inc 

Hired as a consultant to assist 1r prepa11or of fecera a 1d state nc, rre tax ret1., r.,s resL. •1rg 
erp,,::yrner 

2005 - 2006, Fiduciary Associate Wacrov,a TrL..st 

Hired as ~a '. ot c1 to assist a F-1r Sules Off· :er l-{es"o,1s1ble t ~er ,iD 

'er o• per'T':1,0 ent 

kp+ 1Q 're '>t ~ es<' 
Jeve,,pin8 i :L st lr'::l ':>dS0 to ':>e tre1"<;1ton<' 
Exceeded , .ori'Jarv cvpectat1on;; bv develo 

t) trus• offcer.-; fo sNv1r l!;i 

] 2 1eferra "etwork 'GSu ''"g face-to -face µ•ospec• r1ee qs se,,eca 
a 1ead of scf.edu1e 
ExceeC'ed cor'Par ~ .Jxpectat1ons by expa,1d1r9 ,· 1ent base rep•ese'l""q •r11 J 1s of dolla•r, 1r add'", 1nl ,sc;ets 

2003 - 2004, Chief Financial Officer Nurse-On-Call of South Flo·ida Inc 

Hor1e riealthcare company generating approx111ately $4M in anr Jal ·evenue Hired by new owner who took control of this financ1al·y 
troubled col'T'pany 1'1 2003 to ll..r'1aro1.,nd ard expa'1d the business 

Reported tc owner A,·eas ·eport1ng tc t.11s pos1t1on .1c,Jded finarc1a reporting b1I. 19 pay 011 accourts payab,e taxat101 
l"'lon1toring casn flow bJdget1ng aro licens119 
Prepared anu .s"'br•' •tee R$ Ofk 'Cor1pror11se resc ' 1"'g n "'., 1dreC's o' t"lousar-:J, of r:lollar5 1 •:ix 'Sav• ,•gs 
Led systerr corivers1on of f1,1anc1al sc'twa ·e f:.J ly r"leet1ng 1riplemertat1on obJect1ves 
Doc_L'T'eri•eo processes to l'T'prove cons1stercy a"d "''lderstandi"Q that "cre1sed effic1ercy by 20 
Identified a case of fraudulert act1v1ty -esu ting ir recovery of funds 

2001 · - 2003, Managing Member Mahoney Cohen Family Office Services 

South F'orida startup affiliated w 0:r a to1=, 40 account '1Q firm operat1r 1r Manr attan 

Respons,b11ities included opening office, managing operations 1dentificat1on and implementation of software solutions. 
budgeting financial reporting and marketing Advised parent company it would be necessary to offer general accou'lting and 
tax or investment services to succeed they purchased an accounting firm 1n M1am1 and have been successful n building the 
family office revenue base to approximately $1 M annually 
Office was up and running under budget within several weeks ahead of schedule 
Developed expansive third-party referral network and best in class database which was key to establishing broad client base 

1996 - 2001, Sun-Sentinel Company 

South Florida publishing company with revenues exceeding $400M annually owned by Tribune Company 

Controller 
Reported to CFO Responsible for staff of 25 overseeing general accounting, financial reporting, accounts payable, 
cashiering and payroll Also responsible for expense budgets totaling $14M and balance sheet budget with reported assets in 
excess of $165M 
Business unit liaison responsible for successful roll-out of financial systems including Peoplesoft, Extensity and Purchasing 
Cards. reducing operational redundancy and increasing efficiency. 
Represented company in sales tax audit, resulting in approximately $1 OOK in savings. 
Responsible for integrated financial reporting of acquired company resulting in identification of overstatement of $400K 1n 
accounts receivable 

Circulation Administration & Planning Manager (1997-1999) 
Managed staff of ten with responsibility for all financial aspects of this $40M operational div1s1on including financial and 
statistical reporting , budgeting, ad hoc analysis and accounts receivable Liaison with Audit Bureau of Circulation to support 
circulation statistical reporting 
Developed models to accurately capture, compile and report circulation statistics, which enabled more accurate circulation 
planning and elimination of excess copies 

C ~'H "fniciJo iJrvffe@iter to resolve reconciliation issues related to $25M accounts receivable balance Proiect 

"

ct Accountant (1996-1997) 
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SKILLS 

Agile (Scrum) Methodology 
Software Development Life 
Cycle 
Atlassian Confluence Proficiency 
lnfragistics Prototyp ng 
Acc,1racy & Detai One'ltated 
Atlassian JIRA Proficiency 
Interpersonal Skills 
Strategic Planning 
Restructuring 

2004, Ind iana University -
Bachelor of General Studies 

CERTIFICATIONS 

Project Management Professional 
ITIL Foundations 
COMPTIA Network+ 
COMPTIAA+ 

Technical Skills 
Modeling Tools: lnfrag1st1cs 
Microsoft Visio 
Utilities: Microsoft Office Suite 
(Project, Excel, PowerPoint) 

Email• irlandegermain@gmail.com 

Ph~t ft:Llus 

SUMMARY 

,0,ccoriplisned ard 1rtegr ty d ·1ven software deve oprient P'Oject Mar agerre,1t Professior a, 
wt- c ras 1Jee,1 'ecogr zed as a leader w1tr stre 1gt"s ,1 eeng1reer 19 :_is,"ess : ocesses 
defin '19 cont nuous nproverient pro,;esse,:; o.11ld1n9 c,:)'1Ser:;..,s a'1d p ov d 19 so·u11ons fo 
1tegral ;::a ts :,f adrr strat.on Ver·'1ab,e t ack eco·d c• r"a 1ag1ng pro1ects w" e a ways 
elivennq .,., t1r"e and excee,• 'q expect<!'"Jr, S•rora 1rterperc;or c: SK s r ,r I adl'Pt ;-

, ,,:1111,i• '1 J1,,c, :,s onr. ,,e1r,y pr 1,:,-1 ,2 i ,1V l<J r, " letJ 

SELEC fED HIGHLIGHTS 
cc 1'1orated oe·weer JII evo i- ,if r,1Jnage,ner t d 1d departr- c; 's '" 

t,,, ty :y eve, 50 
0 ab1l1tv t J .von< .veil Jnd p c,, d(' :r c;1s "ianage,n(,r 1 1 fas µaced 

erv1ronr ·ents 
Experience n corporate operations project c;uc:c..:,s ard rl1ent re1a• 1or,r ;:i o.i1ld1ng 
progra 11s .v1th a proven track 'ecor: of acr1ev1ng results by leadi1g a"d niot1vating 
mult•ple teams 
Proven track record 1n planning and exec ... t1ng proJects ariong cross-fL.1ct1ona1 n1g 1-
riatr x O'ganizat·o.,s. 
Effect ve1y na'lage •m t1ple priorities .:inrf perfo.r-s Linrfe· pressve - a fast-paced 
ap1·· V :r ,nq 19 8 l\i : 1rreri• Skill," 1r pr01c> 1't 1rq.:i 11za'll''' anC' r"1nagP"'1E'"' pr001e 
esolut G 1 ard data docurr entat1on 

Performed a phases-::• •equ1remert naragerre 1t, 'C, Jd '19 gather ng ara,yzing 
detailing -=ind ,racking 'equirements 
Advanced -::ommL.1 cator w1th all eve1s of personre1 clierts techr cal tearr and 
execL tr,e nianag,Ys 
Excelie"t 1te·oersonal skills. 1ard work and dedicat,o 1 "ave built ... 'J a repL.iat1on to 
being pos,•1ve 1 dec1s1on makirg st'J1grtfo--ward r"d r O:"est n c.ornmL-'1icat1ng wh e 

being f exiole 1n problem solving 

EXPERIENCE 

2018 - Present, Project Manager, Tellus 

Gather requirements using project management/business analysis methodologies 
including but not limited to interviews, requirement workshops . use cases, workflow 
analysis document analysis , etc 
Develop detailed project plans project t1melines . reports , and project status 
sheets . that are managed and disseminated throughout the project life cycle 
Manage stakeholder and management expectations throughout the project 
management lifecycle 
Ensure high leve l of compliance to HIPPA gu1del1nes and protection of PHI data 
Defines IT project scope goals and deliverables that support business goals in 
collaboration with senior management and stakeholders 
Champion grooming . 1terat1on planning organizing and motivating teams to 
achieve a higher level of performance through value-driven practices 
Works closely with marketing team to build business case proposals and other go­
to-market documents and communications 
Able to perform the System Development Life Cycle (S DLC) using the Agile Scrum 
Methodology phases from project initiation through project closure 
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EXPERIENCE 

2017 - Present, Senior Project Manager PAYBOX Corp. 

P1ar'1ed screduled. tracked a'1d rnaraged software C'evelopmer• pro1ect t•rr e nes r,, es•ones and de, vNables 
Develop detailed :rojec• pla"S and associated :or,r'"'un1cat1c:is docur,ents 
Wor><. w•th '1te•r,a' tear,$ to deve,op ,ind val ·dJ ,_, Bchedules ,nd P-.Jjec rilans ard g, 1 :L storr 8 s1gr ,,, 
Identify and rr?~,ge :•oje,·• dep~ 1denc•es arj ·nh al path 
Gelegde ,':lsKS unrl espons•b1lit1es tc ..:::,propr a.e , esour _es 
MJinta1r, ,r,ster 'J ·ojec· doc JfY'ent;i•1c~ 'Jrolc"'t ,;•,.•us r )ort; unt ',' ~11 !ate o.'Jje1.,• 'ltd! m 1ect,ngs 

N 1 g ., Oject s ::,pe rosts e •· ,r ~ ct: ,rnd bl s1ress De• 1eMs to i(ee:: tne pro1ect :.ir t 
1un1ecit on >:Je'Weer func,•1ora v l Jps 

Pr'.':1ctively r'"'anage c,'anges , P•Cject scope dent 'Y .. cte, t1a nsl\s ~rd -:iev1se .ort1rgency plars 
c• ·,ur0 t'le Scooo Char g..:: Managem~~· Pr0r.:es'l 1s foll,>weJ E'nsL ·.::. al ,' 'ange,, "' e dertif;ed vahdrted rnd es• 
CofY'rT J 0 1cate If" '.)act ~· c·1 anges 

cJteJ 

[•sure the ssues l'l/a'1ager,ent P ocess s ·01 owed 
Tra1~ cross foJ'1ctional tearr "1embers on new processes and orocedures and too1s 
Set and cont1r ua y rranage project expectatio!1S with team members ard stakeholders 
ldent;•y and •eso1ve issues and conf1 cts w;th111 the project tearr 
Assist sales tea'lls vV1th derr .:nstrat1on of software 
Ass,st with ,-; 1 s,•e "a 'ing ;ind developr,ent 0• •r;:, ' '19 nater? s 

2013 - 2017, Project Manager rlomes Media Solutions 

Detailed requirements writ. 19 prototyping outl1n1ng project scope developing project charter completir,g gap analysis and 
resporsible for -::reating release plans 
Cont •bute to tre tecti" ca assessr,ent scope definition pr'.)ject planr "9 analys s :ies,g, 1r1pler1entat on & testing of la ge 
projects 
Conducting botr internal and external 'lleet1ngs and documenting neeting agendas notes, and action items 
Strong verbal and wr !ten .::or,munication demo1strated through effectively rnanaging project L pdates .;hanges and risks :o 
stakeholders 
Main point of contact for enterprise customers and vendors 
Leading and supporting multiple teams of 10-15 through grooming, planning and execution of project scope 
Managing and escalating defects within backlog during steady state 
Consistently exceeding expectations by ensuring projects are on time on budget compliant to standards and meet bus,ness 
needs 
Creating detailed build notices outlining deliverables and project highlights 
Facilitating daily scrum meetings and agile board with cross functional team members 
Work with stakeholders to lead in the analysis. development and standardization of processes and procedures to optimize 
successful delivery of project 
Navigating problems which arise during the project to senior management when necessary and providing resolutions 

2011 - 2013, Project Manager, Finish Line Inc 

Transitioned to assistant project manager role on $15M WAN Project. after developing strategic techniques for resolving 
project issues 
Provide project management for projects including but not limited to new and remodel store construction, new hardware 
integrations and software upgrades 
Review AutoCAD drawings to verify all electrical and CAT5 cabling are correctly depicted for all new and remodel locations 
Contribute to project plans implementation plans, test plans and functional requirements ensuring all projects are completed 
on time and under budget 
Increase productivity by developing manuals, runbooks , department guides for both the network team and end users 
Interface between architect teams , construction teams, engineer teams, and support teams, and internal customers 
Worked under minimum supervision to understand business processes/requirements, analyze business problems, and 
translate them into specific system requirements to find technology/automation solutions that are cost effective and meet 
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EXPERIENCE 

2011 - 2013, PfOJect Manager F1nisn Line Ire. 

t.lized ,;t'ong prob :'11 so:v1rg ard creat.ve1cr't ::d t" ..,.~1,'<J s:,;1 is ro Jnderstar,d bl s1ress needs 
R.c J r,rn :,'ldeC er anges r, <l:CVC cpr,er.+ Tidl ' erd" :,e ,, 'C Sy5ter-i Sta""'dc''r S to .,,en10,- r 12" --gernert ,mJ KCY StrlKC 'l1Jerc, 
nevelooerl sys•err 'Tiplerrie"tat.on olans a·:. created ous "9SSitec'1n1ca1 a11facts For .:r:.h ve 

C"SIStP.r t y ex .~eed:'0 , (pectat 0 .. 5 ensuring proJerts wer .J or t 'lle Jr, ':)~:<get, ·~orr pllan'. .J standards & '1P.et ous,""','Ss 
reeds. Co"tr ".lL.ted tJ me t.-~·hn r.al assessr,e..,+ :,c.Joe def1n1.1on '.) O)eCt o:ann1ng a"alys1s 1es,gr r"o1er,erta;1on & test1ny 
')f 1arge pre_ ects 

2010 - 2011, NOC Technician F rnsh Li'le l'lc 

'v1a1n po1rt of contact for r"lO!" tO""g, rra1ntenance and test and tU'" up of network 1nf·astructL,·e 1nit1at:ves for all Finish L,ne 
locations 
Provides Tier I Sc.PPOrt for I\Jetwork Operat1ors Ceriter 
Works w=tr reteco"Tl Tiun·cat·on ve ,dors for Tioves adds a ,d c1iange'> as we· as "etw0rk ou•age<, ·or rlisoatches a"d 
•roub es root ~ ;:i 
i-'·ov•des da '/ SL A V'olat·on fc · rronitor:ng softwa ·e 
Daily track a1d reporting cf 'letwork equiprrent c•·cu1• a,~J store 11formation 
Performs hardware testing and reconditioning on equipment that has been retu ·ned from field 

2005 - 2010, Shareholder Service Account Representat,ve, American Funds Service Company 

Developed training prog·ar,s fo· new emp,oyees and deve1oped the sk1i sex st'rig employees to further the orga1,zat1ons 
success 
ProJect manager for the developrrent of new internal/external company forms wr1ch greatly improved c1 ent/customer service 
Increased client involvement and loyalty by offering shareholders and brokers additional training with website nav1gat1on 
Responsible for setting up new accounts. and performing maintenance on existing accounts 
Handled numerous client issues and consistently exceeded expectations 
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TECHNICAL SKILLS 

• Testing: Jira TFS Ra ly. ApTest 
Manager Quality Center 

• Defect Management: Jira 
BugZi la TFS T•acker Rationa 
ClearQuest 

• Automation: QTPIUFr, 
Test Complete, LoadRunner 
Slenium Performance Center 
1Test SoapU• Postmar Jenkins 
Maven 

• Other Tools: SoapUI Postman , 
Jenkins, Maven 

• Requirements: Jira Rally, TFS 

•
DOORS 
Operating Systems. Wirdows 
Windows Server, Redhat, Linux 

• Office Tools: Excel 
PowerPoint Word Project 
Publisher, Outlook, Gr1ail Slaci< 
Teams, WebEx 

EDUCATION 

M.B., Business Administration, -
Nova Southeastern 

B.S., Management (with 
Distinction) - Nova Southeastern 

A.S., Electronics Technology -
Hillsborough Community College 

ail• don@oxleyteam.com 
Phone• (954) 494-8516 

Socia~ dTElIUs 

EXECUTIVE PROFILE 

Results oriented sen or leader in rumerous development life cycles 
nclud1ng Agile DevOps and .Waterfall Accomplished ,n managing complex 
p-oJects across '11Ultiple geographical locations, •educing cycle times, 
ncreasing testing coverage and enhancing test processes Effectively 
rtegrate ard L.til ze aL.tomat1or and test .'"'lanageme 1t tools Adept a• 
opt m1z ng resoJ·ce caoac1ty to rreet bJs,ness obJect ves B•oa'i expenenc.e 
1r strateg c pla111 ng , bJdget aralys1s ,11stitut1rg key perfo•mance 
measurerients ar a r sk analysis 

CORE STRENGTHS 
Leadership • Testing Techniques • Test Methodologies • Problem 

Solving • Risk Assesment • Continuous Improvement • Talent 
Development & Utilization • Contingency Planning • Agile • 

DevOps • Waterfal 

EXPERIENCE 

2018 - Present Vice P•esident o• Quality Assurance Tellus 

Small privately held startup company providing state of the art Electronic Visit 
Verification (eVV) for home health care 

Built a QA organization f•om the ground up with resources in multiple geographical locations 
(US and off-shore) Manage the day-to-day Test Engineering Business Analyst and SCM 
teams 1n delivering mobile and cloud-based applications 

Hired full stack Test Engineers capable of full range of black-box and white-box 
testing including UI web services, databases, integration , system performance 
and more 
Managed team to develop automation framework and test automation for 
Regression Testing using Selenium with Java and Appium Studio for Mobile 
application 
Established continuous improvement program to identify, analyze and implement 
changes to process, tools , and methodologies to streamline delivery of new 
features to production faster and with higher quality 
Implemented Agile/ SAFe methodology estimation methods and established a 
repeatable cadence in production deliveries. 
Developed KPI metrics to identify trends , gauge progress, and correct issues 
rapidly 

2013 - 2018, Director of Global Software QA Test, Vertiv Co. (formerly 
Emerson Network Power) 

Large global technology company that specializes in infrastructure management 
solutions for data centers and power distribution systems. 

Directed team of 80+ test engineeri ng professionals in multiple geographical locations 
(US and off-shore) worki ng multiple testing disciplines, including Embedded Functional 
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EXPERIENCE 

2013 - 2018, Director of Global Software QA Test Vertiv Co (formerly Emerson Network Powen continued 

System a"''.l Perfo marce rest1rg of En'erp se and Mo':) e app. :at1ons using Ag e ; SAl''e and Waterfall ''le.Mdolog1es Managed 
s1multaneot..s so'tware ··a dwa e and fir11ware c OJec·s Me,...tored and cuached rranagers ard test eng1-eer-; t ough ore--onone 
neeungs and .ra11• 01 g sess10ns For ,,sed on r 10 cv1ng prod ,ct v1ty tri· iugh trd ' \J C'" ;idv meed test r,q •er:• ri· iues s .andard zing test 
1 'Jta an, j r 1'" "r lt'' 1ng tc,<,t d, JIT at 

• 

", ,.,,err ,•nte1 cont · Jou; , r pr >v<,rn ,rt r:,r>g · r, tc., 'mhdrce test - , , d t _ es Nh1c•, '' 
Jes,.:i- 1nr easec' tes'ing rc.,verarie focused 'est .iut11"'1a 10n and test resu ts eourt 'J 

0" ,.c.,t · ~', 

lntrodt..ced Risk Basec. rest•rig r1elhods esu' ,ng n p1 irit1zed te-;t exec :,on hat 1s. exec ut r..i 'hi: 

'he testing ~ye,.v and f ..,. rig '"r11 ..-. : defects ·aster nnd dec,easec cycle t1rr es by e11 rnnat r ,g 'c, ..,esse 
Co'ilposed a st2· ard1z~,d test11'g process cJoc ... nier·'. to align all Ve. 1·,, tes. 01gar, za,1ons 1r Jt zing 
'ilethooo1og es "- .... ~ ·.ools relT'Ovt· 1rr ped1rr ents and strealT' ned tre process 

'-< I ~s d 0,e 

st ,~r:'1Ci31 ests e;,,;· y 
• " test rases 

rr .. ~ r,c;;s' jJ ,· t ces 

Assen1bled an aJtorr at1on tearr ar -:J created a. to 11at on strategy to corstruct a new framewor~ '11ak1ng automat·on des1gr 
faster a'ld maintenance less laborious 
Drove strategic efforts to reduce testing cycle times and increase testing coverage by eliminating test case redundancies and 
denHy1ng test case gaps ~o assure a 11gr level of qual ity 
reated anrJ trar,ketj iJ ·oiec • eve K,.J ~ f"'eas . -g ~ t1rre ce11ve - , •stc"'le- reported rJefects anrJ oerre~t of aut:ir1a•1nn i<i:, 
=1ta wa':- ut zeG 1n tre Cont -Jnus r 1,:; ~ve ren• c ograrn 

P">duced a corr prehens,ve rea t1nie test "9 8ashboard used to dent fy •est1ng progress and defect t a ~king 

2011 - 2013 Director of SW Quality and Releases Cross Match Technologies 

Medium-sized privately held company providing state of the art biometric solutions and devices. 

Introduced ar efficient level o~ structure and quality 1r"'provements to testing and release management Managed test tea 11s residing 1n 
the US and Germany involved 1n both manual and automated testing Trained incoming test engineers on Agile/ Scrum methodologies 
and testing techniques Cultivated positive working environment and built team synergy between development and testing engineers 

Stream 1ned software release process to deliver release packages more quickly into production by el1m1nat1ng redundancies 
unnecessary steps and breaches 1n the process that allowed delivery of untested appl1cat1ons 
Managed m1grat1on from Team Foundation Server 2008 to Team Foundation Server 2010 which introduced the Implementation 
of TFS Test Manager for test case management and automation. 
Developed automation strategy and implemented test automation using Team Foundation Server 2010 resulting 1n an increase 
1n automation by 20% 

2009 - 2011, Director of Product Verification & Test , Sezmi Corporation 

Privately help startup company providing a new IPTV broadcast media service. 

I Directed the day-to-day testing resources and act1v1t1es across geographical locations and built strong System Val1dat1on Test team and 
Integration Test team with emphasis on teamwork and successful collaboration . Developed ind1v1duals into high performing contributors 
by fostering a positive and cohesive working environment that resulted 1n creating a high level of morale and empowerment among 
team members 

• Managed QA Test, Staging , and Production environments culminating in smooth migration of software from QA to Production 
Environment builds and version control were built by Maven; continuous integration and deployment was performed using 
Jenkins 
Improved defect detection rate by over 400% by 1ntroduc1ng new testing techniques, utilizing a modular test design and 
removing redundancies ~ ~t-g tE:S1sh1ng the gu1del1nes for functional and system level testing and the release criteria used 

II p je th s p vi ng se expectations for all stakeholders 
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ADDITIONAL RELATED EXPERIENCE 

Donald R. Oxley, JR. P.A., Self-Employed Quality Assurance Consultant 

Tellabs (Formally Advanced Fibre Communications), Manager of Quality Assurance 

Racal-Datacom , Inc .. Manager of System Test 

AT&T Paradyne (Formerlly Paradyne Corporation), Sr. Test Engineer 

PROFESSIONAL TRAINING 

Testing: 

Systematic Software Testing 
Mastering Test Design 

• Advanced Testing Techniques 
• SW Reliability Measurement Intro & 

Practical Application 

Management & Project Management: 

• Integrated Project Management 
• MAP (Management Action Program) Training 
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Software Development 
ProJect Managemerit 
Venaor.t Partner Management 
Systeris '"'tegration 
Technical/ Customer Suoport 
Electronic Medical Reco·ds 

• Leadership/ Team Building 
Technology Planriing 
Technology Deployment 
Process Improvement 
Application Design 
Business Development 

• 
EDUCATION 

1999, University of Louisville -
Bachelor s in Finance 

AWARDS 

2013 - Kentucky Certified Nursing Assistant 
2011 - Honorary Kentucky Colonel 
2010- Valed ictorian of Signature CEO School 
2009 - Bank Technology News Innovation 
Award 
2008 - K2 New Technology Award 
2005 - Regional Winner for Entrepreneur of the 
Year from Ernst and Young 
2004 - Regional Winner for Entrepreneur of the 
Year from Ernst and Young 
2003 - TEPR Award for Top Document 
Management Program 

. 002 -Acheived Predictive Index Certification 

~ TELLUS 

SUMMARY 

Technology leader with twenty years of CIO ' CTO experie1ce with software 
companies , phys1c1an offices, long terrri care centers ard rorie healtn 
agencies . Experienced with multiple Electronic- Med1ca Record solJtions 
,n various healthcare settings Collabo·ative .eader who works dosely 
with operators a'ld execL..tive rranagemen• to organize p•10•1t1es deilve• 
sol..Jt or.s and bri 19 an entreprene~1rial app•oac~, to s~JPPO~ company goals 

EXPERIENCE 

2019 --- Present, SVP Development & Integrations , Tellus 

Lead software deve1oprrert and product1or for a cofl'orehens1ve EW sc utior tc he1;, 
ou , clients use r,ob1le ,echno1ogy to mar age tre caregiver a1d oat1ent ~teract·G~ Ersure 
'M 'pre her s1vo. rorr ~ a11ce ser.untv a1d N ) r•r~ pli'tfo -rr c; fo r r=w a 1d <;yc;terr 1nteqrat ans 

Viar age all areas 0f I ntegrat.o, Deve opme it 
Ma ,age deve1opme-it tean for all system 1teg a!~, 
Lead offshore development team fo1· core software solutions 
Ma ,age J·d-party syterr integ•ations 

2017 - 2018, Chief lnformat1on/Techno ogy Officer Almost i=am1ly, Inc 

Acquired by LHC GroLIP ,n a Merger in 2G 1 ,' Alr,ost Fariily Inc. together with ,ts 
subs1d a-,es. provided home healthcare services '1 the United States Trie company 
operates through three segr,ents and has approxir,ate y 330 branch locations ,n 26 
states 

Managed all areas of Information Technology and Services including networking and 
infrastructu re, desktop support serv ices. telecom , security and technica l support Led 
the design of an EW solution . Also led the development team in an internal system 
conversion from lnform,x characte r based system to Net platform 

Managed merger processes with LHC group 
Led development of intern al software fo r bill ing and office management system 
Managed the integ ration of new HRMS solution with multiple backend systems 
Redesigned reporting model for company Key Indicators to move from lnfo rmix 
to MS SQL 

2010 - 2017, Chief Information/Technology Officer, Signature Healthcare 
Services 

Signature HealthCare 1s a long-term health care and rehabilitation company with 118 
locations 1n 10 states and over 17 000 employees They are the 7th largest provider of 
long-term care 1n the country · 

As CIO, I was responsible for all areas of Technology including working with senior 
leadership to ensure technology aligned with company strategic goals. I worked with 
our innovation center and related companies to introduce and support new solutions for 
multiple business lines As CTO, I directed the development and analyst teams to create 
internal solutions for compliance clinical and legal departments We also created an 
1ntecpa\/ong-term CQre EMR sol1.JtiQQ 
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EXPERIENCE 

2010 - 2011; Chief Information/Technology Officer Signature Healthcare Services rcontinued) 

ve,1dor Selec.t1or and cortract negot1at1ons f-: tec:,nology so1 .. t1ons 
- S•rateg1r '")1r -rt•?, nclud1"'1 3rd party nffiliated co·npr" es 

::l r-" :, , ,~ IT svstems 8 "~ pr, ·esses 1•n t""'erp1 ;(' platf : (, ·. is~ N ,,1,-, _ re,,•,r ,J eF -::1er .1e;:; 
r •err_. )t~err (} V L."1;;, erna, c; ~•tw;i e for '?1lllns an, •Jff1cc 

'CC,"llpany o·,i:.; 
1ers trat Nere 

Y'-''''5 ,, , e stay '9 r g ,es 
tre c~, ,ex(, 5 1,,latfn 

2007 - 2010, President & Cofounder Conexxus LLC 

ed e er a 

AcqL •ed by Signature Healthcare Conexx1..s LLC deve1oped "1arketed ard supported softwa·e ard acc.0mpa,y ,g solutions 
hat ~ffered ,creased v s1' !y a"d 1ecreasec c0sts f,.,r .-1,ents Sor~><xus prov1rler, uniriL,a ntegrated solL.t1ons w "C." ....,on1tc·e 

·JocL 'Tier ts. -,1gr 0ffr and pr•xesses for C":nplet1on Jr lack t"ereof ac.oss a, n.ga,11za•1,,r ,)r ,1 eal- t rr~ bas1,, 

So- founded c..orr ;:ia..,y dnd ir an aged deve,opmer,t team to c eate a so'twa·e.: oduct frf> n CC'..,cep• •o delivery C eated sys terrs 
to implement and support software incl .1ding delivery documentation setup and support Helped create mission and v1s1on for 
company as well as ongo.'lg prod Jct managerr ent and bus, 1ess deve1opr>1ent He1:ied create rr ~ •1ple channels'), d1stnbL.t10n fo 
software "Creas1"9 saies opportur ties 

Ma ,aged team of developers and created award w1nr '19 cor"pliance software in bot, Client, Se,ve, ard web based 
env,r0nments 
Successfully ·a1sed capital for organization from Angel Investors and State of Kentucky 
Oversight of marketing efforts including website public relations and ad agency maragement. 
Identify, negotiate and manage partnerships and referra agreements 
Helped facilitate acquisition by SHC. 
to MS SQL 

2003 - 2007, VP Development & Technical Operations Allscripts Healthcare 

Allscripts (NASDAQ. MDRX) 1s a leader 1n healthcare information technology solutions that advance clinical financial and 
operational results Allscripts is one of the largest public companies focused exclusively on healthcare information technology 
globally As of December 31 2016, they had approximately 7,600 employees worldwide 

As VP of development I led the team for enhancing the current product offering that had been integrated to the Allscripts EMR 
Responsibil1t1es also included integrating our technology into other product lines internal to Allscnpts as well as new platform 
acquisitions 
As VP of Technical Operations I oversaw the support areas of multiple product lines and introduced new systems and process to 
improve customer support throughout the company 

Delivered new products and modules to current customers decreasing outstanding development backlog by 50% within 3 
months 
Participated in user conferences by presenting classes, moderating forums and roundtables 
Participated in industry conferences including expert panels 
Implemented new helpdesk models and process to reduce customer ticket backlog by 30% across the organization 

~ Worked with senior team to add customer service as one of the key principles of the company 
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EXPERIENCE 

1999 - 2003, Chief Information Officer/ VP Technical Operations Advanced lmagi'lg Concepts 

Acqu1 ec oy Allscripts Advanced I na91ng Concepts provided documenH,1agr"'g , sea,,.. "9 and maragement software fo· hea'th rd·c 
p ov1ders Sc c r as physician groupc; a 'j h )Sp1ta s The sornpa11y 'leveroped Impact I\ID • coriputenzed pate 't-, eco ds platform 'hd 
"Served ;:,s elec 'ronic file fl, patie ,• 'fo· "'latio,1 tt--at integrated tc, r'" tio e fl\/lR o,atforms 

eated and 1mplemen'.ed c;ystem5 air. prc~ess •or nstallation of industry lead11g medical -ecord sc, t•o' \/la 'aged tea n tha 
·ompleted integrations to ,.,,ultiple b11'1,'g pract: -::e management elect•cn s med1ca 0co d softwa e and lab systems Led teaM of 
trainers wno developed user guides. t•a1ning materials and documentation f')r al p:oduc'. nes Managed support team for Level 1 and 
2 support \ila,,aged employment screen• "'9 a• d "iring for orga ~ zat1on via use of Predictive Ind ox rvianaged all netwo11< and '1ardware 
c;upport pe•sonnel Identified , nego'iated ar rJ "1a'laged strategic tech,.,1cal pa1nerships 

Successfully created implementation processes , built call eerier, and set-up he1pdesk to accomr11odate four consecutive 
years of 100% sales growtn while maintaining quality 
Achieved highest customer satisfaction ratings in industry from third party reviews 
Achieved recognition as top imaging solution in '-iealthcare by t.,1rd party reviewer 
Successfully he1;:-!'1 h Id v1s1on nnd strategies for C.0'"'1pa "'Y t'iat resc lted in acc:;1.,1s !ton by a oubhc; comoany 
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EDUCATION 

1990 - 1993 
University of Florida - MBA 

1990 -1993 
University of Florida MS 
Engineering 

1989 -1994 
University of Florida - BS 
Mechanical Engineering 

· ---=-=---
Pernicano lives in Fort 
Lauderdale with his wife Kristin 
and young twins Navy and Jax. 
The twins are the family's full­
time activity 

CONTACT 

Address• 2590 NE 43rd St. I Ft. 
Lauderdale, FL I 3308 

Email • chris@perni.net 

. hone • (954) 816-6372 

Social • linkedin.com/in/ 

chris~ aTELLUS 

SUMMARY 

Pern1cano has deep executive experience 1n all aspects of small 
and medium- company with a focus on the conceptualization , 
creation and 'llarket rollout of large-scale cloud -oased Software 
as a Service :SaaS) solutions in the fintech and healthcare 
ndustry spaces 

EXPERIENCE 

2017 - Present, Chief Technology Officer, Tellus 

Managed all aspects of technology operations Managed 
offshore development in Vietnam, Russia , and India. 
Designed. developed, and released a large-scale production 
solution for the control of Medicaid fraud , waste , and abuse. 

2014 - 2017, SVP Strategic Relationships, FPS 
Group. LLC 

Managed strategic partner and strategic client relationships . 
Instrumental 1n the design development and production 
rollout of a large-scale Saas recordkeeping solution in the 
fixed-income space. 

2000 - 2013, Co-Founder & President, Blue Frog 
Solutions, Inc. I Founder/ SVP Solution Strategies/SVP 
Sales, Aplifi, Inc. 

Conceptualized, designed, developed a Saas Annuity Order 
Entry and Compliance solution Founded the company 
and grew it to a $40M valuation before selling to a strategic 
investor. 

1996 - 2000, Co-Founder & Chief Technology Officer, 
Capital Internet Group (CIG) 

CIG developed a high-fidelity solution for the web-based 
presentation of mutual fund statements. During this time, 
Manaaerl ter.hnoloav tonerationt s and solution rle~elopment. 
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CERTIFICATIONS 

• Six Sigma Green Belt Certified 
2013 

• Six Sigma Yellow Belt Certified 
2C12 

• ASQ Certified Manager of 
Quality/Operational Excellence 
(CMQ/OE), 2012 

• Certified Fraud Examiner 
(CFE) 2012 

• Master's Certificate in Project 
Management (The George 
Washington University) 

• Information Technology 

• 

Management Program 
Certificate {Georgia "T"ecr 

.. ,, . .,,,. 

EDUCA"flON 

M.B., Business Administration, 
Management & Marketing -
Mercer University 

B.A., Psychology - University of 
Washington 

CONTACT 

Email• 
michelle.mccandless@4tellus.com 
Phone· 

•

) 951-2960 
ial • 

linkedin.com/in/michellemccandless 

~ TELLUS 

EXECUTIVE PROFILE 

Senior Operations Professional w1tr progressive industry experience in both 
healthcare and financial services 
(828 and 82C) Solid track •ecord in rriaxim·zing value of corporate product 
offerings by mproving systeris to elevate respons veness ::ind quality 
Particular stre'lgths 1r prodJct support "nodel creation co'ltact centers {bott'> 
n -sourced & oJtsourced l opti"n zi'lg c..istome• expenerce 1'11pleme'lt1ng 
,neaningfu rret•1cs syste"ns, nsk rnanagerre'l! and T integrations Solid 
trarsitior leader with experience i'l •estructunng, tdrnaround ard start ups 
Well regarded for ability tc attract, develop and •etain talent 

CORE COMPETENCIES 
Operational Efficiencies • Development of Human Capital • Strategic Planning 
• Capita Budgets/ Programs • Change Management & Trans,tions • Business 
Development • Relationsnip Management • System Implementation • Contact 
Center Management • Process/Prodcedure Improvement • Risk Management • 

Program Vlanagemert • Saas ~egLolatory Complia'1ce • Voice of the Custome· • 
Crose:; ~ ,.mcat·::inal ,..earns • Socia V1ed1a • Servart Leader 

EXPERIENCE 

2019 - Present, SVP, Operations, Tellus 

Tel/us is a leading provider of electronic visit verification and mobile health solutions 

Manage key corporate functions including claims processing security and infrastructure. 
customer success (contact center management) and training to design , implement and 
maintain operational processes and controls for electronic visit verification processes within 
the Medicaid (direct and managed-care) ecosystem Provide strategic operational oversight 
to effectively grow this start-up organ1zat1on Responsible for improving operational 
efficiencies and ensuring (state) contract compliance 

2016 - 2018, SVP, Operations, Sunshine Health/Centene 

Sunshine Health is a Florida Medicaid and specialty health plan and a wholly-owned 
subsidiary of Centene Corporation, a diversified, multi-national healthcare enterprise 
that provides a portfolio of services to government-sponsored healthcare programs. 

Oversee all health plan operations (physical and behavioral) including contact center 
(member and provider) claims and dispute resolution, provider data management 
credentialing configuration, enrollment/eligibility analytical reporting, and program 
management and implementation (700 employees). Responsible for improving operational 
efficiencies and ensuring (state) contract compliance 

Played key role in expansion of Sunshine's business (physical and behavioral 
health) during state Medicaid/Specialty Plan re-procurement process 
Introduced Operational Performance Improvement Group and Process 
Improvement Team structures for accountability and visibility for KPls 
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EXPERIENCE 

2014 - 2016, Vice President, Provider Process & Services, Humana 

Humana Inc is committed to helping millions of medical and specialty members achieve their best health A successful 
history in care delivery and health plan administration is helping to create a new kind of integrated care with the power to 
improve health and well-being and lower costs 

'Jperat1onal and strateg ·. 0vcrs,ght f')r a team ".1f 55C onshore/200G+ ')ffSt''.)"1: focused ,11" •ned,cal jcJ ms prncess ng ar,d prov de 
ssue resol ... tic·' for heath , a•e prov•'jers :hos'l.ta s 1dependert phyc;·c1a,., and ;::roups1 Leadership ,)f 100",, c. tsourct:!d Prov 0'.:!e 
cortact cente•s s~pport1ng dll 11nes of business suppc1ed by .-,umana J1rect lea-:lerst'1p of centra• zed verdor ,....,anagement tearr , 
wh ::h managed add tic 'cl' offshc•e work for crede 1tial11g, provider data "la,1agement and e(l"C 11ent functions 

Redu.:ec' from 3 o 2 ' h1rd pary call certers t"at reduced overhead and improved quality by 7~' in 201 "i 
Redesigned Provider si..pport structure (oroad organ1zat"on redesign) le., improve Prov :ier simplicity " 'iumana nterac•1onc; 

2008- 2014, FISERV 

•
serv Card Services has delivered EFT (electronic funds transfer) services since 1976, combining experience with state­
f-the-art technology to become an industry leader. Fiserv specializes in ATM, network, and card services, offering clients 

customized EFT processing for their business needs. 

Vice President, Service Excellance (2011 - 2014) 
Determine and lead a serv :::e excellence nit1atives (quality provider experience/"et pro"'loteri throi..gh Card Services ( 1000 
associates) with team of 5 rJ1rect reports . Created a Quality r.ente• o' Excellence wh,ch determined organizational strategy <or 
improved quality/client experience focus Created process improvement plans for key departments and lead client experience team to 
measure and improve voice of the client/voice of the customer feedback Created metrics communicated to highest levels of corporate 
leadership . Recruited by senior management to then Lead Client Communications Team (3500 clients) Internal/External Training and 
Documentation Teams , Productivity Tools Team and Shared Services/Process Improvement Teams 

Director Risk Operations (2008 - 2011) 
Created .new Risk Office consulting services team managing to $64M revenue stream within initial three years of product offering 
Oversight of the risk management program for the Card Services organization Developed and implemented systems, policies , risk 
management best practices and procedures for the identification co llection , analysis and delivery of risk information Optimized strong 
relationship and communication skills to ensure proper client interaction in managing fraud issues (ie-articulating event, mitigating 
liability, ongoing revenue preservation) Familiar with all aspects of payment processing for issuing financial institutions 

1989 - 2008, Equifax Information Services, LLC. 

A global information solutions leader, Equifax leverages one of the largest sources of consumer and commercial data to 
create customized insights that enrich the performance of business. 

Assistant Vice President, Enabling Technologies (2001 - 2008) 
Led 50+ person teams (project managers, business analysts, QA, developers) remotely and in-house, creating and delivering financial 

•

services decisioning and loan origination systems (SaaS) for strategic clients . lmplem. ented efficiency improvements, drove cost 
vings, generated new revenue streams, and reduced new client on-boarding time 

Senior Director, Business Solutions (2000 - 2001) 
Led team of professionals designing and implementing custom decision (software) solutions to financial services, government, 
telecoi)Jations and health care industries Supervised project plan creation , administration of current/future resources , reporting 
actio le st i(t;'l1Gl'ts J;d }ojlcGlivery metrics. 
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EXPERIENCE 

1989 -· 2008, Equifax Information Services LLC. (continued) 

Director, Sales Support, Automated Delivery Systems ( 1996 - 2000) 
stab shec , Jnnect v,·~ .v=th E:1u1fa:x. c, storrers t"r >1igr· ,P, 'ior 1ed a 

!SOL. 1.,ed orcv1de t) 'Sl<=I. t8r.r-•w::a t ''P,ri-::i ~e~ .:'AS c 'e 
S! 

.:c 's'rur.ter' l'ltrd par+y vendor -;trateg1P,s •·1r to~ '10 ver-r< ~ ·s 'r,lud '-'.: a fa ::el$ o' i:..q~ fax VA 
ot 11,zat on of,.. '?~riel deve1vor 0e· t s•rategy 

1995 - 1996, Senior Analyst, Test Verification, Equifax Information Services 

fe·e..,~A 'l 

1991 - 1995, Training Manager, Equifax Information Service Center, Equifax Information Services 
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SKILLS 

• Advanced in MS Office Suite 
• CRM Software (Salesforce . 

NetSuite Five9) 
QuickBoo~s 

• WFM Software (NICE- , Ring 
Central , IEX TotalView) 

• Call Quality Software (Calabno, 
OF1niti , D1g1um) 

• IVR Software (Dig1um, Ring 
Central) 

• Bi-Lingual - English & Spanish 
. peak Read & Write) 

SKILLS 

2017 - 2019, Miami Dade 
College - Bachelor's in Business 

· Administration (In progress) 

2018 - 2019, Florida International 
University - Lean Six Sigma Green 
Belt (In progress) 

CONTACT 

SUMMARY 

Ove'" !en years of experience as a Genera Management and Director 
1n Customer Service , Sales and Training departr1ents of several 
organ1zat10.,s 
Ove'" ten years o• expenense 1'1 the healtr care nd ... stry 1nclud111g 
'\/led1care ana Med ca1d 

• fxtens ve experience in E-Commerce and ~eta1I 
As leader of training and customer care departments . !oak key role 
n mprov1ng trai'ling materia and custorr>e'" experience trrough tre 
fol owing tactics mentoring directing, sL.perv1s1ng overall functions 
and staff of training and customer service operations handling top­
notch professional support services, prov1d1ng personal interaction , and 
resolving varied client inquires a'ld complex issues 
Ove'" tre past five years , served n +re '"Ole of D rector and General 

'\/la'lager reb .... 1ld ng two coMpan es call centers from tne ground up 

EXPERIENCE 

2018 - Present, Customer Success Manager, Tellus 

Manages and directs all aspects of service center operations and customer needs to meet 
established standards. 
Supervises and coordinates activities of employees providing telephone customer support 
services 
Provides, monitors and maintains a twenty-four (24) hours-a-day, seven (7) days-per-week 
(24/7) toll-free customer service telephone system 
Creates and maps department workflow processes to support company and customer 
goals 
Creates and analyzes sales and service metrics and revises workforce management 
training, or operations as needed to meet production and QA goals 
Develops and implements service and sales strategies to maximize sales and retention 
levels Works with senior management and executives to establish unit goals and budgets 
with full accountability for variance measurement and execution on a monthly, quarterly 
and annual basis 

2015 - 2018, Call Center Director & GM , Universal Environmental 

Email • julio.cordova@4tellus.com . ne • (954) 719-0004 

~ TELLus· 

Created and Monitored KPl 's (key performance indicators) 
Workforce Management (Planned and forecasted to ensure staffing needs are met) 
Ran daily, weekly and monthly reports . (KPl's, Sales , Quality, WFM and Marketing Report) 
Analyzed Reports and Data to ensure the Call Center was running optimally. 
Team Development and Coaching (Setting Achievable and Clear Goals) 
Created and Maintained Policies and Procedures to ensure quality and efficiency. 
Project Manag~ment Leader 
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SKILLS 

Advanced in MS Office Suite 
• CRM Software (Salesforce 

NetSu,te F,ve9\ 
• Qu1ckBooks 
• WFM Software (NICE Ring 

Central IEX TotalView) 
• Call Quality Software ~Calabria 

OFiniti, Digium) 
• IVR Software (D1giurn, Ring 

Central) 
• Bi-Lingual - English & Spanish 
. Speak Read & Write) 

SKILLS 

2017 - 2019, Miami Dade 
College - Bachelors in Business 
Administration (In progress) 

2018 - 2019, Florida International 
University - Lean Six Sigma Green 
Belt (In progress) 

CONTACT 

Email • jul io.cordova@4tel lus .com . ne • (954) 719-0004 

~ TELLUS 

EXPERIENCE 

2014 - 2014, Call Center Director BEL USA LLC 

':reated and Monitored KPl's (key performance indicators 
Vorkforce "v12nage"11ent (Planned anc forecasted •o ensure staff;'lg rieeds are r- e 

Ra~ aa 1y weekly ,rd mont'lly reports ,KPI & Sa es. Qua ty WFW. ariJ \1a·Keting Repo,, 
A"alyzed Reports aric Jata to ens ... •e the Call '.::erte · 1s .innir'g cpt "'la y 

Tea n Develop11er't and Coach1~g ,Setting A.;r evable and Clear C,cals 
· ,reJted a'ld \,1a1ntained i->olic1es ard P•0cedures to ensure quality ,ind effic1er -Y 

2010 - 2013, Call Center Manager rlomeServ1ce USA 

Consulted Departmenta Heads to J1scuss Strategies to "vlaxm1ze Performance 
Reviewed Operational Records & Reports to ProJect Sales & Determine Profitability 
Created the Training Materials 
Trained all f\Jew Employees 
P·ov ded Ongoing C0aching & S.ippo""t thrc.gh T•a1ning Quality \.1cri1to~·ng J1sr:-•p11na "Y 
'\c/1on-; a'ld Perormarice FvalL..at1ons 

2007 - 2010, Call Center Manager (Med1ca1d & Medicare Department) 
United Health Group 

'V1anaged & ~ra.ried over 250 Agerts ( Subordinate Superv sors & Tearr Leads) 
Developed & Coached Teams of Associates and Insurance Agents 
Ensured Licensing & Compliance Requirements were met and maintained 
Participated in Leadership, Operations Sales & Marketing Training. 
Conducted and Led Multiple Seminars 

2004 - 2007, Provider Relations Team Lead, Humana 

Supervised a team of agents and dealt with all escalated calls from members 
Reached out to Medicare recipients to inform them of the CarePlus Medicare 
Advantage Plan 
Made appoitments with members to further discuss the plan with Benefit Consultants 
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K . Subcontractors 
Tellus does not intend to subcontract any part of the performance of the 
services offered under this contract. 

3. Technical Approach 

a. Understand11g the Project Reqt..irements 

Tellus reviewed and fully understands the requirements of the project as 
stated in the RFP, RTM and all additional attachments. 

b. Proposecl Design c,or1ig.Yat1on ard clevelon,,1ent aowoar:r1 

p 

Tellus advocates the open vendor, or hybrid , EVV model becc!use 
choice fosters competition, which, ultimately, is better for payers, 
providers and recipients because it results in higher quality software and 
better customer support. With an open EW architecture, industry best 
practices are the standard by which applications are evaluated and 
measured . 

Current industry best practices dictate that software application 
functionality be modularized and easy to integrate with applications built 
by other vendors. This offers payers and providers the ability to choose 
the best combination of tools to support their programs and goals. The 
critical component that ensures an open model system results in a 
comprehensive solution at the payer level is the ability to aggregate 
multitudes of data from disparate sources. If data from all vendor 
solutions is pulled into a single database, the payer achieves the benefit 
of allowing providers to choose how to capture EW data while 
facilitating the production of meaningful analytics and reporting. 
Comprehensive data analysis and reporting provides payers with the 
information they need to: 

Measure patient outcomes 
Improve operational efficiencies 
Benchmark providers 
Benchmark direct caregivers 
Reduce fraud, waste and abuse 

The open EVV model provides the best of both worlds: provider choice 
combined with the real-time, transparent data to ensure improved patient 
outcomes and payer program integrity. Tellus eVV is a modern , robust 
EVV technology supporting all the features , functions and capabilities 
the State is seeking . 
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ii Global Positioning System (GPS) Data Capture 

The primary method Tellus EVV uses to verify care rendered by 
personal care aides is Global Positioning System (GPS) services 
enabled on mobile devices. GPS coordinates are captured both at check 
in and check out. 

Our mobile software applications are written in native Android and iOS 
and are able to capture GPS coordinates using satellite even if the 
mobile device is offline, meaning the caregiver is not connected to Wi-Fi 
and/or cellular service. 

As long as the direct caregiver opens the EVV app on their mobile 
device while they have access to Wi-Fi or cellular service, their schedule 
will sync to the mobile device. All service data can be captured and 
cached whether or not the caregiver has network connectivity. When the 
caregiver regains Wi-Fi or cellular service, all activity captured while the 
mobile device was in offline mode will automatically synchronize to the 
EVV database. 

This feature provides the ability to capture electronically verified visit 
information even for recipients who reside in residences with limited 
wireless network connectivity. GPS trilateration is used to capture 
coordinates even when Wi-Fi and cellular service is not available. 

To ensure more than ninety percent (90%) of all personal care service 
claims are verified using GPS EW confirmation, Tellus recommends 
DHHS require providers to capture GPS coordinates at the time services 
are rendered. If coordinates are not captured, or if rendered services 
take place outside of the defined geofence for the scheduled visit, 
providers should be required to enter a reason code prior to submitting 
the claim for adjudication. 

Reason codes will be compared across providers to analyze aberrant 
behavior, which will be reported to the State as potential instances of 
fraud, waste or abuse . 

iii . Manual Overrides 

Permission-based roles defined during the business requirements 
gathering phase of the engagement determine which users have the 
ability to perform manual overrides. Administrators may be given 
permission to enter visit start and end times in the web portal on behalf 
of the caregiver. They also may be required to enter reason codes to 
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explain why data cannot be captured remotely and/or why rendered 
service data may not agree with scheduled information. 

All manual overrides of data captured on mobile devices are monitored 
using an audit log that records the user who made the change and the 
date and time the change was made. 

Depending on program-defined rules, a beneficiary record may contain 
more than one address. Beneficiary details can be loaded into the EVV 
database in several ways: 

Source system upload: payer electronically transmits information in 
real time or in the form of a batch file 

Administrator upload: provider uploads data in the form of a pre­
defined Excel file 

Administrator entry: provider manually enters data 

The address of record loaded from the source system or entered by the 
administrator is always retained as the primary beneficiary address. 
Additional addresses can be added and scheduled, as required. If 
services are delivered at an address that is different than the scheduled 
address, the administrator may be required to enter a reason code to 
explain the deviation . 

Visits can be started and/or ended by Provider Administrators, as 
required. If clock in/clock out data is entered by the Administrator in the 
web dashboard instead of captured using our mobile app, business rules 
can flag the entry as a deviation from expected activity so the State can 
be made aware of deviations from expected behavior in the form of 
alerts or reports. 

iv. Audit Logs 

All data entered into the EVV application or modified after entry is 
tracked in an audit log that continually runs in the background of both the 
web-based and mobile applications. The audit log captures: 

Effective date 
End date 
Date when last changed 
Who made last change 
Short description 
Long description 

v. Alternative Electronic Verification Methods 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 so 



• 

•• 

• 

The ability to enable alternative EVV methods to supplement GPS 
verified services is a configuration setting for Tellus EVV. Configurations 
can be enabled at the payer and/or program level. The following 
alternative EVV methods are available and can be enabled at the 
request of the State: 

Telephonic Integrated Voice Response (IVR) technology 
Fixed object devices 
Manual entry by provider administrators via data entry or delayed 

upload 

1-"\J C a1rns Co1so e & ~la1ms SL 0'111ss10 

Virtually all electronically captured data is synched to the EVV database 
in real time. The only exception is data captured when mobile devices 
are in offline mode. Data captured in offline mode is synched 
automatically when the direct caregiver is back in range of WiFi or 
cellular services. All data resident on the mobile device is encrypted at 
rest and in transit. 

Real-time data transmission and synchronization means claims can be 
reviewed within minutes of the visit being completed. Claims 
submissions in the form of 837 files will be scheduled to occur at the 
frequency defined by the State . 

For example, if the State requires an 837 to be created and submitted to 
MMIS at midnight each day, all claims "submitted" by the provider by 
11 :50 PM on August 22, 2019, will be included in the 837 file created as 
part of our claims processing functionality on August 22, 2019. The 
provider can release claims for submission up to the time the 837 file is 
created, including claims related to services completed on August 22. 
Any claims released by the provider between 11 :51 PM on August 22 
and 11 :50 PM on August 23 will be submitted to MMIS in the 837 file 
created and transmitted August 23, 2019. 

vii Business Intelligence Rules Engine 

Business rules reside in our business rules engine and are called real 
time over a secure network to support data processing requirements. 

vi11. Program Level Requirements 

Data is categorized using the hierarchy depicted below: 
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Jurisdiction 
(State) 

Payer 

t 

Program 

Provider 

Caregiver 

Recipient 

For the State, this means prior authorizations will be categorized by 
program, so if recipient Jane Doe receives personal care services under 
multiple programs: State Plan, EPD Waiver and IDD Waiver, the prior 
authorization for each program will be categorized by that program and 
only the Provider for that specific program will be aware of that prior 
authorization. 

For example, if Jane Doe receives services under the State Plan by 
Caring Angels and services under the EPD Waiver by Helping Hands, 
the prior authorization issued by the State Plan will be available for 
Caring Angels to deliver services under the State Plan but Helping 
Hands will not know that this prior authorization was issued. Segregating 
data by program provides the ability to create user-based roles and 
permissions that protect private health information by allowing only users 
who need access to specific information view it. User-based roles and 
permissions are set for both viewing and modifying data. 

ix. Parameters : Geofencing 

Segregating business rules from application-based code means the 
State has the flexibility to implement rules that make sense for their 
constituents. An example of this is geofencing where the State might 
establish virtual perimeters or boundaries around a residence. This 
could be useful in enabling residences known to have limited wireless 
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network connectivity to submit EW data at greater distances away from 
the scheduled location via integrated GPS-enabled technology. The 
State may conclude that for recipients in County A, a geofence of 500 
feet is appropriate while in County B, a geofence of 1 mile makes more 
sense. 

Another way Tellus EVV supports the capacity to capture GPS 
coordinates when there is limited wireless network connectivity is by 
enabling mobile devices to capture GPS coordinates even when they 
are in an offline mode using GPS trilateration. GPS coordinates 
automatically sync to the database when the caregiver re-establishes 
connectivity. 

D rect Caregiver Data ~,aoture 

Tellus eW prevents provider abuse and inappropriate billing by 
collecting beneficiary and direct service worker information electronically 
at the beginning and end of services by capturing the following 
information at the start of the visit: 

GPS coordinates 
Time the visit is started 

At the end of the visit, the following information is captured 

GPS coordinates 
Time the visit is ended 
Services rendered 
Recipient signature 
Caregiver notes 

Audit logs capture each login and logout of the system as well as data 
entered and edited by users and the date and time the data was 
modified. 

Caregivers are permitted to login and out of the application for each visit 
even if there are multiple visits in one day. 

Tasks can be associated with services and assigned at the time of 
scheduling. 

Once a caregiver is scheduled to provide services to a recipient, the 
caregiver accesses their schedule on a mobile device using private login 
credentials to access the mobile app and either a personal identification 
number or a biometric indicator to access the device (depending upon 
the hardware capability). 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 53 



• 

• 

• 

The schedule specifies the recipient, date, start time, duration, location 
and services to be rendered, including tasks if specific tasks are 
assigned at the time the schedule is created . 
The direct service worker checks off the tasks completed on the mobile 
device. 

Visits can be scheduled at any address on the beneficiary record 
including community-based settings and temporary addresses. 
Regardless of the address where the visit is scheduled, GPS 
coordinates are captured when the visit is started . Depending upon the 
business rules defined by the State, one of three things can occur if the 
GPS coordinates captured are not within the established geofence of the 
scheduled visit: 

The GPS location can be checked against all of the addresses on 
the recipient record to see if any of them are within the 
established geofence 
The visit can be prevented from starting 
The visit can be permitted to occur, and the GPS coordinates can 
be captured . A reason code must be added to the visit record 
before the claim can be processed 

x1. Appl r,ation qespo1se · 1rric: 

The average page response time for our EVV technical solution is one­
one hundredth (.001) of a second; therefore, maintaining a response 
time (to call-in transactions) of less than three (3) seconds for user­
submitted data for ninety-eight percent (98%) of the transactions is 
achievable. 

xii. Telephony-Based Claims Submission 

As an alternative to GPS confirmed rendered services, Tellus offers 
telephony-based EVV. Biometric interactive voice verification is used to 
detect direct service worker identity with at least ninety-nine percent 
(99%) accuracy. The following process has been implemented to 
capture and enforce biometric interactive voice verification combining 
Twilio IVR functionality with VoicelT biometric voice verification 
technology: 

1 Enrollment - this is the process of creating a voice print. The user 
is asked to repeat a phrase multiple times, and the recording of 
these utterances is compared to future authentication attempts. 

2. Authentication - This is the comparison of the user's phrase to 
recorded enrollment. These algorithms are tunable. Rules dictate 

Q TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 54 



• 

• 

• 

how strict or loose the implementation matching algorithm is 
enforced. Authentication is accomplished via REST API or a .wav 
file. 

3 Users - User is created using their phone number. Login 
credentials are mailed to the user. If the user doesn't exist, it is 
created through the enrollment process. If the user does exist, 
they speak their phrase for comparative purposes. 

Required accuracy level is defined on the VoicelT platform and can be 
set to 99%. The higher the accuracy rate is set, the lower the potential 
for false positives and the higher the potential for false negatives. 

1i Alerts 

Using our modular business intelligence rules engine, rules triggering 
alerts can be written to notify users when specific events occur at the 
payer and/or program level. In addition, rules can be related to specific 
fields so any data element captured can serve as a reference point for a 
rule. 

For example, if DHHS determines it is important to flag specific 
recipients in the IDD program as "High Risk," that field will be added to 
the recipient record . The default entry will be set to blank, so if the 
provider does not check the "High Risk" box, the IDD program recipient 
is not considered "High Risk." The "High Risk" flag can be hidden for 
State Plan recipients if none of the recipients in that program are "High 
Risk." 

Business Rule Example for Alerts for a specific program: 

CONDITION RECIPIENT IS NOT RECIPIENT IS HIGH RISK 
HIGH RISK 

Visit is 
Scheduled for 

12:00 PM -- --
At 12:01 PM 

Direct 
Caregiver did 
not check-in 

At 12:15 PM 

At 12:30 PM 

No Activity 

No Activity 

Provider Administrator is 
notified with a pop up on 

Provider Administrator is notified 
with a pop up on the Web 

Console the Caregiver is late 

Provider Administrator and 
Recipient Emergency Contact 
are notified via SMS text the 

_ Caregiver is Late 
Provider Administrator is notified 
via IVR, Recipient Emergency 
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At 12:45 PM 

At 1:00 PM 

the Web Console the 
Caregiver is late 

No Activity 

Provider Administrator 
and Recipient Emergency 

Contact are notified via 
SMS text the Caregiver is 

late 

Contact and Case Manager are 
notified via SMS Caregiver is late 
Provider Administrator, Recipient 

Emergency Contact and Case 
Manager are notified via IVR the 

Caregiver is late 

Emergency Services are 
contacted 

The example above assumes no action is taken at each alert level. If 
either of the following events occur, the escalation will be discontinued: 

Provider Administrator modifies the scheduled visit on the web 
console; for example, a substitute Caregiver is dispatched. All 
changes are documented with an audit trail. 

Provider Administrator starts the visit on the web console. All entries 
are documented with an audit trail. 

Direct Caregiver starts the visit on the mobile device . 

All data entries and edits including the user making the change, the date 
and time of the change and the information changed is captured in an 
application audit log. If the State chooses to enforce the entry of reason 
codes to explain edits, those rules can be applied using our business 
intelligence rules engine. 

Rules can also be added to monitor and prevent changes for specific 
users. If, for example, a particular user is starting a high percentage of 
visits on the web console, the application can prevent them from 
starting/ending visits in the web console. Alternatively, the application 
can allow changes to be made and report high percentages of changes 
by a specific user in the form of alerts and/or reports to the Case or 
Program Manager. 

xiv. FEATURE & FUNCTIONS 

Role-Based Access Controls 

Access to components of the application and the ability to view and write 
to specific fields is controlled by secure, private login credentials as well 
as by role-based permissions. User roles are defined during the 
business requirements gathering phase of the project. Examples of roles 
are: 
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Module Access User Role View Data Enter/Modify 
Data 

Yes for I Yes for I 

Mobile App Direct Caregiver Scheduled I Scheduled 
I 

Visits Visits 
Mobile App All Other User Roles No No 

Provider Provider Administrator Yes I Yes 
Administration 

Provider 
All Other User Roles No I No 

Administration I 
-
Provider i Provider Scheduler Yes I Yes 

Scheduling 
Provider 

Provider Administrator Yes 
Yes 

Scheduling 
Provider 

All Other User Roles No No 
Scheduling 

Claims Provider Claims 
Yes I Yes 

Processing Processor I 
Claims 

Provider Administrator Yes I Yes 
Processing 

Claims 
All Other User Roles No I No 

Processing 
t Provider 

Provider Administrator Yes Yes I 
Reporting 

t Provider 
Provider Scheduler 

Yes, Visit 
No 

Reporting Reports 
Provider Provider Claims 

Yes, All Reports No 
Reporting I Processor 

Provider 
Yes, All Reports 

Reporting 
Case Manager for Assigned No 

Recipients I 

-
Provider 

Yes, All Reports 

Reporting 
Program Manager for Assigned No 

Programs 

Provider Yes, All Reports 

Reporting 
Payer Administrator for Assigned No 

Programs 

These examples are not exhaustive; they are simply a representation of 
potential roles that can be defined. 

In summary, access can be granted at the Module level. The ability to 
view data can be restricted at the field level so a Provider Scheduler 
may be able to view some components of the Recipient record like: 
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name, phone number, address and services to be rendered . However, 
Medicaid ID can be hidden from view. 

In addition, the ability to Enter/Modify data can be restricted by role. As 
an example, the Recipient Address of record can only be changed by a 
Payer data feed, but alternative addresses can be added by the Provider 
Administrator and the Scheduler. 

Another example is associating tasks with service codes. If the State 
authorizes providers to add and edit tasks, the Provider Administrator 
may be given permission to add tasks to service codes. If the State 
wants tasks defined at the program level, the Provider Administrator will 
not be given permission to add tasks to service codes. That privilege will 
be retained by the Program Manager. 

Tellus EW is multi-tiered with access defined by user roles. Providers 
can only see data related to their Agency. Payers can view data for all 
the Providers in their network 

EVV Consoles 

The Agency Provider Console and the Payer Console are web-based 
consoles that provide easy, at-a-glance views into operations with the 
ability to drill down for greater detail. 

High level operating information in addition to alerts and messages are 
easily accessible upon logging into the application. Navigational access 
to all other components of the web-based application are accessible by 
clicking the menu icon in the top left corner of the screen. 

#-
"'-· o-

0 .. _ 

rn r,..,. 
:;J ._. 

if)TELLUS 

WeeltlyVllltaon )lq 

j • 

:-

,_ 
• • • • • • • -· 

C 

Tellus eVV Response to Request for Proposal #6113 Z1 58 



• 

• 

• 

EVV Mobile 

Electronically verifying services rendered in real time is at the core of the 
Cures Act and a primary vehicle to ensure reduction of fraud , waste and 
abuse . Our mobile application is written in native Android and iOS and 
designed to provide a friendly experience for the caregiver and the 
recipient. How is the app designed to be friendly? 

Native app language provides maximum flexibility 
Commercially downloadable via App stores familiar to virtually 

everyone 
Appealing user interface 

o Readable fonts 
o Consistent colors 
o Large buttons 

Limited number of steps to accomplish the goal 
Real-time web console interface accessible through any standard 

web browser 
Offline functionality if no Wi-Fi/Cellular service is available, which 

automatically syncs when service is restored 
Schedules loaded and cached on device remotely when the app is 

opened 
Schedule changes pushed to caregivers in real time 
Scheduled address pushed to the device and can be any address 

attached to the recipient record 
GPS coordinates automatically captured at start and end of visit 
Date and time automatically captured at start and end of visit 
Services and tasks completed checked off in real time 
Recipient signature confirming rendered services were provided 

captured in real time 
Notes can be entered for real-time availability to authorized users 
Alternative data capture methods available: telephony, fixed object 

device 

A direct caregiver can only log into one visit at a time. If a provider 
attempts to manually start a visit on the dashboard for a direct caregiver 
while the individual is logged into another visit, the administrator will be 
notified that the visit cannot be started because the caregiver is currently 
providing services. If necessary, the administrator can manually end the 
visit that the caregiver is currently logged into and then begin the visit 
the caregiver should be logged into. This scenario should be extremely 
rare and only occur if the caregiver loses or damages their mobile device 
while rendering services . 

Real-Time Visibility 
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Data entered online and captured on mobile devices is visible real time 
to all users who have permission to access the information. Access is 
multi-tiered , so a Case Manager will be able to see all of the data related 
to all of their recipients across the provider network by accessing a web­
based portal. The landing page provides real-time data related to 
scheduled visits, completed visits, late visits, etc. The data can be drilled 
into for more specific details. Role-based permissions will be defined 
during the business requirements gathering phase of the engagement. 
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Data is captured real time on mobile devices by direct caregivers at the 
location the services are being rendered : 

Thursday 
Jan 10, 2019 

MING PARKER 

9:30 AM 10:30 AM 

1165 Mario Plackett. Danville. 24541 © 

Remote data syncs with our AWS cloud-hosted database in real time. 
When a visit is started , the start location and time are viewable on the 
web console. When the visit is completed, the end location, time, 
services, tasks rendered and recipient signature are viewable on the 
web console . 

Integrated System 

Tellus eW is a fully integrated system including scheduling, 
authorization monitoring, visit verification and billing. 

The high-level use case for system operation is as follows, the 
numbering below matches the numbering in the diagram below: 

1. Payer (State, Managed Care Organization) makes Provider, 
Recipient, Caregiver (optional), and PA information available to 
the Tellus Aggregation Engine. Aggregation Engine makes 
applicable information available to the EW and Claims solutions. 
Data is imported as frequently as payer makes it available up to 
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real time; most payers prefer to make daily upload files available 
via SFTP. 

2 Agency Management System may optionally transmit visit 
scheduling and/or user (caregiver) information to the Tellus 
Aggregation Engine. Agency also has the option to enter this 
information via the EVV Agency Dashboard. 

3 Third-Party EVV vendor may transmit completed visit information 
to the Tellus Aggregation Engine. Providers can use Tellus 
Mobile EVV or any other EW vendor to electronically confirm 
visits rendered at the point of service. 
Provider (Home Care Agency) uses EVV Provider Console for 
administration and to schedule, manage, and monitor caregiver 
visits. 
Caregiver takes EVV Mobile App into the field. EVV Mobile 
provides caregiver with all necessary information to locate and 
complete care, and geo- and time-tracks each visit. 
As visits are completed, the visit details are automatically made 
available to the Claims Engine for verification and matching to 
scheduled visits and PAs. 

1 EVV Provider uses Claims Processor to remediate claims issues 
identified by the Claims Processing Engine. 

e Verified claims are returned to the payer for adjudication. 
c Payer Administrator monitors performance and possible cases of 

fraud, waste, and abuse via the EW Payer Console. 

Tellus Admin D •D Rec1p1ent Portal 
Portal "°' - ] • ; •• , ···~ ···~ 

EVV Mobile A;;D • - 0 .k::J Pro,lde, Portal 
(10S & Android) . i L .J ',~~f.a:::I 

Payer Portal ,,0, ,. I 
•••• 
"~~f.a:::I 

m ., ,•D, Claims Portal 
•••• '.'::f.a:::.:a 

Integrated Third-Parties Tellus eW Platform 

Payer 

Third-Party eVV Vendor 

Agency Management 
System 

L Bi-Directional 
Messaging 

Data Layer (Databases, Documents) 
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21st Century Cures Act (Cures Act) Compliance 

Tellus is fully compliant with the Cures Act mandate capturing the 
following data points for Medicaid personal and home health care 
services requiring an in-home visit by a provider. Capturing this data 
helps improve transparency and deter fraud, waste and abuse: 

Individual receiving service 
Individual providing service 
Type of service rendered 
Date of service 
Start and End time of service 
Location of service 

Tellus EW captures each of these data points electronically. Recipient, 
provider and prior authorization data is electronically transferred from the 
payer to Tellus. The prior authorization links the recipient to the agency 
authorized to render services. The recipient address of record is 
captured if transmitted by the payer in the recipient feed. If the State 
chooses to allow providers to schedule visits at locations other than the 
address of record, the provider will be able to add additional addresses 
to the recipient record in Tellus EVV. The provider may schedule 
services at any of the addresses on the recipient record including 
community-based settings and temporary addresses. 

The provider agency assigns a direct caregiver to render services to 
their recipient by accessing a secure web portal using private 
credentials. Tasks can be associated with services and assigned at the 
time of scheduling. 

Once the caregiver is scheduled to provide services to a recipient, the 
caregiver accesses their schedule on a mobile device using private login 
credentials to access the mobile app and either a personal identification 
number or a biometric indicator to access the device (depending upon 
the hardware capability). The schedule specifies the recipient, date, start 
time, end time, location and services to be rendered, including tasks if 
specific tasks are assigned at the time the schedule is created. 

When the caregiver arrives at the location where the recipient is 
scheduled to receive services, the caregiver starts the visit. At the start 
of the visit, the date, time and location are electronically captured. 

After services are rendered the caregiver ends the visit. At the end of the 
visit, the date, time and location are electronically captured. 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 63 



• 

• 

• 

The recipient will sign the screen on the mobile device capturing the visit 
information to confirm receipt of services. 

There is not a limit on the number of visits a recipient can receive on a 
given day. The validity of services rendered is determined by comparing 
the schedule, electronic data captured when services are rendered and 
the prior authorization issued by the payer. 

All data entered into or modified after entry is subject to an audit log that 
continually runs in the background of both the web portal and mobile 
apps. The audit log captures: 

Effective date 
End date 
Date when last changed 
\/Vho made last change 
Short description 
Long description 

Tellus is committed to ensuring our SaaS-based EW technology 
remains compliant with all current and future Federal guidelines. 
Updated releases will be made available to the State at no additional 
charge 

EVV Claim Filing Services 

Virtually all electronically captured data is synched to the EW database 
in real time. The only exception is data captured when mobile devices 
are in offline mode. Data captured in offline mode is synched 
automatically when the direct caregiver is back in range of \/Vi Fi or 
cellular services. All data resident on the device· and in transit is 
encrypted. 

Data is captured and stored in the database according to program 
requirements , examples include: 

Rounding deiivery time (duration) in accordance with program 
requirements 

Geofencing distance 
Late visit definition 
Missed visit definition 
Services rendered by procedure code 
Services rendered, number allowed per visit 
Service code modifiers 
Tasks documentation requirements 
Recipient confirmation of services rendered requirements 
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Notes requirements 

A claim reflects a service delivered by a direct service worker to a single 
beneficiary with the following information defined: 

Individual receiving service 
Individual providing service 
Type of service rendered 
Date of service 
Start and End time of service 
Location of service 

When delivered service data is written to the database, typically in real 
time, the following data points will be compared: 

Scheduled visit (date, time, recipient, direct caregiver, services 
scheduled, location) 

Delivered visit (date, time, recipient, direct caregiver, services 
provided, location , service units) 

Prior authorization (recipient, direct caregiver, services approved, 
service units remaining) 

The State will define business intelligence rules for the matching logic 
during the requirements gathering phase of the engagement. Business 
rules can be written at the payer, program, provider and recipient levels 
allowing maximum flexibility to ensure quality patient outcomes, 
operational efficiencies and reductions in fraud, waste and abuse. 

Business rules are run against delivered visit data in real time as the 
EVV database is updated. If the delivered visit criteria matches the 
scheduled visit criteria , the prior authorization will be compared to the 
delivered visit data collected by EW. If there is any discrepancy 
between delivered visit criteria, scheduled visit criteria or prior 
authorization, the transaction will remain in an "Unmatched-On Hold" 
status for the provider administrator to remediate. Scheduled and/or ad­
hoc reports are available to review claims that are in an "Unmatched-On 
Hold" status by reason code. Examples of reason codes are: 

Late visit 
GPS mismatch 
No prior authorization 
Prior authorization mismatch 

Unmatched-On Hold criteria, representing unbilled encounters, will be 
defined during the business requirements gathering phase of the 
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engagement and can be customized by program as required by the 
DHHS. 

If delivered visit, scheduled visit and prior authorization criteria are all in 
sync, the transaction will achieve the status of "Matched-On Hold." 
Provider administrators can release matched claims at their discretion. 
Once a transaction is released by the administrator it will be submitted to 
the payer for adjudication of the claim. Typically, claim transactions are 
batched and transferred to payers in the form of standard 837 EDI files 
on a daily basis. Claims can be submitted on any schedule requested by 
the payer and can even be transmitted as they are released by the 
provider if desired. The 837 EDI file map will be customized to comply 
with the DHHS claims processing edit including the following: 

Companion Guide specifications 
Specific examples: 

o Direct caregiver cannot provide services to multiple 
beneficiaries at the same time 

o Direct caregiver cannot bill more than sixteen (16) hours per 
day 

o Overlapping service rules 
o Multiple procedure codes, modifiers and rates 
o Service limits 
o Retroactive prior authorization changes 

Conversely, because prior authorizations are populated in the form of a 
data feed transmitted by the payer, the ability to determine if authorized 
service are not being provided is available. Reports summarizing 
authorized and unscheduled services as well as authorized, scheduled 
and not rendered services are available on a scheduled and/or ad-hoc 
basis. 

Reports 

Tellus delivers robust reporting and analytics capabilities. In addition to 
standard reports, Tellus can customize reports based on customer 
requirements and formatting preferences. Reports can be scheduled to 
run periodically as well as on an on-demand, ad-hoc basis. They can 
also be exported in a variety of formats to support data analysis and to 
supplement presentations. Access to reports and reporting tools is 
granted based on user role permissions. 

Our standard list of reports includes: 
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Activities across providers 

Cla ims by date 

Claims edited 

Claims exceptions by reason code 

Claims on hold 

Claims resubmitted 

Claims submitted, denied 

Claims submitted, paid 

Claims voided 

Direct care giver schedule 

Prior Authorization, no scheduled visits 

Provider ID does not equal authorized provider ID 

Recipient address change 

Recipient list 

Visits delivered, deviate from prior authorization 

Visits delivered, start address does not equal end address 

Visits late 

Visits overlapping services 

Visits scheduled 

Visits scheduled address does not equal delivery address 

Visits scheduled , conflicting prior authorizations 

Visits scheduled, no prior authorization 

Visits scheduled, not completed (missed} 

Visits supported by third party EW 

Visits unable to complete 
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Web-Based, Real-Time Consoles 

Tellus eW utilizes a modern, open source reporting tool to define web 
dashboards viewable on the EVV Console. "Cards" are created that can 
be mixed and matched dynamically to customize the look and feel for 
the individual user of the dashboard based on user login credentials 
similar to the way users customize applications to launch when they start 
their computer. Example dashboards are provided below: 

Scheduled - Reports can be scheduled to run on a periodic basis and 
cached on the reports page for access by authorized users at any time . 

iw) TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 67 



• 

• 

• 

Ad-Hoc - Ad-hoc reports can be created by users by accessing built-in, 
drill-down features accessible through the dashboard as well as by 
modifying filters on pre-defined reports. 

Exports - All scheduled and ad-hoc reports can be exported in various 
formats including: pdf, csv and excel. 

Data Retention All data capture by Tellus EVV will be retained for at 
least ten (10) years. Raw data elements will be transferred to DHHS in 
the format and frequency requested. 

Raw data based on DHHS definitions can be formatted to .xml and 
delivered in batch mode and scheduled for delivery via SFTP as 
required. 

c. rechn1ca ns derdll'J'l::5 

Tellus uses Mirth Connect, an open source, cross-platform, bi-directional 
healthcare integration engine providing maximum flexibility to integrate 
with health information exchanges, public health agencies, human 
service programs and other community organizations as required . All 
non-proprietary data relevant to DHHS can be scheduled for delivery to 
DHHS using the following tools and file formats: 

Bi-directional interfaces can be built using the following interchange 
protocols: 

TCP/MLLP 
Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, 

ODBC) 
File (local file system and network shares) 
PDF and RTF documents 
JMS 
FTP/SFTP 
HTTP/Web Services 
SMTP 
SOAP (over HTTPS) 
DICOM 
JavaScript 
The open architecture also allows for the easy addition of custom 

and legacy interfaces. 

Typical messaging standards supported by the Tellus data interchange 
solution include: 
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ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 
837P 

HL7 (Health Level Seven) version 2 messages 
CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
CSV (comma-separated variable) 
DICOM 
XML 
JSON 
NCPDP 
RAW 
JavaScript Batch 
Additional Data Types are support via API Libraries 

Tellus uses Amazon Web Services (AWS) EC2 instances with Amazon 
Elastic Block Store (EBS) storage to take advantage of AWS features 
such as Auto Scaling for instances. EBS allows Tellus to deploy 
encrypted volumes, (meeting FIPS 140-2 standards), provision multiple 
block devices readily with varying sizes and throughput and create 
snapshots for backups. 

Mirth Connect also requires a database backend that must be secure, 
highly available, and scalable. To meet these needs with a HIPAA, 
compliant AWS service, Tellus makes use of the ORACLE MySQL 
relational database. 

Data interchange may be in asynchronous batch mode or synchronous 
transactional mode. The general sequence of events is the same for 
synchronous or asynchronous, with the difference being in the timing of 
the response messages. 

The following diagram provides an overview of the Tellus-standard 
approach. The numbered call outs provide the sequencing overview . 
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Message via system 
integration • Tellus Aggregation Receives 

Inbound Message 

B 
Inbound Message 

1

Te11us Aggregation 
Engine 

Conlitm/Rejec1 Message 
... 1-----------------, 

•
Aggregation Engine Returns 
Reject Transactions with Error 

• Aggregation Engine Performs 
Pre-check Edits and Loads All 
Successful Transactions into 
Applicable Tellus Solution 

• ir'.I · 
...L 

• 
Codes 

Aggregation Engine also 
sends email notification of fill 
processing status (accepted, 
accepted with errors, reJected) 

0 Message recipient 
may return a 
con'irm/reject file, 
which Tellus 
Processes 

t 

Tellus Solution 

r 

+ 

• Tellus Solution performs 
additional processing 

Tellus Distribution Engine 
Tellus Distr ibution 1 • Compiles and transmits 

Engine outbound messages . 

G 
The sequence begins with the data submitter sending Tellus an inbound 
message (XML, flat file, web services request, etc.) via an integrated 
channel. As noted above, Tellus supports any commonly used 
integration method and has a high degree of flexibility regarding file 
layout, transport protocol , and security protocol. Tellus will run a 
preliminary edit on the message layout and content and will inbound 
process any valid records. Tellus will then return a confirm/reject 
message using the same transport protocol as the submission and will 
also send an alert email to the sender. If Tellus later outbound 
processes and transmits a message to our client/partner, then the same 
process is expected in reverse. 

A message, or row within a source file , enters Mirth Connect as a raw 
inbound message and is received by the Source Connector, which can 
then be evaluated , filtered and/or transformed before being sent to the 
Destination Connector. The raw inbound message can be passed 
through multiple destination connectors where it can be influenced by 
filters and transformers before final processing and being sent to a 
destination . 
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Tellus publishes a complete set of specifications for all Tellus proprietary 
messages. 

Security 

Tellus IT security is comprised of an interlocking wall of infrastructure, 
defensive technology, monitoring technology, training , process, and 
procedures. Tellus will self-certify for HITRUST (including HITECH and 
GovRamp) in 2019. 
The Tellus EW web application and API deliver information through 
both public and private interfaces. Data security is managed through 
various protocols and user authentication and authorization . Secure 
Sockets Layer (SSL) encryption is the standard for communications over 
the Internet. When configured to use SSL, the application enforces 
secure communications in all private areas of the website by disallowing 
non-secure HTTP requests and redirecting the browser to the secure 
protocol. 
Database security begins with hardened, redundant Amazon 
Government Cloud (AWS) database servers. AWS is a top-tier, SAS 70 
Type II certified datacenter. The database and application are configured 
in separate tiers of the physical systems, with strict firewall rules 
partitioning the servers . 

AWS Identity and Access Management (1AM) policies are used to assign 
permissions that determine who is allowed to manage database 
resources. Security groups control what application server instances are 
allowed to connect to the database. 

Tellus ensures data security encryption of all information while in 
transmission and while at rest on electronic media storage devices. 
Required data is encrypted consistent with Federal Information 
Processing Standards (FIPS), and NIST cryptographic standards. 
In RDS Databases: 

Encryption algorithm used is AES 256 Encryption 
Encryption algorithm used for one-way hashing is SHA256 

For the application tier, low-level bindings on all its native queries are 
used to minimize the possibility of attacks such as SQL injection. For 
additional security, stored procedures are used to retrieve data and 
Object Relational Mapping is used to minimize the need for hand coding 
SQL statements that could be vulnerable to exploits. 

All PHI data is encrypted in transmission and at rest when stored in a 
database or filesystem. We use Transparent Data Encryption (TOE) and 
adhere to HIPAA compliance. 
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The process of retrieving visit verifications in compliance with HIPAA 
standards requires all communications (application <--> database, 
mobile app > server) to happen over a secure HTTPS connection. We 
ensure that PHI information is encrypted when transmitted and 
encrypted at rest by using SSL/TLS and database encryption. Our 
hosting provider has achieved a number of certifications including, but 
not limited to, SOC 1 ,2,3, Fed RAMP, ISO 9001, HITECH, PCI DSS: 
(https://aws.amazon.com/compliance/) 

Role-based account permissions are used to provide native user 
authentication based on account name, username and a user-supplied 
password. User password is stored in the database and hashed using 
one-way BCrypt hashing mechanism that makes it impossible to decrypt 
and extremely resistant to brute-force search attacks 

Industry standard 0Auth2 protocols are used for authentication. Every 
application's access to backend processes via REST API requires an 
authentication token to be passed with each API call. 

JSON Web tokens (JWT) are used for API Authentication. JWT is an 
open standard (RFC 7519) that defines a compact and self-contained 
way to securely transmit information between parties as a JSON object. 
This information can be verified and trusted because it is digitally signed. 
JWTs are signed using a secret JWT token sent to the API via standard 
HTTP Authorization header. Token payload contains user information 
restricting API access to certain endpoints . 

El POST/users/login with username • and password 

El D fl Creates a JWT with 
Returns the JWT to the Browser a secret token 

II Sends the JWT on the 
Authorization Header :~ II Check JWT signature. Get user 

II 
information from the JWT 

Sends response to the client 

To further control user access, JWT tokens are configured to expire after 
a specified period of time based on application rules. For example, 
tokens requested by the EVV mobile application expire in less time than 
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EVV Console tokens. To facilitate user ability to stay logged into the 
application , Tellus utilizes standard 0Auth2 Refresh Tokens. Refresh 
Token expiration is configured based on cl ient specifications. 

Resource Owner / User II POST /oauth/token 

Oauth2 Client 

Resource Owner / User 

Authorization Server 

Access_token 

II GET /resource (using token) 

II Protected resource Resource Server 

{ 
"access token": "a00ee2c2", 

"token_type": "bearer", 
"r~fresh token": "a80a6a70", 

"expires in": 863999999, 
"scope" : "read write trust" 

} 

Oauth2 Client Authorization Server 

Open Web Application Security Project (OWASP) standards are 
baseline for Tellus EVV Mobile app. OWASP is an organization 
supporting open standards, policies and processes promoting 
application security. OWASP collaborated with the European Network 
and Information Security Agency (ENISA) to build a set of controls for 
mobile applications. They jointly published the "Smartphone Secure 
Development Guideline" and recommend the following principles: 

ID & Protect Sensitive Data on the Mobile Device 
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Protect Authentication Credentials 
Protect Data in Transit 
Strong User Authentication, Authorization & Session Management 
Secure Backend Services & Server 
Secure Third-Party Integration 
Collect Consent for Collection & Use of User Data 
Protect Paid-for Resources & Services 
Secure Distributions & Provisioning of Mobile Applications 
Avoid/Safely Use Runtime Code Interpreters 

Each principle is thoroughly documented outlining risks and methods for 
mitigating those risks. Tellus EW mobile developers and testers strive 
to ensure our apps comply with OWASP standards. 

As an alternative to GPS confirmed rendered services, Tellus offers 
telephony-based EVV. Biometric interactive voice verification is used to 
detect direct service worker identity with at least ninety-nine percent 
(99%) accuracy. The following process has been implemented to 
capture and enforce biometric interactive voice verification combining 
Twilio IVR functionality with VoicelT biometric voice verification 
technology: 

Enrollment - this is the process of creating a voice print. The user 
is asked to repeat a phrase multiple times, and the recording of 
these utterances is compared to future authentication attempts. 
Authentication - This is the comparison of the user's phrase to 
recorded enrollment. These algorithms are tunable. Rules dictate 
how strict or loose the implementation matching algorithm is 
enforced. Authentication is accomplished via REST API or a .wav 
file . 

3 Users - User is created using their phone number. Login 
credentials are mailed to the user. If the user doesn't exist, it is 
created through the enrollment process. If the user does exist, 
they speak their phrase for comparative purposes. 

Required accuracy level is defined on the VoicelT platform and can be 
set to 99%. The higher the accuracy rate is set, the lower the potential 
for false positives and the higher the potential for false negatives. 

System Documentation 

Tellus EW is a SaaS-based application that is highly customizable by 
payer and program in the form of configurations, business rules, user 
roles and permissions, parameters, consoles, reporting and integrations. 
During the business requirements gathering phase of the project, 
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business analysts will work with State program personnel to define the 
customized criteria for the DHHS's implementation. 

Tellus has developed questionnaires to facilitate this process. An 
example questionnaire, detailing some of the information required for 
each program is: 

Pre-visit data: Deliver Method 
Existing: If Source System Data 

Recipients, Required , (Manual 
Manual Entry Interchange, Source 

Providers, Prior or Source System 
& Standard System, Delivery Method 

Authorizations Data Interchange) 
APls by and Data Specifications 
program Required. 

Tellus Provision 
I 

Password Existing: 

Provider Requirements Varies by 
(Length) Payor 

Tellus Provision 
I 

Password Existing: 

Provider 
Requirements Varies by 
(Complexity) Payor 

Tellus Provision 
I 

Password Existing: 

Provider 
Requirements Varies by 

(Expiration) Payor 

Tellus Provision I Existing: 

Provider 
Enable Provider Varies by 

Payor 

Provider Admin 
Existing: Enable/Disable ability to 

Pre-Visit Activities Allow Documents Configurable share documents with 
by program Caregiver 

Review data dictionary to 
Existing: 

Provider Admin Recipient Data 
confirm all required fields 

Pre-Visit Activities Capture 
Configurable are captured, if no, define 
by program additional fields and 

t 
associated rules 

Provider Admin Allow Edit primary 
Existing: 

Pre-Visit Activities address 
Configurable Enable/Disable 
by program 

Provider Admin Allow additional 
Existing: Enable/Disable multiple 

Pre-Visit Activities service addresses 
Configurable service delivery 
by program addresses 

Provider Admin 
Designate individual Existing: Enable/Disable high risk 

Pre-Visit Activities 
recipients as high Configurable indicator; required or 

risk by program optional field 

Provider Admin 
Existing : Enable/Disable required 

Pre-Visit Activities 
Diagnosis Code Program field on Recipient Record 

defined list and/or Visit Schedule. 
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• Provide a list of Diagnosis 
Codes authorized under 

program. 

Existing: 
Enable/Disable ability for 

Provider Admin Services Task Program 
providers to customize 
task list. Provide list of Pre-Visit Activities Listing defined task 

Service Codes authorized 
list 

under program. 

Provider Admin Allow Visit 
Existing: Enable/Disable ability for 

Pre-Visit Activities Scheduling Program providers to create and 
defined edit schedules 

Provider Admin Allow Multiple 
Existing: Enable/Disable ability to 

Pre-Visit Activities Services Program schedule more than one 
defined service per visit -

Allow Visit Existing: 
Enable/Disable ability to 

Provider Admin schedule a visit without a 
Pre-Visit Activities Scheduling Without Program 

valid PA in the EVV 
PA defined 

~ database 
+ 

Provider Admin I 

I Password Existing: See password Provision I 

Caregivers 
Requirements Payor defined requirements above 

+ 
I Review data dictionary to 

Provider Admin 
I 

confirm all required fields I 

Existing: • Provision Required Fields are captured, if no, define 
Caregivers 

I Payor defined 
additional fields and 

associated rules 
Provider Admin 

Existing: Enable/Disable: Required 
Provision Direct Caregiver ID 

Caregivers Payor defined field 

Provider Admin 
Direct Caregiver Existing: Enable/Disable: Required 

Provision I 

Caregivers I Type Payor defined field 

Caregiver Perform Enforce GPS Existing: 
Enable/Disable: Enforce 

Visit 
parameter to start Configurable 

GPS start location 
visit by program 

I Define Rule: Match 

Caregiver Perform Enforce GPS 
Existing: delivery address to 

Visit Address Verification 
Configurable scheduled address or to 
by program all addresses on recipient 

record 
' 

Caregiver Perform Allowed GPS Existing: 
Parameter: Geo-fence 

Visit Radius 
Configurable 

radius in feet/miles 
by program 

Existing: 
Configurable Define Rule: Early/Late if 

Caregiver Perform Visit Early-Late Start by program delivered start time is not 

• Visit Limit and/or with in X minutes/hours of 
recipient scheduled start 

status 
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• Existing: Define Rule: Round 
Caregiver Perform Configurable delivered visit time 

Visit Visit Duration 
by service upward/downward based 

code on actual duration 

Caregiver Perform Existing: 
Allow Notes Configurable Enable/Disable: Notes Visit 

by program 
L 

Existing: 
Enable/Disable: Schedule 

Caregiver Perform more than one recipient 
Visit Overlapping Visits Configurable 

for a caregiver at the 
by program same time --

Existing: 
Enable/Disable: Schedule 

Caregiver Perform more than one caregiver 
Visit Overlapping Visits Configurable 

for a recipient at the same 
by program 

time 
Enable/Disable: 

I 
Tellus Claims 

Existing: Automatic submission of 

Matching Claims Submission Configurable "Matched" claims based 
by program on matching criteria 

I specified below r 
I Visit Authorization Enable/Disable: If no 

Number Matches PA Existing: 
match, claim in 

I Tellus Claims Authorization "Unmatched: On-hold" • I Matching Number 
Configurable 

status requiring provider 
by program 

(Error Code = No I input to re-run matching 
Authorization) algorithm 

Visit Service Code Enable/Disable: If no 
Matches PA 

Existing: 
match, claim in 

Tellus Claims I Authorization "Unmatched: On-hold" 
Matching I Number 

Configurable 
status requiring provider 

(Error Code = No 
by program input to re-run matching 

Authorization) 
-+ r 

algorithm 
Visit Recipient Enable/Disable: If no 
Matches PA Existing: 

match, claim in 
Tellus Claims Authorization "Unmatched: On-hold" 

Matching Number 
Configurable 

status requiring provider 
(Error Code = No 

by program 
input to re-run matching 

Authorization) algorithm 
Visit Authorization Enable/Disable: If no 

Number Matches PA Existing: 
match, claim in 

Tellus Claims Authorization "Unmatched: On-hold" 
Matching Number 

Configurable 
status requiring provider 

(Error Code = No 
by program 

input to re-run matching 
Authorization) 

r 
algorithm _ 

Diagnosis Code is 
Enable/Disable: If no 

Tellus Claims 
populated on Visit Existing: 

match, claim in 

• Matching 
(Error Code = Configurable "Unmatched: On-hold" 

Invalid Diagnosis by program 
status requiring provider 

Code) 
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I algorithm 
! < 

Enable/Disable: If no 
Visit Date falls within 

Existing: match, claim in 
Tellus Claims PA Service Period "Unmatched: On-hold" 

Matching (Error Code = Date 
Configurable 

status requiring provider 
Unauthorized) 

by program 
input to re-run matching 

algorithm 
Enable/Disable: If no I 

Visit Service Units I 
Exceeds Units Existing: match, claim in I 

Tellus Claims "Unmatched: On-hold" 
Matching Available on PA Configurable 

status requiring provider 
(Error Code = Auth. by program 

input to re-run matching 
Exceeded) 

algorithm 
~ 

Visit Start Time Enable/Disable: If no 

I Varies from I match , claim in 
Tellus Claims Scheduled Start Existing: 

"Unmatched: On-hold" 
Matching Time 

Configurable 
status requiring provider 

(Error Code = Visit 
by program 

input to re-run matching 
Started Late) 

t 
algorithm 

Enable/Disable: If no I 
I Visit start/end GPS I I I match, claim in 

Coordinates Existing: I 
I Tellus Claims "Unmatched: On-hold" 

Matching Populated Configurable 
status requiring provider • (Error Code = GPS by program 
input to re-run matching Value Not Entered) 

I algorithm 

Service Started and Enable/Disable: If no 

I match, claim in Ended in Two Existing: Tellus Claims 
Different Locations Configurable 

"Unmatched: On-hold" 
Matching status requiring provider 

(Error Code = GPS by program 
input to re-run matching Position Conflict) 

t 
algorithm 

Service Started at Enable/Disable: If no I 
Location that is match, claim in I 

Existing: I 
Tellus Claims Different Than "Unmatched: On-hold" 

Matching Scheduled 
Configurable 

status requiring provider 
(Error Code = GPS 

by program 
input to re-run matching 

Position Conflict) I algorithm 

Visit Duration Too f 
Enable/Disable: If no 

match, claim in 
Tellus Claims Short Existing: 

"Unmatched: On-hold" 
Matching 

(Error Code = Visit Configurable 
status requiring provider Duration Less Than by program 

x) input to re-run matching 
algorithm 

Enable/Disable: If no I 

Visit Missing Start I match, claim in I Existing: I 

Tellus Claims Date/Time 
Configurable 

"Unmatched: On-hold" 
Matching (Error Code = Visit status requiring provider • Missed) 

by program 
input to re-run matching 

algorithm 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 79 



• 

• 

• 

I 

; 
I 

I 
I 
I 

Enable/Disable: If no 
Visit Missing End 

Existing: 
match, claim in 

Tellus Claims Date/Time 
Configurable 

"Unmatched: On-hold" 
Matching (Error Code = Visit status requiring provider 

not Ended) 
by program 

input to re-run matching 
algorithm 

I Enable/Disable by field: 

Tellus Claims 
I 

Existing: Which fields can provider 

Matching Edit rules Configurable edit: units, start time, end 
by program time, diagnosis code, 

caregiver, location 

Tellus Claims 
I 

Existing: Enable/Disable : Reason 
Matching 

Edit Rules Configurable 
code required 

by program 

Tellus Claims 
I 

Existing: Review list of existing 

Matching Reason Codes Configurable reason codes (below): 
by program add/edit/delete -- -

Existing: 
Provide rate and 

Tellus Claims calculation parameter by 
Submission Claim Calculation Configured by 

service code, ie: 
Service Code units/increments/visits 

Provide an modification 

Tellus Claims Existing: rules to standard rates 

Submission 
Claim Calculation Configured by and indicator for modified 

Service Code rates , ie: "modifier" added 
to service code 

+ - r 

Tellus Claims Submitter ID to Existing: Enable/Disable: EVV 

Submission 
transmit in the 837P Configurable validated claims 

file by program submission -

Tellus Claims Claim transaction Existing: Review list of existing 

Submission 
types: transmit in the Configurable transaction types (below): , 

837P file by program add/edit/delete --
Payor transmits 835 

Existing: Enable/Disable: Provider 
Claim Adjudication or similar file to 

Configurable to view status of claims in 
Report Submitter 

by program EVV Console 
transmitting 837P -

Claim Transaction Types: 837P Submission 

TRANSACTION DESCRIPTION 
New Claim 
Adjustment 
Adjustment to 
Adjustment 
Void 
New Claim After Void 

New claim, never submitted before. 
Adj_!!stment to a claim that was previously submitted . 
Adjustment to a claim that was previously adjusted. 

Void/cancel a claim that was previously submitted . 
Submit a new claim after a previous submission of the claim 
was voided . 

Tellus Claims Matching: Reason Codes 
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ERROR REASON REASON DESCRIPTION NOTES 
CODE CODE 

999 

130 

310 

999 

310 

999 

105 

310 

800 

999 

No Authorization 

Invalid Diagnosis Code 

Other 

Date Unauthorized 

Auth. Exceeded 

Visit Started Late 

Disaster or Emergency 
Malfunctioning Mobile 
Application 
Other 

GPS Value Not Entered 
Malfunctioning Mobile 
A12f>lication 
Other 

GPS Position Conflict 
Services Provided Outside the 
Home - Supported by Service 
Plan 
Malfunctioning Mobile 
Al2f)lication _ 
GPS Coordinates Not Matched 

Other 

Visit Duration Less Than x 

130 Disaster or Emergency 

999 Other 

110 

115 

121 

130 

Visit Missed 
Fill-in for Regular Attendant or 
Assigned Staff 
Individual/Member Agreed or 
Requested Attendant or 
Assigned Staff Not Work 
Schedule 

Attendant or Assigned Staff - No 
Call and No Show (NEW) 

Disaster or Emergency 

The only recovery is for a 
matching PA to arrive. 

Provider ad min must enter 
valid reason code. 

The only recovery is for a 
matching PA to arrive. 

The only recovery is for a 
matching PA to arrive. 

Provider admin must enter 
valid reason code. 
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Adjustments 

310 

999 

130 

310 

999 

700 

701 

Malfunctioning Mobile 
Application 
Other 

Visit not Ended 

Disaster or Emergency 

Malfunctioning Mobile 
Application 
Other 

Downward Adjustment to Billed 
Hours 
Upward Adjustment to Billed 
Hours 

999 Other 

In addition to program rules, the following information will be required at 
either the State or program level : 

User Roles 
Role-based permissions 
System interfaces 
Interface criteria 

o Mapping 
o Rules 
o Schedule 
o Format 
o Transmission protocols 

Information gathered during this phase of the engagement will be used 
to create the Functional Requirements Document, which will be 
presented to the State for review and approval. 

The Functional Requirements Document will serve as the foundation for 
the Detailed System Design Document, which will describe how our EW 
solution addresses the State's requirements . 

Upon completion of the design and development of the application, we 
will deliver a User Acceptance Testing (UAT) / Testing , Validation and 
Operational Readiness (TV&OR) Plan to describe how the application 
was tested and to demonstrate it meets the functional requirements and 
is ready for implementation. 

Testing will adhere to industry best practices, such as PMI PMBOK 
standards for software verification and validation. 

Modularity 
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Tell us EW is comprised of five major proprietary components or . 
modules. The modules operate together as a fully integrated enterprise 
EVV solution, individually incorporating components from other software 
vendors or on a stand-alone basis as required. The primary modules 
are: 

MODULE PRIMARY FUNCTION 

EVV Console Web-based console displaying real-time, dashboard-style overview of 
important metrics as well as the navigational menu for all other web­
based user accessible components of the application including: 
administrative settings and functions, scheduling, claims processing, 
reports. 

EVV Mobile Android and iOS native applications downloaded to user devices using 
commercial app stores, (with the ability to deploy using enterprise 
management software for company-owned devices), used by direct 
caregivers to remotely access their schedule and electronically confirm 
rendered services real-time. 

EVV Claims Web-based provider level pre-adjudication review of rendered services 
Console compared to payer authorized services. All transactions are queued for 

review and must be in a "matched" status before releasing to payer for 
adjudication . 

Business 
Intelligence 

Rules Engine 

Business rules are initially defined by the payer during the 
requirements gathering phase of the engagement and set up the EW 
rules engine module. Rules are separate from the cod~ base making 
them configurable and changeable without development resources at 
the payer, program, provider and recipient level. Rules can be written 
around any field for a single or combination of user rules making our 
rules engine extremely robust and flexible . 

-
Data Data is imported from third parties including payers, providers and 

Aggregation third-party EW vendors to assemble a complete data set for 
comprehensive data export, analytics and reporting purposes. Imports 
can be scheduled at any desired frequency up to real time. 

The SaaS-based modules outlined above are the backbone of Tellus 
EW. However, our service-oriented architecture provides the ability for 
each jurisdiction to uniquely configure the components as required 
taking into consideration all Medicaid enterprise components. Tellus 
EVV modules can be implemented coupled or uncoupled meaning they 
can each operate independently and integrated with applications built by 
other vendors. For example, any data captured in Tellus EVV can be 
share with: 

MMIS 
Enterprise service bus 
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Data warehouses 
Other legacy systems 

Data sharing can be real-time or provided based on a schedule in batch 
mode. 

Business rules, user roles and integrations developed during the 
business requirements gathering phase of the engagement are 
customized to the deployment. These components of the implementation 
will be proprietary to the DHHS. 

Program Level Requirements 

Data is categorized using the hierarchy depicted below: 

' 

j 

• 
This classification system enables the State to configure the EVV 
application at the program level. Program rules, services, policies and 
procedures and reimbursement rates can be defined at the 
program/provider level. Business rules can also be written based on 
these categories as well as at the field level. Because our business rules 
engine is a module independent of the software code base, rules can be 
changed during the term of the contract without the use of development 
resources providing maximum flexibility . 

User-based permissions, combined with flexible rules, allow the ability to 
customize user privileges by program. That means a provider can be 
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granted the right to enter service tasks on one program by personnel 
type and not be given that access for another program. 

Service task lists can vary and be customized based on program needs 
and rules. A configurable option is to allow direct caregivers to enter 
notes and/or alerts using their mobile device to effectively and efficiently 
communicate beneficiary status to provider administrators and/or case 
managers. 

Participant Directed Services (PDS} 

Tellus understands the State requires coordination with their 
Fiscal/Employer Agent Financial Management Services-Support Broker 
Entity, "Services My Way," to support the PDS service delivery model. 
Tellus has worked with consumer-directed organizations and fiscal 
intermediaries to develop a user model to support PDS. 

This model supports the unique employer/employee relationship 
between the Participant and Caregiver or Personal Assistant facilitated 
by a fiscal intermediary. Tellus will work with Services My Way to define 
their requirements during the business requirements gathering phase of 
the engagement. Shifts can be started even without a schedule if 
program rules allow . 

Our standard consumer directed model centers around data collection 
and approval for shifts whether scheduled or unscheduled. Either party 
(the Participant or the Caregiver) is able to initiate a visit with the time 
record approval automatically requested through an automated workflow 
mechanism. In the example below, the employer's authorized 
representative starts the visit and selects the employee providing 
services for the current shift from the drop-down list of all employees 
approved to provide services for this participant: 
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Tlmesheet 

Participant Name J.:me Doe Employee Nan,e 

AuthOfized Aepresent/lllve Joe Doe 

Date Service Code Task Completed 

04/24/2018 S9121 Bathing 

Meal Prep.lration 

Non Medical Transport 

04/25/2018 59122 Meal Pre-pare.lion 

04/l7/2.0J 8 S9122 Bathing 

Me.111 Preparauon 

Cleaning 

Non Mef.11Cal T,.-n'!>po rl 

0 kt the Participanl have an c,yernight stay in a hospital nursing home 0 1 

rrwnlcll hHllh ~iltty during this pay period" 

e Yes No 

Admit Cate Oli/26/2018 Discha,ge Date O't/26/2018 

Patti Smith 

Joe Doe 

Ka ren Doe 
SI 

6AM 7AM 

8PM lO PM 

., r., 0 0 

., 

I certify thot this i !i on accurate record of the services I have pmv1dcd 

Authorized Represcntauve ~ Date OJ,/30 / 20 18 

J certify that thl:; 1s an accurate record of the .services this emplowe, 
has provided. 

Employee S19Nture :t2_~ w::.-..:, D.ate Olt/30/2018 

0 COpy1igttl 2017 2018 Tab LLC 

The services to be provided during the visit are selected, and the time 
the visit begins is selected. 

Tlmesheet 

P4rbdpant Name Jane-D~ Emr,Joyee Name 

Pall i SmUh 
Authotiz6d Representative Joe Doe 

11 
12 

Date Service Code Task Complet&d 
10 

O'-/'Z4/2018 59121 Bath ing -- .. ., 
Moa! Prcp.:iratlon • 

• 6 

04/25/2018 S9122 Meal Preparation PM 
CANCfl OK 

04/27/2018 S9122 Ba thing ~ a 0 0 
Meal Preparation "' 

Cleaning 

Non Medical Transpo,t 

Old the Participant have an ovemight stay ln a hospital. nursing home or 
m ental health faci lity during this pay period? 

l certify. that this is an accu ra te record of the services I have provided 

~ 
~ Ye, Q No 

Admit Date 04/ 26/ 2018 ~ 

'1)TELLUS 

Discharge Date o.r,/26/2018 im 

Authorized Aepresentat1ve Date 04/30 / 2018 

I certify, that this Is an accurate record of the services this employee 

has provided. 

Employee Slgnatu,e !\VA-~. 
~ 

Date 04/ 30/ 2018 

CCopyrlghl 2017 • 2018 TeHus UC 
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Both the Employer/Authorized Representative and the Employee sign off 
on the visit record. 

Provider, recipient and service authorization files can be loaded into the 
EVV database. Pay rates can vary by direct service workers and be 
entered , uploaded or transmitted to Tellus by Services My Way. 

Beneficiaries can be associated with more than one program and more 
than one caregiver. Business rules can be defined and applied to 
completed visits to pre-adjudicate claims checking for the following types 
of edits: 

Direct caregiver cannot provide services to multiple beneficiaries at 
the same time 

Direct caregiver cannot bill more than sixteen (16) hours per day 
Overlapping service rules 
Multiple procedure codes, modifiers and rates 
Service limits by frequency 
Retroactive prior authorization changes 
Modification of schedules 

Our business rules engine is flexible and can be configured and 
maintained without development resources. EVV rules can be changed 
as program policies and rules change. Issues identified can be 
communicated to case management agencies in the form of alerts 
and/or reports. 

Conversely, because prior authorizations are populated in the form of a 
data feed transmitted by the payer, the ability to determine if authorized 
service are not being provided is available. Reports summarizing 
authorized and unscheduled services as well as authorized, scheduled 
and not rendered services are available on a scheduled and/or ad-hoc 
basis. 

Business Rules Engine 

Tellus EW Business Intelligence Rules Engine is a modular, highly 
configurable component of our EVV solution. Business rules are initially 
defined by the payer during the requirements gathering phase of the 
engagement and written in the EVV rules engine module at the 
payer/program/provider and even recipient levels. Rules are separate 
from the code base making them configurable and changeable without 
development resources. Rules can be written around any field for a 
single or combination of user rules making our rules engine extremely 
robust with the ability to support advanced data analytics and reporting . 
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Backup Processes 

Adhering to the highest standards of information security and data 
integrity over time is the main driver of our approach to hosting and 
system backup processes. Redundancy is the key strategy employed to 
build a fault tolerant system and robust disaster recovery methods and 
procedures. Our solution is compliant with the recommendations of NIST 
800-53. 
The EVV platform is hosted on Amazon Web Services (AWS) 
Government Cloud and runs on 15 AWS data centers located in the 
continental US. AWS datacenters are distributed in geographic regions 
which include clusters of datacenters called Availability Zones. Every 
region is geographically isolated in terms of power and water supply, 
and each zone is similarly served by independent networks. 
Redundantly storing information in different datacenters in multiple 
regions, availability zones, and datacenters greatly reduces downtime, 
as the nearest available node is activated as a backup. 
Each AWS datacenter is protected by four distinct layers of security: 

Pp 1e;e a e Datacenters are physically enclosed by gates 
protected by security guards and intrusion detection technology 

Infrastructure Layer Energy generators, fire suppression 
equipment, and ordinary and extraordinary maintenance systems 
protect the integrity of the data stored in the datacenter 

Data Layer Access to server rooms is restricted, tightly regulated by 
authorization processes and constantly monitored 

Environmental Layer The locations where AWS datacenters are 
built are screened for seismic activity and extreme weather, to 
minimize the risk of structural damage caused by natural 
occurrences 

In case of failure of the primary node, Amazon RDS performs an 
automatic failover to the standby without the need for manual 
administrative intervention. Within minutes a new instance of the server 
is launched in a different AWS availability zone or region. Downtime is 
cut to minutes instead of hours. Using various AWS regions and different 
physical data centers ensures the system is highly available and fault 
tolerant. 

All backups and recovery of databases for all cases, including disaster 
and system failure, are hosted in at least two different availability zones 
(geographically different data centers). Database instances are kept in 
sync real-time. Backups are scheduled and occur at regular intervals. 
They are then encrypted and stored in multiple locations providing 
99.9% durability . 
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Additionally, we achieve high levels of fault tolerance for our applications 
by using AWS Elastic Load Balancing to automatically route traffic 
across multiple instances and multiple Availability Zones (physical data 
centers). Elastic Load Balancing ensures only healthy Amazon 
application server instances receive traffic by detecting unhealthy 
instances and rerouting to healthy servers. If additional computing 
capacity is required, we have systems in place to scale the application 
and database service layers to ensure SLAs are met. 
We also use Amazon Relational Database Service (RDS) to host our 
database server. Amazon RDS runs on the same highly reliable 
infrastructure previously discussed. Amazon RDS synchronously 
replicates the data to a standby instance in a different Availability Zone 
(different datacenter). RDS features we use to enhance reliability for 
critical production databases include: automated backups, database 
snapshots, and automatic host replacement in case of primary database 
crash. Database backup snapshots are taken at regular intervals and 
sent to AWS S3 encrypted storage. 

1c;aste ~e ,ery Pia 
Within one-hundred and twenty (120) days of contract, we will provide a 
comprehensive disaster recovery (DR) document as it relates to this 
project. 

The DR Plan will include the following components : 

Teams & · 
Re~onsibilities 

Infrastructure 

Operational 
Considerations 

Communications 
lmJ)lications 

Testing & 
Maintenance 

DR Lead, Network, Applications, 
Communications -- -- --
AWS Security, Data Security, Network 
Monitoring, Application Access, Wi-Fi/Cellular 
Service Disruption 
Plan Location, Physical Access, 
Transportation, Relocation, Operational 
Disruption, Affected Areas, Redundant/Parallel 
Systems, Customer S~ port 
Client~ Vendors, Employees 
Damage Assessment, Standby Activations 
Maintenance, Testing 

The DR Plan is updated at least annually or any time a major system 
update or upgrade is performed. The Disaster Recovery Lead will be 
responsible for updating the entire document and permitted to request 
information and updates from other employees and departments within 
the organization to complete this task. 
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The DR Plan limits service interruptions to a period of 24 hours . 
However, because our systems are fully utilizing scalability, disaster 
recovery, high availability and monitoring features of AWS, we do not 
anticipate that recovery time will be anywhere close to 24 hours. 

Our systems reside in Amazon Web Services. We utilize AWS disaster 
recovery, failover and elasticity capabilities. We do not maintain our own 
hardware or physical data centers instead running our system in 15 
AWS data centers in VA, OH and CA. Utilizing various AWS regions and 
different physical data centers within same region ensures that the 
system is highly available and fault tolerant. 

The server environment is virtualized. This allows for portability in case 
the disaster affects the datacenter when the application server is 
running. Within minutes, a new instance of the same server will be 
launched in a different datacenter in a different AWS availability zone or 
region . As a result, downtime is cut to minutes instead of hours. 

Using AWS, we achieve higher levels of fault tolerance for our 
applications by using Elastic Load Balancing to automatically route traffic 
across multiple instances and multiple Availability Zones (physical data 
centers). Elastic Load Balancing ensures that only healthy Amazon 
application server instances receive traffic by detecting unhealthy 
instances and rerouting traffic across the remaining healthy instances. If 
additional computing capacity is required, we have a system in place 
that will scale the application and database server layer to provide the 
level of service according to SLA. 

The database is a critical component of the system. We use Amazon 
RDS (Relational Database Service) to host our database server. 
Amazon RDS runs on the same highly reliable infrastructure used by 
other Amazon Web Services. In production, we provision Multi-AZ DB 
Instances. 

Amazon RDS synchronously replicates the data to a standby instance in 
a different Availability Zone (different datacenter). In case of failure of 
the primary node, Amazon RDS performs an automatic failover to the 
standby without the need for manual administrative intervention. When a 
failover is performed, there is a very short period during which the 
primary node is not accessible. We utilize many Amazon RDS features 
that enhance reliability for critical production databases, including 
automated backups, database snapshots, and automatic host 
replacement in case of primary database crash. In addition to 
synchronous replication, database backup snapshots are taken at 
regular intervals and sent to AWS S3 encrypted storage . 
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The comprehensive DR Plan will be provided to the Agency when it's 
modified, or at least annually, as a PDF file. At the Agency's request, in 
accordance to the best interests of the Agency, the DR Plan will be 
updated at no additional cost. 

The DR Plan will be tested annually or after major infrastructure or 
system changes to ensure completeness and effectiveness of the 
existing Disaster Recovery Plan. Results of the DR Plan testing will be 
submitted to the Agency as soon as the test is complete - and at least 
annually. 

Data Management Strategy 

Meaningful information begins with standard, quality data. Quality data is 
accurate and consistent for reliability and comparability. Tellus employs 
the following principles to collect quality data: 

Data Authenticity: data is captured and validated at the source 
Data Integrity: all data entries and modifications are monitored using an 
audit log 
Non-repudiation: data is authenticated at the source with secure login 
credentials 

Data security is critical. All data is encrypted both at rest and in transit. 
Data is made available only to the individuals who need access to that 
information by employing role-based permissions. Data is always 
available to users who have permission to access it. 

Below we list the defined data dictionaries and standard file formats for 
each of the following categories of integrations. Tellus is a founding 
member of the National Electronic Visit Verification Association 
(NEWA), an organization dedicated to defining and sharing data and 
formatting standards for EVV transactions. 
This page specifies the file layouts for a Tellus standard integration, 
and all mapping/processing software associated with these integrations 
are the intellectual property of Tellus, LLC. Tellus can accept files that 
do not meet standard file formats as required based on project 
specifications. 

MESSAGE DESCRIPTION 

Type Code Unified type code listing used for all other 
List messages . 
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Provider Used by Payers (State Medicaid, MCO, etc.) to 
submit Home Care Agency information to the EVV 
solution. 

Recipient Used by Payers (State Medicaid, MCO, etc.) to 
submit Recipient (Patient) information to the EVV 
solution. 

Prior Used by Payers (State Medicaid, MCO, etc.) to 
Authorization submit Prior Authorizations (PA's) to the EW 

solution. 

User Used by Payers (State Medicaid, MCO, etc.) to 
submit user information (Caregivers, Case 
Managers, Admins) to the EVV solution. 

Schedule Used by Providers via an Agency Management 
System to submit scheduling information to the 
EVV solution. 

Payer Used to import Payers (MCO's, State Medicaid 
Programs, Private Insurance Companies, etc.) 
into the Tellus EW solution 

Hardwar· di Soft'~ 1r1= Requiremt=ants 
Our approach is to provide the EVV platform as an AWS Government 
Cloud hosted solution. This greatly facilitates rapid system deployment 
for DHHS and provides access to all stakeholders to required 
functionality through free, widely used web browsing software. 
Tellus certifies support for the EW Console (browser-based), Claims 
Portal (browser-based), and EW App (mobile device app) on the 
following browsers and phone/PC operating systems. 

DESCRIPTION CAPABILITY 

Supported PC Operating 
Systems 

Supported Mobile 
Operating Systems (visit 
verified through 
geolocation, requires 
Internet Access/FOB) 

Windows OS (32 or 64 bit) Version 7 or 
higher 
Mac OS Version X (.!Q) or higher 
iOS Version 8 or higher 
Android Version Lollipop (5.0) or higher 
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DESCRIPTION CAPABILITY 

Supported PC & Mac 
Browsers 

Supported Mobile 
, Browsers: 

Mobile Device 
Requirements 

IVR Technology Adopted 

Data Exchange 
Methodologies 

Standard ASCII file 
formats (portal 
documents storage and 
sharing) 

Standard file format (data 
coming from third party 
EVV Systems): 

Software System Updates 

Microsoft Internet Explorer Version 11 or 
higher 
Microsoft Edge Version 16 or higher 
Google Chrome Version 4 or higher 
Apple Safari Version 10 (Mac)/4 (Windows) 
or higher 
Mozilla Firefox Version 57 or higher 
Google Chrome Version 4 or higher on 
Android 

Operating System: Android or iOS (see 
above) 
Bluetooth required: No 
GPS required : Yes 
Voice support required: No 
Min memory of phone: 25 MB 
Min storage of phone: 50 MB 
Visit verified through landline by using 
Automatic Number Identification (ANI) 
Mirth Connect is our healthcare information 
exchange data interchange platform 
REST application programming interface 
(API) and JavaScript Object Notation 
(JSON) for data transport 
API endpoints are secured with transport­
level HTTPS encryption with message-level 
encryption; PGP also available 
Standard APls and custom APls as 
necessary for any third party integrating 
with our solution 
ANSI X12 EDI exchanges including 835 and 
837 formats 
PDF 
Excel 
Text 

Final file formats are defined with the OCH during 
needs analysis 
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During the IQC process, a policy related to software system updates will 
be defined and communicated to the project team. As a rule, our EVV 
application is updated on a quarterly basis with release notes shared 
with clients in advance to make them aware of enhancements and 
provide access to training materials if necessary. 

If required due to changes in Federally-mandated or National Standards 
compliance requirements (including but not limited to CMS, HIPAA, 
MITA) or technical issues, the applications may be updated off cycle. All 
changes will be monitored through the documented change control 
process and communicated to constituents in a timely manner. 

d. Detailec, P•o er,t Wo·k Pia 
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Nebraska T~lus Jmplro,entarion 

~ _o lfui< Mode ITi!>k Name -

4 
- 5-

10 :. 

11 

12 

H 
14 . -,-5 
16 -···· . 17 .. 
18 :. 
19 l. 
;ro 
21 

2l 
Z3 

" 
25 
26 
27 

2/J 

~ 

an. Sample Pro ject Plan 

9! Project Start 

11!1 Cont.ract/ S<ope 
-: Determine Project Scope 
~ Gather Functional Requrements 
~ Gather Technical Requirements 
~ Analysis/Hardware and Software Requirements 
11!1 Design Phase .. .. .. .. .. .. 
-.: .. ... .. 
""l .. .. .. 
-.: 

-.: .. 
-.: 
-.: 

... .. 

Creation of the Project Management Plan 
Work Breakdown Structure 
Communications Plan 
Change Management Plan 
Staft.ns Management Pla n 
Ri~k Management Plan 
Issue Management Plan 
Quality Management Plan 

Detailed Project Work Plan/Schedule 
Project Kickoff Meetign and Presentation 
Project Deliverable and Acceptance Process 

Design ilnd Configurarion OeliverabJc:s 
De.sign Milestone Complete 

Development Phase 
lmi:,lementation Plan Creation with Detailed "Go Live .. Plan 

Oes1gn and Implementation Dcllver.1ble Work Producu 

Updated Configuration and Design Documents 
User Manuals 

Completion of System and Artifact OC?livcrables including 
RTM 
Completion or Artifact and Milestones WalkthrouRh 

30 :. -.: 

Delivery of Production Ready system and so1ution 

Re11icw Functional SpecifiGittons 
31 :. -: 
32 ~ ~ 
33 :. ~ 

Nebraska Tcllus lm.,.cmentat1on 

Development (Build/Coding) Starts 
Oevek,p Technical Documentalton 
Develol!fOellver Code 

~q O [~ Mod, Ta,k Narce 
3,1 ~ -.: Sprint 1 (2 wi,eks) 
35 ~ 8'l Requirements/ Bncklog (Epics, Stories) 
36 ~ 911! OP~gn Solut ion-. 
37 ~ 11!1 Develop Code 
~ ~ ""l QA/Te>l/ DemoSolut,on 

39 l. ~ Deliver Code 
- ,-o- ~ 11!1 Sprint 2 (2weeks) 

, 1 ~ 11!1 Requirements/ Backlog (Epics, Stories) 
42 :. ~ Deslgn Solutions 

- .-3- l. ~ Develop Code 
,;;-~ ,.. QA/ Test/ Demo Solution 
"is ~ ~ Deliver Code 
~ '"II Qu aflty Assurance (QA) 
---:i"7 ~ Develop Unit Test Plans using Product Specificatlon.s 

-18 :. 
-4-9 :. 

10 ~ 
SI ~ 
52 

53 ~ -- .. 
54 .. 

55 ~ 
--5-6 ~ 

57 ~ 
si :. 
59 
-- . 
60 .. 
61 :. 
62 

63 ~ 

.. 
me .. .. .. ... .. .. .. 
-.: .. .. .. 

Develop UAT Plans using Product Spec1ficatloN 
Develop fntergratlon Test Plans using Prod, Specs 

Unit Testing 
Integration Testing 

Sy• t•m and U$er Acce ptance Testing (UAT) 
Identify Test Group 
Install/Deploy Software 
Conduct T•stlng 
Evaluilte Testing Results 
Address Modificat ions 
UAT Approval 

User Tralnlnc 
Develop Training Specifications 
Develop Training Materials 
Provide User Traininst 

Completion of all Required R2 Art ifacts 

Ovrabon 
158day,? 
1 day? 
1S days 
15 days 
15days 
15 days 
s davs 
7 days 
7 days 
l day 
1 day 
l day 
I day 
l day 
l day 
l day 
1 day 
1 day 
1 day 
1 day 
o days 
11S days? 
1 day, 

2 days? 

1 day? 
1 day? 
1 day? 

I day? 

l day? 

30 days 
30days 
30days 

85 da 
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°"""'"" 30 days 
30 days 
30 day< 
30days 
30days 
30days 
30 days 
30 days 
30 days 
30 days 
30 days 
30 days 
10 days 
10 days 

10 days 
IOdays 

10 days 
10 days 
10 days 
IOdays 
!Odays 
!Odays 
!Oday, 
todays 
10 days 
15 day, 
10 days 
10 days 
s davs 
I day ·~- . 64 .. 

.. .. .. .. Successful completion and acceptance of System Security 
Pla n 

I day 

65 ~ .. 
66 .. 

Review and Acceptance of all ilgreed upon pre~productlon 1 day 
activities and artifacts required for "Go Live" approval 

Development Milutone Complete Od.lys 

Pag• 2 

Stari 
Wed 10/2/ 19 
Wed 10/2/19 
Thu 10/3/19 , 
Thu 10/3/19 
Thu 10/3/19 
Thu 10/3/19 
Thu 10/24/19 
Thu 10/31/19 
Thu 10/31/19 
Thu 10/31/19 
Fri 11/1/19 
Mon 11/4/19 
Tue 11/5/19 
W•d 11/6/19 
Thu 11/7/19 
Fn 11/8/19 
Thu 10/31/19 
Thu 10/31/19 
Thu 10/31/19 
Thu 10/31/19 
Fri 11/8/19 
Mon 11/ 11/19 
Mon 11/11/19 

~ 
Fri 5/ 8/20 
Wed 10/2/19 
We d 10/23/19 
Wed 10/23/19 
Wed 10/23/19 
Wed 10/23/19 
Wed 10/30/19 
Fri 11/8/19 
Fri 11/8/19 
Thu 10/31/19 
Fri 11/1/19 
Mon 11/4/19 
Tue 11/5/19 
Wed 11/6/19 
Thu 11/7/19 
Fri 11/8/19 
Thu 10/31/19 
Thu 10/31/19 
Thu 10/31/19 
Thu 10/31/19 
Fri ll/8/19 
Fri 4/ 17/20 
Mon 11/11/19 

Mon 11/11/19 Tue 11/12/19 

,=- -
f~feNames 

Project Man:ager,Management 
Susines1 Analy~t 
Technical Analyst 
Systems Architect 
Design Team 

Project Manager 
Project Manager 
Project Manager 
Project Manager 
Project Manager 
Project Manager 
Project Milnilger 
Project Manager 
Project Manager 
Project Manager 
Business Analyst 

Management 

Mon ll/ll/19 Mon ll/11/19 Busine.s Analyst 
Tue 11/12/19 Tue 11/12/19 Business An,lyst 
Wed 11/13/19 Wed 11/13/19 Business An>lyst 

Thu ll/14/19 Thu 11/14/19 Business Analyst 

Fri ll/15/19 11/15/19 

Mon 11/11/19 Fn 12/20/19 
Mon 11/11/19 Fri 12/20/19 
Mon 11/11/19 Fri 12/20/19 
Mon 12/ 23/ 19 Fri 4/17/ 20 

_St,m l•t11sh_ 
Mon 12/23/19 Fri 1/31/20 
Mon 12/23/19 Fri 1/31/20 
Mnn 1J/B/1q Fri 1/~1/]0 
Mon 12/23/19 Fri 1/31/20 
Mon 12/23/19 Fri 1/31/20 
Mon 12/23/19 Fri 1/31/20 
Mon 2}3/20 Fri 3/13/ 20 
Mon 2/3/20 Fri 3/13/20 
Mon 2/3/20 Fri 3/13/20 
Mon 2/3/20 Fri 3/13/20 
Mon 2/3/20 Fri 3/13/20 
Mon 2/3/20 Fri 3/13/20 
Mon 3/16/20 Fri 3/27 /20 
Mon 3/16/20 Fri 3/27 /20 

Mon 3/16/20 
Mon 3/16/20 

Mon 3/16/20 
Mon 3/16/20 
Monl/16/20 
Mon 3/16/20 
Mon 3/16/20 
Mon 3/16/20 
Mon 3/16/20 
Mon 3/16/20 
Mon 3/16/20 
Mon 3/30/20 
Mon 3/30/20 
Mon 3/30/20 
Mon 4/13/20 
Mon 3/30/20 
Mon 3/30/20 

Fri 3/27/20 
Fri 3/27/20 

Fri 3/27/20 
Fri 3/27/20 
Fri 3/27/20 
Fri 3/27/20 
Fri 3/27/20 
Fri 3/27/20 
Fri 3/27/20 
Fri 3/27/20 
Fri 3/27/20 
Fri 4/17/20 
Fri 4/10/20 
Fri 4/10/20 
Fri 4/17/20 
Mon 3/30/20 
Mon 3/30/20 

l\gjle (SCRUM) Team 
Agile (SCRUM) Team 
Aijle (SCRUM) Team 
Aglle (SCRUM) Team 

Resource Naron 
Agile (SCRUM) Team 
Agile {SCRUM) Team 
AgilP (SCRUM) Toam 
Agile (SCRUM) Team 
Agile (SCRUM) Team 
Agile (SCRUM) Team 
Aeife (SCRUM) Team 
Agile (SCRUM) Team 
Agile (SCRUM) Team 
Agile (SCRUM) Team 
Agil e (SCRUM) Te>m 
l\gile (SC RUM) Team 

QA Manager 

QA Manger 
QAMat)£er 

QAMalll!er 
QAM>lll!er 

Management 
Management 
Management 
Man.:igement 
Management 
Management 

Training Team 
Training Team 
Tralninp; Team 
Management 
Management 

Mon 3/30/20 Mon 3/30/20 Management 

Mon 3/30/20 Mon 3/30/20 
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Nebraska Tellus Implementation 

jlQ _0 ~ Mode Jjask Name _ 
67 ~ Production Phase 
68 ~ Pilot/Pre~Productlon 
69 l, all! Identify Pilot Group 

70 :.. ~ Develop Software Delivery Mechanism 
- 7- 1- ~ -. Install/Deploy Software 

72 .\ -.: Obtain User Feedback 
_ 7_3_ .!i ~ Evaluate Testine: Informat ion 

74 -~ -: Pilot Complete 
7S · ~ Deployment/Implementat ion 
~ :. ta! Determine Final Deployment Strategy 
,.,-~ ~ Determine Deployment Methodology 
18 ~ ~ secure Deployment Resources 
~-~ -. Train Support Staff 
80 ~ De ploy Software (Go Live) 
81 
82 ~ 

83 ~ 
84 
s, 

86 

87 
Ba 

89 

90 
91 
92 
93 l. 
94 ~ 

-. .. .. 
-. 
-. .. .. 
-. 
-. .. 
-. 
-. .. .. 

e. 

Post Implementation Review 
Document lessons Leamcd 
Pos t Implementat ion Review Complete 

Tram.it Ion to Support Staff 
Successfu l completion and acceptance from CMS of all 
required R2 artiracts 

Production Complete Milestone 
R3 Phase 

Completion of all agreed post-production functionalfty 

Completlon and acceptance from CMS of .1 11 required R3 
fu nctionality and artifact, 
R3 Milestone Completion 

Project Closing 
PMO Admln 

Dis-miss Team Members 
Project End 

Deliverc:1bles and due dates 

Ou1abQn 

12 days 
s days 
s days 

S days 
5 day, 
5 day, 
5 days 
S days 
7 days 
5 days 
S da ys 
s days 
S days 
5 days 
S days 
s da ys 
s days 
I day 
I day 

O days 
157 days 
s days 

2 days 

o days 
2 days 
2days 
1 day 
2 days 

Page 3 

Start 
Mon 4/13/20 
Mon4/13/ 20 
Mon 4/1V70 
Mon4/13/20 
Mon 4/13/20 
Mon 4/13/20 
Mon 4/13/20 
Mon 4/13/20 
Mon4/20/20 
Mon 4/20/20 
Mon 4/20/20 
Mon 4/20/20 
Mon 4/20/20 
Mon 4/20/20 
Mon 4/ 20/20 
Mon 4/20/20 
Mon 4/20/20 
Mon 4/27/20 
Tue 4/28/20 

~ 
Tue4/28/20 
Fri 4/17/20 
Fri 4/17/20 
Fri 4/17/20 
Fri 4/17/20 
Fri 4/17/20 
Fri 4/17/20 
Fri 4/1 7/20 
Tue 4/28/20 
Fn 4/24/ 20 
Fri 4/24/20 
Fri 4/24/20 
Fri 4/24/20 
Fri 4/24/20 
Fri 4/24/20 
Fri 4/ 24/ 20 
Fri 4/24/20 
Mon4/27/ 20 
Tue 4/28/ZO 

Tue 4/28/20 Tue 4/22,/20 
Wed 10/2/19 Thu S/7 /20 
Wed 4/29/ 20 Tue 5/5/20 

Thu 5/ 7/20 

Wed 10/2/19 
Thu 5/7/20 
Thu 5/7/20 

~esource Nll~, 

OPployn-w,nr TP;i m 

Deployment T•am 
Deployment Team 
Deployment Team 
Deployment Team 
Deployment Team 

Deployment Team 
Deployment Team 
Deployment Team 
Deployment Team 

Pro ject Miln.1ger 
Project Manager 
Management 
Management 

Wed 5/ 6/20 

Wed 10/2/19 
Wed 5/6/20 
Wed 5/6/20 
Wed 5/6/20 
Wed 5/6/20 

We d 5/6/20 Project Manager 
Thu 5/7/20 Project ManaRer 

The anticipated deliverables coinciding with project milestones needed 
to comply with the EVV System solicitation will include the deliverables 
listed below. Additional milestones may be required after the initial 
phase analysis of work with intermediate deliverables that are needed in 
the project plan to abide by the project dates. 

PROJECT MILESTONE DELIVERABLES 
Design Milestone 

Development Milestone 

~ TELLUS 

Project Management Plan 
Detailed Project Work Plan 
Project Kickoff Meeting & Presentation 
Project Deliverable & Acceptance Process 
Design & Configuration Deliverables 

Implementation Plan 
Design & Implementation Work Products 
System and Artifact Deliverables 
Artifact & Milestone Walkthroughs 
Production Ready System & Solutions 
System & UAT Testing 
User Training 
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Production Milestone 

R3 Milestone 

Operational Activities 

R2 Artifacts 
System Security Plan 
Pre-production Activities & Artifacts 
Go-Live Activities 
Production EVV Solution 
Customer Support Functional 
Transition to Account Management 
C~S Approval of R2 Artifacts 
Post-Production Functionality 
CMS Acceptance of R3 Artifacts 
EVV Visit Verification Services 
Management Oversight Functions 
Reporting & Dashboards 
Customer Support 
Adhere to Service Level Agreements 
Status Reporting 
Training Development & Delivery 
Documentation & Maintenance of 
Enhancements 
Security, Privacy & Audit Activities 

The project management plan, as well as the procedures 
documentation, will outline an effective change control method for the 
review, revision, and approval of planning documents, testing processes, 
and other project deliverables. We recommend a change control board 
(CCB) be created to provide feedback on identified changes, to review 
and approve modifications. The CCB should be formed early in the 
project and shall include Agency and Vendor stakeholders. 

Contractor roles and responsibilities of proposed contractors will be 
defined in a role responsibility assignment matrix which will be included 

. in the project management plan, as a component of human resource 
management. 

We will require the assistance of the State as it relates to the approval of 
the implementation plan. This would include timely and detailed 
feedback on the draft implementation plan. 

Additional assistance required from the Agency may be requested 
during the regular established meetings and/or communication methods 
to ensure timely response and/or approval of the stated assistance 
request. Our experience is that timely assistance is very beneficial 
during the initiating and planning phases of the project. 

A communication plan shall be created to identify the best 
communication methods between the Vendor and the State and its 
identified stakeholders. The plan shall include proper expectations 
regarding the receipt and acknowledgement of information and requests 
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and necessary·dates, so as to engage both parties and outline the 
proper expectations. A mix of mediums shall be used, such as 
information repository, emails, and phone calls. Meetings to gather 
information, contractor statuses, issues, risks, and project statuses will 
be scheduled appropriately throughout the different phases of the project 
to ensure that communication is flowing between all project 
stakeholders. Meetings will have the overall goals of identifying risks, 
providing issue resolution alternatives, and capture project work effort 
and provide forecasting effort needed to stay on plan . 
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VI Attachment A I Requirements Traceability Matrix 

Attachment A 
Electronic Visit Verification 

Requirements Traceability Matrix (RTM) 

The Requirements Traceability Matrix (RTM) is used to document and track the project's solution requirements from the proposal through to 
testing to verify that each requirement has been completely fulfilled. The Contractor will be responsible for maintaining the set of Baseline Solution 
Requirements directly related to the configuration of the EVV System. Additions, modifications, and deletions to these requirements will be added 
and modified throughout the project so it is imperative that a current version of the matrix be maintained at all times. 

Bidders to provide an initial RTM as part of its proposal. The Bidder should follow the instructions below. The Bidder must respond to requirements 
exactly as they are provided in this RFP. The Bidder should indicate how it will achieve full compliance (i .e., requirement fulfilled 100% ). 

Bidders are required to provide a response, using the appropriate codes provided in the tables below, for each requirement listed in the Functional 
Requirements Response Matrix below. 

Ability Condition Description 
Code 

s Standard Function The Solution fully satisfies the requirement as stated . Describe how the requirement is satisfied by the Solution. 
w Workflow or System Current functionality of the Solution exists in the Solution and can be modified by a system administrator to meet this 

Configuration Required requirement. Describe how the requirement will be satisfied . 
M Modification Required The Solution requires a modification to existing functionality to meet this requirement which requires a source code 

modification. The Solution will be modified to satisfy the requirements as stated or in a different format. Describe the 
modifications. Include an estimate of its impact or severity if not compliant, and the steps necessary to close the gap 
and achieve full compliance with the requirements. For system and/or product features that will support the requirement 
and close the gap, provide an estimated date when the capability will be available as part of the Bidder's baseline 
capability. 

F Planned for Future This functionality is planned for a future release. Describe how the requirement will be satisfied by the Solution and when 
Release the release will be available. 

C Custom Design and The Solution requires new functionality to meet this requirement which requires a source code addition. Describe the 
Development feature and its value. If the custom design and development requires 1000 or more hours, provide an assessment of the 

requirement gap, including an estimate of its impact or severity if not compliant, and the steps necessary to close the 
gap and achieve full compliance. For system and/or product features that will support the requirement and close the 
qap, provide an estimated date when the capability will be available as part of the Bidder's baseline capabilitv. 

N Cannot Meet The Solution will not satisfy the requirement. Provide an assessment of the requirement gap, including an estimate of its 
Requirement impact or severity if not compliant, and the steps necessary to close the gap and achieve full compliance. For system 

and/or product features that will support the requirement and close the gap, provide an estimated date when the 
capability will be available as part of the Bidder's baseline capability. 

0 Other Software If the requirement is to be satisfied through the use of a separate software package(s), identify those package(s) and 
describe how the functionality is inteqrated into the base system 
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Bidder's Response: 

G.1 General Solution Requirements: 

Describe how the bidder's solution will provide a Solution - including the business, information, and capabilities and functionality necessary for a full state implementation . This will 
also include training and support, documentation and implementation , operation , and maintenance activities. Solution should take advantage of open standards to support 
interoperability, real-time bi-directional exchange of data where feasible, efficient maintenance and upgrades, and interface with the heterogeneous technology environment of 
home care provider organizations. Solution to be flexible to meet the needs of multiple programs and services, which may change over time due to state or federal regulatory or 
policy changes, or the additional of additional programs. 

Req.# ID 

GS.1 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must be configurable to meet 
multiple programs and services, and 
flexible for subsequent addition of 
services and/or programs which may 
have different policies, procedures, 
business rules and benefit packages. 
Must be done in a manner that 
distinguishes services, eligibility groups 
and responsible payors as programs, 
waivers and services are subject to 
change throughout the contract. 

Instructions to Bidder 

Describe how the solution is configurable 
to serve multiple programs or services 
which have different policies, procedures, 
business rules and benefit packages (i.e. , 
State Plan, specific HCBS waivers , etc. ). 
Describe how this will be done in a 
manner that distinguishes services, 
eligibility groups, and responsible payors 
(Medicaid fee-for-service, Medicaid 
Managed Care organization , or other 
DHHS-contracted entity). 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
w 

Gap Description and Recommendation 
for Closure 

Tellus eVV is a Commercial-Off-The-Shelf (COTS) Software-as-a-Service (SaaS)-application that is configurable to meet your specific requirements thanks to our powerful 
business rules engine. Our methodology favors configuration over customization to accelerate implementation time, streamline testing and simplify change management. 
Configuration settings, variable parameters and business rules that are separate from our code base provide the ability to deploy a highly flexible and adaptable solution for any 
environment very quickly. In addition , rules can be changed during the contract term if and when waiver programs and or services are modified. 

Business rules are generally defined by payer. However, they can be created at any level , using the following hierarchy: 
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t 

This classification system enables the State of Nebraska to configure the EVV application at the program level. Program rules , services, policies and procedures and 
reimbursement rates can all be defined at the program/provider level. Business rules can also be written based on these categories as well as at the field level. Because our 
business rules engine is a module independent of the software code base, rules can be changed during the term of the contract without the use of development resources, 
providing maximum flexibility. 

Service task lists can vary and be customized based on program needs and rules. A configurable option is to allow caregivers to enter notes and/or alerts using their mobile 
device to effectively and efficiently communicate recipient status to provider administrators and/or case managers. Another option is making some service codes open to 
rendering care to multiple members at the same time while others do not allow that option. 

In summary, Tellus eVV is highly flexible and adaptable to the different business rules, policies and processes for each of the State's programs. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
2 GS.2 Solution must support a phased Describe how the solution can support a N/A s 

approach to deploying the solution for phased approach to deploying the 
specific programs, services or solution for specific programs, services or 
provider-delivered EVV data. provider-delivered EVV data. 

Bidder's Response: 

Tellus can support a phased approach to deploying the solution in any manner the State selects. Tellus eVV is comprised of five major modules (EVV Administrator and Payer 
Consoles, EW Mobile App, EW Claims Console, Business Intelligence Rules Engine and the Data Aggregation Engine). The modules operate together as a fully integrated 
enterprise EVV solution, individually incorporating components from other software vendors or on a stand-alone basis as required: 
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The SaaS-based modules outlined above are the backbone of Tellus ·eVV. However, our service-oriented architecture provides the ability for each jurisdiction to uniquely 
configure the components as required taking into consideration all Medicaid enterprise components. Tellus eVV modules can be jmplemented coupled or uncoupled, meaning 
they can each operate independently as well as integrated with applications built by other vendors. 

In addition to the ability to select the solution modules to incorporate, we also recommend a Soft Launch, which is an excellent way to mitigate risk in the rollout process. In a Soft 
Launch , constituents work together to ensure the system is designed to perform as required end to end. A cross-section of selected users including payers, providers, 
administrators, participants, and caregivers are trained and go live in production prior to the full rollout. The EW solution is used at the point-of-care, and data is processed 
through the system. Caregivers who participate in this test process will continue to record visits as they normally do, so that those results can be compared to the automated 
results. The phased approach can also focus on specific service codes with others implemented at a later date. 

Once transactions begin to flow through the system, data is checked for accuracy and expected results. This process involves all participants, ensuring that the EVV system is 
receiving and accepting the visit data; and that all external interfaces are functioning according to specification. Anticipated versus actual results are documented and provided to 
the State of Nebraska to certify the system is ready for rollout. 

Another benefit of the Soft Launch is that adjustments can be made in the training programs if something seems difficult or unintuitive. Adjustments to the portal and the reporting 
system can also be made once the results are analyzed . Reporting "dashboards" can also be enhanced during this phase to monitor any specific issues that were encountered . 
The live data flowing through the various integration programs is also a good test of the bi-directional data exchange processes. 

Once the Soft Launch has satisfied all parties that the system is operating as designed and expected , the project teams decide on the next steps, usually including a scheduled 
rollout to other users. This process allows the training of an extended , but still limited, group of users and providers. This type of controlled process is designed to minimize risk 
versus a system-wide launch: fewer users are affected should there be an issue, and changes or modifications can be done quickly with less impact. Again , results are analyzed 
and changes to the operation and training are incorporated. Rollout scheduling is also specifically designed to take into consideration lessons learned during the Soft Launch 
stage as well any adaptations based on calendars and availability of stakeholders. 

Once all feedback has been received and acted on, the system is ready for launch. With the lessons learned by all parties, the remaining users should experience a smooth and 
positive start to their EVV program. 

During all phases of the implementation , all necessary artifacts required for mandatory go-live readiness are collected a'nd stored . 

A detailed project plan based on the implementation approach will be created and mutually agreed upon by the State of Nebraska and Tellus. A communication plan will also be 
created to identify the best communication methods between Tellus and the State of Nebraska and any other identified stakeholders. The plan will include expectations regarding 
the receipt and acknowledgement of information and requests and necessary dates, to engage both parties and outline the proper expectations. A mix of mediums will be used, 
such as an information repository, emails, and phone calls. Meetings to gather information, contractor statuses, issues, risks, and project statuses will be scheduled appropriately 
throughout the different phases of the project to ensure that communication is flowing between all project stakeholders. Meetings will have the overall goals of identifying risks, 
providing issue resolution alternatives, capturing project work effort and forecasting effort needed to stay on plan. 

Tellus is prepared to work with the State of Nebraska to implement EVV in the way that best meets the needs of the State and its constituents. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
3 GS.3 Solution should allow Nebraska to take Describe how the solution allows N/A s 

full advantage of national best practices Nebraska to take full advantage of 
and technological advances in: national best practices and 

a) EVV systems; technological advances in EVV 
b) Uses of EVV data ; systems, uses of EVV data, 
c) Functionality; functionality, mobile technology and 
d) Mobile technoloqv; interooerabilitv. Provide a functional and 
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Bidder's Response: 

• technical road map of the solution if 
available. 

6113 Z1 Solution Requirements - Attach· - RTM 

While Tellus eVV is built to operate in open, closed and hybrid models, Tellus advocates for the open model because choice fosters competition, which, in turn, leads to 
innovation. Current industry best practices dictate that software functionality be modularized and easy-to-integrate with applications built by other vendors. This offers payers and 
providers the ability to choose the best combination of tools to support their programs and goals. The critical component ensuring an open model results in a comprehensive 
solution at the payer level is aggregation of data from disparate sources. If data from all vendor solutions is collected and normalized in a single database, the payer achieves the 
benefit of allowing provider choice without compromising meaningful analytics and reporting. Comprehensive data analysis and reporting provides payers with the information 
they need to: 

• Measure patient outcomes. 
• Improve operational efficiencies. 
• Benchmark providers. 
• Benchmark caregivers. 
• Reduce fraud, waste and abuse. 

The open EVV model provides the best of both worlds: provider choice combined with real-time, transparent data to ensure improved patient outcomes and payer program 
integrity. 

Tellus eVV is a fully integrated system including scheduling, authorization monitoring, visit verification and billing/claims. The open/hybrid EVV model allows us to use standard 
open Application Program Interfaces (APls) that promotes interoperability across the Medicaid ecosystem integrating with care management applications, third-party EVV vendors 
and MMIS. If APls are not available for a specific application, Tellus supports data extracts/exports that can be manipulated and uploaded to other applications. 

Tellus eVV is comprised of five major proprietary components or modules. The modules operate together as a fully integrated enterprise EVV solution, individually incorporating 
components from other software vendors or on a stand-alone basis as required. The primary modules are: 

EVV Mobile 

EVV Claims 
Console 
Business 
Intelligence Rules 
En ine 
Data Aggregation 

Web-based consoles for payers and provider agencies that display real-time, dashboard-style overviews of important metrics as well as the 
navigational menu for all other web-based user accessible components of the application including administrative settings and functions, scheduling, 
claims rocessin , re orts. 
Android and iOS native applications downloaded to user devices via commercial app stores. Used by caregivers to remotely access schedules and 
electronicall confirm rendered services real-time. 
Web-based provider level pre-adjudication review of rendered services compared to payer authorized services. All transactions are queued for review 
and must be in a "matched" status before releasin to a er for ad·udication . 
Business rules are defined by the payer during the requirements gathering phase of the engagement and set up in the EVV rules engine module. Rules 
are separate from the code base so they're configurable and changeable without development resources. Rules can be written around any field for a 
sin le or combination of user rules makin the rules en ine robust and flexible . 
Data is imported from third parties including payers, providers and third-party EVV vendors to assemble a complete data set for comprehensive data 
ex ort, anal tics and re ortin ur oses. Im orts can be scheduled at an desired fre uenc u to real time. 

Tellus is the founding member of the National Electronic Visit Verification Association (NEVVA), a non-profit organization created to establish standards and best practices for 
EVV. We are committed to exercising a leadership role in the EVV community and will continue to work closely with the association, payers, providers and vendors to support the 
development and implementation of industry best practices. 

As EVV evolves new best practices will be identified and implemented into our solution set. Federally mandated changes will be implemented for all payers using Tellus EVV. 
Other best practices will be deployed using business rules and configuration settings providing our clients with the option to implement specific features, functions and rules when 
they are made available and anytime thereafter. 
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Tellus eVV is a modern, robust EVV technology solution supporting all the features, functions and capabilities the State of Nebraska is seeking . 

Req .# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
4 GS.4 The solution should accommodate Describe how solution provides customer S&C.BRC.5 s 

customer preferences for preferences for communications for all 
communications by email, text, mobile communication forms listed in the 
devices, or phones. requirement. 

Bidder's Response: 

When multiple contact methods exist in the user profile, Tellus eVV allows customers to select the communication method that works best for them. The application requires, at 
minimum, a unique email address or phone number for a user account to be set up. The default setting is email communication unless the user's profile only includes phone 
number, in which case the default setting is text. Once the accoun.t is set up, users can adjust their communication preferences in their profile settings within the application. 

Tellus' ability to deliver communications initially via email, text, mobile device, or phones is predicated on the data provided by the State of Nebraska, MCOs or third-party 
vendors. Our experience has been that data provided initially can be inaccurate, incomplete, duplicated or outdated, requiring outreach to obtain and correct missing or incorrect 
contact information. 

For security purposes as well as required notification of certain activities and events, our system requires each user to have at least one unique contact method. If two or more 
users have the same phone number, for example the provider agency's phone number, they must have a unique email address, and that method of communication becomes the 
default and cannot be updated unless a unique phone number is also added to the account. This practice ensures the security of PHI data. 

Req .# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
5 GS.5 The solution should automate business Describe how solution uses a mix of TA.BPM.4 s 

processes and implement a series of manual and automated business 
automation processes to load data on a processes. Provide functional and 
regular basis from different data sources. technical road map of the solution if 

available. 
Bidder's Response: 

Data transfers and aggregation are a core competency of Tellus. In fact, we have dedicated integration teams specifically assigned to data sharing and integration . We use 
industry-leading, cross-platform, bi-directional, health care integration engines for data interchange. 

The purpose of data sharing is to consolidate data from various sources into one system of record in the most efficient manner possible to save time and minimize redundant 
processes. Sharing data with other systems means data is transmitted or exported from one software application and shared by import into another application . As it relates to 
EVV, we import data from multiple systems to store data in a common database. Some of this information is foundational to set up the system; for example, the MMIS will send 
provider, recipient and prior authorization data to import into the EVV database. MCOs will also send provider, recipient and prior authorization data to import into the EVV 
database. The data is normalized as part of the import process. Visit data collected from our solution as well as other EVV systems is imported into the data aggregation database 
and transmitted in real-time transactional or in batch mode. 
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Tellus provides standard integration documentation to trading partners and also has the ability to customize mapping from trading partners who are unable to meet our standard 
protocols. As an example our standard rendered service integration specifications can be found at this link: 
https ://tellusolutions. atlassia n. neUwi ki/spaces/EVV /pages/ 182124545/Rendered+ Services+ Fi le+ Specifications 

When foundational information is loaded, providers will have the information they need to schedule visits for participants. 

The Tellus eVV platform is built on a service-oriented architecture (SOA) and is open database connectivity (ODBC) compliant making the application extremely flexible and agile 
while allowing for bi-directional exchange of information with virtually any other open architecture application, including Financial Management Systems, Agency Management 
Systems, third-party EVV and other software systems. 

The Data Aggregator is a powerful tool enabling seamless collection and normalization of data from various sources into a common database. Regardless of origination, the data 
is put into a common format, so it is consistent with the database layout and , ultimately, exposed to the consoles and other applications. 

Business Rules formulated by program and payer administrators are run against transaction data to determine the validity of delivered services. Transactions in the form of visits, 
regardless of the original source, that violate the rules associated with a specific program or payer can be remediated by the provider in the Claims Console, and the transactions 
will be reevaluated . Those visits with violations are flagged and show up in the exception reports and the Claims Console's dashboard. 

Approved transactions are promoted to the Claims Processing tool for pre-adjudication . Pre-adjudication applies a set of data scrubbing algorithms to properly format information 
based on claims adjudication standards provided by payers, improving the percentage of successfully processed paid claims. Any denied claims can be reviewed, adjusted and 
resubmitted or voided by administrators at the provider agency. 

Bi-directional interfaces can be built using the following interchange protocols: 

• TCP/MLLP 
• Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, ODBC) 
• File (local file system and network shares) 
• PDF and RTF documents 
• JMS 
• FTP/SFTP 
• HTTP/Web Services 
• SMTP 
• SOAP (over HTTPS) 
• DICOM 
• JavaScript 
• The open architecture also allows for the easy addition of custom and legacy interfaces. 

Typical messaging standards supported by the Tellus data interchange solution include: 

. • ANSI X.12 Electronic Data Interchange (EDI) including 837,835 and 278 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
• JavaScript Batch 
• Additional Data Types are support via API Libraries 
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The flexible open architecture also allows custom and legacy interfaces to be easily added to support data sharing with systems that are not able to share information in one of 
the protocols not native to the platform. When APls don't exist, imports and exports are available in standard file formats, 

Our standard data sharing tool allows data to be shared employing many standards and protocols including near real-time data sharing for both individual and batch transactions. 
Our business intelligence rules engine applies rules to visits and claims data for tracking service utilization and comparing it to prior authorization data. This data is available to 
those who have permission to view it in the web-based consoles. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
6 GS.6 The solution should accept the national _Describe how the solution accepts the IA.DS.14 s 

provider identifier in all standard electronic national provider identifier in all standard 
transactions mandated under HIPAA. electronic transactions mandated under 

HIPAA. 
Bidder's Response: 

Tellus accepts National Provider Identifiers (NPI) as optional fields in our standard data dictionary for both providers and caregivers and prefers those unique identifiers be 
included as part of the data capture and retention requirements for projects. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
7 GS.7 The solution should provide member and Describe how solution provides member TA.CS.14 w 

provider access to services via browser, and provider access to services via 
voice response solution, or mobile browser, voice response, or mobile 
device, and manual submissions. device, and manual submissions. 

Bidder's Response: 

Tellus eVV allows access to services via a variety of methods. Methods to access services include: 

• A GPS-enabled mobile app that caregivers can download from a commercial app store on their own personal device or a device provided by the DHHS. Provider access 
to the mobile application is standard. Members do not have access to the mobile application in our standard configuration; however, this access can be configured as 
required . 

• Manual entry through the web console by authorized users; manual entries are identified as such in the audit log. Provider access to the browser-based console and 
member access for those who select the Consumer Directed service delivery option are standard features. Browser access for members selecting the traditional service 
delivery model can be accommodated with configuration settings. 

• Telephonic Integrated Voice Response (IVR) verification using the Member's landline. Toll-free numbers are provided for caregivers to Clock-In/Clock-Out. If a caregiver 
calls in from a telephone number that is different than the Member's landline, the mismatch is recorded and reported. Provider and member access to IVR functionality 
are configurable options. 

• Fixed Object Devices (FOB) or Small Alternative Devices (SAD) for participants who live in rural areas and who do not have access to reliable cellular, Wi-Fi , landline or 
GPS services. This option can be permitted and configured at the payer, provider and member level. 

Q TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 8 



• • ~113 Z1 Solution Requirements - Attach· - RTM 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
8 GS.8 The solution should fully comply with Describe how the solution fully complies TA.CS.18 s 

section 508 accessibility. with Section 508 accessibility 
www.section508.aov requirements. 

Bidder's Response: 

The Tellus eW solution is fully compliant with Section 508 of the Rehabilitation Act, Americans with Disabilities Act (ADA). In addition, the solution is supported by a thorough and 
accessible training program designed to meet the needs of the individual user including those with disabilities. Accommodations for disabled individuals adhere to all State and 
Federal laws, rules, regulations and guidelines. Training sessions and related materials will be made available in both English and Spanish. Our customer service department also 
offers assistance to those with hearing or speech disabilities and gives callers the option to speak to a representative in English or Spanish . 
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Req.# ID 

9 EVV.1 

Contractor/ Solution/Requirement 

Solution must use a primary method that 
will be used to collect visit verification data 
as well as alternatives depending on the 
participant, location and caregiver. Each 
method must ensure accurate data 
collection of visit verification data 
elements. 

Bidder's Response: 

Instructions to Bidder 

Describe the primary method that 
will be used to collect visit 
verification data. Explain how the 
solution will ensure accurate data 
collection of visit verification data 
elements. Be specific about the 
technology and how the solution 
will meet the requirements for 
data collection. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS 
Checklist 

ID 
NIA 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Our proposed solution allows for the use of multiple methods to collect visit data at the point-of-care. This blended approach provides the highest degree of flexibility for the 
caregivers and accessibility for the recipients. 

Current collection methods include: 

• GPS-enabled mobile devices that verify the location of the provider at the time and location of clocking in and clocking out are the preferred and primary method for visit 
verification. Tellus native mobile apps are able to capture this information even if devices are offline. 

• Interactive Voice Response technology when a landline is available for rural areas where Wi-Fi or cellular connectivity is limited or non-existent and GPS location 
identification is unreliable. 

• In-home Fixed Objects (FOBs) or Small Alternative Devices (SAD) in those rare cases where neither mobile access or a landline are available. This method is typically 
supported with administrative assistance 

The primary method for collecting visit information will be mobile GPS-enabled smart devices that are either personal , 'bring your own device (BYOD)' , or company-owned device 
models. Our mobile apps are written in native Android and iOS and can be downloaded from commercial app stores. GPS coordinates are captured using satellite trilateration 
technology even if the mobile device is offline, meaning the caregiver is not connected to Wi-Fi or cellular service. 

As long as the caregiver opens the EVV app on their mobile device while they have access to Wi-Fi or cellular service, their schedule will sync to the mobile device. All service 
data can be captured and cached whether or not the caregiver has network connectivity. All data is encrypted at rest and in transit. When the caregiver regains Wi-Fi or cellular 
service, all activity captured while the mobile device was in offline mode is automatically synced to the EVV database. 

This feature provides the ability to capture electronically verified visit information even for recipients who live in areas with limited wireless network connectivity. GPS trilateration 
is used to capture coordinates even when Wi-Fi and cellular service is unavailable. 

The Tellus eVV platform is extendable and customizable using configuration settings, parameters and a business rules engine. It is designed to evolve as the regulatory 
environment and/or business requirements change, and it is intuitive and easy to use for all system users to manage, monitor and administer care. 

Req.# ID Contractor / Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Abil ity Closure 

ID Code 

10 EVV.2 Solution should provide capability for Describe the alternate method PE.Pl1.27 s 
providers to submit the necessary that will be used to collect visit 
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verification information via alternate 
methods, should the primary mode of 
submission be out of service. (For 
example, if a handheld device is not 
working properly, the provider is able to 
phone in the visit information or submit it 
via a website portal.) 

Bidder's Response: 

verification should the primary 
mode of submission be out of 
service or not viable in that 
location. Be specific about the 
technology and how the 
technology will meet the 
requirements to ensure accurate 
data collection . 

The Tellus eVV solution includes alternative methods for capturing visit data if the primary method is unavailable. Alternative methods include: 

• Telephonic Integrated Voice Response (IVR) verification using the participant's landline. Toll-free numbers are provided for caregivers to Clock-In/Clock-Out. If a 
caregiver calls in from a telephone number that is different than the participant's landline, the mismatch is recorded and reported. IVR is probably the most familiar 
method of EW and may be more comfortable for caregivers who do not have compliant mobile devices or who are uncomfortable with technology. 

• Fixed Object Devices (FOBs) or (Small Alternative Devices) for participants who live in rural areas and who do not have access to reliable cellular, Wi-Fi , landline or GPS 
services. 

• Manual entry through the web console by authorized users; manual entries are identified as such in the audit log. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
11 EVV.3 The solution should have the capability to Describe how the solution can PE.Pl1 .26 w 

require providers to attest to the presence require providers to attest to the 
of hard copy documentation for any presence of hard copy 
manual visit verification. documentation for any manual 

visit verification or manual 
updates. 

Bidder's Response: 

Tellus eVV is configurable to allow an alert to be created to require the provider to attest to the presence of hard copy documentation for any manual visit verification. This can be 
captured and stamped in the audit log . 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
12 EVV.4 The solution should verify visit components Describe how the solution has the PE.Pl1.25 w 

within program requirements when the ability to verify components within 
caregiver initiates the visit verification. the program requirements when 
Each visit initiated through the EVV the caregiver initiates the visit 
module will be captured, whether or not the verification, whether it is verified 
visit is verified. or not. 
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Bidder's Response: 

When the caregiver arrives at the location where the participant is scheduled to receive services, the caregiver starts the visit. At the start of the visit, the date, time and location 
are electronically captured. After services are rendered the caregiver ends the visit, and the date, time and location are electronically captured . The participant, or their guardian , 
will then sign the screen on the mobile device capturing the visit information to confirm receipt of services. 
Caregivers can also be provided the option to start unscheduled visits. Once a caregiver has been associated with a participant by an administrator, they can capture rendered 
service time and location even in the absence of a schedule. 

When a visit is started , the status of the visit is displayed on both the mobile application and through the web browser as "in progress." At the end of the visit, additional data 
points are collected, and the visit status is changed to "completed". At that time, payer-defined business rules compare the scheduled visit details to rendered visit details and 
authorized visit details. 

Business rules determine a visit's compliance with program requirements. The business rules are defined during the requirements gathering phase of the engagement. The Tellus 
eVV solution allows visits to be scheduled and completed even if a prior authorization is not in the system. The default settings err on the side of supporting quality care delivery. 
As a result, rather than preventing activity from occurring, rules are built to warn administrators and caregivers if they are violating a rule or program requirement based on the 
parameters for the payer. All visit activity is captured. Payer rules determine if a claim is eligible for submission based on data automatically captured at the time the services are 
performed or if additional explanations or documentation is required prior to the submission of the claim to the payer for adjudication . 

Once all criteria is met, the claim is released and submitted to the payer in a standard EDI transmission. 

Req.# 

13 

ID Contractor I Solution/Requirement 

EVV.5 Solution must allow multiple caregivers 
and/or agencies to provide services to a 
clienUparticipant on the same day, either at 
the same time or at different times of that 
day. 

Bidder's Response: 

Instructions to Bidder 

Describe how the solution will allow 
multiple caregivers and/or agencies 
to provide services to a 
clienUparticipant on the same day, 
either at the same time or at 
different times of that day. Describe 
how any concurrent services will be 
evaluated for billina ourooses. 

CMS 
Checklist 

ID 
N/A s 

Gap Description and Recommendation for 
Closure 

Our EVV solution currently accommodates the ability for multiple caregivers and/or agencies to deliver services on the same day at the same, or at different times, to the same 
participant. 

Matching rules determine which transactions are eligible to be submitted and which will be flagged for remediation. Matching rules automatically validate transactions where a 
participant is eligible, and the delivered services are the same as the scheduled services and within defined service authorization parameters. If a participanUprogram does not 
require scheduled services, matching rules automatically validate where a participant is eligible, and the delivered services are within defined service authorization parameters. 
For delivered service data to automatically validate when matched against a qualified service authorization, the following parameters must be consistent and valid : provider, 
service code, provider/service code combination, modifier. Matching rules can be defined at both the program and service code level. 

The diagram that follows illustrates how service delivery is verified. 
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EVV System: 
User 

Electronically 
Transmits Data 

.. .. Service Delivery 

• 
Unmatched transactions require remediation prior to processing. Users will be permitted to modify some fields but typically cannot change the actual service delivery date, actual 
service delivery clock-in time or actual service delivery clock-out time. 

Concurrent services cannot be captured using Tellus eVV if the application is used as designed. However, if a caregiver is logged into more than one visit at the same time, that 
information is captured in an overlapping visit report and can be implemented as a business rule to be flagged as an unmatched visit. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
14 EVV.6 Solution must allow a caregiver and/or Describe how the solution will allow N/A s 

agency to record visits to multiple a caregiver and/or agency to 
clients/participants on the same day. record visits to multiple 

clients/participants on the same 
day. 
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Bidder's Response: 

The Tellus eVV solution allows administrators to schedule, and caregivers to complete, visits for multiple participants on the same day. Schedules are typically set up through the 
browser by an agency administrator. The administrator selects the participant, the caregiver, the service that will be rendered, the location , time and duration of the visit. The 
schedule is immediately accessible to the caregiver via the mobile application. Each visit is started and ended by the caregiver. 

Multiple participants can also be scheduled to receive services in the same visit. For example, if a married couple are both eligible to receive services, the administrator can 
schedule both participants and their services for the same visit. The caregiver will see both participants and the services to be delivered on their schedule on the mobile app. The 
caregiver will then simply start and end services as they are delivered for each participant on the mobile app. 

Caregivers also have the ability to capture time and location for services that are rendered without being scheduled. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
15 EVV.7 Solution must allow for multiple service Describe how the solution allows N/A s 

delivery locations to be included within a for multiple service delivery 
single visit. locations to be included within a 

single visit. 
Bidder's Response: 

Multiple service delivery locations can be scheduled in a single visit with Tellus eVV. The participant address of record is captured in the system when transmitted by the payer in 
the participant feed . The provider agency can add addresses to the participant record in the Tellus eVV Administrator Console. Services can be scheduled at any address on the 
participant record including community-based settings and temporary addresses. If multiple locations are required for a single visit, the provider agency administrator will 
designate the service address for each part of the visit when creating the schedule. The caregiver will see the scheduled addresses on the mobile app. As long as the actual 
service delivery address matches the scheduled service delivery address and other required data points align with pre-adjudication rules, the visit will be a matched claim ready 
for submission . 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

16 EVV.8 Solution must allow a caregiver and/or Describe how the solution will N/A s 
agency to provide services to a group of allow a caregiver and/or agency 
members in a single visit. to provide services to a group of 

members in a sinqle visit. 
Bidder's Response: 

Our EVV solution supports caregivers and/or agencies providing services to a group of participants during a single visit, consistent with State guidelines. Tellus eVV captures the 
rendered service information. Like other types of visits , pre-adjudication rules run against that data based on information provided at the payer and program level to determine 
whether or not the collected data meets claims submission criteria. If it does, it will be a matched claim , and the provider agency can submit the visit for claims adjudication. If it 
does not, the provider must remediate the visit and provide, at minimum, a reason code for the manual modification before submitting the visit for claims adjudication . All changes 
to visit data and explanations are retained in an audit log and can be reviewed and reported . 

One example of the way group services are currently managed is: 
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If a caregiver is required to render services to a group, all the participants will be scheduled on the same record with a group modifier associated with the service code. If the 
number of participants changes and all of the participants who were scheduled for the session are not present, the rendered service record will be changed by the administrator in 
the worklist to exclude the absent participant prior to submitting the claim. 

This logic can be modified as required to fit the specific group service scenario for the DHHS' participants and caregivers and implemented at the program level as a business 
rule . 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

17 EVV.9 Solution must allow a visit to span calendar Describe how the solution will N/A s 
days. allow a visit to span calendar 

days. 
Bidder's Response: 

Overnight visits are supported by Tellus eVV, and the caregiver is not required to clock-in or clock-out more than one time each . Tellus eVV captures the rendered service data. 
Like other types of visits, pre-adjudication rules run against the data based on information provided at the payer and program level to determine whether or not the collected data 
meets claims submission criteria . If it does, it will be a matched claim, and the provider agency can submit the visit for claims adjudication. If it does not, the provider must 
remediate the visit and provide, at minimum, a reason code for the manual modification before submitting the visit for claims adjudication . All changes to visit data and 
explanations are retained in an audit log and can be reviewed and reported. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
18 EVV.10 Solution must accommodate self-directed Describe how the solution will N/A s 

and non-self-directed options. accommodate self-directed and 
non-self-directed options. 

Bidder's Response: 

Our current solution accommodates both self-directed and non-self-directed options. 

The traditional agency service model is the most prevalent way Tellus eVV is implemented in standard practice, which is the scenario the solution was originally designed to 
accommodate. However, as the self-directed market has been made aware of the EVV mandate, it has become a vocal opposition primarily due to privacy concerns. 

We are working with multiple Fiscal Employer Agents to extend and enhance our EW application to better support the specific needs of self-directed programs and their 
constituents. That means in addition to being able to capture visit details for participants relying on the self-directed service model, our EW will support value-added features and 
functions such as: 

• An employer portal 
• Responsible party and delegated party support 
• An employee/caregiver portal 
• Relationship management between employer/employee 

• Timesheet manaqement workflow 
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• Employee/caregiver unscheduled visit support 
• A fiscal employer agent portal 

We recognize the needs of self~directed consumers are different than participants who receive care in traditional models and are dedicated to supporting an EVV model that 
supports those needs. We will work with you and your fiscal employer agents to define and build interfaces to share all required EVV data . 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
19 EVV.11 Solution must assign a single, unique Describe how the solution will N/A s 

identifier to each EVV visit regardless of assign a single, unique identifier 
the number of activities/tasks associated to each EVV visit regardless of 
with a visit. the number of activities/tasks 

associated with a visit. 
Bidder's Response: 

Each visit is automatically assigned a single unique identifier in the EVV database regardless of the number of services, activities and tasks associated with the visit 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

20 EVV.12 Solution must allow participants or their Describe how the solution will N/A s 
personal representatives access to a web allow participants or their personal 
portal to verify visits. representatives access to a web 
Solution must provide alternative options portal to verify visits . Describe 
available for those who cannot access the alternative options available in 
web portal to verify visits. solution for those who cannot 

access the web portal to verify 
visits. 

Bidder's Response: 
" 

The solution includes a participant portal allowing participants or their designated representative to enter and modify preferences. Visits can also be scheduled and verified 
through the web portal. 

Q TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 16 



• • 6113 Z1 Solution Requirements -Attach· - RTM 

Tlmesheet 
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Emple>),oee Signa ture Date 04/30/2018 

O Copvraght 2017 · 2018 lf<kd LLC 

Scheduling by authorized provider administrators or by participants and their authorized representatives, through our participant portal, can be accomplished through the 
Scheduling Module. Scheduling is flexible and operates much like commercially available web-based scheduling tools. Users can schedule one visit at a time or recurring visits 
such as every Monday, Wednesday, and Friday for the next two months. It is easy to modify and cancel scheduled visits . 

Visits are confirmed with a functionality that renders timesheets for approval by the participanUpersonal representative and the caregiver prior to submission to the fiduciary 
associate for payment. 

Alternatives can be provided for participants who are unable to access a web browser. Potential alternatives include mobile device, IVR and paper timesheets supported by SAD 
technology. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
21 EVV.13 Solution must provide for manual visit Describe how the solution N/A s 

verification functionality in instances where provides for manual visit 
the electronic verification is not made. verification functionality in 
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Solution must be configurable to define instances where the electronic 
and limit the circumstances when a verification is not made. Describe 
manual verification can be made. how the solution can be 

configurable to define and limit the 
circumstances when a manual 
verification can be made. 

Bidder's Response: 

Our solution allows manual visit verification and can distinguish if visits were validated electronically at the time of service delivery, or if they were validated manually. Permission-
based roles determine which users can perform manual overrides. Only certain fields within the visit record are editable, and all modifications must include, at minimum, a reason 
for the manual entry. Our solution is configurable to define and limit the circumstances when a manual verification can be made. Configuration requirements for this will be 
gathered during the requirements gathering phase of the engagement. 

All manual data entry and overrides of data captured on mobile devices are monitored using an automatically generated audit log that appends information to the original record 
including the user who made the change and the date and time the change was made. Additionally, role-based permissions can be defined and modified as required. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
22 EVV.14 Solution must require authorized users to Describe how the solution N/A s 

enter a reason for each modification or requires authorized users to enter 
manual entry of verification data. a reason for each modification or 

manual entry of verification data. 
Bidder's Response: 

Permission-based roles defined during the business requirements phase of the project will determine which users can perform manual entry or overrides. Administrators may be 
given permission to enter visit start and end times in the web portal on behalf of the caregivers. Manually entered data or overrides require, at minimum, a reason code to explain 
why data couldn't be captured electronically or why rendered service data may not agree with scheduled information. Documents can be uploaded to the EVV application and 
appended to the participant record , if necessary. 

All noncompliant transactions, as defined by the business rules for the implementation, require a reason code or manual verification to be appended to the electronically captured . 
information . Audit logs are automatically generated, appending information to the original record including the user who made the change and the date and time the change was 
made. Role-based permissions can be modified as required. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

23 EVV.15 Solution must allow authorized users the Solution must allow authorized N/A s 
ability to modify verification data users the ability to modify 
understanding that manual verification verification data understanding 
parameters may vary between programs that manual verification 
and services. parameters may vary between 

programs and services. 
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Bidder's Response: 

Permission-based roles defined during the business requirements gathering phase of the engagement determine which users are permitted to perform manual overrides. 
Administrators may be given permission to enter visit start and end times, or edit other electronically captured data fields , in the web portal on behalf of the caregiver. Manual 
overrides require, at minimum, a reason code to explain why data couldn't be captured remotely or why rendered service data may not agree with scheduled information 

Users do not have to memorize program and service rules. Program rules are enforced by including them in our business intelligence rules engine. Business rules automatically 
run against transaction data and flag noncompliant transactions as unmatched. Unmatched transactions provide an explanation of the reason for the unmatched status and must 
be remediate before they can be submitted as a claim. All manual overrides of data captured electronically are monitored using an audit log that records the user who made the 
change and the date and time the change was made. 

Req .# ID Contractor I Solution/Requirement 

24 EVV.16 Solution must allow authorized users to 
enter approved service locations to be 
associated to each participant for 
verification purposes. 

Bidder's Response: 

Instructions to Bidder 

Describe how the solution allows 
authorized users to enter 
approved service locations to be 
associated to each participant for 
verification purposes. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The address of record is loaded from the source system or enterea by the administrator and is always retained as the primary participant address. Authorized users can add 
additional addresses that can be scheduled , as required , in the Tellus eVV Administrator Console. If services are delivered at an address that is different than the scheduled 
address, the matching logic will flag the visit as unmatched, and the administrator must remediate the record and enter a reason code to explain the deviation. 

The Tellus eVV solution supports variable locations including: 

• Services in a location other than the participant's residence, whether it is a routine location or an occasional location: 
- These alternative addresses can be added to the participant record for administrator convenience to manage scheduling and location confirmation. The primary 

· address captured on the participant record is the address transmitted by the payer. The provider cannot over-write t.hat address but can add additional service 
addresses to the participant record. 

- If it is a unique address that will not be reused , EVV will capture the location at clock-in or clock-out. Since the address is non-compliant, the administrator will have 
to add a reason code and possibly edit or comment on the record prior to submitting the claim related to the service. 

• The solution supports GPS location verification only at the beginning and ending of each visit. There is no ongoing monitoring of a participant's or caregiver's location 
throughout the visit. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
25 EVV.17 Solution must compare all EVV Describe how the solution N/A s 

transactions requiring a service compares all EVV transactions 
authorization against the corresponding requiring a service authorization 
service authorizations to ensure the EVV against the corresponding service 
transaction complies with the constraints authorizations to ensure the EVV 
of the authorization. 
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I I I 
transaction complies with the I 
constraints of the authorization . I I 

Bidder's Response: 

Matching rules automatically validate transactions where a participant is eligible, and the delivered services are the same as the scheduled services and within defined service 
authorization parameters. For delivered service data to automatically validate when matched against a qualified service authorization, the following parameters must be consistent 
and valid: service code, modifier (varies by payer, some do not send modifiers to EVV but allow providers to enter them as necessary), completed visit must be in the authorized 
date range, remaining units must be available. 

If there is a discrepancy between the delivered services and authorized services, the matching logic will flag the visit as unmatched, and the provider agency administrator will 
have to review, remediate and add a reason code for the manual edit. All edits are tracked and recorded in an audit log. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
26 EVV.18 Solution must ensure that each approved Describe how the solution N/A s 

service location includes, at a minimum, ensures that each approved 
the street address, city, state, zip code, service location includes, at a 
begin date, and end date. minimum, the street address, city, 

state, zip code, begin date, and 
end date. 

Bidder's Response: 

Service location address fields are a configurable option. Data validation rules can be applied to require street address, city, state, zip code, begin date and end date for service 
delivery locations, and be set as mandatory fields for service delivery location addresses in the recipient record for the primary address loaded from the payer data feed as well as 
any secondary service addresses added by the provider. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
27 EVV.19 Solution must verify location of services Describe how solution verifies N/A s 

delivered. location, regardless of location 
Solution must allow locations where there type. If the solution utilizes GPS, 
are multiple participants in the same geo- describe how the solution 
fence, such as apartment buildings, or includes the ability to determine 
identify the location of service in rural caregiver is at the approved 
areas where the mailbox address (and participant's location at the time 
GPS location) and the residence itself may the service is occurring. 
be some distance apart. Describe the size of the 'geo-

fence' and how the Solution deals 
with locations where there are 
multiple participants within the 
same geo-fence, such as 
apartment buildings, or identify 
the location of service in rural 
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Bidder's Response: 

areas where the mailbox address 
(and GPS location) and the 
residence itself may be some 
distance apart. If proposing a 
solution with GPS, describe how 
the solution addresses spoofing 
aoolications. 

The primary method of visit confirmation for Tellus is GPS. To support GPS confirmation, geofencing allows for establishing virtual perimeters or boundaries around a physical 
address. This is useful in enabling residences in rural areas or those known to have limited wireless network connectivity to submit EVV data at greater distances away from the 
scheduled location via integrated GPS-enabled technology. For example, for participants in County A, a geofence of 500 feet may be appropriate while in County B, a geofence of 
1 mile makes more sense. Or, for those in apartment complexes or long-term care facilities, a geofence can be defined for as little distance away as a few feet. Geofence 
parameters are a configurable option. Requirements for the business rules associated with geofencing will be determined during the requirements gathering phase. Tellus does 
not limit the number of participants that can be associated with a physical address, the address of record is accepted from the system of record and can only be changed when 
the address is changed in the system of record and passed through the data feed. If it is important to identify participants at the same address reports can be run for review and 
audit purposes. 

Visits can be scheduled at any address on the participant record including community-based settings and temporary addresses. Regardless of the address where the visit is 
scheduled, GPS coordinates are captured when the visit is started . Depending upon the business rules defined by the DHHS, one of three things can occur if the GPS 
coordinates captured are not within the established geofence of the scheduled visit: 

1. The GPS location can be checked against all of the addresses on the recipient record to see if any of them are within the established geofence. 
2. The visit can be prevented from starting. 
3. The visit can be permitted to occur, and the GPS coordinates can be captured . A reason code must be added to the visit record before the claim can be processed . 

Tellus eVV addresses spoofing applications in the following ways: 

• If a device is jailbreak/rooted or mock location enabled (Android only), our app ignores the GPS location . 
• If internet service is available, EVV doublechecks to ensure the app doesn't substitute a false GPS location through the following checks. 

o If the device is using Wi-Fi : 
- Tellus eW gets GPS of Wi-Fi hotspot and compares it to the one reported by GPS on the device. 
- Discrepancies will be reported and result in an unmatched status for the visit. 

o If the device is using a cellular network: 
- Tellus eVV gets the IP address, then uses this IP address to get location . 
- The verification method will be IP address and result in an unmatched status for the visit. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

28 EVV.20 Solution must capture, track and verify Describe how solution will PE.Pl1.22 s 
data with respect to personal care services capture all the data elements 
or home health services, including: necessary to verify a visit, 
1. Type of service performed; including all elements listed. 
2. Individual receiving the service; 
3. Date(s) of service; 
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4. Location of service delivery; 
5. Individual providing the service; and 
6. Time the service beqins and ends. 

Bidder's Response: 

Tellus is fully compliant with the 21st Century Cures Act mandate capturing the following data points for Medicaid personal and home health care services. Capturing this data 
helps improve transparency and deter fraud , waste and abuse: 

1. Type of service performed, 
2. Individual receiving the service, 
3. Date(s) of service, 
4 . Location of service delivery, 
5. Individual providing the service, and 
6. Time the service begins and ends. 

Once the caregiver is scheduled to provide services to a participant, the caregiver accesses their schedule on the mobile app using private login credentials and either a personal 
identification number or a biometric indicator (depending upon the hardware capability). The schedule is typically entered by an administrator at an agency and specifies the 
participant, date, start time, end time, location and services to be rendered, including tasks if specific tasks are assigned at the time the schedule is created . 

When the caregiver arrives at the location where the participant is scheduled to receive services, the caregiver starts the visit. At the start of the visit, the date, time and location 
are electronically captured . After services are performed the caregiver ends the visit, and the date, time and location are electronically captured. The participant and caregiver will 
then sign the screen on the mobile device capturing the visit information to confirm receipt and delivery of services. 

Req.# ID 

29 EVV.21 

Contractor I Solution/Requirement 

Solution must allow for services to be 
provided in locations (e.g., place of 
employment, family member's home) other 
than the participant's primary residence, 
by program and service. 

Instructions to Bidder 

Describe how solution allows for 
services to be provided in 
locations (e.g ., place of 
employment, family member's 
home) other than the participant's 
primary residence, by program 
and service. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Bidder's Response: 

The address of record is loaded from the source system or entered by the administrator and is always retained as the primary participant address. Additional addresses can be 
added and scheduled , as required , in the Tellus eW Administrator Console. If services are delivered at an address that is different than the scheduled address, the matching 
logic will flag the visit as unmatched, and the administrator must remediate the record and enter a reason code to explain the deviation . 

The Tellus eVV solution supports variable locations including : 

• Services in a location other than the participant's residence, whether it is a routine location or an occasional location: 
- These alternative addresses can be added to the participant record for administrator convenience to manage scheduling and location confirmation. The primary 

address captured on the participant record is the address transmitted by the payer. The provider cannot over-write that address but can add additional service 
addresses to the participant record . 

- If it is a unique address that will not be reused , EVV will capture the location at clock-in or clock-out. Since the address is non-compliant, the administrator will 
have to add a reason code and possibly edit or comment on the record prior to submittinq the claim related to the service. 
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• The solution supports GPS location verification only at the beginning and ending of each visit. There is no ongoing monitoring of a participant's or caregiver's 
location throughout the visit. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
30 EVV.22 Solution must allow for visits which begin Describe how solution shall allow N/A s 

and end at different locations. for visits which begin and end at 
different locations. 

Bidder's Response: 

The Tellus eVV solution allows for visits to begin and end at different locations. When the provider agency administrator schedules the visit, they will select the start and end 
location from the list of available addresses in the participant record. If an address does not already exist in the participant record , the administrator can add it. When the 
caregiver begins the visit, the actual start location GPS coordinates will be captured . When the caregiver ends the visit, the actual end location GPS coordinates will be captured . 
The actual start and end locations will be compared to the scheduled start and end locations using matching logic. l.f there is any discrepancy, the provider agency administrator 
must review, remediate and add a reason code for the discrepancy prior to releasing the claim for payment. All edits to electronically verified data are flagged , recorded and 
tracked in an audit log and available for reporting. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
31 EVV.23 Solution must have the ability to capture Describe how solution has the N/A s 

additional data elements as needed by ability to capture additional data 
DHHS to support ongoing program service elements as needed by DHHS to 
changes. support ongoing program service 

changes. 
Bidder's Response: 

Program rules , data elements, services, reimbursement rates, policies and procedures can be defined at the program/provider level. Required data elements and business rules 
will be reviewed with the DHHS during the business requirements phase of the engagement and will be written to enforce program rules. Due to quality of care considerations 
rules are often written to warn users of potentially non-compliant schedules or behaviors. Because our business rules engine is a module independent of the software code base, 
rules can be changed during the term of the contract without the use of development resources providing maximum flexibility. 

Our Service-Oriented Architecture (SOA) includes a modular business intelligence rules engine that makes it easy to construct, modify and remove rules . Since business rules 
are not hard coded into the application , development resources are not required to change rules. We maintain an electronic Business Rules Catalog that can be accessed by the 
DHHS. Standard rule definitions and rules are available; however, rules can be configured at the Jurisdiction (State), Payer, Program, Provider and Participant levels as 
requested to ensure quality patient care and program integrity. As rules are changed , user and training documentation is updated. If substantial changes are made users will be 
notified by an outreach campaign. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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32 • EVV.24 Solution must be able to flag a visit for 
review when any data elements recorded 
at the visit do not match the corresponding 
elements in the authorization. 

Bidder's Response: 

• Describe how solution flags a visit 
for review when any data 
elements recorded at the visit do 
not match the corresponding 
elements in the authorization. 

6113 21 Solution Requirements -Attach· - RTM 

N/A s 

Business Rules formulated by program and payer administrators are run against transaction data to determine the validity of delivered services. For example, the service 
authorization is compared to the service delivered, as recorded at the point of care. Transactions in the form of visits, regardless of the original source, that violate the rules 
associated with a specific program or payer are flagged and can be remediated by the provider in the Claims Console, and the transactions will be reevaluated by the matching 
algorithms. Those visits with violations are flagged and show up in the exception reports and the Claims Console's dashboard. 

With the Tellus eVV solution, data is imported from multiple systems and stored in a common database. Some of this information is foundational to set up the system; for 
example, the MMIS will send provider, participant and prior authorization data to import into the EVV database. MCOs will also send provider, recipient and prior authorization 
data to import into the EVV database. The data is normalized as part of the import process. Visit data collected from our solution as well as other EVV systems is imported into 
the data aggregation database and transmitted in real-time transactional or in batch mode. 

When foundational information is loaded, provider agency administrators will have the information they need to schedule visits for recipients. 

Approved transactions are promoted to the Claims Processing tool for pre-adjudication. Pre-adjudication applies a set of data scrubbing algorithms to properly format information 
based on claims adjudication standards provided by payers, improving the percentclge of successfully processed paid claims. Any denied claims can be reviewed, adjusted and 
resubmitted or voided by providers. 

Req.# 

33 

ID Contractor/ Solution/Requirement 

EVV.25 Solution must be able to flag a visit for 
review when any required verification 
elements are missing or if the recorded 
service location is not on a participant's list 
of approved locations. 

Bidder's Response: 

Instructions to Bidder 

Describe how the solution flags a 
visit for review when any required 
verification elements are missing 
or if the recorded service location 
is not on a participant's list of 
approved locations. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The DHHS will define business intelligence rules for the matching logic during the requirements gathering phase of the engagement. Business rules can be written at the payer, 
program, provider and recipient levels allowing maximum flexibility to ensure quality patient outcomes, operational efficiencies and reductions in fraud, waste and abuse. 

Business rules are run against delivered visit data in real time as the EVV database is updated. If the delivered visit criteria match the scheduled visit criteria and the prior 
authorization criteria, the visit moves into a "Matched-On Hold" status for the biller to release for payment at their discretion. If there is any discrepancy between delivered visit 
criteria, scheduled visit criteria or prior authorization, such as missing elements or the recorded service location is not an approved location, the transaction will be flagged and will 
remain in an "Unmatched-On Hold" status for the provider administrator to remediate and provide a reason code . Scheduled and/or ad-hoc reports are available to review claims 
that are in an "Unmatched-On Hold" status by reason code. Examples of reason codes are: 

• Late visit 
• GPS mismatch 
• No prior authorization 
• Prior authorization mismatch 
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Unmatched-On Hold criteria , representing unbilled encounters, will be defined during the business requirements gathering phase of the engagement and can be customized by 
program as required by the DHHS. 

Once a transaction is released by the administrator it will be submitted to the payer for adjudication of the claim. Typically, claim transactions are batched and transferred to 
payers in the form of standard 837 EDI files on a daily basis. Claims can be submitted on any schedule requested by the payer and can even be transmitted as they are released 
by the provider if desired. The 837 EDI file map will be customized to comply with the DHHS' claims processing requirements. 

Because prior authorizations are populated in the form of a data feed transmitted by the payer, the ability to determine if authorized service are not being provided is available. 
Reports summarizing authorized and unscheduled services as well as authorized , scheduled and not rendered services are available on a scheduled and/or ad-hoc basis. 

Req .# 

34 

ID Contractor/ Solution/Requirement 

EVV.26 Solution must include the ability to collect 
and store a list of approved service 
locations to be associated to each member 
for verification purposes. Solution must 
ensure previous approved locations are 
retained when updated locations are 
added . 

Instructions to Bidder 

Describe how solution includes 
the ability to collect and store a 
list of approved service locations 
to be associated to each member 
for verification purposes. 
Describe how previous approved 
locations are retained when 
updated locations are added . 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Bidder's Response: 

The address of record is loaded from the source system or entered by the administrator and is always retained as the primary participant address. If the address of record is 
changed in the source system, the new address will overwrite the old address when the participant data feed is imported. Changes will be noted in the application audit log. 

Additional addresses can be added and scheduled, as required, in the Tellus eVV Administrator Console. If services are delivered at an address that is different than the 
scheduled address, the matching logic will flag the visit as unmatched, and the administrator must remediate the record and enter a reason code to explain the deviation. 

The Tellus eVV solution supports variable locations including: 

Req.# 

• Services in a location.other than the participant's residence, whether it is a routine location or an occasional location: 
- These alternative addresses can be added to the participant record for administrator convenience to manage scheduling and location confirmation. The primary 

address captured on the Rarticipant record is the address transmitted by the payer. The provider cannot over-write that address but can add additional service 
addresses to the participant record. 

- If it is a unique address that will not be reused, EVV will capture the location at clock-in or clock-out. Since the address is non-compliant, the administrator will 
have to add a reason code and possibly edit or comment on the record prior to submitting the claim related to the service. 

• The solution supports GPS location verification only at the beginning and ending of each visit. There is no ongoing monitoring of a participant's or caregiver's 
location throughout the visit. 

ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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35 • EVV.27 Solution should identify participant 
services received for those enrolled in 
selected programs. 

Bidder's Response: 

• Describe how solution identifies 
participant services received for 
those enrolled in selected 

6113 Z1 Solution Requirements - Attach· - RTM 

CM.Pl1 .1 S 

Data is categorized to associate participants with programs and associated service codes and business rules. This means a participant cannot be scheduled for a service that is 
not permitted under the program they are eligible to receive services under. In addition, even if the service code is valid for the program, if the participant has not been issued a 
service authorization to receive those services, the scheduling administrator will be warned they are scheduling a visit without a valid service authorization at the time the visit is 
being scheduled. 

The following diagram depicts the way data is organized. 

This means prior authorizations can be categorized by program, so if recipient Jane Doe receives personal care services under multiple programs - State Plan, EPD Waiver and 
IDD Waiver - the prior authorization for each program will be categorized by that program and only the Provider for that specific program will be aware of that prior authorization. 

For example, if Jane Doe receives services under the State Plan by Caring Angels and services under the EPD Waiver by Helping Hands, the prior authorization issued by the 
State Plan will be available for Caring Angels to deliver services under the State Plan but Helping Hands will not know that this prior authorization was issued. Segregating data 
by program provides the ability to create user-based roles and permissions that protect private health information by allowing only users who need access to specific information 
view it. User-based roles and permissions are set for both viewing and modifying data. 

Reports can be generated at any level with drill-down capability for more detail. A report can be generated that identifies participant services received for those enrolled in 
selected programs. 
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Req.# ID Contractor/ Solution/Requirement 

36 EVV.28 Solution should provide authorized users 

Bidder's Response: 

the ability to bypass/override the location 
verification edit during verification review, 
and must have a way to log this activity in 
the system. 

• 
Instructions to Bidder 

Describe how solution provides 
authorized users the ability to 
bypass/override the location 
verification edit during verification 
review, and how that is logged in 
the solution. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Access to components of the application and the ability to view and write to specific fields is controlled by secure, private login credentials as well as by role-based permissions. 
Permission-based roles are defined during the business requirements gathering phase of the engagement and determine which users have the ability to perform manual 
overrides. Administrators are authorized users who may be granted permission to enter visit start and end locations in the Administrator Console on behalf of the direct care 
provider. They also may be required to enter reason codes to explain why data cannot be captured remotely and/or why rendered service data may not agree with scheduled 
information. 

All manual overrides of data that was electronically captured on mobile devices are monitored using an audit log that records the user who made the change and the date and 
time the change was made. 

Visits can be started and/or ended in the Administrator Console by provider agency administrators, as required. If clock in/clock out data is entered by the Administrator in the 
Administrator Console instead of captured using our mobile app, business rules can flag the entry as a deviation from expected activity so the State of Nebraska can be made 
aware of deviations from expected behavior in the form of alerts or reports. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
37 EVV.29 Solution must provide the ability for Describe how solution provides N/A s 

unscheduled visits to be flagged for unscheduled visits to be flagged 
review/validation when appropriate. for review/validation when 

appropriate. 
Bidder's Response: 

Visit verification exception procedures are established using Tellus eVV's flexible business intelligence rules engine, and unscheduled visits are allowed and managed by creating 
an exception that is flagged for review according to the DHHS' policies. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
38 EVV.30 Solution must provide flexible and Describe how solution provides N/A s 

configurable HIPAA compliant alerts of flexible and configurable HIPAA 
pending, late, and missed visits by compliant alerts of pending, late, 
program and/or service where and missed visits by program 
clienUparticipant impact determines the and/or service where 
alert levels and notifications. clienUparticipant impact 
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• 
Bidder's Response: 

• determines the alert levels and 
notifications. 

6113 Z1 Solution Requirements - Attach· - RTM 

Using our modular business intelligence rules engine, rules triggering HI PAA-compliant alerts can be written to notify users when specific events occur such as pending , late and 
missed visits by program and/or service where client/participant impact determines the alert levels and notifications. In addition, rules can be related to specific fields so any data 
element captured can serve as a reference point for a rule. 

For example, if the DHHS determines it is important to flag specific participants in any program as "High Risk," that field will be added to the participant record. The default entry 
will be set to blank, so if the provider agency does not check the "High Risk" box, the program participant is not considered "High Risk." The "High Risk" flag can also be hidden 
for State Plan participants if none of the participants in that program are "High Risk." Business rules can be written to trigger alerts at shorter intervals for participants considered 
"High Risk." 

Business Rule Example for Alerts for a specific program: 

Visit is Scheduled for 12:00 
PM 

At 12:01 PM Direct Caregiver 
did not check-in 

At 12:15 PM 

At 12:10 PM 

At 12:45 PM 

At 1 :00 PM 

No Activity 

No Activity 

Provider Administrator is notified with a pop-up on the 
Administrator Console the Caregiver is late 

No Activity 

Provider Administrator and Recipient Emergency Contact are 
notified via SMS text the Caregiver is late 

Provider Administrator is notified with a pop-up on the Administrator 
Console the Caregiver is late 

Provider Admin istrator and Recipient Emergency Contact are notified via 
SMS text the Caregiver is Late 

Provider Administrator is notified via automated call, Recipient Emergency 
Contact and Case Manager are notified via SMS Caregiver is late 

Provider Administrator, Recipient Emergency Contact and Case Manager 
are notified via automated call the Caregiver is late 

Emergency Services are contacted 

The example above assumes no action is taken at each alert level. If either of the following events occur, the escalation will be discontinued: 

• Provider Agency Administrator modifies the scheduled visit on the web console; for example, a substitute Caregiver is dispatched. All changes are documented with an 
audit trail. 

• Provider Agency Administrator starts the visit on the web console. All entries are documented with an audit trail. 
• Caregiver starts the visit on the mobile device. 

Visit status is available in the Administrator Console in real-time when the Tellus eVV Mobile App is part of the solution set. Visit status is available in the Administrator Console 
from third-party EW vendors as soon as it is transmitted to Tellus. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
39 EVV.31 Solution must provide the ability for Describe how solution provides N/A s 

authorized users to configure tolerance the ability for authorized users to 
levels (e.g. , 10 minutes past the scheduled configure tolerance levels (e.g ., 
start time) that define when a visit is 10 minutes past the scheduled 

start time) that define when a visit 

~ TELLUS Tellu::i eVV Response to Request for i-'roposal #6113 Z1 28 



• 
Bidder's Response: 

recorded as 'missed' or 'late' depending on 
the program and/or service. 

• is recorded as 'missed' or 'late' 
depending on the program and/or 
service. 

6113 Z1 Solution Requirements - Attach· - RTM 

Using our modular business intelligence rules engine, rules triggering HI PM-compliant alerts can be written to notify users when specific events occur such as pending, late and 
missed visits by program and/or service where clienUparticipant impact determines the alert levels and notifications. In addition, rules can be related to specific fields so any data 
element captured can serve as a reference point for a rule. 

For example, if the DHHS determines it is important to flag specific participants in any program as "High Risk," that field will be added to the participant record . The default entry 
will be set to blank, so if the provider agency does not check the "High Risk" box, the program participant is not considered "High Risk." The "High Risk" flag can also be hidden 
for State Plan participants if none of the participants in that program are "High Risk." Business rules can be written to trigger alerts at shorter intervals for participants considered 
"High Risk." 

Business Rule Example for Alerts for a specific program: 

CONDITION PARTICIPANT IS NOT HIGH RISK PARTICIPANT IS HIGH RISK 
Visit is Scheduled for 12:00 

PM 
At 12:01 PM Direct Caregiver 

No Activity 

No Activity 

Provider Administrator is notified with a pop-up on the Administrator 
Console the Caregiver is late did not check-in 

At 12:15 PM 

At 12:30 PM 

At 12:45 PM 

At 1:00 PM 

Provider Administrator is notified with a pop-up on the 
Administrator Console the Caregiver is late 

No Activity 

Provider Administrator and Recipient Emergency Contact are 
notified via SMS text the Caregiver is late 

Provider Administrator and Recipient Emergency Contact are notified via 
SMS text the Caregiver is Late 

Provider Administrator is notified via automated call , Recipient Emergency 
Contact and Case Manager are notified via SMS Caregiver is late 

Provider Administrator, Recipient Emergency Contact and Case Manager 
are notified via automated call the Caregiver is late 

Emergency Services are contacted 

The example above assumes no action is taken at each alert level. If either of the following events occur, the escalation will be discontinued: 

• Provider Agency Administrator modifies the scheduled visit on the web console; for example, a substitute Caregiver is dispatched. All changes are documented with an 
audit trail. 

• Provider Agency Administrator starts the visit on the web console. All entries are documented with an audit trail. 
• Caregiver starts the visit on the mobile device. 

Visit status is available in the Administrator Console in real-time when the Tellus eVV Mobile App is part of the solution set. Visit status is available in the Administrator Console 
from third-party EW vendors as soon as it is transmitted to Tellus . 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
40 EVV.32 If solution utilizes a mobile application, it Describe how solution enables N/A s 

should enable use of GPS-enabled mobile use of GPS-enabled mobile 
smartphones and tablets using the smartphones and tablets using 
Android or Aoole iOS mobile operatinq the Android or Aoole iOS mobile 
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Bidder's Response: 

systems, running versions that are 
compatible at a minimum with the current 
and two previous versions of the mobile 
operating system, with stable, real-time 
app-based access to the EW system to 
properly verify and document visits and 
access other visit or scheduling related 
system features. 
a) Providers and individual caregivers 

must have the choice of using 
smartphones or tablets and either 
mobile operating system, with mobile 
app provided to providers at no 
charge. 

b) Cost of devices and cellular data 
service is the responsibility of the 
provider organization or individual 

rovider. 

operating systems, running 
versions that are compatible at a 
minimum with the current and two 
previous versions of the mobile 
operating system, with stable, 
real-time app-based access to the 
EVV system to properly verify and 
document visits and access other 
visit or scheduling related system 
features . Describe how providers 
and individual caregivers have the 
choice of using smartphones or 
tablets and either mobile 
operating system, with mobile app 
provided to providers at no 
charge. 

Tellus recommends one of the two most economical methods of EVV deployment for the DHHS: 

1. Caregiver-owned Mobile Smart Device, aka , Bring Your Own Device (BYOD), Mobile GPS-Enabled EW Model , or 
2. Company-Owned Device GPS-Enabled EVV Model 

Our mobile software applications are written in native Android and iOS and capture GPS coordinates using satellite even if the mobile device is offline, meaning the caregiver is 
not connected to Wi-Fi or cellular service. Mobile apps for both Android and Apple platforms are easily accessible and downloadable from commercially available app stores at no 
charge to providers or other users. 

Tellus certifies support for the EVV Console (browser-based), Claims Console (browser-based) and EVV Mobile App (mobile device app) on the following: 

DESCRIPTION CAPABILITY 
Supported PC Operating Systems 

Supported Mobile Operating Systems 
(visit verified through geolocation) 

Supported PC & Mac Browsers 

~ TELLUS 

• Windows OS (32 or 64 bit) Version 7 or 
higher 

• Mac OS Version X (10) or higher 

• iOS Version 8 or higher 
• Android Version Lollipop (5.0) or higher 

• Microsoft Internet Explorer Version 11 or 
higher 

• Microsoft Edge Version 16 or higher 

• Google Chrome Version 4 or higher 
• Apple Safari Version 10 (Mac)/4 

(Windows) or higher 

• Mozilla Firefox Version 57 or higher 
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• Supported Mobile Browsers: 

Mobile Device Requirements 

• • Google Chrome Version 4 or higher on 
Android 

• Apple Safari Version 4 or higher on iOS 

• Operating System: Android or iOS (see 
above) 

• Bluetooth required: No 
• GPS required: Yes 
• Voice support required : No 

• Min memory of phone: 25 MB 
• Min storage of phone: 50 MB 

6113 Z1 Solution Requirements-Attach· - RTM 

Tellus has developed partnerships with two commercial, cellular network companies and can leverage those relationships to assist provider agencies with procuring cost-efficient 
devices and rate plans to enable a company-owned device solution for the caregiver workforce. 

If the participant and their caregiver do not have access to a smart device, or if a participant and their caregiver live in rural areas and do not have access to reliable cellular, Wi-Fi 
or GPS services. The DHHS may consider issuing a Small Alternative or FOB device; however, these options are a more expensive alternative. This use case should be 
extremely rare . The hardware, distribution and maintenance costs associated with these alternatives can be quoted on request. 

Req.# 

41 

ID Contractor/ Solution/Requirement 

EVV.33 Solution should support use of mobile, 
GPS-enabled, app-based technology for 
visit verification and documentation , and 
otherwise minimize the need for the use of 
landlines or separate, in-home devices for 
the EVV function except as necessary 
given remote and or unusual terrain. 

Bidder's Response: 

Instructions to Bidder 

Describe how solution supports 
use of mobile, GPS-enabled, app­
based technology for visit 
verification and documentation, 
and otherwise minimizes the need 
for the use of landlines or 
separate, in-home devices for the 
EVV function except as necessary 
given remote and or unusual 
terrain . 

CMS 
Checklist 

ID 
NIA 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Mobile GPS-enabled smart devices are the primary method for visit verification for Tellus eVV. Our solution can can be accommodated using either personal , bring your own 
device (BYOD) or company-owned device models. Our mobile apps are written in native Android and iOS and can be downloaded from commercial app stores and .used on any 
device compatible with the minimum requirements that represent the vast majority of smart devices currently in circulation. 

Data usage for visit verification activities are minimal , roughly 300 kb per visit. 

Tellus recommends an EVV solution approach that primarily uses mobile device technology coupled with GPS to verify the location of the caregiver at the point of clock-in and 
clock out. GPS technology is able to capture location coordinates even when the mobile device is in offline mode, meaning it is not connected to cellular or Wi-Fi service. For 
extremely rare cases of rural areas where connectivity really is limited or non-existent and location capture via GPS is unreliable, we recommend the use of IVR technology as a 
backup. In those even rarer cases where mobile and landline are not available, Tellus believes technology such as an FOB device (a device that provides a unique number 
generated for clock-in and clock out purposes) can provide EVV certification for the offline visits . The use of the FOB provides further redundancy since the device allows the 
provider to verify the location and the visit time for the services performed. This allows EVV certification for visits in extremely remote rural areas. 
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Benefits of this point-of-care approach include: 

• It provides universal access for caregivers. 
• Internet access is not required at the time of service. 
• Offline access is supported by the mobile device solution . 
• IVR or a FOB can accommodate EVV compliance when necessary. 
• Expensive, redundant equipment is not required. 

Mobile smart device technology coupled with the bring your own device (BYOD) data collection option is the most economical method to deploy EW. Many participants, providers 
and caregivers prefer the bring your own device option because it does not require managing a "work" or "Medicaid" device in addition to a "personal" device. 

Req.# ID Contractor/ Solution/Requirement 

42 EVV.34 Solution should be minimally burdensome 

Bidder's Response: 

for providers to learn and use, while 
meeting state objectives for EVV use. 

Instructions to Bidder 

Describe how the solution is 
minimally burdensome for 
providers to learn and use, while 
meeting state objectives for EVV 
use. 

CMS 
Checklist 

ID 
CPM 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Electronically verifying services rendered in real time is at the core of the Cures Act and a primary vehicle to ensure reduction of fraud , waste and abuse. Our mobile application is 
written in native Android and iOS and designed to provide a friendly, minimally burdensome experience for the caregiver and the participant. Steps to electronically verify visits 
can be accomplished in a matter of seconds. User friendly features include: 

• Native app language for maximum usability and flexibility 
• Commercially downloadable via common App stores familiar to virtually everyone 
• Appealing user interface 

- Readable fonts 
- Consistent colors 
- Large buttons 
- Limited number of steps to accomplish the goal 

• Offline functionality if no Wi-Fi/Cellular service is available, which automatically syncs when service is restored 
• Schedules loaded and cached on device remotely when the app is opened 
• Schedule changes pushed to caregivers in real time 
• Scheduled address pushed to the device and can be any address attached to the recipient record 
• GPS coordinates automatically captured at start and end of visit 
• Date and time automatically captured at start and end of visit 
• Services and tasks completed and checked off in real time 
• Participant signature confirming rendered services were provided captured in real time 
• Notes can be entered for real-time availability to authorized users 

Our business rules are built with the default settings to err on the side of supporting quality care delivery. As a result, rather than preventing activity from occurring, rules are built 
to warn administrators and caregivers if they are violating a rule or program requirement based on the parameters for the payer. Care always comes first. 
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Req.# ID Contractor/ Solution/Requirement 

43 EVV.35 Solution must provide for a consistent 
rules-based billing and scheduling 
software platform across all service 
providers. Only claims where the service 
has been verified and the services are 
within Medicaid limit rules must be sent to 
the Payer's payment system. 

Bidder's Response: 

Instructions to Bidder 

Describe how solution will 
provide for a consistent rules­
based billing and scheduling 
software platform across all 
service providers. Only claims 
where the service has been 
verified and the services are 
within Medicaid limit rules are to 
be sent to the Paver. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus eVV offers a consistent, rules-based billing and scheduling software platform across all service providers. Virtually all electronically captured data is synched to the EVV 
database in real time. The only exception is data captured when mobile devices are in offline mode. Data captured in offline mode is synched automatically when the caregiver is 
back in range of Wi-Fi or cellular services. All data resident on the device and in transit is encrypted. 

Data is captured and stored in the database according to program requirements and business rules are run against the requirements. Examples include: 

• Rounding delivery time (duration) in accordance with program requirements 
• Geofencing distance boundaries 
• Late visit definition 
• Missed visit definition 
• Services rendered by procedure code 
• Services rendered, number allowed per visit 
• Service code modifiers 
• Tasks documentation requirements 
• Recipient confirmation of services rendered requirements 
• Notes requirements 

A claim reflects a service delivered by a caregiver to a single participant with the following information defined: 

• Individual receiving service 

• Individual providing service 
• Type of service rendered 

r 

• Date of service 
• Start and End time of service 

• Location of service 

When delivered service data is written to the database, typically in real time, the following data points will be compared: 

• Scheduled visit (date, time, participant, caregiver, services scheduled , location) 
• Delivered visit (date, time, participant, caregiver, services provided, location, service units) 
• Prior authorization (participant, caregiver, services approved, service units remaining) 

The DHHS will define business intelligence rules for the matching logic during the requirements gathering phase of the engagement. Business rules can be written at the payer, 
program, provider and recipient levels allowing maximum flexibility to ensure quality patient outcomes, operational efficiencies and reductions in fraud , waste and abuse. 
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Business rules are run against delivered visit data in real time as the EVV database is updated. If the delivered visit criteria match the scheduled visit criteria and the prior 
authorization criteria, the visit moves into a "Matched-On Hold" status for the biller to release for payment at their discretion. If there is any discrepancy between delivered visit 
criteria, scheduled visit criteria or prior authorization, the transaction will be flagged and will remain in an "Unmatched-On Hold" status for the provider administrator to remediate 
and provide a reason code. Scheduled and/or ad-hoc reports are available to review claims that are in an "Unmatched-On Hold" status by reason code. Examples of reason 
codes are: 

• Late visit 
• GPS mismatch 
• No prior authorization 
• Prior authorization mismatch 
• Unmatched-On Hold criteria , representing unbilled encounters, will be defined during the business requirements gathering phase of the engagement and can be 

customized by program as required by the DHHS. 

If delivered visit, scheduled visit and prior authorization criteria are all in sync, the transaction will achieve the status of "Matched-On Hold." Provider administrators can release 
matched claims at their discretion. Once a transaction is released by the administrator, it will be submitted to the payer for adjudication of the claim. Typically , claim transactions 
are batched and transferred to payers in the form of standard 837 EDI files on a daily basis. Claims can be submitted on any schedule requested by the payer and can even be 
transmitted as they are released by the provider if desired. The 837 EDI file map will be customized to comply with the DHHS' claims processing requirements. This process 
ensures only claims where the service has been verified and the services are within Medicaid limit rules are sent to the Payer's payment system. 

Req.# 

44 

ID Contractor/ Solution/Requirement 

EVV.36 Solution should be capable of supporting 
the following business rules/procedures: 
a) Allow for only certain providers to 

enter service tasks based on program 
needs and rules . 

b) Certain programs may require service 
tasks to be entered in the EVV 
system for only certain provider types, 
whereas others may require providers 
to document service tasks through 
the current paper process or other 
alternative processes. 

Bidder's Response: 

Instructions to Bidder 

Describe how solution is capable 
of supporting the business rules / 
procedures noted, based on 
provider types, services and 
program needs and rules . 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Business rules are initially defined by the payer during the requirements gathering phase of the engagement and set up in the EVV rules engine module. Rules are separate from 
the code base making them configurable and changeable without development resources at the payer, program, provider and recipient level. Rules can be written around any 
field for a single or combination of user rules making our rules engine extremely robust and flexible . Permissions determine what users can and can 't do in the system. If the 
DHHS allows only certain providers to enter service tasks based on program needs and rules, the permissions will be established to accommodate that requirement. 

We use a business intelligence rules engine to support data analysis and manipulation. Because all rules are defined and written outside of our code base, it is easy to add , 
remove, or modify the way data elements are managed. For example, during the implementation , Tellus will work with the DHHS and program subject matter experts to identify 
the rules and configurations appropriate for each program. The rules that must be defined at the program level will be reviewed with the program leads assigned to the EVV 
project as subject matter experts. 

Program rules can be written to require electronic verification of service tasks for certain provider types and not for other combinations of service tasks and provider types. 
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Req.# ID Contractor/ Solution/Requirement 

45 EVV.37 Solution must provide for unique user 
identifications for individuals who work for 
more than one entity. Contractor must 
have the ability to manage how those 
identifications are requested, assigned , 
and maintained. 

Bidder's Response: 

• 
Instructions to Bidder 

Describe how solution provides 
for unique user identifications. 
Describe in detail how solution 
utilizes unique user identifications, 
and master user identifications if 
one individual is assigned multiple 
unique user identifications; and 
how those identifications are 
requested, assigned , and 
maintained. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 

NIA 

Bidding 
Ability 
Code 

s 

Gap Description and Recommendation for 
Closure 

Tellus understands caregivers may work with more than one agency and that agencies may employ administrators and claims analysts who support more than one location . 
Users are set up in the application using a unique username. In addition , each username must be associated with a unique mobile telephone number and/or email address. Each 
user must have a unique phone number or email address because login credentials are password protected , and passwords can be changed and communicated through SMS 
messaging or email communications. Unique contact information is required to protect PHI. PHI is accessed when a user has access to scheduled visit information that is 
associated with a specific username. 

Once a user is set up in the application , they can be invited to be associated with more than one agency. If a user works for Agency A, either the user or the agency can set up 
their username and contact information. If the user also works with Agency B, they simply have to give Agency B their username, and Agency B can invite the user as a caregiver 
or administrator for their agency as well. 

As a caregiver using a mobile device, the user will be able to see their scheduled visits for both Agency A and Agency B. However, Agency A and Agency B will not be able to see 
each other's data. 

As an administrator accessing Tellus eVV through a web browser, the user will be able to transfer from Agency A to Agency Band vice versa by selecting from the "Provider" 
drop-down menu at the top of the screen without logging out of the application . The Provider the user is currently working in will be displayed at all times. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
46 EVV.38 Providers may have more than one user Describe how each individual NIA s 

identifier, based on NPI, Medicaid ID, etc. provider identifier and master 
Solution should manage each individual provider ID are assigned and 
identifier and master provider ID within managed within the solution . 
solution. 
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Bidder's Response: 

Users are uniquely identified in Tellus eVV by username and a unique form of contact information either mobile phone or email address. Additional identifiers can be recorded and 
managed on the user record. 

During the business requirements gathering phase of the engagement, Tellus will work with the State of Nebraska to define User Roles and Permissions. At a minimum, each 
Account Profile User will require one User Administrator (Admin). Onboarding will begin when the User Administrator Account Profile contact information is entered into the EVV 
System. Tellus will provide Login Credentials to the User Administrator. The User Administrator will be required to provide the following information to set up the User Account 
Profile: 

• National Provider Identifier (NPI) or Atypical Provider Identifier (API) 
• Taxpayer Identification Number (TIN) 
• HHSC Fee-For-Service Contract Number (when applicable) 
• Taxonomy 
• Legal Name 
• Doing Business As (OBA) Name 
• Address (Street, City, State, Zip+4) 
• Texas Provider Identifier (TPI) (when applicable) 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
47 EVV.39 Solution should utilize a flexible business Describe how solution utilizes a N/A s 

rules engine to allow for customization and flexible business rules engine to 
modification when program or service allow for customization and 
changes occur. modification when program or 

service changes occur. Describe 
which modifications can be made 
by DHHS staff and which will be 
made by the Contractor. 

Bidder's Response: 

The Tellus eVV Business Intelligence Rules Engine is a modular, highly configurable component of our EVV solution. Business rules are initially defined by the payer during the 
requirements gathering phase of the engagement and written in the EVV rules engine module at the payer/program/provider and even recipient levels. Rules are separate from 
the code base making them configurable and changeable without development resources. Rules can be written around any field for a single or combination of user rules making 
our rules engine extremely robust with the ability to support advanced data analytics and reporting. 

The Business Rules Engine is a tool used by the Tellus team; however, configuration settings associated with rules can be changed by the payer or providers. For example, if the 
standard payer geofence is set at 1 mile but a provider wants to manage their staff to a more stringent criteria, they can change the parameter to Yi mile on their settings 
dashboard. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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48 EVV.40 Solution should have the capability for Describe how solution has the N/A s 
manual overrides to be entered by capability for manual overrides to 
authorized system users. be entered by authorized system 

users. 
Bidder's Response: 

Permission-based roles defined during the business requirements gathering phase of the project will determine which users can perform manual overrides. Administrators may be 
given permission to enter visit start and end times in the web portal on behalf of the caregivers. They also may be required to enter reason codes to explain why data cannot be 
captured remotely or why rendered service data may not agree with scheduled information. Documents can be uploaded to the EVV application and appended to the participant 
record. 

All manual data entry and overrides of data that was captured on mobile devices are monitored using an automatically generated audit log that appends information to the original 
record including the user who made the change and the date and time the change was made. Role-based permissions can be modified as required. 

Req .# ID Contractor/ Solution/Requirement Instructions to .Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
49 EVV.41 Solution should provide real time Describe how solution will N/A s 

jurisdictional views for DHHS and other provide real time jurisdictional 
state agencies: ie., allow viewing, views for DHHS and other state 
dashboards and reporting for specific agencies. 
programs, agencies, geographical 
locations, etc. 

Bidder's Response: 

The Tellus eVV solution includes ad-hoc reporting, standard off-the-shelf reports, and a configurable visual dashboard to view information related to specific programs, agencies, 
geographical locations, etc. Reports are accessible through the Payer Console and adhere to role-based permissions. DHHS administrators can have the full jurisdictional view, 
allowing them to review all providers in their system and the entire claims process from inception to payment. 

Within the Tellus end-to-end solution, data for reporting is available in real-time. Data collected via the aggregation engine is available when it is received by the Tellus 
Aggregation Engine. Ad-hoc reports allow the State to query based on the name of the Health Care Provider, date of service, name of participant, dates of service with schedule 
or other modifications/overrides, unbilled encounters, and claims overlap. MCO administrators can view this same information for the providers in their network. 

An example of a Payer Console follows: 
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Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
50 EVV.42 Solution should notify a provider if required Describe how solution notifies a N/A s 

EVV data is incomplete or invalid. Solution provider if required EVV data is 
must have consistent methods for handling incomplete or invalid and 
incomplete or invalid data. describe how the solution 

handles that data. 
Bidder's Response: 

At the heart of the Tellus eVV solution is a powerful business rules engine that offers great flexibility and ease of use in defining internal parameters for flags or alerts, along with 
timing of notifications, related to, for example, incomplete or invalid data, location discrepancies, etc. Alerts can be tailored to the specific needs of the DHHS to send notifications 
and escalations to select users when specific contingencies occur (e.g. a discrepancy in the start of the visit from the scheduled time, geographic anomalies in the visit beginning 
or end location , excessive duration of a visit, incomplete or invalid data, etc.) in real time. 

The alerts are displayed on the dashboard or mobile app but can also be sent via email or SMS text. 

Incomplete or invalid data will result in the claim being put in an "Unmatched On-Hold" status when the matching logic runs. This will require the Administrator to review and 
remediate the claim and add a reason code before releasing the claim to the payer for payment. All manual edits and overrides are automatically recorded in an audit log . 

Q TELLUS Tellus eVV ResponsE. to RE·uLiost for Proposal #6113 Z1 38 



• • 6113 Z1 Solution Requirements -Attach· - RTM 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
51 EVV.43 Solution should have the capability to turn Describe how, at DHHS option , N/A s 

the scheduling functionality on or off at solution's scheduling functionality 
DHHS option without impacting other EVV can be turned on or turned off 
system functionality. Ability to turn without negatively impacting other 
scheduling on or off must be at agreed EVV system functionality, and at 
level of granularity, i.e., program, service, what level of granularity 
recipient, provider, etc., for which the (program, service, recipient, 
scheduling applies. provider, etc.) the scheduling 

option applies. 

Bidder's Response: 

Tellus eVV is highly configurable and parameterized. Many of the features and functionality of the system can be turned on and off based on the DHHS' needs including 
scheduling. These configurations are possible at any level of granularity, including payer, plan, program provider, caregiver, participant and other field levels. Configurations like 
these do not negatively impact EVV system functionality. For example, if the DHHS wants to turn scheduling off for a particular service, they can do so without affecting 
scheduling for all other services. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
52 EVV.44 Solution should have the ability to prevent Describe how solution prevents N/A s 

any individual from electronic sign-in for any individual from electronic 
work shift, or otherwise attempting to sign-in for work shift, or otherwise 
electronically verify and document a attempting to electronically verify 
service, under the following conditions: and document a service, under 
a) The individual does not have a current, the following conditions: 

in-force employment relationship, or an a) The individual does not have a 
executed , up-to-date contract, with the current, in-force employment 
properly licensed and certified Medicaid relationship, or an executed, up-
provider organization providing and billing to-date contract, with the properly 
for the service; licensed and certified Medicaid 
b) The individual is not authorized by the provider organization providing 
Medicaid certified and billing provider to and billing for the service; 
enter information in the EW system on b) The individual is not 
behalf of that provider; authorized by the Medicaid 
c) DHHS has excluded the individual from certified and billing provider to 

using the EVV system due to non- enter information in the EVV 
compliance with EVV-related system on behalf of that provider; 
requirements, misuse or abuse of the EVV c) DHHS has excluded the 
system, or a pattern of incomplete or individual from using the EVV 
inaccurate attempts to verify or document system due to non-compliance 
a service; with EVV-related requirements , 
d) The individual provider, the billing misuse or abuse of the EVV 
provider business organization, or the type system, or a pattern of incomplete 
of service is not approved for that 
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Bidder's Response: 

beneficiary, based on prevailing prior 
authorizations and service plans approved 
for the beneficiary; or 
e) The individual provider is not physically 

present at the beneficiary's location. 

• or inaccurate attempts to verify or 
document a service; 
d} The individual provider, the 
billing provider business 
organization, or the type of 
service is not approved for that 
beneficiary, based on prevailing 
prior authorizations and service 
plans approved for the 
beneficiary; or 
e) The individual provider is not 
physically present at the 
beneficiary's location. 

6113 Z1 Solution Requirements - Attach· - RTM 

We authenticate and authorize users of the EVV solution based on the principle of least privilege, which we enforce through role-based permissions and secure, private login 
credentials. System security assigns unique roles to specific users, limiting access to applications and data. Role-based permissions can be modified or revoked at any time. The 
ability to designate role-based access controls to restrict and/or grant user access to certain functions and/or information is a valuable configuration feature for data security and 
integrity. The administrator and payer Consoles provide all the functions that an administrator, payer, consumer-directed participant, or provider needs to establish roles and set 
or revoke permissions. 

Our powerful business intelligence rules engine controls what is and is not allowed according to the requirements defined by the DHHS. If the DHHS wants to prevent the 
scenarios indicated above as a requirement, business rules will be set up accordingly. For example, if the DHHS wants to prevent an individual provider from clocking in if they 
are not physically present at the beneficiary's location, a business rule can be set up to prevent clock in outside the geofence parameters. Geofence parameters can be set to any 
distance the DHHS determines is reasonable. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
53 EVV.45 Solution should support fraud and abuse Describe how the solution PE.Pl2.13 s 

investigations. supports fraud and abuse 
investiqations. 

Bidder's Response: 

EVV supports fraud and abuse investigations by collecting, reporting and storing information near real time at the location visits are started, rendered and completed. Deviations 
from expectations can be identified when a visit is in progress and using reporting tools that support data mining to identify aberrant behavior. 

All system activity is tracked and recorded in an audit log with reporting capabilities (e.g. security, level, locale, IP address, user ID, before and after changes). The Tellus solution 
employs an audit process that logs and stores all data entries, modifications, deletions and any other action performed. All application API cal ls are logged and searchable. Tellus 
stores record creation, modification date, User Id who created or modified the record and the application that was used to modify it (Console, Mobile, etc.). This can be tracked in 
the audit log database, but it can also be configured to send required notifications via email or SMS. The Tellus solution includes parameters for data storage and retention that 
can be customized per client preference. 

To support fraud and abuse investigations Tellus, the payer or the provider can run reports looking for instances of aberrant behavior. For example, a provider may run a missed 
visits by caregiver report and sort it based on percent of missed visits high to low. The caregivers at the top of the list can be investigated to determine if the participants they care 
for are receiving the proper level of care. 
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A payer my run a report by provider for reason code "visit started outside of geofence" and sort high to low based on percent of total visits with that reason code If Agency A uses 
that reason code for five percent of their visits and that is deemed high, the payer can drill into the details to see which visits were assigned that reason code. The payer will be 
able to see the caregiver, participant, location, etc., for those visits and can then decide how to continue investigating why that provider uses that reason code so often. It could be 
a specific caregiver routinely starts their visits prior to arriving at the visit location. It could be the address for a particular participant does not resolve correctly with GPS. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
54 EVV.46 Solution should support retrieval and Describe how solution supports N/A s 

presentation of data associated with retrieval and presentation of data 
geographic indicators such as by state, by associated with geographic 
county, by zip code, by peer group, or indicators such as by state, by 
other geographical indicators specified by county, by zip code, by peer 
DHHS. group, or other geographical 

indicators specified by DHHS. 
Bidder's Response: 

Tellus eVV includes sophisticated reporting capabilities with the ability to filter, drill down and visualize based on any criteria, including by state, county, zip code, peer group or 
other geographical indicators specified by the DHHS. Each report can make use of canned data selection criteria, or the report can be driven by a set of customized filters that 
allow for dynamic report generation by the user. Reports can be run on a user-defined schedule, driven by events or executed on-demand as needed. They can also be rendered 
in a number of formats including on-screen visual layouts, Excel, csv, and PDF, among others. These reports and dashboards can be displayed visually in graphs, diagrams, 
charts, and standard layouts. Users can print or export these reports, along with their query results. 

Numerous standard reports are available in addition to a robust data warehouse. Our standard set of reports is built in Jaspersoft, a modern, modular, open source reporting tool. 
Reports are highlighted in customizable web dashboards and displayed in "cards" that are visually appealing and easy to interpret at-a-glance. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
55 EVV.47 Solution should accommodate service Describe how solution N/A s 

authorizations across multiple programs, accommodates service 
service types, and funding sources. authorizations across multiple 

programs, service types, and 
fundinq sources. 

Bidder's Response: 

Service authorizations can be categorized by program, service type and funding sources, so if participant Jane Doe receives personal care services under multiple programs -
State Plan, EPD Waiver and IDD Waiver - the prior authorization for each program will be categorized by that program and only the Provider for that specific program will be 
aware of that service authorization. 

For example, if participant Jane Doe receives services under the State Plan by Caring Angels and services under the EPD Waiver by Helping Hands, the prior authorization 
issued by the State Plan will be available for Caring Angels to deliver services under the State Plan but Helping Hands will not know that this prior authorization was issued. 
Segregating data by program provides the ability to create user-based roles and permissions that protect private health information by allowing only users who need access to 
specific information to view it. User-based roles and permissions are set for both viewing and modifying data. 
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Req.# ID Contractor/ Solution/Requirement 

56 EVV.48 Solution should provide systems-based 

Bidder's Response: 

edits and audits to ensure correct and 
complete formatting of data submitted to 
solution by provider organizations, 
individual providers, approved alternative 
EVV systems, or other DHHS-approved 
parties; and complete verification and 
documentation of each visit. 

• 
Instructions to Bidder 

Describe how solution provides 
systems-based edits and audits to 
ensure correct and complete 
formatting of data submitted to the 
solution by provider organizations, 
individual providers, approved 
alternative EW systems, or other 
DHHS-approved parties; and 
complete verification and 
documentation of each visit. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

All Tellus eVV data entries are monitored and appended with an audit trail. This includes both data that is entered and data that is edited . All original and edited entries are 
retained in the database. The audit trail always includes the following data elements: 

• EVV visit transaction data elements 
• User profile 
• User credentials 

The following data elements are retained in the audit trail , if applicable: 

• Caregiver profile 
• Individual/participant profile 
• Prior Authorization/Service Authorization data 
• Service schedule 

Our matching logic immediately flags visits that have discrepancies in scheduled versus actual visit data. At minimum, these visits require entry of a reason code explaining the 
discrepancy. The provider agency can't release the claim until it is remediated . Should there ever be a question of why a specific visit was paid, the complete audit history can be 
reviewed by the State, MCO or Provider. This prevents fraud and allows for better operational control/oversight. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
57 EVV.49 Solution should improve oversight of Describe how the solution will N/A s 

provider performance, beneficiary access, improve oversight of provider 
care coordination and transitions, and performance, beneficiary access, 
program expenditures and utilization. care coordination and transitions, 

and program expenditures and 
utilization. 
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Bidder's Response: 

The Tellus eVV Payer and Provider Administrator Consoles allow near real-time visibility and transparency into provider performance, participant access, care coordination and 
transitions, and program expenditures and utilization. Dashboards within the Consoles give at-a-glance views into key performance indicators and reporting features enable 
querying and filtering based on any criteria to allow greater control and oversight on performance measures important to each functional area. 

When we design the system for the providers, our focus is on how we can make their business operations better and more efficient. This is done through allowing them oversight 
of their caregivers and providing the administrative tools to assist them with payments. Managing the caregivers will allow assurance that they are adhering to the schedule, 
delivering the care authorized and providing EVV-compliant documentation , reducing delays and rework . 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

58 EVV.50 Solution should ensure compliance with 
approved service plans and prior 
authorizations and monitor the receipt, 
timeliness and completeness of authorized 
Medicaid home-based services. 

Describe how solution ensures 
compliance with approved service 
plans and prior authorizations and 
monitors the receipt, timeliness 
and completeness of authorized 
Medicaid home-based services. 

NIA s 

Bidder's Response: 

The Tellus eVV solution can be used to ensure compliance with approved service plans and prior authorizations and monitor the receipt, timeliness and completeness of 
authorized Medicaid home-based services. Daily high-level workflow of the solution is: 

1. Payer (State, Managed Care Organization) makes Provider, Recipient, Caregiver (optional) and PA information available to the Tellus Aggregation Engine. The 
Aggregation Engine makes applicable information available to the EVV system and Claims solutions. Data is imported as frequently as the payer makes it available up to 
real time; most payers prefer to make daily upload files available via SFTP. 

2. Agency Management System may optionally transmit visit scheduling and/or user (caregiver) information to the Tellus Aggregation Engine. Agency also has the option to 
enter this information via the Tellus eVV Administrator Console. 

3. Third-Party EVV vendors may transmit completed visit information to the Tellus Aggregation Engine. Providers can use the Tellus eVV Mobile App or any other EVV 
vendor to electronically confirm visits rendered at the point of service. 

4. Provider (Home Care Agency) uses the Tellus eVV Administrator Console for administration and to schedule, manage and monitor caregiver visits . 
5. Caregivers use the Tellus eVV Mobile App in the field. The Tellus eVV Mobile App provides caregivers with all necessary information to locate and complete care, and 

geo- and time-tracks each visit. 
6. As visits are completed , the visit details are automatically made available to the Claims Console for verification and matching to scheduled visits and PAs. 
7. Matching algorithms run in the background every ten minutes comparing : scheduled services, rendered services, prior authorizations. 
8. Provider Administrators review claims and take action. Claims statuses and related actions are: 

a. "Matched-On Hold" - Review and "Submit" 
b. "Unmatched-On Hold" - Review, Remediate, Matching Algorithm Runs again and either promotes to "Matched-On Hold" or retains "Unmatched-On Hold" status. 

9. "Submitted" claims are transmitted to MMIS or MCO daily for adjudication. 
10. Claim Resolution file is transmitted to Tellus weekly, Tellus stamps "Submitted" claims as "Paid" or "Denied." 
11. Provider and Payer reports available on the EVV Console. 

Our high-level system architecture is depicted as follows: 
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Req.# 

59 

Tellus Admin o o 
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\i~,..-::a ~~:'!~ 
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Integrated Third-Parties 
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Third-Party eW Vendor 

Agency Management 
System 
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Tellus eW Platform 

L Bi-Directional 
Messaging • . Data Layer (Databases, Documents) 

ID Contractor I Solution/Requirement Instructions to Bidder 

EVV.51 Solution should enable each provider of Describe in detail how solution 
Medicaid home-based services with real- enables each provider of 
time access to and use of the solution and Medicaid home-based services 
the EVV data they (or their employees) with real-time access to and use 
submit, with electronic data interchange of the solution and the EVV data 
capabilities to support all types of provider they (or their employees) submit. 
organizations, individual caregivers, and 
employment with individual caregivers. 

CMS 
Checklist 

ID 
N/A 

Bidder's Response: 

Bidding Gap Description and Recommendation for 
Ability Closure 
Code 
s 

Data entered online using the web-based Administrator Console and captured on mobile devices is visible real time to all users who have permission to access the information . 
Access is multi-tiered , so a Case Manager will be able to see all of the data related to all of their participants across the provider network by accessing the web-based console. 
The home page provides real-time data related to scheduled visits , completed visits, late visits, etc. The data can be drilled into for more specific details. Role-based permissions 
will be defined during the business requirements gathering phase of the engagement. 

Remote data syncs with our AWS cloud-hosted database in real time. When a visit is started, the start location and time are viewable in real time on the Tellus eVV Administrator 
Console. When the visit is completed, the end location, time, services, care tasks delivered as well as participant and caregiver signature are viewable in real-time on the Tellus 
eVV Administrator Console. Updates or modifications to schedules or other data impactinq careqivers is available real-time on the mobile app as lonq as they are connected to 
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Wi-Fi or cellular service. If they are in offline mode, they can continue to complete visits, and the data will sync bi-directionally as soon as they are back in range of Wi-Fi or 
cellular service. 

Integration and Data Aggregation is a core competency of Tellus. Our solution is capable of integrating with third-party software systems, consuming data in a variety of formats 
from multiple different sources. Tellus takes data integrity very seriously to ensure compliance with the 21st Century Cures Act as well as payer and provider-specific policies and 
procedures. As such, Tellus requires third-party vendors to adhere to a minimum set of standards that represent best practices. Data from third-party software vendors is 
normalized as part of the import process. Regardless of the origination, the data is put into a common format and record layout so it is consistent with the database layout and, 
ultimately, exposed to business rules as well as the Consoles or other application for visibility into care delivery. Data from third-party software systems is visible in the 
Administrator Console as soon as it is received from the third-party. 

The Tellus eVV solution is designed to support all types of provider organizations, individual caregivers and employment with individual caregivers. Daily high-level workflow of 
the solution is: 

1. Payer (State, Managed Care Organization) makes Provider, Recipient, Caregiver (optional) and PA information available to the Tellus Aggregation Engine. The 
Aggregation Engine makes applicable information available to the EVV system and Claims solutions. Data is imported as frequently as the payer makes it available up to 
real time; most payers prefer to make daily upload files available via SFTP. 

2. Agency Management System may optionally transmit visit scheduling and/or user (caregiver) information to the Tellus Aggregation Engine. Agency also has the option to 
enter this information via the Tellus eVV Administrator Console. 

3. Third-Party EVV vendors may transmit completed visit information to the Tellus Aggregation Engine. Providers can use the Tellus eVV Mobile App or any other EVV 
vendor to electronically confirm visits rendered at the point of service. 

4. Provider (Home Care Agency) uses the Tellus eVV Administrator Console for administration and to schedule, manage and monitor caregiver visits. 
5. Caregivers use the Tellus eW Mobile App in the field. The Tellus eVV Mobile App provides caregivers with all necessary information to locate and complete care, and 

geo- and time-tracks each visit. 
6. As visits are completed, the visit details are automatically made available to the Claims Console for verification and matching to scheduled visits and PAs. 
7. Matching algorithms run in the background every ten minutes comparing: scheduled services, rendered services, prior authorizations. 
8. Provider Administrators review claims and take action. Claims statuses and related actions are: 

a. "Matched-On Hold" - Review and "Submit" 
b. "Unmatched-On Hold" - Review, Remediate, Matching Algorithm Runs again and either promotes to "Matched-On Hold" or retains "Unmatched-On Hold" status. 

9. "Submitted" claims are transmitted to MMIS or MCO daily for adjudication. 
10. Claim Resolution file is transmitted to Tellus weekly, Tellus stamps "Submitted" claims as "Paid" or "Denied." 
11. Provider and Payer reports available on the EVV Console. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
60 EVV.52 Solution should enable each provider of Describe in detail how solution N/A s 

Medicaid home-based services with real- enables each provider of 
time access to and use of the solution and Medicaid home-based services 
the EVV data they (or their employees) with real-time access to and use 
submit, with electronic data interchange of the solution and the EVV data 
capabilities to support add or delete user they (or their employees) use with 
access for individual (employed) the capabilities for add or delete 
caregivers, add or update information on user access for individual 
users (such as individual identification (employed) caregivers, add or 
numbers, photos, name changes, update information on users 

(such as individual identification 
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professional credentials), and restrict or numbers, photos, name changes, 
suspend user access. professional credentials), and 

restrict or suspend user access. 

Bidder's Response: 

Tellus eVV provides real-time access to and use of the solution and EVV data that is entered or captured within the system and is also fully capable of data integration and 
aggregation with third-party systems. 

Access to components of the application and the ability to view and write to specific fields, including adding, deleting or modifying user information, is controlled by secure, private 
login credentials as well as by role-based permissions. User roles and permissions are defined during the business requirements gathering phase of the project. 

Generally, Administrators have the ability to add, delete and update user access and profile data for employees of their agency within the Users section of the Administrator 
Console. The Administrator has the ability to set up and disable users near real time using functionality. Individual caregivers also have the ability to manage and update their own 
user profile within the Profile section of the mobile app. 

Req.# ID Contractor/ Solution/Requirement 

61 EVV.53 Solution should enable each provider of 

Bidder's Response: 

Medicaid home-based services with real­
time access to and use of the solution and 
the EVV data they (or their employees) 
submit, with electronic data interchange 
capabilities to support: scheduling of 
individual service providers, timesheet 
creation, and real-time availability of 
individual caregiver schedules with 
notification of changes. 

Instructions to Bidder 

Describe in detail how solution 
enables each provider of 
Medicaid home-based services 
with real-time access to and use 
of the solution and the EVV data 
they (or their employees) submit, 
with electronic data interchange 
capabilities to support scheduling 
of individual service providers, 
timesheet creation, and real-time 
availability of individual caregiver 
schedules with notification of 
changes. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus is fully compliant with the Cures Act mandate capturing the following data points for Medicaid personal and home health care services requiring an in-home visit by a 
caregiver. Capturing this data helps improve transparency and deter fraud , waste and abuse: 

• Individual receiving service 
• Individual providing service 
• Type of service rendered 
• Date of service 
• Start and End time of service 
• Location of service 

Tellus eVV captures each of these data points electronically. Participant, provider and prior authorization data is electronically transferred from the payer to Tellus. The prior 
authorization links the participant to the aqencv authorized to render services. The participant address of record is captured if transmitted bv the paver in the participant feed . If 
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the DHHS chooses to allow provider agencies to schedule visits at locations other than the address of record , the provider administrator will be able to add additional addresses 
to the participant record in Tellus eVV. The provider administrator may schedule services at any of the addresses on the participant record including community-based settings 
and temporary addresses. 

The provider agency assigns a caregiver to render services to their participant by accessing a secure web portal using private credentials. Tasks can be associated with services 
and assigned at the time of scheduling. · 

Schedules are loaded and cached on devices remotely when the app is opened. Schedule changes are pushed to caregivers in real time. Scheduled addresses are pushed to the 
device and can be any address attached to the participant record. 

Once the caregiver is scheduled to provide services to a participant the caregiver accesses their schedule on a mobile device using private login credentials to access the mobile 
app and either a personal identification number or a biometric indicator to access the device (depending on the hardware capability). The schedule specifies the participant, date, 
start time, end time, location and services to be rendered, including tasks if specific tasks are assigned at the time the schedule is created. 

When the caregiver arrives at the location where the participant is scheduled to receive services, the caregiver starts the visit. At the start of the visit, the date, time and location 
are electronically captured. 

After services are rendered the caregiver ends the visit. At the end of the visit, the date, time and location are electronically captured. 

The participant will sign the screen on the mobile device capturing the visit information to confirm receipt of services. 

The following shows some of the features of the mobile app: 
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There is not a limit on the number of visits a participant can receive on a given day. The validity of services rendered is determined by comparing the schedule, electronic data 
captured when services are rendered , and the prior authorization issued by the payer. 

All data entered into or modified after entry is subject to an audit log that continually runs in the background of both the web portal and mobile apps. The audit log captures: 

• Effective date 
• End date 
• Date when last changed 
• Who made last change 
• Short description 
• Long description 

Tellus is committed to ensuring our SaaS-based EVV technology remains compliant with all current and future Federal guidelines. Updated releases will be made available to the 
DHHS at no additional charge 

One of the many benefits of EVV is caregiver clock-in and clock-out activity is automatically and electronically captured as part of the process. Clock-in and clock out data is 
valuable for payroll processing. We developed reporting capabilities to share that data in the form of timesheets that can be printed and exported. Export data formats include 
PDF and Excel. Excel files can be manipulated and transformed to CSV files that can be uploaded into many payroll systems. In addition, we can create a payroll data export 
based on specifications for payroll systems such as ADP and Sage among others . Payroll data can be shared in a variety of protocols and standards. 

Tellus eVV provides real-time access to and use of the solution and EVV data that is entered or captured within the system and is also fully capable of data integration and 
aggregation with third-party systems. 

Req.# ID Contractor I Solution/Requirement 

62 EVV.54 Solution should enable each provider of 

Bidder's Response: 

Medicaid home-based services with real­
time access to and use of the solution and 
the EW data they (or their employees) 
submit, with electronic data interchange 
capabilities to support different types of 
visits and workflows, including 
unscheduled visits. 

Instructions to Bidder 

Describe in detail how solution 
enables each provider of 
Medicaid home-based services 
with real-time access to and use 
of the solution and the EVV data 
they (or their employees) submit, 
with electronic data interchange 
capabilities to support different 
types of visits and workflows, 
includinq unscheduled visits. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The Tellus eVV solution supports different types of visits and workflows including unscheduled visits. The solution provides the ability for participants who have selected to self­
direct their services to manage their own care. The participant will be able to login to the Tellus eW Console to view the number of authorized units used and the number of 
authorized units remaining. If there are no authorized units remaining to apply to the visit, the participant will be alerted that they are scheduling a visit without an authorization . 
Current functionality allows the participant to schedule an unauthorized visit, but this is a configurable rule that can be changed . 

Tellus is a SaaS-based solution available 24 x 7 using standard mobile devices and web-based browsers. Both the mobile app and web tool can be accessed anytime with a 
valid username and password. 
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Logging into the mobile application, a caregiver can see all of their upcoming scheduled visits and can review previously completed visits. Caregivers can only view information 
related to their scheduled and completed visits. 

Administrators at provider agencies can view all of the activify they are authorized to access based on the permissions associated with their user role. This includes scheduled 
visits, visits in progress, completed visits, work lists, submitted 'claims and the adjudication of claims. When a completed visit meets the requirements of the payer and is eligible to 
be submitted, the Administrator can release the claim. Once released, the claim is transmitted to the payer. Once the claim is adjudicated the results are imported into EVV. All 
data transmissions between Tellus and the payer are EDI compliant. 

Tellus eVV provides real-time access to and use of the solution and EVV data that is entered or captured within the system and is also fully capable of data integration and 
aggregation with third-party systems. The Tellus eVV solution supports different types of visits and workflows including unscheduled visits. The solution provides the ability for 
participants who have selected to self-direct their services to manage their own care. The participant will be able to login to the Tellus eVV Console to view the number of 
authorized units used and the number of authorized units remaining. If there are no authorized units remaining to apply to the visit, the participant will be alerted that they are 
scheduling a visit without an authorization. Current functionality allows the participant to schedule an unauthorized visit, but this is a configurable rule that can be changed . 

Alternatively, the caregiver can schedule and start a visit on the fly directly from the Tellus eVV mobile application on their mobile device. If this occurs, the claim will reflect a 
delivered visit. The participant will approve the claim, and if there is a prior authorization available, the claim will be submitted for adjudication to the System of Record . The ability 
to schedule visits on the fly on the mobile app is a configurable option that can be turned on or off, depending on requirements. 

Reports can be generated to view the number of visits scheduled on the fly on the mobile app. 

Req.# 

63 

ID Contractor/ Solution/Requirement 

EVV.55 Solution should enable each provider of 
Medicaid home-based services with real­
time access to and use of the solution and 
the EVV data they (or their employees) 
submit, with electronic data interchange 
capabilities to support complete visit 
documentation, including tasks completed, 
notes, and assessments. 

Bidder's Response: 

Instructions to Bidder 

Describe in detail how solution 
enables each provider of Medicaid 
home-based services with real­
time access to and use of the 
solution and the EVV data they (or 
their employees) submit, with 
electronic data interchange 
capabilities to support complete 
visit documentation, including 
tasks completed, notes, and 
assessments. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus eVV provides real-time access to and use of the solution and EVV data that is entered or captured within the system and is also fully capable of data integration and 
aggregation with third-party systems. The Tellus eVV solution supports complete visit documentation, including tasks completed, notes, and assessments. The caregiver will be 
provided with a secure user ID and password and can only access information related to participants that the administrator associates to that specific caregiver. For example, a 
caregiver must be linked to a participant through a schedule or the participant profile before accessing any participant data. 

The following data is captured using the mobile app: 
• Participant 
• Caregiver 
• Date of service 
• Services rendered 
• Tasks completed 
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• Clock-in time 
• Clock-out time 
• GPS coordinates at clock-in 
• GPS coordinates at clock-out 
• Caregiver signature 
• Participant or designated representative signature 
• Notes from the visit and assessments 

Data will be captured and stored in near real-time. At that point, provider administrators can see the current status of a visit through the web-based Administrator Console. The 
information will also be available for reporting purposes to providers and payers. 

Req.# ID Contractor/ Solution/Requirement 

64 EVV.56 Solution should enable each provider of 

Bidder's Response: 

Medicaid home-based services with real­
time access to and use of the solution and 
the EVV data they (or their employees) 
submit, with electronic data interchange 
capabilities to support alerts when 
scheduled visits are not performed , 
completed, or verified. 

Instructions to Bidder 

Describe in detail how solution 
enables each provider of 
Medicaid home-based services 
with real-time access to and use 
of the solution and the EVV data 
they (or their employees) submit, 
with electronic data interchange 
capabilities to support alerts 
when scheduled visits are not 
performed, completed, or verified. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus eVV provides real-time access to and use of the solution and EVV data that is entered or captured within the system and is also fully capable of data integration and 
aggregation with third-party systems. The Tellus eVV solution supports alerts when scheduled visits are not performed, completed or verified. 

Administrators can see at-a-glance the status of visits on the home screen of the Administrator Console as depicted: 

Q TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 50 



• 
:; Visit Status on ot,'0312019 0110312019 

• 
CJ 

0 

Weekty VISitson 12130/20,e 01,o~ 2019 

I.AST WED( 2 WEEKS AGO 

• 6113 Z1 Solution Requirements-Attach· - RTM 

C 

2 

C 

Administrators can predetermine a set distance for how close caregivers need to be to initiate the visit. Upon arrival , the caregiver checks in and upon completion, checks out. 
This displays in real-time on the Administrator Console, so the provider agency knows right away if a visit is not started on time. The timer tracks how long individual tasks take. 
For any missed or late visits, the platform alerts the agency immediately within 15 minutes of a caregiver being late. Alerts are configurable and can be set to any interval 
required. Upon completion of services, the caregiver collects a digital signature from the participant which is documented and instantly sent to the back office for the automated 
claims process to begin. Our EVV solution meets all industry standards allowing providers to discover cost savings while increasing field staff productivity. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
65 EVV.57 Solution should enable each provider of Describe in detail how solution N/A s 

Medicaid home-based services with real- enables each provider of 
time access to and use of the solution and Medicaid home-based services 
the EVV data they (or their employees) with real-time access to and use 
submit, with electronic data interchange of the solution and the EVV data 
capabilities to support provider compliance they (or their employees) submit, 
with use of Nebraska's solution. with electronic data interchanQe 
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Bidder's Response: 

capabilities to support provider 
compliance with use of 
Nebraska's solution. 

Tellus eVV provides real-time access to and use of the solution and EVV data that is entered or captured within the system and is also fully capable of data integration and 
aggregation with third-party systems. The Tellus solution is an ideal solution for the State of Nebraska because our robust business rules engine ensures provider compliance 
with the 21 51 Century Cures Act as well as the State of Nebraska's policies, procedures and requirements . As a leader in EVV, Tellus offers the State a best-in-class solution that's 
designed from the ground up using industry standards and best practices. To ensure data integrity, we established a set of minimum requirements for integration. 

Data transfers and aggregation are a core competency of Tellus. In fact, we have dedicated integration teams specifically assigned to data sharing and integration. We use 
industry-leading, cross-platform, bi-directional , health care integration engines for data interchange. 

The purpose of data sharing is to consolidate data from various sources into one system of record in the most efficient manner possible to save time and minimize redundant 
processes. Sharing data with other systems means data is transmitted or exported from one software application and shared by import into another application . As it relates to 
EVV, we import data from multiple systems to store data in a common database. Some of this information is foundational to set up the system; for example, the MMIS will send 
provider, recipient and prior authorization data to import into the EVV database. MCOs will also send provider, recipient and prior authorization data to import into the EVV 
database. The data is normalized as part of the import process. Visit data collected from our solution as well as other EVV systems is imported into the data aggregation database 
and transmitted in real-time transactional or batch mode. 

When foundational information is loaded, providers will have the information they need to schedule visits for recipients. 

The Tellus eVV platform is built on a service-oriented architecture (SOA) and is open database connectivity (ODBC) compliant making the application extremely flexible and agile 
while allowing for bi-directional exchange of information with virtually any other open architecture application, including Financial Management Systems, Agency Management 
Systems, third-party EVV and other software systems. 

The Data Aggregator is a powerful tool enabling seamless collection and normalization of data from various sources into a common database. Regardless of origination , the data 
is put into a common format and record layout so it is consistent with the database layout and, ultimately, exposed to the consoles and other applications. 

Business Rules formulated by program and payer administrators are run against transaction data to determine the validity of delivered services. Transactions in the form of visits, 
regardless of the original source, that violate the rules associated with a specific program or payer can be remediated by the provider in the Claims Console, and the transactions 
will be reevaluated. Those visits with violations are flagged and show up in the exception reports and the Claims Console's dashboard. 

Approved transactions are promoted to the Claims Processing tool for pre-adjudication. Pre-adjudication applies a set of data scrubbing algorithms to properly format information 
based on claim$ adjudication standards provided by payers, improving the percentage of successfully processed paid claims. Any denied claims can be reviewed, adjusted and 
resubmitted or voided by providers. 

Bi-directional interfaces can be built using the following interchange protocols : 

• TCP/MLLP 
• Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, ODBC) 
• File (local file system and network shares) 
• PDF and RTF documents 
• JMS 
• FTP/SFTP 
• HTIP/Web Services 
• SMTP 
• SOAP (over HTIPS) 
• DICOM 
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• JavaScript 
• The open architecture also allows for the easy addition of custom and legacy interfaces. 

Typical messaging standards supported by the Tellus data interchange solution include: 

• ANSI X.12 Electronic Data Interchange (EDI) including 837,835 and 278 
• HL? (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
• JavaScript Batch 
• Additional Data Types are support via API Libraries 

The flexible open architecture also allows custom and legacy interfaces to be easily added to support data sharing with systems that are not able to share information in one of 
the protocols not native to the platform. 

Our standard data sharing tool allows data to be shared employing many standards and protocols including near real-time data sharing for both individual and batch transactions. 
Our business intelligence rules engine applies rules to visits and claims data for tracking service utilization and comparing it to prior authorization data. This data is available to 
those who have permission to view it in the web-based consoles. 

The following diagram provides an overview of the Tellus-standard approach. The numbered call outs provide the sequencing overview. 
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The sequence begins with the data submitter sending Tellus an inbound message (XML, flat file , web services request, etc.) via an integrated channel. As noted above, Tellus 
supports any commonly used integration method and has a high degree of flexibility regarding file layout, transport protocol, and security protocol. Tellus will run a preliminary edit 
on the message layout and content and will inbound process any valid records. Tellus will then return a confirm/reject message using the same transport protocol as the 
submission and will also send an alert email to the sender. If Tellus later outbound processes and transmits a message to our client/partner, then the same process is expected in 
reverse. 

A message, or row within a source file, enters NextGen Connect (formerly Mirth Connect) as a raw inbound message and is received by the Source Connector, which can then be 
evaluated , filtered and/or transformed before being sent to the Destination Connector. The raw inbound message can be passed through multiple destination connectors where it 
can be influenced by filters and transformers before final processing and being sent to a destination. 
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Proces~d Response Respon~ 
Destination Processing 

The Dashboard allows for monitoring interface activity in real time. Interface errors can be reviewed, corrected and reprocessed in real time as well. 

Tellus publishes a complete set of specifications for all Tellus proprietary messages. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
66 EVV.58 Solution should be capable of capturing, Describe how solution is capable N/A s 

storing, and utilizing multiple Nebraska- of capturing, storing, and utilizing 
specific generated provider identification multiple Nebraska-specific 
numbers utilized for atypical and typical generated provider identification 
providers. numbers utilized for atypical and 

typical providers. 
Bidder's Response: 

Identification information specific to the State of Nebraska will be defined during the requirements gathering phase. If our existing data dictionary does not capture a required field, 
our database will be extended to capture the required information. 

Tellus has experience with typical and atypical providers and can accommodate differences in data and rules for each category. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
67 EVV.59 The solution should use a medical code Describe how solution uses the S&C.IC.2 s 

set for coding diseases, signs and currently HHS-mandated code 
symptoms, abnormal findings, and sets and edits data during entry. 
external causes of injuries/diseases, as 
stipulated in 45 CFR Part 162.1002. 
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Bidder's Response: 

Tellus uses type code lists to make defined data sets for specific fields available to users. Healthcare Common Procedure Coding System (HCPC) codes is one of the type code 
lists stipulated in 45 CFR Part 162.1002 and available in our application. 
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G.3 Aggregator Requirements 

In order to ensure comprehensive EVV data management and reporting, all data captured by the state solution should be combined with data consolidated from any provider 
agency solutions. In this open vendor model, the state Solution will provide aggregator functions to ensure the appropriate consolidation, processing and tracking of all Services 
covered within the DHHS programs. To meet the requirement for system use, providers must either (1) use the state-contracted solution resulting from this RFP or (2) at the 
provider's own expense and sole responsibility, use an alternative system that meets the requirements defined by DHHS. Any such certified alternative system must transmit all 
data to the state-contracted solution on a secure, seamless, real-time basis consistent with DHHS-approved specifications. DHHS is also open to alternative solutions and 
Contractor suggestions that have proven successful in other implementations. 

Req .# ID 

68 AG.1 

Bidder's Response: 

Contractor/ Solution/Requirement 

DHHS is implementing an open vendor 
EVV solution that must aggregate data 
from its own system, as well as data from 
individual providers' systems, to be 
submitted in a format approved by DHHS. 
The Contractor must use this aggregated 
data to conduct all appropriate EVV 
editing and reporting operations. DHHS is 
open to alternative solutions that have 
proven successful in other 
implementations. 

Instructions to Bidder 

Describe how solution 's 
aggregator function works, and 
how it uses this aggregated data 
to conduct all appropriate EVV 
editing and reporting operations. 
Provide a description of how the 
state Solution will receive the 
aggregated data, and how the 
solution will handle and manage 
that data. Describe any 
alternative solutions that have 
proven successful in other 
implementations. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Our comprehensive solution includes a central aggregator of your EW data. We provide an easy-to-use capability for uploading data from other EVV systems. Data aggregation 
is vital for managing the provision of the DHHS and the State's programs. Aggregated EW data can help make certain that participants are receiving quality care as outlined in 
their plans of care. It can also be used to support program integrity oversight. For those health care providers already using other EVV solutions, the Tellus data aggregation 
capability ingests visit data from other solutions to align with your criteria. This supports the consolidation of the EVV data to provide an end-to-end view of your EW programs. 
Providers or MCOs can share data real time or in batch mode through the Tellus eVV Data Aggregation Solution. Data can be transmitted via SFTP or by leveraging web services 
in the form of APls from their application to send the required data. This aggregated data will then be available to the DHHS for Cures Act reporting and compliance. Integration 
with your MMIS and MCO is accomplished through a common integration layer that uses industry standard transaction formats to exchange information. The system will indicate 
if the information was uploaded or if the data was captured from the EVV mobile tool. By consolidating the data in the system, the State will be able to capture trends across 
MCOs, providers, and caregivers. 

Our solution provides two reporting capabilities through the data aggregator and the data collection components. The data aggregator provides the DHHS an overall and holistic 
view into the provision of services to their participants. The data aggregation reports allow the DHHS to monitor the overall performance of the providers servicing the participants. 
The EVV data collection component provides the DHHS and the providers and participants detail views into the timeliness and type of services. The EVV data collection 
component of our solution is architected for optimal performance with the reporting platform running against an operational data store (ODS) that is synchronized in near real-time 
with the production database. Report data is always encrypted in flight and at rest to the point of delivery to the reporting user's desktop. The figure that follows illustrates the flow 
of data in the EVV data collection component. The data aggregator is designed so that queries and reports do not degrade the performance of the aggregator functionality. 
Access to data aggregator reports is restricted to authorized users, based on the user profile. 
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Reporting 
Users 

a Reports delivered via multiple secure mechanisms Repor 
Designer 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
69 AG.2 Solution should support the providers Describe how solution supports N/A s 

using this aggregator function, including at the providers within this 
a minimum: interface support, training, aggregator function, including at 
customer support, communication of a minimum: interface support, 
changes or enhancements. training, customer support, 

communication of changes or 
enhancements. 

Bidder's Response: 
. 

Tellus supports providers in a variety of ways: 
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• Aggregator Support: Providers who have invested in EVV and Agency Management solutions can continue to use those software solutions and still meet State of 
Nebraska requirements by requesting their technology vendors integrate with the Tellus eVV aggregator. Data can seamlessly be shared bi-directionally to eliminate 
redundancy and improve accuracy. 

• Training : Training will be developed specifically for providers, tailored to their learning outcomes. Training is provided through a number of modalities, including on-site, 
instructor-led classroom training , one-on-one instructor-led sessions, telephone support, webinars and job aids that are available through a training portal. We 
recommend a train-the trainer approach to allow providers the flexibility to re-train or train new hires. 

• Customer Support: Tellus operates a Customer Service, complaint resolution and tracking system that identifies and tracks provider and recipient complaints and 
requests. The help desk is located in our offices in Boca Raton , Florida , where customer service calls, complaints and requests are taken by individuals supported by an 
interactive voice response system, computers , headsets and software to facilitate call distribution and data collection. The help desk is accessible 24/7 via a U.S.-based , 
tollfree telephone number, which connects customer to our English and Spanish speaking staff. We are able to assist those with hearing or speech impairment using TIY 
services. Service Desk Representative calls are monitored by our Customer Support Manager to ensure quality of service. If required, calls can be recorded and shared 
with the DHHS upon request. 

• Outreach and Communication : Outreach and communication are core components to educate and motivate constituents to successfully adopt any new program or 
program change. During the implementation of the program, there will be misunderstanding , confusion and fear. Tellus understands the importance of meeting 
constituents where they are to help them understand why the program is important, alleviate fears and help them understand the activities and associated timelines they 
will be expected to adhere to. Encouraging providers and third-party vendors is key because procrastination becomes the enemy as implementation timelines approach . 
Post-implementation, Tellus will inform the DHHS at least thirty (30) days in advance of any scheduled maintenance. The following information will be communicated in 
advance for approval : specific system functionality impacted by the maintenance, or modification/enhancement, planned implementation date, downtime required , system 
unavailability, start and end time, communication plan to notify users and stakeholders, a contingency plan in the event of implementation issues. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

70 AG.3 

Bidder's Response: 

Solution should be able to notify the 
provider if provider EVV solution visit data 
is incomplete or invalid when received. 

Describe how solution notifies a 
provider if required EVV solution 
visit data is incomplete or invalid 
and how the aggregator function 
handles that data. 

N/A s 

Either the provider or their technology vendor will transmit data to the Tellus eW aggregator in the form of a file or API. Data that meets requirements will be imported into the 
database. Data that does not meet the requirements will be rejected. Any rejected data will be accompanied by a response file that informs the submitter of the reason the data is 
rejected . For example, if the NPI number is a numeric field and the submitter attempts to transfer a record with an alpha-numeric NPI number, that record will be rejected with a 
message the NPI number is invalid. 

Valid records will be imported into the database and matching rules automatically check transactions against the application business rules. Business rules included things like 
whether a participant is eligible, and the delivered services are the same as the scheduled services and within defined service authorization parameters. If a participanUprogram 
does not require scheduled services, matching rules will automatically validate where a participant is eligible, and the delivered services are within defined service authorization 
parameters. For delivered service data to automatically validate when matched against a qualified service authorization , the following parameters must be consistent and valid: 
provider, service code, provider/service code combination , modifier. 

Late visits will be flagged , and remediation rules will be applied prior to processing. 

Invalid transactions will require remediation by the User prior to processing . Transactions will be permitted to be modified for sixty (60) calendar days from the date of service. A 
User must request and receive payer approval to make changes to visits after that period has expired. 

Users will be permitted to modify some fields and prevented from modifying other·fields. Per current requirements, Users cannot change: 
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• Actual Service delivery date 
• Actual Service delivery clock-in time 
• Actual Service delivery clock-out time 

All data entry and edit into the application is tracked by an audit log. At a minimum, the audit log will capture the following information for all changes to delivered service data 
elements: 

• Data elements changed 
• Name of the user making the changes 
• Date the changes were made 
• Reason Code(s) 
• Visit maintenance date 

Once delivered service data is modified , matching rules will attempt to validate the visit. If the transaction data meets the rules and the User confirms the transaction, the data will 
be transmitted to the Data Aggregator. 

All data, EVV captured and edited will be retained in the EW system. 

Data validation features ensure only valid data elements will be accepted for entry in each field . If allowed, more than one valid entry can be added in a field . Data validation 
criteria and tables can be modified during the Contract Period. Free text fields will be provided as required for supplemental information. 

Integration between the EVV System and the Data Aggregator will be facilitated using NextGen Connect (formerly Mirth Connect) and can occur as frequently as near real time. 
All required data will be transferred from EVV to the Data Aggregator in the formats defined by the DHHS. Data transmitted from the Data Aggregator to EVV will update the EVV 
database and be available for Users in near real time. Data can be displayed in the form of alerts, through standard interaction through the user interface and/or in the form of 
reports. 

If Users are notified of data entry errors, they can correct and resubmit transactions at their convenience. 

File format errors transmitted by the Data Aggregator to the EVV system will be corrected and resubmitted . 

Tellus will work with the DHHS to develop reconciliation processes and procedures to ensure the EVV System database is synchronized with the Data Aggregator on at least a 
monthly basis. 

Req .# Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
71 AG.4 Solution should ensure that the data Describe how the data N/A s 

aggregator function can calculate total aggregator function calculates 
daily and weekly hours worked by total daily and weekly hours 
caregivers. The data aggregator should worked by caregivers. Describe 
be capable of aggregating hours across how the data aggregator will be 
programs, providers, and members capable of aggregating hours 
receiving services. across programs, providers, and 

members receivinq services. 
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Bidder's Response: 

All information captured in Tellus eVV is combined with data received from third parties through the Tellus Data Aggregator. This combined data set is the foundation for claims 
submission , analysis and reporting. The hours worked by a caregiver will be combined based on the business rules associated with the program. Data can be reviewed at the 
transaction level as well as combined across programs, providers and participants. 

This includes total hours worked by a caregiver. For example, if a business rule states that a participant can only receive eight hours of care during a day and a caregiver submits 
ten hours of care, the visit will be flagged and cannot be submitted until the record is adjusted to meet the program rules . 

Providers can run payroll reports by caregiver on a daily or weekly basis. The application will capture actual hours worked which may be different than billable hours for claims 
submission purposes. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
72 AG.5 Solution must calculate visit time logged Describe how solution calculates N/A s 

for each visit, and follow any rounding visit time logged for each visit, 
rules used as agreed with DHHS. Solution including any rounding rules 
must be configurable depending on used. Describe how solution can 
program and service requirements. be configured depending on 

program and service 
requirements. 

Bidder's Response: 

Tellus eVV is configurable with business rules forming the foundation for program rules and service requirements. If a service code is billable in fifteen-minute increments and the 
State of Nebraska wants the application to round up to the next unit if eight minutes are worked and down to the lower unit if less than eight minutes are captured, and the 
caregiver time is captured at 10 minutes, the application will calculate the visit at 1 unit. Rules can be configured based on the combination of payer and service code. Some 
service codes may be at the visit level so whether the caregiver clocks in at fifteen minutes or two hours, the number of units associated with the visit will be one. Service code 
and rounding rules will be defined during the business requirements gather phase of the engagement and deployed at the implementation of the program. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
73 AG.6 Solution should interface in near real Describe how solution will N/A s 

time with other qualified EVV systems interface in near real time with 
utilized by other entities, such as other qualified EVV systems 
providers. utilized by other entities, such as 

providers. 
Bidder's Response: 

Integration between the EW System and the Data Aggregator will be facilitated using NextGen Connect (formerly Mirth Connect) and can occur as frequently as near real time. 
All required data will be transferred from EVV to the Data Aggregator in the formats defined by the DHHS. Data transmitted from the Data Aggregator to EVV will update the EVV 
database and be available for Users in near real time. Data can be displayed in the form of alerts, through standard interaction through the user interface and/or in the form of 
reports 
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G.4 Privacy & Security Requirements: 

The privacy of participant and provider data is critical to providing a safe, secure, confidential relationship between DHHS and its participants, partners and providers. The Solution 
must provide appropriate controls and capabilities within the system to ensure that the application meets security requirements and all data is secure, accurate and contained as 
required below. 

Req.# ID 

74 PS.1 

Bidder's Response: 

EVV security: 

Contractor I Solution/Requirement 

Solution must provide capabilities and 
safeguards to ensure the security and 
integrity of all data, functions and access 
across all users. Solution must provide 
systems capabilities and safeguards to 
ensure the security and integrity of the 
EVV program, use of the solution, EVV 
system website and mobile apps, and 
the EVV data received from providers, 
including: 
a) The prevention of EVV system use, 

service verification, or EVV data access 
by provider organizations, individual 
providers, or others without proper 
authorization and credentials; 
b) Electronic documentation and audit 

trails for all logins, system uses, errors, 
alerts, and changes to data, including 
corrections by billing providers. 

Instructions to Bidder 

Describe how solution provides 
systems capabilities and 
safeguards to ensure the security 
and integrity of the EVV program, 
use of the solution, EVV system 
website and mobile apps, and 
the EVV data received from 
providers, including: 
a) The prevention of EVV 
system use, service verification, 
or EVV data access by provider 
organizations, individual 
providers, or others without 
proper authorization and 
credentials ; 
b) Electronic documentation and 

audit trails for all logins, system 
uses, errors, alerts, and changes 
to data, including corrections by 
billinq providers. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Access to the EVV solution is tightly controlled using secure login identification and device access controls. System security is integrated into the system's basic design. We have 
a number of standard security features to make sure that only authorized users can access the system and its data, including user authentication through IDs and passwords, 
functional access controls, multiple firewalls, and different virus protection products. Data transmitted between external systems and our servers is protected by authentication 
and encryption, while secure file transfer protocols (SFTP) are always used for data file transmissions 

Audit trails: All Tellus eVV data entries are monitored and appended with an audit trail that tracks the change made, individual who made the change, date and time stamp. This 
includes both data that is entered and data that is edited. All original and edited entries are retained in the database. The audit trail always includes the following data elements: 
EVV visit transaction data elements, user profile, and user credentials. The following data elements are retained in the audit trail, if applicable: caregiver profile, participant profile, 
prior authorization/service authorization data, service schedule. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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Bidder's Response: 

Solution must meet and contractor must 
document compliance with NIST SP 800-
53 Rev. 4 and SP 800-53A Rev. 4 
(moderate) security and privacy 
standards through the completion of a 
System Security Plan (SSP) per 
Attachment D prior to Go-Live. 
Contractor must provide a Plan of Action 
and Milestones (POA&M) for any items 
not fully compliant. 

Compliance is subject to a qualified 
independent security controls 
assessment prior to solution 
implementation. 

Security and privacy control 
requirements may be met by confirmed 
attestation of compliance (e.g. , 
FedRAMP, SOC 2). 

The Contractor will be responsible for 
engaging a qualified independent security 
controls assessment contractor. DHHS 
shall approve the selection of the security 
assessment contractor. 

• Describe how solution will meet 
the guidelines. 

6113 Z1 Solution Requirements - Attach· - RTM 

N/A s 

Adhering to the highest standards of information security and data integrity over time is the main driver of our approach to hosting and system backup processes. Redundancy is 
the key strategy employed to build a fault-tolerant system and robust disaster recovery methods and procedures. Our solution is compliant with the recommendations of NIST 
800-53 Rev. 4 and SP 800 53A Rev. 4. Tellus will complete a System Security Plan prior to Go-Live. 

The process of retrieving visit verifications in compliance with HIPAA standards requires all communications (application ~"7 database ~"7 mobile app ~"7 server) to happen 
over a secure HTTPS connection. We ensure that PHI information is encrypted when transmitted and encrypted at rest by using SSL/TLS and database encryption. Our hosting 
provider has achieved a number of certifications including , but not limited to , SOC 1,2,3, Fed RAMP, ISO 9001 , HITECH, PCI DSS: (https.//aws.amazon.com/compliance/). 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
76 PS.3 Solution must comply with the DHHS Describe how solution complies N/A s 

Information Security: Policy: with the DHHS Information 
Security Policy. 

Bidder's Response: 

Tellus will ensure compliance with the DHHS Information Security Policy. 

In general, Tellus IT security is comprised of an interlocking wall of infrastructure, defensive technology, monitoring technology, training , processes and procedures. Tellus has 
self-certified for HITRUST (includinq HITECH and GovRamp). 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 63 



• • 6113 Z1 Solution Requirements-Attach· - RTM 

The Tellus eW web application and APls deliver information through both public and private interfaces. Data security is managed through various protocols and user 
authentication and authorization. Secure Sockets Layer (SSL) encryption is the standard for communications over the Internet. When configured to use SSL, the application 
enforces secure communications in all private areas of the website by disallowing non-secure HTIP requests and redirecting the browser to the secure protocol. 

Database security begins with hardened, redundant Amazon Government Cloud (AWS) database servers. AWS is a top-tier, SAS 70 Type II certified datacenter. The database 
and application are configured in separate tiers of the physical systems, with strict firewall rules partitioning the servers. For the greatest level of security, Tellus eVV uses the 
Amazon Web Services Government Cloud and runs on fifteen (15) AWS datacenters located in the continental U.S. AWS datacenters are distributed in geographic regions which 
include clusters of datacenters called Availability Zones. Every region is geographically isolated in terms of power and water supply, and each zone is similarly served by 
independent networks. Redundantly storing information in different datacenters in multiple regions, availability zones, and datacenters greatly reduces downtime, as the nearest 
availability zone is activated as a backup when necessary. 

Each AWS datacenter is protected by four distinct layers of security safeguarding both data and equipment. A layering approach to security helps ensure that failure of one 
element in the system doesn't create vulnerability in the whole system: 

Perimeter Layer. Datacenters are physically enclosed by gates protected by security guards and intrusion detection technology. 
Infrastructure Layer. Energy generators, fire suppression equipment, and ordinary and extraordinary maintenance systems protect the integrity of the 
data stored in thedatacenter. 
Data Layer. Access to server rooms is restricted, tightly regulated by authorization processes and constantly monitored. 
Environmental Layer The locations where AWS datacenters are built are screened for seismic activity and extreme weather, to minimize the risk of structural 
damage caused by natural occurrences. 

AWS Identity and Access Management (1AM) policies are used to assign permissions that determine who is allowed to manage database resources. Security groups control what 
application server instances are allowed to connect to the database. 

Tellus ensures data security, including but not limited to, encryption of all ePHI , PII and FTI that is confidential under state or federal law, while it's in transmission and while it's 
resident on electronic media storage devices. Required data is encrypted at rest and will be consistent with Federal Information Processing Standards (FIPS) and the National 
Institute of Standards and Technology (NIST) publications regarding cryptographic standards. 

Tellus encrypts in-flight (being transmitted to/from/between Tellus systems) data using transport and/or message level encryption . In flight standards include: 

• TLS: 2,TLSv1 .1 and SSLv2Hello 
• Key Agreement Protocol: Ephemeral Diffie-Hellman Key with a size of 2048. 
• Cipher Suites: Ability to use up to 43 different Cipher Suites (Examples: TLS_RSA_WITH_AES_256_GCM_SHA384, 

TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384, TLS_ECDH_RSA_WITH_AES_256_GCM_SHA384, TLS_DHE_RSA_WITH_AES_256_GCM_SHA384). 

Data at rest (stored in databases, file structures, object storage, etc.) is encrypted using Federal Information Processing Standards (FIPS) and the National Institute of Standards 
and Technology (NIST) publications regarding cryptographic standards including: 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

For the application tier, low-level bindings on all its native queries are used to minimize the possibility of attacks such as SQL injection. For additional security, stored procedures 
are used to retrieve data and Object Relational Mapping is used to minimize the need for hand coding SQL statements that could be vulnerable to exploits. 

All ePHI data is encrypted in transmission and at rest when stored in a database or filesystem. We use Transparent Data Encryption (TOE) and adhere to HIPAA compliance. 
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The process of retrieving visit verifications in compliance with HIPAA standards requires all communications (application ~7 database ~7 mobile app ~7 server) to happen 
over a secure HTTPS connection. We ensure that ePHI information is encrypted when transmitted and encrypted at rest by using SSL/TLS and database encryption . Our hosting 
provider has achieved a number of certifications including, but not limited to , SOC 1,2,3, FedRAMP, ISO 9001 , HITECH, PCI DSS: (https.Jaws.amazon.com/compliance/ ) 

Role-based account permissions are used to provide native user authentication based on account name, username and a user-supplied password. User password is stored in the 
database and hashed using one-way BCrypt hashing mechanism that makes it impossible to decrypt and extremely resistant to brute-force search attacks 

Industry standard 0Auth2 protocols are used for authentication . Every application 's access to backend processes via REST API requires an authentication token to be passed 
with each API call. 

JSON Web tokens (JWT) are used for API Authentication. JWT is an open standard (RFC 7519) that defines a compact and self-contained way to securely transmit information 
between parties as a JSON object. This information can be verified and trusted because it is digitally signed . JWTs are signed using a secret JWT token sent to the API via 
standard HTTP Authorization header. Token payload contains user information restricting API access to certain endpoints. 

Browser 
' 

El 

El 

POST /users/login with username 
and password 

Returns the JWT to the Browser 

~1--------------------

a 
a 

Sends the JWT on the 
Authorization Header 

Sends response to the client 

Server 

Creates a JWT with 
a secret token 

Check JWT signature. Get user 
information from the JWT 

To further control user access, JWT tokens are configured to expire after a specified period of time based on application rules. For example, tokens requested by the EVV mobile 
application expire in less time than EVV Console tokens. To facilitate user ability to stay logged into the application, Tellus utilizes standard 0Auth2 Refresh Tokens. Refresh 
Token expiration is configured based on client specifications. 
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Resource Owner / User II POST /oauth/token 

Oauth2 Client 

Resource Owner / User 

Access_token 

El GET /resource (using token) 

II Protected resource Resource Server 

"access_token": "a00ee2c2", 
"token_type": "bearer", 

"refresh_token": "a80a6a70", 
"expires_in" : 863999999, 

"scope11 
: 

11read write trust" 
} 

Oauth2 Client Authorization Server 

Open Web Application Security Project (OWASP) standards are baseline for the Tellus eVV Mobile App. OWASP is an organization supporting open standards, policies and 
processes promoting application security. OWASP collaborated with the European Network and Information Security Agency (ENISA) to build a set of controls for mobile 
applications. They jointly published the "Smartphone Secure Development Guideline" and recommend the following principles: 
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• ID & Protect Sensitive Data on the Mobile Device 
• Protect Authentication Credentials 
• Protect Data in Transit 
• Strong User Authentication, Authorization & Session Management 
• Secure Backend Services & Server 
• Secure Third-Party Integration 
• Collect Consent for Collection & Use of User Data 
• Protect Paid-for Resources & Services 
• Secure Distributions & Provisioning of Mobile Applications 
• Avoid/Safely Use Runtime Code Interpreters 

Each principle is thoroughly documented outlining risks and methods for mitigating those risks. Tellus eVV mobile developers and testers strive to ensure our apps comply with 
OWASP standards. 

As an alternative to GPS confirmed rendered services, Tellus offers telephony-based EVV. Biometric interactive voice verification is used to detect direct service worker identity 
with at least ninety-nine percent (99%) accuracy. The following process has been implemented to capture and enforce biometric interactive voice verification combining Twilio IVR 
functionality with VoicelT biometric voice verification technology: 

1. Enrollment - this is the process of creating a voice print. The user is asked to repeat a phrase multiple times, and the recording of these utterances is compared to 
future authentication attempts. 

2. Authentication - This is the comparison of the user's phrase to recorded enrollment. These algorithms are tunable. Rules dictate how strict or loose the implementation 
matching algorithm is enforced. Authentication is accomplished via REST API or a .wav file . 

3. Users - User is created using their phone number. Login credentials are mailed to the user. If the user doesn't exist, it is created through the enrollment process. If the 
user does exist, they speak their phrase for comparative purposes. 

Required accuracy level is defined on the VoicelT platform and can be set to 99%. The higher the accuracy rate is set, the lower the potential for false positives and the higher the 
potential for false negatives. 

Req.# ID Contractor/ Solution/Requirement . Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
77 PS.4 Solution must provide for role-based Describe how solution will N/A s 

access controls in a multi-tiered provide for role-based access 
environment that allows DHHS and controls in a multi-tiered 
support coordinators and providers to environment that allows DHHS 
create user roles and assign access to and support coordinators to 
user roles for accessing system functions create user roles and assign 
or viewing of appropriate levels of data . access to user roles for viewing 
For instance, support coordination of appropriate levels of data. For 
agencies serve recipients across multiple instance, support coordination 
provider agencies and must be able to agencies serve recipients across 
access information across provider multiple provider agencies and 
agencies, but only for those individuals must be able to access 
that the support coordination agency information across provider 
serves. Roles must be flexible, allow for agencies, but only for those 
modifications and must be configured by individuals that the support 
appropriate levels of manaqement. coordination aqencv serves. 
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• 
Bidder's Response: 

• Describe how the roles are 
flexible , allow for modifications 
and can be configured by 
appropriate levels of 
mana ement. 

6113 Z1 Solution Requirements - Attach. A - RTM 

Tellus will work with the DHHS to develop User Roles and Permissions that will dictate the access a User has to EVV data and functionality ensuring Users are able to perform 
their role but restricting access to sensitive data to only those users who require it. Each User will be provided with a unique login ID and password. The password must be 
changed the first time the User logs in to the EVV application. Examples of possible user role/profile combinations are shown in the table that follows 

The User Admin has the ability to set up and disable Users near real time using functionality accessible via the Tellus eVV Web Console. Tellus eVV fully complies with HIPAA 
and HITECH standards . 

View Data Enter/Mod if , Data 

Mobile App Direct Caregiver Yes for Scheduled Visits 
Yes for Scheduled 

Visits 
Mobile App All Other User Roles No No 

Provider Administration Provider Administrator Yes Yes 
Provider Administration All Other User Roles No No 

Provider Scheduling Provider Scheduler Yes Yes 

Provider Scheduling Provider Administrator Yes 
Yes 

Provider Scheduling All Other User Roles No No 
Claims Processing Provider Claims Processor Yes Yes 
Claims Processing Provider Administrator Yes Yes 
Claims Processing All Other User Roles No No 
Provider Reporting Provider Administrator Yes Yes 
Provider Reporting Provider Scheduler Yes, Visit Reports No 
Provider Reporting Provider Claims Processor Yes, All Reports No 
Provider Reporting Case Manager Yes, All Repo_r:ts for Assigned Recipients No 
Provider Reporting Program Manager Yes, All Reports for Assigned Programs No 
Provider Reporting Payer Administrator Yes, All Reports for Assigned Programs No 

These examples are not exhaustive; they are simply a representation of potential roles that can be defined. 

In summary, access can be granted at the Module level. The abilify to view data can be restricted at the field level so a Provider Scheduler may be able to view some components 
of the participant record like name, phone number, address and services to be rendered. However, Medicaid ID can be hidden from view. · 

In addition, the ability to Enter/Modify data can be restricted by role . As an example, the participant address of record can only be changed by a Payer data feed , but alternative 
addresses can be added by the Provider Administrator and the Scheduler. 

Another example is associating tasks with service codes. If the DHHS authorizes providers to add and edit tasks, the Provider Administrator may be given permission to add tasks 
to service codes. If the DHHS wants tasks defined at the program level , the Provider Administrator will not be given permission to add tasks to service codes. That privilege will be 
retained by the Program Manager. 

Tellus eVV is multi-tiered with access defined by user roles. Providers can only see data related to their Agency. Payers can view data for all the Providers in their network. 
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• Req.# ID 

78 PS.5 

Bidder's Response: 

Contractor/ Solution/Requirement 

Solution must provide secure handling 
and storage of all data, including all 
sensitive participant and provider 
information in accordance with Health 
Insurance Portability and Accountability 
Act (HIPM) requirements, including the 
Health Information Technology for 
Economic and Clinical Health (HITECH) 
Act amendments and NIST SP 800-53. 

• Instructions to Bidder 

Describe how solution provides 
for secure handling and storage 
of all data, including all sensitive 
participant and provider 
information in accordance with 
Health Insurance Portability and 
Accountability Act (HIPM) 
requirements, including the 
Health Information Technology 
for Economic and Clinical Health 
(HITECH) Act amendments. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus ensures data security encryption of all information while in transmission and while at rest on electronic media storage devices. Required data is encrypted consistent with 
Federal Information Processing Standards (FIPS) and NIST cryptographic standards. 

In RDS Databases the encryption algorithm used is AES 256 Encryption; the encryption algorithm used for one-way hashing is SHA256. 

For the application tier, low-level bindings on all its native queries are used to minimize the possibility of attacks such as SQL injection. For additional security, stored procedures 
are_ used to retrieve data and Object Relational Mapping is used to minimize the need for hand coding SQL statements that could be vulnerable to exploits. 

All ePHI data is encrypted in transmission and at rest when stored in a database or filesystem. We use Transparent Data Encryption (TOE) and adhere to HIPM and HITECH 
compliance. 

The process of retrieving visit verifications in compliance with HIPM standards requires all communications (application ~7 database ~7 mobile app ~7 server) to happen 
over a secure HTTPS connection. We ensure that ePHI data is encrypted when transmitted and encrypted at rest by using SSL/TLS and database encryption. Our hosting 
provider, Amazon Web Services, has achieved a number of certifications including, but not limited to, SOC 1,2,3, FedRAMP, ISO 9001 , HITECH, PCI DSS: 
(https://aws.amazon.com/compliance/). 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
79 PS.6 Solution must monitor for all real or Describe how solution provides N/A s 

potential security incidents and privacy monitoring and notification. 
breaches. Notification must be received Describe how notification will be 
within 24 hours of identification, with delivered within 24 hours of 
expected impacts (known at the time) identification, with expected 
and remediation approach to be impacts (known at the time) and 
coordinated with DHHS. remediation approach to be 

coordinated with DHHS. 
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Bidder's Response: 

The DHHS will be notified immediately if Tell us becomes aware of any security breach and any unauthorized transmission or loss of any or all of the data collected or created for 
or provided by the DHHS. Tellus will immediately contain the breach to the extent possible and notify DHHS staff of the type of breach (e.g., loss of a laptop, unauthorized system 
access). We will work in accordance to your policies and requirements on identifying the manner in which the data was compromised , the type of data.that was compromised, the 
names of affected customers or employees, and whether any person acted purposefully to cause a data security breach. In the event a breach is discovered, it will be included in 
our Security Incident Reporting. Within 24 hours from the occurrence of a security incident Tellus will communicate type of incident, impact and actions taken . This report will 
include system usage anomalies, the ID of the users involved and historical usage data. 

Tellus employs traffic and network monitoring software as well AWS CloudWatch to monitor the network and provide optimum application performance. We utilize intrusion 
detection and DDOS mitigation software, maintain authentication and audit logs. Multi-Factor authentication , whenever possible, is used to restrict access to systems. 

We use antivirus, anti-spyware and anti-rootkit software to prevent viruses and spyware from affecting system performance. Antivirus and anti-spyware software are automatically 
updated daily to provide the best level of protection from new viruses. Tellus ensures data security, including , but not limited to , encryption of all information that is confidential 
under state or Federal law, while in transmission and while resident on electronic media storage devices. Required data will be encrypted at rest and will be consistent with 
Federal Information Processing Standards (FIPS), and/or the National Institute of Standards and Technology (NIST) publications regarding cryptographic standards. 

Tellus currently holds an A rating with Security Scorecard and is committed to maintaining that top-tier rating. 

Req .# ID 

80 PS.? 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must have the capability to 
detect, prevent and reduce the potential 
likelihood or impact of fraudulent use of 
the EW system. 

Instructions to Bidder 

Describe how solution has the 
capability to detect and prevent 
fraudulent use of the EVV 
system. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus undergoes annual penetration testing and external audits by an independent third party at our major data centers to review performance against identified control 
objectives and will provide the DHHS with SOC1 reports for administrative services. We will work with the DHHS to remediate any identified vulnerabilities in a mutually agreed 
upon timeframe. Patching and corrections related to security vulnerabilities of a critical nature will occur within three (3) business days and those of a major nature within ten (10) 
business days. 

Tellus' Security Operations Center (SOC) personnel monitor NIDS sensors 24/7 for security incidents. Tellus' SOC personnel provide Level 1 and 2 supports on security incidents 
and Security Engineering personnel provide Level 3 support for serious incidents. Tellus leverages Cisco as well as Open Source SNORT and McAfee in our IDS monitoring and 
reporting solution. 

For monitoring emerging information security threats and vulnerabilities , Tellus has established and formally documented Incident Response/Crisis Management (IR/CM) policies 
and procedures .The Incident and Crisis Response Center (ICRC) tracks, documents, and reports security incidents to higher level Tellus officials, and addresses accidental or 
unauthorized disclosure, modification, or destruction of ePHI or confidential information by technical or non-technical workers (support, janitorial, maintenance, and or vendors), 
operations staff (IT, managers, etc.), criminal acts, natural disasters, and/or labor strikes. 

The system identifies users by assigning unique user IDs, and the system can only be accessed through mandatory password standards (in terms of length, character 
requirements, scheduled resets and other policies set by the DHHS). Automatic logout is performed after a set period of inactivity, which can be configured per your requirements , 
for all types of access to the system. 

User accounts are typically disabled after 5 unsuccessful attempts. Users and system administrators will not be able to have a shared account, so administrator functions are 
never assiqned to basic user accounts. We look forward to supporiinq you in establishinq procedures for role attribution and training. 
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For our EVV solution, identification on data collection devices is confirmed using credentials that would have been provided to the Provider (User ID/ Password). The FOB/SAD 
solution uses the Automatic Number Identification (ANI), a method that identifies that the call is coming from the participant's home phone, to confirm the participant's name. 

For our mobile solution there are more options that can be incorporated into the application to confirm the identity of caregivers and participants (available options are dependent 
upon hardware compatibility). 

• Fingerprint identification (mobile device) 
• Biometric Voice identification (optional, not included in this proposal offering) 
• Facial Recognition (optional , not included in this proposal offering) 
• A one-time-password device can be used by both IVR and mobile devices to identify the recipient. 

All data is stored securely in our HI PAA-compliant data center with access restricted only to appropriate administrative staff. 

Req.# ID 

81 PS.8 

Bidder's Response: 

Contractor/ Solution/Requirement 

Solution must have the ability to monitor, 
track and report any modifications to the 
EVV system data. Solution must have 
the ability to track and report 
modifications to the EVV system data 
input elements after the direct service 
worker has checked in or out for 
services, including the name of the 
provider staff making the changes and 
the reason for changes. 

Instructions to Bidder 

Describe how solution has the 
ability to track and report 
modifications to the EVV system 
data input elements after the 
direct service worker has 
checked in or out for services, 
including the name of the 
provider staff making the 
changes and the reason for 
chanqes. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Transactions that do not pass the matching logic established in the business rules will require remediation by the User prior to processing. Transactions will be permitted to be 
modified for sixty (60) calendar days from the data of service. A User must request and receive payer approval to make changes to visits after that period has expired. 

Users will be permitted to modify some fields and prevented from modifying other fields. Per current requirements, Users cannot change: 

• Actual Service delivery date 
• Actual Service delivery clock-in time 
• Actual Service delivery clock-out time 

All data entry and edit into the application is tracked by an audit log. At a minimum, the audit log will capture the following information for all changes to delivered service data 
elements: 

• Data elements changed 
• Name of the user making the changes 
• Date the changes were made 
• Reason Code(s) 
• Visit maintenance date 
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Once delivered service data is modified, matching rules will attempt to re-validate the visit. If the transaction data meets the rules and the User confirms the transaction, the data 
will achieve "Matched On-Hold" status and is ready to be released. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
82 PS.9 Solution must have the capability to limit Describe how solution has the N/A s 

providers' authority to modify service capability to limit providers' 
entries or input manual service entries authority to modify service 
based on program rules which may vary entries or input manual service 
between programs. This must include entries based on program rules 
limiting the number or percentage of which may vary between 
manual service entries a provider is programs. This includes limiting 
allowed to enter. the number or percentage of 

manual service entries a 
provider is allowed to enter. 

Bidder's Response: 

Business rules determine the limitations on authority as well as number or percentage of manual service entries a provider is allowed to enter. If the DHHS wants to restrict this 
based on program, the business rules will be established to do so. Business rules will be defined during the requirements gathering phase of the engagement. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
83 PS.10 Solution must allow for multi-factor Describe how solution provides N/A s 

authentication compatible with NIST SP multi-factor authentication 
800-53 guidance for all or specific method of access control for all 
categories of users as determined by users as determined by DHHS. 
DHHS. 

Bidder's Response: 

Role-based account permissions are used to provide native user authentication based on account name, username and a user-supplied password. User password is stored in the 
database and hashed using one-way BCrypt hashing mechanism that makes it impossible to decrypt and extremely resistant to brute force search attacks. Multi-factor 
authentication compatible with NIST SP 800-53 guidance for all specific categories of users is available if determined necessary by the DHHS. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
84 PS.11 Solution must provide for secure storage Describe how solution provides N/A s 

and complete, full-time online for Secure storage and 
accessibility of all EVV data through complete, full-time online 

accessibility of all EVV data 
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• defined security roles. This must include, 
but is not limited to the following : 
a. DHHS: Division of Medicaid and 

Long-Term Care Services; Division of 
Developmental Disabilities; DHHS 
Financial Services: Financial and 
Program Analysis; and Information 
Systems and Technology {IS& T) ; 
b. The Medicaid fiscal agent (FA and 

AWC) and any other state Medicaid 
Contractor(s) designated by DHHS; 
c. Attorney General's Office: Medicaid 
Fraud and Patient Abuse Unit; 
d. All support coordination agencies, 

case managers, and care coordinators 
designated by DHHS; and 
e. Medicaid enrolled providers of EW 

mandatory services solely with respect to 
the specific service types and visits for 
which they are billing , the individual 
beneficiaries they are serving , and 
consistent with the applicable approved 
prior authorizations and service plans. 

• through defined security roles . 
This includes but is not limited to 
the entities identified in a-e. 

6113 Z1 Solution Requirements - Attach· - RTM 

Bidder's Response: 

The Tellus eVV solution uses Amazon Relational Database Service (RDS) to host our database server. Amazon RDS runs on the same highly reliable, secure infrastructure 
previously discussed. Amazon RDS synchronously replicates the data to a standby instance in a different Availability Zone (different datacenter). RDS provides the virtual 
database service component of the infrastructure. RDS is preferable over traditional database hosting options due to built-in automation of standard database operations, 
including automated backups, auto DB snapshots, read-replica capability, and multi-AZ deployment and fail-over functionality. Database backup snapshots are taken at regular 
intervals and sent to AWS S3 encrypted storage. 

• In production we provision Multi-AZ DB Instances. If the primary node fails, Amazon RDS performs an automatic failover to the standby node without manual 
intervention. When a failover is performed, there is a very short period, (typically minutes), during which the primary node is not accessible . 

• MySQL is the standard , recommended configuration for RDS. Note that RDS is not explicitly FedRAMP certified, but supports full end-to-end encryption , including both 
encryption-at-rest and encryption-in-transit. 

Full-time online accessibility to the secure database can be granted to the defined security roles. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
85 PS.12 Solution must limit access to only the Describe how solution limits TA.Bl.9 s 

authorized group of stakeholders. access to only the authorized 
individual stakeholders. 
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Bidder's Response: 

All data is stored securely in our HIPM compliant-data center with access restricted to only authorized stakeholders. Tellus eVV allows authorized users to design, save and 
share configurable dashboards and reports . Our Reporting and Business Intelligence tools are designed to meet your requirements and deliver key performance indicators that 
enable sound decision-making. A visual dashboard can be configured to display key indicators of value to the user. 

As a result of the high level of configurability of Tellus eVV, custom reports can be developed in accordance with the DHHS' requirements. 

In addition , our reporting features are designed to narrow in on key indicators known to be potential markers for fraud , waste and abuse. 

The State will have the ability to view data for all providers, whereas individual providers are limited to viewing only their own data. 

Req .# ID 

86 PS.13 

Bidder's Response: 

Contractor I Solution Requirement 

Solution must protect electronic 
protected health information (ePHI), 
personally identifiable information (PII) , 
and federal tax information (FTI) from 
improper alteration or destruction, 
including authentication mechanisms to 
corroborate that ePHI , PII , and FTI has 
not been altered or destroyed in an 
unauthorized manner. 

Instructions to Bidder 

Describe how solution protects 
electronic protected health 
information (ePHI), personally 
identifiable information (PII) , and 
federal tax information (FTI) from 
improper alteration or 
destruction, including 
authentication mechanisms to 
corroborate that ePHI, PII , and 
FTI has not been altered or 
destroyed in an unauthorized 
manner. 

CMS 
Checklist 

ID 
TA.SP.10 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus is required to adhere to applicable federal and state policies and standards, so we understand the need to comply with the requirements and standards specified by the 
DHHS. Our solutions comply with federal requirements, such as HIPM and the Affordable Care Act (ACA), and align with Medicaid Information Technology Architecture (MITA) 
3.0 and the Centers for Medicare & Medicaid Services (CMS) Seven Conditions and Standards. Additionally, our solutions comply with information security regulatory and control 
standards, such as Federal Information Security Management Act of 2002 (FISMA), HIPM, CMS MARS-E, IRS 1075, and client security policies, as well as Tellus security 
policies. Tellus is thoroughly versed in protecting PII, ePHI , FTI and other sensitive information. All Tellus employees must take annual refresher training in protecting PII , ePHI 
and other sensitive client information. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
87 PS.14 Solution must verify that a person or Describe how solution verifies TA.SP.11 s 

entity seeking access to electronic that a person or entity seeking 
protected health information (ePHI), PII access to electronic protected 
or FTI is the one claimed. health information (ePHI), PII or 

FTI is the one claimed. 
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Bidder's Response: 

The ability to designate role-based access controls to restrict and/or grant user access to certain functions and/or information is a valuable configuration feature for data security 
and integrity. Tellus eW includes robust access controls with the ability to view and/or edit specific fields of information controlled by both role-based permissions and secure, 
private login credentials. The administrator and payer Consoles provide all the functions that an administrator, payer, consumer-directed participant, or provider needs to establish 
roles and set permissions. 

Users access the system with valid login credentials, a login ID, and password . Participant data cannot be accessed without secure login credentials and the creation of a 
schedule linking a participant to a caregiver. The schedule must be created by an administrative user associated with a provider or fiscal intermediary. 

Therefore, the criteria to create multiple layers of authentication will include: 

• User must be created with secure login credentials providing a unique cell phone or email address 
• User must be associated with a member by an administrator associated with a provider or fiscal intermediary 
• User must log in to mobile app to start and end visit 

Caregivers access the mobile app on their device using their private login credentials and either a personal identification number or a biometric indicator, like a fingerprint, 
depending on the capability of the hardware. A digital signature for both the caregiver and the participant is captured at the end of each visit to verify services were delivered. The 
signatures are stored in the visit record. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
88 PS.15 Solution must follow regulations that Describe how solution follows TA.SP.15 s 

govern the safeguarding of information regulations that govern the 
about applicants and beneficiaries. The safeguarding of information 
following is the minimal set of information about applicants and 
that must be safeguarded beneficiaries as listed in the 
(1) Names, addresses and phone requirement, including all 
numbers; safeguard procedures and 
(2) Medical services provided; compensating controls according 
(3) Social and economic conditions or to the HIPAA Security Rule. 
circumstances; Describe the System Security 
(4) Agency evaluation of personal Plan to be delivered prior to 
information; implementation, and if a draft is 
(5) Medical data, including diagnosis and available provide the draft plan . 
past history of disease or disability; 
(6) Any information received for verifying 
income eligibility and amount of medical 
assistance payments. Income 
information received from the Social 
Security Administration (SSA) or the 
Internal Revenue Service must be 
safeguarded according to the 
requirements of DHHS that furnished the 
data; and 
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• 
Bidder's Response: 

(7) Any information received in 
connection with the identification of 
leqally liable third-party resources . 

• 6113 Z1 Solution Requirements-Attach· - RTM 

Tellus is fully HI PAA-compliant and ensures data security encryption of all information while in transmission and while at rest on electronic media storage devices. Required data 
is encrypted consistent with Federal Information Processing Standards (FIPS) and NIST cryptographic standards. 

In RDS Databases: 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

For the application tier, low-level bindings on all its native queries are used to minimize the possibility of attacks such as SQL injection . For additional security, stored procedures 
are used to retrieve data, and Object Relational Mapping is used to minimize the need for hand coding SOL statements that could be vulnerable to exploits . 

All ePHI data is encrypted in transmission and at rest when stored in a database or filesystem . We use Transparent Data Encryption (TOE) and adhere to HIPAA compliance. 

The process of retrieving visit verifications in compliance with HIPAA standards requires all communications (application (-7 database (-7 mobile app (-7 server) to happen 
over a secure HTTPS connection. We ensure that ePHI data is encrypted when transmitted and encrypted at rest by using SSL/TLS and database encryption. Our hosting 
provider has achieved a number of certifications including, but not limited to, SOC 1,2,3, Fed RAMP, ISO 9001, HITECH, PCI DSS: (l1ttps.//aws.amazon.com/compl1ance/) 

Role-based account permissions are used to provide native user authentication based on account name, username and a user-supplied password. User password is stored in the 
database and hashed using one-way BCrypt hashing mechanism that makes it impossible to decrypt and extremely resistant to brute force search attacks 

Industry standard 0Auth2 protocols are used for authentication. Every application 's access to backend processes via REST API requires an authentication token to be passed 
with each API call . 

JSON Web tokens (JWT) are used for API Authentication . JWT is an open standard (RFC 7519) that defines a compact and self-contained way to securely transmit information 
between parties as a JSON object. This information can be verified and trusted because it is digitally signed. JWTs are signed using a secret JWT token sent to the API via 
standard HTTP Authorization header. Token payload contains user information restricting API access to certain endpoints. 

To further control user access, JWT tokens are configured to expire after a specified period of time based on application rules . For example, tokens requested by the EVV mobile 
application expire in less time than Tellus EVV Web Console tokens. To facilitate user ability to stay logged into the application , Tellus utilizes standard 0Auth2 Refresh Tokens. 
Refresh Token expiration is configured based on client specifications. 

Open Web Application Security Project (OWASP) standards are baseline for the Tellus eVV Mobile app. OWASP is an organization supporting open standards, policies and 
processes promoting application security. OWASP collaborated with the European Network and Information Security Agency (ENISA) to build a set of controls for mobile 
applications. They jointly published the "Smartphone Secure Development Guideline" and recommend the following principles: 

• ID & Protect Sensitive Data on the Mobile Device 
• Protect Authentication Credentials 
• Protect Data in Transit 
• Strong User Authentication , Authorization & Session Management 
• Secure Backend Services & Server 
• Secure Third-Party Integration 
• Collect Consent for Collection & Use of User Data 
• Protect Paid-for Resources & Services 
• Secure Distributions & Provisioning of Mobile Aoolications 
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• Avoid/Safely Use Runtime Code Interpreters 

Each principle is thoroughly documented, outlining risks and methods for mitigating those risks. Tellus eVV mobile developers and testers strive to ensure our apps comply with 
OWASP standards. 

A detailed System Security Plan will be delivered to the State of Nebraska prior to implementation. 

Req.# ID 

89 PS.16 

Bidder's Response: 

Contractor I Solution Requirement 

Solution must comply with provisions for 
Administrative Simplification under the 
HIPAA of 1996 to ensure the 
confidentiality, integrity, and availability 
of ePHI, PII and FTI in transit and at rest, 
including: HIPPA Privacy Rule 
• Provide safeguards as described in the 
October 22, 1998 State Medicaid 
Director letter, Collaborations for Data 
Sharing between State Medicaid and 
Health Agencies; 
• Performs regular audits; and 
• Supports incident monitoring and 
reporting. 

Instructions to Bidder 

Describe how solution complies 
with provisions for Administrative 
Simplification under the HIPAA 
of 1996 to ensure the 
confidentiality, integrity and 
availability of ePHI , PII and FTI 
in transit and at rest, including all 
safeguards as described in the 
October 22, 1998 state Medicaid 
Director letter, Collaborations for 
Data Sharing between State 
Medicaid and Health Agencies. 
Describe regular audits 
performed. Describe how 
solution supports incident 
monitoring and reporting. 

CMS 
Checklist 

ID 
TA.SP.18 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus ensures data security encryption of all information while in transmission and while at rest on electronic media storage devices. Required data is encrypted consistent with 
Federal Information Processing Standards (FIPS) and NIST cryptographic standards. 

In RDS Databases: 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

For the application tier, low-level bindings on all its native queries are used to minimize the possibility of attacks such as SQL injection. For additional security, stored procedures 
are used to retrieve data and Object Relational Mapping is used to minimize the need for hand coding SQL statements that could be vulnerable to exploits. 

All ePHI , PII and FTI data is encrypted in transmission and at rest when stored in a database or filesystem. We use Transparent Data Encryption (TOE) and adhere to HIPAA 
compliance. 

,The process of retrieving visit verifications in compliance with HIPAA standards requires all communications (application ~7 database ~ 7 mobile app ~ 7 server) to happen 
over a secure HTTPS connection. We ensure that ePHI data is encrypted when transmitted and encrypted at rest by using SSUTLS and database encryption. Our hosting 
provider has achieved a number of certifications including, but not limited to, SOC 1,2,3, Fed RAMP, ISO 9001, HITECH, PCI DSS: (https://aws.amazon.com/compliance/). 
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In accordance with guidelines issued by the Office of the National Coordinator for Health Information Technology (ONG) and the HHS Office for Civil Rights (OCR) Tellus has 
completed a HIPAA Security Risk Assessment to establish and periodically review internal policies and procedures emphasizing their compliance with HIPAA provisions 
addressing privacy, security and breach notification. 

All employees are required to complete HIPAA train ing as part of the new hire onboarding process and annually thereafter. Employees with access to ePHI are required to 
undergo a Level II background check as part of the new hire onboarding process. Educational lunch and learns are conducted to ensure our staff understands the importance of 
vigilant compliance with policies and procedures. To be effective, policies and procedures must be adhered to in practice, and that requires both knowledge and diligence. 

Our incident monitoring policy defines examples of potential security incidents and how those incidents will be documented and reported. Each type of incident defines the specific 
information to be captured and formally documented. Reports are shared internally as well as with affected clients, business associates and other parties. Specifically, who the 
report should be shared with , and when , depends upon the incident. Some incidents may require a review of policies and procedures and maybe even a corrective action plan . 

Unique ID 

Response Status 

Level 

Re lated HITRUST CSF 
Control 

Scope 

1505. lla 1 Organizational.13 

1 Type Organizational 

11.a Reporting Informat ion Security Events 

In Scope Applicability Applicable 

A forma l security incident response program has been established to respond, report (without fear of 
repercussion), esca late and treat breaches and reported security events or incidents. Organization-wide 
standards are specified for t he time required for system administrators and other personnel to report 
anomalous events to the incident handling team, the mechanisms fo r such reporting, and the kind of 
information that should be included in the incident notifica t ion. This report ing includes notifying internal 
and external stakeholders, the appropriate community Computer Emergency Response Team, and law 
enforcement agencies in accordance with all legal or regulatory requirements for involving such 
organizations in computer incidents. 

Your Maturity Assessment Policy Process Implemented Measured Managed 

5. Fully Compliant (100%) 5. Fully Compliant 5. Fully Compliant (100%) 5. Fully Compliant (100%) 5. Fully Compliant (1CJO%) 
(100%) 

Maturity Rating (Score) 5+ (100.00) 

Residual Risk Rating Very High 

CAP Status CSF Compliant 

Comments 
Jira A2TCS-207, Michael B. Morell, CISSP#431307 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS 
Checklist 

ID 
90 PS.17 Solution must verify identity of all users, Describe how solution verifies TA.SP.22 

and deny access to invalid users. For identity of all users, and denies 
example: access to invalid users. 
• Requires unique sign-on credentials (ID 
and password) 

Bidding Gap Description and Recommendation for 
Ability Closure 
Code 
s 
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• Requires authentication of the receiving 
entity prior to a system-initiated session, 
such as transmitting responses to 
eliqibilitv inquiries. 

Bidder's Response: 

Access to the Tellus eVV solution is tightly controlled using secure login identification credentials and device access controls . System security is integrated into the system's basic 
design. We have a number of standard security features to make sure that only authorized users can access the system and its data, including user authentication through IDs 
and passwords, functional access controls , multiple firewalls, and different virus protection products. Data transmitted between external systems and our servers are protected by 
authentication and encryption, while secure file transfer protocols (SFTP) are always used for data file transmissions. 

Tellus has implemented secure log in procedures that include a warning notice, limit to the number of unsuccessful attempts and enforces a delay of 30 minutes without specific 
authorization from an administrator, records the number of unsuccessful and successful attempts, and does not display the password when being entered . Tellus also ensures 
that redundant user IDs are not issued to other users and that all users are uniquely identified and authenticated for both local and remote access to information systems. 
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• Unique ID 

Response Stat.is 

Level 

Related HITRUST CSF 
Control 

Scope 

HITRUST CSF Requ1,ement 

Statement 

Your Maturity Assessment 

Maturity Rating (Score) 

Residual Risk Rating 

CAP Stat~s 

Comrnerts 

Unique ID 

Response Status 

Level 

Related HITRUST CSF 

Control 

Scope 

HITRUST CSF Requirement 
Statement 

Your Maturity Assessment 

Residual Risk Rating 

CAP Stat JS 

Cornrnerts 

Req.# ID 

91 PS.18 

• 11102.0lplOrganizational.1 

1 -System 

OLp Secure Log~n Procedures 

In Scope r;r@fjffiijf Applicable 

The organization has implemented secure log-on procedures that include a warning notice, limits the 
number of unsuccessful attempts to six and enforces a delay ·of 30 minutes without specific 
authorization from an administrator, records the number of unsuccessful and successful attempts, and 
does not display the password when being entered. 

Policy Process Implemented Measured Managed 
5. Fuly Compliant (100K) S. FullyCompli•nt 5. Fully Compfl>flt (100%) 5. Fully Compliant (100 J 5. FuUyCompliant (100%) 

(1009!) 

5+{100.00) 

Very High 

CSF Compliant 

Jira A2TCS-207, Michael B. Morell, CISSP#431307 

11109.0lqlOrganizational.57 

1 -System 

OLq User Identification .and Authentication 

In Scope Mfiiffiij,' Applicable 

The organization ensures that redundant user IDs are not issued to other t:1Sers and that .all users are 
uniquely identified and .authenticated for both local and remote access to information systems. 

Policy Process Implemented Measured Managed 

5. Fuly Compf,ant (100K) 5. Fully Cornptiant 5. Fully Compfoant (100%) 5. Fully Compliant (100,I) 5. FuUyCompliant (100%) 
(1001'1 

5+{100.00) 

Very High 

CSF Compliant 

Jira A2TCS-207, Michael B. Morell, CISSP#431307 

Contractor I Solution Requirement Instructions to Bidder 

Solution must enforce password policies Describe how solution enforces 
for length, character requirements, and password policies for length , 
updates. character requirements and 

updates. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

TA.SP.24 s 
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Bidder's Response: 

Tellus eVV is highly customizable by payer and program in the form of configurations, business rules, user roles and permissions, parameters, consoles, reporting and 
integrations. During the business requirements gathering phase of the project, business analysts will work with DHHS program personnel to define the customized criteria for the 
implementation. 

Tellus has developed questionnaires to facilitate this process. Password criteria is among the configurations and includes requirements for password length, characters, updates 
and expiration. 

Tellus has implemented the following policies to ensure login rules, credentials and passwords comply with HIPM security standards. 

Unique ID 

Response Status 

Le-we 

Relat ed HITRLST (SF 

Control 

Scope 

Yov Ma:LJrt", Assessmert 

Com'Tle1ts 

Unique ID 

Response Status 

Leve 

Re lated HITRLST CSF 

Cont rol 

Scope 

Hl~RUST CSF Requirenent 

Statement 

fllatu·1ty Rating [Score) 

Res1d Jal R sk Ratiog 

CAP Sta· ,s 

Com11e1ts 

11103.0lp20rganizational.12 

Mi+ System 

01.p Secure log-on Procedures 

In Scope @H@ Applicable 

The logon procedure tor the OS should minimize the opportunity for unauthorized access by disclosing 
the minimum amount of information about the system, limiting the number of unsuccessful logon 

attempts to three and enforcing the disconnect of the data link connections. sending an alarm to the 
system console, setting the number of password retries commensurate with the minimum length of the 
password and value of the information protected, limiting the maximum and minimum t ime allowed lo. 
the logon procedure, not transmitting passwords in clear text over the network, not displaying system or 
application identifiers until the logon process is successfuDy completed, not providing help messages 

during the procedure, validating the logon information only on completion of all input data, and not 
indicating which part of the logon \VilS incorrect if an error condition arises. 

Policy Process Implemented Measured Managed 

5. f~Compliant(100%1 5. ftll~(Compliant 5_ftJllyCompliant(l00;6) 5. FUllyCOmpliant(loo%) 5 . FUllyComp nt (l00%) 
(loo%! 

5+ (100.00) 

Very High 

CSF Compliant 

Jira A2TCS--207, Michael B. Morell, C1SSP#431307 

l11l.01b2System.1 

GH System 

Ol_b User Registration 

In Scope @Mij,\ Applicable 

Group, shared or generic accounts and passwords {e.g., for first-time log-onl are not used. 

Policy Process Imp lemented Measured Managed 

5. f~ Compliant (loo%! 5. FUii/ compliant 5. FtJllyCompfoant (100: ) 5. FUiiy compliant (loo%) 5 . Fully Compflant (loo!6) 
(loo%] 

5+(100.00) 

Very High 

CSf Compliant 

Jira A2TCS--207, Michael B. Morel, C1SSP#431307 
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• 
Req.# ID 

92 PS.19 

Bidder's Response: 

Contractor I Solution Requirement 

Solution must support a user security 
profile that controls user access rights to 
data categories and system functions. 

• 
Instructions to Bidder 

Describe how solution supports a 
user security profile that controls 
user access rights to data 
cateQories and system functions. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
TA.SP.25 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Access to components of the application and the ability to view and write to specific fields is controlled by secure, private login credentials as well as by role-based permissions. 
User roles are defined during the business requirements gathering phase of the project. 

Access can be granted at the Module level. The ability to view data can be restricted at the field level so a Provider Agency Scheduler may be able to view some components of 
the participant record like name, phone number, address and services to be rendered . However, Medicaid ID can be hidden from view. 

In addition , the ability to Enter/Modify data can be restricted by role. As an example, the participant address of record can only be changed by a Payer data feed, but alternative 
addresses can be added by the Provider Administrator and the Scheduler. 

Another example is associating tasks with service codes. If the DHHS authorizes providers to add and edit tasks, the Provider Administrator may be given permission to add tasks 
to service codes. If the DHHS wants tasks defined at the program level, the Provider Administrator will not be given permission to add tasks to service codes. That privilege will be 
retained by the Program Manager. 

Tellus eVV is multi-tiered with access defined by user roles . Provider Agencies can only see data related to their Agency. Caregiver can only see data related to participants they 
serve. Payers can view data for all the Providers in their network. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
93 PS.20 Solution should permit supervisors or Describe how solution permits TA.SP.26 s 

other designated officials to set and supervisors or other designated 
modify user security access profile. officials to set and modify user 

securitv access profiles. 
Bidder's Response: 

The Provider Administrator has the ability to set up and disable users near real time using functionality accessible via the Tellus eVV Web Console. Tellus uses role-based 
permissions to ensure only individuals who need access to protected information can access it. Users with administrative access can change the role of other application users to 
change their security access profile. If an Administrator at an agency decides they want to take care of participants instead of working in the office, another Administrator will 
remove the Administrator role from that user profile and add the Caregiver role. From that point forward, the Caregiver will only have access to information associated with 
participants they take care of. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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94 PS.21 

Bidder's Response: 

Solution must include procedures for 
accessing necessary electronic 
Protected Health Information (ePHI), and 
PII in the event of an emergency; and 
continue protection of ePHI and PII 
during emergency operations. 

Describe how solution includes 
procedures for accessing 
necessary electronic Protected 
Health Information (ePHI) and PII 
in the event of an emergency. 
Describe procedures and 
compensations to ensure 
continued protection of ePHI and 
PII during emergency operations. 
This may include Disaster 
Recovery and Business Continuity 
plans which provide these 
protections. 

TA.SP.27 s 

Tellus will provide a Disaster Recovery and Business Continuity plan prior to implementation . The Plan will contain procedures for data backup, restoration, and emergency mode 
operations in the event of hardware or software failures, human error, natural disaster or other unforeseeable emergencies. 

The document is intended to provide guidance in the following areas: 

• Maintaining effective communications during a crisis situation 
• Ensuring the safety and welfare of employees, contractors and Tellus partners in the event of an emergency 
• Eliminating, or at least minimizing the risk of, service disruptions to critical busin.ess functions caused by natural, technological or human error problems 
• Quickly resuming critical operations in the event of an emergency using preset procedures that assure rapid and accurate recovery 
• Identifying vital information and educating staff in the recovery of processes needed for long-term business continuity 
• Identifying business continuity risks and proposed remediation processes to prevent or minimize long-term business impacts 

Ensuring business continuity and ongoing communication with all the involved parties is the focus of our approach , from the moment a problem is first detected. Recovery 
objectives, restoration priorities and metrics are supported by the redundant failover systems provided by AWS which ensure the real-time activation of an alternate site for all 
storage, processing and communication functions of the EVV system. Teams with responsibility for recovering operations, managing the recovery process, notifying staff on 
necessary actions to be taken, evaluating the primary AWS cloud for damage and restoring the site to normal operations are all identified in the document. 

The Disaster Recovery Plan document also outlines the existing and proposed disaster recovery processes and procedures for AWS specifically as they apply to your EVV 
deployment, along with the recovery mechanisms, staff, resources, alternate operations sites, alternate communications, and escalation procedures to accommodate anticipated 
scenarios that could disrupt or impair normal operations. Hardware and software configurations for AWS are identified for recovery requirements , along with risk mitigation 
procedures. Alternate AWS sites are identified should it be necessary to relocate operations in the recovery AWS site. 

The document describes system recovery and reconstitution tasks, along with the testing and training exercises which are performed annually to ensure that the necessary 
technical and human resources are in place and ready to provide full system restoration (without deterioration of the initial security safeguards, or functionality) within a 24-hour 
time frame. 

The Disaster Recovery Plan also evaluates the types of service interruptions which may impact the operations of the system, and the actions necessary to respond to these 
events. The primary goal is to restore access to the system for all users, while business continuity procedures are activated to stabilize normal operations and minimize the impact 
of natural and unplanned catastrophic events. 

Incident Management procedures are included to support the understanding of the risks and threats of non-technical interruptions (e.g., bomb threats, terrorism, workplace 
violence, fire , flood , general weather-related incidents). 

Checklists are provided to assist recovery teams in the execution of each of the phases of declaration of a disaster, relocation of operations, restoration of the primary site, and 
finallv, returninq to the primarv location . 
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The basic assumptions upon which the Disaster Recovery Plan is predicated are: 

• It addresses the "worst case" scenario, an event or circumstance that renders an AWS facility totally unusable for an undetermined amount of time 
• Sufficient number of staff is available to carry out the required recovery steps 
• Short-term outages, those of limited duration, are addressed and resolved using documented local operating procedures 
• Recovery planning and formulation of an appropriate recovery strategy must be predicated upon a realistic assessment of risk and a cost-effective means of mitigating 

the worst-case type of risk 
• The plan does not cover normal data backup procedures. Policies and procedures governing backups are developed and maintained by AWS based on the 

configuration. Documentation on backups can be obtained and reviewed upon written request 

The Contingency Plan supports the Disaster Recovery Plan in the definition of procedures which apply when an unplanned event or problem renders some or all of the business 
functions of the EW system temporarily unavailable. Its main purpose is to guarantee business continuity by identifying key roles and responsibilities, providing the necessary 
contact information, and established time frames for restoration objectives. 

We look forward to working with the DHHS on a detailed Contingency Plan for the EVV system. The Contingency Plan is the direct result of our risk assessment and mitigation 
process: we are committed to adopting a proactive approach by classifying possible contingencies as risks and ranking them on the basis of both severity and likeliness of 
occurrence. 

Mitigation and Contingency Action Plans are established based on the criteria and priorities resulting from this risk assessment process. The Project Manager is responsible for 
oversight of the execution of mitigation and contingency action plans for all identified risks. If a risk becomes a problem, it is communicated to all the stakeholders and the 
documented Contingency Plan is executed. 

In regards to contingency plans related to hosting, Tellus' systems reside in Amazon Web Services (AWS) and utilize AWS disaster recovery, failover and elasticity capabilities. 
The system runs in fifteen AWS datacenters in VA, OH and CA. Using various AWS regions and different physical datacenters within the same region ensures that the system is 
highly available and fault-tolerant. 

The server environment is virtualized , which allows for portability in case the disaster affects the datacenter when the application server is running . Within minutes, a new instance 
of the same server is launched in a different datacenter in a different AWS availability zone or region. As a result, downtime is 
cut to minutes instead of hours. 

By using AWS Elastic Load Balancing , Tellus achieves higher levels of efficiency to automatically route traffic across multiple instances and multiple Availability Zones (physical 
datacenters). Elastic Load Balancing ensures that only healthy Amazon application server instances receive traffic by detecting unhealthy instances and rerouting traffic across 
the remaining healthy instances. If additional computing capacity is required, systems are in place that will scale the application and database server layer to provide the required 
level of service. 

A sample Disaster Recovery Plan is attached as Attachment A. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
95 PS.22 Solution should support the SMA (the Describe solution's standard TA.SP.3 s 

covered entity) in its responsibility for: security management processes, 
(i) Standard security management including all items noted in the 
processes by implementing policies and requirements. 
procedures to prevent, detect, contain, 
and correct security violations. 
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Bidder's Response: 

(ii) Implementation specifications, which 
are all required of the contractor: 
(A) Risk analysis: Conduct an accurate 

and thorough assessment of the 
potential risks , threats , and 
vulnerabilities to the confidentiality, 
integrity, and availability of electronic 
protected health information (ePHI), 
personally identifiable information (Pl I) 
and federal tax information (FTI) 
managed, stored and processed on 
behalf of the covered entity. 
(B) Risk management: Implement 

security measures sufficient to reduce 
risks , threats , and vulnerabilities to a 
reasonable and appropriate level to 
comply with§ 164.306(a) (CFR 
45.164.306). 
(C) Sanction policy: Apply appropriate 

sanctions against workforce members 
who fail to comply with the security 
policies and procedures of the covered 
entity. 
(D) Information system activity review: 
Implement procedures to regularly 
review records of information system 
activity, such as audit logs, access 
reports , and security incident tracking 
reports . 

• 611.3 Z1 Solution Requirements - Attach· - RTM 

The Tellus solution will support the SMA in the responsibilities outlined in the requirement. 

Tellus employs a comprehensive set of standard security management processes, procedures and policies to prevent, detect, contain and correct security violations. Tellus 
undergoes annual testing to identify risks , including but not limited to , penetration testing and external audits by an independent third party at our major data centers to review 
performance against identified control objectives and will provide the DHHS with SOC1 reports for administrative services. We will work with the DHHS to remediate any identified 
vulnerabilities in a mutually agreed upon timeframe. Patching and corrections related to security vulnerabilities of a critical nature will occur within three (3) business days and 
those of a major nature within ten (10) business days. 

Tellus' Security Operations Center (SOC) personnel monitor NIDS sensors 24/7 for security incidents. Tellus' SOC personnel provide Level 1 and 2 supports on security incidents 
and Security Engineering personnel provide Level 3 support for serious incidents. Tellus uses Cisco as well as Open Source SNORT and McAfee in our IDS monitoring and 
reporting solution . 

For monitoring emerging information security threats and vulnerabilities, Tellus has established and formally documented Incident Response/Crisis Management (IR/CM) policies 
and procedures .The Incident and Crisis Response Center (ICRC tracks, documents, and reports security incidents to higher level Tellus officials, and addresses accidental or 
unauthorized disclosure, modification, or destruction of ePHI or confidential information by technical or non-technical workers (support, janitorial , maintenance, and or vendors), 
operations staff (IT, managers, etc.) , criminal acts, natural disasters, and/or labor strikes. Appropriate sanctions will be applied when workforce members fail to comply with the 
security policies and procedures of the covered entity. 
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To mitigate security threats, including breaches, Tellus routinely monitors emerging information in the industry, system performance, and operations. Additionally, we are 
committed to providing training, manuals, procedures, and support to all stakeholders on how to prevent and report possible security incidents. These communication activities 
include security warning banners compliant with state, federal and other applicable standards. Our staff undergoes annual HIPM and security training, which will be shared with 
the DHHS. 

All data is always encrypted, at rest and in transit. We use LDAP protocols for authentication and authorization, with workflow mechanisms identifying and authenticating role­
based permissions allowing users to access or edit information . The system identifies users by assigning unique user IDs, and the system can only be accessed through 
mandatory password standards (in terms of length, character requirements, scheduled resets and other policies set by the DHHS). Automatic logout is performed after a set 
period of inactivity, which can be configured per your requirements, for all types of access to the system. 

User accounts are typically disabled after 5 unsuccessful attempts, but this is a configurable option . Users and system administrators will not be able to have a shared account, so 
administrator functions are never assigned to basic user accounts. 

For our EVV solution, identification on data collection devices is confirmed using credentials that would have been provided to the Provider (User ID/ Password). This solution 
uses the Automatic Number Identification (ANI), a method that identifies that the call is coming from the recipient's home phone, to confirm the recipient name. 

For our mobile solution there are more options that can be incorporated into the application to confirm the identity of Providers and Recipients (available options are dependent 
upon hardware compatibility). 

• Fingerprint identification (mobile device) 
• Biometric Voice identification (optional , not included in this proposal offering) 
• Facial Recognition (optional , not included in this proposal offering) 
• A one-time-password device can be used by both IVR and mobile devices to identify the recipient. 

All data is stored securely in our HI PM-compliant data center with access restricted only to appropriate administrative staff. 

Tellus has procedures in place to regularly review records of information system activity, including but not limited to, audit logs, access reports and security incident tracking 
reports. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
96 PS.23 Solution should alert appropriate staff Describe solution's capabilities for TA.SP.30 s 

authorities of potential violations of alerting appropriate staff 
privacy safeguards, such as authorities of potential violations 
inappropriate access to confidential of privacy safeguards, including 
information. inappropriate access to 

confidential information. 
Bidder's Response: 

In the event we determine that access to Customer Data has been breached or potentially breached, Tellus shall immediately contain the breach to the extent possible and notify 
the DHHS staff of the type of breach (e.g., loss of a laptop, unauthorized system access, etc.). We will work in accordance with your policies and requirements on identifying the 
manner in which the data was compromised, the type of data that was compromised, the names of affected customers or employees, and whether any person acted purposefully 
to cause a data security breach. In the event a breach is discovered, it will be included in our Security Incident Reporting. As soon as practicably possible after the occurrence of a 
security incident, Tellus will communicate type of incident, impact and actions taken. This report will include system usage anomalies, the ID of the users involved and historical 
usage data . 
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Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
97 PS.24 Solution should provide "right of access" Describe solution 's process TA.SP.31 s 

and "request for access" to individuals to capabilities for providing 'right of 
protect ePHI, and PII in a timely manner, access' and 'request for access' to 
per agreed turnaround times, that allows individuals to protect ePHI , and 
it to be included in responses to inquiries PII in a manner that allows it to be 
and report requests. included in responses to inquiries 

and report requests . Note 
timeframes required to provide 
information. 

Bidder's Response: 

Tellus only allows access to ePHI and PII to state agencies, payers, claims clearinghouses, providers and fiscal intermediaries who are business associates contracted to receive 
the information required in the service continuum. Tellus does not share protected information outside of contractual relationships. Access to data is restricted based on login 
credentials and role-based permissions and monitored by logging and auditing tools that identify a user's activities within the application. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
98 PS.25 Solution should contain verification Describe solution's verification TA.SP.32 s 

mechanisms that are capable of mechanisms that are capable of 
authenticating authority (as well as authenticating authority (as well 
identity) for the use or disclosure as identity) for the use or 
requested . For example: disclosure requested . 
• Denies general practitioner inquiry for 
recipient eligibility for mental health 
services 
• Permits inquiries on claim status only 
for claims submitted by the inquiring 
provider. 

Bidder's Response: 

Tellus eVV is a SaaS-based application that is highly customizable and configurable by payer and program in the form of configurations, business rules, user roles and 
permissions, parameters, consoles, reporting and integrations. During the business requirements gathering phase of the project, business analysts will work with State program 
personnel to define the customized criteria for DHHS' implementation. 

Permissions to access, view, edit or disclose information can be established at the payer, program, plan, recipient or field levels. Both scenarios outlined are supported by our 
solution . 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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99 PS.26 

Bidder's Response: 

Solution must support encryption and 
decryption of stored ePHI , PII , and FTI or 
an equivalent alternative protection 
mechanism. 

Describe solution's capabilities for 
supporting encryption and 
decryption of stored ePHI. PII and 
FTI or an equivalent alternative 
protection mechanism. 

TA.SP.33 s 

The Tellus eVV Solution meets the State security standards for transmission of personal information as outlined in the RFP. Tellus ensures data security, including but not limited 
to, encryption of all ePHI , PII and FTI that is confidential under state or federal law, while it's in transmission and while it's resident on electronic media storage devices. Required 
data is encrypted at rest and will be consistent with Federal Information Processing Standards (FIPS) and the National Institute of Standards and Technology (NIST} publications 
regarding cryptographic standards. 

Tellus encrypts in-flight (being transmitted to/from/between Tellus systems) data using transport and/or message level encryption . In flight standards include: 

• TLS: 2,TLSv1 .1 and SSLv2Hello 
• Key Agreement Protocol: Ephemeral Diffie-Hellman Key with a size of 2048. 
• Cipher Suites: Ability to use up to 43 different Cipher Suites (Examples: TLS_RSA_WITH_AES_256_GCM_SHA384, 

TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384, TLS_ECDH_RSA_WITH_AES_256_GCM_SHA384, TLS_DHE_RSA_WITH_AES_256_GCM_SHA384). 

Data at rest (stored in databases, file structures, object storage, etc.) is encrypted using Federal Information Processing Standards (FIPS) and the National Institute of Standards 
and Technology (NIST} publications regarding cryptographic standards including: 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
100 PS.27 Solution must support encryption of Describe solution's capability to TA.SP.34 s 

ePHI, PII and FTI that is being support encryption of ePHI, PII 
transmitted, as aooropriate. and FTI that is being transmitted . 

Bidder's Response: 

The Tellus eVV Solution meets the State security standards for transmission of personal information as outlined in the RFP. Tellus ensures data security, including but not limited 
to , encryption of all ePHI , PII and FTI that is confidential under state or federal law, while it's in transmission and while it's resident on electronic media storage devices. Required 
data is encrypted at rest and will be consistent with Federal Information Processing Standards (FIPS) and the National Institute of Standards and Technology (NIST) publications 
regarding cryptographic standards. 

Tellus encrypts in-flight (being transmitted to/from/between Tellus systems) data using transport and/or message level encryption. In flight standards include: 

• TLS: 2,TLSv1 .1 and SSLv2Hello 

• Key Agreement Protocol: Ephemeral Diffie-Hellman Key with a size of 2048 . 
• Cipher Suites: Ability to use up to 43 different Cipher Suites (Examples: TLS_RSA_WITH_AES_256_GCM_SHA384, 

TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384, TLS_ECDH_RSA_WITH_AES_256_GCM_SHA384, TLS_DHE_RSA_WITH_AES_256_GCM_SHA384). 

Data at rest (stored in databases, file structures, object storage, etc.) is encrypted using Federal Information Processing Standards (FIPS) and the National Institute of Standards 
and Technoloqy (NIST) publications reqardinq crvptoqraphic standards includinq: 
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• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

Req.# ID 

101 PS.28 

Bidder's Response: 

Contractor I Solution Requirement 

Solution should support integrity controls 
to guarantee that transmitted ePHI , PII , 
and FTI are not improperly modified 
without detection (e.g . provide secure 
claims transmission) . 

Instructions to Bidder 

Describe solution 's capability to 
support integrity controls to 
guarantee that transmitted ePHI , 
PII and FTI are not improperly 
modified without detection. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
TA.SP.35 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The Tellus EVV web-based application , mobile application and APls deliver information through both public and private interfaces. Data security is managed through various 
protocols and user authentication and authorization. Secure Sockets Layer (SSL} encryption is the standard for communications over the Internet. When configured to use SSL, 
the application enforces secure communications in all private areas of the website by disallowing non-secure HTTP requests and redirecting the browser to the secure protocol. 
Database security begins with hardened, redundant Amazon Government Cloud (AWS) database servers. AWS is a top-tier, SAS 70 Type II certified datacenter. The database 
and application are configured in separate tiers of the physical systems, with strict firewall rules partitioning the servers. 

AWS Identity and Access Management (1AM) policies are used to assign permissions that determine who is allowed to manage database resources. Security groups control what 
application server instances are allowed to connect to the database. 

Tellus ensures data security encryption of all information while in transmission and while at rest on electronic media storage devices. Required data is encrypted consistent with 
Federal Information Processing Standards (FIPS) the National Institute of Standards and Technology (NIST} publications regarding cryptographic standards .. 

Tellus encrypts in-flight (being transmitted to/from/between Tellus systems) data using transport and/or message level encryption. In flight standards include: 

• TLS: 2,TLSv1 .1 and SSLv2Hello 
• Key Agreement Protocol: Ephemeral Diffie-Hellman Key with a size of 2048. 
• Cipher Suites: Ability to use up to 43 different Cipher Suites (Examples: TLS_RSA_WITH_AES_256_GCM_SHA384, 

TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384, TLS_ECDH_RSA_WITH_AES_256_GCM_SHA384, TLS_DHE_RSA_WITH_AES_256_GCM_SHA384). 

Data at rest (stored in databases, file structures, object storage, etc.) is encrypted using Federal Information Processing Standards (FIPS) and the National Institute of Standards 
and Technology (NIST} publications regarding cryptographic standards including: 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

For the application tier, low-level bindings on all its native queries are used to minimize the possibility of attacks such as SQL injection : For additional security, stored procedures 
are used to retrieve data and Object Relational Mapping is used to minimize the need for hand coding SQL statements that could be vulnerable to exploits. 

All ePHI , PII and FTI data is encrypted in transmission and at rest when stored in a database or filesystem. We use Transparent Data Encryption (TOE) and adhere to HIPAA 
compliance. 
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The process of retrieving visit verifications in compliance with HIPAA standards requires all communications (application f-7 database f-7 mobile app f-7 server) to happen 
over a secure HTTPS connection . We ensure that ePHI, PII and FTI is encrypted when transmitted and encrypted at rest by using SSUTLS and database encryption. Our hosting 
provider has achieved a number of certifications including, but not limited to , SOC 1,2,3, FedRAMP, ISO 9001, HITECH, PCI DSS: (https://aws.amazon.com/compliance/) 

Role-based account permissions are used to provide native user authentication based on account name, username and a user-supplied password . User password is stored in the 
database and hashed using one-way BCrypt hashing mechanism that makes it impossible to decrypt and extremely resistant to brute-force search attacks 

Industry standard 0Auth2 protocols are used for authentication . Every application 's access to backend processes via REST API requires an authentication token to be passed 
with each API call. 

JSON Web tokens (JWT) are used for API Authentication . JWT is an open standard (RFC 7519) that defines a compact and self-contained way to securely transmit information 
between parties as a JSON object. This information can be verified and trusted because it is digitally signed. JWTs are signed using a secret JWT token sent to the API via 
standard HTTP Authorization header. Token payload contains user information restricting API access to certain endpoints. 

To further control user access, JWT tokens are configured to expire after a specified period of time based on application rules. For example, tokens requested by the EVV mobile 
application expire in less time than EVV Console tokens. To facilitate user ability to stay logged into the application, Tellus uses standard 0Auth2 Refresh Tokens. Refresh Token 
expiration is configured based on client specifications. 

Open Web Application Security Project (OWASP) standards are baseline for Tellus eVV Mobile app. OWASP is an organization supporting open standards, policies and 
processes promoting application security. OWASP collaborated with the European Network and Information Security Agency (ENISA) to build a set of controls for mobile 
applications. They jointly published the "Smartphone Secure Development Guideline" and recommend the following principles: 

ID & Protect Sensitive Data on the Mobile Device 
Protect Authentication Credentials 
Protect Data in Transit 
Strong User Authentication , Authorization & Session Management 
Secure Backend Services & Server 
Secure Third-Party Integration 
Collect Consent for Collection & Use of User Data 
Protect Paid-for Resources & Services 
Secure Distributions & Provisioning of Mobile Applications 
Avoid/Safely Use Runtime Code Interpreters 

Each principle is thoroughly documented outlining risks and methods for mitigating those risks. Tellus eVV mobile developers and testers strive to ensure our apps comply with 
OWASP standards. 

Req .# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
102 PS.29 Solution should provide data integrity of Describe solution's capability to TA.SP.36 s 

ePHI, PII and FTI by preventing and provide data integrity of ePHI, PII 
detecting improper alteration or and FTI by preventing and 
destruction (e.g. double keying , message detecting improper alteration or 
authentication, digital signature, check destruction. 
sums etc.). 

Bidder's Response: 
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Tellus ensures that the design and implementation of applications takes into account the risks noted in the requirement as well as of processing failures that may lead to a loss of 
integrity. Tellus takes steps to minimize risk by employing appropriate data integrity controls. Data integrity controls address: 

1. The use of add, modify and delete functions to implement changes to data 
2. Procedures to prevent programs running in the wrong order or running after failure of prior processing. 
3. The use of appropriate programs to recover from failures to ensure the correct processing of data. 
4. Protection against attacks using buffer overruns/overflows. 
5. A checklist for validation checking is prepared, activities documented, and the results kept secure. The checks to be incorporated include the following and can be 

manual: 
a. Session or batch controls , to reconcile data file balances after transaction updates. 
b. Balancing controls, to check opening balances against previous closing balances, namely: Run-to-run controls, file update totals, program-to-program controls, 

validation of system-generated input data. 
c. Checks on the integrity, authenticity or any other security feature of data or software downloaded, or uploaded, between central and remote computers. 
d. Hash totals of records and files. 
e. Checks to ensure that application programs are run at the correct time. 

Checks to ensure that programs are run in the correct order and terminate in case of failure, and that further processing is halted until the problem is resolved; and creating an 
automated log of the activities involved in the processing. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
103 PS.30 Solution must provide the capability that Describe solution 's capability for TA.SP.37 s 

all system activity can be traced to a all system activity to be traced to a 
specific user or entity. specific user or entitv. 

Bidder's Response: 

All data entered and modified in the solution will be logged by user along with the date and time the entry was made. Reporting based on audit log activity is supported . We can 
identify user activity including access to specific member data. The EVV system tracks access and activity by user login ID which is easily associated with username. The date, 
time, device IP address and actions performed are all captured. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
104 PS.31 Solution should identify and respond to Describe how solution identifies TA.SP.38 s 

suspected or known security and privacy and responds to suspected or 
incidents; mitigate any harmful effects known security and privacy 
of security and privacy incidents that are incidents; mitigates any harmful 
known to the covered entity or business e.ffects of security and privacy 
associate; and document security incidents that are known to the 
incidents and their outcomes. (Such as covered entity or business 
exceed maximum number of logon associate; and document security 
attempts.) incidents and their outcomes. 

Bidder's Response: 
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We take our obligation to protect sensitive information very seriously and design all aspects of the EVV system to include the necessary safeguards to make sure sensitive 
information is not put at risk. Tellus has not experienced a breach or not met security/privacy requirements. Our processes and procedures comply with HIPM and HITECH 
regulations for Administrative, Physical , Technical Safeguards and Breach Notification. 

The DHHS will be notified immediately if the Tellus becomes aware of any security breach or any unauthorized transmission or loss of any or all of the data collected or created 
for, or provided by, the DHHS. 

AWS Cloudwatch is used to monitor network traffic, bandwidth utilization and identify bottlenecks that impede performance. Monitoring and auto-scaling systems provide the 
information required to diagnose system performance issues, errors and backlogs. Monitoring includes but it not limited to CPU, memory utilization, network and disk utilization. 
For the database server, we also monitor read/write latency, number of sessions, and session performance. Our engineers get immediate notifications regarding all system 
issues. If they cannot be resolved immediately, notifications will be forwarded to the DHHS and/or Providers as required based on service level agreements. 

We use intrusion detection and DDOS mitigation software and maintain authentication and audit logs. Multi-Factor authentication is used whenever possible to restrict access to 
systems. Antivirus, anti-spyware and anti-rootkit software is used to prevent viruses and spyware from affecting system performance. Antivirus and anti-spyware software is 
automatically updated daily to provide the best level of protection from new viruses. 

Data security, including , but not limited to , encryption of all information that is confidential under Federal law, while in transmission and while resident on electronic media storage 
devices. Required data is encrypted at rest consistent with Federal Information Processing Standards (FIPS) and the National Institute of Standards and Technology (NIST) 
publications regarding cryptographic standards. 

We currently have an A rating with Security Scorecard and committed to maintain top-tier rating . 

Req .# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
105 PS.32 Solution must log system activity and Describe solution 's capability for TA.SP.39 s 

enable analysts to examine system logging system activity and 
activity in accordance with audit policies enabling analysts to examine 
and procedures (error diagnosis, and system activity in accordance with 
performance management) adopted by audit policies and procedures 
DHHS. adopted by DHHS. 

Bidder's Response: 

All system activity in the solution is logged by user along with the date and time the entry was made. Reporting based on audit log activity is supported . We can identify user 
activity including access to specific member data. The EVV system tracks access and activity by user login ID which is easily associated with username. The date, 
time, device IP address and actions performed are all captured. 

We can accommodate the DHHS' audit policies and procedures related to error diagnosis and performance management. 

Req .# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
106 PS.33 Solution must support procedures for Describe solution 's ability to TA.SP.41 s 

-guarding, monitoring , and detecting support procedures for guarding, 
malicious software (e.g. viruses, worms, monitoring, and detecting 
malicious code, etc.). malicious software. 
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Bidder's Response: 

We have a number of standard security features to make sure that only authorized users can access the system and its data, including user authentication through IDs and 
passwords, functional access controls, multiple firewalls, and different virus protection products. Data transmitted between external systems and our servers are protected by 
authentication and encryption, while secure file transfer protocols (SFTP) are always used for data file transmissions. 

Different antivirus, anti-spyware and anti-rootkit software is used to prevent viruses and spyware from affecting system performance. Antivirus and anti-spyware software is 
automatically updated daily to provide the best level of protection from new viruses. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
107 PS.34 Solution should have the capability to Describe solution's ability to have TA.SP.42 s 

provide provision of access to an provide provision or access to an 
authorized user or request. authorized user or request. 

Bidder's Response: 

We authenticate and authorize users of the EVV solution based on the principle of least privilege, which we enforce by role-based access control (RBAC). System security 
assigns unique roles to specific users, limiting access to applications and data. Our security approach provides user access for data aggregation reports and leverages the 
solution's extensive security infrastructure to strictly enforce authorization and RBAC permissions. We use role membership to control : 

• The user interfaces 
• The reports, menu items, and information a user can see 
• The actions a user can perform 

We enable the ability to establish super users who will have the authority to create and manage other user roles and permissions. Typically, payers send us provider agency 
information via a data feed. Provider agency Administrators are provisioned based on request. Each provider agency must have at least on Administrator user, who will then 
provision additional users of the system. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
108 PS.35 Solution should contain indicators that Describe solution 's ability to TA.SP.43 s 

can be set to restrict distribution of ePHI, contain indicators that can be set 
PII and FTI in situations where it would to restrict distribution of ePHI , PII 
normally be distributed. and FTI in situations where it 

would normally be distributed. 
Bidder's Response: 

Tellus eVV is a configurable, scalable and extensible COTS-based EVV solution for Nebraska. As such, our solution is already designed and developed, but will be customized 
through configuration to meet Nebraska-specific requirements. We will configure, implement, operate, ar:id maintain the system in compliance with HIPAA requirements. Security 
and privacy will be very important from the signing of the contract through system closeout and turnover. We understand the importance of enforcing ePHI, PII and FTI 
restrictions. A key foundation of our approach to your EW solution is our experience delivering large-scale systems based on HIPAA, National Institute of Standards and 
Technology (NIST), and State security guidelines. As a health care technology company, we have privacy and security programs that suooort compliance with various federal 
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and state privacy regulations. These regulations include HIPAA privacy rules and the applicable privacy controls under MARS-E as well as related State privacy requirements. 
We apply controls based on jurisdictional prudence. For example, if a client standard or regulation is more stringent, then it takes precedence in our planning. 

Our business rules engine is fully capable of restricting distribution of ePHI, PII and FTI in situations where it would normally be distributed. Requirements for business rules will 
be established during the requirements gathering phase of the engagement. 

We bring added protection through the experience of our team. While privacy, security, and confidentiality are supported by best practices, they rely on implementation by 
individuals who must know, understand, and comply with those regulations and best practices. We require every employee and contractor to successfully pass on first hire, and 
annually thereafter, HIPAA centered Privacy and Security Training. Our proposed solution complies with HIPAA standards. Our cloud-based EW solution is hosted through a 
web services environment that is the most secure hosted network solution available. Access to the EVV solution is tightly controlled using secure login identification and device 
access controls. System security is integrated into the system's basic design. We have a number of standard security features to make sure that only authorized users can 
access the system and its data, including user authentication through IDs and passwords, functional access controls, multiple firewalls, and different virus protection products. 
Data transmitted between external systems and our servers are protected by authentication and encryption, while secure file transfer protocols (SFTP) are always used for data 
file transmissions. 

We do not use or disclose health information for any reason other than that mandated within the client requirements or otherwise required as a matter of law. We understand the 
significance of signing and adhering to the policies, protocols, and procedures outlined in the DHHS Business Associate Agreement (BAA). BAAs will be signed by both parties, 
so data is adequately secured according to Nebraska policies and standards. This agreemenUcontract will be in force prior to testing or production implementation of a business 
associate data exchange. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
109 PS.36 Solution should track disclosures of Describe solution's ability to track TA.SP.44 s 

ePHI, PII and FTI ; and provide disclosures of ePHI , PII and FTI; 
authorized users access to and reports and to provide authorized users 
on the disclosures. access to and reports on the 

disclosures. 
Bidder's Response: 

All system activity in the solution is logged by user along with the date and time the entry was made. Reporting based on audit log activity is supported . We can identify user 
activity including disclosure of ePHI , PII and FTI and provide authorized users access to and reports on the disclosures. The EVV system tracks access and activity by user login 
ID which is easily associated with username. The date, time, device IP address and actions performed are all captured. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
110 PS.37 Solution must have standard Access Describe solution's capability for TA.SP.5 s 

Control specifications including , but not standard Access Control 
limited to: specifications, including all 
(i) Assigning a unique name and/or identified items i through iv. 
number for identifying and tracking user 
identity. 
(ii) Establishing and implementing, as 
needed, emergency access procedures 
for obtaining necessary electronic 
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Bidder's Response: 

protected health information (ePHI), PII , 
and FTI during an emergency. 
(iii) Implementing electronic procedures 
that terminate an electronic session after 
a predetermined time of inactivity. 
(iv) Implementing a mechanism to 
encrypt and decrypt electronic protected 
health information (ePHI), PII, and FTI. 

We authenticate and authorize users of the EVV solution based on the principle of least privilege, which we enforce by role-based access control (RBAC). System security 
assigns unique usernames and roles to specific users, limiting access to applications and data. Our security approach provides user access for data aggregation reports and 
leverages the solution's extensive security infrastructure to strictly enforce authorization and RBAC permissions. We use role 
membership to control : 

• The user interfaces 
• The reports, menu items, and information a user can see 
• The actions a user can perform 

We enable the ability to establish super users who will have the authority to create and manage other user roles and permissions. 

We will establish and implement, as needed, emergency access procedures for obtaining necessary electronic protected health information (ePHI), PII and FTI during an 
emergency. 

We also have controls in place to terminate an electronic session after a predetermined time of inactivity, which can be configured to the DHHS' requirements, for all types of 
access to the system. User accounts are typically disabled after 5 unsuccessful attempts. Users and system administrators are not allowed to have shared accounts, so 
administrator functions are never assigned to basic user accounts. 

All data is encrypted in transit and at rest. Encryption/decryption mechanisms follow best practices and standards. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
111 PS.38 Roles and responsibilities of individuals Describe solution 's capability for TA.SP.50 s 

should be separated through assigned separating roles and 
information access authorization as responsibilities of individuals 
necessary to prevent malevolent activity. through assigned information 

access authorization as 
necessary to prevent malevolent 
activitv. 

Bidder's Response: 

During the business requirements gathering phase of the engagement, Tellus will work with the DHHS to define User Roles and Permissions. Roles and Permissions determine 
what information can be viewed or edited in the system. At a minimum, each Account Profile User will require one User Administrator (Admin). Onboarding will begin when the 
User Administrator Account Profile contact information is entered into the EVV System. Tellus will provide Login Credentials to the User Administrator. The User Administrator 
will be required to provide the following information to set up the U:5er Account Profile: 
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• National Provider Identifier (NPI) or Atypical Provider Identifier (API) 
• Taxpayer Identification Number (TIN) 
• Contract Number (when applicable) 
• Taxonomy 
• Legal Name 
• Doing Business As (OBA) Name 
• Address (Street, City, State, Zip+4) 

User Administrator will be validated real time using the data provided in the payer data feed housed in the Data Aggregator. If any of the data elements entered by the User 
Administrator do not match , the User Administrator will be notified , and the User Profile will be incomplete. The User Account will not be available for any EVV System 
functionality until the User Profile is complete with all entered data fields matching the data residing in the Data Aggregator. 

Once the User Profile is complete, the User Admin will be able to add other Users to the User Account Profile. User Roles available to be assigned to each user added will be 
defined during the business requirements gathering phase of the engagement, examples include: 

• Scheduler 
• Claims Processor 
• Designated Representative 
• Caregiver 

Anyone set up as an Administrator will have the ability to update and add User Profile data. Some data residing in the Data Aggregator will auto-populate the payer data feed . 
User Administrators will not have the ability to overwrite data originating from the Data Aggregator. 

Mobile App Users can be associated with multiple provider agencies. 

Administrators can associate Medicaid participants with their User Account Profile. The EVV System will create one Participant Profile for each Medicaid Participant. At a 
minimum, the EVV System will capture and retain the following information for each Participant: 

• Medicaid Identification Number 
• Legal Name (First, Last, Ml) 
• Date of Birth 
• Medicaid Eligibility start date 
• Medicaid Eligibility end date 
• Managed Care Eligibility start date 
• Managed Care Eligibility end date 
• Payer - Managed Care Plan 
• Address (Street, City, State, Zip+4) 
• Landline Home Phone Number 

The role of Payer Administrator will be defined and provided to users with appropriate security access to perform the following functions: 

• Add/Update User Records 
• Add/Update Prior Authorization Records 
• Add/Update Participant Records 

The Tellus eVV solution separates roles and responsibilities so only authorized users have permission to perform certain functions. 
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• 
Req.# ID 

112 PS.39 

Bidder's Response: 

Contractor I Solution Requirement 

User account access authorization 
should follow the concept of least 
privilege; allowing users access to only 
the information that is necessary to 
accomplish assigned tasks in 
accordance with business functions. 

• 
Instructions to Bidder 

Describe solution 's ability to 
manage user account access 
authorization following the 
concept of least privilege -
allowing users access to only the 
information that is necessary to 
accomplish assigned tasks in 
accordance with their business 
functions. 

6113 Z1 Solution Requirements -Attach· - RTM 

CMS 
Checklist 

ID 
TA.SP.51 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus will work with the DHHS to develop User Roles and Permissions that will dictate the access a User has to EVV data and functionality ensuring Users are able to perform 
their role but restricting access to sensitive data to only those users who require it. We authenticate and authorize users of the EVV solution based on the principle of least 
privilege, which we enforce by role-based access control (RBAC). System security assigns unique roles to specific users, limiting access to applications and data. Our security 
approach provides user access for data aggregation reports and leverages the solution 's extensive security infrastructure to strictly enforce authorization and RBAC permissions. 
We use role membership to control: 

• The user interfaces 
• The reports, menu items, and information a user can see 
• The actions a user can perform 

We enable the ability to establish super users who will have the authority to create and manage other user roles and permissions. The table that follows shows some typical 
roles and their permissions: 

I Enter/Modify Data 
Mobile A Direct Care iver Yes for Scheduled Visits Yes for Scheduled Visits 
Mobile A All Other User Roles No No 
Provider Administration Provider Administrator Yes Yes 
Provider Administration All Other User Roles No No 
Provider Schedulin Provider Scheduler Yes Yes 
Provider Schedulin Provider Administrator Yes Yes 

All Other User Roles No No 
Provider Claims Processor Yes Yes 
Provider Administrator Yes Yes 
All Other User Roles No No 
Provider Administrator Yes Yes 
Provider Scheduler No 

Provider Re No 
Provider Re Yes, All Re No 
Provider Re Yes, All Re No 
Provider Re Yes, All Re No 
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Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
113 PS.40 Accounts should be disabled after 3 Describe solution's process for TA.SP.52 s 

consecutive invalid login attempts. disabling the account access after 
3 consecutive invalid login 
attempts. 

Bidder's Response: 

Disabling account access after 3 consecutive invalid login attempts is a configurable option that will be defined during the requirements gathering phase of the engagement. If 
the DHHS wants account disabled after 3 consecutive invalid login attempts, this is easily configured in the business rules engine. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
114 PS.41 User account access should be reviewed Describe solution 's process for TA.SP.53 s 

on a quarterly basis at a minimum. User reviewing user account access 
accounts should be appropriately quarterly, and disabling accounts 
disabled as roles and responsibilities as user roles and responsibilities 
chanqe. chanqe. 

Bidder's Response: 

Tellus' user registration and de-registration process, at minimum: 

• Communicates relevant policies to users and requires acknowledgement (e.g., signed or captured electronically}, 

• Checks authorization and minimum level of access necessary prior to granting access, 
• Ensures access is appropriate to the business and/or clinical needs (consistent with sensitivity/risk and does not violate segregation of duties requirements), 
• Addresses termination and transfer, 

• Ensures default accounts are removed and/or renamed, 
• Removes or blocks critical access rights of user who have changed roles or jobs, and 
• Automatically removes or disables inactive accounts . 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
115 PS.42 After a State defined period of inactivity, Describe solution's ability to TA.SP.54 s 

the system should initiate a session lock; initiate a session lock after a state 
the session lock should remain in place defined period of inactivity, and 
until the user reestablishes access using ensuring the session lock stays in 
established identification and place until the user reestablishes 
authentication procedures. access using established 

identification and authentication 
procedures . 
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Bidder's Response: 

Users are logged out of the application after a predefined period of inactivity, based on the State's policies and procedures. Default settings require time-out of the session after 
15 minutes of inactivity and close-out of the network sessions after 30 minutes of inactivity. Users are required to reestablish authenticated access once the session has been 
paused or closed. These intervals are configurable and will be determined in collaboration with the State during the requirements gathering phase of the engagement. 

Req .# ID 

116 PS.43 

Bidder's Response: 

Contractor/ Solution Requirement 

Solution should enforce physical access 
authorizations for all physical access 
points (including designated entry/exit 
points) to the facility where the 
information system resides (excluding 
those areas within the facility officially 
desiQnated as publicly accessible). 

Instructions to Bidder 

Describe how solution enforces 
physical access authorizations for 
all physical access points to the 
facility where the solution resides. 

CMS 
Checklist 

ID 
TA.SP.56 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus systems reside in Amazon Web Services (AWS) Government Cloud and utilize AWS disaster recovery, failover and elasticity capabilities. The system runs in fifteen AWS 
datacenters in VA, OH and CA. Using various AWS regions and different physical datacenters within the same region ensures that the system is highly available and fault­
tolerant. The choice of AWS Government Cloud provides multiple safeguards and advantages 

AWS provides physical data center access only to approved employees. All employees who need data center access must first apply for access and provide a valid business 
justification. These requests are granted based on the principle of least privilege, where requests must specify to which layer of the data center the individual needs access, and 
are time-bound . Requests are reviewed and approved by authorized personnel , and access is revoked after the requested time expires. Once granted admittance, individuals 
are restricted to areas specified in their permissions. 

Third-party access is requested by approved AWS employees, who must apply for third-party access and provide a valid business justification. These requests are granted 
based on the principle of least privilege, where requests must specify to which layer of the data center the individual needs access, and are time-bound. These requests are 
approved by authorized personnel, and access is revoked after request time expires. Once granted admittance, individuals are restricted to areas specified in their permissions. 
Anyone granted visitor badge access must present identification when arriving on site and are signed in and escorted by authorized staff. 

Physical access to data centers in the AWS Government Cloud is restricted to employees who have been validated as being U.S. citizens. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
117 PS.44 Solution should maintain a current list of Describe solution 's process for TA.SP.57 s 

personnel with authorized access to the maintaining a current list of 
space where required (e.g. review and personnel with authorized access 
approval of access list and authorization to the space where solution 
credentials at least once every 180 days, resides and the process for 
removes personnel from the access list maintaining the list. 
that no lonQer require access). 

Q TELLUS Tellu eVV Response o 1-<equest or Proposal #6113 Z1 99 



• • 6113 Z1 Solution Requirements - Attach· - RTM 

Bidder's Response: 

Because the datacenter is virtual, there is no "physical access list" to maintain. We do maintain a list of personnel who have "virtual access." This is part of our quarterly access 
rights review. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

118 PS.45 Physical access to information system 
distribution and transmission lines must 
be controlled within the facility to prevent 
unauthorized access. 

Describe solution 's ability to 
control physical access to 
information system distribution 
and transmission lines within the 
facility to prevent unauthorized 
access. 

TA.SP.58 s 

Bidder's Response: 

The EVV platform is hosted on Amazon Web Services (AWS) Government Cloud and runs on 15 AWS datacenters located in the continental US. AWS datacenters are distributed 
in geographic regions which include clusters of datacenters called Availability Zones. Every region is geographically isolated in terms of power and water supply, and each zone 
is similarly served by independent networks. 

Redundantly storing information in different datacenters in multiple regions, availability zones, and datacenters greatly reduces downtime, as the nearest available node is activated 
as a backup. Each AWS datacenter is protected by four distinct layers of security: 

• Perimeter Layer - Datacenters are physically enclosed by gates protected by security guards and intrusion detection technology 
• Infrastructure Layer - Energy generators, fire suppression equipment, and ordinary and extraordinary maintenance systems protect the integrity of the data stored in 

the datacenter 
• Data Layer - Access to server rooms is restricted, tightly regulated by authorization processes and constantly monitored 
• Environmental Layer - The locations where AWS datacenters are built are screened for seismic activity and extreme weather, to minimize the risk of structural damage 

caused by natural occurrences 

AWS provides physical data center access only to approved employees. All employees who need data center access must first apply for access and provide a valid business 
justification. These requests are granted based on the principle of least privilege, where requests must specify to which layer of the data center the individual needs access, and 
are time-bound. Requests are reviewed and approved by authorized personnel, and access is revoked after the requested time expires. Once granted admittance, individuals 
are restricted to areas specified in their permissions. 

Third-party access is requested by approved AWS employees, who must apply for third-party access and provide a valid business justification. These requests are granted 
based on the principle of least privilege, where requests must specify to which layer of the data center the individual needs access, and are time-bound. These requests are 
approved by authorized personnel, and access is revoked after request time expires. Once granted admittance, individuals are restricted to areas specified in their permissions. 
Anyone granted visitor badge access must present identification when arriving on site and are signed in and escorted by authorized staff. 

Physical access to data centers in the AWS Government Cloud is restricted to employees who have been validated as being U.S. citizens. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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119 PS.46 Solution must guard against unauthorized Describe solution's capabilities for TA.SP.6 s 
access to electronic protected health guarding against unauthorized 
information (ePHI), PII , or FTI that is access to ePHI , PII or FTI that is 
being transmitted over an electronic being transmitted over an 
communications network. electronic communications 

network. 
Bidder's Response: 

The process of retrieving visit verifications in compliance with HIPAA standards requires all communications (application f-"7 database f-"7 mobile app f-"7 server) to occur 
over a secure HTTPS connection. We make sure ePHI, PII and FTI data is encrypted when transmitted and at rest using SSL/TLS and database encryption. Our hosting 
provider has achieved a number of certifications including, but not limited to , SOC 1,2,3, FedRAMP, ISO 9001, HITECH, PCI DSS: (https://aws.amazon.com/compliance/) 

Access to all system components that store sensitive or protected information are tightly controlled using role-based and permission-based access controls. Data is always 
encrypted in transmission and at rest. 

Req .# ID 

120 PS.47 

Bidder's Response: 

Contractor/ Solution Requirement 

Solution should implement policies and 
procedures that govern the receipt and 
removal of hardware and electronic media 
that contain electronic protected health 
information (ePHI), PII or FTI). 

Instructions to Bidder 

Describe solution's policies and 
procedures that govern the receipt 
and removal of hardware and 
electronic media that contain 
ePHI , PII or FTI, and the process 
for maintaining policies and 
procedures. 

CMS 
Checklist 

ID 
TA.SP.? 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus maintains Standard Operating Procedures that govern Access Control Procedures for the receipt and removal of hardware and electronic media that contain ePHI, PII or 
FTI. These procedures are reviewed and updated, at minimum, on an annual basis or as necessary based on business needs. 

The purpose of the Standard Operating· Procedure related to Access Control Procedures is to give guidance on how to request access, grant job function access, grant 
temporary elevation of rights, review of, and the revocation of rights. 

The scope of this policy includes the following areas: 

1. User Access Request 
2. Critical Access review, approval , rejection 
3. Temporary Elevation of rights 
4. Revocation of rights 
5. Third Party Vendor and Service Provider This policy applies to all Tellus employees, contractors, sub-contractors, consultants, temporary and other workers, and all 

third-party service personnel who access the Company network. 

This Standard Operating Procedure demonstrates a clear commitment to maintaining and enforcing Confidentiality, Integrity, and Availability of ePHI, PII, FTI and Non-Public 
Personal Information. 
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Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 

121 PS.48 

Bidder's Response: 

Solution must enforce a sufficient level of 
authentication / identification against 
fraudulent transmission and imitative 
communications deceptions by validating 
the transmission, message, station or 
individual. 

Describe solution 's capability to 
enforce a sufficient level of 
authentication / identification 
against fraudulent transmission 
and imitative communications 
deceptions by validating the 
transmission , message, station or 
individual. 

Checklist Ability Closure 
ID Code 

TA.SP.70 S 

Role-based account permissions are used to provide native user authentication based on account name, username and a user-supplied password . User password is stored in 
the database and hashed using one-way BCrypt hashing mechanism that makes it impossible to decrypt and extremely resistant to brute-force attacks. 

Industry standard 0Auth2 protocols are used for authentication . Every application's access to backend processes via REST API requires an authentication token to be passed 
with each API call. 

JSON Web tokens (JWT) are used for API Authentication. JWT is an open standard (RFC 7519) that defines a compact and self-contained way to securely transmit information 
between parties as a JSON object. This information can be verified and trusted because it is digitally signed. JWTs are signed using a secret JWT token sent to the API via 
standard HTTP Authorization header. Token payload contains user information restricting API access to certain endpoints. 

Browser 

El 

a 
~ 

a 
a 

POST /users/login with username 
and password 

Returns the JWT to the Browser 

Sends the JWT on the 
Authorization Header 

Sends response to the client 

Q TELLUS 

Server 

I 

:~ fl Creates a JWT with 
a secret token 

:~ II Check JWT signature. Get user 
information from the JWT 
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To further control user access, JWT tokens are configured to expire after a specified period of time based on application rules. For example, tokens requested by the EVV mobile 
application expire in less time than Tellus eVV Web Console tokens. To facilitate user ability to stay logged into the application, Tellus uses standard 0Auth2 Refresh Tokens. 
Refresh Token expiration is configured based on client specifications. 

e 
Resource Owner / User 

I Access_token 

GET /resource (using token) 

a Protected resource Resource Server 

{ 
'"access token": "aOOee2c2", 

"token type": "bearer", 
"refresh token": "a80a6a70", 

"expires in .. : 863999999, 
"scope" , "read write trust" 

) 

Oauth2 Client Resource Owner / User Oauth2 Client Authorization Server 

Open Web Application Security Project (OWASP) standards are baseline for Tellus eVV Mobile app. OWASP is an organization supporting open standards, policies and 
processes promoting application security. OWASP collaborated with the European Network and Information Security Agency (ENISA) to build a set of controls for mobile 
applications. They jointly published the "Smartphone Secure Development Guideline" and recommend the following principles: 

• ID & Protect Sensitive Data on the Mobile Device 
• Protect Authentication Credentials 
• Protect Data in Transit 
• Strong User Authentication, Authorization & Session Management 
• Secure Backend Services & Server 
• Secure Third-Party Integration 
• Collect Consent for Collection & Use of User Data 
• Protect Paid-for Resources & Services 
• Secure Distributions & Provisioning of Mobile Applications 
• Avoid/Safely Use Runtime Code Interpreters 

Each principle is thoroughly documented , outlining risks and methods for mitigating those risks . Tellus eVV mobile developers and testers strive to ensure our apps comply with 
OWASP standards 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
122 PS.49 Sensitive data in transit that requires Describe solution's ability to TA.SP.72 s 

confidentiality protection must be encrypt sensitive data in transit 
encrypted following industry-standards that require confidentiality 
when traversing entity boundaries. For protection , following industry-
data in transit where the only concern is 
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Bidder's Response: 

the protection of integrity, hashing 
techniques and message authentication 
codes can be used instead of encryption. 

standards when traversing entity 
boundaries. 

The Tellus eVV Solution meets the State security standards for transmission of personal information as outlined in the RFP. Tellus ensures data security, including but not 
limited to , encryption of all ePHI , PII and FTI that is confidential under state or federal law, while it's in transmission and while it's resident on electronic media storage devices. 
Required data is encrypted at rest and will be consistent with Federal Information Processing Standards (FIPS) and the National Institute of Standards and Technology (NIST) 
publications regarding cryptographic standards. 

Tellus encrypts in-flight (being transmitted to/from/between Tellus systems) data using transport and/or message level encryption . In flight standards include: 

• TLS: 2,TLSv1.1 and SSLv2Hello • 
• Key Agreement Protocol: Ephemeral Diffie-Hellman Key with a size of 2048. 
• Cipher Suites: Ability to use up to 43 different Cipher Suites (Examples: TLS_RSA_WITH_AES_256_GCM_SHA384, 

TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384, TLS_ECDH_R_SA_WITH_AES_256_GCM_SHA384, TLS_DHE_RSA_WITH_AES_256_GCM_SHA384). 

Data at rest (stored in databases, file structures, object storage, etc.) is encrypted using Federal Information Processing Standards (FIPS) and the National Institute of Standards 
and Technology (NIST) publications regarding cryptographic standards including: 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

For the application tier, low-level bindings on all its native queries are used to minimize the possibility of attacks such as SOL injection. For additional security, stored procedures 
are used to retrieve data and Object Relational Mapping is used to minimize the need for hand coding SQL statements that could be vulnerable to exploits. 

User passwords are stored in the database and hashed using one-way BCrypt hashing mechanism that makes it impossible to decrypt and extremely resistant to brute-force 
attacks. All sensitive data is encrypted in transmission and at rest when stored in a database or filesystem . We use Transparent Data Encryption (TOE) and adhere to HIPAA 
compliance. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
123 PS.50 Solution must use only FIPS Pub 140-2- Describe solution's process for TA.SP.74 s 

approved (or higher) encryption using FIPS Pub 140-2 approved 
alqorithms. (or hiQher) encryption alqorithms. 

Bidder's Response: 

The Tellus eVV Solution meets the State security standards for transmission of personal information as outlined in the RFP. Tellus ensures data security, including but not 
limited to, encryption of all ePHI, PII and FTI that is confidential under state or federal law, while it's in transmission and while it's resident on electronic media storage devices. 
Required data is encrypted at rest and will be consistent with Federal Information Processing Standards (FIPS) and the National Institute of Standards and Technology (NIST) 
publications regarding cryptographic standards. 

Tellus encrypts in-flight (being transmitted to/from/between Tellus systems) data using transport and/or message level encryption. In flight standards include: 

• TLS: 2,TLSv1 .1 and SSLv2Hello 

• Key AQreement Protocol: Ephemeral Diffie-Hellman Key with a size of 2048 . 
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• Cipher Suites: Ability to use up to 43 different Cipher Suites (Examples: TLS_RSA_WITH_AES_256_GCM_SHA384, 
TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384, TLS_ECDH_RSA_WITH_AES_256_GCM_SHA384, TLS_DHE_RSA_WITH_AES_256_GCM_SHA384). 

Data at rest (stored in databases, file structures, object storage, etc.) is encrypted using Federal Information Processing Standards (FIPS) and the National Institute of Standards 
and Technology (NIST) publications regarding cryptographic standards including: 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

For the application tier, low-level bindings on all its native queries are used to minimize the possibility of attacks such as SQL injection . For additional security, stored procedures 
are used to retrieve data and Object Relational Mapping is used to minimize the need for hand coding SQL statements that could be vulnerable to exploits. 

User passwords are stored in the database and hashed using one-way BCrypt hashing mechanism that makes it impossible to decrypt and extremely resistant to brute-force 
attacks. All sensitive data is encrypted in transmission and at rest when stored in a database or filesystem. We use Transparent Data Encryption (TOE) and adhere to HIPAA 
compliance. 

Req .# 

124 

ID 

PS.51 

Contractor I Solution Requirement 

Solution must employ malicious code 
protection mechanisms at IT system 
information system entry and exit points 
and at workstations, servers, or mobile 
computing devices on the network to 
detect and eradicate malicious code. 

Instructions to Bidder 

Describe solution's capability to 
employ malicious code protection 
mechanisms at IT system 
information system entry and exit 
points and at workstations, 
servers, or mobile computing 
devices on the network to detect 
and eradicate malicious code. 

CMS 
Checklist 

ID 
TA.SP.75 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Bidder's Response: 

To protect Tellus' Assets from mobile and malicious code, the following shall be enacted: 

1. All Desktop, Laptop and file servers shall have anti-virus (AV) installed. 
a. AV scanning will be real time. 
b. AV scanning will be performed during system boot 
c. AV definitions will be updated at a minimum daily. 
d. AV will scan all inserted devices (CD-ROMs, USB drives) 
e. AV will scan access to all websites and will restrict access to any mobile code that is malicious. Mobile code examples are: 

i. JavaScript 
ii . Java 
iii. ActiveX 
iv. PDF 
v. Postscript 
vi. Shockwave 
vii. Flash 

2. Malicious code protection mechanisms shall be centrally managed. 
3. Malicious code is blocked and quarantined, and an alert is sent to administrators in response to malicious code detection. 
4. For systems considered to be not commonly affected by malicious software, the organization shall perform periodic assessments to identify and evaluate evolving 

malware threats in order to confirm whether such systems continue to not require anti-virus software. Systems that fall into this cateqory are: 
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a. Database Servers 
b. Web Servers 

Web servers that are publicly facing should have mitigating scanning such as a Layer 7 inspection device upstream that can detect for malicious 
code injection. 

11. As part of the software code deployed on a web server, it shall check for input validation and code injection attempts. Any input validation and 
code injection attempts will send an alert to the appropriate security staff for inspection. 

c. Application Layer servers 
5. The e-mail system shall have in place Anti-Spam mechanisms. 
6. The Company shall implement anti-spam technologies to verify where email claiming to be from Tellus may originate from, such as: 

ID 

PS.52 

a. Sender Policy Framework (SPF) 
b. SenderlD 
c. DKIM 
d. Domain Keys 

Contractor I Solution Requirement 

Solution· must update malicious code 
protection mechanisms (including 
signature definitions) whenever new 
releases are available in accordance with 
IT system configuration management 
policy and procedures. 

Instructions to Bidder 

Describe solution's process for 
updating malicious code 
protection mechanisms (including 
signature definitions) whenever 
new releases are available in 
accordance with IT system 
configuration management policy 
and procedures. 

CMS 
Checklist 

ID 
TA.SP.76 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Bidder's Response: 

Tools to detect and protect against malicious code are updated daily, and especially whenever new releases are available in accordance with our IT system configuration 
management policy and procedures. 

We employ many levels of malicious code protection mechanisms: 

1. End Point protection for end users and servers: hourly updates 
2. Firewall IPS/IDS and Malware scanning: near real time database updates 
3. Automatic source code scanning prior to compile and deployment 
4. Utilization of White and Blacklists to authorize/deny programs that can be run: in real time 
5. Automated tracking of software installation , uninstallation or upgrade, as well as version and by whom: near real time. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
126 PS.53 Solution must implement and maintain Describe solution's capabilities for TA.SP.77 s 

reasonable and appropriate implementing and maintaining 
administrative, technical, and physical reasonable and appropriate 
safequards for protectinq ePHI, PII and administrative, technical , and 
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Bidder's Response: 

FTI in accordance with the HIPM 
Security Rule on a control by control basis 
as defined by the NIST Cybersecurity 
Framework and NIST SP 800-53. 

physical safeguards for protecting 
ePHI , PII and FTI in accordance 
with the HIPM Security Rule on a 
control by control basis as defined 
by the NIST Cybersecurity 
Framework and NIST SP 800-53. 

Tellus will provide a System Security Plan to the State of Nebraska for approval. This plan will include a system risk assessment and will be reviewed annually and updated as 
needed. 

Tellus has self-certified for HITRUST (including HITECH and GovRamp), and we are committed to achieving and maintaining the highest standards of information security and 
data integrity. This is the main driver of our approach to hosting and system backup processes. Redundancy is the key strategy employed to build a fault-tolerant system and 
robust disaster recovery methods and procedures. Our solution is compliant with the recommendations of NIST Cybersecurity Framework SP 800-53. 

The EVV platform is hosted on Amazon Web Services (AWS) Government Cloud and runs on fifteen (15) AWS data centers located in the continental U.S. AWS datacenters are 
distributed in geographic regions which include clusters of datacenters called Availability Zones. Every region is geographically isolated in terms of power and water supply, and 
each zone is similarly served by independent networks. Redundantly storing information in different datacenters in multiple regions, Availability Zones, and datacenters greatly 
reduces downtime, as the nearest available node is activated as a backup. 

Each AWS datacenter is protected by four distinct layers of security safeguarding both data and equipment. A layering approach to security helps ensure that failure of one 
element in the system doesn't create vulnerability in the whole system: 

• Perimeter Layer - Datacenters are physically enclosed by gates protected by security guards and intrusion detection technology. 
• Infrastructure Layer - Energy generators, fire suppression equipment, and ordinary and extraordinary maintenance systems protect the integrity of the data stored in 

the datacenter. 
• Data Layer -Access to server rooms is restricted, tightly regulated by authorization processes and constantly monitored. 
• Environmental Layer - The locations where AWS datacenters are built are screened for seismic activity and extreme weather, to minimize the risk of structural 

damage caused by natural occurrences . 

We also use Amazon Relational Database Service (RDS) to host our database server. Amazon RDS runs on the same highly reliable infrastructure previously discussed. 
Amazon RDS synchronously replicates the data to a standby instance in a different Availability Zone (different datacenter). RDS features we use to enhance reliability for critical 
production databases include automated backups, database snapshots, and automatic host replacement in case of primary database crash . Database backup snapshots are 
taken at regular intervals and sent to AWS S3 encrypted storage. 

In case of failure of the primary node, Amazon RDS performs an automatic failover to the standby without the need for manual administrative intervention. Within minutes, a new 
instance of the server is launched in a different AWS Availability Zone or region. Downtime is cut to minutes instead of hours. Using various AWS regions and different physical 
data centers ensures the system is highly available and fault tolerant. 

All backups and recovery of databases for all cases, including disaster and system failure , are hosted in at least two different Availability Zones (geographically different data 
centers). Database instances are kept in sync real-time. Backups are scheduled and occur at regular intervals. They are then encrypted and stored in multiple locations providing 
99.9% durability. 

Additionally, we achieve high levels of fault tolerance for our applications by using AWS Elastic Load Balancing to automatically route traffic across multiple instances and 
multiple Availability Zones (physical data centers). Elastic Load Balancing ensures only healthy Amazon application server instances receive traffic by detecting unhealthy 
instances and rerouting to healthy servers. If additional computing capacity is required, we have systems in place to automatically scale the application and database service 
layers to ensure SLAs are met. 

We take our obligation to protect sensitive information very seriously and design all aspects of the EVV system to include the necessary safeguards to make sure sensitive 
information is not put at risk. Data is encrypted and protected both in transit (TLS/SSL) and optionally at rest (database level encryption). Additionally, all data and actions 
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occurring in Tellus eVV are tracked in an audit trail to support security requirements. Tellus follows the OWASP best practices and has been successfully security tested for 
vulnerabilities (e.g., XSS, XSRF, SQL Injection) using multiple tool sets. We have been handling and managing programs on behalf of states where confidentiality, privacy, and 
security of personal and financial information are essential to successful operations and administration. Our deep understanding of the character and nature of programs like 
these has enabled us to build strong human processes and powerful technology for managing and administering programs safely and securely. We designed our internal system 
and data security procedures to ensure confidentiality of data and to protect against computer viruses and other security threats, such as hackers. We evolve and constantly 
improve our processes and systems by monitoring industry trends and best practices and by applying new knowledge and tools to stay current in dealing with potential threats. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

127 PS.54 Solution should support audit controls for Describe solution's ability to TA.SP.9 s 
hardware, software, and/or procedural support audit controls for 
mechanisms that record and examine hardware, software, and/or 
activity in information systems that contain procedural mechanisms that 
or use ePHI. record and examine activity in 

information systems that contain 
9r use ePHI. 

Bidder's Response: 

We use multiple audit controls based on the source of the monitored system. 

Using technical controls, we have in place mechanisms that automatically records access to systems and is reportable. Technical controls are also used to maintain software 
installations and versions. 

Using administrative controls, we have multiple detailed policies and standard operating procedures that define the exact procedures that must be taken to access protected 
information. These policies and SOPs are reviewed each year as part of our risk management program, which includes a mandatory attendance of the Yearly Security 
Awareness Training Course. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
128 PS.55 Contractor must provide a hosting Describe the solution's hosting N/A s 

environment for all solution components environment and how it meets 
that has a Federal Risk and Authorization identified standards. 
Management Program (FedRAMP) 
Certification, FedRAMP Risk Assessment 
that indicates compliance, has a 
documented NIST 800-53 Rev 4 at a 
"moderate" system risk assessment 
designation, or is Statement on Standards 
for Attestation Engagements (SSAE-16) -
SOC 1 Type 2 and SOC 2 Type 2 
compliant. 
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Bidder's Response: 

Tellus eVV is a configurable, Commercial-off-the-Shelf (COTS) based solution provided through a Software-as-a-Service (SaaS) model. For the greatest level of security, we use 
Amazon Web Services Government Cloud to host our solution. Our hosting provider has achieved a number of certifications including, but not limited to , SOC 1,2,3, Fed RAMP, 
SSAE-16, ISO 9001, HITECH, PCI DSS: (https://aws.amazon.com/compliance/) 
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G.5 Reporting Requirements: 

DHHS must meet all federal reporting requirements, as well as those imposed by Nebraska regulations and policies. In addition, Program Integrity efforts will depend heavily on 
reporting capabilities from the EVV visit and claim data. Describe in the specific requirements below how Bidder's Solution provides these capabilities. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

129 RR.1 Solution reporting module should provide Describe how the solution N/A s 
reports in a variety of formats (hard copy, reporting module will make reports 
PDF, excel, csv, etc.). available in a variety of formats 

(hard copy, PDF, excel, csv, etc.). 
Bidder's Response: 

Tellus eVV includes a full-featured reporting and business intelligence platform with powerful reporting capabilities that can improve productivity, streamline workflow, improve 
care delivery, and enable many more operational improvements. It includes a library that allows users to select from a wide variety of standard reports. It also offers an easy-to-
use report builder for ad-hoc reporting. Reports can be run on-demand or configured to run on a regular schedule. These reports can be generated in a number of on-demand 
formats, including printed, PDF, Excel Spreadsheet, XML, and CSV files . Data is not skewed by headers. Reports can be delivered by on-screen dashboard display, download, 
email, or FTP. 

Online dashboards are a great way to glean a lot of information quickly. High level visually appealing charts and graphs provide context with the ability to drill into intermediate 
and then transaction level details that can be exported for enhanced analytics and/or inclusion in presentations. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
130 RR.2 Solution should make a complete set of Describe how the solution will N/A s 

data related to visits submitted for make a complete set of data 
verifications, including but is not limited to related to visits submitted for 
the following elements, available for verifications, including but is not 
reporting: limited to the following elements, 

1. Individual receiving services available for reporting : 
2. Direct care worker 1. Individual receiving services 
3. Provider 2. Direct care worker 
4. Location of visit 3. Provider 
5. Date of visit 4. Location of visit 
6. Start time of visit 5. Date of visit 
7. End time of visit 6. Start time of visit 
8. Services delivered (e.g., 7. End time of visit 
respite, chore, personal 8. Services delivered (e.g., 
assistance services) respite , chore, personal 
9. Manual or electronic assistance services) 
verification 9. Manual or electronic verification 
10. Missed visits 10. Missed visits 
11 . Late visits 11 . Late visits 
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Bidder's Response: 

12. Independent verification by 
individual receiving services 
13. Payer (like an MCO) 
14. System which captured the 
visit data 

12. Independent verification by 
individual receiving services 
13. Payer (like an MCO) 
14. System which captured the 
visit data. 
P.rovide a complete list of data 
elements available for purposes of 
reportinQ. 

All data that is captured and evaluated in the application can be made available for reporting. All of the following information is either provided to Tellus to store in our databases, 
captured in either the mobile or web-based application or evaluated against business rules and labeled accordingly: 

1. Individual receiving services : Participant list is provided by payer 
2. Caregiver: Care workers are either provided by payer, added by provider administrators or self-registered and associated with a provider by the provider administrator 
3. Provider: Either provided by payer, self-registered, onboarded or a combination of the three 
4. Location of visit : Scheduled by provider administrator and/or captured on the mobile app at the time of the visit 
5. Date of visit : Scheduled by provider administrator and/or captured on the mobile app at the time of the visit 
6. Start time of visit: Scheduled by provider administrator and/or captured on the mobile app at the time of the visit 
7. End time of visit: Scheduled by provider administrator and/or captured on the mobile app at the time of the visit 
8. Services delivered (e.g. respite, chore, personal ass1stancc. erv1ces) : Scheduled by provider administrator and/or captured on the mobile app at the time of the 

visit 
9. Manual or electronic verification : Captured on the mobile app or by alternative method 
10. Missed visits : Defined based on business rules and labeled in application 
11. Late visits : Defined based on business rules and labeled in application 
12. Independent verification by individual receiving services: Captured on mobile app or by alternative method 
13. Payer (like an MCO): Payers typically provide program eligible participants, prior authorizations and providers 

Matching rules automatically validate transactions where a participant is eligible, and the delivered services are the same as the scheduled services and within defined service 
authorization parameters. If a participanUprogram does not require scheduled services, matching rules will automatically validate where a participant is eligible, and the delivered 
services are within defined service authorization parameters. For delivered service data to automatically validate when matched against a qualified service authorization, the 
following parameters must be consistent and valid: provider, service code, provider/service code combination, modifier. 

Late visits will be flagged, and remediation rules will be applied prior to processing. 

Missed visits are captured as long as scheduled visits are shared with Tellus eVV. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
131 RR.3 The final library of standard reports will be Provide a listing and examples of N/A s 

developed under direction of DHHS. the default standard library of 
DHHS will have final decisions regarding reports available. 
report capabilities, frequencies, access 
and output methods. 
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Bidder's Response: 

Tellus looks forward to working with the DHHS to define and create the library of standard reports. Reports can be configured over the life of the contract so that key performance 
indicators align with trends as well as changing needs and requirements. The EVV platform has a broad array of standard reports already configured and built-in, which are 
important to the success of your EW system. Examples of standard reports include, but are not limited to: 

• Activities across providers: This report is used to analyze member behavior to detect fraud or aberrant billing behavior or improve service delivery and logistics. 
• Claims by date: This report analyzes claims data from a chronological standpoint. One of the uses of this report is the evaluation of peak times and dates. 
• Claims edited: This report shows.which claims were changed at some point during their lifecycle, allowing analysts to spot possible anomalies in service delivery, billing, 

logistics, and possibly fraud . 
• Claims exception by reason code: This report allows analysts to focus on specific exceptions, rank reasons, and discover patterns. This feature allows the design of 

improved service delivery and logistics workflows, while supporting fraud detection. 
• Claims on hold: This report shows which claims are currently awaiting resolution. Generating this report allows analysts to detect in advance possible fraud or 

aberrations in billing. 
• Claims resubmitted: This report provides a visualization of which claims were entered more than once in the system. This report supports the detection of duplicated 

data and the identification of possible causes. 
• Claims submitted, denied: This report allows analysts to visualize which claims have been denied and spot trends in the data, leading to the possible identification of 

fraudulent accounts or service delivery anomalies. 
• Claims submitted, paid: This report shows all the claims with received payments, supporting accounting and logistics operations. 
• Claims voided: This report visualizes claims created and then voided , allowing analysts to monitor trends and detect fraud or anomalies in service delivery and billing. 
• Caregiver schedule: This report is of fundamental importance in supporting daily operations and logistics. It enables the visualization of a caregiver's schedule for 

workload management. 
• Prior authorization, no scheduled visits: This report identifies patients who are authorized but are not receiving care, enabling corrective actions. 
• Provided ID does not equal authorized provider ID· This report responds to a specific search for discrepancies, which could be caused by fraud or corrupted data. 

Visualizing this allows the identification of accounts where this conflicting information is occurring . 
• Member address change: This report quickly visualizes accounts in which service delivery anomalies could occur because of unsynchronized data . 
• Member list: This report shows the full list of authorized accounts. This view is useful for logistics and QA analysis. 
• Visits delivered, deviate from prior authorization: This report compares the list of authorized visits with the list of visits delivered, allowing analysts to detect 

discrepancies and take corrective measures and actions. 
• Visits delivered, start address does not equal end address This report allows service delivery anomalies and fraud to be spotted by visualizing the list of address 

related inconsistencies in visit data. This report also allows the correction of member information where a change of address is needed. 
• Visits late: This report shows visits flagged with a discrepancy in the starting time of the visit. It allows analysts to monitor caregiver performance based on timely arrival 

at the visit site. 
• Visits overlapping services: This report allows the visualization of scheduling conflicts and improves logistics and service delivery. 
• Visits scheduled: This report displays a list of upcoming visits, allowing daily monitoring of activities and trends. 
• Visits scheduled address does not equal delivery address This report compares the addresses of record for participants with the addresses of scheduled visits, 

visualizing discrepancies that could be caused by fraud or address changes. 
• Visits scheduled, conflicting prior authorizations: This report checks scheduled visits with delivery authorizations , detecting situations where there is a conflict 

between visit and authorization. 
• Visits scheduled, no prior authorization . This report checks scheduled visits with delivery authorizations, visualizing visits which have no authorization in the system. 
• Visits scheduled, not completed (missed): This report detects and analyzes service delivery issues to visualize visits that were not delivered or logged in the system. 
• Visits supported by third-party EW: This report allows analysts to view which visits are not being directly managed internally, if the EVV system is not unique and 

centralized. 
• Visit unable to complete: This report allows the visualization of visits in which attendants reported issues and delivery was not completed. Analysts can use this report 

to detect patterns caused by fraud or service delivery issues If the State requires additional reports outside of the standard reports, we will work with you to estimate the 
level of effort to create these reports. We will present the estimate to the State throuqh the Chanqe Control process. 
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132 RR.4 Contractor should use a standard 
methodology for generating reports. 
Contractor's solution should provide ad 
hoc reporting functionality. Ad hoc 
reporting functionality will utilize "point and 
click" technoloov. 

Bidder's Response: 

• Instructions to Bidder 

Describe the methodology for 
generating reports . Describe how 
bidder's solution will provide ad 
hoc reporting functionality, and 
how solution will utilize "point and 
click" technoloov. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
NIA 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus eVV offers reporting capabilities that combine data collected through our mobile application with data collected from other applications that's aggregated for more robust 
reporting and data analytics 

Data aggregation provides the DHHS with a holistic overview of services to all participants without disrupting provider operations for those who have already successfully 
implemented EVV. 

The EVV data collected using our GPS-enabled mobile app is architected for optimal performance with the reporting platform running against an operational data store (ODS) that 
is synchronized in near real-time with the production database. Customizable, visually appealing graphical dashboards are combined with drill-down functionality that enables 
users to manipulate and understand data and respond quickly. Drill-down functionality includes reporting by payer, case manager, caregiver, billing provider, and participant as 
well as FFS Medicaid, MCO purchasing model, and across payers. It employs a point-and-click user interface, so it requires minimal technical skill to run reports , so there is no 
need to hire a specialized resource. 

Reports can be run on a schedule or an ad-hoc basis. Ad-hoc reports are customizable with the ability to enter settings for date ranges and options to filter output for a specific 
group to include in the report. For more sophisticated users, ad-hoc reports can be built by selecting any data field from the database schema and applying various filters and 
formats. Building ad-hoc reports is a skill that can be achieved by a technical business analyst as opposed to a developer. In addition, Tellus continues to build out report 
templates with each implementation. Report templates are made available to all clients of our web-based EVV platform. 

A diagram of our high level architecture follows: 
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Req.# 

133 

Tellus Admin D 
Portal ::~\ ------~ 

,i:'-=8 
~------ .. o. Recipient Portal •••• -...~:, .:::::a 

EW Mobile App D--------, 
(iOS & Android) l ~------11~-·D- Provider Portal ..... 

,i:J.:a 

Payer Portal ,.o, -----1 
•••• \~:'-=a 

iar------,.o. Claims Portal •••• \'::'-=a 

Integrated Third-Parties 

Payer 

Third-Party eW Vendor 

Agency Management 
System 

ID 

RR.5 

L Bi-Directional 
Messaging 

Contractor I Solution/Requirement 

Contractor must provide a report of 
verified visits that will be available to 
billinq providers on an aqreed cadence. 

• - -

Instructions to Bidder CMS 
Checklist 
ID 

Provide an example of the N/A 
report(s) of verified visits that will 
be available to billinq providers. 

Bidder's Response: 

Bidding Gap Description and Recommendation for 
Ability Closure 
Code 
s 

Billing providers can view verified visits at any time in the Tellus eVV Claims Console. In addition to detailed reports that can be run on verified visits either ad-hoc or on a pre-
defined cadence, the provider administrator can see key elements in one visit detail screen as demonstrated in the following : 
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As visits are completed, the visit details are automatically made available to the Claims Console for verification and matching to scheduled visits and PAs. Matching algorithms 
run in the background every ten minutes comparing : scheduled services, rendered services, prior authorizations and business rules . 

Provider Administrators review claims in the Work List and take action. Claims statuses and related actions are: 

• "Matched-On Hold," meaning all data elements align as they should, and the claim is ready to review and "Submit" 
• "Unmatched-On Hold,' meaning there are discrepancies between the data elements, and the visit needs review and remediation prior to submission. Any discrepancies 

require, at minimum, a reason for manual remediation. The matching algorithm then runs again after remediation and either promotes to "Matched-On Hold" or retains 
"Unmatched-On Hold" status. 

Verified claims are sent to the payer for adjudication. The Payer/Health Plan Administrator returns the Claim Resolution file to Tellus weekly, Tellus stamps "Submitted" claims as 
"Paid" or "Denied ." The Payer/Health Plan has the ability to monitor performance to identify potential cases of fraud , waste and abuse via the Tellus eVV Payer Console. 

Req .# ID 

134 RR.6 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must provide a report of visits not 
verified that will be available to billing 

roviders. 

(i;)TELLUS 

Instructions to Bidder 

Provide an example of the report 
of visits not verified that will be 
available to billin roviders. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 
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Billing providers can view visits not verified at any time in the Tellus eVV Claims Console. As visits are completed, the visit details are automatically made available to the Claims 
Console for verification and matching to scheduled visits and PAs. Matching algorithms run in the background every ten minutes comparing : scheduled services, rendered 
services, prior authorizations and business rules. 

Provider Administrators review claims in the Work List and take action. Claims statuses and related actions are: 

• "Matched-On Hold," meaning all data elements align as they should, and the claim is ready to review and "Submit" 
• "Unmatched-On Hold," meaning there are discrepancies between the data elements, and the visit needs review and remediation prior to submission. 

Visits that are not verified require, at minimum, a reason for manual remediation of any discrepancies. The matching algorithm then runs again after remediation and either 
promotes to "Matched-On Hold" or retains "Unmatched-On Hold" status. If promoted to "Matched-On Hold," the claim is now a verified visit and is ready for review and 
submission. 

Verified claims are sent to the payer for adjudication. The Payer/Health Plan Administrator returns the Claim Resolution file to Tellus weekly, Tellus stamps "Submitted" claims as 
"Paid" or "Denied" in the Claim Review. The Payer/Health Plan has the ability to monitor performance to identify potential cases of fraud , waste and abuse via the Tellus eVV 
Payer Console. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
135 RR.7 Solution should be able to create a report Describe how DHHS will be able N/A s 

of all daily transactions by type. to access a report of all daily 
transactions by type, and provide 
an example of the report. 

Bidder's Response: 

The Payer/Health Plan has the ability to monitor performance on any key metrics via the Tellus eVV Payer Console. The dashboard provides an at-a-glance, snapshot view of 
performance against key indicators. 

The platform also provides tools giving the DHHS the ability to run any reports on scheduled intervals or in real time on an as needed basis. If our standard reports and ad-hoc 
reporting tools are unable to meet the needs of the DHHS, we will build customized reports within required time frames. Our business intelligence algorithms are designed to 
identify potential instances of fraud, waste and abuse. Alerts can be built to notify the agency of potential FWA on a schedule or as identified , including supporting documentation. 

A sample Payer Console dashboard is depicted as follows: 
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Req.# ID Contractor/ Solution/Requirement 

136 RR.8 Solution 's reporting system shall be 
configurable so that standard reports can 
be changed easily over the life of the 
contract. 

Bidder's Response: 

• 6113 Z1 Solution Requirements - Attach· - RTM 

Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

Describe how the reporting N/A s 
system shall be configurable so 
that standard reports can be 
changed easily over the life of the 
contract. 

Tellus delivers robust reporting and analytics capabilities. In addition to standard reports, Tellus can customize reports based on customer requirements and formatting 
preferences. Reports can be scheduled to run periodically as well as on an on-demand, ad-hoc basis. They can also be exported in a variety of formats to support data analysis 
and to supplement presentations. Access to reports and reporting tools is granted based on user role permissions 

Intuitive ad-hoc reporting tools allow users to access near real-time data without impacting system performance or speed. Reports can also be generated on a schedule and 
delivered to designated users on a pre-defined periodic basis. We use Jaspersoft tools that are easy to use so reports can be created by any non-technical staff members, 
thereby, reducing time, labor and development costs while giving authorized users the power to access information when and how they need it. 

Jaspersoft tools make it easy to: 

• Chanqe source files and/or select fields 
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• Access an interactive toolbar with a layout band 
• Determine the view type of the report 
• Determine mode menu 
• Filter the data 

Reports can be configured over the life of the contract so that key performance indicators align with trends as well as changing needs and requirements. 

Req.# ID Contractor I Solution/Requirement 

137 RR.9 Solution must provide for role-based 
access to reporting functionality and data 
rights . For example, providers must have 
access to reports for services they have 
provided and case managers will have 
access to reports for individuals for whom 
they manage care. (Not all users can 
access all reports .) 

Bidder's Response: 

Instructions to Bidder 

Describe how users will have role­
based access to reporting 
functionality and data rights. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Data entered online and captured remotely is visible in real time to all users who have permission to access the information. Access is multi-tiered , so a payer will be able to see 
all of the data related to all of their program participants across the provider network by accessing the Tellus eVV Payer Web Console. The dashboard provides near real-time 
data related to scheduled visits , completed visits , late visits , etc. The data can be drilled into for more specific details. 

Access to information from the reporting dashboard is role-based and authorization based. This allows each user profile to be individually configured with the needed 
authorizations, tailoring roles to the specific needs of each professional figure . These configurable elements can be changed by administrators at any given moment, directly from 
the platform's interface. Additionally, this multi-level approach for access to data (roles and authorizations) provides an extra level of security and privacy for the information 
stored in the system. 

Examples of information levels that are typically configured on the basis of roles and specific authorizations are: 

• Consumer-Directed Service Employer 
• Fiscal Management Services Administrator 
• Agency Provider 
• Payer 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
138 RR.10 Solution should allow authorized users to Describe how solution shall allow N/A s 

design, save and share configurable authorized users to design, save 
dashboards and reports. and share configurable 

dashboards and reports. 
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Bidder's Response: 

Tellus eVV utilizes a modern, open source reporting tool to define web dashboards viewable on the Tellus eVV Web Consoles. "Cards" are created that can be mixed and 
matched dynamically to customize the look and feel for the individ\Jal user of the dashboard based on user login credentials similar to the way users customize applications to 
launch when they start their computer. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
139 RR.11 Solution should provide the flexibility to Describe how solution shall provide PE.Pl2.16 s 

vary time periods for reporting purposes the flexibility to vary time periods 
and to produce reports on daily, monthly, for reporting purposes and to 
quarterly basis, or other frequency produce reports on daily, monthly, 
specified by the State. quarterly basis, or other frequency 

specified by the State. 
Bidder's Response: 

Reports can be run on-demand or configured to run as event-driven or on a regular or varied schedule, including during non-business hours. These reports can be generated in a 
number of on demand formats, including but not limited to, PDF, Excel Spreadsheet, XML, and CSV files. Reports can be set to be generated on daily, monthly, quarterly, or any 
other frequency defined by the State. Finally, they can be delivered by on-screen display, export/download, email, or FTP. 

Req.# ID 

140 RR.12 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution should support reporting roles to 
include access such that DHHS can 
designate individuals to review, analyze 
and report all data across payers, 
providers, direct care workers, and 
individuals receiving services. 

Instructions to Bidder 

Describe how reporting roles 
include user access so that DHHS 
can designate individuals to 
review, analyze and report all data 
across payers, providers, direct 
care workers, and individuals 
receivinQ services. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Data is available for retrieval , view, export, or print for any user who is authorized to access it. Access to information from the reporting dashboard is role-based and authorization­
based . This allows each user profile to be individually configured with the needed authorizations, tailoring roles to the specific needs of each user. These configurable elements 
can be changed by administrators at any given moment, directly from the platform's interface. Additionally, this multi-level approach for access to data (roles and authorizations) 
provides an extra level of security and privacy for the information stored in the system. Authorized users can perform queries based on the criteria that meet their needs 

Our proposed solution offers permission and role-based dashboard reporting for every required user type. We will work in collaboration with you to configure dashboards for each 
user type, so they meet the needs of you and the user type. The dashboard view improves program oversight by enabling users to have a comprehensive view into operational 
information that is relevant to their user type. When users log in, they see the dashboard that provides information relevant to their roles. Dashboards provide easy, at-a-glance 
views of key information with the ability to drill down for greater detail. 

Our robust reporting and business intelligence solution makes it easy for the DHHS to designate individuals to review, analyze and report all data across payers, providers, 
caregivers and participants. 
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Req.# ID 

141 RR.13 

Bidder's Response: 

Contractor/ Solution/Requirement 

Solution must have reporting functionality 
which will include tools to facilitate the 
presentation of data in meaningful ways, 
including tables, graphs and maps. 

• 
Instructions to Bidder 

Describe how the reporting 
functionality will include tools to 
facilitate the presentation of data in 
meaningful ways, including tables, 
graphs and maps. Provide a 
complete list of tools that will be 
included in the solution to facilitate 
the presentation of data. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Intuitive ad-hoc reporting tools allow users to access near real-time data without impacting system performance or speed. Reports can also be generated on a schedule and 
delivered to designated users on a pre-defined periodic basis. We use Jaspersoft tools that are easy to use so reports can be created by any non-technical staff members, 
thereby, reducing time, labor and development costs while giving authorized users the power to access information when and how they need it. 

Jaspersoft tools make it easy to: 

• Change source files and/or select fields 
• Access an interactive toolbar with a layout band 
• Determine the view type of the report, which can be a variety of visual layouts to facilitate the presentation of data including, but not limited to, bar charts , tables, pie 

charts, line charts and maps, as follows: 
• Determine mode menu 
• Filter the data 

Ad-hoc reporting workflow is illustrated below. 

(i;)TELLUS Tellu eVV Response to Request for Proposal #6113 Z1 120 



• • 6113 Z1 Solution Requirements - Attach· - RTM 

Toot h• View Typtunem1 f Mtcr conuots 

s. Tobk S pie Ooto -. • A A<<uunt ',late-, 

<.otumn~ rt"' t • un • 

C.rou111• Accoun Citv • }--·- BC 

Of 
Guerrero 
.)111~0 

Mex,co 

[.)"pcrt.,,,.1tH 

Ocpc.r1un1., 

II .._ .. ,~~ -=ito111Jr 

I a, I ~<'ll'llf! 

,,. 

., ~.,...,.,, .. 
-, At?'IOUrl ., . 

, sp.scor 

o,,. Click to add a title 

Opportumtv ,.mount 

~o""~ t t:11 t: ee .. b .Jnt 

Reports can display information in a variety of ways like the examples that follow: 

• Tabular 

-• A. t . 
LATE STARTS BY PROVIDER 

Q TELLUS 

'----....._- C •,cs 

Tellt...s eVV Responsf to RPquPst for Proposa1 #6113 Z1 121 



• • 611~ Z1 Solution Requirements -Attach. A- RTM 

• Bar chart 

0.. ~ 2Cll-07·l!i»t 16 .. I 
,, 

,+ - + 100, . .. . ~ . 
MONTHLY CLAIMS 

Jul',- 12 2018 

3 

2 

I I I 0 

!<, c.,1l ~ <i.'o ~ ~ ' 
0 .. <t" ' ~' ... 

.... 0 ~ IS' '<'o~ 
~ ~o :,/,<,; •l' ~'t ... cl) ,.t-'> ~c 

!' ~ Q 
o· ,..;- .::?" #' " (.; <,; "' " 

Cl.aims Den,~ OilUms Paid 

• Pie chart 

I Opl lons Top Provide r Ac;tlvity u,~t.d:Ot• ~1 • If, I H 

Pro,ndc r t.mvt -~ el. E>. - + 10fPa • 

10 

Martdat• TOP PROVIOl:R ACTIVITY 
2017·09· 1S 

o •• 
E•J da te 

2011·07·11 

A I Clllll~ IN!. 
a AM HOM( IICAI. l II 'lllMCU, INC 

LYV !i«Avc "°""*' I 
• tr'>I. Y IIOOI[ llrAllll r.AIU , 1 
a UnnNI Homff•rr 

Q TELLUS Tellus eVV Response to Reque~t "'o Proposal #6113 Z1 122 



• Req.# ID 

142 RR.14 

Bidder's Response: 

Contractor/ Solution Requirement 

Solution should collect and store data 
needed to produce reports consistent 
with data collection plan to assess quality 
and appropriateness of care furnished to 
participants of the waiver program. 

• Instructions to Bidder 

Describe solution's capability to 
collect and store data needed to 
produce reports consistent with the 
data collection plan to assess 
quality and appropriateness of care 
furnished to participants of the 
waiver program. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
TA.Bl.10 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Meaningful information begins with standard, quality data. Quality data is accurate and consistent for reliability and comparability. Tellus employs the following principles to collect 
quality data: 

• Data Authenticity : data is captured and validated at the source 
• Data Integrity: all data entries and modifications are monitored using an audit log 
• Non-repudiation : data is authenticated at the source with secure login credentials 

Data security is critical. All data is encrypted both at rest and in transit. Data is made available only to the individuals who need access to that information by employing role-based 
permissions. Data is always available to users who have permission to access it. 

The Tellus eVV platform is built on a service-oriented architecture (SOA) and is open database connectivity (ODBC) compliant making the application extremely flexible and agile 
while allowing for bi-directional exchange of information with virtually any other open architecture application, including Financial Management Systems, Agency Management 
Systems, third-party EVV and other software systems. · 

The Data Aggregator is a powerful tool enabling seamless collection and normalization of data from various sources into a common database. Regardless of origination, the data 
is put into a common format and record layout so it is consistent with the database layout and , ultimately, exposed to the consoles and other applications for reporting. 

Tellus eVV include a robust reporting business intelligence rules engine that makes it easy to construct, modify and remove rules. Since business rules are not hard coded into 
the application, development resources are not required to change rules. We maintain an electronic Business Rules Catalog that can be accessed by the State. Standard rule 
definitions and rules are available; however, rules can be configured at the Payer, Program, Provider and Recipient levels as requested to ensure quality patient care and program 
integrity. As rules are changed, user and training documentation is updated. If substantial changes are made users will be notified by an outreach campaign. 

The data aggregator and business intelligence features provide the DHHS an overall and holistic view into the provision of services to their participants. Consolidating data in a 
single source through the data aggregator allows the DHHS to monitor the overall performance of the providers serilicing the participants along with assess quality and 
appropriateness of care furnished to participants of the waiver program. The EVV data collection component provides the DHHS and the providers and participants detail views 
into the timeliness and type of services. The EVV data collection component of our solution is architected for optimal performance with the reporting platform running against an 
operational data store (ODS) that is synchronized in near real-time with the production database. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
143 RR.15 Solution should provide reports that allow Describe solution's ability to TA.Bl.5 s 

users to drill down from summarized data provide reports that allow users to 
to detailed data. 
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Bidder's Response: 

• I 
drill down from summarized data to I 
detailed data. 

6113 Z1 Solution Requirements - Attach· - RTM 

I I 

Customizable, visually appealing graphical dashboards are combined with drill-down reporting functionality that enables users to manipulate and understand data and respond 
quickly. With our solution, the user can design and execute queries using any criteria or dynamic filters they choose, including wild card searches. This means the user can 
determine the exact content of the report. So, whether they want to search by date range, member, direct care worker, service or any other criteria, they can run an ad-hoc report 
that meets their needs. Drill-down functionality includes reporting by payer, case manager, caregiver, billing provider, and participant as well as FFS Medicaid, MCO purchasing 
model , and across payers. It employs a point-and-click user interface, so it requires minimal technical skill to run reports, so there is no need to hire a specialized resource. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
144 RR.16 Solution should support retrieval and Describe solution's ability to TA.FR.1 s 

presentation of data associated with support retrieval and presentation 
geographic indicators such as state, of data associated with geographic 
county, and zip code. indicators such as state, county 

and zip code. 
Bidder's Response: 

With our solution, the user can design and execute queries using any criteria or dynamic filters they choose. This means the user can determine the exact content of the report. 
So, whether they want to search by geographic indicators such as state, county and zip code, they can run an ad-hoc report that meets their needs. Drill-down functionality 
includes reporting by payer, case manager, caregiver, billing provider, and participant as well as FFS Medicaid, MCO purchasing model , and across payers. It employs a point-
and-click user interface, so it requires minimal technical skill to run reports, so there is no need to hire a specialized resource. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
145 RR.17 Solution should support federal reporting Describe how solution supports TA.FR.2 s 

requirements when these requirements federal reporting requirements. 
are met through the decision support 
services (DSS). 

Bidder's Response: 

Tellus is fully compliant with the 21st Century Cures Act mandate ~apturing the following data points for Medicaid personal and home health care services. Capturing this data 
helps improve transparency and deter fraud , waste and abuse: 

1. Type of service performed, 
2. Individual receiving the service, 
3. Date(s) of service, 
4. Location of service delivery, 
5. Individual providing the service, and 
6. Time the service begins and ends. 
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Once the caregiver is scheduled to provide services to a participant, the caregiver accesses their schedule on the mobile app using private login credentials and either a personal 
identification number or a biometric indicator (depending upon the hardware capability). The schedule specifies the participant, date, start time, end time, location and services to 
be rendered, including tasks if specific tasks are assigned at the time the schedule is created . 

When the caregiver arrives at the location where the participant is scheduled to receive services, the caregiver starts the visit. At the start of the visit, the date, time and location 
are electronically captured. After services are performed the caregiver ends the visit, and the date, time and location are electronically captured. The participant and caregiver will 
then sign the screen on the mobile device capturing the visit information to confirm receipt and delivery of services. 

Tellus eVV provides State and Federal reporting with auditable confirmation of the data entered by the provider and approved by the individual. All manual edits to electronically 
captured data points are recorded in an audit log that tracks the change made, the individual who made the change,· the date the change was made and the time the change was 
made. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
146 RR.18 Solution should support a variety of Describe how solution supports a TA.FR.4 s 

formats and output options (e.g . Word , variety of formats and output 
Excel, html , Access database, GUI options. 
formats) . 

Bidder's Response: 

With our solution , the user can design and execute queries using any criteria or dynamic filters they choose, including wild card searches. This means the user can determine the 
exact content of the report. So, whether they want to search by date range, participant, caregiver, service or any other criteria , they can run an ad-hoc report that meets their 
needs. We also offer a library of standard reports . 

Reports are available in a variety of formats , including but not limited to, PDF, Excel, CSV, and HTML. Reports can be delivered by on-screen display, download, email , or FTP. 
Data is always encrypted at rest and in transit to the point of delivery to the user. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
147 RR.19 Solution should support simple queries Describe how solution supports TA.FR.6 s 

and pre-formatted reports that are easy to simple queries and pre-formatted 
access, follow a user-friendly protocol , reports that are easy to access, 
and produce responses immediately. follow a user-friendly protocol , and 

produce responses immediately. 
Bidder's Response: 

We offer a library of standard reports that can be accessed at any time or scheduled to run at any pre-defined interval. With our solution , the user can design and execute queries 
using any criteria or dynamic filters they choose. This means the user can determine the exact content of the report. So, whether they want to search by date range, participant, 
caregiver, service or any other criteria , they can run an ad-hoc report that meet their needs. 

Customizable, visually appealing graphical dashboards are combined with drill-down functionality that enables users to manipulate and understand data and respond quickly. 
Drill-down functionality includes reporting by payer, case manager, caregiver, billing provider, and participant as well as FFS Medicaid , MCO purchasing model , and across 
payers. It employs a point-and-click user interface, so it requires minimal technical skill to run reports, so there is no need to hire a specialized resource. 
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Tellus uses an operational data store (ODS) or "datamart" for real-time query and ad-hoc reporting using either Jaspersoft, Tellus' user-friendly business intelligence (Bl) platform 
or the client's Bl platform (example: Crystal Reports). 

Req.# ID 

148 RR.20 

Bidder's Response: 

Contractor I Solution Requirement 

Solution should provide ad hoc reporting 
capability that presents summarized 
information on key factors (e.g. number of 
enrollees, total dollars paid) to executive 
staff u on re uest. 

Instructions to Bidder 

Describe how solution provides ad 
hoc reporting capabilities that 
present summarized information 
on key factors to executive staff 
u on re uest. 

CMS 
Checklist 

ID 
TA.FR.? 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus provides each payer and provider agency with a customizable web-based dashboard that displays a number of business intelligence "cards" or graphics to display key 
information at a glance. These can be customized to fit the needs of the individual user so if executive staff wants to see summarized information , such as number of enrollees, 
total dollars paid, etc. , those cards are simply added to the dashboard. The user can click to drill down into any card to see more detailed graphics and the source data. Additional 
cards can be added at client request. 

An example Payer Console dashboard is depicted as follows: 
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Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

149 RR.21 Solution should generate performance 
measures for specific business processes 
using predefined and ad hoc reporting 
methods. 

Describe how solution generates 
performance measures for 
specific business processes using 
predefined and ad hoc reporting 
methods. 

TA.PM.8 s 

Bidder's Response: 

With our solution, the user can design and execute queries using any criteria or dynamic filters they choose. This means the user can determine the exact content of the report. 
So, whether they want to search by date range, participant, caregiver, service or any other criteria, they can run an ad-hoc report that meets their needs. 

Reports can be configured over the life of the contract so that key performance indicators align with trends as well as changing needs and requirements. The EVV platform has a 
broad array of standard reports already configured and built-in , which are important to the success of your EVV system. Examples of standard reports include: 

• Activities across providers: This report is used to analyze member behavior to detect fraud or aberrant billing behavior or improve service delivery and logistics. 
• Claims by date: This report analyzes claims data from a chronological standpoint. One of the uses of this report is the evaluation of peak times and dates. 
• Claims edited: This report shows which claims were changed at some point during their lifecycle, allowing analysts to spot possible anomalies in service delivery, billing, 

logistics, and possibly fraud. 
• Claims exception by reason code: This report allows analysts to focus on specific exceptions, rank reasons, and discover patterns. This feature allows the design of 

improved service delivery and logistics workflows, while supporting fraud detection. 
• Claims on hold: This report shows which claims are currently awaiting resolution. Generating this report allows analysts to detect in advance possible fraud or 

aberrations in billing . 
• Claims resubmitted : This report provides a visualization of which claims were entered more than once in the system. This report supports the detection of duplicated 

data and the identification of possible causes. 
• Claims submitted, denied: This report allows analysts to visualize which claims have been denied and spot trends in the data, leading to the possible identification of 

fraudulent accounts or service delivery anomalies. 
• Claims submitted, paid: This report shows all the claims with received payments, supporting accounting and logistics operations. 
• Claims voided: This report visualizes claims created and then voided, allowing analysts to monitor trends and detect fraud or anomalies in service delivery and billing. 
• Caregiver schedule: This report is of fundamental importance in supporting daily operations and logistics. It enables the visualization of a caregiver's schedule for 

workload management. 
• Prior authorization, no scheduled v1s1ts: This report identifies patients who are authorized but are not receiving care, enabling corrective actions. 
• Provided ID does not equal authorized provider ID: This report responds to a specific search for discrepancies, which could be caused by fraud or corrupted data. 

Visualizing this allows the identification of accounts where this conflicting information is occurring. 
• Member address change: This report quickly visualizes accounts in which service delivery anomalies could occur because of unsynchronized data. 
• Member list: This report shows the full list of authorized accounts. This view is useful for logistics and QA analysis. 
• Visits delivered, deviate from prior authorization: This report compares the list of authorized visits with the list of visits delivered, allowing analysts to detect 

discrepancies and take corrective measures and actions. 
• Visits delivered, start address does not equal end addres~ : This report allows service delivery anomalies and fraud to be spotted by visualizing the list of address 

related inconsistencies in visit data. This report also allows the correction of member information where a change of address is needed. 
• Visits late: This report shows visits flagged with a discrepancy in the starting time of the visit. It allows analysts to monitor caregiver performance based on timely arrival 

at the visit site. 
• Visits overlapping services : This report allows the visualization of schedulinQ conflicts and improves loQistics and service delivery. 
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• Visits scheduled: This report displays a list of upcoming visits, allowing daily monitoring of activities and trends. 
• Visits scheduled address does not equal delivery addres : This report compares the addresses of record for participants with the addresses of scheduled visits, 

visualizing discrepancies that could be caused by fraud or address changes. 
• Visits scheduled, conflicting prior authorizations: This report checks scheduled visits with delivery authorizations, detecting situations where there is a conflict 

between visit and authorization . 
• Visits scheduled, no pnor authorization: This report checks scheduled visits with delivery authorizations, visualizing visits which have no authorization in the system. 
• Visits scheduled, not completed (missed) : This report detects and analyzes service delivery issues to visualize visits that were not delivered or logged in the system. 
• Visits supported by third-party EW: This report allows analysts to view which visits are not being directly managed internally, if the EVV system is not unique and 

centralized. 
• Visit unable to complete : This report allows the visualization of visits in which attendants reported issues and delivery was not completed. Analysts can use this report 

to detect patterns caused by fraud or service delivery issues 

If the State requires additional reports outside of the standard reports, we will work with you to estimate the level of effort to create these reports. We will present the estimate to 
the State through the Change Control process. 
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G.6 Technical Requirements: 

Solution must be scalable, maintainable and supportable throughout the life of the contract to meet the needs of DHHS. 

Req.# ID 

150 TEC.1 

Bidder's Response: 

Contractor/ Solution/Requirement 

Solution must have the capacity and 
scalability for future expansion to support 
additional populations or services. 
Additional services or programs may be 
added or removed from the EVV 
implementation at the sole discretion of 
DHHS. This may be related to state and 
federal regulations changes, budget 
appropriations, court proceedings and 
other factors . Solution must support 
implementation of Home Health services 
prior to January 1, 2023. Solution must 
maintain adequate capacity and 
scalability to add other DHHS or other 
Nebraska agency services as needed. 

Instructions to Bidder 

Describe how solution has the 
capacity for future expansion to 
support additional populations or 
services. 

CMS 
Checklist 

ID 
NIA 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

We utilize AWS (Amazon Web Services) cloud services for all Saas based applications. We use AWS EC2 (Elastic Compute Cloud). Amazon EC2 enables us to increase or 
decrease capacity within minutes, not hours or days. It is possible to commission one, hundreds, or even thousands of server instances simultaneously. The application can 
automatically scale itself up and down depending on its needs. 

Using Amazon RDS allows us to scale the database's compute and storage resources within minutes, often with no downtime. We are able to launch one or more Read Replicas 
to offload read traffic from primary database instance. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
151 TEC.2 Solution must have the capacity for Describe in detail the description NIA s 

ongoing growth to meet DHHS needs, of capability available to meet 
including but not limited to: each requirement. 
a) recording , storing and exchange of 

all data, including direct service 
worker and recipient service data; 

b) with at least six (6) years of data 
active in all actions and 
dashboards; and 

c) For at least ten (10) rolling years' 
data for reportinq . 

~ TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 129 



• • 6113 Z1 Solution Requirements - Attach· - RTM 

Bidder's Response: 

Tellus eVV is hosted on AWS Government Cloud and has the capacity to support ongoing growth to meet the DHHS' needs. We utilize AWS EC2 {Elastic Compute Cloud). 
Amazon EC2 enables us to increase or decrease capacity within minutes, not hours or days. It is possible to commission one, hundreds, or even thousands of server instances 
simultaneously. The application can automatically scale itself up and down depending on its needs. This includes: 

• Increasing data storage capacity, 
• Retaining data that will accumulate over six (6) years, 
• The ability to report on data for at least ten (10) rolling years. 

Req .# ID 

152 TEC.3 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must be configurable to support 
multiple programs or services which 
have different policies, procedures and 
business rules, all of which are subject 
to change during the contract. 

Instructions to Bidder 

Explain how solution will be 
scalable and configurable to add 
new functional features and 
support more users and service 
types in the future without affecting 
the underlying system architecture 
or system performance. 

CMS 
Checklist 

ID 
PE.Pl1.23 

Bidding 
Ability 
Code 
w 

Gap Description and Recommendation for 
Closure 

Tellus eVV is a SaaS-based application that is highly customizable by program in the form of configurations, business rules, user roles and permissions, parameters, consoles, 
reporting and inte_grations - all without affecting the underlying system architecture or system performance. During the business requirements gathering phase of the project, 
business analysts will work with DHHS program personnel to define the customized criteria for implementation. Business rules are managed using a rules engine that is managed 
outside of the standard code base providing the flexibility to change rules and configurations during the term of the contract. 

Tellus has developed questionnaires to facilitate this process. The following extract demonstrates examples of configurable options by program: 

Req.# 

Caregiver Perform Visit 

Caregiver Perform Visit 

Tellus Claims Matching 

Tellus Claims Matching 

Overlapping Visits 

Overlapping Visits 

Claims Submission 

Visit Authorization Number Matches 
PA Authorization Number (Error Code 
= No Authorization) 

Existing : Configurable by program 

Existing: Configurable by program 

Existing: Configurable by program 

Existing: Configurable by program 

ID Contractor I Solution/Requirement Instructions to Bidder CMS 
Checklist 

ID 

Enable/Disable: Schedule more than one 
recipient for a caregiver at the same time 

Enable/Disable: Schedule more than one 
caregiver for a recipient at the same time 

Enable/Disable: Automatic submission of 
"Matched" claims based on matching criteria 

specified below 
Enable/Disable: If no match, claim in 

"Unmatched: On-hold" status requiring 
provider input to re-run matching algorithm 

Bidding Gap Description and Recommendation for 
Ability Closure 
Code 
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Bidder's Response: 

Solution must have a comprehensive 
audit trail: 
a) Solution must provide an audit trail 

or log which identifies all access to 
PHI. 

b) Audit trail or log used to identify 
access to protected health 
information must be retained for a 
minimum of ten (10) years. 

• Describe in detail the audit trail , 
including all field level data 
retained, to track all changes to 
business rules. Describe how 
solution provides an audit trail or 
log to identify accesses to PHI for 
a minimum often (10) years. 
Include in the description the data 
elements that are retained to 
document the access. 

6113 Z1 Solution Requirements - Attach· - RTM 

N/A s 

Tellus eVV monitors application activity using a comprehensive audit trail. All data entered or modified can be traced back to the source of entry whether a data feed or a user: 

The audit trail for all data entries and edits include the user making the change, the date and time of the change and the information changed in the application audit log. If the 
State chooses to enforce the entry of reason codes to explain edits, those rules can be applied using our business intelligence rules engine. 

All data capture by Tellus eVV will be retained for at least ten (10) years. Raw data elements will be transferred to DHHS in the format and frequency requested. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
154 TEC.5 Solution should be browser agnostic Describe how solution provides full TA.CS.6 s 

and must be maintained, updated and compatibility with selected 
supported with a cadenced and planned browsers at current versions with 
schedule. NE DHHS currently uses backward compatibility for two 
Internet Explorer as the browser older browser versions. Provide list 
standard. For provider and client facing of browsers supported, current 
systems, the State of Nebraska requires versions supported and update / 
that the systems support the industry maintenance process. 
standard browsers such as Chrome, 
Firefox, Safari as well as Internet 
Explorer. Solution should support the 
current versions of these browsers with 
minimum backward compatibility for two 
older browser versions. Solution 
roadmap should include plans to 
maintain compatibility with future 
browser versions. 

Bidder's Response: 

Our EVV solution currently supports the following operating systems and web browsers. 
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• 
Supported PC Operating Systems 

Supported Mobile Operating 
Systems (visit verified through 
geolocation, requires Internet 
Access/FOB) 

Supported PC & Mac Browsers 

Supported Mobile Browsers: 

Mobile Device Requirements 

IVR Technology Adopted 

Data Exchange Methodologies 

Standard ASCII file formats (portal 
documents storage and sharing) 

•• 6113 Z1 Solution Requirements-Attach· - RTM 

• Windows OS (32 or 64 bit) Version 7 or higher 

• Mac OS Version ~(2-9) or higher 

• iOS Version 8 or higher 

• Android Version Lollipop (5.0) or higher 

• Microsoft Internet Explorer Version 11 or higher 

• Microsoft Edge Version 16 or higher 
• Google Chrome Version 4 or higher 

• Apple Safari Version 10 (Mac)/4 (Windows) or higher 
• Mozilla Firefox Version 57 or higher 

• Google Chrome Version 4 or higher on Android 

• Operating System: Android or iOS (see above) 
• Bluetooth required: No 
• GPS required : Yes 
• Voice support required: No 
• Min memory of phone: 25 MB 
• . Min storage of phone: 50 MB 

• Visit verified through landline by using Automatic Number 
Identification (ANI) 

• NextGen Connect (formerly Mirth Connect) is our 
healthcare information exchange data interchange platform 

• REST application programming interface (API) and 
JavaScript Object Notation (JSON) for data transport 

• API endpoints are secured with transport-level HTIPS 
encryption with message-level encryption; PGP also 
available 

• Standard APls and custom APls as necessary for any third 
party integrating with our solution 

• ANSI X12 EDI exchanges including 835 and 837 formats 

• PDF 
• Excel 
• Text 

Standard file format (data coming Final file formats are defined with the DHHS during needs analysis 
from third party EVV Systems): 

l 
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Compatibility standards required for this engagement will be defined during the requirements gathering phase. Software modifications can be made if additional support is 
required. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
155 TEC.6 Solution must include license and use of Describe how licenses shall be N/A s 

all software required to perform EVV provided as required by DHHS to 
capabilities and oversight. allow users access to perform all 

necessary business functions. 
Bidder's Response: 

Tellus eVV is a Saas solution. Our cost proposal includes all fees associated with operating the application. Our software is compatible with commercially available operating 
systems and browsers. 

Req.# ID 

156 TEC.7 

Bidder's Response: 

Contractor/ Solution/Requirement 

Unless otherwise mutually agreed to in 
writing, Contractor must maintain any 
and all hardware and software products 
required to support the solution at the 
most current to -2 version, including 
patches, fixes, upgrades, and releases 
for all software, firmware and operating 
systems. Any security patches must be 
maintained at most current level after 
thorouqh testinq. 

Instructions to Bidder 

Describe method of maintaining all 
hardware and software patches, 
fixes , upgrades, and releases for 
all software, firmware and 
operating systems utilized by 
solution. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Application fixes will be identified in our quality assurance activities and remediated during our regular sprint cycles. If the DHHS requests a fix that is time sensitive, the request is 
documented in the form of a change order. A change order will capture the details of the request and will be reviewed and signed by the DHHS. Change orders may or may not 
have a cost associated with them. The delivery date for the change is estimated . Enhancements will be scheduled in our product roadmap and released on a quarterly basis. If an 
enhancement is time sensitive, it will be scheduled into our sprint cycles and released off cycle. Off cycle enhancements will be documented as a change order and will adhere to 
the change management process. 

Standard releases and updates are scheduled on a quarterly basis; however, we will operate on a bi-weekly sprint schedule so fixes and enhancements will be accommodated 
more frequently if necessary. If production level fixes are required, they will be developed and deployed as a hotfix. This will only occur in rare, extreme circumstances. 

We will work with the DHHS to incorporate input into the prioritization of new features and enhancements for the EVV solution . 

New releases will be deployed as configuration options for existing clients. Features and functions for upcoming releases will be communicated at least one month in advance of 
the release data and existing users will be educated about the options available as a result of the enhancements or modifications. They can adopt those changes by changing 
applicable business intelliqence rules and confiquration settinqs. 
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• 
Req.# ID 

157 TEC.8 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution should provide an environment 
where components can be added or 
replaced quickly and non-disruptively. 

• 
Instructions to Bidder 

Describe how solution shall 
provide an environment where 
components can be added or 
replaced quickly and non­
disruptivelv. 

6113 Z1 Solution Requirements - Attach. A - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus employs a modular service-oriented architecture promoting loosely coupled services over a secure network. Business rules are maintained in a modularized rules engine 
that integrates seamlessly, in real time, with other components of the application while making them easy to configure, maintain and modify. Business rules are cataloged for ease 
of access and ability to review. 

Tellus eVV is comprised of five (5) major modules, or components, that operate together or individually. The modules work seamlessly together in a runtime environment 
employing loosely coupled services. Real-time rendered service data is available for claims pre-adjudication and 837 submission to MMIS on the day services are completed. 
Payer adjudication data can be imported to EVV and made available to providers as soon as the payer transmits the information to Tellus. Tellus can accept standard 835 or 
proprietary data formats. 

Tellus supports the open/hybrid EVV model and publishes standard open Application Program Interfaces (APls) that promotes interoperability across the Medicaid ecosystem 
integrating with care management applications, third-party EVV vendors and MMIS. 

Tellus uses NextGen Connect (formerly Mirth Connect), an open source, cross-platform, bi-directional healthcare integration engine providing maximum flexibility to integrate with 
health information exchanges, public health agencies, human service programs and other community organizations as required. 

This combination of modularity, service-oriented architecture and bi-directional open standard APls supports an environment where components can be added or replaced quickly 
and non-disruptively. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

158 TEC.9 Solution should provide an architecture Provide a description of N/A s 
that has clearly defined service architecture and any architectural 
endpoints. drawinqs. 

Bidder's Response: 

Our application architecture has clearly defined endpoints. Please see the architectural drawing below: 
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• 
Req.# ID 

159 TEC.10 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must ensure all hardware, 
software , and communication 
components installed for use by state 
staff are compatible with the State's 
currently supported versions of the 
Microsoft Operating System, Microsoft 
Office Suite and Internet Explorer; and 
current technologies for data 
interchange. 

• 
Instructions to Bidder 

Describe how the solution shall 
ensure all hardware, software, and 
communication components 
installed for use by state staff are 
compatible with the state's 
currently supported versions of the 
Microsoft Operating System, 
Microsoft Office Suite and Internet 
Explorer; and current technologies 
for data interchan e. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

In order to provide our clients with a broad range of solutions, our application is supported using open standards and commercially available software and hardware. No 
proprietary licenses or equipment are required to access or use our EVV application. 

Our EVV solution is a SaaS-based application supporting multiple clients with one code base. All changes to the application for individual clients will be supported through 
changes to configurations, integrations and business rules . We can share configurations, integrations, and rules implemented by other clients with the approval of those clients or 
anonymously as options. Tellus currently certifies support for the EVV Console (browser-based), Claims Portal (browser-based), and EVV App (mobile device app) on the 
following browsers and phone/PC operating systems: 

Supported PC Operating Systems 

Supported Mobile Operating 
Systems (visit verified through 
geolocation, requires Internet 
Access/FOB) 

Supported PC & Mac Browsers 

Supported Mobile Browsers: 

Mobile Device Requirements 

(i;)TELLUS 

• Windows OS (32 or 64 bit) Version 7 or higher 
• Mac OS Version X (10) or higher 

• iOS Version 8 or higher 
• Android Version Lollipop (5.0) or higher 

• Microsoft Internet Explorer Version 11 or higher 
• Microsoft Edge Version 16 or higher 
• Google Chrome Version 4 or higher 
• Apple Safari Version 10 (Mac)/4 (Windows) or higher 
• Mozilla Firefox Version 57 or higher 

• Google Chrome Version 4 or higher on Android 

• Operating System: Android or iOS (see above) 
• Bluetooth required: No 
• GPS required : Yes 
• Voice support required: No 
• Min memory of phone: 25 MB 
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IVR Technology Adopted 

Data Exchange Methodologies 

Standard ASCII file formats (portal 
documents storage and sharing) 

Standard file format (data coming 
from third party EVV Systems): 

• Min storage of phone: 50 MB 

• Visit verified through landline by using Automatic Number 
Identification (ANI) 

• NextGen Connect (formerly Mirth Connect) is our 
healthcare information exchange data interchange platform 

• REST application programming interface (API) and 
JavaScript Object Notation (JSON) for data transport 

• API endpoints are secured with transport-level HTIPS 
encryption with message-level encryption; PGP also 
available 

• Standard APls and custom APls as necessary for any third 
party integrating with our solution 

• ANSI X12 EDI exchanges including 835 and 837 formats 

• PDF 
• Excel 
• Text 

Final file formats are defined with the DHHS during needs analysis 

If the DHHS requires expanding our compatibility profile, that request can be accommodated . 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
160 TEC.11 Solution should provide context sensitive Describe how solution shall NIA s 

help (situational clarification and support provide context sensitive help 
associated with process specific steps), (situational clarification and 
to support user activities (e.g. support associated with process 
maintenance activities). specific steps), to support user 

activities (e.g. maintenance 
activities). 

Bidder's Response: 

We will create and publish online documentation and Demo Videos outlining the functionality of the EVV System. The online training and support portal will include user guides 
that document process flows using screenshots and step-by-step instructions, Frequently Asked Questions (FAQs), video tutorials, recorded training sessions and access to -
support resources. 

We recommend a train-the-trainer approach to allow providers the flexibility to re-train or train new hires. These remote trainers may be referred to as training liaisons or training 
coordinators. Each provider Manager or training liaison will be responsible to ensure their staff receive the training and have signed affidavits to this effect. 
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As new features or capabilities are added to the EVV application, training materials will be updated to reflect the changes. The outreach plan will include a method of advising 
training liaisons or coordinators of the content changes and will oulline the process for updating any hardcopy training materials in the field . 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist · Ability Closure 

ID Code 
161 TEC.12 Contractor shall provide the solution's Describe solution's process for N/A s 

technical, functional , and performance maintaining and providing 
documents as required by the IV&V solution's technical, functional and 
Contractor. performance documents as 

required by the IV&V Contractor. 
Bidder's Response: 

We will create and maintain a set of standard technical application documents for the system. Our maintenance and operations policies are the starting point for the critical and 
standard documents framework. Critical documents will include an overview document, interfaces and operating controls, known error and workarounds, maintenance tasks and 
frequency, and business process flow for business functions. Standard documents will include non-production and production environment details, database architecture, system 
access, component context and interaction diagram, user screens and batch jobs details. 

Req.# ID 

162 TEC.13 

Bidder's Response: 

Contractor/ Solution/Requirement 

Solution must support multiple web 
services standards, including web 
services, specifications, and adapters 
(e.g., ODBC, Web Service (WSDL, WS­
*, SOAP, REST, UDDI, ODATA), JSON­
WDP, MS SQL, SQL Server, Oracle, 
FTPS, SFTP, HTTPS, MSMQ). 

Instructions to Bidder 

Describe which web services 
standards the solution shall 
support: web services, 
specifications, and adapters (e.g., 
ODBC, Web Service (WSDL, WS­
*, SOAP, REST, UDDI, ODATA), 
JSON-WDP, MS SQL, SOL 
Server, Oracle, FTPS, SFTP, 
HTTPS, MSMQ). 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Our proposed solution complies with HIPAA standards. Our cloud-based EW solution is hosted through a web services environment, which is the most secure hosted network 
solution available·. Access to the EVV solution is tightly controlled using secure login identification and device access controls. System security is integrated into the system's 
basic design. We have a number of standard security features to make sure that only authorized users can access the system and its data, including user authentication through 
IDs and passwords, functional access controls, multiple firewalls, and different virus protection products. Data transmitted between external systems and our servers are 
protected by authentication and encryption, while secure file transfer protocols (SFTP) are always used for data file transmissions. 

Industry standard 0Auth2 protocols are used for authentication. Every application's access to backend processes via REST API requires an authentication token to be passed 
with each API call. 

JSON Web tokens (JWT) are used for API Authentication . JWT is an open standard (RFC 7519) that defines a compact and self-contained way to securely transmit information 
between parties as a JSON object. This information can be verified and trusted because it is digitally signed. JWTs are signed using a secret JWT token sent to the API via 
standard HTTP Authorization header. Token payload contains user information restricting API access to certain endpoints. 
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Tellus uses NextGen Connect {formerly Mirth Connect), an open source, cross-platform, bi-directional healthcare integration engine providing maximum flexibility to integrate with 
health information exchanges, public health agencies, human service programs and other community organizations as required. All non-proprietary data relevant to DHCF can be 
scheduled for delivery to DHHF using the following tools and file formats : 

Bi-directional interfaces can be built using the following interchange protocols: 

• TCP/MLLP 
• Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, ODBC) 
• File {local file system and network shares) 
• PDF and RTF documents 
• JMS 
• FTP/SFTP 
• HTIP/Web Services 
• SMTP 
• SOAP (over HTIPS) 
• DICOM 
• JavaScript 

The open architecture also allows for the easy addition of custom and legacy interfaces. 

Typical messaging standards supported by the Tellus data interchange solution include: 

• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL? (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
• . JavaScript Batch 
• Additional Data Types are support via API Libraries 

Tellus uses Amazon Web Services (AWS) EC2 instances with Amazon Elastic Block Store (EBS) storage to take advantage of AWS features such as Auto Scaling for instances. 
EBS allows Tellus to deploy encrypted volumes, (meeting FIPS 140-2 standards) , provision multiple block devices readily with varying sizes and throughput and create snapshots 
for backups. 

NextGen Connect also requires a database backend that must be secure, highly available, and scalable. To meet these needs with a HIPAA, compliant AWS service, Tellus 
makes use of the ORACLE MySQL relational database. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
163 TEC.14 Solution should use technology-neutral Describe solution's technology- TA.CM.4 s 

interfaces that localize and minimize neutral interfaces that localize 
and minimize impact of new 
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• I 
Bidder's Response: 

I 
impact of new technology insertion or 
replacement. • I 

technology insertion or 
replacement. I 

6113 Z1 Solution Requirements - Attach· - RTM 

I I 

Our solution will interface with the DHHS and other external solutions through well-documented, technology-neutral and secure interfaces. Below is a schematic of the integration 
points and security methodologies for each interface. 
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Our solution places a premium on securing data exchanged between internal and external systems. We constantly evaluate and upgrade our data exchange security protocols to 
incorporate the most secure and cost-effective methodologies. We will manage data interchange of member, provider, prior authorization, and claims information through one of 
two ways: 

• A secure file transfer process using public key infrastructure (PKI) data encryption methodology 
• A secure web service interface that expressly authorizes specific system processes to interchange data over isolated and secured ports Data interchange of verified 

visits between the EVV platform and the Data Aggregation Platform is through a PGP-encrypted secure file transfer protocol (SFTP) method. Browser access to the EVV 
platform portals is through an HTIPS/TLS (Transport Layer Security) secured connection . Users must be authorized to access the portals and authenticated before 
portal access is granted. 

Mobile users upload encrypted EVV data to the EW platform server, and the local data on the mobile device is secured using Transparent Data Encryption functionality. Tellus 
will submit the technical documentation , including a final architectural diagram for each system environment, data dictionary, and high-level process flow diagram prior to contract 
signature. We will also negotiate the exact time frame for this delivery with the DHHS prior to contract signature. The DHHS will review and approve any architectural changes, 
relative to interface points with the DHHS and external data sources before we implement them. We will implement integration point architecture changes in the lower 
environments first , and then promote them to upper environments after completing formal system integration testing (SIT) and user acceptance testing (UAT} and receiving the 
DHHS approval. 

Req .# ID 

164 TEC.15 

Bidder's Response: 

Contractor I Solution Requirement 

Solution should develop data models 
(conceptual, logical and physical) that 
include mapping of information exchange 
with external or anizations. 

Instructions to Bidder 

Describe solution's ability to 
develop data models that include 
mapping of information exchange 
with external or anizations. 

CMS 
Checklist 

ID 

TA.DAM.3 

Bidding 
Ability 
Code 

s 

Gap Description and Recommendation for 
Closure 

Meaningful information begins with standard , quality data. Quality data is accurate and consistent for reliability and comparability . Tellus employs the following principles to collect 
quality data: 

• Data Authenticity: data is captured and validated at the source 
• Data Integrity: all data entries and modifications are monitored using an audit log 
• Non-repudiation : data is authenticated at the source with secure login credentials 

Data security is critical. All data is encrypted both at rest and in transit. Data is made available only to the individuals who need access to that information by employing role-based 
permissions. Data is always available to users who have permission to access it. 

Below we list the defined data dictionaries and standard file formats for each of the following categories of integrations. Tellus is a founding member of the National Electronic 
Visit Verification Association (NEVVA), an organization dedicated to defining and sharing data and formatting standards for EVV transactions. This specifies the file layouts for a 
Tellus standard integration, and all mapping/processing software. Tellus can accept files that do not meet standard file formats as required based on project specifications 

Message Description 
Type Code List 
Provider 

Recipient 

Unified type code listing used for all other messages. 
Used by Payers (State Medicaid , MCO, etc.) to submit Home Care Agency 
information to the EW solution . 
Used by Payers (State Medicaid, MCO, etc.) to submit Recipient (Patient) 
information to the EW solution. 
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Prior Authorization 

User 

Schedule 

Payer 

.Req .# ID 

165 TEC.16 

Bidder's Response: 

Used by Payers (State Medicaid, MCO, etc.) to submit Prior Authorizations (PA's) 
to the EVV solution. 
Used by Payers (State Medicaid, MCO, etc.) to submit user information 
(Caregivers, Case Managers, Admins) to the EVV solution. 
Used by Providers via an Agency Management System to submit scheduling 
information to the EVV solution . 
Used to import Payers (MCO's State Medicaid Programs, Private Insurance 
Companies, etc.) into the Tellus eVV Solution 

Contractor I Solution Requirement Instructions to Bidder 

Solution should apply single source of Describe solution's ability to apply 
information methodologies. single source of information 

methodoloi:iies. 

CMS 
Checklist 

ID 
TA.DAM.7 

Bidding Gap Description and Recommendation for 
Ability Closure 
Code 
s 

Tellus applies single source of information methodologies to improve efficiencies by reducing required maintenance, enhancing traceability and increasing consistency. This is 
accomplished by storing system information in as few places as possible, preferably - one place. Once stored it can be rendered in multiple ways for different audiences in the 
form of views. 

One example of single sourcing is writing business rules in our business rules engine outside of the standard code base. The rule is then referenced as required throughout the 
code as required for application processing . 

Req .# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
166 TEC.17 Solution should use standardized Describe solution 's ability to use TA.DM.1 s 

business rules definitions that reside in a standardized business rules 
separate application or rules engine. definitions that reside in a 

separate application or rules 
engine. 

Bidder's Response: 

Business rules defined at the implementation phase of the project will dictate who can verify visits and the related conditions that will apply. Rules are easy to add , configure, and 
change. 

Tellus eVV Business Intelligence Rules Engine is a modular, highly configurable component of our EVV solution . Business rules are initially defined by the payer during the 
requirements gathering phase of the engagement and written in the EVV rules engine module at the payer/program/provider and even recipient levels. Rules are separate from 
the code base making them configurable and changeable without development resources. Rules can be written around any field for a single or combination of user rules making 
our rules engine extremely robust with the ability to support advanced data analytics and reporting. 
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Our EVV solution is a SaaS-based application supporting multiple clients with one code base. All changes to the application for individual clients will be supported through 
changes to configurations and business rules. We can share configurations and rules implemented by other clients with the approval of those clients or anonymously as options. 
Participant satisfaction mechanisms potentially in the form of surveys are part of our product roadmap and can be supported by the application. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
167 TEC.18 Solution should use a rules editor that Describe solution's ability to use a TA.DM.2 s 

maintains the current version of rules editor that maintains the 
standardized business rules definitions in current version of standardized 
a language that business people can business rules definitions in a 
interpret and transforms them into language that businesspeople can 
machine language to automate them. interpret and transforms them into 

machine language to automate 
them. 

Bidder's Response: 

Tellus uses an open source business rules engine that is comprised of a rules editor that captures rules in language businesspeople can interpret and transforms those rules into 
machine language that our standard code base calls to perform when applicable. Rules are summarized in an overview format so they can be easily catalogued by type with a 
short description that includes a reference to the sections of the application the rule is used. The overview also tracks version history and comments so the reason for rule 
changes can be captured for reference purposes. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
168 TEC.19 Authorized user(s) must have access to Describe solution's ability for TA.LG.1 w 

user activity history and other authorized users to have access 
management functions, including but is to user activity history and other 
not limited to log-on approvals/ management functions , including 
disapprovals and log search and but not limited to log-on approvals 
playback. / disapprovals and log search and 

playback. 
Bidder's Response: 

User roles and permissions determine the components of the application a user can access. User roles can be restricted to access specific components of the system. They also 
determine what a user can do in those components, for example read only, read/write, modify, approve, etc. 

Specified user roles can be permitted to access user activity history of other users including logon approvals and disapprovals, log searches and playbacks. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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• 169 TEC.20 

Bidder's Response: 

Contractor should provide a current 
product roadmap which provides details 
regarding planned updates, timing of 
product versions/releases, end of 
support (EOS) and end of life (EOL) for 
current and past versions. Roadmap 
should contain information regarding 
third-party products that the solution 
utilizes. Product roadmap should be 
updated quarterly. 

• Describe solution's product 
roadmap, release schedule, 
planned roadmap enhancements, 
any plans for end of support or 
end of life, and other product 
version/release information. 
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S&C.LC.11 s 

Tellus uses a product roadmap to prioritize current and future development activities. New releases and updates are released on a quarterly basis and the product roadmap is 
updated on the same quarterly cycle. New releases will introduce configuration options for existing clients and will not impact current features and functions. Release notes for 
upcoming features, functions and business·rule options will be communicated at least one month in advance of the release date and existing users will be educated about the 
options available as a result of the enhancements or modifications . They can adopt those changes by selecting to access a new module, or by employing applicable business 
intelligence rules and configuration settings. 

Our solution will support State and federally mandated requirements through the entire support phase. When notice of a mandatory regulatory change is received, we will work 
with you to determine the timing and business requirements for the application of system changes to support state and federal mandates. 

At this time there are no anticipated end-of-support or end-of-life updates planned. As technology evolves, there may be changes to supported operating systems, browsers and 
third-party products that are no longer operationally viable. Those changes will be communicated at least twelve months in advance and are not anticipated to significantly affect 
clients because we will make those choices based on technical feasibility and obsolescence. 

Req .# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
170 TEC.21 Solution should use regionally Describe how solution uses S&C.MS.10 s 

standardized business rule definitions in regionally standardized business 
both human and machine-readable ru·1e definitions in both human and 
formats . machine-readable formats. 

Bidder's Response: 

Tellus uses an open source business rules engine that is comprised of a rules editor that captures rules in language businesspeople can interpret and transforms those rules into 
machine language our standard code base calls to perform when applicable. Rules are summarized in an overview format so they can be easily catalogued by type with a short 
description that includes a reference to the sections of the application the rule is used. The overview also tracks version history and comments so the reason for rule changes can 
be captured for reference purposes. 

Reg.# !Q Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gai::1 Descrii::1tion and Recommendation for 
Checklist Ability Closure 

ID Code 
171 TEC.22 Solution should define and utilize Describe how solution defines and S&C.MS.14 s 

system modules that can be utilizes system modules that can be 
interchanged without major system interchanged without major system 
desiqn. redesiqn. 
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Bidder's Response: 

Our Service-Oriented Architecture (SOA) includes a modular business intelligence rules engine that makes it easy to construct, modify and remove rules. Since business rules are 
not hard coded into the ~pplication , development resources are not required to change rules. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
172 TEC.23 Solution should use an intrastate rules Describe how solution uses an S&C.MS.16 s 

engine separate from core intrastate rules engine separate 
programming with established interstate from core programming with 
standardized business rules definitions. established interstate standardized 

rules definitions. 
Bidder's Response: 

We use a business intelligence rules engine to support data analysis and manipulation. Because all rules are defined and written outside of our code base, it is easy to add, 
remove, or modify the way data elements are managed. For example, during the implementation , we will work with the DHHS and program subject matter experts to identify the 
rules and configurations appropriate for each program. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
173 TEC.24 All system design documents should Describe system design document S&C.MS.18 s 

utilize a widely supported modeling modeling language which solution 
language (e.g. , UML, BPMN). uses. 

DHHS utilizes Sparx Systems 
Enterprise Architect (EA) for 
modeling artifacts. Model artifacts 
shall be importable to the Sparx EA 
tool. 

Bidder's Response: 

Tellus system design documentation is written in UML. UML is an industry standard modeling language. Model artifacts can be exported and imported into most enterprise 
architect tools. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
174 TEC.25 Modularity must be verified through Describe how testing will verify S&C.MS.4 s 

extensive testing that demonstrates modularity using extensive testing 
compliance with chosen interface that demonstrates compliance with 
standards and specifications. 
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Bidder's Response: 

• I 
chosen interface standards and 
specifications. I 
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I I 

Tellus uses NextGen Connect (Mirth Connect), an open source, cross-platform, bi-directional healthcare integration engine providing maximum flexibility to integrate with health 
information exchanges, public health agencies, human service programs and other community organizations as required. 

Data interchange may be in asynchronous batch mode or synchronous transactional mode. The general sequence of events is the same for synchronous or asynchronous, with 
the difference being in the timing of the response messages. 

All file transmissions and imports will be built and tested using NextGen Connect includiog: EDI 834, EDI 8371 , EDI 837P, EDI 278 and proprietary files . NextGen Connect also 
supports real-time data exchange. EVV system interface testing will be documented and tested in our User Acceptance Testing (UAT) / Testing , Validation and Operational 
Readiness (TV&OR) Plan. 

Req.# ID 

175 TEC.26 

Bidder's Response: 

Contractor I Solution Requirement 

Solution should leverage reliable 
messaging, including guaranteed 
message delivery (without duplicates) 
and support for non-deliverable 
messaqes. 

Instructions to Bidder 

Describe solution's message 
capabilities, including guaranteed 
message delivery and support for 
non-deliverable messages. 

CMS 
Checklist 

ID 
TA.SOA.2 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Data interchange may be in asynchronous batch mode or synchronous transactional mode. The general sequence of events is the same for synchronous or asynchronous, with 
the difference being in the timing of the response messages. 

The sequence begins with the data submitter sending Tellus an inbound message (XML, flat file, web services request, etc.) via an integrated channel. As noted above, Tellus 
supports any commonly used integration method and has a high degree of flexibility regarding file layout, transport protocol, and security protocol. Tellus will run a preliminary edit 
on the message layout and content and will inbound process any valid records. Tellus will then return a confirm/reject message using the same transport protocol as the 
submission and will also send an alert email to the sender. If Tellus later outbound processes and transmits a message to our clienUpartner, then the same process is expected in 
reverse. 

A message, or row within a source file, enters NextGen Connect (formerly Mirth Connect) as a raw inbound message and is received by the Source Connector, which can then be 
evaluated , filtered and/or transformed before being sent to the Destination Connector. The raw inbound message can be passed through multiple destination connectors where it 
can be influenced by filters and transformers before final processing and being sent to a destination. 

The Dashboard allows for monitoring interface activity in real time. Interface errors can be reviewed , corrected and reprocessed in real time as well. 

Tellus publishes a complete set of specifications for all Tellus proprietary messages. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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• 176 TEC.27 

Bidder's Response: 

Contractor must develop and deliver a 
Conceptual Data Model that depicts the 
business area high-level data and 
general relationships for intrastate 
exchan e. 

• Describe solution 's conceptual data 
model and how it depicts the 
business area high-level data and 
general relationships for intrastate 
exchan e. 

6113 Z1 Solution Requirements - Attach· - RTM 

IA.CDM.1 S 

Tellus maintains a conceptual data model that is used across our EVV platform. Our data dictionary is central to our data management plan . The data model and data dictionary 
are the foundation for our integration specifications and support all inbound and outbound data extraction, transformation and loading activities. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
177 TEC.28 The system data models (conceptual , Describe solution's system data IA.CDM.2 s 

logical, and physical) delivered and models which are delivered and 
developed by the contractor should developed by contractor and how 
identify relationships between key contractor will identify relationships 
entities in the enterprise. between key entities in the 

enterprise. 
Bidder's Response: 

Tellus' conceptual, logical and physical data models underpin our data sharing specifications and integrations. During the business requirements phase of the project, Tellus will 
work with the DHHS to understand project and program requirements and how those details will be mapped into our EVV data models. If there are details required that are not 
currently captured in our existing model , the model will be extended to accommodate the required data elements. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
178 TEC.29 Solution should utilize an intrastate Describe how solution will provide IA.DMS.2 s 

metadata repository that defines the metadata information that defines 
data entities, attributes, data models, the data entities, attributes, data 
and relationships sufficiently to convey models, and relationships sufficiently 
the overall meaning and use of data to convey the overall meaning and 
and information. use of the data and information. 

Solution shall provide meta data 
information in industry standard 
export formats . 

Bidder's Response: 

Tellus eVV documentation includes conceptual, logical and technical data models, entity relationship diagrams, data dictionaries and integration specification documents. This 
documentation is interrelated with data dictionaries and integration specification documents providing metadata to define data models and data relationships. 

Tellus uses NextGen Connect (formerly Mirth Connect), an open source, cross-platform, bi-directional healthcare integration engine providing maximum integration flexibility. 
Typical messaging standards supported by the Tellus data interchange solution include: 
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• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
• JavaScript Batch 
• Additional Data Types are support via API Libraries 

Tellus will work with the DHHS to identify your preferred data export format. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
179 TEC.30 Solution should define and utilize Describe how solution defines and IA.DMS.4 s 

statewide standard data definitions, utilizes statewide standard data 
data semantics, and harmonization definitions, data semantics, and 
strateqies. harmonization strateqies. 

Bidder's Response: 

Standard data definitions, semantics and harmonization for the State of Nebraska will be a subset of the strategies Tellus employs for our platform-wide data strategy. Tellus will 
work with the DHHS to understand internally defined data elements and map them to the appropriate data elements within the EVV data structure. Like data elements across 
statewide systems will be identified and harmonized during that process. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
180 TEC.31 Solution should support consumption of Describe how solution supports IA.DS.11 s 

data in multiple formats from many consumption of data in multiple 
sources, such as vital statistics, MCO formats from many sources. 
encounter data , benefit manager 
encounter data (pharmacy, dental, 
mental health), waiver program data, 
and census bureau . 

Bidder's Response: 

Data transfers and aggregation are among our core competencies. In fact, we have dedicated configuration teams specifically assigned to data sharing and integration. We use 
industry-leading, cross-platform, bidirectional, health care integration engines for data interchange. The purpose of data sharing is to consolidate data from various sources into 
one system of record in the most efficient manner possible to save time and minimize redundant processes. Sharing data with other systems means data is exported from one 
software application and shared by importing it into another application . As it relates to EVV, we import data from multiple systems to store data in a common database. Some of 
this information is foundational to set up the system; for example, the payer will send provider, participant, and prior authorization data to import into the EVV database. MCOs will 
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also send provider, participant, and prior authorization data to import into the EVV database. The data is normalized as part of the import process. Visit data collected from our 
solution as well as other EVV systems is imported into the data aggregation database. 

File format will be defined during business requirements analysis. The EVV system allows health care information to be shared natively in a variety of protocols including: 

• TCP/MLLP 
• Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, ODBC) 
• File (local file system and network shares) 
• PDF and RTF documents 
• JMS 
• FTP/SFTP 
• HTIP/Web Services 
• SMTP 
• SOAP (over HTIPS) 
• DICOM 
• JavaScript 

The flexible open architecture also allows custom and legacy interfaces to be easily added to support data sharing with systems that are not able to share information in one of 
the protocols not native to the platform. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
181 TEC.32 Solution's user interface or associated Describe how solution's user TA.CS.10 s 

interfaces should provide text titles for interface or associated interfaces 
frames to facilitate frame identification provide text titles for frames to 
and navigation. facilitate frame identification and 

naviqation. 
Bidder's Response: 

The Tellus eVV user interface provides both icons and text titles to identify frames. The following menu is present on all screens and can be minimized to display only icons. The 
frame the user is currently working in is highlighted in the menu. In the screenshot below, the user is working on the dashboard which is why the "Dashboard" icon and text title is 
highlighted: 
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This frame identification convention is used throughout our web-based EVV solution set. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
182 TEC.33 Solution's transactions must execute in Describe solution's transaction TA.PM.5 s 

a reasonable amount of time. execution time, and how execution 
time is monitored and reported. 

Bidder's Response: 

The average page response time for our EVV technical solution is one-one-hundredth (.001) of a second; therefore, maintaining a response time (to call-in transactions) of less 
than three (3) seconds for user-submitted data for ninety-eight percent (98%) of the transactions is achievable. 

Historical system performance supports our ability to maintain a response time (to call-in transactions) that is less than three (3) seconds for user submitted data for ninety-eight 
percent (98%) of the transactions 
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AWS CloudWatch is used to monitor network traffic, bandwidth utilization and identify bottlenecks that impede performance. Monitoring and auto-scaling systems provide the 
information required to diagnose system performance issues, errors and backlogs. Monitoring includes, but is not limited to, CPU, memory utilization, network and disk utilization. 
For the database server we also monitor read/write latency, number of sessions, and session performance. Our engineers get immediate notifications regarding all system issues. 
If they cannot be resolved immediately, notifications will be forwarded to the DHHS and/or Providers as required based on service level agreements. 

Req .# ID 

183 TEC.34 

Bidder's Response: 

Contractor I Solution Requirement 

Solution should collect information in 
predefined formats. 

Instructions to Bidder 

Describe how solution will collect 
information in predefined formats, 
and identify formats used. 

CMS 
Checklist 

ID 
TA.PM.6 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus eVV has the ability to import data for integration purposes utilizing a variety of formats. Our data integration documents specify predefined standard formats; however, we 
are also able to map proprietary data files as required . Tellus is able to support the following industry standard data formats including : 

• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL? (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
• JavaScript Batch 
• Additional Data Types are support via API Libraries 

Examples of standard data integration specifications are published at the following location : 

https://tel lusol utions. atlassia n. neUwiki/spaces/EVV /pages/ 182124545/Rendered+ Services+ Fi le+ Specifications 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
184 TEC.35 Solution must provide the ability to Describe how solution provides the TA.PM.? s 

record and monitor the performance ability to record and monitor the 
and utilization of resources within the performance and utilization of 
overall system. resources within the overall system. 

Bidder's Response: 

Tellus eVV collects and evaluates all the data necessary to evaluate the operation and performance of the EVV program to monitor and improve operations, transparency and 
accountability . AWS Cloudwatch is used to monitor network traffic, bandwidth utilization and identify bottlenecks that impede performance. Monitoring and auto-scaling systems 
provide the information required to diaqnose system performance issues, errors and backloqs. Monitorinq includes, but is not limited to, CPU, memory utilization , network and disk 

Q TELLUS rellus eVV ResponsE to Request tor Proposal #6113 Z1 152 



• • 6113 Z1 Solution Requirements - Attach· - RTM 

utilization . For the database server we also monitor read/write latency, number of sessions, and session performance. Our engineers get immediate notifications regarding all 
system issues. If they cannot be resolved immediately, notifications will be forwarded to the DHHS and/or Providers as required based on service level agreements. 

Our AWS infrastructure is configured with robust System Performance Measuring and Monitoring tools supporting 99.9% uptime. In case of failure of the primary node, Amazon 
RDS performs an automatic failover to the standby without the need for manual administrative intervention. Within minutes, a new instance of the server is launched in a different 
AWS Availability Zone or region. Downtime is cut to minutes instead of hours. Using various AWS regions and different physical data centers ensures the system is highly 
available and fault tolerant. 

All backups and recovery of databases for all cases, including disaster and system failure, are hosted in at least two different Availability Zones (geographically different data 
centers). Database instances are kept in sync real-time. Backups are scheduled and occur at regular intervals. They are then encrypted and stored in multiple locations providing 
99.9% durability. 

Additionally, we achieve high levels of fault tolerance for our applications by using AWS Elastic Load Balancing to automatically route traffic across multiple instances and multiple 
Availability Zones (physical data centers). Elastic Load Balancing ensures only healthy Amazon application server instances receive traffic by detecting unhealthy instances and 
rerouting to healthy servers. If additional computing capacity is required , we have systems in place to automatically scale the application and database service layers to ensure 
SLAs are met. 

We also use Amazon Relational Database Service (RDS) to host our database server. Amazon RDS runs on the same highly reliable infrastructure previously discussed. Amazon 
RDS synchronously replicates the data to a standby instance in a different Availability Zone (different datacenter). RDS features we use to enhance reliability for critical production 
databases include: automated backups, database snapshots, and automatic host replacement in case of primary database crash . Database backup snapshots are taken at 
regular intervals and sent to AWS S3 encrypted storage. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
185 TEC.36 The Department prefers cloud-based Describe solution 's approach to N/A s 

hosting for the solution. The delivery of hosting and how delivery of the 
the solution/services should be solution will be seamless. Describe 
seamless with the hosting solution how hosting solution provides the 
providing the flexibility to integrate other flexibility to integrate other solutions 
solutions for security and regulatory for security and regulatory purposes 
purposes in the future and be cost- in the future and be cost-effective 
effective and scalable. Solution must and scalable. Also show how 
provide production, UAT and training solution meets State and Federal 
environments. Solution must provide regulations , security and 
visibility into capabilities of development performance requirements. Describe 
and SIT environments, and must the production, UAT and training 
provide access to SIT environment to environments. 
support interface testing prior to UA T. 
Solution must provide ongoing access 
to a UAT environment for integration 
and solution testing during the 
operations phase to support approved 
changes via the approved change 
manai:iement process. 
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Bidder's Response: 

Our EVV solution is in production supporting Medicaid-funded programs. It is a configurable, extensible, COTS-based solution hosted in the cloud. All components of the 
application are accessible using commercially prevalent hardware, operating systems and web browsers. Our modular components are easily integrated with other applications 
using industry standard communication and data formats. 

Our solution will support State and federally mandated requirements through the entire support phase. When notice of a mandatory regulatory change is received, we will work 
with you to determine the timing, due dates, and any associated additional costs for the application of system changes to support the requirements 

As a best practice all variable parameters will be externalized and stored in the configuration server. The system will allow for different sets of parameters for production, UAT, QA 
and development environments. Application will load all parameters from the configuration server at startup. 

We will establish UAT and training environments in the same secure enclaves as the production environment. Both environments will be subject to the same security and access 
controls as the production environment. The design and size of UAT environment will also mirror the production environment. Production data will be copied over to the UAT 
environment periodically to refresh the UAT environment. The training environment, or "sandbox," and all lower environments will only contain de-identified data and will not 
contain production data. This sandbox environment resets to a clean state every 24 hours. 

We do not recommend that production data be copied into lower environments because the security controls are not as stringent in these environments and the risk of PHI/PII 
exposure is significantly higher. We use commercial test data generation tools to routinely create test data that does not reflect any production non-public information. Masking of 
production data in the lower environments will therefore not be required. 
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G.7 Data Management Requirements: 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

186 DM.1 Solution must verify that all fields Describe how solution verifies that TA.SP.1 s 
defined as numeric contain only all fields defined as numeric contain 
numeric data. only numeric data. 

Bidder's Response: 

We use multiple methodologies and coding to validate data depending on input method. Tellus eVV uses NextGen Connect (formerly Mirth Connect) as the underlying platform 
for data interchange. NextGen Connect is an open source, cross-platform, bi-directional, health care integration engine. NextGen Connect reads one inbound record of data at a 
time and has logic for each field as per our requirements in the data dictionary. If a data field is required to be a numeric value, then the code in NextGen Connect calls 
our numeric function validating it to be a numeric value. The function will reject the data field if it contains an alpha character or special character or anything except a numeric 
value. 

Furthermore, if the database field is a numeric data type, it is one of integer data types so that only numeric values will be inserted into the database field. If NextGen Connect 
tries to pass a non-integer value into those fields, it will fail on insert. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
187 DM.2 Solution must verify that all fields Describe how solution verifies that TA.SP.2 s 

defined as alphabetic contain only all fields defined as alphabetic 
alphabetic data . contain only alphabetic data. 

Bidder's Response: 

We use multiple methodologies and coding to validate data depending on input method. Tellus eVV uses NextGen Connect (formerly Mirth Connect) as the underlying platform 
for data interchange. NextGen Connect is an open source, cross-platform, bi-directional, health care integration engine. NextGen Connect reads one inbound record of data at a 
time and has logic for each field as per our requirements in the data dictionary. If a data field is required to be an alphabetic value, then the code in NextGen Connect calls 
our alphabetic function validating it to be a alphabetic value. The function will reject the data field if it contains anything except an alphabetic value. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
188 DM.3 Solution must support data integrity Describe how solution supports TA.SP.23 s 

through system controls for software data integrity through system 
program changes and promotion to controls for software program 
production. changes and promotion to 

production. 
Bidder's Response: 

Data Integrity Controls 
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Tellus ensures that the design and implementation of applications take into account the risks of processing failures that may lead to a loss of integrity. Tellus takes steps to 
minimize such risk by employing appropriate data integrity controls. Data integrity controls address: 

1. The use of add, modify, and delete functions to implement changes to data 
2. Procedures to prevent programs running in the wrong order or running after failure of prior processing. 
3. The use of appropriate programs to recover from failures to ensure the correct processing of data. 
4. Protection against attacks using buffer overruns/overflows. 
5. A checklist for validation checking shall be prepared, activities documented, and the results shall be kept secure. The checks to be incorporated include the following and 

can be manual: 

a. Session or batch controls, to reconcile data file balances after transaction updates 
b. Balancing controls, to check opening balances against previous closing balances, namely. 
c. Run-to-run controls file update totals program-to-program controls validation of system-generated input data. 
d. Checks on the integrity, authenticity or any other security feature of data or software downloaded, or uploaded, between central and remote computers. 
e. Hash totals of records and files. 
f. Checks to ensure that application programs are run at the correct time. 
g. Checks to ensure that programs are run in the correct order and terminate in case of a failure, and that further processing is halted until the problem is resolved; 

and creating an automated log of the activities involved in the processing. 

Control of Operational Software 
To minimize the risk of corruption to operational systems, the following procedures shall be implemented to control changes: 

1. The updating of the operational software, applications, and program libraries shall only be performed by authorized administrators. 
2. Operational systems shall only hold approved programs or executable code (i .e. no development code or compilers). 
3. Vendor supplied software used in operational systems shall be maintained at a level supported by the supplier. 
4. Tellus uses the latest version of Web browsers on operational systems to take advantage of the latest security functions in the application. 

Source Code Control 
Source Code Control Access to program source code (code written by programmers, which is compiled and linked to create executables) and associated items (such as designs, 
specifications, verification plans and validation plans) shall be strictly controlled, in order to prevent the introduction of unauthorized functionality and to avoid unintentional 
changes. Program source code shall be stored in a central location, specifically in program source libraries. The following requirements shall be implemented to control access to 
such program source libraries in order to reduce the potential for corruption of computer programs: 

1. Program source libraries shall not be held in operational systems. 
2. The program source code and the program source libraries shall be managed according to established procedures. 
3. Access to program source libraries shall be strictly limited to that which is needed to perform a job function . 
4. The updating of program source libraries and associated items, and the issuing of program sources to programmers shall only be performed .after appropriate authorization 

has been received. 
5. Program listings shall be held in a secure environment. 
6. An audit log shall be maintained of all accesses to program source libraries. Maintenance and copying of program source libraries shall be subject to strict change control 

procedures. 

Configurability through our robust business rules engine is the characteristic of our COTS product that enables easy adaptation to processing requirements without custom 
coding. Extensibility is the characteristic of COTS that accommodates custom configuration while preserving the integrity of the core software so that upgrades and new releases 
can be readily applied. Both configurability and extensibility are critical competencies of COTS in supporting your requirements. Without configurability and extensibility, a project 
becomes a traditional, custom one-of-a-kind system development effort instead of a configured service implementation. 

The extensibility of our solution will allow the addition of new features or software components without modification to the core solution. This is an important feature when 
considering the dynamic nature of the health care industry. 
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Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
189 DM.4 Solution should have the capability to Describe how solution handles TA.SP.45 s 

handle requests for amendment and requests for amendment and 
support timely action of making supports timely action of making 
amendments to ePHI , PII and FTI about amendments to ePHI, PII and FTI 
the individual in a designated record about the individual in a designated 
set. record set. 

Bidder's Response: 

Provider agencies may be allowed to amend recipient data, or they may not. This is a configurable option in the business rules engine. If enabled, provider agencies 
administrators, who have permission to do so, can easily update recipient data in the web-based Administrator Console. Some payers only allow amendments to data via the 
payer feed , in which case, the data will be updated when it is transmitted to Tellus eVV. 

Another configurable option is to allow caregivers to enter notes and/or alerts using the mobile app to effectively and efficiently communicate participant status to provider 
administrators and vice versa with provider administrators adding notes in the web-based console for the caregiver to review on the mobile app. 
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G.8 Integration and Interoperability Requirements: 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

190 110.1 Contractor will be responsible for Describe how the Contractor shall N/A s 
understanding the business processes be responsible for understanding 
to automate and document appropriate the business processes to 
workflows, business rules, data flow and automate and document 
metadata within the solution and work appropriate workflows, business 
collaboratively with the DHHS System rules, data flow and metadata 
Integration Team. within the solution and work 

collaboratively with the DHHS 
system inteoration team. 

Bidder's Response: 

Tellus will work closely with the DHHS program representatives and the System Integration Team to understand program and business rules , user roles , business processes and 
integration workflow. Detailed documents including Business Requirements and Technical Specifications documents will be developed during the business requirements 
gathering phase of the engagement and are customized to the deployment based on information provided by the DHHS Team. 

Req.# ID 

191 110.2 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must support use of XML 
standard messaging format to ensure 
interoperability. 

Instructions to Bidder 

Describe how the solution will use 
XML standard messaging format to 
ensure interoperability. 

CMS 
Checklist 

ID 
TA.DC.9 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus uses NextGen Connect (formerly Mirth Connect), an open source, cross-platform , bi-directional healthcare integration engine providing maximum flexibility to integrate with 
health information exchanges, public health agencies, human service programs and other community organizations as required. All non-proprietary data relevant to the DHHS 
can be scheduled for delivery to the DHHS using various tools and file formats. 

Typical messaging standards supported by the Tellus data interchange solution include: 

• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
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• • JavaScript Batch 
• Additional Data Types are support via API Libraries 

Req .# ID 

192 110.3 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must provide for all service 
endpoints/APls to be exposed to the 
DHHS Translator and be able to receive 

. and submit messages through the 
Translator or other integration points as 
required. 

• 
Instructions to Bidder 

Describe how solution provides for 
all service endpoints/APls to be 
exposed to the DHHS Translator 
and are able to receive and submit 
messages through the Translator 
or other integration points as 
re uired. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The Open Vendor Model requires aggregating data from multiple sources across the Medicaid ecosystem including care management applications, front-end EVV systems and 
MMIS. To accomplish this, Tellus employs standard , open Application Protocol Interfaces (APls). If APls are not supported for a specific application , Tellus exchanges information 
in the form of data extract files that are shared on secure servers. One trading partner exports data from a source application and saves it in a pre-defined location on a secure 
server. The files are picked up by the other trading partner and loaded into other applications for a specific purpose. 

The diagram below depicts the Tellus Data Aggregation process. 

111f 111111f 111111f 111 Ill 
Caregivers Agency 

Provider A 

-'· -'· -'· Ill 
Caregivers Agency 

Provider B ., ..•.. ,. Ill 
Caregivers Agency 

Provider C 

The Tellus eVV system delivers robust and powerful, bi-directional data interchange capabilities. Health care information can be exchanged with the DHHS Translator as well as 
any number of other sources. Examples include, but are not limited to: 

• Health Information Exchange (HIE) 
• Electronic Health Record systems (EHR) 
• Practice Management Systems (PMS) 
• A enc Mana ement S stems AMS 
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• State Medicaid Management Information Systems (MMIS) 
• Commercial Payer Systems 
• Pharmacy Benefit Systems 
• Other Source Systems 

Messages typically require data transformation to ingest and process in other systems. Transformation data maps are often complex and asymmetric so a powerful extract­
transform-load (ETL) platform is required. 

Tellus eVV uses NextGen Connect (formerly Mirth Connect) as the underlying platform for data interchange. NextGen Connect is an open source, cross-platform , bi-directional , 
health care integration engine. Tellus operates NextGen Connect on the Amazon Web Services Government Cloud. Tellus is experienced in all industry-accepted data 
interchange protocols and standards. 

Data interchange may be in asynchronous batch mode or synchronous transactional mode. The general sequence of events is the same for synchronous or asynchronous, with 
the difference being in the timing of imports, exports and response messages. 

The sequence begins with the data submitter sending an inbound message (i.e., XML, flat file , web services request) through an integrated channel. As noted above, we support 
any commonly used integration method; however, we prescribe the file layouts, transport protocols, and security protocols that have been most successful for us. Alternate 
formats and protocols will be evaluated and mapped according to State specifications. We will run a preliminary edit on the message layout and content and inbound process all 
valid records. Once a file is processed a message is automatically generated to confirm acceptance of the file and/or detail reasons for rejected records using the same transport 
protocol as the submission . Outbound messages are processed and transmitted by reversing the process outlined for inbound messages. 

A message, or row within a source file, enters the platform as a raw inbound message and is received by the Source Connector. The message is evaluated, filtered, and may be 
transformed before being sent to the Destination Connector. The raw inbound message may be passed through multiple destination connectors where it is influenced by filters 
and transformers before final processing and stored in the proper destination. 

All interface activity is monitored so that interface errors can be reviewed, corrected and reprocessed in a timely manner. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
193 110.4 Contractor shall collaborate with all Describe methods for collecting , N/A s 

State enterprise contractors and processing and distributing 
solutions to accurately collect, process, applicable HIPM EDI 
and distribute applicable HIPM EDI transactions. 
transactions. 

Bidder's Response: 

Automated capabilities include interfacing with Medicaid Management Information System (MMIS) and other enterprise contractors and solutions via HI PM-compliant, secure 
transmittal of EDI data in accordance with the time intervals. Transmission of EDI data can be scheduled as jobs that run daily or hourly. 

We can exchange data with DHHS' MMIS as ANSI 5010, 837 CH, RP and 835 formats, in accordance with time intervals. The solution will interface with the MMIS to send and 
receive batch file transmissions from the MMIS to update the provider, recipient and claims service information on a consistent basis via EDI transmissions. 

Tellus supports any commonly used integration method and has a high degree of flexibility regarding file layout, transport protocol, and security protocol. Tellus will run a 
preliminary edit on the message layout and content and will inbound process any valid records. Tellus will then return a confirm/reject message using the same transport protocol 
as the submission and will also send an alert email to the sender. If Tellus later outbound processes and transmits a message to our clienUpartner, then the same process is 
expected in reverse. 
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Req.# ID 

194 110.5 

Bidder' s Response: 

Contractor/ Solution/Requirement 

Solution should have the ability to 
identify data or transaction errors in web 
services or batch file transactions and 
immediately notify the source system of 
the specific errors, where possible. 

• 
Instructions to Bidder 

Describe how solution will have the 
ability to identify data or 
transaction errors in web services 
or batch file transactions and 
immediately notify the source 
system of the specific errors, 
where possible. Describe 
solution's method for error 
handlin in data transfers. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The sequence begins with the data submitter sending Tellus an inbound message (XML, flat file, web services request, etc.) via an integrated channel. 

0 
Sender Transmits 
Message Via System ,. • Inbound Message 

•
Aggregation Engine Returns 
Reject Transactions with Error 
Codes 

• 
Aggregation Engine Also 
Sends Email Not1f1cat1on of Fill 
Processing Status (Accepted, 
Accepted with Errors, 
Rejected) 

0 Message Rec1p1ent 
May Return 
Conf1rm/Re1ect File, 
which Tellus 
Processes 

Qw) TELLUS 

Tellus Aggregation Receive,; 
Inbound Message 

.. 

• Aggregation Engine Perforl"T''i 
Pre check Edits and Loads Al 
Successful Transactions into 
Applicable Tellus Solut,o 1 

Tellus Solution Perform 
Additional Processing 

Tellus 01stnbut1on Engm 
Compiles and TransM1t 
Outbound Messages 
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Tellus supports any commonly used integration method and has a high degree of flexibility regarding file layout, transport protocol, and security protocol. Tellus will run a 
preliminary edit on the message layout and content and will inbound process any valid records. Tellus will then return a confirm or reject message using the same transport 
protocol as the submission and will also send an alert email to the sender to notify them of the status of the file that was transmitted . If Tellus later outbound processes and 
transmits a message to our client/partner, then the same process is expected in reverse. 

A message, or row within a source file , enters the NextGen Connect (formerly Mirth Connect) as a raw inbound message and is received by the Source Connector, which can 
then be evaluated, filtered and/or transformed before being sent to the Destination Connector. The raw inbound message can be passed through multiple destination connectors 
where it can be influenced by filters and transformers before final processing and being sent to a destination as show in the figure that follows. 

IIJIIII 
- •. 

' 

) 

The NextGen Connect Dashboard shown below allows for monitoring interface activity in real time. Interface errors can be reviewed, corrected and reprocessed in real time as 
well. 
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Tellus publishes a complete set of specifications for all Tellus proprietary messages. 

Req.# ID Contractor/ Solution/Requirement Instruction& to Bidder 

195 110.6 Solution must be capable of supporting Provide a list of protocols 
multiple data exchanqe protocols. supported . 

Bidder's Response: 
' 

Bi-directional interfaces can be built using the following interchange protocols: 

• TCP/MLLP 
• Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, ODBC) 
• File (local file system and network shares) 

• PDF and RTF documents 
• JMS 
• FTP/SFTP 
• HTTP/Web Services 

• SMTP 
• SOAP (over HTTPS) 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
N/A s 
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• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
• JavaScript Batch 
• The open architecture also allows for the easy addition of custom and legacy interfaces. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
196 110.7 Solution must integrate with the existing Describe how the solution N/A s 

and planned Nebraska DHHS systems. integrates with the Nebraska 
The Nebraska technology roadmap DHHS systems, and will continue 
includes numerous in-process and to align and integrate with new 
upcoming system changes. Solution systems as they evolve. 
must maintain currency and integration 
points as DHHS Systems evolve . 

Bidder's Response: 

Tellus uses NextGen Connect (formerly Mirth Connect), an open source, cross-platform, bi-directional healthcare integration engine providing maximum flexibility to integrate with 
health information exchanges, public health agencies, human service programs and other community organizations as required . 

Tellus supports the open/hybrid EVV model and publishes standard open Application Program Interfaces (APls) that promotes interoperability across the Medicaid ecosystem 
integrating with care management applications, third-party EVV vendors and MMIS. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
197 110.8 Solution must securely transmit all raw Describe how solution will securely N/A s 

data elements to DHHS and the transmit all raw data elements to 
Medicaid FMS agent in the DHHS- DHHS and the Medicaid FMS 
approved format and according to a agent in the DHHS-approved 
DHHS-approved transmission schedule. format and according to a DHHS-

aooroved transmission schedule. 
Bidder's Response: 

We are working with multiple Fiscal Employer Agents to extend our EW application to better support the specific needs of consumer-directed programs and their constituents. 
That means in addition to being able to share visit details for participants relying on the self-directed service model, our EVV will support features and functions such as: 

• Employer portal 

Q TELLUS Tellus eVV Responst to Request tor Proposal #6113 Z1 164 



• • 6113 Z1 Solution Requirements - Attach· - RTM 

• Responsible party and delegated party support 
• Employee/Caregiver portal 
• Relationship between employer/employee 
• Timesheet management workflow 
• Employee/Caregiver unscheduled visit support 
• Fiscal employer agent portal 

We recognize the needs of self-directed consumers are different than participants who receive care in traditional models and are dedicated to supporting an EVV model that 
supports those needs. We will work with you and your fiscal employer agents to define and build interfaces to share all required EVV data . EVV data can be shared in any of the 
protocols and standards described in this response. 

Req.# ID 

198 110.9 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must interface with the DHHS 
system modules and HCBS providers to 
authorize payment of claims based on 
verified delivery of services and 
compliance with the rules and 
regulations associated with the service. 
a) Contractor will work with DHHS and 

their billing agents and providers to 
establish a means for sending 
customized electronic 837s 
(electronic claims) to the DHHS 
systems for adjudication. 

b) The system architecture must be 
flexible enough to add future 
desired populations, programs, and 
services, which have different 
policies and procedures. 

c) 837 file format must be customized 
to meet DHHS requirements . 

d) Solution must have the capability to 
consolidate and submit claims on a 
weekly basis. 

Instructions to Bidder 

Describe how solution will interface 
with the DHHS system modules 
and HCBS providers to authorize 
payment of claims based on 
verified delivery of services and 
compliance with the rules and 
regulations associated with the 
service. Describe how standard 
and custom 837 files can be used 
for claims submission. Describe 
how the system architecture is 
flexible enough to add future 
desired populations, programs, 
and services, which have different 
policies and procedures. Describe 
how 837 file format will be 
customized to meet DHHS 
requirements . 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus eVV was built from the ground up to work with clients like the DHHS to define and develop an EVV application that meets their unique needs. While Tellus eVV is in 
production with core EVV functionality including data capture, rules management, data sharing, claims pre-adjudication , claims submission and reporting , each implementation is 
unique. Customization is possible even though the standard code base is unchanged due to our ability to write business rules outside of the standard code base and manage 
data extraction, translation and loading outside of the standard code base. Our reporting tool also resides outside the standard code base so our ability to write reports and 
provide the ability to run ad-hoc reports is another way we provide a unique implementation experience for each of our clients. 

Virtually all electronically captured data is synched to the EVV database in real time. The only exception is data captured when mobile devices are in offline mode. Data captured 
in offline mode is synched automatically when the caregiver is back in range of Wi-Fi or cellular services. All data resident on the device and in transit is encrypted. Data received 
in the aaareqator from third parties is available as soon as it is received. 

Q TELLUS Telll . .1s PVV Response to RequE>st for Proposdl #6113 Z1 165 



• • 6113 Z1 Solution Requirements-Attach· - RTM 

Data is captured and stored in the database according to program requirements, examples include: 

• Rounding delivery time (duration) in accordance with program requirements 
• Geofencing distance 
• Late visit definition 
• Missed visit definition 
• Services rendered by procedure code 
• Services rendered, number allowed per visit 
• Service code modifiers 
• Tasks documentation requirements 
• Recipient confirmation of services rendered requirements 
• Notes requirements 
• A claim reflects a service delivered by a direct service worker to a single beneficiary with the following information defined: 
• Individual receiving service 
• Individual providing service 
• Type of service rendered 
• Date of service 
• Start and End time of service 
• Location of service 

When delivered service data is written to the database, typically in real time, the following data points will be compared: 

• Scheduled visit (date, time, participant, caregiver, services scheduled , location) 
• Delivered visit (date, time, participant, caregiver, services. provided, location , service units) 
• Prior authorization (participant, caregiver, services approved, service units remaining) 

The DHHS will define business intelligence rules for the matching logic during the requirements gathering phase of the engagement. Business rules can be written at the payer, 
program, provider and recipient levels allowing maximum flexibility to ensure quality patient outcomes, operational efficiencies and reductions in fraud, waste and abuse. 
Business rules are run against delivered visit data in real time as the EVV database is updated. If the delivered visit criteria match the scheduled visit criteria, the prior 

authorization will be compared to the delivered visit data collected by EVV. If there is any discrepancy between delivered visit criteria, scheduled visit criteria or prior authorization, 
the transaction will remain in an "Unmatched-On Hold" status for the provider administrator to remediate. Scheduled and/or ad-hoc reports are available to review claims that are 
in an "Unmatched-On Hold" status by reason code. Examples of reason codes are: 

• Late visit 
• GPS mismatch 
• No prior authorization 
• Prior authorization mismatch 
• Unmatched-On Hold criteria, representing unbilled encounters, will be defined during the business requirements gathering phase of the engagement and can be 

customized by program as required by the DHHS. 

If delivered visit, scheduled visit and prior authorization criteria are all in sync, the transaction will achieve the status of "Matched-On Hold." Provider administrators can release 
matched claims at their discretion. Once a transaction is released by the administrator, it will be submitted to the payer for adjudication of the claim. Typically, claim transactions 
are batched and transferred to payers in the form of standard 837 EDI files on a customizable frequency. The 837 EDI file map will be customized to comply with the DHHS' 
claims processing edit according to the following : 

• Companion Guide specifications 
• Specific examples: 
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• 
Caregiver cannot provide services t 
multiple beneficiaries at the same time 
Caregiver cannot bill more than sixteen (16) hours per day 
Overlapping service rules 
Multiple procedure codes, modifiers and rates 
Service limits 
Retroactive prior authorization changes 

• 6113 Z1 Solution Requirements-Attach· - RTM 

Data sharing and integration is a core competency for Tellus. Tellus has developed 837 file formats that are exported from our EVV application and transmitted to MMISs for 
claims adjudication and will work with the DHHS and their agents and providers to submit 837s compatible with the DHHS' processing standards. This will be accomplished by 
discovery meetings and/or use of a published Companion guide for the specific 837 format. 

Req.# ID 

199 110.10 

Bidder's Response: 

Contractor I Solution/Requirement 

DHHS will extract data exports from 
DHHS systems to send to the solution to 
enable EVV processing. These exports 
will include data for eligible recipients, 
eligible providers, service plan , and prior 
authorization details. Solution must use 
DHHS file formats where needed and 
may use proprietary or modified 
standard formats as appropriate. 

Instructions to Bidder 

Describe how solution will support 
the data exports from DHHS 
systems, including standard or 
customized files. Provide standard 
file formats used for data transfers. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
w 

Gap Description and Recommendation for 
Closure 

Typically, data is exported from MMIS and provided to Tellus to import into our EVV application . Working with the DHHS' Data Integration Team, Tellus will be able to understand 
and comply with the DHHS' data extract requirements . Tellus has the ability to adapt to proprietary data file formats as required and natively supports a wide range of industry 
standard data sharing protocols and formats. 

The solution will interface with the MMIS to send and receive batch file transmissions from the MMIS to update the provider, recipient and claims service information on a 
consistent basis via EDI transmissions. The web-based dashboard will provide real-time reporting of services, providers and users locations, and services performed. Users will 
be able to access it via web browsers (Chrome, Firefox, Safari and Internet Explorer). The web based EVV Management Portal will include a dashboard to view current services 
and visits, and a detailed map of the locations of current devices in the field. This will also include an administrative section to configure and deploy apps and devices and 
configure access control levels. 

On the backend , the platform integrates with both billing and EDI modules where providers and administrators can assess, document, schedule, report, budget and bill support 
services. The EDI Module works in conjunction with third-party EDI software enabling agencies to exchange information between our platform and, if needed, an agency's EDI 
trading partners without having to input the data manually. This reduces errors in the exchange of business transactions, reduces labor costs, and improves response time. The 
portal can export service delivery encounter data via text file that providers can then import into their back-office business accounting software for all payroll and billing which 
greatly reduces paperwork. 

Req.# ID Contractor I Solution/Requirement 

Q TELLUS 

Instructions to Bidder CMS 
Checklist 

Bidding 
Abilit 

Gap Description and Recommendation for 
Closure 
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• 
200 110.11 

Bidder's Response: 

Solution should take advantage of best 
practices for Medicaid EVV systems and 
electronic data interchange with 
Medicaid Management Information 
Systems and eligibility and enrollment 
systems. 

• 
Describe how solution takes 
advantage of best practices for 
Medicaid EVV systems and 
electronic data interchange with 
Medicaid Management Information 
Systems and eligibility and 
enrollment systems. 

6113 Z1 Solution Requirements - Attach· - RTM 

ID Code 
N/A s 

Current industry best practices dictate that software application functionality be modularized and easy to integrate with applications built by other vendors. This offers payers and 
providers the ability to choose the best combination of tools to support their programs and goals. The critical component that ensures an open model system results in a 
comprehensive solution at the payer level is the ability to aggregate multitudes of data from disparate sources. If data from all vendor solutions is pulled into a single database, 
the payer achieves the benefit of allowing providers to choose how to capture EVV data while facilitating the production of meaningful analytics and reporting. Comprehe'nsive 
data analysis and reporting provides payers with the information they need to: 

• Measure patient outcomes 
• Improve operational efficiencies 
• Benchmark providers 
• Benchmark caregivers 
• Reduce fraud, waste and abuse 

Tellus eVV Product Roadmap goals include modifying the software as required to accommodate EVV industry best practices as well as remaining current with technical industry 
electronic data sharing protocols. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
201 110.12 Contractor must document all interfaces Describe how solution will TA.SE.3 s 

in an Interface Control Document (ICD) document all interfaces in an 
which will include data layout Interface Control Document (ICD) 
documentation, data mapping crosswalk, which will include data layout 
inbound/outbound capability and documentation, data mapping 
frequency of all interfaces. As new crosswalk, inbound/outbound 
interfaces are required, I CDs for those capability and frequency of all 
will be created and shared with, and interfaces. Bidder will provide 
reviewed and approved by DHHS. standard ICDs for existing 

interfaces with proposal. Describe 
how ICDs are maintained. 

Bidder's Response: 

We will provide complete and accurate documentation for all components of our proposed solution, as well as complete user documentation so users and stakeholders 
understand the functionality of the solution. Since we are proposing a COTS based solution, the system document we provide for COTS components will be limited to the 
documentation allowed by the respective COTS vendor licensing agreements. For any custom developed functionality outside of the COTS products, we will provide the level of 
system documentation required by the DHHS. 

Our solution will interface with the DHHS and other external solutions throuQh well-documented and secure interfaces, which are illustrated on the followinQ paQe. 
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Our solution places a premium on securing data exchanged between internal and external systems. We constantly evaluate and upgrade our data exchange security protocols to 
incorporate the most secure and cost-effective methodologies. We will manage data interchange of member, provider, prior authorization , and claims information through one of 
two ways: 

• A secure file transfer process using public key infrastructure (PKI) data encryption methodology 
• A secure web service interface that expressly authorizes specific system processes to interchange data over isolated and secured ports Data interchange of verified 

visits between the EVV platform and the Data Aggregation Platform is through a PGP-encrypted secure file transfer protocol (SFTP) method. Browser access to the 
EVV platform portals is through an HTTPS/TLS (Transport Layer Security) secured connection . Users must be authorized to access the portals and authenticated before 
portal access is granted. 

Mobile users upload encrypted EVV data to the EVV platform server, and the local data on the mobile device is secured using Transparent Data Encryption functionality. Tellus 
will submit the technical documentation , including a final architectural diagram for each system environment, data dictionary, and high-level process flow diagram prior to contract 
signature. We will also negotiate the exact time frame for this delivery with the DHHS prior to contract signature. The DHHS will review and approve any architectural changes, 
relative to interface points with the DHHS and external data sources before we implement them. We will implement integration point architecture changes in the lower 
environments first, and then promote them to upper environments after completing formal system integration testing (SIT) and user acceptance testing (UAT) and receiving the 
DHHS' approval. 

Req.# ID 

202 110.13 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor must design, develop and 
maintain interfaces. Each Application 
Program Interface (API) and component 
that will interface with the Systems 
Integration Services Integration Platform 
will be documented using a mutually 
agreed upon ICD template. This effort is 
performed in collaboration with other 
stakeholders in the State's healthcare 
proqrams enterprise. 

Instructions to Bidder 

Describe how contractor will 
design , develop and 
maintain interfaces, keep them 
current, and include new APls and 
interfaces as developed. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
w 

Gap Description and Recommendation for 
Closure 

Working with the DHHS' Data Integration Team, Tellus will document and comply with the DHHS data sharing requirements. Tellus has the ability to adapt to proprietary data file 
formats as required and natively supports a wide range of industry standard data sharing protocols and formats. 

The solution will interface with the MMIS and other applications as required to support the EVV program. Files are shared bi-directionally either in batch file transmissions or on a 
transactional basis to update the provider, recipient and claims service information. Our web-based integration dashboard provides real-time updates related to data sharing 
activities. On the backend, the EVV platform integrates with modules where providers and administrators can assess, document, schedule, report, budget and bill support 
services. 

Our goal is to develop application protocol interfaces (APls) with the DHHS and other vendors who operate in the Nebraska Medicaid ecosystem to the payers and providers 
whether they select Tellus or a competing application as their EVV vendor by enabling a seamless integration between EVV and existing applications and workflows. 

Tellus can accommodate real-time APls and/or batch transfers. Tellus is currently integrated with the following types of vendors: 

• Third-Party EVV 
• Care Management 
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• MMIS 
• Agency Management Systems 

We are working on additional integrations with fiscal intermediaries and payroll systems. If APls are not available for a specific application, Tellus supports data extracts/exports 
that can be manipulated and uploaded to other applications. Tellus also supports uploads of data to the Tellus eVV System to facilitate setting up administrators, caregivers and 
participants as users. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
203 110.14 Solution must be able to receive Describe how solution is able to PE.Pl1 .24 s 

information in batch and individual receive information in batch and 
transactions. individual transactions. 

Bidder's Response: 

Our standard data sharing tool allows data to be shared employing many standards and protocols including near real-time data sharing for both individual and batch transactions. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
204 110.15 Solution must be able to exchange and Describe how solution shall be N/A s 

track service authorization information able to exchange and track service 
(e.g., flat file, X12 278) with multiple authorization information (e.g ., flat 
external sources and the Integration file, X12 278) with multiple external 
Platform. sources and the Integration 

Platform. 
Bidder's Response: 

We are currently working with multiple states, their MMIS systems, and other vendors, which involves receiving and managing their prior authorization data. We will modify data 
elements and behaviors necessary to manage the DHHS' prior authorization data. We can work with a wide range of formats, including those indicated in the requirement. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
205 110.16 Solution must have the ability to receive, Describe how solution shall have N/A s 

store, and process provider and member the ability to receive, store, and 
data from the State's eligibility system, process provider and member data 
legacy MMIS, and Integration Platform, from the State's eligibility system, 
at a frequency and in a format legacy MMIS, and Integration 
determined by the State (e.g., daily). Platform, at a frequency and in a 

format determined by the State 
(e.Q., dailv). 
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Bidder's Response: 

Sharing data with other systems means data is exported from one software application and shared by importing it into another application. As it relates to EVV, we import data 
from multiple systems to store data in a common database. Some of this information is foundational to set up the system; for example, the DHHS will send provider, member, and 
prior authorization data to import into the EVV database. MCOs will also send provider, member, and prior authorization data to import into the EVV database. The data is 
normalized as part of the import process. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
206 110.17 Contractor must work collaboratively Describe experience working N/A s 

with DHHS and other Contractors as collaboratively with other clients 
required by DHHS. and vendors on previous projects. 

Bidder's Response: 

At Tellus, we pride ourselves on working collaboratively in the Medicaid ecosystem and hope to have the opportunity to work directly with the DHHS. Our current clients are 
comprised of payers, including states and managed care organizations, as well as providers, complementary vendors such as care management organizations, clearinghouses 
and other EVV vendors and even consumer-directed participants . . Working with a variety of constituents gives us the ability to understand goals and concerns in a holistic way 
helping us offer perspectives for consideration when defining business rules and designing feature/function sets. 

We understand the DHHS' goals and objectives for EVV are: 

1. A solution that will aid in the identification and mitigation of fraud, waste and abuse. 
2. A solution that accommodates and overcomes limited internet access in rural areas. 
3. A configurable solution to permit future expansion and functionality. 
4. A solution with an intuitive user interface to capture and submit visit data. 

Tellus eVV meets all of these goals, but the value we bring to the table as it relates to the DHHS is that we have implemented EVV with different rules and configuration settings 
for clients so we can share pros and cons from different perspectives to help the DHHS Team implement the solution that is best for Nebraska. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
207 110.18 Solution must conduct information Describe solution's capability in TA.DAM.2 s 

exchange (internally and externally) conducting information exchange 
using MITA Framework, industry using MITA Framework, industry 
standards, and other nationally standards and other nationally 
recognized standards. recognized standards. 

Bidder's Response: 

To make sure we achieve certification objectives, we follow the CMS Medicaid Enterprise Certification Life Cycle (MECL) release and updated checklists , which include greater 
alignment to MITA, the Seven Conditions and Standards, and recent federal legislation. In 2017, CMS updated the MECL and Required Artifacts to include an Operational Milestone 
Review (R2) before the operations go-live of the system, in addition to the traditional Certification Final Review (R3) at the end of the system stabilization period . 

We align our efforts to ensure that the delivered solution conforms to MITA 3.0 standards and with all of the required checklists items for modular certification, such as: 
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• General Checklists: 

Information Architecture Checklist 
Access and Delivery Checklist 
Integration and Utility Checklist 
Intermediary and Interface Checklist 
Standards and Conditions Checklist 

• 6113 Z1 Solution Requirements - Attach· - RTM 

Additionally, our technical and advisory teams are ready to support every phase of the certification process with the creation of the required documentation in the MECT V2.2, such 
as: 

• Project Management Plan 
• Schedule/Milestones & Burn-down Charts 
• Risk Register/Exception Plan 
• Test Plan 
• Working MMIS module(s) and software 
• Earned ValueNelocity Management Report 
• Database Design and OED 
• Data Conversion/Management Plan 
• Contingency/Recovery Plan 
• Test ReportsNalidated Product Reports 
• System Design Document (SOD) 
• System Requirement Document 
• Product Documentation (User and Training Manuals) 
• HIPAA Statement 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
208 110.19 Solution should define and utilize Describe how solution defines and TA.LG.2 s 

information sharing and event notification utilizes information sharing and 
standards to allow aggregated and event notification standards to 
integrated information. allow aggregated and integrated 

information. 
Bidder's Response: 

Tellus supports integration and coordination of data across the EVV platform with secure data sharing. Tellus automatically notifies trading partners with event notifications upon 
receipt of secure messages. If transmitted data meets the pre-defined and tested standards, the data will be ingested into Tellus eVV and an acceptance message will 
automatically be sent. If transmitted data does not meet the pre-defined and tested standards, the data will be rejected, and the trading partner will be automatically notified of the 
reject file or the subset of the rejected records and the reason the file or records were rejected . 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code . 
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209 110.20 Solution architecture must preserve the Describe how solution architecture S&C.IC.6 s 
ability to efficiently, effectively, and preserves the ability to efficiently, 
appropriately exchange data with other effectively and appropriately 
participants in the health and human exchange data with other 
services enterprise. participants in the health and 

human services enterprise. 
Bidder's Response: 

The EDI Module works in conjunction with 3rd party EDI software enabling agencies to exchange information between our platform and, if needed, an agency's EDI trading 
partners without having to input the data manually. This reduces errors in the exchange of business transactions, reduces labor costs, and improves response time. The portal 
can export service delivery encounter data via text file which providers can them import into their back-office business accounting software for all payroll and billing which greatly 
reduces paperwork. 

Req.# ID 

210 110.21 

Bidder's Response: 

Contractor I Solution Requirement 

Solution should use open standards 
between all key interfaces where 
feasible. 

Instructions to Bidder 

Describe how solution uses open 
standards between all key 
interfaces where feasible. 

CMS 
Checklist 

ID 
S&C.MS.2 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus uses NextGen Connect (formerly Mirth Connect), an open source, cross-platform, bi-directional healthcare integration engine providing maximum flexibility to integrate with 
health information exchanges, public health agencies, human service programs and other community organizations as required. NextGen Connect (formerly Mirth Connect) 
supports the following standard formats: 

• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 
• JavaScript 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
211 110.22 Solution should securely conduct Describe how solution securely TA.DC.10 s 

electronic information exchange via an conducts electronic information 
information hub when interfacing within exchange via an information hub 
DHHS and with intrastate agencies. when interfacing within DHHS and 

with intrastate aqencies. 
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Bidder's Response: 

Tellus uses NextGen Connect (formerly Mirth Connect), an open source, cross-platform, bi-directional healthcare integration engine providing maximum flexibility to integrate with 
health information exchanges, public health agencies, human service programs and other community organizations as required. Mirth supports the following standard formats: 

• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 

Data can then be exchanged via: 

• A secure file transfer process using public key infrastructure (PKI) data encryption methodology 
• A secure web service interface that expressly authorizes specific system processes to interchange data over isolated and secured ports Data interchange of verified 

visits between the EVV platform and the Data Aggregation Platform is through a PGP-encrypted secure file transfer protocol (SFTP) method. Browser access to the 
EVV platform portals is through an HTTPS/TLS (Transport Layer Security) secured connection. Users must be authorized to access the portals and authenticated before 
portal access is granted. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
212 110.23 Solution should utilize a MITA- Describe how solution utilizes a TA.SOA.1 s 

recommended ESB, automated MIT A-recommended ESB, 
arrangement, coordination, and automated arrangement, 
management of system. coordination and management of 

systems. 
Bidder's Response: 

For those health care providers already using other EVV solutions, the Tellus data aggregation capability ingests visit data from other solutions to align with your criteria. This 
supports the consolidation of the EVV data to provide an end-to-end view of your EVV programs. Providers or MCOs can upload a CSV file through the Tellus eVV Data 
Aggregation Solution or configure with our API from their application to send the required data. This aggregated data wil l then be available to the DHHS for Cures Act reporting 
and compliance. Tellus' Enterprise Service Bus, (ESB), known as the Tellus Integration Layer, facilitates these transactions. It will also integrate with your MMIS and your MCOs 
through a common integration layer that uses industry standard transaction formats to exchange information. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
213 110.24 Solution should use RESTFUL and/or Describe how solution uses TA.SE.2 s 

SOAP-based web services for seamless RESTFUL and/or SOAP-based 
coordination and inteQration when web services for seamless 
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Bidder's Response: 

interfacing with the U.S. Department of 
Health & Human Services (HHS) 
applications, and intrastate agencies. 

• coordination and integration when 
interfacing with the US HHS 
applications and intrastate 
agencies. 

The EVV system allows health care information to be shared natively in a variety of protocols including : 

• TCP/MLLP 
• Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, ODBC) 
• File (local file system and network shares) 
• PDF and RTF documents 
• JMS 
• FTP/SFTP 
• HTIP/Web Services 
• SMTP 
• SOAP (over HTIPS) 
• DICOM 
• JavaScript 

Req.# ID Contractor/ Solution Requirement 

214 110.25 

Bidder's Response: 

Contractor should conduct system 
coordination between intrastate agencies 
and external entities. 

Instructions to Bidder 

Describe how contractor will 
conduct system coordination 
between intrastate agencies and 
external entities. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS 
Checklist 

ID 
TA.SOA.4 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Business rules , user roles and integrations developed during the business requirements gathering phase of the engagement are customized to the deployment. Our team will 
work closely with agencies and entities to understand the business processes and automation requirements specific to your deployment. We will thoroughly document appropriate 
business rules , data flow , and metadata within the solution and work collaboratively and coordinate with the integration teams. 

The EVV system allows health care information to be shared natively in a variety of protocols including: 

• TCP/MLLP 
• Database (MySQL, PostgreSQL, Oracle, Microsoft SQL Server, ODBC) 
• File (local file system and network shares) 
• PDF and RTF documents 
• JMS 
• FTP/SFTP 
• HTIP/Web Services 
• SMTP 
• SOAP (over HTIPS) 
• DICOM 
• JavaScript 
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Req.# ID 

215 110.26 

Bidder's Response: 

Contractor I Solution Requirement 

Solution must provide secure, HIPAA­
compliant software and documentation 
for use by providers to submit electronic 
claims. 

• 
Instructions to Bidder 

Describe how solution provides 
secure, HIPAA-compliant 
software and documentation for 
use by providers to submit 
electronic claims. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS 
Checklist 

ID 
IA.DS.6 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus uses NextGen Connect (formerly Mirth Connect), an open source, cross-platform, bi-directional health care integration engine providing maximum flexibility to transmit 
electronic claims as scheduled to appropriate locations. NextGen Connect supports the following standard formats: 

• ANSI X.12 Electronic Data Interchange (EDI) including 834, 8371 & 837P 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 

Data can then be exchanged via: 

• A secure file transfer process using public key infrastructure (PKI) data encryption methodology 
• A secure web service interface that expressly authorizes specific system processes to interchange data over isolated and secured ports Data interchange of verified 

visits between the EVV platform and the Data Aggregation Platform is through a PGP-encrypted secure file transfer protocol (SFTP) method. Browser access to the 
EVV platform portals is through an HTTPS/TLS (Transport Layer Security) secured connection. Users must be authorized to access the portals and authenticated before 
portal access is granted. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
216 110.27 Solution should comply with the SMA's Describe how solution will IA.DS.9 s 

standardized structure and vocabulary comply with the SMA's 
data for automated electronic intrastate standardized structure and 
interchanges and interoperability. vocabulary data for automated 

electronic intrastate interchanges 
and interoperability. 
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Bidder's Response: 

Tellus uses Mirth Connect, an open source, cross-platform , highly configurable, bi-directional healthcare integration engine providing maximum flexibility to transmit electronic data 
as scheduled to appropriate locations. Mirth supports the following standard formats: 

• ANSI X.12 Electronic Data Interchange (EDI} including 834, 8371 & 837P 
• HL7 (Health Level Seven) version 2 messages 
• CDA (Clinical Data Architecture)/CDD (Continuity of Care Document) 
• CSV (comma-separated variable) 
• DICOM 
• XML 
• JSON 
• NCPDP 
• RAW 

Data can then be exchanged via: 

• A secure file transfer process using public key infrastructure (PKI) data encryption methodology 
• A secure web service interface that expressly authorizes specific system processes to interchange data over isolated and secured ports Data interchange of verified visits 

between the EVV platform and the Data Aggregation Platform is through a PGP-encrypted secure file transfer protocol (SFTP) method. Browser access to the EVV 
platform portals is through an HTTPS/TLS (Transport Layer Security) secured connection. Users must be authorized to access the portals and authenticated before portal 
access is granted. 

Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
217 110.28 Solution's Logical Data Model (LDM) Describe how solution's Logical IA.LDM.5 s 

should support identification of data Data Model supports 
classes, attributes, relationships, identification of data classes, 
standards, and code sets for intrastate attributes, relationships , 
exchange. standards, and code sets for 

intrastate exchanqe. 
Bidder's Response: 

The Tellus eVV solution uses AWS Government Cloud Relational Database Services (RDS) with ORACLE MySQL databases for the storage or relational data. The data layer 
includes a Type Code object that is used for the management of code sets. 

The data model is organized around business objects such as Users, Recipients, Visits, Providers, Payers, etc. and all access to the data layer is managed through microservices in 
the solutions service layer. 

Tellus uses an ETUdata interchange engine for all data interchange with other parties, this engine is configured with industry standard channels such as EDI X.12 837P, 835, 834 
and Tellus proprietary channels. Tellus publishes full specifications for all Tellus messages, including data dictionaries, sample files, XML schemas, and type code lists. 

Req.# ID Contractor I Solution Requirement 

(i;)TELLUS 

Instructions to Bidder CMS 
Checklist 

Bidding 
Abilit 

Gap Description and Recommendation for 
Closure 
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ID Code 
218 110.29 Solution must support or regulate Describe how solution supports TA.SP.55 s 

connections with other information or regulates connections with 
systems ( e.g. solution to outside of the other information systems 
SMA authorization boundary) through the through the use of 
use of Interconnection Security Interconnection Security 
Agreements. Interconnection Security Agreements which document the 
Agreements document the interface interface characteristics, security 
characteristics, security requirements, requirements , and the nature of 
and the nature of the information the information communicated 
communicated over the connection. over the connection. 

Bidder's Response: 

Prior to establishing a data sharing relationship with a trading partner, Tellus vets the prospect and engages our contracting process. In addition to our standard contract and 
scope of work document, each trading partner must sign a Non-Disclosure Agreement and a Business Associate Agreement. Various components of the agreements address 
security compliance with HIPM and HITECH guidelines. Privacy protection is of paramount importance both within our company and with the trading partners with whom we 
share protected information. 

Req.# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
219 110.30 To minimize the amount of data being Describe how the proposed N/A s 

transferred across the State's commodity solution utilizes one of these 
internet connections to cloud provider connections, or something 
data centers, the State of Nebraska has similar, to transfer data to/from 
established point-to-point private network the State's on premise systems. 
connections to Microsoft Azure and 
Amazon AWS. Describe how the 
proposed solution utilizes one of these 
connections, or something similar, to 
transfer data to/from the State's on-
premise systems. 

Bidder's Response: 

All components of Tellus eVV are hosted on Amazon Web Services (AWS) Government Cloud including our integration engine. Tellus will work with the DHHS to establish the 
most secure data connectivity relationship possible. One of the reasons Tellus selected AWS Government Cloud is because of their commitment to infrastructure security. 
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G.9 Business Continuity and Disaster Recovery Requirements 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

220 BCDR.1 Contractor should develop operational Describe how solution shall N/A s 
procedures in coordination with other integrate with other DHHS 
enterprise module contractors to restore modules to ensure continuity of 
system availability. service and notification of 

service imoacts automaticallv. 
Bidder's Response: 

Open source, hybrid applications are beneficial for many reasons but one of the challenges is coordination among trading partners if a component is not working as expected. It's 
important to recognize the goal is to support the client, not to place blame. No vendor is 100% successful all of the time, but when partners work together to constructively identify 
the root cause of a problem and to resolve it as quickly as possible, everyone benefits. Tellus is that kind of partner. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
221 BCDR.2 Contractor shall establish and maintain Provide a draft version of the N/A s 

an EVV System Disaster Recovery and EVV System Disaster Recovery 
Business Continuity Plan . The draft and Business Continuity plan 
version of the EW System Disaster with proposal as noted. Plan 
Recovery and Business Continuity Plan should include RPO and RTO. 
shall: The EVV System Disaster 
A. Be submitted with the proposal; Recovery and Business 
B. Be reviewed and approved by DHHS Continuity Plan must, at a 
within timeframes agreed in approved minimum, address the following 
work plan. elements: 
C. Be compliant with Federal Guidelines A. Establish the purpose and 
identifying every resource that requires scope of the Disaster Recovery 
backup and to what extent backup is and Business Continuity Plan; 
required. B. Acknowledge and ensure 
The EVV System Disaster Recovery and compliance with applicable 
Business Continuity Plan must, at a HIPAA and HITECH standards; 
minimum, address the following C. Describe the approach and 
elements: strategy to disaster recovery and . 
A. Establish the purpose and scope of the .business continuity; 
Disaster Recovery and Business D. Describe recovery point 
Continuity Plan; performance specifications and 
B. Acknowledge and ensure compliance RTO of no more than 48 hours; 
with applicable HIPAA and HITECH E. RPO is the maximum targeted 
standards; period in which data might be lost 

from a disaster incident. The EVY 
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Bidder's Response: 

C. Describe the approach and strategy to 
disaster recovery and business 
continuity; 
D. Describe recovery point performance 
specifications and RTO of no more than 
48 hours; 
E. RPO is the maximum targeted period 
in which data might be lost from a 
disaster incident. The EVV solution needs 
to ensure no more than 5 minutes' worth 
of data loss in case of a disaster. 
F. Establish roles and responsibilities for 
managing disaster recovery and business 
continuity; 
G. Identify risk areas; 
H. Describe protocols for managing 
disaster recovery and business continuity 
(during .and after) ; 
I. Describe the approach to ongoing 
testing and validation of the EVV System 
Disaster Recovery and Business 
Continuity Plan; 
J. Describe the frequency of updates. At 
a minimum, the plan shall be updated 
annually, or as needed more frequently. 

• solution needs to ensure no more 
than 5 minutes ' worth of data loss 
in case of a di saster. 

F. Establish roles and 
responsibilities for managing 
disaster recovery and business 
continuity; 
G. Identify risk areas; 
H. Describe protocols for 
managing disaster recovery and 
business continuity (during and 
after) ; 
I. Describe the approach to 
ongoing testing and validation of 
the EVV System Disaster 
Recovery and Business 
Continuity Plan ; 
J. Describe the frequency of 
updates. At a minimum, the plan 
shall be updated annually, or as 
needed more frequently . 

6113 Z1 Solution Requirements - Attach. A - RTM 

We have developed a Disaster Recovery and Business Continuity Plan to define, categorize, and manage a variety of potential unexpected events and threats. We engaged in 
the following activities to develop our Plan : 

• Risk assessment 
• Categorization of risks into scenario types and risk management groups 
• Severity level analysis 
• Business continuity planning 
• Disaster recovery test scripts 
• Annual test matrix 
• Disaster recovery test log 
• Disaster recovery test log errors 

We review and train on the content of the plan with our staff and subcontractor teams, and test and update it annually. Data center personnel are thoroughly trained in backup and 
recovery procedures. We will review our Plan with you and update it as necessary during the EVV system implementation tasks. Our existing Plan may need revision to include 
continuous asynchronous database backups to accommodate a recovery point objective (RPO) of 5 minutes for our solution 's EVV data aggregation component. This component 
is limited to the four-hour RPO of our hosting vendor. We believe our current backup processes exceed the standards outlined in this requirement and will minimize any 
associated risk from the longer RPO. However, we acknowledge that the DHHS may want to modify our existing backup strategy and stage the environments and activities 
required to perform a non-disruptive asynchronous database backup. Currently, we back up all EVV data daily and retain it for at least 30 days. Our existing Plan includes 
elements that correspond to the following specific situations described in the RFP: 

• Electronic or telephonic failure 
• Complete loss of use of our main site and any satellite offices, in and out of State 
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• Loss of primary computer system/records 
• Communication between Tellus and the DHHS in the event of business disruption 

These scenarios are addressed by the fact that all software, including telephonic support, is hosted on the cloud and can be accessed from any location using commercially 
available personal devices and standard web browsers. Employees simply need access to a hard-wired Internet connection or Wi-Fi to operate efficiently either in our offices or 
remotely. Personal cellular devices will be used to communicate verbally if cellular service is accessible, but Internet access is unavailable. In the event of a disaster or business 
interruption, the Disaster Recovery Team will reach out to the designated contacts at the DHHS by both email and telephone with the following information: 

• Anticipated impact on service offerings 
• Anticipated impact on delivery schedules 
• Anticipated impact on security of client information 
• Anticipated timelines 

While our Disaster Recovery Team is reaching out to our clients , vendors, and other stakeholders, they will also focus on minimizing downtime. The team will do this by assessing 
any damage, testing application readiness and performance, and identifying alternatives for any functions not operating as required. Our Disaster Recovery Team will respond to 
client inquiries and maintain business continuity. If necessary, a core group of employees will be relocated to make certain disruption is minimized to the greatest extent possible. 

Req .# ID Contractor/ Solution/Requirement 

222 BCDR.3 Contractor shall provide backup and 
recovery processes in the event of a 
system malfunction or disaster situation 
in accordance with the DHHS-approved 
EVV System Disaster Recovery and 
Business Continuity Plan. Contractor's 
backup and recovery processes shall 
promote the ability to rebound, resume 
operations, and minimize service 
disruption to solution users and 
stakeholders. This must include offsite 
electronic and physical storage in the 
United States. In addition, Contractor 
must identify the software and data 
backup approach. It is the responsibility 
of the Contractor to insure continued 
connectivity and interface with the 
system. 

Bidder's Response: 

Instructions to Bidder 

Describe the backup and 
recovery processes in the event 
of a system malfunction or 
disaster situation in accordance 
with the DHHS-approved EVV 
System Disaster Recovery and 
Business Continuity Plan. 
Describe how the backup and 
recovery processes shall 
promote the ability to rebound, 
resume operations, and 
minimize service disruption to 
solution users and stakeholders. 
This includes offsite electronic 
and physical storage in the 
United States. In addition, 
identify the software and data 
backup aooroach. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

We understand your concerns related to data backup and recovery processes. The Tellus solution for the State of Nebraska will be hosted on a public cloud infrastructure 
leveraging secure, cloud-based data centers. 

Our hosting partners provide multiple layers of operational and physical security to maintain the integrity and safety of your data. Backup and recovery of databases for all cases, 
including disaster and system failure, is hosted in at least two geographically different data centers. Database instances are synchronized . Should one data center fail, the system 
seamlessly falls over to another data center without any interruption or data loss. Additionally, backups occur at regular intervals. Backups are encrypted and stored in multiple 
locations providinq hiqh availability. Durinq EVV implementation activities, our project team will develop a mitiqation plan for all identified risks with a chosen response strateqy. 
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We will also develop a contingency plan in the event a risk cannot be averted. Mitigation and contingency plans will be developed related to backup and recovery processes at 
this time. Scenarios will include backup frequency and scope as well as reloads. During implementation, we will review the reasons we have enabled specific tools and 
configuration settings with the DHHS. We will discuss any questions or concerns so that all applicable scenarios are addressed and agreed upon. On an ongoing basis, we will 
review the backup and recovery process at least two times per year. 

Req.# ID Contractor/ Solution/Requirement 

223 BCDR.4 Contractor must provide redundancies 
built into the architecture of the solution 
to maintain continual operations . 

Bidder's Response: 

Instructions to Bidder 

Describe redundancies built into 
the architecture of the solution to 
maintain continual operations. 
Describe how solution is 
designed to meet 99.5% uptime 
service level. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Adhering to the highest standards of information security and data integrity over time is the main driver of our approach to hosting and system backup processes. Redundancy is 
the key strategy employed to build a fault tolerant system and robust disaster recovery methods and procedures. Our solution is compliant with the recommendations of NIST 
800-53. The EVV platform is hosted on Amazon Web Services (AWS) Government Cloud and runs on 15 AWS data centers located in the continental U.S. AWS datacenters are 
distributed in geographic regions which include clusters of datacenters called Availability Zones. Every region is geographically isolated in terms of power and water supply, and 
each zone is similarly served by independent networks. Redundantly storing information in different datacenters in multiple regions, Availability Zones, and datacenters greatly 
reduces downtime, as the nearest available node is activated as a backup. Each AWS datacenter is protected by four distinct layers of security: 

• Perimeter Layer - Datacenters are physically enclosed by gates protected by security guards and intrusion detection technology 
• Infrastructure Layer - Energy generators, fire suppression equipment, and ordinary and extraordinary maintenance systems protect the integrity of the data stored in 

the datacenter 
• Data Layer -Access to server rooms is restricted , tightly regulated by authorization processes and constantly monitored 
• Environmental Layer - The locations where AWS datacenters are built are screened for seismic activity and extreme weather, to minimize the risk of structural 

damage caused by natural occurrences 

In case of failure of the primary node, Amazon RDS performs an automatic failover to the standby without the need for manual administrative intervention . Within minutes a new 
instance of the server is launched in a different AWS Availability Zone or region. Downtime is cut to minutes instead of hours. Using various AWS regions and different physical 
data centers ensures the system is highly available and fault tolerant. 

All backups and recovery of databases for all cases, including disaster and system failure , are hosted in at least two different availability zones (geographically different data 
centers). Database instances are kept in sync real-time. Backups are scheduled and occur at regular intervals. They are then encrypted and stored in multiple locations providing 
99.9% durability. 

Additionally, we achieve high levels of fault tolerance for our applications by using AWS Elastic Load Balancing to automatically route traffic across multiple instances and multiple 
Availability Zones (physical data centers). Elastic Load Balancing ensures only healthy Amazon application server instances receive traffic by detecting unhealthy instances and 
rerouting to healthy servers. If additional computing capacity is required, we have systems in place to scale the application and database service layers to ensure SLAs are met. 

We also use Amazon Relational Database Service (RDS) to host our database server. Amazon RDS runs on the same highly reliable infrastructure previously discussed. Amazon 
RDS synchronously replicates the data to a standby instance in a different Availability Zone (different datacenter). RDS features we use to enhance reliability for critical 
production databases include automated backups, database snapshots, and automatic host replacement in case of primary database crash. Database backup snapshots are 
taken at regular intervals and sent to AWS S3 encrypted storage. 
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Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

224 BCDR.5 Contractor must develop and deliver a 
Business Continuity Plan (BCP) for the 
solution and the Contractor company that: 
identifies essential missions and business 
functions and associated contingency 
requirements. These requirements include 
recovery objectives, restoration priorities, 
contingency roles , responsibilities and 
addresses maintaining essential business 
functions despite an information system 
disruption, compromise, or failure . This 
plan should be reviewed and updated on 
a yearly basis. 

Describe essential missions and 
business functions and 
associated contingency 
requirements covered in the 
Business Continuity Plan. 
Include recovery objectives, 
restoration priorities, 
contingency roles, 
responsibilities, and address 
maintaining essential business 
functions despite an information 
system disruption , compromise 
or failure . Describe 
maintenance, review and 
update processes. 

TA.SP.46 s 

Bidder's Response: 

To ensure application functionality and 24/7 uptime, we adhere to the following service level and system problem plan: 

• Application defects will begin with a diagnosis and classification of the reported issue within one (1) hour of Tellus being alerted or identified by Tellus 
• Application defects identified as Severity 1, will begin the resolution process within four (4) hours of identification 
• Application defects identified as Severity 2, will begin the resolution within one (1) business day and scheduled for emergency release 
• Application defects identified as Severity 3, will begin resolution within five (5) business days and added to the next scheduled release 

Service Level Agreement (SLA) definitions will be outlined during the contracting process, examples may include: 

• Application Defect -A defect is defined as an error, flaw, failure or fault within the Tellus eVV application ecosystem. 
• Severity 1 - An application defect is deemed Severity 1 when the majority of services are not available for use by the end users. This includes internal users of the 

system. 
• Severity 2 - An application defect is deemed Severity 2 when a portion of services are not available for use by the end user or an intermittent failure is occurring with 

seemingly random sequences of events. This includes internal users of the system. 
• Severity 3 - An application defect is deemed Severity 3 when there is an isolated issue pertaining to an individual or small group of users that have impact on their 

ability to use the system. This includes internal users, items initially reported as defects but later classified as enhancements, and issues reported that are unable to be 
replicated by reasonable means. Severity 3 defects will be reported on regularly and reviewed for larger patterns. A group of Severity 3 defects may potentially escalate 
in severity classification if patterns are identified that indicate a larger problem. 

All backups and recovery of databases for all cases, including disaster and system failure is hosted in at least two different Availability Zones (geographically different data 
centers). Database instances are kept in sync in real time. Should one datacenter fail , the system seamlessly falls over to another datacenter without any interruption or data loss. 
In addition , backups occur at the regular intervals. Backups are encrypted and stored in multiple locations providing 99.999999999% durability. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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Bidder's Response: 

Solution must include an alternate storage 
site, which includes (at a minimum) 
necessary agreements to permit the 
storage and recovery of system backup 
information and the resumption of system 
operations for business functions within 
the time period specified. Contractor must 
establish alternate telecommunications 
services including necessary agreements 
to permit the resumption of information 
system operations for essential business 
functions. 

• Describe solution's use of an 
alternate storage site, which 
includes necessary agreements 
to permit the storage and 
recovery of system backup 
information and the resumption 
of system operations for 
business functions within the 
time period specified. Describe 
how solution has established 
alternate telecommunications 
services including necessary 
agreements to permit the 
resumption of information 
system operations for essential 
business functions. 

6113 Z1 Solution Requirements - Attach· - RTM 

TA.SP.48 s 

The EVV platform is hosted on Amazon Web Services (AWS) Government Cloud and runs on 15 AWS datacenters located in the continental U.S. AWS datacenters are 
distributed in geographic regions that include clusters of datacenters called Availability Zones. Every region is geographically isolated in terms of power and water supply, and 
each zone is similarly served by independent networks. Redundantly storing information in different datacenters in multiple regions, Availability Zones and datacenters greatly 
reduces downtime, as the nearest available node is activated as a backup 

In case of failure of the primary node, Amazon ROS performs an automatic failover to the standby without the need for manual intervention. Within minutes, a new instance of the 
server is launched in a different AWS Availability Zone or region. Downtime is cut to minutes instead of hours. Using various AWS regions and different physical datacenters 
ensures the system is highly available and fault tolerant. 

All backups and recovery of databases for all cases, including disaster and system failure, are hosted in at least two geographically different Availability Zones. Database 
instances are kept in sync real-time. Backups are scheduled and occur at regular intervals. They're then encrypted and stored in multiple locations providing 99.9% durability. 

Additionally, we achieve high levels of fault tolerance for our applications by using AWS Elastic Load Balancing to automatically route traffic across multiple instances and multiple 
Availability Zones. Elastic Load Balancing ensures only healthy Amazon application server instances receive traffic by detecting unhealthy instances and rerouting to healthy 
servers. If additional computing capacity is required, we have systems in place to scale the application and database service layers to ensure SLAs are met. 

We also use Amazon Relational Database Service (RDS) to host our database server. Amazon RDS runs on the same highly reliable infrastructure previously discussed. Amazon 
RDS synchronously replicates the data to a standby instance in a different Availability Zone. RDS features we use to enhance reliability for critical production databases include 
automated backups, database snapshots and automatic host replacement in the case of primary database crash. Database backup snapshots are taken at regular intervals and 
sent to AWS S3 encrypted storage. 

In the rare chance the system is temporarily unavailable or inoperable, system administrators can manually start, end and edit visit data and submit claims for payment when the 
system is back online as long as they enter a reason for the manual entry. 

In the case of a disaster that may affect system availability or business operations, we will provide a comprehensive Disaster Recovery and Business Continuity Plan (DR Plan). 
The DR Plan is updated at least annually or any time a major system update or upgrade is performed. The Disaster Recovery Lead will be responsible for updating the entire 
document and permitted to request information and updates from other employees and departments within the organization to complete this task. 

The DR Plan limits service interruptions to a period of 24 hours. However, because our systems are fully utilizing scalability, disaster recovery, high availability and monitoring 
features of AWS, we do not anticipate that recovery time will be anywhere close to 24 hours. 
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The server environment is virtualized. This allows for portability in case the disaster affects the datacenter when the application server is running. Within minutes, a new instance 
of the same server will be launched in a different datacenter in a different AWS Availability Zone or region. As mentioned, this cuts downtime to minutes. 

Req.# ID 

226 BCDR.7 

Bidder's Response: 

Contractor/ Solution Requirement 

Solution must provide for the recovery and 
reconstitution of the information system to 
a known state after a disruption , 
compromise, or failure . Recovery of the 
information system after a failure or other 
contingency shall be done in a trusted , 
secure, and verifiable manner. 

Instructions to Bidder 

Describe how solution provides 
for the recovery and 
reconstitution of the information 
system to a known state after a 
disruption , compromise or 
failure. Describe how this is 
done in a trusted , secure and 
verifiable manner, and include 
anticipated RTOs. 

We will provide a comprehensive disaster recovery (DR Plan) document as it relates to this project. 

The DR Plan includes following components: 

• Definition of the Disaster 
• Teams and Responsibilities 

- DR Lead 
Network team 

- Server team 
- Applications team 
- Communications team 

• Data and backups 
• Operational considerations 
• Communications during disaster recovery 

- Communication with clients 
- Communication with vendors 
- Communication with employees 

• Dealing with Disaster 
• Assessment of Current and Prevention of Further Damages 

- Standby systems activation 
- Restoring functionality 
- Other steps required 

• Plan Testing and Maintenance 
- Maintenance 
- Testing 
- Communication testing 

CMS 
Checklist 

ID 
TA.SP.49 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The DR Plan is updated quarterly. The Disaster Recovery Lead will be responsible for updating the entire document and permitted to request information and updates from other 
employees and departments within the organization to complete this task. The DR Plan will be tested annually or after major infrastructure or system changes to ensure 
completeness and effectiveness. 
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The DR Plan limits service interruptions to a period of 24 hours. However, because our systems fully utilize scalability, disaster recovery, high availability and monitoring features 
of AWS, we do not anticipate that recovery time will be anywhere close to 24 hours. 

Our systems reside in Amazon Web Services. We utilize AWS disaster recovery, failover and elasticity capabilities. We do not maintain our own hardware or physical datacenters 
instead running our system in 15 AWS datacenters in VA, OH and CA. Utilizing various AWS regions and different physical datacenters within same region ensures that system is 
highly available and fault tolerant. 

The server environment is virtualized that allows for portability in case of the disaster affecting datacenter when application server is running. Within minutes a new instance of the 
same server will be launched in different datacenter in a different AWS availability zone or region. Downtime is cut to minutes instead of hours. 

Using AWS, we achieve higher levels of fault tolerance for our applications by using Elastic Load Balancing to automatically route traffic across multiple instances and multiple 
Availability Zones (physical datacenters). Elastic Load Balancing ensures that only healthy Amazon application server instances receive traffic by detecting unhealthy instances 
and rerouting traffic across the remaining healthy instances. If additional computing capacity is required, we have systems in place that will scale the application and database 
server layer to provide the level of service according to SLAs. 

The database is a critical component of the system. We use Amazon RDS (Relational Database Service) to host our database server. Amazon RDS runs on the same highly 
reliable infrastructure used by other Amazon Web Services. In production we provision Multi-AZ DB Instances. 

Amazon RDS synchronously replicates the data to a standby instance in a different Availability Zone (different datacenter). In case of failure of the primary node, Amazon RDS 
performs an automatic failover to the standby without the need for manual administrative intervention. When a failover is performed, there is a very short period during which the 
primary node is not accessible. We utilize many Amazon RDS features that enhance reliability for critical production databases, including automated backups, database 
snapshots, and automatic host replacement in case of primary database crash. In addition to synchronous replication , database backup snapshots are taken at regular intervals 
and sent to AWS S3 encrypted storage. 

The comprehensive DR Plan as it relates to the contract and specifically addresses systems and applications will be provided to the DHHS no later than 30 calendar days prior to 
the contract effective date 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
227 BCDR.8 A short-term uninterruptible power supply Describe how the facilities TA.SP.61 s 

should be employed to facilitate an orderly hosting the solution are 
shutdown of the information system in the designed to be resilient during a 
event of a primary power source loss. power source loss. 

Bidder's Response: 

Our systems reside in Amazon Web Services. We utilize AWS disaster recovery, failover and elasticity capabilities. We do not maintain our own hardware or physical datacenters. 
Instead. we run our system in 15 AWS datacenters in VA, OH and CA. Using various AWS regions and different physical datacenters within same region ensures that system is 
highly available and fault tolerant. 

The server environment is virtualized that allows for portability in case of the disaster affecting datacenter when the application server is running. Within minutes, a new instance 
of the same server will be launched in a different datacenter in a different AWS Availability Zone or region. Downtime is cut to minutes instead of hours. 

Using AWS, we achieve higher levels of fault tolerance for our applications by using Elastic Load Balancing to automatically route traffic across multiple instances and multiple 
Availability Zones (physical datacenters). Elastic Load Balancing ensures that only healthy Amazon application server instances receive traffic by detecting unhealthy instances 
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and rerouting traffic across the remaining healthy instances. If additional computing capacity is required , we have systems in place that will scale application and database server 
layer to provide the level of service according to SLAs. 

The database is a critical component of the system. We use Amazon RDS (Relational Database Service) to host our database server. Amazon RDS runs on the same highly 
reliable infrastructure used by other Amazon Web Services. In production we provision Multi-AZ DB Instances. 

Amazon RDS synchronously replicates the data to a standby instance in a different Availability Zone {different datacenter). In case of failure of the primary node, Amazon RDS 
performs an automatic failover to the standby without the need for manual administrative intervention. When a failover is performed, there is a very short period during which the 
primary node is not accessible. We utilize many Amazon RDS features that enhance reliability for critical production databases, including automated backups, database 
snapshots, and automatic host replacement in case of primary database crash . In addition to synchronous replication , database backup snapshots are taken at the regular 
intervals and sent to AWS S3 encrypted storage. 
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G.10 Proiect Management and Implementation Requirements: 

In any project of this magnitude, with stakeholders from so many different perspectives, quality project management skills and experience can make all the difference in 
quality. DHHS is focused on ensuring that the EVV project is structured in such a way to support a successful implementation. Bidder will describe below, how each facet of 
project management will be implemented and used. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
228 PMl.1 Contractor must utilize industry Describe how industry NIA s 

recognized project management recognized project management 
approaches, such as PMI PMBOK in approaches, such as PMI 
order to complete the scope of work. PMBOK, will be utilized in order 
Contractor must follow an agreed project to complete the scope of work. 
management lifecycle and implementation The description must 
processes. specifically address the project 

management lifecycle and 
implementation processes. 

Bidder's Response: 

We follow the Project Management lnstitute's best practices that are documented in the Project Management Body of Knowledge (PMBOK©) to develop our scope statement, 
estimates, and timelines. Our scope statement is grouped into 6 groups of activities: development, implementation , training, deployment, customer service, and project oversight. 
The phases required to complete the work will follow industry best practices for both project management (product initiation, planning, executing, monitoring and controlling, and 
closing) as well as software development best practices that include both standard software development lifecycle (SDLC) and Agile to support rapid development. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
229 PMl.2 Contractor must develop and maintain a Describe development and NIA s 

Project Management Plan (PMP). The maintenance of Project 
PMP must be delivered to DHHS within 30 ' Management Plan (PMP), 
days of contract signing. Included in the including the following: 
PMP will be the following: 1. Communications Plan 
1. Communications Plan 2. Change Management Plan 
2. Change Management Plan 3. Staffing Management Plan 
3. Staffing Management Plan 4. Quality Management Plan 
4. Quality Management Plan 5. Risk Management Plan 
5. Risk Management Plan 6. Issue Management Plan 
6. Issue Management Plan 7. Work Breakdown Structure. 
7. Work Breakdown Structure. Describe how the PMP will be 
The PMP plan must be reviewed and continuously maintained and 
approved by DHHS staff, and any communicated to DHHS, 
identified adjustments will be made prior including related documents, as 
to signoff. the project progresses. 

Describe process for providing 
PMP to DHHS for review and 
approval. 
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Bidder's Response: 

1. Communications Plan: A communication plan shall be created to identify the best communication methods between Tellus and the DHHS and its stakeholders. The 
plan shall include defined expectations for receiving, and acknowledging information and requests, and necessary dates, so that both parties are engaged , and 
expectations are outlined. We shall use a mix of mediums, such as an information repository, emails, and phone calls. Meetings to gather information , contractor 
statuses, issues, risks, and project statuses will be scheduled appropriately throughout the different phases of the project to ensure that communication is flowing 
between all project stakeholders. Meetings will have the overall goals of identifying risks, providing issue resolution alternatives, and capturing project work effort and 
providing forecasting effort needed to stay on plan. 

2. Change Management Plan: Changes will be documented in a Change Management Plan and closely monitored , especially in regard to their effect on the overall 
Project Work Plan. Well-defined best practices and proven project management processes support our teams in managing change requests and operations while 
keeping the scope of work well-documented and integrated with current work plans. This focus on monitoring and documentation ensures that all requirements are met, 
and activities are executed as planned . The project management plan and procedures documentation, will outline an effective change control method for the review, 
revision, and approval of planning documents, testing processes, and other project deliverables. We recommend that a change control board (CCB) comprising agency 
and vendor stakeholder be created early in the project to provide feedback on identified changes, and to review and approve modifications. 

3. Staffing Management Plan: Staff for the project will include a contract manager, project manager, account manager, business analyst, system architect, agile/scrum 
team/dev ops, software QA, training/outreach manager and trainers/outreach/customer support personnel. FTEs will be determined during project scope development 
and a roles and responsibilities will be clearly defined. To ensure efficiency, speed, and redundancy, several of the roles outlined in the organizational chart have 
multiple staff members assigned, comprising the total number of full-time equivalents (FTEs) represented in the staffing matrix. For example, more than one team 
member will be assigned to the following roles designated in the core categories: Agile/Scrum Team/Dev Ops, Software Quality Assurance, and Trainers/Customer 
Support Representatives. Some of the other project roles may be staffed with shared resources. Tellus will establish an account management plan and ensure we have 
adequate staff in place to manage the overall effort. We will conduct regular reviews through our standard Internal Quality Control program to ensure that the DHHS is 
receiving all contracted services in the best manner possible. 

4. Quality Management Plan : We will develop a quality management plan that aligns with the DHHS' quality management requirements . It will address both the quality of 
the project management process, such as schedule, budget, and project deliverables. A project deliverable a matrix will be developed and will list the quality 
requirement for each deliverable, how it will be measured, and who will have responsibility for the quality of the deliverable. 

5. Risk Management Plan: Risk identification will be an ongoing activity from start to completion of the contract. The risk management process begins with risk 
identification and assessment which support risk response plans, including risk monitoring and control strategies. Each risk is assessed in terms of probability and 
potential consequences. Mitigation strategies are defined during risk response planning, along with the criteria supporting an early detection of risk realization. This step 
is crucial to ensuring the rapid implementation of risk mitigation actions designed to minimize negative project impacts and remediate the issues. Our tested project 
management practices include in the risk monitoring and control activities not only the tracking of previously identified risks, triggers, response plans, and risk mitigation 
actions, but also the ongoing effort to identify new risks and manage changing risks to prevent reoccurrence of potential risks. Tellus also maintains a corporate level 
Risk Management team to provide oversight during all phases of the project. 

6. Issue Management Plan: We will develop and provide an issue management plan to define activities and business rules to manage and control issues that arise during 
the project. This will define how issues will be identified and documented as well as how impacts will be determined and priorities established so issues can be resolved 
effectively and efficiently. · 

7. Work Breakdown Structure: the work breakdown structure includes contract/scope definitions and requirements gathering (approximately 3 weeks), analysis of 
hardware and software requirements (approximately 1 week, design (approximately 1 week}, development(approximately 4 weeks), quality assurance (approximately 2 
weeks), user acceptance testing (approximately 2 weeks) , training (approximately 2 weeks) , pilot/pre-production (approximately 1 week) , deployment/implementation 
(approximately 1 week), and project closing (usually less than 1 week). 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
230 PMl.3 Contractor should utilize standard Describe and provide examples NIA s 

procedures and tools to track project of the procedures and tools that 
items, decisions, issues, risks, defects, will track project items, 
and resolutions. decisions, issues, risks, defects, 

and resolutions. 
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Bidder's Response: 

We focus on rock solid delivery practices and the intentional creation of unparalleled client experiences. The project work plan will be developed by a PMP Certified Project 
Manager who will manage this project. The Project Manager will communicate Project Status to the DHHS on a weekly basis in an agreed upon format. The Project Manager will 
maintain a project timeline, a risk matrix, and a work breakdown structure for all key deliverables of the project. 

We break down the scope into development activities, implementation activities, training activities, deployment activities, customer service activities, and project oversight 
activities. This set of groupings provides us with the capability to provide a top-down view on the entire project activities based on the tasks needed to comply with the milestones 
and deadlines in the implementation plan. The top-down is one of the tools and techniques promoted by the PM l's best project management practices documented in the 
PMBOK© . 

The project timeline will incorporate the required milestones and work required to successfully abide by the delivery dates outlined by the DHHS on the Electronic Visit Verification 
(EVV) project. The draft implementation plan , containing the initial draft schedule, will be provided within thirty (30) days of contract execution. 

The phases required to complete the work will follow industry best practices for project management and software development. Project management phases may include project 
initiation, planning, executing, monitoring and controlling , and closing. 

The software development staff utilizes the Agile / SCRUM methodology for developing projects. Using two-week sprints, the team provides constant feedback to the Project 
Manager and other key stakeholders for the project, ensuring that issues are identified early on and mitigated appropriately. In keeping with Agile best practices, a daily standup 
(meeting) is held to communicate progress and identify any blocks to progress . 

The anticipated deliverables coinciding with project milestones needed to comply with the EVV project will include the deliverables listed below. Additional milestones may be 
required after the initial phase analysis of work with intermediate deliverables that are needed in the project plan to abide by the project dates. 

PROJECT DELIVERABLES 

• Project Kick-Off 
• Finalize Resources & Teams 
• Provide Final Provider List, Policy & Procedure Manual, Functional Requirements Document 
• Business Rule Definition/Design/Sign Off, Communications Plan, Quality Management Plan, Risk Management Plan, Disaster Recovery Plan 
• Finalized Individual & Provider Outreach Materials 
• Configuration & Software Development, System Configuration Model , Complete UAT/UAT Sign Off, System Testing Plan, Detailed System Design Document, Software 

System Updates Plan , Training Content & Materials 
• Data Import & Export Decisions and Documentation Sign-Off, Stakeholder Feedback, Final EVV Training Materials 
• Complete Setup of all Provider System EVV Databases, Complete Data Imports & Exports, UAT Testing, Validation & Operational Readiness 
• Conduct Provider Training , Transition & Turnover Plan 
• Refine System/Address Bugs 
• EVV Program Go-Live 
• Transition to Operations & Maintenance 
• Training 
• Reports 

The project management plan, as well as the procedures documentation, will outline an effective change control method for the review, revision, and approval of planning 
documents, testing processes, and other project deliverables. We recommend a change control board (CCB) be created to provide feedback on identified changes, to review and 
approve modifications. The CCB should be formed early in the project and shall include the DHHS and Tellus stakeholders. 

Contractor roles and responsibilities of proposed contractors will be defined in a role responsibility assignment matrix which will be included in the project management plan, as a 
component of human resource management. 
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We will require the assistance of the DHHS as it relates to the approval of the implementation plan. This would include timely and detailed feedback on the draft implementation 
plan. 

Additional assistance required from the DHHS may be requested during the regular established meetings and/or communication methods to ensure timely response and/or 
approval of the stated assistance request. Our experience is that timely assistance is very beneficial during the initiating and planning phases of the project. 

A communication plan shall be created to identify the best communication methods between Tellus and the DHHS and its identified stakeholders. The plan shall include proper 
expectations regarding the receipt and acknowledgement of information and requests and necessary dates, so as to engage both parties and outline the proper expectations. A 
mix of mediums shall be used, such as information repository, emails, and phone calls . Meetings to gather information, contractor statuses, issues, risks , and project statuses will 
be scheduled appropriatefy throughout the different phases of the project to ensure that communication is flowing between all project stakeholders. Meetings will have the overall 
goals of identifying risks, providing issue resolution alternatives, and capturing project work effort and providing forecasting effort needed to stay on plan . 

Req.# ID 

231 PMl.4 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor resources must participate in 
all levels of project governance as 
necessary, to include, but is not limited to: 
all monthly project steering committee 
meetings to discuss project activities, 
deliverables, milestones, risks , and 
issues; and all weekly operating 
committee meetings to discuss issues, 
risks, project progression, resource 
changes, and other areas related to the 
scope of work. 

Instructions to Bidder 

Describe how resources will 
participate in all levels of project 
governance as necessary, to 
include, but is not limited to: all 
monthly project steering 
committee meetings to discuss 
project activities, deliverables, 
milestones, risks, and issues; 
and all weekly operating 
committee meetings to discuss 
issues, risks , project 
progression , resource changes, 
and other areas related to the 
scope of work. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Our team will participate in all levels of project governance. We will provide regular updates related to key project tasks and milestones in the weekly project status reports . This 
helps confirm that you receive timely updates on the overall progress of the project and enables prompt awareness of any areas where potential schedule slippage may occur. 

We will conduct weekly operating committee meetings to discuss issues, risks, project progression, resource changes, and other areas related to the scope of the project. We will 
review the project schedule with the DHHS project management team monthly or on an agreed-upon alternate cadence. Objectives of this project plan status meeting will include: 

• Improving schedule predictability 
• Reviewing and comparing the baseline schedule to the actual schedule 
• Assessing whether milestones will likely be achieved or have been missed 
• Discussing and understanding downstream impacts to changes or slippages 
• Identifying new approaches to getting back on schedule, such as parallel work efforts, phased activities or releases 
• Assessing any schedule risks for potential surprises or large changes 

Our team is committed to the open and transparent communication and collaboration essential for project success. 
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Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
232 PMl.5 Contractor must participate in and capture Describe how Contractor staff N/A s 

notes from all necessary project meetings. shall participate in and capture 
Contractor shall be responsible for notes from all necessary project 
creation and dissemination of all project meetings, and will be 
meeting agendas, minutes, and necessary responsible for creation and 
documentation. dissemination of all project 

meeting agendas, minutes, and 
necessary documentation. 

Bidder's Response: 

Our Project Manager will schedule project meetings, distribute agendas in advance and facilitate the flow of all meetings. The Project Manager will also be responsible for 
disseminating meeting minutes and any additional documentation that flows from meetings as well as following up on any outstanding items resulting from meeting discussions. 

Req.# ID 

233 PMl.6 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor should facilitate a project 
initiation kickoff meeting with key 
stakeholders and create a kickoff meeting 
presentation targeted to specific 
audiences. The presentation shall be 
submitted to and approved by DHHS. 

Instructions to Bidder 

Describe the project initiation 
kickoff meeting with key 
stakeholders and create a 
kickoff meeting presentation 
targeted to specific audiences. 
Describe support required from 
DHHS to complete kickoff 
presentation . 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

At the beginning of the project, we will develop a shared understanding between the DHHS, Tellus, and project stakeholders on project expectations, deliverables, timelines, and 
processes. We will work with you to schedule a project kickoff meeting . We will prepare a kickoff meeting presentation to review the project timeline, our approach for configuring 
and implementing the solution , and any other topics you would like covered . 

A detailed project plan will be created . The tasks in the project plan are integrated with one another. As a result, each task has a predecessor/successor relationship with those 
tasks on which each depends. 

During the initial stages of the contract, we will review and adjust the project plan , as needed, based on the actual contract start date and any changes that contract negotiations 
require . We will conduct a walkthrough of the plan with the DHHS and submit the updated project plan for review. We can adjust the plan as needed based on the DHHS' 
feedback and resubmit it for review and approval. When the DHHS approves the plan, we will baseline it and place it under configuration management control. Any subsequent 
changes that require the plan to be re-baselined will require the approval of appropriate DHHS and Tellus management. This would include any changes that result in the change 
of an agreed-upon milestone date. 

A viable schedule and project plan provide a step-by-step approach for accomplishing individual tasks. This includes integrating those tasks to define the critical path and key 
inter-relationships to verify overall project success. Our draft project schedule combines our long-term domain knowledge, detailed technical solution , and common-sense 
management approaches. The schedule will be a living document across the project life cycle. We will update the schedule as required to reflect any change driven by legislative 
dynamics, State requirements, technoloqv evolution, or lessons learned applied to continuous process improvement. We use Microsoft Project, an industry-standard project 
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management tool, to develop and maintain the schedule and work plan. Using Microsoft Project, we will track the progress of the project, monitor and evaluate resource 
allocation, and produce schedule reports, including: 

• Project schedule 
• Milestone dates 
• Deliverable dates 
• Gantt chart 

Additionally, we will produce ongoing reports using Microsoft Project to include in the overall status reports we will provide to the DHHS. This will help confirm that the DHHS and 
Tellus stay updated on the overall progress of the project and are notified promptly of any areas where project schedule slippage may occur. 

Req.# ID 

234 PMl.7 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor must provide all deliverables 
and/or documentation as identified in the 
project's work plan. 

Instructions to Bidder 

Describe how all deliverables 
and/or documentation as 
identified in the project's work 
plan will be created and 
reviewed within Contractor's 
team prior to submission to 
DHHS for review and approval. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

We begin deliverable development by creating a template or tailoring an existing template from our template library. We review and agree upon deliverables and documentation 
internally and will then present for your review and confirm that the planned format and content meets your needs. After the DHHS approves the templates, we will begin 
developing the deliverables in the agreed-upon format for the completion and submission in the required project phase. We will develop a template for applicable project 
deliverables. Examples of deliverables we will develop a template for include the following: 

• Requirement documents 
• Detailed design documents 
• Training plans 
• Testing plans 
• Status reports 
• Issues tracking 
• Executive meeting summaries 

The DHHS and Tellus must agree on the deliverable review process for deliverable review and acceptance. We will work with the DHHS to review, update, and agree on the 
deliverable review process. This will help us develop a common understanding of the process and determine when a deliverable is approved and complete. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
235 PMl.8 Contractor must provide a deliverable Describe the deliverable review N/A s 

review and acceptance process which will and acceptance process to be 
be aooroved bv DHHS. The followinq will approved bv DHHS. Note how 
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Bidder's Response: 

need to be taken into account in the 
process: 
1. The size and complexity of the 
deliverables will be taken into account 
when determining the length of time 
available for review cycles. Collaboration 
with DHHS staff for review turnaround 
expectations is required . 
2. Any change control processes will be 
taken into consideration . 
3. Informal walkthroughs of draft 
deliverables will be considered. 
4. Simultaneous review of numerous 
deliverables will not be permitted without 
approval. 

• items 1-4 will be considered and 
addressed . 

6113 21 Solution Requirements - Attach· - RTM 

We understand deliverable review takes your time and attention , and we have built an approval cycle that provides you with the time needed to carefully review the documents. 
Our process provides 1 O days for the DHSS to complete an initial review. At the conclusion of that review, the DHSS will provide Tell us with written comments identifying any 
updates or revisions that need to take place. We will then have up to five business days to complete our revisions and submit an updated deliverable. With the second 
submission, the DHSS will have three business days to confirm the updates and provide final approval of the document. This is a 13-business-day review cycle for the DHSS to 
reach final approval. 

Tellus will provide comprehensive identification and tracking of project deliverables as part of our standard processes and procedures. We will develop and submit required 
contract deliverables defined in the RFP, making sure we include tasks for each deliverable in the project schedule or work plan. We will manage contract deliverables from their 
creation through final acceptance by the DHHS. We will map the contract deliverables defined in the RFP to our deliverable tracking tool , which will support ongoing deliverable 
status reporting. 

During deliverable development, we will perform quality reviews to make sure we meet quality standards and follow the agreed-upon deliverable template. When the draft 
deliverable is ready, we will publish it along with a meeting agenda before a scheduled walkthrough. During the meeting, we will walk through the draft in its entirety and gather 
your comments. The objective is to identify any issues during the walkthrough so we can address them before finalizing the document. This will enable us to verify that the DHHS 
is familiar and comfortable with the deliverable content before the formal submission. 

We understand the deliverable review process requires time and attention , and your staff has other day-to-day responsibilities. To make the best use of their time, we have built a 
review and approval cycle to give your staff sufficient time for careful deliverable review. Our process will give the DHHS 10 days to complete an initial review. At the conclusion of 
that review, the DHHS will provide Tellus with written comments identifying any updates or revisions that need to occur. Tellus will have up to five business days to complete our 
revisions and submit an updated deliverable to you. With the second submission, the DHHS will have three business days to confirm the updates and provide final approval of the 
document. This process will give the DHHS a 13-business-day review cycle to reach final approval. 

We acknowledge that you require a sequential deliverable submission approach. We also understand you may grant approval for a deliverable, reject portions of the deliverable, 
reject the complete deliverable, or ask us to apply specific revisions. If you do not approve a deliverable within two reviews, we will work with you to escalate issues and 
determine the dates for resubmission and review. Because we developed our deliverable process with a focus on open communication and frequent walkthroughs, we expect 
escalations of this type to be minimal. Tellus will work with the DHHS on the form of submission for each deliverable. We can provide each document deliverable to the DHHS' 
Project Director in hardcopy, soft copy, or both. We also acknowledge you may request a short extension to the deliverable review timeframe in writing until a specified date. 

We understand review timeframes may be modified as needed for a specific deliverable (i.e. complex deliverables may require greater review time) but must not adversely affect 
the critical path in the baseline project plan . Either the DHHS or designated Tellus staff will make review timeframe modification requests in writing to the Project Director. These 
requests will be approved or rejected at the sole discretion of the Project Director. 
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Our project management practices include a formal process to track and deliver contract deliverables. We will track deliverables using a deliverable tracking tool that is integrated 
with our project SharePoint repository. The tool enables us to follow contract deliverables from contract execution to deliverable completion. We will use SharePoint to automate 
reporting on deliverable status while simplifying the reporting process. 

We will use SharePoint to store contract deliverables securely and provide easy access for authorized project stakeholders. Our deliverables will conform to the standards and 
quality processes defined for the project. During deliverable development, we will perform quality reviews to confirm we are meeting our high-quality standards. These reviews will 
include comparing each deliverable against quality checklists and performing peer reviews for content where appropriate. 

Req .# ID 

236 PMl.9 

Bidder's Response: 

Contractor/ Solution/Requirement 

Contractor must submit a monthly status 
report. The report must contain the 
following at a minimum: 
1. Current project work plan and schedule 
with percentage completes for milestones. 
2. Overall completion status. 
3. All past due tasks or milest0nes and the 
plan(s) for completing them. 
4. Planned tasks and activities for the next 
30 days. 
5. Identification of any staffing issues or 
changes. 
6. Current status on all identified issues. 
7. Current status on all identified risks. 
8. Current status on testing and metrics. 
9. Current status on any service level 
agreements. 

Instructions to Bidder 

Describe the process for 
creating a monthly status report 
to include all items 1-9, along 
with examples. Draft monthly 
status report to be submitted 
with response. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus will report on project status as required by the RFP. We will provide regular updates related to key project tasks and milestones in the weekly project status reports. This 
helps confirm that you receive timely updates on the overall progress of the project and enables prompt awareness of any areas where potential schedule slippage may occur. 
The Tellus team will develop project dashboard reports to provide at-a-glance views of progress that reflect the project plan activities and project health . Tellus will review the 
project schedule with the DHSS' project management team monthly or on an agreed-upon alternate cadence. Objectives of this project plan status meeting will include: 

• Improving schedule predictability 
• Reviewing and compare the baseline schedule to the actual schedule 
• Assessing whether milestones will likely be achieved or have been missed 
• Discussing and understanding downstream impacts to changes or slippages 
• Identifying new approaches to getting back on schedule, such as parallel work efforts, phased activities or releases 
• Assessing any schedule risks for potential surprises or large changes 

We will ensure the monthly project status reports include all of the items noted in the requirement. 
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237 PMl.10 

Bidder's Response: 

Contractor/ Solution/Requirement 

Bidder shall provide a draft Project Work 
Plan with project time frames. Contractor 
will develop and submit the detailed PWP 
in the first 30 days of the contract. DHHS 
will retain final approval of the PWP. 

• Instructions to Bidder 

Bidder shall provide a draft 
Project Work Plan with 
projected time frames. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

During the initial stages of the contract, we will review and adjust the project plan, as needed, based on the actual contract start date and any changes that contract negotiations 
require. We will conduct a walkthrough of the plan with the DHSS and submit the updated project plan for review. We can adjust the plan as needed based on the DHSS' 
comments and resubmit it for review and approval. When the DHSS approves the plan, we will baseline it and place it under configuration management control. Any subsequent 
changes that require the plan to be re-baselined will require the approval of appropriate DHSS and Tellus management. This would include any changes that result in the change 
of an agreed-upon milestone date. A viable schedule and project plan provide a step-by-step approach for accomplishing individual tasks. This includes integrating those tasks to 
define the critical path and key inter-relationships to verify overall project success. Our draft project schedule combines our long-term domain knowledge, detailed technical 
solution, and common-sense management approaches. The schedule will be a living document across the project lifecycle. We will update the schedule as required to reflect any 
change driven by legislative dynamics, State requirements, technology evolution , or lessons learned applied to continuous process improvement. We use Microsoft Project, an 
industry-standard project management tool , to develop and maintain the schedule and work plan. Using Microsoft Project, we will track the progress of the project, monitor and 
evaluate resource allocation, and produce schedule reports, including: 

• Project schedule 
• Milestone dates 
• Deliverable dates 
• Gantt chart 

Additionally, we will produce ongoing reports using Microsoft Project to include in the overall status reports that we will provide to the DHSS. This will help confirm that the DHSS 
and Tellus stay updated on the overall progress of the project and are notified promptly of any areas where project schedule slippage may occur. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
238 PMl.11 Contractor shall develop and maintain a Provide a sample Project Work N/A s 

detailed Project Work Plan (PWP) and a Plan showing activities and 
Gantt Chart that is aligned with the scope timeframes for a recent 
of the work outlined in this RFP. The PWP successful EW implementation. 
should identify realistic person hours of 
effort for each task and identify planned 
completion dates for all d.eliverables and 
milestones. All documents must be 
provided in a DHHS approved format that 
is accessible and readable by State staff. 

Bidder's Response: 

A sample Project Work Plan is attached as Attachment B. 

(i;)TELLUS Tellus eVV Respon~e to Reques for Proposal #6113 Z1 198 



• • 6113 Z1 Solution Requirements-Attach· - RTM 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
239 PMl.19 DHHS will provide access to SharePoint Describe how Contractor will N/A s 

(electronic document repository) for support consolidated project 
project documents and deliverables. The documentation and reporting 
Contractor, DHHS staff and other within the SharePoint site. 
Contractors with the appropriate security 
level must upload/attach new or revised 
versions of documents. The repository 
must perform version control and allow 
users to view all prior versions. 

Bidder's Response: 

The project manager will also be responsible for retention of all versions of the plan, including previous baselines. Project plan versions will be retained in the central controlled 
Microsoft SharePoint document repository throughout the project lifecycle. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
240 PMl.12 Contractor must keep the detailed project Bidder to describe how they will N/A s 

work plan updated weekly and available meet the requirement. 
on DHHS SharePoint project site. 

Bidder's Response: 

Our Project Manager updates the project work plan weekly and can accommodate the DHHS' requirement to post it on the SharePoint project site. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
241 PMl.13 Contractor will develop an implementation Provide a sample N/A s 

plan and communications plan which will implementation plan and 
be reviewed and approved by DHHS. communications plan that may 

be utilized for this project. 
Bidder's Response: 

Clear, open, and honest communication is the basis of our approach to service and project management. The Communication Plan supports effective and efficient 
communication. Our organized, open, and transparent approach will enable us to quickly grasp, respond to, and mitigate potential project issues. In the rapidly evolving 
environment, systems and organizations must align closely to provide timely, reliable support. To communicate accurate information to the correct entity, we must identify the 
stakeholders associated with the project. 

We must identify and classify project stakeholders to understand their participation in the project and their information needs. Our approach to communication management is to 
maintain transparent communications across the project while understanding the information needs of each audience, or stakeholder group. The level of interaction with the 
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project will vary from stakeholder to stakeholder. Understanding differences in audience information needs enables our project team to develop targeted communication strategies 
and tactics. 

The goal of our communication management approach is to establish structured and effective communications with all project stakeholders. To accomplish this goal, the 
Communication Plan will support the following key objectives: 

• Provide accurate, appropriate, and consistent information on project status 
• Provide relevant information to appropriate groups at the appropriate time 
• Verify all stakeholders receive intended messages and consistent information 

Fulfillment of these objectives will accomplish the following: 

• Provide stakeholders with oversight responsibilities with the level of information they require 
• Provide internal project team governance stakeholders with the level of information they require to coordinate and manage the project 
• Facilitate stakeholder support and provide timely and accurate information that helps them prepare for their roles in project implementation and support. Key principles 

that guide our approach to project communications include the following : 
o Communications will be clear, consistent, and concise, with verbiage free of jargon that stakeholders may not understand 
o Communications may need to be delivered using different delivery methods to reach different stakeholder groups 
o Communications should provide the right information at the right time to the right audience 
o Communication management process will be periodically assessed and updated as needed 

To facilitate project success, we will rely on formal and regular communications to provide information and updates that participants need for their roles. The project manager will 
deliver primary communication vehicles, such as the Weekly Project Status Report, to the DHHS during regularly scheduled review meetings. These weekly reports will keep 
project stakeholders informed on project progress, project health, items requiring their action, their responsibilities, project dependencies, and areas where the project is facing 
risks or challenges. 

Reinforcing key messages is vital for effective communications. Selecting the right methods to deliver these messages in a timely manner creates a reliable network of 
communication to keep stakeholders informed. 

We will use push and pull communications to engage stakeholders. Push methods deliver information to audiences while pull methods enable stakeholders to retrieve information 
from a central repository. 

We use face-to-face, paper-based, and technology-based communication and feedback channels. Specific channels may be more appropriate for certain audiences and 
communication objectives than others. Tellus also uses a combination of informal and formal processes for communication. Informal processes can include face-to-face 
discussions, email exchanges, or telephone conversations. Formal communications include status meetings, status reports , communication storage, and project deliverables. 

A sample implementation plan is attached as Attachment C. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
242 PMl.14 Contractor must provide all mutually Describe how all mutually N/A s 

agreed design and implementation agreed design and 
deliverable work products to DHHS staff implementation deliverable work 
for approval before acceptance. products will be provided to 

DHHS staff for approval before 
acceptance . 
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Bidder's Response: 

Tellus uses secured email methods as well as cloud sites to share documents for approval. Specific methods will be defined with the DHHS at the beginning of the planning 
phase of the project. All comments will be tracked during the approval process to ensure they are captured and processed before acceptance of the documents. Final accepted 
documents will be generated as pdf files and signatures for approval can be tracked electronically or with inked signatures and scanned. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

243 PMl.15 Contractor shall coordinate deliverable 
and milestone walkthroughs and 
participate in other project walkthroughs (if 
relevant) as required by DHHS. 

Provide a description of the 
deliverable and milestone 
walkthrough process and 
provide any samples of artifacts 
with response. 

N/A s 

Bidder's Response: 

Tellus provides a disciplined solution delivery methodology and structure for managing project activities, assessing status, and communicating with you and your stakeholders. 
Our methodology includes detailed plans and materials that will support successful implementation. We will develop a detailed implementation plan for the events leading up to 
and including implementation. It will include a readiness checklist and a step-by-step schedule and decision points, including a go/no-go decision process and the responsible 
parties. The plan will also include the acceptance criteria for the formal approval from the DHHS of the implemented system, confirming that the solution meets the State's 
requirements and functions as planned . We will configure our pre-built solution to reflect the design of your program. This approach will reduce implementation risk and accelerate 
a timely and successful go-live. Our implementation will include the following elements. 

• Configuration: We will document the DHHS' program requirements in the RTM and configure the system to match the RTM when we receive your approval. The RTM 
will be a living document and will reflect the current system configuration. It will be State property and will be available at contract turnover to reduce the operational risk 
of our solution not matching State benefit requirements. This will reduce the risk of transition to a future contractor. 

• Interfaces : We understand the role of other contractors and how those roles will interoperate with our own to integrate our solution into your current environment. We will 
identify all State and module vendor systems where we are required to exchange data. We will use a proven integration layer to establish and maintain interfaces in 
collaboration with the State or other contractors. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
244 PMl.16 Contractor must provide a Test Describe the Test Management N/A s 

Management Plan, including testing Plan, including testing activities 
activities for development, configuration, for development, configuration, 
interface validation, and performance interface validation, and 
testing. performance testing. Samples 

of previous Test Management 
Plans may be submitted. 

Bidder's Response: 

Our project management approach includes testing at key checkpoints in the overall process to determine whether objectives are being met. Testing operations are planned, 
manaqed and executed in everv phase of the project to cover unit, svstem, reoression, parallel , inteoration, and user acceptance testing. 

Q TELLUS Tellus eVV Response to Request for Proposal #6113 Z1 201 



• • 6113 Z1 Solution Requirements - Attach· - RTM 

JIRA is one of the tools used for the tracking of operations and as the common repository of testing information, including testing artifacts such as test cases and test results. 
Each resource in the Testing team is provided with Read/Write access to add/modify test cases. During the Test Design phase, all test cases are written directly into JIRA. Any 
change to the test case is directly saved and logged. 

Throughout testing, each tester directly accesses their respective assigned test cases and updates the status of each executed step. Any defect encountered is logged, linking to 
the particular test case/test step. During defect fix testing, defects are re-assigned back to the tester to verify the defect fix. The tester verifies the defect fix and updates the status 
directly in JIRA. Reports are routinely created by our testing team and project managers to provide. updates on the status of test execution. For example, these reports may 
include a status report of test cases executed 

Req.# ID 

245 PMl.17 

Bidder's Response: 

Contractor/ Solution/Requirement 

Contractor shall be required to work 
collaboratively with DHHS and the DHHS 
Integration team to provide schedule 
information to be included in the overall 
integration plan. Elements necessary for 
the overall plan include, but is not limited 
to: start and end dates of major phases, 
key project milestones, integration points, 
cross module dependencies, and 
sufficient information to support the State 
DHHS reportinq requirements. 

Instructions to Bidder 

Describe how Contractor has 
worked collaboratively with 
previously clients and their 
Integration teams to ensure 
alignment of technology and 
resources. Examples may be 
submitted. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus has worked collaboratively with a large State agency to implement EVV for Medicaid Fee-for-Service. Thy system is in production, and the State recently engaged Tellus to 
rollout EVV for its Medicaid Behavior Analysis program. Our teams work closely with the Agency staff to establish start and end dates of major phases, key project milestones, 
integration points, cross-module dependencies and information to aid in reporting. 

The Tellus Project Manager as well as the client's Project Manager have worked in conjunction to create a detailed plan to be followed with clear assignments of responsibilities. 
Frequent meetings, which could be daily or weekly were scheduled both with the business and the technical teams to review open issues and action items for the files that are being 
tested with. Once the testing phase has proven to be correct, all parties determine when to start the loading of files into production. 

Issues are tracked per meeting, and as they are completed , they are documented as such and dropped from the agenda of the meeting. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
246 PMl.18 Contractor staff must work with the DHHS Describe the processes that will N/A s 

project management resources to ensure be used to work with the DHHS 
alignment of activities and resources. project management resources 

to ensure alignment of activities 
and resources. 
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Bidder's Response: 

While Tellus is primarily an Agile development shop, we have the capability to manage your implementation as either an Agile or waterfall-style project. Our Project Manager will 
work closely with the DHHS' Project Manager to define clear tasks with resources assigned to each one of them. Weekly meetings can be held by both Project Managers to 
ensure alignment with all activities. Team meetings will be conducted to obtain status from the team members. Tellus Project Manager will update and provide a Status Report at 
the frequency agreed upon, to reflect what has been completed , what is being worked, what is expected in the following period, as well as Risks and Issues that need to be 
tracked . 

Issues and Risks will also be tracked separately and managed until they are complete, or they are avoided . Risk Management will follow PMP standards to ensure all risks have 
been identified and managed appropriately. 

Tellus strongly encourages and applies open and transparent communication , and we will ensure this is followed in all phases of the project. 
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G.11 Communication and Training Requirements: 

DHHS has been identifying and deploying improvements to the programs provided as part of their overall operational and quality management process. Preliminary information 
has been shared with key stakeholders through the ML TC Long-Term Care Stakeholder meeting , with additional updates on the DHHS website. To properly prepare all 
stakeholders for this EVV implementation, comprehensive communication and training will be extremely important. This may be one of the biggest differentiators to success. 
Provide below the specific ways in which bidder can improve acceptance and quality through well planned and delivered communication and training . 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
247 CAT.1 Contractor must provide a draft Solution Provide a draft Solution N/A s 

Communication and Training Plan. A final Communication and Training 
detailed Solution Communication and Plan addressing all items A-1. 
Training Plan shall be developed, 
reviewed and approved by DHHS within 
45 calendar days of the contract start 
date. The approved Solution 
Communication and Training Plan shall 
address the following topics for both 
communication and training activities: 
A. Approach and scope (including all 
audience groups); 
B. Training and outreach activity, 
schedule, duration, types (i.e., in person, 
online, pre-recorded, real time, interactive, 
etc.), locations, for various stakeholder 
groups (all providers, participants, etc.) by 
task; 
C. Assurances for providing timely, 
appropriate training and outreach 
activities for all stakeholders; 
D. Roles and responsibilities for all 
stakeholder types; 
E. Communication and training to support 
the initial implementation of solution ; 
F. Post implementation training and 
outreach activities and frequency 
throughout the life of the contract; 
G. Training and outreach for newly 
approved and revalidating providers 
during the onboarding process; 
H. Languages that communication and 
training will be provided in and basis for 
verifying accuracy of all translations; and 
I. Identification of standardized and ad hoc 
communication and trainino materials. 

Bidder's Response: 
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The objective of the Solution Communication and Training Plan is to socialize the change to all affected stakeholders, ensure that all provider agencies and caregivers are aware 
of the transition requirements and deadlines, to inform participants of the new process and establish expectations for use, and provide the tools and training necessary to 
empower all users to effectively use the technology. This Outreach Plan will identify the appropriate strategies, objectives and tactics required to achieve the desired outcomes 
during the implementation of the EVV project. The Outreach Plan will include information and a framework for how provider agencies, caregivers and participants, including those 
enrolled in consumer-directed services, will be contacted, the frequency of contact, media employed to contact, key messaging for each contact point and expected results of the 
contact. 

The Tellus Training Program is designed to meet user needs. We have designed our program to comply with federal accessibility standards including the Americans with 
Disabilities Act and Section 508 of the Federal Rehabilitation Act. In addition, our training sessions and materials are offered in English as well as Spanish. Our EVV application 
can also be converted to a Spanish translation. Tellus is open to offering training materials and application translation in other languages as required by the DHHS. Training 
materials will be updated in conjunction with major system enhancements or modifications. 

The final approved EW Solution Communication and Training Plan will address the following topics: 

• Approach and scope (including all audience groups); 
• Training and outreach activity schedule, duration, medium (e.g. , in person, online, prerecorded, real time, interactive, etc.), locations, for various stakeholder groups, (all 

provider agencies, caregivers, participants, etc.) by task; 
• Assurances for providing timely, appropriate training and outreach activities for all stakeholders; 
• Roles and responsibilities for all stakeholder types; 
• Training and outreach to support the initial implementation of the EVV Solution; 
• Post-implementation training and outreach activities and frequency throughout the life of the contract; 
• Training and outreach for newly approved participants and revalidating caregivers during the onboarding process; 
• Languages that training and outreach will be provided in and basis for verifying accuracy of all translations; and 
• Identification of standardized and ad-hoc training and outreach materials. 
• Points of Contact 

Training will be developed for the DHHS as well as for the agency providers and caregivers. Learning outcomes for each of these groups are different due to the different features 
they will require within the EVV application. The training will be tailored for each group, as will the outreach communications and frequently asked questions (FAQs). At a 
minimum, core features including integration and implementation , information verification, data collection and reporting will be a part of mandatory training . 

Training will be provided through a number of modalities including on-site instructor-led classroom sessions, one-on-one instructor-led sessions, telephonic support, webinars, 
and the development of job aids to be made available to users in hardcopy and through an online training and support center. 

Training evaluations will be requested at the end of instructor-led sessions in order to assess the quality of the training content and the instructor. Modifications will be made to the 
program in accordance with this feedback. 

As new features or capabilities are added to the EW application, training materials will be updated to reflect the changes. The outreach plan will include a method of advising 
training liaisons or coordinators of the content changes and will outline the process for updating any hardcopy training materials in the field. 

We recommend a train-the-trainer approach to allow providers the flexibility to re-train existing users or train new hires. These remote trainers may be referred to as training 
liaisons or training coordinators. Each provider Manager or training liaison will be responsible to ensure their staff receive the training and have signed affidavits to this effect. 

We will work with the DHHS to finalize the outreach plan that meets their expectations regarding completeness and timeliness. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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248 CAT.2 Contractor must collaborate with DHHS to Describe how Contractor will N/A s 
finalize a training schedule that will be collaborate with DHHS to 
approved by DHHS. finalize a training schedule that 

will be managed and approved 
by DHHS. 

Bidder's Response: 

Complex projects require daily collaboration and communication among the project team. Tellus will work with the DHHS to develop a Solution Communication and Training Plan 
that meets the needs of all of the participating constituents. 

Communication and Training will begin with basic concepts introducing constituents to EVV and the 21st Century Cures Act and evolve into more complex and prescriptive topics 
through the Project Implementation phase. Ongoing post-implementation Communication and Training will also be discussed and incorporated in the plan. 

The final detailed Solution Communication and Training plan will be developed, reviewed and approved by the DHHS within forty-five calendar days of the contract start date. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

249 CAT.3 

Bidder's Response: 

Solution must provide for development 
and implementation of technical and user 
training programs. 

Describe how solution will 
provide for development and 
implementation of technical and 
user traininq proqrams. 

PE.Pl2 .18 s 

We will work closely with the State to develop and implement a training program that works for the State of Nebraska's constituents. Our training program is designed to meet the 
needs of the individual user groups: 

Caregivers receive hands-on, step-by-step instruction on use of the mobile app and alternative verification methods. They also act as trainers, and we provide training on how 
to instruct and immediately support recipients during the sign-off phase. 

Provider Agency Administrators receive in-depth training on the Administrator Console, the Claims Console and the Mobile App so they can assist employees and peers on 
use of the system and troubleshoot minor issues on site. 

Individuals in Billing and Financial roles receive training related to use of the Claims Console and the reporting features available within it. 

State Staff receive high level end-to-end system training as well as hands-on, step-by-step instruction for use of the State level Tellus eVV Console. 

Managed Care Organizations users receive hands-on , step-by-step instruction for use of the MCO level Tellus eVV Console. 

Participants are engaged through focus groups initially to gain understanding of outreach and training needs. Our outreach campaigns are designed to raise awareness and 
promote the benefits of the EVV system. Online training is provided to participants, particularly for consumer-directed members, to support them in navigating the system. 
Direct care providers act as supporting trainers in explain ing the sign-off phase of the process to participants. 

Consumer-Directed Services Employers are trained to use the Consumer-Directed Console and related timesheet functionality. 

Fiscal Management Services Agency staff are trained to use the FMS portal as well as trained how to provide instruction and immediate support for Consumer-Directed 
Employers and their direct care providers. 
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Req.# ID 

250 CAT.4 

Bidder's Response: 

Contractor/ Solution/Requirement 

Contractor must provide Communication 
and Training Plan updates on the 
following basis: 
A. Prior to the scheduled pre- Solution 
Implementation training; 
B. Each time a Solution change or 
upgrade is implemented. The updated and 
DHHS approved plan shall be distributed 
to Solution users prior to the 
implementation of the system change or 
upgrade; and 
C. A complete review and update shall be 
performed on an annual basis within thirty 
(30) days of the start of each contract 
year. The annually updated, DHHS­
approved plan shall be distributed or 
made available to all solution users. 

• 
Instructions to Bidder 

Describe management of the 
ongoing Communication and 
Training Plan updates. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

As new features, capabilities or business rules are changed or added to the EVV application, training materials will be updated to reflect the changes. If substantial changes are 
made, users will be notified by an outreach campaign. The outreach plan will include a method of advising training liaisons or coordinators of the content changes and will outline 
the process for updating any hardcopy training materials in the field. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
251 CAT.5 Contractor must perform updates to Describe how updates to N/A s 

standardized training and communication standardized training and 
materials. Updated materials shall be communication materials are 
reviewed and approved by DHHS on the maintained as noted. 
following basis: 
A. At a minimum, on an annual basis in 
accordance with the training and 
communication schedule; and 
B. A minimum of 10 business days prior to 
a scheduled training or communication 
event. 
C. All updates must include a version 
identifier and date updated notation. 

Bidder's Response: 
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As material new features , capabilities or business rules are changed or added to the EVV application, training materials will be updated to reflect the changes and will be provided 
to the DHHS for review and approval in the required timeframes. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
252 CAT.6 Contractor must provide training to all Describe how the training will N/A s 

users of the solution prior to the be delivered to all users of the 
implementation of EVV and on an ongoing solution prior to the 
basis during operations in accordance implementation of EVV and on 
with the DHHS-approved EVV an ongoing basis during 
Communication and Training Plan and operations in accordance with 
Materials. the DHHS-approved EVV 

Communication and Training 
Plan and Materials. 

Bidder's Response: 

Training will be developed and/or tailored for the DHHS as well as for the agencies, providers and direct providers. Learning outcomes for each of these groups are different due 
to the different features they will require within the EVV application. The training will be tailored for each group, as will the frequently asked questions (FAQs). At a minimum, core 
features including integration and implementation, information verification , data collection and reporting will be a part of training . 

Training can be provided through a number of modalities including on-site, instructor-led classroom sessions, one-on-one instructor-led sessions, telephonic support, webinars, 
and the development of job aids to be made available to users through the Tellus training portal. A unique training plan will be developed to reflect the unique Tellus eVV Solution 
that will be utilized within Nebraska. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
253 CAT.? Contractor must provide train-the-trainer Describe train-the-trainer N/A s 

sessions for DHHS resources or sessions for DHHS resources or 
designated DHHS resources and other designated DHHS resources 
staff responsible for training. and other staff responsible for 

traininq. 
Bidder's Response: 

A train-the-trainer model enables an application Subject Matter Expert (SME) to disseminate his or her functional application knowledge to one or multiple application trainers. 
Once trained themselves, these trainers are then able to instruct additional user groups, support staff and other relevant stakeholders. The goal of the train-the-trainer approach is 
to prepare future trainers to present information effectively, respond to trainee/user questions and lead activities that reinforce application understanding. We deliver train-the-
trainer training via live on-site or webcast training pre- and post-implementation. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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254 CAT.8 Contractor must develop and deliver in- Describe the development and N/A s 
person training in multiple geographic delivery of in-person training in 
locations within the State of Nebraska as multiple geographic locations 
agreed with DHHS. within the State of Nebraska 

.based on agreement with 
DHHS. 

Bidder's Response: 

Tellus is available to develop and deliver in-person training in multiple geographic locations within the State of Nebraska as agreed with the DHHS. Tellus has demonstrated the 
ability to deliver training in-person across geographic locations for previous programs and has an expertise in this area. Once the number of trainees is identified for each of the 
training modules, we will work with the DHHS to determine the best locations and frequency of these training sessions. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

255 CAT.9 

Bidder's Response: 

Contractor must utilize a variety of 
delivery methods for training, including 
online self-paced training presentations, 
in-person classroom setting , written 
materials, webinars , and demonstrations. 

Describe the variety of delivery 
methods for training, including 
online self-paced training 
presentations, in-person 
classroom setting , written 
materials, webinars, and 
demonstrations. Samples may 
be included. 

N/A s 

Training will be provided through a number of modalities including on-site, instructor-led classroom sessions, one-on-one instructor-led sessions, telephonic support, webinars, 
and the development of job aids to be made available to users in hardcopy and through an online training center. 

Our comprehensive outreach and training program offers a multi-modal approach to training delivery that includes the following mediums. 

• Live, face-to-face training: During the initial implementation , we will schedule a series of regional face-to-face , hands-on training events at locations throughout the 
State in the months and weeks before go-live. These training events will include a variety of sessions covering topics designed to address the needs of State users, 
agency administrators, and caregivers. We will also deliver special training for participants and their designated representatives, particularly those who may be enrolled 
in the consumer-directed program. · 

• Live, interactive, role-based webmars: Trainers will walk attendees through step-by-step instruction based on their role . We encourage attendees to submit specific 
training or demonstration requests before the session to tailor live training to the audience's needs. We hold a question and answer session during the last 10 minutes of 
each session. If time does not allow for us to hear and answer all questions during the session, attendees can submit questions by email for individual response and 
follow-up. 

• Online training center: Our web-based training and support center is easy to access and use. It offers a centralized location for training resources , including user 
guides, FAQs, recorded training sessions, and video tutorials. Users can also request additional support from our help desk through the center. 

• Sandbox: Users have access to a sandbox environment where they can practice and test features, functions, and processes without affecting any live data . 
• Train-the-trainer: We encourage the State and provider agencies to identify specific individuals to receive in-depth training and serve as subject matter experts (SMEs) 

at their locations. These individuals play an important role in helping onboard new users. They also serve as liaisons between our training staff and their location to make 
sure user needs are met in a timely manner. 

• Ongoing refresher courses and new feature training: Ongoing training sessions are available for new users and those who need a refresher. Our training staff also 
provides outreach and training to coincide with the release of new features and functionality. 

• Printable reference materials: Users can easily download or print the reference materials available throuqh online traininq portal. 
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• Simple user guides and tip sheets: We provide user guides and tip sheets to system administrators, caregivers, participants, and families to support their effective use 
of the system. 

• Ongoing communications: We provide regular, ongoing communications with users to communicate tips and tricks, upcoming release information, important dates, 
and other relevant information. This includes offline methods of communication like targeted mail or email campaigns to participants. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

256 CAT.1 0 Contractor's training materials must be Describe how the training N/A s 
offered in accessible formats consistent materials being offered are in 
with requirements of the Americans with accessible formats consistent 
Disabilities Act. with requirements of the 

Americans with Disabilities Act. 
Bidder's Response: 

The Tellus Training Program is designed to meet user needs. We have designed our program to comply with federal accessibility standards including the Americans with 
Disabilities Act and Section 508 of the Federal Rehabilitation Act. In addition, our training sessions and materials are offered in English as well as Spanish. Our EVV application 
can also be converted to a Spanish translation. Tellus is open to offering training materials and application translation in other languages as required by the DHHS. Training 
materials will be updated in conjunction with major system enhancements or modifications. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
257 CAT.11 Contractor must provide a training Describe the training N/A s 

environment that is available to DHHS environment available to DHHS 
and must maintain and update the training and how Contractor shall 
environment with training data to use maintain and update the training 
during user training. environment with training data 

to use durinQ user traininQ. 
Bidder's Response: 

We will establish UAT and training environments in the same secure enclaves as the production environment. Both environments will be subject to the same security and access 
controls as the production environment. The design and size of the UAT environment will also mirror the production environment and production data will be copied over to the 
UAT environment periodically to refresh the UAT environment; however, this will not be the case of the training environment. The training environment and all lower environments 
will only contain de-identified data and will not contain production data. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
258 CAT.12 Contractor must provide training for Describe the methods for N/A s 

providers that use third-party solutions providing training for providers 
that includes, at a minimum: the correct that use third-party solutions 
process for integration, information including but not limited to the 
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verification, data collection and reporting, correct process for integration, 
and data submission to the state EVV information verification, data 
Aggregator system. collection, reporting and data 

submission to the state EVV 
Aqqreqator system. 

Bidder's Response: 

Tellus will provide training for providers that use third-party solutions that includes, at a minimum: the correct process for integration, information verification, data collection and 
reporting, and data submission to the State EVV Aggregator system. This training information will be provided via the various modalities previously discussed, including in-person 
(if requested) , webinar, recorded webinar and supplemented by user guides and/or other written documentation as required. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
259 CAT.13 Contractor must make training records Describe how training records N/A s 

available to be included in the data will be included in the data 
available for reportina . available for reoortina. 

Bidder's Response: 

Our outreach and training program includes detailed recording and reporting of outreach and training activities. This includes the following information: 

• Outreach campaigns sent with engagement results 

• Name and agency of individuals trained 
• Types of user 
• Dates of training 
• Modules and modality of training completed 

We will provide reports to the State regularly or on request as required. Reports are also available in the State-level and MCO-level Payer Consoles with drill-down capability. 
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Req .# ID 

260 OP.1 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor must identify, document and 
communicate to DHHS any sanctions, 
corrective action plans and/or unresolved 
audit findings identified during the life of 
the contract. 

• 
. Instructions to Bidder 

Describe the process that will 
be used to identify, document 
and communicate to DHHS any 
sanctions, corrective action 
plans, and/or unresolved audit 
findings identified across the 
install base during the life of the 
EVV contract. 

6113 Z1 Solution Requirements - Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

All documentation , including recorded calls, relating to all the DHHS services will be retained for a minimum of seven (7) years following the date the EVV data is received by 
Tellus for verification of services provided, or until all audits, appeals, investigations, or court cases are completed. 

Tellus will document any occurrence of recovery from disaster or continued functionality and report those occurrences to the DHHS with a corrective action plan. 

Tellus will provide all supporting EVV documentation necessary for the DHHS and/or other Payers to conduct dispute resolution and appeals in a timely manner as defined by the 
DHHS. 

All data and reports will be provided to the DHHS in a mutually agreed upon format in a mutually agreed upon timeframe, as requested by the DHHS. 

Tellus will provide detailed incident resolution reports to the DHHS including root cause corrective action. Incident resolution reports will be provided within five (5) business days 
of resolution of the incident. 

Customer Support activities will be monitored and reported to the DHHS in the form of a Monthly Performance Report including the following data points at a minimum: 

• Call Center Metrics: 
0 Number of calls received, 
0 Number of calls answered, 
0 Number of first call resolution , 
0 Average speed t 
0 answer/hold time, 
0 Average talk time, 
0 Call abandonment metrics, 
0 Call blockage rate, 
0 Number of afterhours calls , 
0 Call reason code/resolution summary 

• Email/Correspondence Metrics: 
0 Number of emails received , 
0 Number of emails responded to , 
0 Email reason code summary, 
0 Average time to respond 
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• System deficiency summary 

• Issues/Complaints Metrics: 
0 Number received, 
0 Number closed, 
0 Number still open , 
0 Average time to close 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
261 OP.2 Contractor shall provide electronic Describe the process for N/A s 

notification , including detailed release notifications, release notes and 
notes, for version changes, patches, updates for version changes, 
updates and fixes prior to being deployed patches, updates and fixes prior 
to either the test or production to being deployed to either the 
environment. test or production environment. 

Bidder's Response: 

We provide regular, ongoing communications with clients and users to communicate tips and tricks, upcoming release information, important dates and other pertinent 
information. This includes offline means of communication, such as targeted mail campaigns to participants as well as an active social media effort. 

We also work very closely with our product development and management team to make sure enhancements to features and functionality are communicated and trained in 
advance of release, particularly when major enhancements are made that affect the user interface or operational workflows. 

New releases and updates should be released on a quarterly basis. New releases will introduce configuration options for existing clients. Features and functions for upcoming 
releases will be communicated at least one month in advance of the release data and existing users will be educated about the options available as a result of the enhancements 
or modifications. Clients can adopt those changes by changing applicable business intelligence rules and configuration settings. 

Req.# ID Contractor/ Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
262 OP.3 Solution must perform advanced Describe how solution will TA.DC.? s 

information monitoring and route system perform advanced information 
alerts and alarms to communities of monitoring and route system 
interest when the system detects unusual alerts and alarms to 
conditions. communities of interest when 

the system detects unusual 
conditions. 

Bidder's Response: 

Tellus employs a variety of monitoring, tracking and alert tools on all of our systems. We have mechanisms in place to identify unusual conditions and notify pre-defined 
audiences, as necessary. If system communications require communication to constituents above and beyond notifications within the application, our Outreach and 
Communications Team with work with the DHHS to draft, review, post and transmit the appropriate information to interested parties. 
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Req .# ID Contractor I Solution Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
263 OP.4 Solution must be capable of or support the Describe solution's capabilities IA.DS.18 s 

production of a random sample of data for providing a random sample 
that would be needed for audit purposes of data that can be used as 
(e.g . providers, beneficiaries, claims, etc.) needed for audit purposes, 
based on the state-established selection based on state-established 
criteria. selection criteria . 

Bidder's Response: 

Tellus is available to provide a random sample of data that would be needed for audit purposes, based on the state-established selection criteria upon request and delivery within 
five (5) business days or an agreed-upon schedule. 
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G.13 Customer Support Requirements 

Once implementation is complete, a key success factor from a stakeholder use perspective is quality support and responsiveness. With each item below, Bidder should provide 
thorough responses to show how bidder's experience in delivering consistent EVV services and support will assist DHHS in meeting stakeholder expectations. 

Req .# ID 

264 CSR.1 

Bidder's Response: 

Contractor/ Solution/Requirement 

Contractor must establish and maintain a 
Solution Customer Support Plan that 
addresses all aspects of customer care 
services, including a help desk function . 
The draft version of the Solution Customer 
Support Plan shall: 
A. Be submitted with the proposal ; 
B. Be submitted to DHHS for review and 
approval within thirty (30) calendar days of 
the contract effective date; 
C. Establish the purpose and scope of the 
Customer Support Plan; 
D. Describe the customer support 
services, including but not limited to help 
desk services; 
E. Establish roles and responsibilities for 
providing customer support functions ; and 
F. Establish operational hours for the 
provision of customer suooort services. 

Instructions to Bidder 

Provide a draft version of the 
Solution Customer Support Plan 
which must include all required 
items C-F within draft plan . 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

A draft Solution Customer Support Plan specific to the State of Nebraska's EVV solution will be submitted within (30) calendar days of contract effective date. The purpose of the 
plan is to outline how Tellus will support the State of Nebraska's EVV solution to ensure the highest level of constituent satisfaction. The scope will cover the breadth of Tellus' 
support services and activities, complaint resolution processes, technical issue escalation and service levels. 

Tellus operates a Customer Service help desk, complaint resolution and tracking system that identifies and tracks provider and recipient complaints and requests . The help desk 
is located in our offices in Boca Raton, Florida, where customer service calls , complaints and requests are taken by individuals supported by an interactive voice response 
system, computers, headsets and software to-facilitate call distribution and data collection . Our primary goal is to ensure customer service satisfaction . 

The help desk is accessed by a U.S.-based, toll-free telephone number that is operational 24/7. The number is connected to our help desk supported by English and Spanish 
speaking staff. Our trained customer service representatives are available during normal business hours defined as 8:00 a.m. to 5:00 p.m. Eastern , Monday through Friday, 
excluding national holidays. To accommodate the State of Nebraska's constituents, our standard live support hours will be adjusted to 8:00 a.m. to 6:00 p.m. Central time, 7 days 
a week, for the first (90) days of the Operations and Maintenance Phase, excluding national holidays. After (90) days, Tellus will provide live support 8:00 a.m. to 6:00 p.m. 
Central time for the duration of the contract. Tellus will return contact within fifteen (15) minutes of State contacting our on-call support number 

During normal business hours, the customer service phone number is answered by an interactive voice response system giving callers the option to speak with a live person in 
either English or Spanish. All calls are logged into Zoho Service Desk for tracking purposes. We are able to assist those with hearing or speech impairment using TTY services. 

Service Desk Representative calls are monitored by our Customer Support Manager to ensure quality of service. If required, calls can be recorded and shared with the DHHS 
upon request. 
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Current service level requirements enforce ninety percent (90%) of calls be answered in less than sixty (60) seconds with only ten percent (10%) requiring a message be left. Call 
blockage rates will be monitored at the trunk level to ensure they do not exceed two percent (2%). All calls received during normal business hours are returned within (4) business 
hours. That is to say a call received at 8:00 a.m ., will be returned by 12:00 p.m. the same day, and a call received at 3:30 p.m. will be returned by 10:30 p.m. the next business 
day. 

Outside of normal business hours, the interactive voice response system informs callers of the help desk hours of operation and provides them the option of leaving a message. 
Callers leaving messages are called back the next business day. 

Tellus also maintains a Provider inquiry email account. All emails received during normal business hours are returned within the same business day. Emails received outside of 
normal business hours are returned the next business day. Most emails are returned in the form of a telephone call to the sender. 

All inquiries and complaints are resolved as soon as possible but no later than ten (15) business days from initial receipt. Inquiries and complaints and the resulting resolution are 
tracked, and the following information is recorded in Zoho Service Desk: 

• Initial complaint/inquiry 
• Caller identification 
• Date & time 
• Message 
• Steps taken to remediate 
• Final resolution 

Technical issues are escalated to Level 2 Support and reported to development and quality assurance resources using JIRA. JIRA tickets escalated by Customer Support staff 
are reviewed with Operations at least two (2) times per week until the issues are resolved in JIRA. If application changes are required because the application is not operating as 
intended , those changes are developed, tested and deployed to production. If users are requesting enhancements or modifications, the requests are reviewed with payer and 
program administrators in the form of change orders. Change orders require client approval prior to commencement of development. 

If procedural changes are required as the result of any complaint, this information will be documented and provided to the DHHS as part of our monthly report. Any 
correspondence received will be addressed and shared with the DHHS as part of our monthly report. Procedural changes will be formally written, dated and communicated to all 
relevant parties. 

See a sample Customer Support Plan attached as Attachment D. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
265 CSR.2 Contractor must provide a help desk Describe help desk functions to N/A s 

function . The help desk shall provide: be provided, including all 
A. Technical support by phone and online, requirements noted. 
every calendar day, (7 days per week 
during the hours 8 a.m. to 6 p.m. CT) for 
all stakeholders for the first 90 days of the 
Operations and Maintenance Task in 
accordance with the DH HS-approved 
Solution Customer Support Plan. 
B. Technical support by phone and online 
in accordance with DHHS's reqular 
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Bidder's Response: 

business hours (8 a.m. to 6 p.m. CT) for 
the duration of the contract beginning on 
the 91 st day of Operations and 
Maintenance task. Support shall be 
provided in accordance with the DHHS­
approved Solution Customer Support 
Plan. 
C. Contractor shall provide on-call 
technical support for hours outside 
production support core business hours. 

a) Contractor will return contact within 
fifteen (15) minutes of state contact to 
Contractor on-call support number. 

b) Contractor will maintain active and 
continued resolution activity until problem 
is resolved for incidents designated 
severity 1, or the highest severity 
desiqnation 

• 6113 Z1 Solution Requirements-Attach· - RTM 

Tellus is available to provide technical support as outlined in this requirement: 7 days a week, 8 a.m. to 6:00 p.m. Central during the first 90 days for all stakeholders and Monday 
through Friday 8:00 a.m. to 6:00 p.m. Central on the 91 51 day and ongoing. Technical support will be provided for a State contact after hours. A unique 800 number will be 
provided in order for our on-call staff to be contacted to return the call within 15 minutes and to begin the problem identification and resolution process. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
266 CSR.3 Contractor must establish and distribute Describe the process for N/A s 

an electronic DHHS-approved Solution developing and maintaining the 
User Manual. At a minimum, the user required electronic user manual. 
manual shall be updated and distributed 
annually to all solution users. The Solution 
User Manual shall be updated within thirty 
(30) days of implementation of changes if 
there are major system upgrades that 
occur more frequently than regularly 
scheduled annual updates. 

Bidder's Response: 

We regularly review training content and make updates generally quarterly or any time a major release involves functionality or user interface changes. The Tellus training 
materials, including appropriate slides, user guides, user manuals and other learning materials will be published on the appropriate website for downloading. Information will be 
updated within 30 days of implementation of changes in the event that there are major system upgrades that will likely occur more frequently than regularly scheduled annual 
updates. 

Req.# ID Contractor/ Solution/Requirement 

Q TELLUS 
Instructions to Bidder CMS 

Checklist 
Bidding 
Abilit 

Gap Description and Recommendation for 
Closure 
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ID Code 
267 CSR.4 Contractor must provide a consistent Describe how questions will be N/A s 

method for receiving and answering received and answered 
questions from system users. consistently once the system is 

operational . 
Bidder's Response: 

The Tellus customer service team is available to answer questions via phone, email and through submission via our website. A ZohoDesk ticket is opened for each inquiry. This 
is our way to ensure questions and responses are documented at a high level. When trends of questions are recognized , additional training may be created, FAQs may be added 
to the website and/or outreach via an email campaign can occur to close any training gap or process clarification that is needed 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
268 CSR.5 Contractor must document inquiries and Describe the process for N/A s 

provide routine reports to DHHS regarding managing and reporting on 
reasons for inquiries. inquiries . 

Bidder's Response: 

Tellus will work with the DHHS to document inquiries as requested and to provide meaningful routine reports regarding the types of inquiries that Tellus is receiving. Typically, this 
information is provided on a standard monthly report, but if more timely inquiry reporting is required, we can accommodate your needs. 

Req.# ID 

269 CSR.6 

Bidder's Response: 

Contractor/ Solution/Requirement 

Contractor must handle grievances in an 
organized , consistent manner. 

Instructions to Bidder 

Describe how grievances are 
handled in an organized , 
consistent manner. Describe 
grievance handling process, 
response times for initial 
grievance, escalation process, 
and any other handling of 
qrievances. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Our solution includes reporting and tracking of defects and issue resolutions. All inquiries and complaints are resolved as soon as possible and in compliance with the Service 
Level Agreements required by the State. Inquiries and complaints and the resulting resolution are tracked, and the following information is recorded: 

• Initial complainUinquiry 
• Caller identification 
• Date and time 
• Message 
• Steps taken to remediate 
• Final resolution 
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Technical issues are escalated to Level 2 Support and reported to development and quality assurance resources. Tickets escalated by customer support staff are continually 
reviewed with operations until the issues are resolved . If configuration changes are required because the application is not operating as intended, those changes are configured , 
tested , and deployed to production. If users are requesting enhancements or modifications, the requests are reviewed with the State in the form of change orders. Change orders 
require State approval prior to commencement of development. If procedural changes are required as the result of any complaint, this information will be documented and 
provided to the State as part of the weekly reporting. Any correspondence received will be addressed and shared with the State as part of our weekly report. Procedural changes 
will be formally written, dated, and communicated to all relevant parties. 

Req.# ID 

270 CSR.7 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor must document grievances 
and provide routine reports regarding the 
reasons for the grievances and the 
resolution of the wievances. 

Instructions to Bidder 

Describe the grievance and 
reporting process. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Our solution includes reporting and tracking of grievances. All grievances are resolved as soon as possible and in compliance with the Service Level Agreements required by the 
State. Grievances and the resulting resolution are tracked, and the following information is recorded: 

• Initial complaint/inquiry 
• Caller identification 
• Date and time 
• Message 
• Steps taken to remediate 
• Final resolution 

Grievances that involve technical issues are escalated to Level 2 Support and reported to development and quality assurance resources. Tickets escalated by customer support 
staff are continually reviewed with operations until the issues are resolved . If system configuration changes are required because the application is not operating as intended, 
those changes are configured, tested, and deployed to production . If users are requesting enhancements or modifications, the requests are reviewed with the State in the form of 
change orders. Change orders require State approval prior to commencement of development. If procedural changes are required as the result of any grievance, this information 
will be documented and provided to the State as part of the routine reporting . Any correspondence received will be addressed and shared with the State as part of our routine 
reporting. Procedural changes will be formally written, dated, and communicated to all relevant parties. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
271 CSR.8 Solution must provide a callback option. Describe the callback solution N/A s 

For callers who select a callback option , and service level expectations. 
Contractor must have their call returned 
within four ( 4) business hours. 

Bidder's Response: 

During normal business hours, the customer service phone number is answered by an interactive voice response system giving callers the option to speak with a live person in 
either English or Spanish. The caller may opt to request a callback rather than wait for a customer service representative. In the event they request a callback, Tellus can 
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accommodate a service level agreement to make those callbacks within (4) business hours. That is to say that a call received at 9:00 a.m., will be called back by 1 :00 p.m. the 
same business day, and a call received at 2:00 p.m. will be called back by 9:00 a.m. the next business day. 

Req.# ID 

272 CSR.9 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must provide organizations and 
individuals providing Medicaid home and 
community-based services with 
necessary, comprehensive, timely and 
accessible information, instructions and 
training, and technical support during 
implementation and operation of solution . 

Instructions to Bidder 

Describe how the solution 
provides organizations and 
individuals providing Medicaid 
home and community-based 
services with necessary, 
comprehensive, timely (as per 
the agreed project schedule) 
and accessible information, 
instructions and training, and 
technical support during 
implementation and operation of 
solution. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

The Tellus Training Program is designed to meet user needs. We have designed our program to comply with federal accessibility standards including the Americans with 
Disabilities Act and Section 508 of the Federal Rehabilitation Act. In addition, our training sessions and materials are offered in English as well as Spanish. Our EW application 
can also be converted to a Spanish translation. Tellus is open to offering training materials and application translation in other languages as required by the DHHS. Training 
materials will be updated in conjunction with major system enhancements or modifications. 

Training will be provided through a number of modalities including on-site instructor-led classroom sessions, one-on-one instructor-led sessions, telephonic support, webinars, 
and the development of job aids to be made available to users in hard-copy and through a training portal. 

Our comprehensive outreach and training program offers a multi-modal approach to training delivery that includes the following mediums. 

• Live, face-to-face training: During the initial implementation, we will schedule a series of regional face-to-face, hands-on training events at locations throughout the 
State in the months and weeks before go-live. These training events will include a variety of sessions covering topics designed to address the needs of State users, 
agency administrators, and caregivers. We will also deliver special training for participants and their designated representatives, particularly those who may be enrolled 
in the consumer-directed program. 

• Live, interactive, role-based webinars: Trainers will walk attendees through step-by-step instruction based on their role. We encourage attendees to submit specific 
training or demonstration requests before the session to tailor live training to the audience's needs. We hold a question and answer session during the last 1 O minutes of 
each session. If time does not allow for us to hear and answer all questions during the session, attendees can submit questions by email for individual response and 
follow-up and/or posting of FAQs on the appropriate website/s. 

• Online training center: Our web-based training and support center is easy to access and use. It offers a centralized location for training resources, including user 
guides, FAQs, recorded training sessions, and video tutorials . Users can also request additional support from our help desk through the training center and/or via 
contacting Tellus via email or phone. 

• Sandbox: Users have access to a sandbox environment where they can practice and test features, functions, and processes without affecting any live data. 
• Train-the-trainer: We encourage the State and provider agencies to identify specific individuals to receive in-depth training and serve as subject matter experts (SMEs) 

at their locations. These individuals play an important role in helping onboard new users. They also serve as liaisons between our training staff and their location to make 
sure user needs are met in a timely manner. 

• Ongoing refresher courses and new feature training: Ongoing training sessions are available for new users and those who need a refresher. Our training staff also 
provides outreach and traininq to coincide with the release of new features and functionalitv. 
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• Printable reference materials: Users can easily download or print the reference materials available through the online training center. 
• Simple user guides and tip sheets: We provide user guides and tip sheets to system administrators, caregivers, participants, and families to support their effective use 

of the system. 
• Ongoing communications: We provide regular, ongoing communications with users to communicate tips and tricks, upcoming release information , important dates, 

and other relevant information . This includes offline methods of communication like targeted mail or email campaigns to participants. 

Tellus is available to provide technical support: 7 days a week, 8 a.m. to 6 p.m. Central during the first 90 days for all stakeholders and Monday to Friday 8 a.m. to 6 p.m. Central 
on the 91 51 day and ongoing. 

The Tellus customer service team is available to answer questions via phone, email and request submission through our website . A ZohoDesk ticket will be opened for each 
inquiry. That's how we ensure questions and responses are documented at a high level. When trends of questions are recognized , additional training may be created, FAQs may 
be added to the website and/or outreach via an email campaign can occur to close any training gap or process clarification that is needed. 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
273 CSR. 10 Contractor must provide Customer Describe the Customer Support N/A s 

Support monthly reporting statistics and monthly reporting statistics and 
criteria , and associated reports are to be criteria , and include a mock-up 
delivered on a monthly basis. Some of the of the report to be delivered on 
criteria to be included, but is not limited to a monthly basis. Include all 
are: identified requirements in 

• Call Center Calls Received by CSR.10. Sample should be 
Month submitted with proposal. 

• Calls Abandoned 

• Calls Answered 

• Average Handle Time 

• Calls Held 

• Average Hold Time 

• Calls Abandoned % 

• Call back statistics 

• Average Speed of Answer 
• Calls transferred to Voicemail 

• Callers who left Voicemail 

• Time to return Voicemail 

• Dropped Calls . 
Bidder's Response: 

Tellus will provide detailed incident resolution reports to the State of Nebraska including root cause corrective action. Incident resolution reports will be provided within five (5) 
business days of resolution of the incident. 

• Customer Support activities will be monitored and reported in the form of a Monthly Performance Report including the following data points at a minimum: 

0 Call Center Metrics: 
- Number of calls received , 
- Number of calls answered , 
- Number of first call resolution , 
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• Average speed to answer/hold time, 
Average talk time, 
Call abandonment metrics, 
Call blockage rate , 
Number of afterhours calls , 
Call reason code/resolution summary 

• Email/Correspondence Metrics: 
Number of emails received , 
Number of emails responded to, 
Email reason code summary, 
Average time to respond 
System deficiency summary 

• Issues/Complaints Metrics: 
Number received , 
Number closed , 
Number still open, 
Average time to close 
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G.14 Staffing and Resources Requirements: 

Committed, experienced staff are key to a successful project. Describe the staff that will be utilized for this project, and how Bidder utilizes documented, consistent processes to ensure ongoi ng 
oversight of project and operational staff. 

Req.# ID 

274 SAR.01 

Bidder's Response: 

Contractor/ Solution/Requirement 

Contractor must have a process for 
performing background checks for U.S. 
citizens, non-U.S. citizens, and Green 
Card holders. Contractor must provide a 
Personnel Background Check Attestation 
(written documentation) of a favorable 
background check for personnel who 
might reasonably be expected to access 
sensitive and confidential member data 
contained in any system accessed during 
the course of the Contract. Contractor 
must have a documented set of processes 
and criteria used for background checks. 

The Department may request the removal 
of staff for disqualifvinq offenses. 

Instructions to Bidder 

Describe the background check 
processes used, and criteria 
included. Describe the process 
for performing background 
checks for citizens, non-US 
citizens, and Green Card 
holders. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

One of the standard steps in our recruiting and vetting process is a qualification verification and background check. We verify the approved applicant's qualifications and conduct 
a management interview to determine applicants' skills and if the skills match a specific job appropriately. If an applicant is successful during the interview, a group of peers 
conducts a rigorous technical interview to assess knowledge, skills, and abilities. The group prepares questions in advance, seeks to confirm technical or functional skills, and 
confirms the manner in which the individual will respond to challenging situations. We consider both technical and behavioral responses when we assess the candidate's ability to 
fit into our project team. 

If we proceed with an offer, we conduct an independent, third-party background investigation that includes confirmation of employment, salary, educational history, and 
reference/financial/credit and criminal records checks. We do not schedule any candidates to work on a client contract until we complete the background investigation . Our 
Corporate Security Office maintains a database of new hires subjected to a pre-employment background investigation. This database is checked as part of the prescreening 
process for our employees scheduled to perform on a customer contract. Additionally, our background check policy requires all employees to complete an annual background 
check successfully. A consumer reporting agency performs this check and reports felony level offenses. We will make sure the qualification verification and background checks 
we perform for the project comply with your requirements. This policy reassures our customers that the staff members assigned to their projects pass both initial and ongoing 
background checks. 

Any employee whose job function requires them to have the ability to retrieve production data, a mandatory Level 2 background and credit check will be conducted by Human 
Resources. Any employee who accesses ePHI or other sensitive data to perform their work functions will undergo a Level 2 background check. All employees work eligibility 
status will be checked against the national database, regardless of role . All employees must provide clear documentation stating their legal work status. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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Bidder's Response: 

Contractor will work with DHHS to develop 
an agreed to schedule for project 
manager to be onsite at DHHS for all key 
meetings, training and other activities as 
needed. 

• Describe Contractor's typical 
approach to onsite versus 
remote support, and how 
Contractor will work with DHHS 
to develop an agreed to 
schedule for project manager to 
be onsite at DHHS for all key 
meetings, training and other 
activities as needed. 

6113 Z1 Solution Requirements-Attach· - RTM 

N/A s 

Tellus leadership is skilled and experienced managing off-site personnel. Approximately 25% of our employees work off-site one or more days a week. We are a health services 
company, but we are also a technology leader. Our workforce is collaborative and dynamic. The technology capabilities that will help us deliver a solution for the State of 
Nebraska and improve health outcomes for your Medicaid participants also helps us to productively manage off-site resources. Using off-site work enables us to increase our 
talent pool, engage the most qualified professionals, and provide best-value solutions for our client contracts. With effective management, we have found that off-site work does 
not negatively affect employee productivity. In fact, many of our most productive employees are off-site workers. To manage off-site project work, Tellus uses a combination of 
people, processes, and technology. 

We will work with the DHHS to develop a mutually agreeable schedule for the project manager to work onsite at the DHHS as needed for all key meetings, training and other 
activities. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
276 SAR.04 Contractor's staff working remotely must Describe how staff working N/A s 

be available to work in the State's primary remotely will be available to 
project location at DHHS's request for work in the State's primary 
functions necessary to support the scope project location at DHHS's 
of work (e.g., risk review meetings, root request for functions necessary 
cause analysis sessions, integration to support the scope of work 
planning, release planning, operational (e.g., risk review meetings, root 
readiness reviews, UAT, implementation, cause analysis sessions, 
and production deployment). integration planning, release 

planning, operational readiness 
reviews, UAT, implementation, 
and Production deployment). 

Bidder's Response: 

Tellus staff assigned to the project will be available to work in the State's primary project location for functions necessary to support the scope of work. We will work with the 
DHHS to establish a mutually agreeable schedule. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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277 SAR. 05 DHHS reserves the right to request the Describe process Contractor N/A s 
removal of any Contractor staff or sub- will use if or when DHHS 
Contractor staff assigned to the project requests removal of contractor 
and the Contractor shall comply with any staff or subcontractor staff 
such request immediately. assiQned to the project. 

Bidder's Response: 

If the State of Nebraska requests removal of contractor staff assigned to the project, Tellus will reassign staff to fulfill the responsibilities and ensure the project stays on track and 
on time. It may become necessary to backfill the position with another qualified candidate, in which case, Tellus will work to fill the position as soon as practically possible. 
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G.15 Turnover and Contract Closeout Requirements: 

Upon ending the contract, Contractor shall work with DHHS and any other organizations designated by DHHS to ensure an orderly transition of services and responsibilities under 
the contract and to ensure the continuity of those services required . This includes, but is not limited to, supporting data conversion and knowledge transfer to Nebraska DHHS or 
any succeeding contractor. 

All toll-free telephone numbers shall be transferable to Nebraska DHHS, or other entity designated by DHHS, upon the ending of the contract. 

Req.# ID Contractor/ Solution/Requirement Instructions to Bidder CMS 
Checklist 

ID 

Bidding 
Ability 
Code 

Gap Description and Recommendation for 
Closure 

278 TAT.1 

Bidder's Response: 

Refer to Contractor requirements in 
Section II. T. Contract Closeout. 

Provide a draft Turnover Plan of 
a similar EVV project. Describe 
bidder's experience in transition 
activities of a similar EVV 
project. 

N/A s 

Upon contract execution, we will begin to develop a Transition & Turnover Plan to be put into action when our contract ends to seamlessly transition all records and data to a new 
vendor via a HI PAA-compliant process. 

The plan will include a prospective calendar of events to meet with the new vendor or State of Nebraska representatives to develop a HI PAA-compliant agreement that identifies a 
designated point of contact for each entity, regularly scheduled meetings, a detailed list of data that will be shared , a mechanism and timeframe for transmitting records and data 
from our system, a mechanism and timeframe for transmitting documents produced under the resulting contract, and a clear description of the mutual needs and expectations of 
both entities. 

Tellus encrypts in-flight (being transmitted to/from/between Tellus systems) data using transport and/or message level encryption . In flight standards include: 

• TLS: 2,TLSv1 .1 and SSLv2Hello 
• Key Agreement Protocol: Ephemeral Diffie-Hellman Key with a size of 2048. 
• Cipher Suites: Ability to use up to 43 different Cipher Suites (Examples: TLS_RSA_WITH_AES_256_GCM_SHA384, 

TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384, TLS_ECDH_RSA_WITH_AES_256_GCM_SHA384, TLS_DHE_RSA_WITH_AES_256_GCM_SHA384). 

Data at rest (stored in databases, file structures, object storage, etc.) is encrypted using Federal Information Processing Standards (FIPS) and the National Institute of Standards 
and Technology (NIST) publications regarding cryptographic standards including : 

• Encryption algorithm used is AES 256 Encryption 
• Encryption algorithm used for one-way hashing is SHA256 

The process of retrieving any records will happen over a secure HTIPS connection . We ensure that ePHI is encrypted when transmitted and encrypted at rest by using SSL/TLS 
and database encryption . Our hosting provider has achieved many certifications including but not limited to SOC 1,2,3, Fed RAMP, ISO 9001 , HITECH, PCI DSS: 
(https://aws.amazon.com/compliance/) 

We will document the DHHS' program requirements in the RTM and configure the system to match the RTM when we receive your approval. The RTM will be a living document 
and will reflect the current system configuration. It will be State property and will be available at contract turnover to reduce the operational risk of our solution not matching State 
benefit requirements. This will reduce the risk of transition to a future contractor. 

Some elements used in our past transition processes have included : 
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• List of technologies used to build the application 
• Technical Architecture and specification documents 
• Functional Specification Document 
• Application Deployment Document 
• Data Dictionary 
• Database dump to setup test database 
• Database Process Documentation and DB Schema 
• Existing Application deployment network diagram on AWS (EX. Load Balancer, Web servers, Application servers, Database server, Backup DB for Disaster recovery, 

etc.) 

There are potential risks and barriers when transferring large amounts of data, so we aim to mitigate all risks by clearly communicating and documenting specific needs, target 
destinations, formats and approved users involved in the transition process as well as employing industry standard security measures and methodologies. 
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G.16 Certification · Support Requirements: 

To ensure a comprehensive solution, and to best leverage federal FMAP, DHHS is very focused on ensuring that all certification criteria are satisfied fully. Describe their 
experience and capability in meeting all certification requirements , artifacts, tracking and collaboration throughout the project. Since full certification will not occur until at least six 
months post-implementation, many certification activities will continue beyond deployment through the initial operational months. Be specific and ensure Bidder's responses show 
how Bidder's experience and capability can differentiate Solution and certification achievement. 

Req .# ID 

279 CRT.1 

Bidder's Response: 

Contractor/ Solution/Requirement 

Contractor shall develop a Certification 
Crosswalk that describes how the solution 
aligns with the CMS certification 
requirements and MECT milestones within 
120 da s of execution of the contract. 

Instructions to Bidder 

Describe the process by which 
the solution will be validated 

.: against the CMS certification 
checklists. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Upon execution of the contract, Tellus will begin immediately developing a Certification Crosswalk that describes how the solution aligns with the CMS certification requirements 
and MECT milestones. We will work closely with the State and its IV&V contractor to develop a project plan to accomplish this within 120 days of execution of the contract. The 
project plan may look as follows: 

Tasks Duration 
CertnicationC~sswalks.~ .. ~-,-~--- _ --~~"~ ~ 

Develop a Certification Crosswalk that describes how the deliverables and other documentation align with federal certification 
re uirements and MECT milestone reviews 
Com lete milestone u dates of the CMS Certification Checklists as re_g uested b the State __ _ 
Validate the s stem a ainst the CMS Certification Checklists 
Provide staff resources to support MECT milestone review and certification activities including participating in planning activities, 
meetin s and other activities as re uired b CMS 

Perform re uired remediation activities related to certification findin s on a schedule to be a12.12roved b CMS and the State 
Update system, user, and training documentation as necessary to support the certification process and to reflect changes that have 
been made to the solution durin the certification rocess 
Assist the Agency in preparing certification artifacts, evidence and presentation materials, e.g., Requirements/ user stories and/or 
use cases for functional and non-functional re uirements, data, business, capacity/performance, security/privacy/HI PAA com 
Partici ate and su art as needed in CMS certifications of the other modules 
Coordinate with the State to develo CMS Certification Checklist documentation for each MECT Checklist requirement 
Po ulate the certification document re osito , as each re uired item/artifact is completed a~ roved 
Milestone: Pro·ect Initiation Milestone Review Com lete, State Approval 

__j 

45 d..§YS 
10 days 

5 days 
2 days 
2 days 

10 days 
5 days 
5 days 
10 days 

10 days 

5 days 
5d~s 
5 days 

J 1 day 

Req .# ID Contractor/ Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
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Bidder's Response: 

Solution must be CMS certifiable through 
correct design, implementation , 
documentation, and support by 
Contractor. 

• Describe how solution will be 
CMS certifiable through correct 
design, implementation, 
documentation, and support by 
Contractor. 

6113 Z1 Solution Requirements - Attach· - RTM 

N/A s 

Tellus will enter into a Business Associate Agreement (BAA) prior to initiating work with the DHHS and will provide all required documentation to support State initiatives to attain 
CMS certification of EW. 

To make sure we achieve certification objectives, we follow the CMS Medicaid Enterprise Certification Lifecycle (MECL) release and updated checklists , which include greater 
alignment to MITA, the Seven Conditions and Standards, and recent federal legislation. In 2017, CMS updated the MECL and Required Artifacts to include an Operational 
Milestone Review (R2) before the operations go-live of the system, in addition to the traditional Certification Final Review (R3) at the end of the system stabilization period. 

We align our efforts to ensure that the delivered solution conforms to MITA 3.0 standards and with all of the required checklists items for modular certification , such as: 

• Business Area Checklist 
• General Checklists: 

o Information Architecture Checklist 
o Access and Delivery Checklist 
o Integration and Utility Checklist 
o Intermediary and Interface Checklist 
o Standards and Conditions Checklist 

Additionally, our technical and advisory teams are ready to support every phase of the certification process with the creation of the required documentation in the MECT V2.2 
Appendix B, such as: 

• Project Management Plan 
• Schedule/Milestones & Burn-down Charts 
• Risk Register/Exception Plan 
• Test Plan 
• Working MMIS module(s) and software 
• Earned ValueNelocity Management Report 
• Database Design and OED 
• Data Conversion/Management Plan 
• Contingency/Recovery Plan 
• Test ReportsNalidated Product Reports 
• System Design Document (SOD) 
• System Requirement Document 
• Product Documentation (User and Training Manuals) 
• HIPAA Statement 

Tellus is committed to developing CMS Certified solutions, and we look forward to working with the State of Nebraska and its IV&V contractor toward that goal. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

Q TELLUS Tellus eVV Response to h.equt:s 101 i->roposal #6113 Z1 229 



• • 6113 Z1 Solution Requirements - Attach· - RTM 

281 CRT.3 Contractor must coordinate with DHHS in Describe how Contractor will N/A s 
developing the necessary CMS collaborate with DHHS to 
certification checklist documentation and develop the necessary CMS 
artifacts for each MECT checklist certification checklist 
requirement. documentation and artifacts for 

each MECT checklist 
requirement, along with any 
MECT certification experience 
from past implementations. 

Bidder's Response: 

To make sure we achieve certification objectives, we follow the CMS MECL release and updated checklists, which include greater alignment to MITA, the Seven Conditions 
and Standards, and recent federal legislation. Tellus is committed to working with the State of Nebraska's project teams to prepare the required documentation for each phase 
of the certification process. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 

282 CRT.4 Contractor must update system, user, and Describe how Contractor will N/A s 
training documentation as necessary to update system, user, and training 
support the certification process and to documentation as necessary to 
reflect changes that have been made to support the certification process 
solution during the certification process. and to reflect changes that have 

been made to the solution during 
the certification process. 

Bidder's Response: 

We are committed to delivering thorough and effective system, user and training materials, and we review and update materials and documentation on a regular, consistent basis. 
In addition, we work closely with our technology team to update and/or develop new training materials anytime a major release is scheduled. Should a certification requirement 
result in changes to the solution, particularly if they impact features, functionality or the user interface, we can establish an outreach campaign to inform and educate users of the 
upcoming changes. We also provide training sessions to make sure users are adequately informed, trained, and prepared for the release. All materials and documentation will be 
updated in accordance. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
283 CRT.5 Contractor shall participate as required by Describe how Contractor will N/A s 

DHHS during milestone reviews and other provide staff resources as 
certification meetings. necessary to support MECT 

milestone reviews and activities. 
Describe how Contractor will 
participate as required by DHHS 
during milestone reviews and 
other certification meetinQs. 
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Bidder's Response: 

We will work cooperatively with the DHHS and the Independent Verification and Validation (IV & V) Contractor to achieve this certification. Tellus will support and provide all 
technical , functional, and performance documents as required by the DHHS' IV&V Contractor's activities associated with the contract, including in preparation and completion of 
Medicaid Enterprise Certification Lifecycle (MECL) milestone reviews with the Centers for Medicare and Medicaid Services (CMS). We will participate as needed during the 
federal CMS offsite and onsite certification review activities, allow and facilitate visits to our operational facilities, and respond to any additional questions related to the 
certification reviews by CMS and the IV&V contractor. 

Req .# ID 

284 CRT.6 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor must complete milestone 
updates to the CMS certification checklists 
as requested by DHHS. Contractor must 
assist DHHS in preparing certification 
artifacts, evidence, presentation materials 
and any other content as required by 
DHHS, IV&V, or CMS. Contractor must 
support DHHS and the IV&V's activities 
associated with solution throughout the 
CMS certification rocess. 

Instructions to Bidder 

Describe how Contractor will 
support creation, review and 
updates of all required 
certification artifacts, 
presentation materials and any 
other content required for the 
CMS certification process. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Tellus will complete milestone updates to the CMS certification checklists as requested by the DHHS and will assist in preparing required deliverables. We will work with the State 
to and the IV&V contractor to outline all deliverables and develop a project plan. The following table provides the DHHS with a summary of the timeline related to the CMS 
certification checklists within our Project Plan . 

Tasks Duration 
,CMS Certification Checklists . .. ._ _ __ ·"· ,, 2-. -~~~ 
Pre are CMS Certification Checklists (all phases) 10 days 
Pre are Deliverable Ex ectation Document OED 5 days 

,_D_e_liv_e_r_C_M_ S_C_e_rt_i_fic_a_t_io_n_C_he_c_k_li_st_s_a_n_d_D_E_D_t_o_D_H_H_S ___ >----1 day 
DHHS Review Period 5 days 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
285 CRT.7 Contractor must populate a DHHS Describe how contractor will N/A s 

certification document repository, as each populate repository, as each 
required item/artifact is completed and required item/artifact is 
approved. completed and aooroved. 

Bidder's Response: 
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Our project management practices include a formal process to track and deliver contract deliverables. We will track deliverables using a deliverable tracking tool that is integrated 
with our project SharePoint repository. The tool enables us to follow contract deliverables as each required item/artifact is completed and approved . We will use SharePoint to 
automate reporting on deliverable status while simplifying the reporting process. 

Req.# ID 

286 CRT.8 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor must provide the IV&V 
Contractor timely (based on agreed 
project schedule) and accurate project 
status when requested by DHHS or the 
IV&V Contractor. 

Instructions to Bidder 

Describe how Contractor will 
provide IV&V Contractor timely 
and accurate project status when 
requested by DHHS or the IV&V 
Contractor. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

Clear and candid communications within and across all project stakeholders is vital for project success. This includes open communications between Tellus and the State's IV&V 
contractor. To guide our project communications, we will develop and deliver a Communication Plan to DHHS. The plan will provide an overall framework for managing and 
coordinating project communications. The Communication Plan addresses communicators, audiences, messages, communication channels, feedback mechanisms, and 
message timing, creating a mapping between them. 

This framework will help us confirm we provide relevant, accurate, and consistent project information for all parties in a timely manner. 

The Communication Plan will help us accomplish the following : 

• Manage expectations for the project 
• Verify the communication methods that will be used 
• Confirm appropriate levels of coordination with internal and external project stakeholders 
• Promote relevant, accurate, and consistent information disseminated through project meetings and written updates 
• Help us understand, respond to, and mitigate potential project issues 
• Optimize ongoing support for the project 

Our Project Manager will be responsible for tracking project status on an ongoing basis and will respond to off-cycle requests for status updates as soon as reasonably possible. 
It's our goal to build strong, trusted relationships with our clients, and we are committed to clear and open communication throughout the lifecycle of the project. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
287 CRT.9 Contractor must utilize agreed testing Describe how Contractor will N/A s 

methodologies, configuration and change utilize agreed testing 
control measures made to the solution methodologies, configuration and 
throughout the certification and change control measures made 
operational processes. to the solution throughout the 

certification and operational 
processes. 
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Bidder's Response: 

A viable timeline provides a blueprint to accomplish project tasks and milestones. Our timeline integrates those tasks and enables an understanding of the critical path and key 
interrelationships to promote overall project success. We have developed our project tasks, milestones, and timeline based on best practices and a realistic approach to provide 
you timely delivery of the best solution . Within our schedule, we have provided ample time to complete contract negotiations and CMS approval. We recognize the importance of 
thorough testing and have included iterative integration testing, and user acceptance testing. Our timeline also includes EVV pilot testing, to make sure your solution is of high 
quality and meets the requirements of the RFP. 

Upon contract signing, we will conduct test planning with you to confirm a testing approach and our final testing strategy. The Test Plan will detail our testing policies and 
methodology. It will describe the relationships between the testing teams during each testing stage, including roles and responsibilities . The plan will describe how we manage 
defects, requirements, testing environments, acceptance criteria for each testing phase, and reporting. It will be consistent with the principles and methodology presented within 
the CMS Testing Framework. The framework establishes, defines, and organizes guidelines for testing new and existing CMS business applications and infrastructure before 
deployment to a production environment. The Test Plan will describe the process we will use to roll back the test environment for agreed-upon events, such as version upgrades 
or hotfixes. We will execute test stages to deliver a quality product and service. The stages take into consideration our use of a comprehensively tested COTs product with a 
focus on solution configuration and UA T. We incorporate these test stages early in the project and continue executing them throughout the project. This approach helps maximize 
product satisfaction at the beginning of operations. Our testing will include the following types of testing. 

• Unit testing: Verifies that the smallest component in the iteration or sprint meets the requirement and meets data validation standards for reliability 
• Regression testing: Verifies pre-existing functionality has not changed after new code updates or changes have been completed 
• System Integration testing : Verifies the solution meets the functional requirements established and the solution subcomponents communicate effectively within the 

integrated solution 
• User acceptance testing (UAT) : Verifies user acceptance of the solution 
• Operational readiness testing : Verifies the operational processes and procedures will support day-to-day business operations 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
288 CRT.10 Contractor should participate and provide Describe how contractor will N/A s 

support as needed in CMS certifications of support CMS certifications of 
any other associated modules. associated modules. 

Bidder's Response: 

We will work cooperatively with the DHHS and the Independent Verification and Validation (IV & V) Contractor to achieve this certification. Tellus will support and provide all 
technical, functional, and performance documents as required by the DHHS' IV&V Contractor's activities associated with the contract, including in preparation and completion of 
Medicaid Enterprise Certification Lifecycle (MECL) milestone reviews with the Centers for Medicare and Medicaid Services (CMS). We will participate as needed during the 
federal CMS offsite and onsite certification review activities, allow and facilitate visits to our operational facilities, and respond to any additional questions related to the 
certification reviews by CMS and the IV&V contractor. 

Our prnject manager will collaborate with the IV&V contract project manager throughout the duration of the contract to respond to requests, concerns and issues and take 
appropriate action(s) as well as ensure all deliverables meet expectations and are delivered on time. 

Req.# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
289 CRT.11 Contractor must correct all required Describe how contractor will N/A s 

remediation activities related to complete remediation activities 
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Bidder's Response: 

I 
certification findings on a schedule to be 
aooroved by CMS and DHHS. • I 

on a schedule to be approved by I 
CMS and DHHS. 

6113 Z1 Solution Requirements - Attach· - RTM 

I I 

We will assist Nebraska in certifying the EVV components with CMS as well as the integration of the EW system into the current and future MMIS environment. 

Tellus will develop a set of checklists that detail the items that need to be addressed for certification. A report will be developed and maintained for tracking each of these items 
against a milestone schedule. These reports will be reviewed quarterly or as needed . 

As the process evolves and changes are made, documentation of all changes will be included to the CMS progress reports that are published. The CMS certification is not a 
single event, but rather a process of working toward a common goal from project inception and continuing through operational rollout and eventually final CMS certification . This is 
why everything from needs analysis , to training, testing, and rollout are integrated into the CMS certification process. 

Tellus will map each certification task into our overall Project Plan and will submit to the State of Nebraska for approval. We will correct all required remediation activities related to 
certification finds on a schedule that is approved by CMS and DHHS. 

Req.# ID 

290 CRT.12 

Bidder's Response: 

Contractor I Solution/Requirement 

Contractor must meet the requirements of 
future regulations and guidance from CMS 
for EVV systems and EVV use to ensure 
that Nebraska fully qualifies for and 
receives enhanced ninety percent (90%) 
federal funding for design , development 
and implementation ; enhanced federal 
match of seventy-five percent (75%) 
federal funding for operation, maintenance 
and customer support; and fifty percent 
(50%) federal match for administrative 
activities and education and outreach 
activities. The Contractor must provide 
DHHS with technical support and 
documentation as needed to support the 
state's request for the enhanced federal 
funding . 

Instructions to Bidder 

Describe how Contractor will 
meet the requirements of future 
regulations and guidance from 
CMS for EVV systems and EVV 
use to ensure that Nebraska fully 
qualifies for and receives 
enhanced ninety percent (90%) 
federal funding for design , 
development and 
implementation; enhanced 
federal match of seventy-five 
percent (75%) federal funding for 
operation , maintenance and 
customer support; and fifty 
percent (50%) federal match for 
administrative activities and 
education and outreach 
activities. Bidder commits to 
provide DHHS with technical 
support and documentation as 
needed to support the state's 
request for the enhanced federal 
fundinq. 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation for 
Closure 

We will work cooperatively with the DHHS and the Independent Verification and Validation (IV & V) Contractor to achieve this certification. We continuously monitor updates to 
federal and state guidelines, policies and regulations and will enhance our EVV product to meet all future requirements. CMS has indicated consideration of a transition to 
outcomes-based EVV Certification, which leverages outcomes statements, evaluation criteria and key performance indicators, in which case, Tellus' powerful business 
intelligence functionality will be perfectly positioned to ensure Nebraska fully qualifies and receives available fundinq . 
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Req.# ID 

291 CRT.13 

Bidder's Response: 

Contractor I Solution/Requirement 

Solution must adhere to the CMS MITA 
framework, version 3.0 and later, as 
related to EW systems, EW data, use of 
common data standards, and efficient and 
reliable data interchange with the existing 
Nebraska and new Medicaid Systems, 
which is moving toward a modular system 
based on Service Oriented Architecture 
design principles and the MIT A 
framework. For more information on 
MITA, visit 
https://www.medica1d.gov/medica1d/data­
and-svstems/mita/index.html 

• 
Instructions to Bidder 

Describe how solution adheres to 
the CMS MITA framework, 
version 3.0 and later, as related 
to EVV systems, EVV data, use 
of common data standards, and 
efficient and reliable data 
interchange with the existing 
Nebraska and new Medicaid 
Systems, which is moving toward 
a modular system based on 

.. Service Oriented Architecture 
design principles and the MIT A 
framework. 

6113 Z1 Solution Requirements-Attach· - RTM 

CMS 
Checklist 

ID 
N/A 

Bidding 
Ability 
Code 
s 

Gap Description and Recommendation 
for Closure 

Tellus is offering a configurable, COTS-based solution provided through a Saas model. The use of COTS and Saas components is consistent with MITA guidelines. The 
guidelines encourage states to move toward standardized, services-oriented COTS products and away from traditional, monolithic, and customized solutions. COTS and Saas 
components deliver the modularity and flexibility that CMS and the DHHS are seeking in the EVV system. 

To make sure we achieve certification objectives, we follow the CMS Medicaid Enterprise Certification Lifecycle (MECL) release and updated checklists, which include greater 
alignment to MITA, the Seven Conditions and Standards, and recent federal legislation . In 2017, CMS updated the MECL and Required Artifacts to include an Operational 
Milestone Review (R2) before the operations go-live of the system, in addition to the traditional Certification Final Review (R3) at the end of the system stabilization period. 

We align our efforts to ensure that the delivered solution conforms to MITA 3.0 and later standards and with all of the required checklists items for modular certification, such as: 

• Business Area Checklist 
• General Checklists: 

o Information Architecture Checklist 
o Access and Delivery Checklist 
o Integration and Utility Checklist 
o Intermediary and Interface Checklist 
o Standards and Conditions Checklist 

Tellus will assist the State in documenting "As-ls" and "To-Be" environments of business, information and technical capabilities demonstrating an increasing MITA maturity level , 
complying with MITA 3.0. Tellus will also strive to identify and recommend opportunities to leverage the reuse of healthcare technologies within the DHHS and among states 

Our Service Architecture (SOA) includes a modular business intelligence rules engine that makes it easy to construct, modify and remove rules. Since business rules are not hard 
coded into the application, development resources are not required to change rules. We maintain an electronic Business Rules Catalog that can be accessed by the State of 
Nebraska. Standard rule definitions and rules are available; however, rules can be configured at the Payer, Program, Provider and participant levels to ensure quality patient care 
and program integrity. As rules are changed, user and training documentation is updated. If substantial changes are made users will be notified by an outreach campaign. 
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Rules execute real time in a runtime environment. Business rules serve a variety of purposes supporting quality of care, efficient operations, edit checks, program requirements, 
claims processing and fraud, waste and abuse detection. If any instances of fraud, waste or abuse are detected, the State will be notified of the instance and provided with 
supporting documentation within five (5) business days. 

Tellus utilizes best practices for system deployment, documentation and data retention . As such, we comply with the following practices: 

• Reference material and data archives 
• Comprehensive audit logs 
• Rollback capability to previous versions employing Software Control Management 
• Entity search capability 
• Synchronous geographically diverse data centers 
• Network performance monitoring , management and intrusion detection tools 

We routinely monitor federal , district and state guidelines and subject our tools and processes to internal and external assessments to ensure we are actively engaged in 
continuous process improvement activities and in compliance with industry requirements and standards. 

Req .# ID Contractor I Solution/Requirement Instructions to Bidder CMS Bidding Gap Description and Recommendation for 
Checklist Ability Closure 

ID Code 
292 CRT.14 Contractor must provide solution's Describe process used to create, N/A s 

technical, functional , and performance track and provide evidence for all 
documents as required by the IV&V documents required by IV&V 
Contractor. Contractor. 

Bidder's Response: 

Tellus will support and provide all technical , functional , and performance documents as required by the DHHS' Independent Verification and Validation (IV&V) Contractor's 
activities associated with the contract, including in preparation and completion of Medicaid Enterprise Certification Lifecycle (MECL) milestone reviews with the Centers for 
Medicare and Medicaid Services (CMS). We will participate as needed during the federal CMS offsite and onsite certification review activities, allow and facilitate visits to our 
operational facilities, and respond to any additional questions related to the certification reviews by CMS and the IV&V contractor. 

Our project manager will collaborate with the IV&V contract project manager throughout the duration of the contract to respon~ to requests, concerns and issues and take 
appropriate action(s) as well as ensure all deliverables meet expectations and are delivered on time. 

Tellus will map each certification task into our overall Project Plan and will submit to the State of Nebraska for approval. 
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1 INTRODUCTION 

This Disaster Recovery Plan and Business Continuity Program (DRP) captures, in a single repository, all the information that 
describes Tell us' ability to withstand a disaster as well as the processes that must be followed to achieve disaster recovery. 

1.1 DEFINITION OF A DISASTER 

A disaster can be caused by man or nature and results in the Tell us Team not being able to perform all , or some, of their 
regular roles and responsibilities for some time period . Disasters are defined as : 

One or more vital systems are non-functional 
The building is not available for an extended time period, but all systems within it are functional 

The building is available, but all systems are non-functional 
• The building and all systems are non-functional 

Majority of leadership team are unavailable to lead daily operations 
Majority of operational team are unavailable to effect daily operations 

Majority users cannot access the EVV System 

The following events can result in a disaster, requiring this Disaster Recovery document to be activated : 

MAN MADE NATURAL DISASTER SYSTEMS 

• Fire • Earthquake I • Equipment Failure 

• Pandemic • Flash flood • Internet Outage 
C Terrorist Attack • Hurricanes • Power Outage 

• Theft • Sinkhole • Telephone Outage 

• War • Tornados • Water System Outage 

1.2 Purpose 

The purpose of this DRP document is twofold : first to capture all the information relevant to the enterprise's ability to 
withstand a disaster, and second to document the steps that the enterprise will follow if a disaster occurs to continue 
operating. 

Note that in the event of a disaster the first priority is to prevent the loss of life. Before any secondary measures are 
undertaken, Tellus will ensure that all employees, and any other individuals on the organization's premises, are safe and 
secure. 

After all individuals have been brought to safety, the next goal will be to enact the steps outlined in this DRP to bring all the 
organization's groups and departments back to business-as-usual as quickly as possible. This includes: 

• Preventing the loss of the organization's resources such as hardware, data and physical IT assets 

• Minimizing information technology downtime 
• Minimizing downtime related to Customer Service support 
• Keeping the business running in the event of a disaster 

This DRP document will also detail how this document is to be maintained and tested. 

1.3 Scope 

• The DRP takes the following areas into consideration : 
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SYSTEMS CUSTOMER SUPPORT 

• • Network Infrastructure 

• Servers Infrastructure 

• Data Storage and Backup Systems 

• Telephony System 

• Issue Tracking System 
• Email Communications 

• Data Output Devices • Operations Documentation 

• End-user Computers 

• Organizational Software Systems 

• Database Systems 

• IT Documentation 

• 

• 
AHCA EW Disaster Recovery Plan Page 241 2.1 



• 

• 

• 

2 DISASTER RECOVERY TEAMS & RESPONSIBILITIES 

In the event of a disaster, different groups will be required to assist the Information Technology department in their effort 
to restore normal functionality to the employees of 4Tellus, LLC. The different groups and their responsibilities are as 
follows: 

• Disaster Recovery Lead{s) 

c Disaster Management Team 

Facilities Team 

Network Team 

Server Team 

Applications Team 

Operations Team 

Management Team 

Communications Team 

Finance Team 

The lists of roles and responsibilities in this section have been created to reflect the likely tasks that team members will 
have to perform. Disaster Recovery Team members will be responsible for performing all the tasks below. In some disaster 
situations, Disaster Recovery Team members will be called upon to perform tasks not described in this section . 
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2.1 Disaster Recovery Lead 

The Disaster Recovery Lead is responsible for making all decisions related to the Disaster Recovery efforts. This person's 
primary role will be to guide the disaster recovery process and all other individuals involved in the disaster recovery process 
will report to this person in the event that a disaster occurs at 4Tellus, LLC, regardless of their department and existing 
managers. All efforts will be made to ensure that this person be separate from the rest of the disaster management teams 
to keep his/her decisions unbiased; the Disaster Recovery Lead will not be a member of other Disaster Recovery groups in 
4Tellus, LLC. 

1 l lol,· ani Re-p-nsibilitie 

• Make the determination that a disaster has occurred and trigger the DRP and related processes 
• Initiate the DR Call Tree 

Be the single point of contact for and oversee all the DR Teams 

Organize and chair regular meetings of the DR Team leads throughout the disaster 

Present to the Management Team on the state of the disaster and the decisions that need to be made 
Organize, supervise and manage all DRP test and author all DRP updates 

2.~.l. Contdct nforrnat10 

Name Role/Title Work Phone Home Phone Mobile Phone 
Number Number Number 

Brad Levine Primary Disaster Lead - - ---

James Orms Secondary Disaster Lead - - -L - - J. 
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2.2 Disaster Management Team 

• The Disaster Management Team that will oversee the entire disaster recovery process. They will be the first team that will 
need to take action in the event of a disaster. This team will evaluate the disaster and will determine what steps need to be 
taken to get the organization back to business as usual. 

• 

• 

2.2.1 Role & Responsibilities 

• Set the DRP into motion after the Disaster Recovery Lead has declared a disaster 

• Determine the magnitude and class of the disaster 

• Determine what systems and processes have been affected by the disaster 

• Communicate the disaster to the other disaster recovery teams 

• Determine what first steps need to be taken by the disaster recovery teams 

• Keep the disaster recovery teams on track with pre-determined expectations and goals 

• Keep a record of money spent during the disaster recovery process 

• Ensure that all decisions made abide by the DRP and policies set by 4Tellus, LLC 

• Get the secondary site ready to restore business operations 

• Ensure that the secondary site is fully functional and secure 

• Create a detailed report of all the steps undertaken in the disaster recovery process 

• Notify the relevant parties once the disaster is over and normal business functionality has been restored 

• After Tell us is back to business as usual, this team will be required to summarize any and all costs and will provide 
a report to the Disaster Recovery Lead summarizing their activities during the disaster 

2.2.2 Contact Information 

Brad Levine 

James Orms SVP Production 
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2.3 Facilities Team 

• The Facilities Team will be responsible for all issues related to the physical facilities that house IT systems. They are the 
team that will be responsible for ensuring that the standby facilities are maintained appropriately and for assessing the 
damage to and overseeing the repairs to the primary location in the event of the primary location's destruction or damage. 

• 

• 

2.3.1 Role & Responsibilities 

• Ensure that the standby facility is maintained in working order 

• Ensure that transportation is provided for all employees working out of the standby facility 

Ensure that hotels or other sleeping arrangements are available for all employees working out of the standby 
facility 
Ensure that sufficient food, drink, and other supplies are provided for all employees working out of the standby 
facility 

Assess, or participate in the assessment of, any physical damage to the primary facility 
Ensure that measures are taken to prevent further damage to the primary facility 

Work with insurance company in the event of damage, destruction or losses to any assets owned by 4Tellus, LLC 
Ensure that appropriate resources are provisioned to rebuild or repair the main facilities in the event that they are 
destroyed or damaged 

After Tell us is back to business as usual, this team will be required to summarize any and all costs and will provide 
a report to the Disaster Recovery Lead summarizing their activities during the disaster 

2.3.2 Contact Information 

Alexis Amendola Director, Talent Acquisition - - -
Michelle McCandless SVP, Operations - - -
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2.4 Network Team 

The Network Team will be responsible for assessing damage specific to any network infrastructure and for provisioning data 
and voice network connectivity including WAN, LAN, and any telephony connections internally within the enterprise as well 
as telephony and data connections with the outside world. They will be primarily responsible for providing baseline 
network functionality and may assist other IT DR Teams as required. 

2 11 Role & Responsibilities 

• In the event of a disaster that does not require migration to standby facilities, the team will determine which 
network services are not functioning at the primary facility 

If multiple network services are impacted, the team will prioritize the recovery of services in the manner and order 
that has the least business impact. 
If network services are provided by third parties, the team will communicate and coordinate with these third 
parties to ensure recovery of connectivity. 

In the event of a disaster that does require migration to standby facilities the team will ensure that all network 
services are brought on line at the secondary facility 

Once critical systems have been provided with connectivity, employees will be provided with connectivity in the 
following order: 

o All members of the DR Teams 
o All C-level and Executive Staff 
o All IT employees 
o All remaining employees 

• Install and implement any tools, hardware, software and systems required in the standby facility 

Install and implement any tools, hardware, software and systems required in the primary facility 

After Tell us is back to business as usual, this team will summarize any and all costs and will provide a report to the 
Disaster Recovery Lead summarizing their activities during the disaster 

2 .4.2 C.ontact information 

Name Role/Title Work Phone Home Phone Mobile Phone 
Number Number Number 

James Orms SVP Production - - -
Chris Pernicano CTO - - -
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2.5 Server Team 

The Server Team will be responsible for providing the physical server infrastructure required for the enterprise to run its IT 
operations and applications in the event of and during a disaster. They will be primarily responsible for providing baseline 
server functionality and may assist other IT DR Teams as required . 

2.5.1 Role & Responsibilities 

c In the event of a disaster that does not require migration to standby facilities, the team will determine which 
servers are not functioning at the primary facility 
If multiple servers are impacted, the team will prioritize the recovery of servers in the manner and order that has 
the least business impact. Recovery will include the following tasks: 

o Assess the damage to any servers 
o Restart and refresh servers if necessary 

Ensure that secondary servers located in standby facilities are kept up-to-date with system patches 

• Ensure that secondary servers located in standby facilities are kept up-to-date with application patches 
Ensure that secondary servers located in standby facilities are kept up-to-date with data copies 
Ensure that the secondary servers located in the standby facility are backed up appropriately 

Ensure that all the servers in the standby facility abide by Tell us server policy 

• Install and implement any tools, hardware, and systems required in the standby facility 

• Install and implement any tools, hardware, and systems required in the primary facility 

• After Tell us is back to business as usual, this team will summarize any and all costs and will provide a report to the 
Disaster Recovery Lead summarizing their activities during the disaster 

2.5.2 Contact Information 

Name Role/Title Work Phone Home Phone Mobile Phone 
Number Number Number 

James Orms SVP, Production 

Chris Pernicano CTO 
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2.6 Applications Team 

• The Applications Team will be responsible for ensuring that all enterprise applications operates as required to meet 
business objectives in the event of and during a disaster. They will be primarily responsible for ensuring and validating 
appropriate application performance and may assist other IT DR Teams as required . 

• 

• 

2.6.1 Role & Responsibilities 

In the event of a disaster that does not require migration to standby facilities, the team will determine which 
applications are not functioning at the primary facility 

If multiple applications are impacted, the team will prioritize the recovery of applications in the manner and order 
that has the least business impact. Recovery will include the following tasks : 

o Assess the impact to application processes 
o Restart applications as required 
o Patch, recode or rewrite applications as required 

Ensure that secondary servers located in standby facilities are kept up-to-date with application patches 
Ensure that secondary servers located in standby facilities are kept up-to-date with data copies 
Install and implement any tools, software and patches required in the standby facility 

Install and implement any tools, software and patches required in the primary facility 

After Tell us is back to business as usual, this team will summarize any and all costs and will provide a report to the 
Disaster Recovery Lead summarizing their activities during the disaster 

2 6 2 Contact Information 

I ~ llffl,\llll;J m!illllim;, ilfihl100lim ii'lfIDlitOOlli I rmrmmr;i rmm1!Ni' l~t!fmm 

Chris Pernicano CTO - - --

James Orms SVP, Production - - -
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2.7 Operations Team 

• This team's primary goal will be to provide employees with the tools they need to perform their roles as quickly and 
efficiently as possible. They will need to provision all employees in the standby facility and those working from home with 
the tools that their specific role requires . 

• 

• 

2. 7 .1 Role & Responsibilities 

• Maintain lists of all essential supplies that will be required in the event of a disaster 

• Ensure that these supplies are provisioned appropriately in the event of a disaster 

Ensure sufficient spare computers and laptops are on hand so that work is not significantly disrupted in a disaster 

• Ensure that spare computers and laptops have the required software and patches 

Ensure sufficient computer and laptop-related supplies such as cables, wireless cards, laptop locks, mice, printers 
and docking stations are on hand so that work is not significantly disrupted in a disaster 

Ensure that all employees that require access to a computer/laptop and other related supplies are provisioned in 
an appropriate timeframe 
If insufficient computers/laptops or related supplies are not available, the team will prioritize distribution in the 
manner and order that has the least business impact 

This team will be required to maintain a log of where all the supplies and equipment were used 

After Tell us is back to business as usual, this team will be required to summarize any and all costs and will provide 
a report to the Disaster Recovery Lead summarizing their activities during the disaster 

2. 7 .2 Contact Information 

Michelle McCandless SVP Operations - - -- ·- -
Chris Pernicano CTO - - -
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2.8 Senior Management Team 

The Senior Management Team will make any business decisions that are out of scope for the Disaster Recovery Lead . 
Decisions such as constructing a new data center, relocating the primary site etc. should be made by the Senior 
Management Team. The Disaster Recovery Lead will ultimately report to this team. 

2.8.1 Role & Responsibilities 

Ensure that the Disaster Recovery Team Lead is held accountable for his/her role 

• Assist the Disaster Recovery Team Lead in his/her role as required 

Make decisions that will impact the company. This can include decisions concerning: 
o Rebuilding of the primary facilities 
o Rebuilding of data centers 
o Significant hardware and software investments and upgrades 
o Other financial and business decisions 

2.8.l Contact Information 

Brad Levine CEO - -- - - - - --- - -

Lia Sweeney CTO - - -
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2.9 Communication Team 

This will be the team responsible for all communication during a disaster. Specifically, they will communicate with 
employees, clients, vendors and suppliers, banks, and even the media if required. 

2.9 .1 Role & Responsibilities 

• Communicate the occurrence of a disaster and the impact of that disaster to all employees 

Communicate the occurrence of a disaster and the impact of that disaster to authorities, as required 

Communicate the occurrence of a disaster and the impact of that disaster to all partners 

Communicate the occurrence of a disaster and the impact of that disaster to all clients 

Communicate the occurrence of a disaster and the impact of that disaster to all vendors 
Communicate the occurrence of a disaster and the impact of that disaster to media contacts, as required 

After Tell us is back to business as usual, this team will be required to summarize any and all costs and will provide 
a report to the Disaster Recovery Lead summarizing their activities during the disaster 

l 9 l tontc1ct lnformat10 

Name Role/Title Work Phone Home Phone Mobile Phone 
Number Number Number 

Vicki Timiney 

Michelle McCandless 

VP 
Marketing/Communications 

SVP Operations 
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2.10 Finance Team 

This team will be responsible for ensuring that finances are dealt with in an appropriate and timely manner in the event of a 
disaster. The finance team will ensure that there is money available for necessary expenses that may result from a disaster 
as well as expenses from normal day-to-day business functions . 

2.10.1 Role & Responsibilities 

• Ensure there is sufficient cash on-hand or accessible to deal with small -scale expenses caused by the disaster. 
These can include paying for accommodations and food for DR team members, incremental bills, etc. 

• Ensure there is sufficient credit available or accessible to deal with large-scale expenses caused by the disaster. 
These can include paying for new equipment, repairs for primary facilities, etc. 

• Review and approve Disaster Teams' finances and spending 
Ensure that payroll occurs and that employees are paid as normal, where possible 

Communicate with creditor to arrange suspension of extensions to scheduled payments, as required 
Communicate with banking partners to obtain any materials such as checks, bank books etc. that may need to be 
replaced as a result of the disaster 

10.2 Contact ,. r,formc1t10 

Lia Sweeney 

Brad Levine 

CFO, Chief Strategy Officer 

CEO 
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2.11 Other Organization Specific Teams 

• Elective 
Specify additional teams as required in your organization. 

Define the team's goals here. 

2.11.1 Role & Responsibilities 

• Marketing- Internal and Client Communications 
• Customer Service - Continuity of Customer Support 

1 Ll Contact Information 

Add or delete rows to reflect the size of the Other Organization DR Teams in your organization . 

Michelle McCandless SVP Operations 

Vicki Timiney 
VP 
Marketing,ic -i, ommunications - -

• 

• 
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3 DISASTER RECOVERY CALL TREE 

In a disaster recovery or business continuity emergency, time is of the essence so Tell us will make use of a Call Tree to 
ensure that appropriate individuals are contacted in a timely manner. 

• The Disaster Recovery Team Lead calls all Level 1 Members (Blue cells) 

• Level 1 members call all Level 2 team members over whom they are responsible (Green cells) 

• Level 1 members call all Level 3 team members over whom they are directly responsible (Beige cells) 

• Level 2 Members call all Level 3 team members over whom they are responsible (Beige cells) 

• In the event a team member is unavailable, the initial caller assumes responsibility for subsequent calls (i .e. if a 
Level 2 team member is inaccessible, the Level 1 team member directly contacts Level 3 team members). 

- I - I -Brad Levine 
I I I I 

-· 
DR Management Team Lead - Chris - I - I -Pernicano -- -

r 
-

Facilities Team & Network Team - - I - I -James Orms I 

Operations Team - Michelle I - - -I 
McCandless 

Communications Team Lead - Vicki 
Timiney - - -
Finance Team Lead - Lia Sweeney l - I - l -l -
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The following Disaster Recovery Call Tree Process Flow diagram clarifies the call process in the event of an emergency: 

Disaster Recovery Call Tree Process Flow 
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4 RECOVERY FACILITIES 

In order to ensure that Tell us can withstand a significant outage caused by a disaster, it has provisioned separate dedicated 
standby facilities . This section of this document describes those facilities and includes operational information should those 
facilities have to be used. 

4.1 Description of Recovery Facilities 

Since Tell us EVV operates on Amazon Web Services Government cloud, facilities planning for data centers is managed by 
AWS. Tell us applications are backed up in different geographic zones with automatic failover to minimize the possibility of 
system downtime and loss of data . 

In the event of an emergency with no warning, Tell us will initially go into a virtual mode and begin implementing the DR 
plan. When a disaster is declared, all employees will work from home. If employees are precluded from working locally 
due to infrastructure damage, a core group of employees will be relocated to Big Sky, Montana, where Tell us has access to 
multiple properties that can accommodate more than forty people for an extended period of time. 

In the event of a known or potential impending disaster, Tell us will relocate core staff to Big Sky, Montana, where Tell us has 
access to multiple properties that can accommodate more than forty people for an extended period of time. If additional 
space is required, Tellus will procure hotel space in either Florida or Bozeman, Montana. 

4.2 Operational Considerations 

If employees are required to stay at the Standby Facility for extended periods of time and require hotel accommodations, 
they will be provided by 4Tellus, LLC. The Facilities Team will be responsible for determining which employees require hotel 
accommodations and ensuring sufficient rooms are made available . 

If employees are required to stay at the Standby Facility for extended periods of time and require food, it will be provided 
by 4Tellus, LLC. The Facilities Team will be responsible for determining which employees require food and ensuring 
sufficient food is made available via groceries, restaurants or caterers as appropriate. 

While in the Standby Facility, employees must work under appropriate sanitary and safe conditions. The Facilities team will 
be responsible for ensuring that this facility is kept in proper working order. 

4.3 Data and Backups 

Mandatory 
This section explains where all the organization's data resides as well as where it is backed up. Use this information to 
locate and restore data in the event of a disaster. 

4.3.1 Data in Order of Criticality 

Please list all of the data in your organization in order of their criticality. Add or delete rows as needed to the table below. 

Rank Data Data Type Back-up Frequency Backup Location(s) 

1 All business data, Confidential PHI Daily, with 30-day AWSS3 

including eVV retention and 

operational data and 
I 

Yearly, Monthly, 

business partner data. Weekly, Daily GFS I 

backup retention. 
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5 COMMUNICATING DURING A DISASTER 

In the event of a disaster, Tell us will need to communicate with various parties to inform them of the effects on the 
business, surrounding areas and timelines. The Communications Team will be responsible for contacting all Tell us 
stakeholders. 

5.1 Communicating with the Authorities 

The Communications Team's first priority will be to ensure that the appropriate authorities have been notified of the 
disaster, providing the following information: 

The location of the disaster 

The nature of the disaster 

• The magnitude of the disaster 

The impact of the disaster 

Assistance required in overcoming the disaster 

Anticipated timelines 

Autl'to•,tiec; C.ont=-1ct 

Add or delete rows to reflect the contacts your enterprise must contact. 

AUTHORITIES POINT OF CONTACT PHONE NUMBER E-MAIL 

Police Department 

Fire Department 

FEMA 
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5.2 Communicating with Employees 

The Communications Team's second priority will be to ensure that the entire company has been notified of the disaster. 
The best and/or most practical means of contacting all the employees will be used with preference on the following 
methods (in order) : 

• E-mail (via corporate e-mail where that system still functions) 

• E-mail (via non-corporate or personal e-mail) 

• Telephone to employee mobile phone number 

• Telephone to employee home phone number 

The employees will need to be informed of the following: 

Whether it is safe for them to come into the office 

• Where they should go if they cannot come into the office 
Which services are still available to them 

Work expectations of them during the disaster 

l. l Employee Contdc.t 

A current list of employees with personal email address, primary phone number and secondary phone number will be 
downloaded from Tellus' HR system at least 48 hours in advance of any known risk. In other cases, a hard copy monthly 
report will be generated and stored in a physical, locked file . 
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5.3 Communicating with Clients 

After all of the organization's employees have been informed of the disaster, the Communications Team will be responsible 
for informing clients of the disaster and the impact that it will have on the following: 

Anticipated impact on service offerings 

Anticipated impact on delivery schedules 

Anticipated impact on security of client information 

Anticipated timelines 

Crucial cl ients will be made aware of the disaster situation first . Crucial clients will be emailed first then called after to 
ensure that the message has been delivered. All other clients will be contacted only after all crucial clients have been 
contacted. 

5.3.1 Crucial Clients 

AHCA, State of Flori~a 

AHCA, State of Florida 

5.3.2 Secondary Clients 

eQ Health Solutions 

eQ Health Solutions 

5.3.3 Tertiary Clients 

HOME HEALTH SERVICE POINT OF CONTACT PHONE NUMBER E-MAIL 
PROVIDERS 

The full list of Home Health Service Providers that need to be contacted during a disaster, or lack of service, will change as 
providers are added to and removed from the Tell us EVV application. Tellus will notify all providers by email and restore 
Customer Service activities as quickly as possible. __ . _ ____ _ __ _ -· ______ _ 
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6 DEALING WITH A DISASTER 

If a disaster occurs, the first priority is to ensure that all employees are safe and accounted for. After this, steps must be 
taken to mitigate any further damage to the facility and to reduce the impact of the disaster to the organization. 

Regardless of the category that the disaster falls into, dealing with a disaster can be broken down into the following steps : 

1) Disaster identification and declaration 
2) DRP activation 
3) Communicating the disaster 
4) Assessment of current and prevention of further damage 
5) Standby facility activation 
6) Establish IT operations 
7) Repair and rebuilding of primary facility 

6.1 Dic;aster Identification and Declaration 

Since it is almost impossible to predict when and how a disaster might occur, Tellus must be prepared to find out about 
disasters from a variety of possible avenues. These can include: 

First-hand observation 

System Alarms and Network Monitors 

c Environmental and Security Alarms in the Primary Facility 

c Security staff 

~ Facilities staff 

c End users 
3rd_Party Vendors 

• Media reports 

Once the Disaster Recovery Lead has determined that a disaster has occurred, they must officially declare that the company 
is in an official state of disaster. It is during this phase that the Disaster Recovery Lead must ensure that anyone who was in 
the primary facility at the time of the disaster has been accounted for and evacuated to safety according to the company's 
Evacuation Policy. 

While employees are being brought to safety, the Disaster Recovery Lead will instruct the Communications Team to begin 
contacting the Authorities and all employees not at the impacted facility that a disaster has occurred . 
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6.2 DRP Activation 

Once the Disaster Recovery Lead has formally declared that a disaster has occurred, they will initiate the activation of the 
DRP by triggering the Disaster Recovery Call Tree. The following information will be provided in the calls that the Disaster 
Recovery Lead makes and should be passed during subsequent calls: 

• That a disaster has occurred 

• The nature of the disaster (if known) 

• The initial estimation of the magnitude of the disaster (if known) 

• The initial estimation of the impact of the disaster (if known) 

The initial estimation of the expected duration of the disaster (if known) 

• Actions that have been taken to this point 

• Actions that are to be taken prior to the meeting of Disaster Recovery Team Leads 

Scheduled meeting place for the meeting of Disaster Recovery Team Leads 

• Scheduled meeting time for the meeting of Disaster Recovery Team Leads 

Any other pertinent information 

If the Disaster Recovery Lead is unavailable to trigger the Disaster Recovery Call Tree, that responsibility shall fall to the 
Disaster Management Team Lead 

6. 3 Communicating the Disaste 

Refer to the "Communicating During a Disaster" section of this document. 

6.4 Assessment of Current and Prevention of Further Damage 

Before any employees can enter the primary facility after a disaster, appropriate authorities must first ensure that the 
premises are safe to enter. 

The first team that will be allowed to examine the primary facilities once it has been deemed safe to do so will be the 
Facilities Team. Once the Facilities Team has completed an examination of the building and submitted its report to the 
Disaster Recovery Lead, the Disaster Management, Networks, Servers, and Operations Teams will be allowed to examine 
the building. All teams will be required to create an initial report on the damage and provide this to the Disaster Recovery 
Lead within 24 hours of the initial disaster. 

During each team's review of their relevant areas, they must assess any areas where further damage can be prevented and 
take the necessary means to protect Tell us assets. Any necessary repairs or preventative measures must be taken to 
protect the facilities; these costs must first be approved by the Disaster Recovery Team Lead . 
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6.5 Standby Facility Activation 

The Standby Facility will be formally activated when the Disaster Recovery Lead determines that the nature of the disaster 
is such that the primary facility is no longer sufficiently functional or operational to sustain normal business operations. 

Once this determination has been made, the Facilities Team will be commissioned to bring the Standby Facility to functional 
status after which the Disaster Recovery Lead will convene a meeting of the various Disaster Recovery Team Leads at the 
Standby Facility to assess next steps. These next steps will include: 

1) Determination of impacted systems 
2) Criticality ranking of impacted systems 
3) Recovery measures required for high criticality systems 
4) Assignment of responsibilities for high criticality systems 
5) Schedule for recovery of high criticality systems 
6) Recovery measures required for medium criticality systems 
7) Assignment of responsibilities for medium criticality systems 
8) Schedule for recovery of medium criticality systems 
9) Recovery measures required for low criticality systems 
10) Assignment of responsibilities for recovery of low criticality systems 
11) Schedule for recovery of low criticality systems 
12) Determination of facilities tasks outstanding/required at Standby Facility 
13) Determination of operations tasks outstanding/required at Standby Facility 
14) Determination of communications tasks outstanding/required at Standby Facility 
15) Determination of facilities tasks outstanding/required at Primary Facility 
16) Determination of other tasks outstanding/required at Primary Facility 
17) Determination of further actions to be taken 

During Standby Facility activation, the Facilities, Networks, Servers, Applications, and Operations teams will need to ensure 
that their responsibilities, as described in the "Disaster Recovery Teams and Responsibilities" section of this document, are 
carried out quickly and efficiently so as not to negatively impact the other teams. 

6.6 Restoring IT Functionality 

Refer to the "Restoring IT Functionality" section later in this document . 
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6.7 Repair & Rebuilding of Primary Facility 

Before the enterprise can return operations to Primary Facilities, those facilities must be returned to an operable condit ion . 
The tasks required to achieve that will be variable depending on the magnitude and severity of the damage. Specific tasks 
will be determined and assigned only after the damage to Primary Facilities has been assessed . 
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7 RESTORING IT FUNCTIONALITY 

Should a disaster actually occur and Tell us needs to exercise this plan, this section will be referred to frequently as it will 
contain all of the information that describes the manner in which Tell us information system will be recovered. 

This section will contain all of the information needed for the organization to get back to its regular functionality after a 
disaster has occurred. It is important to include all Standard Operating Procedures documents, run-books, network 
diagrams, software format information etc. in this section. 

1 Current System Architecture 

All Tell us information systems are cloud-based. Returning to normal operations requires our Network Architect to confirm 
all services running Tell us technology are operational and functioning. All applications can be accessed from anywhere with 
Wi -Fi or cellular service using commercially available personal computers and web browsers. 

2 IT Systems 

Please list all of the IT Systems in your organization in order of their criticality. Next, list each system's components that will 
need to be brought back on line in the event of a disaster. Add or delete rows as needed to the table below. 

I 1 Tellus eVV Amazon Government Cloud Services 

f 2 Tellus Internal Email Microsoft Office 365 

I 3 Tellus Customer Support Ring Central 

Telephony Software 

4 Tell us Telecommunications Broadvoice VOiP 

5 Tellus Customer Support Zoho Desk 

Ticketing System 

6 JIRA Network and Technology bug fix ticketing system 

7 Tellus Customer Email Zoho Campaigns 

Campaigns 

8 

9 
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8 TESTING & MAINTENANCE 

While efforts will be made initially to construct this DRP is as complete and accurate a manner as possible, it is essentially 
impossible to address all possible problems at any one time. Additionally, over time the Disaster Recovery needs of the 
enterprise will change. As a result of these two factors, this plan will need to be tested on a periodic basis to discover errors 
and omissions and will need to be maintained to address them. 

8.1 Maintenance 

The DRP will be updated annually, or any time a risk is identified or a major system update or upgrade is performed, 
whichever is more often. The Disaster Recovery Lead will be responsible for updating the entire document, and so is 
permitted to request information and updates from other employees and departments within the organization to complete 
this task. 

Maintenance of the plan will include (but is not limited to) the following : 

1) Ensuring that call trees are up to date 
2) Ensuring that all team lists are up to date 
3) Reviewing the plan to ensure that all the instructions are still relevant to the organization 
4) Making any major changes and revisions in the plan to reflect organizational shifts, changes and goals 
5) Ensuring that the plan meets any requirements specified in new laws 
6) Other organizational specific maintenance goals 

During the Maintenance periods, any changes to the Disaster Recovery Teams must be accounted for. If any member of a 
Disaster Recovery Team no longer works with the company, it is the responsibility of the Disaster Recovery Lead to appoint 
a new team member . 

8.2 Testing 

Tell us is committed to ensuring that this DRP is functional. The DRP should be tested annually (at the start of hurricane 
season) to ensure that it is still effective. Testing the plan will be carried out as follows : 

PREFERRED METHOD DESCRIPTION 
METHOD 

Walkthroughs 

Simulations 

Parallel Testing 

AHCA EW Disaster Recovery Plan 

Team members verbally go through the specific steps as documented in the plan to 

confirm effectiveness, identify gaps, bottlenecks or other weaknesses. This test provides 

the opportunity to review a plan with a larger subset of people, allowing the DRP project 

manager to draw upon a correspondingly increased pool of knowledge and experiences. 

Staff should be familiar with procedures, equipment, and offsite facilities (if required). 

A disaster is simulated so normal operations will not be interrupted. Hardware, 

software, personnel, communications, procedures, supplies and forms, documentation, 

transportation, utilities, and alternate site processing should be thoroughly tested in a 

simulation test. However, validated checklists can provide a reasonable level of 

assurance for many of these scenarios. Analyze the output of the previous tests carefully 

before the proposed simulation to ensure the lessons learned during the previous 

phases of the cycle have been applied . 

A parallel test can be performed in conjunction with the checklist test or simulation test. 

Under this scenario, historical transactions, such as the prior business day's transactions 
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Full-Interruption 

Testing 

-
are processed against preceding day's backup files at the contingency processing site or 

hot site. All reports produced at the alternate site for the current business date should 

agree with those reports produced at the alternate processing site. 

A full-interruption test activates the total DRP. The test is likely to be costly and could 

disrupt normal operations, and therefore should be approached with caution. The 

importance of due diligence with respect to previous DRP phases cannot be overstated. 

Any gaps in the DRP that are discovered during the testing phase will be addressed by the Disaster Recovery Lead as well as 
any resources that they will require . 

8.3 Call Tree Testing 

Call Trees are a major part of the DRP and Tell us requires that it is tested annually (at the start of hurricane season) to 
ensure that it is functional. Tests will be performed as follows: 

1) Disaster Recovery Lead initiates call tree and gives the first round of employees called a code word. 
2) The code word is passed from one caller to the next. 
3) The next work day all Disaster Recovery Team members are asked for the code word. 
4) Any issues with the call tree, contact information, etc., will then be addressed accordingly. 

CODE WORD: EVV HAS FALLEN 
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1 APPENDIX 

1.1 Definition of Terms 

ACRONYM DESCRIPTION 

AHCA 

API 

AWS 

BA 

BAA 

CRM 

CSR 

DRP 

EC2 

EVV 

FFS 

FIPS 

FMMIS 

HH 

HIPAA 

HITECH 

HR 

1AM 

IQC 

IQP 

ISM 

I ISO 

IVR 

JIRA 

MIS 

MVC 

I NIEM 

~ NIST 

OWASP 

PA 

PCS 

PDN 

PHI 

PII 

PMO 

QA 

QIO 

QMS 

RACI 

Ringcentral 

Agency for Health Care Administration 

Application Program Interface 

Amazon Web Services 

Behavior Analysis 

Business Associate Agreement 

Customer Relationship Management System 

Customer Service Representative 
+--

Disaster Recovery Plan 

Elastic Compute Cloud 
- -
Electronic Visit Verification 

Fee-for-Service 

Federal Information and Processing Standards 

Florida Medicaid Management Information System 

Home Health Visits 

Health Insurance Portability and Accountability Act (1996) 

Health Information Technology for Economic and Clinical Health Act (2009) 

Human Resources 
-

Identity and Access Management 

Internal Quality Control 
-- --

Internal Quality Plan 

Information Security Manager (Agency) 

International Organization for Standardization 

Integrated Voice Response 
- -

Vendor Issue Tracking System for Software Code Management 
-- -
Management Information System 
--- -

I Model View Controller 
---- -
National Information Exchange Model 
-- --

National Institute for Standards and Technology 
-- --
Open Web Application Security Project 

Prior Authorization 
-- -

Personal Care Services 
-- -

Private Duty Nursing 

Protected Health Information 

Personally Identifiable Information 

Project Management Office 
-- -

Quality Assurance 

Quality Improvement Organization 
- - -

Quality Management System 

Responsible, Accountable, Consult, Inform Matrix 

Cloud-Based Call Center Software Application 
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ACRONYM DESCRIPTION 

RDS 

RSS 

SFTP 

SQL 

SRC 

SSL 

SSRS 

TBD 

TLS 
~ 

U.S. 
-

u.s.c 
I VPC . 

-
W3C 

WIP 
-

I Zoho 

Relational Database Service 

Rich Site Summary 

Secure File Transfer Protocol 

Structured Query Language 

Submission Requ irement Component 

Secure Sockets Layer 

SQL Server Report Services 

To Be Determined 

Transport Layer Security 

United States 
+---

United States Code 
1 

Virtual Private Cloud 

World Wide Web Consortium 

Work in Progress 
- --
Business Management Software, and Customer Relationship Management System 

l.2 Related Documentation 

i 

Provide complete citation to all documents and meetings referenced or used in the preparation of this document . 

BCP-0000-03 

POL-OEXE-03 

BCP-0000-04 

Continuity Planning 

Risk Management Program Overview 

1 DR Test Script Groups 

+--

-+ 
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ID I Name --- St~ • Duration Finish 3rd Qua rte 4th Qua rte 1st Qua rte 2nd Qua rte 3rd Quarte 4th 

0 ~ --+-=--'--------------------'-----__L-----~------+=-'-'~ Jul u ~_fil,20ctNo DecJanFebMa A rMa Jun Jul Au 

2 
r-- -

3 
f-------

4 

5 

6 

7 

s am 

9 

10 

11 

12 

13 

14 

15 

16 

17 

18 

19 

Anthem Project Plan 

Project Execution Phase 

Development 

System Configurations 

Anthem - SFTP Setup 

Tellus - File Channel Setup 

Integration Tasks 

Prior Authorization Message/File 
Inbound to Tellus - Sample File via 
SFTP 

286 days 

249 days 

169 days 

110 days 

0 days 

62 days 

98 days 

47 days 

Recipient Message/File Inbound to 98 days 
Tellus - Sample File via SFTP 

Provider Message/File Inbound to 98 days 
Tellus Sample File via SFTP 

Milestone: Full Integration 

Testing 

Deliver Test Plan to Anthem 

QA Testing 

QA Defect Remediation 

UAT Testing 

837P File Outbound from Tellus via 
SFTP 

Sample 999 Response File to Tellus 

Sample 277 Response File to Tellus 

Task 

• 

O days 

46 days 

1 day 

10 days 

9 days 

10 days 

3 days 

2 days 

2 days 

Project: Simply Implementation 
Date: Fri 4/19/19 

Split 

Milestone 

Summary 

Project Summary 

Inactive Task 

Inactive Milestone 

Wed 8/1/18 Wed 9/4/19 

Wed 8/1/18 Mon 7/15/19 

Wed 8/1/18 Mon 3/25/19 

Thu 8/2/18 Wed 1/2/19 

Wed 1/2/19 Wed 1/2/19 

Wed 8/1/18 Thu 10/25/18 

Thu 11/8/18 Mon 3/25/19 

Fri 1/18/19 Mon 3/25/19 

Thu 11/8/18 Mon 3/25/19 

Thu 11/8/18 Mon 3/25/19 

Mon 3/25/19 Mon 3/25/19 

Fri 3/8/19 Fri5/10/19 

Fri 3/8/19 Fri3/8/19 

Mon 4/15/19 Fri 4/26/19 

Mon 4/1/19 Thu 4/11/19 

Mon 4/29/19 Fri 5/10/19 

Mon 4/15/19 Wed 4/17 /19 

Thu 4/18/19 Fri 4/19/19 

Thu 4/18/19 Fri 4/19/19 

Inactive Summary 

Manual Task 

Duration-only 

Manual Summary Rollup ------­

Manual Summary 

Start-only 

Finish-only 
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I Name ID Duration • 2nd Quarte 3rd Quarte 4th Finish 

0 ~-----------------~----~----~-------t=~ =~=-'O~c=tN=o= De=c=Ja=n=F=eb=M=a~ A,R=rM= a= =Ju=n~J=ul~ = ==-=,; 
20 835 File Inbound to Tellus via SFTP 2 days 
21 UAT Defect Remediation 9 days 
22 Milestone: UAT Sign-off Odays 
23 Outreach Campaign 120 days 
24 Announcement Letter and FAQ Approve: 8 days 
25 Distribution of Announcement Letter 

and FAQ Communication 
26 Update and Approval Process for all 

Subsequent Communications 
27 Milestone: Distribution of 

Announcement Letter 
28 Milestone - All Subsequen t 

Communications Approved 
29 Pilot Communications 
30 What to Expect Communication 
31 Are You Ready Reminder 

Communication 
32 Training Is Open Communication 
33 Region 10 Communications 
34 What to Expect Communication 
35 Be Live on Time Communication 
36 Are You Ready Reminder 

Communication 
37 Training Is Open Communication 

Task 

• Project: Simply Implementation 
Date: Fri 4/19/19 

Split 

Milestone 

Summary 

Project Summary 

Inactive Task 

Inactive Milestone 

1 day 

31 days 

Odays 

Odays 

16 days 

1 day 

1 day 

1 day 

41 days 

1 day 

1 day 

1 day 

1 day 

Thu 4/18/19 Fri 4/19/19 

Mon 4/15/19 Thu 4/25/19 

Fri 4/26/ 19 Fri 4/26/19 
Tue 12/4/18 Mon 5/20/19 

Tue 12/4/18 Thu 12/13/18 

Mon 1/7 /19 Mon 1/7 /19 

Tue 12/4/18 Tue 1/15/19 

Mon 1/7 /19 Mon 1/7 /19 

Tue 1/15/19 Tue 1/15/19 

Mon 3/25/19 Mon 4/15/19 

Mon 3/25/19 Mon 3/25/19 

Mon 4/8/19 Mon 4/8/19 

Mon 4/15/19 Mon 4/15/19 

Mon 3/25/19 Mon 5/20/19 

Mon 3/25/19 Mon 3/25/19 

Mon 4/22/19 Mon 4/22/19 

Mon 5/6/19 Mon 5/6/19 

Mon 5/20/19 Mon 5/20/19 

Inactive Summary 

Manual Task 

Duration-only 

Manual Summary Rollup -----­

Manual Summary 

Start-only 

Finish-only 
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•~ ID Task Name 

0 
38 Region 11 Communications 
39 What to Expect Communication 
40 Be Live on Time Communication 
41 Are You Ready Reminder 

Communication 
42 Training Is Open Communication 
43 Train ing 
44 Pilot Training 
45 Provider Administrator Training 
46 Caregiver Training 
47 Provider Claims Training 

f----

48 Region 10 Training 
49 Provider Administrator Training 
50 Caregiver Training 
51 Provider Claims Training 
52 Region 11 Training 
53 Provider Administrator Training 
54 Caregiver Training 
55 Provider Claims Training 
56 Production 
57 Production Files Delivered to Tellus 
58 Load and Verify Production Files 
59 Smoke Test 

Task 

• Project: Simply Implementation 

Date: Fri 4/19/19 

Split 

Milestone 

Summary 

Project Summary 

Inactive Task 

Inactive Milestone 

- ·-Duration Start Finish 

41 days 
1 day 

1 day 

1 day 

1 day 

25 days 

7 days 
7 days 

7 days 

7 days 

9 days 
9 days 

9 days 

9 days 

9 days 
9 days 

9 days 

9 days 

56 days 

1 day 

2 days 

2 days 

Mon 3/25/19 Mon 5/20/19 
Mon 3/25/19 Mon 3/25/19 

Mon 4/22/19 Mon 4/22/19 

Mon 5/6/19 Mon 5/6/19 

Mon 5/20/19 Mon 5/20/19 

Mon 4/29/19 Fri 5/31/19 

Mon 4/29/19 Tue 5/7 /19 
Mon 4/29/19 Tue 5/7 /19 

Mon 4/29/19 Tue 5/7 /19 

Mon 4/29/19 Tue 5/7 /19 

Tue 5/21/19 Fri 5/31/19 
Tue 5/21/19 Fri 5/31/19 

Tue 5/21/19 Fri 5/31/19 

Tue 5/21/19 Fri 5/31/19 

Tue 5/21/19 Fri 5/31/19 
Tue 5/21/19 Fri 5/31/19 

Tue 5/21/19 Fri 5/31/19 

Tue 5/21/19 Fri 5/31/19 

Mon 4/29/19 Mon 7 /15/19 

Wed 5/15/19 Wed 5/15/19 

Mon 4/29/19 Tue 4/30/19 

Wed 5/1/19 

Inactive Summary 

Manual Task 

Duration-only 

Thu 5/2/19 

3rd Quarte 4th Quarte 
Jul Au Se 

External Tasks 

External Milestone 

Deadline 

Manual Summary Roll up ~==----= 
Manual Summary 

Progress 

Manual Progress 

Start-only 

Finish -only 
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ID Duration 

0 
60 Production Environment Live 1 day 
61 Milestone: Soft Launch {Pilot Provider 1 day 

Go-Live) 
62 Remediate Production Defects Part 1 18 days 
63 Deliverable: Defect Log 0 days 
64 Full Production Rollout 46 days 
65 All Region 10 Production Files Due to 1 day 

Tellus 
66 Region 10 Go-Live 1 day 
67 All Region 11 Production Files Due to 1 day 

Tellus 
I-

68 Region 11 Go-Live 
69 Milestone: Ro/lout Completed 
70 Monitoring and Controlling Phase 
71 Change Management Tasks 
72 Update Project Schedule 
73 Manage Defect Log 
74 Distribute Weekly Project Status Reports 
75 Conduct Weekly Status Meetings 
76 Project Closing Phase 
77 Closeout and Transition Meeting 

Task 

I Project: Simply Implementation 
Date: Fri 4/19/19 

Split 

Milestone 

Summary 

Project Summary 

Inactive Task 

Inactive Milestone 

• 

1 day 

Odays 

227 days 

108 days 

227 days 

84 days 

117 days 

203 days 

1 day 

1 day 

St. Finish 

Fri 5/3/19 Fri 5/3/19 

Mon 6/3/19 Mon 6/3/19 

Wed 5/8/19 Fri 5/31/19 

Wea ::J/15/19 Wed 5/15 .,_ '-

Mon 5/13/19 Mon 7 /15/19 

Mon 5/13/19 Mon 5/13/19 

Mon 7/1/19 Mon 7/1/19 

Mon 5/13/19 Mon 5/13/19 

Mon 7 /15/19 Mon 7 /15/19 

Fri 6/21/19 Fri 6/21/19 

Thu 9/20/18 Fri 8/2/19 

Thu 9/20/18 Mon 2/18/19 

Thu 9/20/18 Fri 8/2/19 

Wed 3/6/19 Mon 7/1/19 

Fri 1/18/19 Mon 7/1/19 

Thu 9/20/18 Mon 7/1/19 

Wed 9/4/19 Wed 9/4/19 

Mon 7 /29/19 Mon 7 /29/19 

Inactive Summary 

Manual Task 

Duration-only 

Manual Summary Rollup 

Manual Summary 

Start-only 

Finish-only 
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ABA 
AHCA 
API 

AWS 

BA 

Assistant Behavior Analyst 

Agency for Health Care Administration 

Application Program Interface 

Amazon Web Services 

Behavior Analysis 

Business Associate Agreement 

Customer Relationship Management System 
-- --

Customer Success Representative 

Elastic Compute Cloud 

Electronic Visit Verification 

L Florida Medicaid Manage~ent Information System 

Health Insurance Portability and Accountability Act (1996) 
--- -- --

Rev# 1.0 

BAA 

CRM 
CSR 
EC2 

EVV 

FMMIS 

HIPAA 

HITECH 

HR 
Health Information Technology for Economic and Clinical Health Act (2009) 

1AM 

IQC 
1 IQP 

ISM 
I ISO 

IVR 

JIRA 

~ 
MIS 

Human Resources 

Identity and Access Management 

Internal Quality Control 

] Internal Quality Plan 

Information Security Manager (Agency) 
- ----
International Organization for Standardization 

-- ---
Integrated Voice Response 
-- ---- -
Vendor Issue Tracking System for Software Code Management 
----

Lead Analyst 

Management Information System 
• 

MVC Model View Controller 

NIEM 

NIST 

OWASP 

PA 

PCS 
>---

PON 

PHI 

PII 

PMO 

QA 
1---

QIO 

QMS 
RACI 

RBT 

National Information Exchange Model 

National Institute for Standards and Technology 
-- -- --

Open Web Application Security Project 

Prior Authorization 

I Personal Care Services 

Private Duty Nursing 
------ -
Protected Health Information 

-4 

---l 

1 
f='.ersonally Identifiable Information 

Project Management Office 
--- - -- - ~ - l 

I Quality Assurance 
---

Quality Improvement Organization 
l 

Quality Management System 

Responsible, Accountable, Consult, Inform Matrix 
- -- --
Registered Behavior Technicians 
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RDS 

RSS 

SFTP 

SQL 

SRC 

SSL 

SSRS 

TBD 

TLS 

U.S. 

U.S.C. 

VPC 

W3C 

WIP 

Zoho 

Relational Database Service 

Rich Site Summary 

Secure File Transfer Protocol 

Structured Query Language 

Submission Requirement Component 

Secure Sockets Layer 

SQL Server Report Services 

To Be Determined 
- -
Transport Layer Security 

United States 

United States Code 
- -
Virtual Private Cloud 

World Wide Web Consortium 

Work in Progress 

Business Management Software, and Customer Relationship Management 
System 
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Purpose 

document that outlines how the ------ Program requirements will be 
developed, tested, and implemented. The purpose of this plan is to provide a guide that 
all stakeholders can use to understand the project strategy, timeframes, and 
responsibilities needed to successfully complete the project. Any requested changes to 
this plan should be submitted through the project's change control process for review 
and approval prior to implementation. 

The BA Program will provide the electronic visit verification of behavioral analysis 
services provided by Lead Analysts , Assistant Behavior Analysts and Registered 
Behavior Technicians 

4Tellus, LLC, the Vendor, will develop customizations to the Tellus EVV (Electronic Visit 
Verification) System, as indicted in the and subsequent 
contract amendment(s). The BA enhancements to the Electronic Visit Verification (EVV) 
product will be deployed to behavior health service providers in a pilot mode for Florida 
Medicaid Regions 9, 10, and 11. The implementation of the BA program includes the 
following functional components: 

1. Outreac.h Program - The outreach program will utilize a variety of 
campaigns to target the different populations of behavior analysis service 
providers to support the adoption of the new EVV System. Post­
implementation campaigns will provide additional learning opportunities and 
product improvements. 

2. Customer Service Center - The Customer Service Representatives will 
, document and track all incoming questions and issues, as well as provide 
direct assistance, support, and coaching to the EVV users. 

3. Education and Training Program - The trainers will create training 
materials, provide instructor-led classes (e.g., live sessions and webinars), 
and web-based training to supplement coaching and direct assistance. 

4. EW Administrator Console - The EVV Administrator Console is the web­
based application provider agencies and Lead Analysts will use to schedule, 
track, and monitor Lead Analysts, Assistant Behavior Analysts and 
Registered Behavior Technicians; and generate reports on the services they 
provide to recipients. The EW Administrator Console will also be used to 
check-in and check-out Lead Analysts, Assistant Behavior Analysts and 
Registered Behavior Technicians working at the facilities. 

5. EVV Mobile Application - Lead Analysts, Assistant Behavior Analysts and 
Registered Behavior Technicians will interact with the mobile application to 
get schedules and services they need to perform upon arriving at the 
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recipient's location or performing service at the BA facility. The application will 
be available in the Google Play and Apple App stores and will record an 
electronic record and verify the visits. 

6. EVV Claims Console - The claims engine will automatically aggregate BA 
service provider billing information from the respective verified services and 
submit the claims file to the Agency's fiscal agent for payment. This system 
will flag claims that require further attention from the BA providers prior to 
submission. 

7. MMIS Interface - The claims portal will transmit claims information to the 
Agency via the Florida Medicaid Management Information System (FMMIS). 

8. " hi 1 c:i ltr e l L ti ) , 1te a e - The eQ interface will provide the prior 
authorizations for recipient services to use in conjunction with the provider 
and recipient data that - will provide to populate the EVV System. 

9. l.r IOC ? a - The quality assurance manager will work with each of the 
functional managers to define policies and operational procedures required to 
establish an internal quality control plan for the implementation and 
operations phase of the EVV System. 

• Description of Implementation 

• 

The implementation of the EVV Program is best classified into three major tactical 
areas. 

A. he Technical Oevelopment - Is comprised of the EW Administrator 
Console (including the claims portal and reports portal), Mobile Application, 
and the network infrastructure. 

B. The Educational Training, and Outreach Campaigns - An outreach 
program that provides registration information, and training options, to adopt 
the EVV system. 

C. The Customer Service Center - A center that serves as the face of the BA 
EVV system to the users, and helps answer questions, resolve issues, and 
coach users on the features of the EVV system. 

Functional Requirements 
The gathering of functional and technical requirements to complete designs and 
customizations of the EVV systems, and all reporting, as well as to estimate and define 
the time frames for the major tactical areas. 

System Development 
EVV system development and testing will occur in parallel with outreach activities . 
System development includes the implementation of the four environments that will 
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support all development, training, and operations of the EVV system. Developers will 
conduct unit testing for their components prior to integration. The training environment 
will be configured for end-user access, so the training team can use it to train a practice 
training and to perform the System Readiness Review before go-live. 

Outreacr 
The initial outreach campaign will be implemented once the outreach plan is approved 
by - · The campaigns will provide EVV awareness and are focused on getting the 
BA providers to adopt the EVV system. Recognizing that there may be resistance, 
additional campaigns will target the population of non-adopters. 

'-due,at:u d lciie .al::, 
Once the technical design is completed after the functional requirements sign off, the 
training team will generate additional educational materials, which will require -
approval prior to use. 

Cu5to r 1e Se .t) 

Concurrently, theCustomer Service Center will be established, as it will need to be 
operational prior to the start of any outreach activities. These activities will include the 
phone and ticket tracking systems to support the Customer Service Representatives 
(CSRs). The CSRs will be pivotal as the first line of support for callers and start 
providing initial EVV system adoption information. It is anticipated that callers will 
contact the Vendor for adoption/transition information, training needs, EVV administrator 
console access, mobile application questions, possible technical issue/bug in the 
application, claims inquires and other requests. A knowledge base will be created for 
CSRs to query when they are interacting with callers. This knowledge base will be 
expanded as the project progresses and new user situations are encountered. 

Internal Quality Control (IQC) 
Throughout the development process, the quality control program will be responsible for 
implementing a change control process to safeguard program components, either 
technical or instructional, from changing without the appropriate approvals. Quality 
standards will help maintain constraints needed to ensure that what may seem like 
small changes, do not end up impacting other components in the system without the 
appropriate people knowing it. 

System Readiness Review 
As develo~ activities conclude, and the go-live date approaches, the vendor will 
work with - to complete an EVV system readiness review. Upon successful 
completion, the system will be qualified as functional. 
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Key Stakeholders 

The BA Project spans several organizations, and as such , it is important to understand 
the points of contact for the various aspects of this project. Table 1 provides the 
emergency phone contact information of all the key stakeholders of the project, should 
any urgent matter arise. The communications plan includes more detailed information 
for each project member, including email addresses, roles, phones, and assigned 
responsibilities for the major components in a RACI (responsible, accountable, consult, 
inform) format. 

Table 1 EVV Key Stakeholders 

·-I. ~ -

Major Tasks and their Implementation Strategy 

The EVV Project has been divided into two phases (Implementation and Operations). 
To improve the accuracy of effort estimation and the assignment of resources, the 
implementation phase has been broken down into four workstreams (Project 
Management, EVV system Development, Transition and Readiness Reviews, and go­
live ). This type of breakdown is known as a Work Breakdown Structure (WBS), see 
Figure 1, and it serves as the backbone for scheduling and tracking the progress of all 
project deliverables. 

The WBS has been vetted by the project's key staff, the core team, and the project 
sponsors to ensure compliance with the project scope. Additionally, a RACI matrix has 
been created to map resources to their related activities in the project, see Figure 2. 
The RACI matrix shows all the high-level deliverables by workstream on the left, and the 
project resources working on these activities on the top row . 
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• 
Starts immediately after contract execution and runs until the go-live day. It includes all 
the project management activities, the development and testing for the major 
components of the EW system , the outreach activities, the development of the 
educational materials and corresponding training, the implementation of the customer 
service center, and the associated activities related to implementing the QC plan. 
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A. Project Management 
The project management workstream includes the staff ramp-up procedures, the 
QA/IQC planning activities, the creation of the policies and procedures, and all the 
project management office (PMO) activities required to successfully implement the 
project. 

1. Staifi 1::1 - The staffing activities will oversee the proper ramp-up of project 
resources, from job advertisement to on boarding procedures. As part of the 
onboarding procedures the following directives will be followed: 

a. Provide HIPM training to employees. 
b. Ensure all employee computers are encrypted using Windows Bitlock.ers. 
c. New hires go through an extensive background check (as required) that 

may include: 
Level 2 equivalent background check 
Social Security Name and Address Trace 
Criminal Records - Federal and each county for past 7 years 
Education Verification - Highest level completed 
Nationwide Criminal Database (National Crime Record File) 

d. Conduct background checks every five (5) years of employment. 
e. Train employees to lock, or log out, to prevent any unauthorized access 

when leaving computers unattended . 

2. QA. JQC Program - The goal of the IQC program is to assure conformity to all 
requirements, to continually improve all defined processes, and enhance 
Stakeholder satisfaction through the effective application of systems to monitor 
and control defined processes. The IQC plan will serve as the guide for each of 
the workstream managers to design and implement the effective systems of 
measure to control and support technical and service delivery processes, as well 
as the operational respective policies and procedures. 

3. Policies and Procedures - The BA Project Team will develop policies and 
procedures that will give details on the execution, implementation, and operation 
of all the operational processes. 

4. PMO Artifacts - The project manager (PM) will implement the Project 
Management lnstitute's best practices throughout the project life cycle . These 
practices will ensure the correct level of detail , monitoring, and process 
improvement activities. 

a. Planning: The PM will lead the planning of all activities. Along with other 
managers, the PM will elicit business requirements to help plan and baseline 
the scope, baseline the schedule, and identify and track risks . Additionally, 
the PM will create artifacts , as required , generally provided by a project 

• management office to help the team in their work (e.g. , report templates) . A 
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project schedule will be created in MS Project and will track the progress of 
day-to-day activities. 

b. Execution: During the execution of the project plan, the PM will work with 
the workstream managers to ensure the plan is being carried out, provide 
support, and help remove obstacles. At times, the project manager may take 
on additional roles to support the teams, and to ensure the schedule is 
maintained. 

c. Monitoring: The PM will lead weekly status meetings with the workstream 
managers to track progress, risks, and issues that need to be resolved. A 
weekly all-hands meeting will be held with the entire project staff, as another 
opportunity for the project team and the leadership team to communicate and 
exchange information . The PM and the Agency will schedule weekly status 
meetings, with additional forms of communication established (e.g., phone 
calls or emails), to discuss issues, needs, and requests that may not wait until 
the weekly status meeting. The PM expects that the Agency will provide the 
appropriate level of response to ensure no schedule slippage. 

d. Document controls: Change controls will be implemented, and project 
documentation will be stored at the EVV Project SharePoint, with controlled 
access and permissions for the project team, as well as the approved Agency 
staff. 

B. c.VV Platforms/Networr<s . 
The EVV platform will include four environments, which will be customized for the -
BA EVV system. The deployment strategy used is that available in the AWS (Amazon 
Web Services). The AWS capability is used to create disk snapshots and AMls 
(Amazon Machine Images). Before promoting new software into a new environment, a 
full disk image will be created of the machine for back up. The machine will be updated, 
and if it were necessary to roll back the software, then the saved back up can be used 
to restore the machine to its previous state. Additional information on security, 
performance, and hardware specifications can be found in those respective sections 
within this document. 

1. EW Environments - The three environments are: 
• Development - The development instance is dedicated for code 

development and unit testing , and access is limited to the technical team. 
• QA/Training - The test instance will serve as the integration instance for 

~plication, as well as the internal system readiness review, and the 
- system readiness review. Access in this instance will be limited to 
the technical team. 

• Production - The production instance will be the actual instance for 
access to all BA service providers. Access to this instance will be 
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managed by the customer service center and controlled by unique access 
rights for each BA service provider. 

2. FMMIS Interface The FMMIS interface will provide the data connection to 
receive provider and recipient information, as well as transmit the claims portal 
invoice file. 

3. eQ lnte. fl, a The eQ interface will provide the data connection to receive 
recipient prior authorization information needed for the scheduling of services 
and in the adjudication of claims. 

4. Jisc:1 r ;,p ;1 e - The disaster recovery system is automatically available 
through the Amazon Web Services cloud . For web-based applications (API, EW 
Administrator Console, and Claims Console) a Blue-Green deployment strategy 
is used. Blue-Green deployment is a technique that reduces downtime and risk 
by running two identical production environments called Blue and Green, see 
example below. At any time, only one of the environments is live, with the live 
environment serving all production traffic. In addition , risk is reduced when using 
the Blue-Green deployment strategy. If something unexpected happens with the 
new version on Green, an immediate roll back to the last version can be 
achieved by switching back to Blue. 

Example: Blue-Green Deployment 
If Blue is live and Green is idle, when a new version of the software is rolled out, 
deployment and the final stage of testing takes place in the environment that is 
not live; in this example, Green. Once the deployment is completed and tested in 
Green, the load balancer is changed so all incoming requests go to Green 
instead of Blue. Green becomes the live environment, and Blue becomes idle. 
This technique can eliminate downtime due to application deployment, 

C. EVV System - IT Manager 

1. EW_Administrator Console - The EVV Administrator Console, also known as 
the EVV Portal, is the main application screen administrators will use to add 
other administrators, Lead Analysts , Assistant Behavior Analysts and 
Registered Behavior Technicians , edit recipient information , and schedule visits. 

2. Mobile Application - The mobile application will provide a secure method to 
track the services Lead Analysts , Assistant Behavior Analysts and Registered 
Behavior Technicians , provided to recipients. Using GPS technology, it will 
provide a means to access schedules, and the directions to the recipient's home . 
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3. Claims Console - The Claims Console, also known as the claims portal, will 
aggregate all the service data and process alongside the approved prior 
authorizations to create and submit claims. This feature provides an automated 
submission of claims to a111s fiscal agent. 

.J. Out eac. 
The outreach program will consist of several emails to inform, register, and support BA 
service providers. An informational website will be available as a single source of 
information regarding the implementation and ongoing support of the BA EW program. 
The goal will be to introduce the EVV system and the vendor support services, including 
the customer service center and training. Additional email communications will provide 
additional information and registration support for the EVV system . 

.) t:J 1 - . 
The objective of the training program is to ensure that all BA providers are equipped 
with the knowledge to use the EW system. A training plan will identify the appropriate 
training strategies and activities required to achieve the desired learning outcomes. The 
training will also equip the providers with the ability to train additional staff on the use of 
the console and mobile application, and the Lead Analysts, Assistant Behavior Analysts 
and Registered Behavior Technicians, on the use of the mobile application. 

1 Education Materials 
Brochures, fact sheets, manuals, and videos will be generated to support training 
activities. The Vendor will have fourteen (14) calendar days to deliver any new 
- requested educational training materials. The Vendor will strive to 
complete changes to existing educational materials within five (5) calendar~ 
of the AHCA request. Once completed, the documents will be submitted to -
for approval before publishing. The material will become the base of all written 
educational material that is published to the BA service providers and will be 
transformed for use in the web-based training component. 

2. Instructor-led Training 
Training will be held for regions 9, 10, and 11 in accordance with the Training 
Plan. All modalities will follow the same curriculum, and attendants given the 
opportunity to provide feedback through an anonymous survey, so that the 
training team can improve the training process. It is anticipated that an instructor­
led class could last up to three (3) hours. The sessions will be scheduled 
throughout the morning, afternoon, and evening (mobile application only). 

Classroom presentations will include written materials as appropriate for the 
class format. The classes will be conducted in a facility that can provide the 

L_ --
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appropriate classroom learning environment and is within a one-hour drive of 
most participants. 

Webinars will follow the same format of classroom sessions. Participants will be 
able to dial in from their location, without having to travel. Presentations will 
include written materials as appropriate, which will be available and accessible 
through a link on the web portal. This webinar format allows participants to ask 
the trainer questions via a chat feature, thus still providing feedback to the 
participant during the training session and/or capturing questions and responses 
to improve the FAQs. 

In all modalities, participants will be directed to the Customer Service Team for 
additional support (phone number and email address). The CSRs will coordinate 
with the trainers if additional instructor-led training is required in a region. 

3. /I• e, se 1111,g 

The training portal will serve the 24/7 web-based training needs. It will be set up 
using learning modules, based on features and allows the use of several 
multimedia files. The site will also include a download area for approved training 
documentation and other supporting documents. Users will be able to register for 
trainng, take training at their own pace and re-take any training module. The 
system provides reporting statistics to track its use by the BA service providers. 

F. Customer Service Center 
Customer Service Representatives (CSRs) will operate the daily customer service 
center, answering questions and documenting any issues. The CSRs serve as the first 
line of support for providers when they have questions or have EVV system issues. The 
customer service center will be an integral part of providing help and support during the 
training and go-live transition, and afterwards during the operations phase. The 
Customer Servie Team will set up the following tools required to operate the Customer 
Service Center, as well as test them prior to implementing the outreach campaigns: 

1. Ca// Center Telephone System - Ring Central 
The Ring Central system is a cloud-based system that supports a toll:..free call in 
number for the providers when they have issues or questions. The system 
supports an interactive voice response process that guides users through a set of 
options to communicate in English, or Spanish, as well as other options. The 
system has after-hour voice mail capability. Reports can be generated to report 
call information to - · as well as analyze and improve service to callers. 

2. Issue Tracking System - Zoho 
Zoho is a ticketing system that allows CSRs to document information related to a 
call. The ticket options will include various state options, e.g., open , closed, in­
progress, to ensure each issue is resolved to the caller's satisfaction . This 
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system, combined with RingCentral (the phone/lVR system) provides metrics 
related to the duration of calls , hold times, and ticket status. 

Phase 2: Transition and Readiness 
The Transition Phase is the time frame starting after the first BA provider enrolls into the 
program and starts the training process. The transition phase includes registration, 
training activities, set up, and readiness reviews. 

P 1s 3 Joe ac, 
The Operations Phase starts on the go-live date. At this time, the impetus of the project 
management activities transitions from monitoring and controlling development work to 
monitoring the performance and effectiveness of the EW system, the tracking and 
resolution of system issues and any customer complaints, the analysis of data, and the 
generation of regular reports for the Agency. This phase also commences the 
maintenance phase of the EVV systems and all its related infrastructure. 

going Project Management· Project Manage 

During this on-going phase, the Vendor will still meet with the Agency on the 
outlined schedule, until all targeted regions are covered. At that time, it is 
envisioned that the frequency of meetings will decrease. 

The PM will work with appropriate Tellus leaders to initiate the submission of 
monthly, quarterly, and annual reports . 

2. vn-goi,1g Educ.ati 
Manage 

aining, ana uutreach: Education/Customer Service 

During this on-going phase, the Training Team and Marketing Team will lead all 
the education , training , and outreach activities for the project. The leaders will 
work with the PM and IT managers to maintain the team informed on the 
progress of current activities, and any new campaigns that are deployed. The 
Training and Operations Teams will also be monitoring the customer support 
center, the health of the technical system, and the services provided to the 
callers. 

3. On-going QAIIQC: QA Manager 

During this on-going phase, the QA manager will monitor and audit the initial 
state of the technical system, and the services provided . This function will be 
transferred to an Education/Customer Service Leader at a predetermined time 
after go-live. 

4. EW System Maintenance: IT Manager 

During this on-going phase, the IT manager will monitor, maintain , and lead the 
development of any defects or change requests for the EVV system. The IT 
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manager will analyze the reports to ensure performance and security are being 
met, and that the system is functionally stable for all the users. 

Implementation Schedule 

The full draft schedule is referenced in Appendix A: Sample EVV Project Schedule. 

Security 

There are different components on the EVV Project that will require security 
requirements associated with HIPAA and the HITECH Act. Those systems are outlined 
below with their respective security specifications. 

EWSystem 
EVV Software is hosted on AWS cloud. AWS has robust controls in place to maintain 
security and data protection in the cloud . The EW system only uses AWS HIPAA 
compliant and eligible services . 

Additional security information: 
• The EVV system uses BCrypt algorithm to hash user password . 
• The EVV system uses industry standard 0Auth2 protocol for user authentication . 
• The EVV system keeps track of record changes, who made the change and 

when. 
• All communications between clients and server encrypted with SSL/TLS. 
• All communications between application server and database ~ncrypted with 

SSL/TLS. 
• All data in the relational database encrypted at rest. 
• The following certifications and attestations are available: ISO 9001, SOC1, 

SOC2, SOC3, ISO 27001, FedRAMP, HITECH, HIPPA. 

2. Infrastructure Security 
Networks firewalls built in Amazon VPC along with Security Groups provide use with 
fine-grained access control to network resources. All traffic is encrypted with TLS across 
all services. 

3. Data Encryption 
We use AWS built-in data encryption capabilities on S3 (file object storage) , RDS 
(Relational database management service), EBS (disk storage). 

4. Monitoring and Logging 
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The EVV system utilizes CloudWatch to send alert notifications when specific events 
occur or thresholds exceeded. Tellus utilizes Amazon CloudTrail to track cloud API 
activity. 

5 Identify and access control 
The EVV system uses Identify and Access Management to define individual user 
accounts and their permission across system resources. 

6. Staffing requirements 
• Ensure security of confidential recipient information and medical data. 
• Train project staff on confidentiality policies and procedures to comply with all 

Federal and State laws (including HIPAA and HITECH Acts) governing 
confidentiality. 

• Signed Business Associate Agreement. 
• Perform background checks as required . 

Office Location Security 
The physical office suite security will use keys for controlled access to approved 
personnel after business hours. During business hours, employees will be able to 
ingress freely. The main building requires a special card to enter between 7:00 PM and 
7:00 AM . 

8 Customer Service Center C,ystems 
The RingCentral and Zoho systems are both protected by a login/password combination 
assigned to each of the customer service representatives. Since they are web-based 
systems, the second security layer for data protection is the person's computer itself, 
controlled by timeouts. 

9. Training 
The training development is completed on individual Bit-locked computers and the files 
stored on the secured project document SharePoint. Manuals and handouts will be 
converted to a secured PDF file that will be published in the document portal, and the 
web-based training portal. Standard video software will be used to produce media with 
video/audio but require no additional security. The web-based training site will have a 
secure individual login and will be monitored by an administrator. 

Implementation Support 

The human resources model at the start of the project will decrease personnel as the 
project transitions into the operations phase. As seen in Figure 3, The implementation 
phase will require resources to develop and customize the EW system to the Agency's 
specification , develop educational material , perform outreach and train the BA 
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providers. Once these tasks are complete and the EW system goes live, on-going 
support will require project management, customer service representatives, and 
different IT staff as needed to maintain, improve, and fix issues. 

Management Contract/ Project - Steering Committee 
Info rm at ion Systems Manager* 

I I 
I I I I I I 

EW System 
Info rmat ion Education/ 

Tra ining 
Internal Quality 

Human Resources 
Technology Customer Service * Contro l 

* Vendor Key Staff Position 

Figure 3 EVV Organizational Chart 

The Agency will play a significant supporting role during the project. They are not only 
the client, but they must provide clarifications to requirements questions during the 
development phase, and they must also provide approvals to the implementation plan, 
the outreach plan, the educational material, policies and procedures, and the internal 
quality program plan. The Agency's response time to questions and approvals will be 
integral in ensuring that the project stays on schedule. 

The final group of resources that will support the project's effort will be the actual end 
users of the EW system, the BA providers. There will be a strong correlation between 
the amount of support BA providers offer the EW system deployment team and their 
success in adopting the EVV system and being successful. Because getting the support 
from the BA providers may be challenging, all the outreach campaigns and educational 
material will be written to provide a positive environment for change and adoption. 

All the workstream managers will work with the project manager to ensure the 
established policies and procedures, schedules, and other workflows are followed, and 
to ensure communications through weekly meetings and report analysis. The managers 
will use the project tools to ensure that quality is monitored , corrected if needed, and 
improved when the opportunity arises. The team will document changes and 
improvements as part of their constant process improvement activities . 
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Listing of Hardware, Software, and Facilities 

The EVV system and associated supporting components will require the tools listed 
below during the implementation and operational phases of the project. 

EW system Platforms/Network, Educational Material Portal 
Amazon Web Services 

JIRA 

GIT 

Modern, robust, industry-leading technology infrastructure platform 
RDS 
Load Balancing, Autoscaling, VPC (Virtual Private Cloud) 
EC2 (Elastic Compute Cloud) 
1AM (Identity and Access Management) 
BAA, Compliance Reports 
CloudWatch 
24/7 Uptime 

Integrated Ticketing System 
Software Planning, Tracking, and Release Software 

Source Control and Deployment Delivery 

2. Mobile Applicatton 
Google Play Store 
Apple Play Store 

3. Customer Service Center Systems 
Zoho . 

Customer Relationship Management System 
Integrated Ticketing System 

RingCentral 
Call Center with Analytics 

Performance Monitoring 

The internal quality plan will include the tasks necessary to monitor the EVV systems 
and associated support structure and perform internal audits as required to ensure 
system integrity, preventing risks, and operational issues that could lead to down time, 
thus impacting service delivery to the recipients supported by the EVV system. 

1. EW Platforms/Networks and System 
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System performance will be monitored using AWS Cloudwatch. We are capturing a 
number of standard and custom metrics including but not limited to: 

• Application Servers: CPU Utilization , Memory utilization, Disk 1/0, Disk space, 
Network In/Out, System Availability, API requests (number of requests, 
frequency, etc.), API Response times. 
Database: CPU Utilization , Read/Write IOPs, Read/Write Throughput, Network 
In/Out Throughput, Number of Connections, Memory Utilization. 
File/Object storage: Number of Objects, Objects Size, Number of Requests 
(download, upload , delete, list requests) , Request Errors. 

e, , e 
The only measurable objective during the development phase will be that the system is 
set up and running to handle and respond to both phone calls and emails by the start of 
the outreach campaigns, when users of the system can contact Tellus. The IQC plan 
will indicate the quality objectives and measurements during the transition and 
operations phase. 

During the implementation phase, a mix of qualitative and quantitative monitoring 
information will be available. IQC can help the Customer Service Team set up 
monitoring and measurement tools and help with the analysis of information . The 
Customer Service Leader will share the results of the monitoring with the Project 
Manager. 

During the operations phase, again a mix of qualitative and quantitative measurements 
are possible . In this phase the Customer Service leader will gather the data and both 
the Customer Service Leadership and the Project Manager will analyze the data and 
determine if actions are needed based on the results. 

1. CSR's performance shall be monitored to assess if additional training is 
needed. 

2. Incoming phone calls monitored to determine if Outreach programs are 
needed to address recurring questions or issues. 

3. Internal audits (this needs more information). 

3. Training 
During the implementation phase, a quantitative feedback measurement will not 
be available. The primary feedback will be qualitative. The Training workstream 
needs to be able to develop the Scope, Purpose, and Process outline of training. 
Monitoring progress of the use of the EW system will give a good indicator for 
monitoring the quality in this phase. The trackin~lt will be passed on to the 
Project Manager of both Training and IQC and - · 

During the Implementation phase, a mix of qualitative and quantitative 
measurements are possible . IQC will help set up the right measurement tools 
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and analysis of the data as necessary. Training will be responsible for gathering 
and analyzing the data. 

1 Assess awareness of providers. 
2 Assess provider training efforts and progress of training their staff. 
J Assess number of providers trained . 
~ Analyze data gathered by customer service. 

Implementation Requirements 

The most important requirement for the BA EVV Program consists of the EVV system 
itself. These requ irements are defined below. 

'!, 0 

Below is a list of hardware/software and identification as to the need to create new, 
customized items already exisiting , or if 4Tellus, LLC. , will be able to use as it currently 
exists: 

Development environment- Use existing. 
• Test environment - Use existing . 
• Production environment - Use existing . 

Training Environment - Use existing . 
EVV Claims Portal - Customize existing portal. 

• FMMIS Interface - Use existing. 
EVV Administrator Console - Customize existing EVV application. 
EVV Database - Create new. 

• EVV Mobile Application - Customize existing EVV application . 

Create/develop new: 
• Training Document Portal - Create new. 
• Reports Portal - Use existing . 

2. Personnel: 
Available: 

• Account Manager. 
• Contract (Project) Manager. 
• IT Manager. 
• Network Engineer. 

Hire new: 
• Customer Service Leader. 
• CSRs. 
• Trainer . 
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• Hire resources with skillsets in the following areas: Software QA, DB 
Administrator, Web development, Business Analyst, Report development, 
Mobile development. 

3. Facilities 
• None - Utilize existing facilities. 

4 Other ( aoital /n,1estments 
Web-based Training. 
Publish educational and training material - Licensed copy of Acrobat DC. 

Post Implementation Verification 

The success of the BA EVV systems deployment is dependent on several components, 
each with their own success criteria, as noted below. Some of the components 
functionality and successful deployment can , and will , be measured as they become 
operative, even before the go-live date. These components will include the outreach 
and training activities, the customer service support center, and the platform/networks 
operability. The Customer Service center will work with providers as they adopt the 
system and start scheduling Lead Analysts , Assistant Behavior Analysts (ABA) and 
Registered Behavior Technicians to validate the scheduling feature of the BA EVV 
system prior to the go-live date. Upon go-live , the CSRs, with support from the technical 
team, will validate that the mobile application is working as designed through direct 
communication with the Users of the EVV system. The volume of calls will serve as one 
indicator to any technical issues being experienced in the field . Additionally, follow-up to 
the providers will also help gather the success of the rollout of the BA EVV system. 

Outreach and Training Activities 

The customer support department will continue to reach out to BA service providers with 
follow-up questions and communication to monitor and track their progress in adopting 
the BA EVV system and any additional training needs. 

The CSR team will often refer previously-trained callers to training information on the 
Tellus website (i.e., User Guides, Frequently Asked Questions and Answers, and 
recorded webinars). Regular live webinars and recorded webinars will be available to 
the BA community to receive training/retraining on their schedule. This availability of 
tra ining information in various modalities will assist in ensuring a smooth transition to 
the new BA EVV system for the BA providers . 
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EVV Project Implementation Plan Acceptance 

Approved by: 

Lia Sweeney 
EVV Program Contract Manager, 
4Tellus, LLC 
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Name Duration % S art Finish Pred 
Complei 

170 days? 24% Mon 2/4/19 Fri 9/27 /l'J 

Te ll us Provider Registrat ion 56 days 100% Fn 2/1/ 19 Fn 4/19/19 

Contract Negotiations 71 days 100% Mon 2/4/ 19 Mon 5/13/19 

Contract Review 5 days 100% Mon 5/6/19 Fri 5/10/19 I 
Miles tone 1 · Contract Execution 1 day 100% Tue 5/14/19 Tue 5/14/19 

Project Planning Phase 82 days? 21% WedS/1/19 Thu 8/22/19 r-, 
Impleme ntation Plan 18days 39% Tue 5/14/19 Thu 6/6/19 i1 

Draft· Implementation Plan 7 days 100% Tue 5/14/19 Wed 5/22/19 Te lus PM 

Review - of lmplementatiorn Plan 3 days 0% Thu 5/23/19 Mon 5/27/19 8 -Revisions · Implementation Plan 5 days 0% Tue 5/28/19 Mon 6/3/19 9 T llus PM 

Approval - lmplementa ion Plan 3 days 0% Tue 6/4/19 Thu 6/6/19 10 -Training Plan 18 days 52% Tue 5/14/19 Thu 6/6/19 i1 
Draft - Training Plan 7 days 100% Tue 5/14/19 Wed 5/22/19 Telus Training 

Review · Training Plan 3 days 80% Thu 5/23/19 Mon 5/27/ 19 13 -Revisions - Training Plan 5 days 0% Tue 5/28/19 Mon 6/3/19 14 Tellus Training 

Approva l - Training Plan 3 days 0% Tue 6/4/19 Thu 6/6/19 15 •• Staffing Plan 18 days 100% Tue 5/14/19 Thu 6/6/19 ,, 
Draft - StaffJng Plan 7 days 100% Tue 5/14/19 Wed 5/22/19 11 Te)lus 

Review - Staffing Plan 3 days 100% Thu 5/23/19 Mon 5/27/19 18 -Revisions · Staffing Plan 5 days 100% Tue 5/28/19 Mon 6/3/19 19 T~llus 

Approval - Staffing Plan 3 days 100% Tue 6/4/19 Thu 6/ 6/19 20 ·-Outreach and Communications Plan 22days 55% WedS/1/19 Thu 5/30/19 " Draft - Outreach and Communications Plan 10 days 100% Wed 5/ 1/19 Tue 5/ 14/ 19 Te llus M arketing 

Task lnac11ve Sum,ndty External Tasks 

Split Ma m.al Task External M, estone 0 

M ilestone • DuratlOI\· only Deadl11\e • 
Summaty Ma nual Sum, aty Rollup Progre,s 

Project Summary t ' Manual Summaty Manua l Progress 

Inactive Tas Stan only [ 

lnactiW! Milestone Finish only J 
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as Name Duration % JStart Finish Pred 
Comp! 

Review · Outreach and Communications Plan 4 days 50% Wed 5/15/19 Mon 5/20/19 23 

Revisions -· Outreach and Communications Plan 5 days 0% Tue 5/21/19 Mon 5/27/ 19 24 

Approval - Outreach and Communications Plan 3 days 0% Tue 5/28/19 Thu 5/30/19 25 

IQCPlan 43days 0% Tue 5/14/19 Thu 7/11/19 li""1 
Draft· IQC Plan 19.6 days 0% Tue 5/14/19 Mon 6/10/19 I Q,~ Manager 

Review· IQC Plan 7 days 0% Fri 6/21/19 Mon 7/1/19 28 -Re111sions - IQC Plan Rellisions 5 days 0% Tue 7/2/19 Mon 7/8/19 29 <llA Manager 

Approval • IQC Plan 3 days 0% Tue 7/9/19 Thu 7/11/19 30 

Emergency Management Plan 59days 0% Mon6/3/19 Thu 8/7.2/19 

Draft - Emergency Management Plan 44 days 0% Mon 6/3/19 Thu 8/1/19 T Manager 

ReVJew • Emergency Management Plan 7 days 0% Fri 8/2/19 Mon 8/12/19 33 -Revisions - Emergency Management Rev1s1ons 5 days 0% Tue 8/13/19 Mon 8/19/19 34 iiiiiilll Approval - Emergency Management 3 days 0% Tue 8/20/ 19 Thu 8/22/19 35 

Operational Procedures Manual 62 days? 0% Tue 5/14/19 Wed 8/ 7/19 

Draft - Operational Procedures Manual 42 days 0% Tue 5/14/19 Wed 7/10/19 1r Manager 

Review· Operational Procedures Manual 10 days 0% Thu 7/11/19 Wed 7/24/19 38 -Revisions - Operational Procedures Manual 5 days 0% Thu 7/25/19 Wed 7/31/19 39 I /TManager 

Approval • Operational Procedures Manual 5 days 0% Thu 8/1/19 Wed 8/7/19 40 -Disaster Recovery Plan 7 days 43% Tue 5/14/19 Wed 5/ 22/19 ll 
Draft - Disaster Recovery Plan 3 days 100% Tue 5/14/19 Thu 5/16/ 19 IT anager 

Review· Disaster Recovery Plan 1 day 0% Fri 5/17/19 Fn 5/ 7/19 -Revis ions - Disaster Recovery Plan 2 days 0% Mon 5/20/19 Tue 5/21/19 44 .. Approval - Disaster Recovery Plan 1 day 0% Wed 5/22/19 Wed 5/22/19 45 

Task lnawve Sum ,nary · Externa l Task,. 

Spl it Manual Task External M1l..s1or,e 0 

M1leslOfle • Durat,on-ooly Deadl,ne + 
Summa')' Maooal Summa')' Rollup Progress 

Project Summary Ma, ual Summary Manual Progress 

lnactiv<! Task Statt only ( 

lnactiv<! ije:s10M Finisl'I onl ] 
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as Name Duration % Start Fm1sh Pred 
Comple 201 9 2020 

1 
Project Execution Phase 150 days? 15% Mon 3/4/19 Fri 9/27/19 t==ll 

Development 119 days? 15% Mon 3/ 4/ 19 Thu 8/ 15/ 19 ~ 

FMMIS FTP Connection 25 days 100% Mon 3/ 4/ 19 Fri 4/ 5/ 19 Tell s Integrati ons 

25 days 100% Mon 3/ 4/ 19 Fn 4/ 5/ 19 II Tellus Integrations 

Build Internal Regi.stration Process 13 days 25% MonS/ 6/ 19 Wed 5/ 22/ 19 Tellus(Dev} 

Enhancement - Min/Max Recipients for Scheduling by 31 days 10% Fri 6/21/ 19 Fri 8/ 2/ 19 Tellus(Dev) 
Service Code Business Rule 

Enhancement - Rendering Provider Role for Scheduling 31 days 10% Fri 6/ 21/19 Fn 8/ 2/ 19 lf.ellus(Dev) 
Business Rule 

Enhancement - Rendering Provider ID Required by Service 31 days 10% Fri 6/21/ 19 Fri 8/ 2/ 19 T,ellus(Dev) 

Code Business Rule 
Enhancement - Can th is Service Code be Scheduled with 31 days 10% Fri 6/ 21/ 19 Fn 8/ 2/ 19 ITellus(Dev) 
Other Service Codes Business Rule 

Enhancement -Allowed Places of Service By Service Code 31 days 10% Fn 6/ 21/ 19 Frt 8/ 2/ 19 'Tellus(Dev) 
Business Rule 
Enhancement - Allowed Number of Days to Backdate a 31 days 10% Fn 6/ 21/ 19 Fri 8/ 2/ 19 IT ellus(Dev) 
Scheduled Visit Business Rule 
Enhancement - Date of Service Go-Live Date Business Rule 31 days 10% Fn 6/ 21/19 Fr i 8/ 2/ 19 Tellus(Dev) 

Enhancement - Rendering Provider Max Scheduled Hours 31 days 10% Fn 6/21/ 19 Fri 8/ 2/ 19 Tellus(Dev) 

Per Day 

Enhancement - PA Available Units Business Rule 31 days 10% Fri 6/ 21/ 19 Fn 8/ 2/ 19 IT,ellus(Dev) 

Enhancement - Provider Agency Entered Claim Amount 31 days 10% Fr, 6/ 21/ 19 Fri 8/ 2/ 19 Tellus(Dev) 

Enhancement. - Recipient Document Upload Support 31 days 10% Fn 6/ 21/ 19 Frt 8/ 2/ 19 ITellus(Dev) 

Enhancement - Integrated Registration 31 days 10% Fri 6/ 21/ 19 Fn 8/ 2/ 19 Tellus(Dev) 

Task lnacuve Sumn ary Ex1emal Tasks 

Split Manual T.t5k Ex1ernal M ilestone <> 
Milestone Duration only Deadhne • 
Summary Manu.il Summary Rollup Progres, 

Project Summa,y Manual Sum1nary Manual Progress 

lnactM! Task S,an onl) [ 

tnact,ve M ~es1one F1n,s1, ·only J 
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TIMELINE 

Begins prior to training on 8/1/2019 - ongoing 

PURPOSE 

- is re-implementing Electronic Visit Verification (EVV) for Medicaid-funded Home Health (HH) 

services. One of the objectives of the HH EVV project is to reduce Medicaid costs by deterring the 

potential for fraud, waste and abuse. 

Customer Service and a solid support plan is pivotal to the overall adoption, satisfaction and effective 

use of the EVV system in the Home Health space. It's important that the provider agencies, as well as 

the service attendants and members are well-informed, have clear expectations and are committed to 

the implementation of the EVV system to maintain their services. This Customer Service and Support 

Plan is designed to ensure that open, continuous communication and support are available to assist 

these audiences, so they enjoy a smooth transition throughout the EVV implementation process. 

The overall objectives of the Customer Service Support Plan are to socialize the change to all affected 

stakeholders, ensure that all payers, provider agencies and service attendants are aware of the 

transition requirements and deadlines, to inform members of the new process and establish 

expectations for use, and to provide the support necessary to empower all users to effectively use the 

technology. This Customer Service Support Plan will identify the appropriate strategies, objectives and 

tactics required to achieve the desired outcomes during the implementation of the project. 

OBJECTIVES 

Effectively inform direct care providers in the State of 11111 regarding the implementation of EVV 

requirement for Medicaid-funded Home Health services and to socialize the change and availability of 

additional EVV vendors 

Provide customer service support as users become familiar with the Tell us eVV System to track and 

verify service delivery. 

• Follow-up regarding education and training of users on proper use of the Tell us eVV system. 

• Be the first line of telephone and email support when users have questions regarding the use of the 

Tell us eVV system and to answer questions to assist in full adoption of the eVV system. 

AUDIENCES 

• Interested staff, including program providers, 

Financial Management Service Agencies (FMSAs), Consumer Directed Services (CDS) employers and 

Managed Care Organizations (MCOs). 

• Third Party vendors that are sending or receiving data from the Tell us eVV System. 

• Members receiving Medicaid-funded Home Health services, and/or their responsible parties, if 

appropriate . 
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STRATEGIES 

• Be available by telephone and or email to communicate as early and as often as possible to 

minimize surprises and establish expectations. 

Re-enforce the benefits of Tell us eVV technology to service providers in streamlining workflow, 

delivering greater visibility, enabling better staff management and delivering better care. 

Answer questions post-training to clarify and reinforce processes, procedures and tool usage to 

maximize effectiveness of Tell us eVV and to ensure timeliness of claims payment whenever 

possible 

Regularly capture feedback to enable ongoing improvements in the Tellus tools. 

Customer Service and Support Plan 

302 

• A dedicated customer support toll free number will be operational for - constituents 

• Telephone support will be provided by live Client Success agents Monday-Friday from 7am CT 

to 7pm MT (8am ET- 9pm ET) with the exception of National Holidays beginning 

• The live agents handle operational and technical inquiries to include system issue inquiries and 

are available in both English and Spanish . 

• Average speed of answer for the dedicated customer support toll free number will average no 

more than 60 seconds. 

• After hours (and as appropriate during the workday) callers will have the opportunity to leave a 

voice mail message for the Client Success Representatives (CSRs) that will be returned within 

one business day. Standard hours of operation are included in the automated system 

messaging and messages are available in both English and Spanish . 

• Calls are recorded and call recordings can be made available upon request. 

• Calls are monitored by trained leadership staff and quality assurance measurements are 

completed on a regular basis 

• Tellus CSRs receive training on Health Insurance Portability and Accountability Act (HIPAA) 

compliance, confidentiality, privacy, security and the importance of promptly reporting an 

event or breach and of the consequences of failing to do so. 

• First call resolution rate will be measured at the end of each telephone call when the Tellus CSR 

asks the following question to the caller: "Have I resolved your issue/son this call today"? and 

documenting the response in the Zohoesk ticketing system. 

• An Interactive voice response (IVR} system is utilized initially to manage telephone requests 

appropriately. During normal business hours, the customer service phone number is answered by an 

IVR system giving callers the option to speak with a live person in either English or Spanish. 

o Should the IVR system be unavailable at any time, calls will bypass the IVR and be 

offered to the available agents. 
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• Tellus operates a tracking system (Zohodesk) that identifies and documents all requests and 

complaints received by phone, email and correspondence through to resolution. A ticket 

number (identifier) will be provided to the caller on all initial email inquiries and as requested 

on telephone inquiries. 

o Should the Zohodesk system be unavailable for any reason, a manual contact tracking 

system will be utilized (CSS-7). This system will include a paper copy of the information 

typically included in a Zohodesk ticket. The call information will be documented in the 

paper system and calls will be tracked in an Excel spreadsheet (either online or 

manually, as needed). Once the Zohodesk ticketing system becomes available, the 

information captured in the paper system, including original call time, will be entered 

into the Zohodesk ticketing system for tracking through to resolution. 

• A dedicated customer support email address will also be operational for - constituents 

24X7: by 08/01/2019. Emails will be acknowledged within 8 hours of receipt and a ticket 

number (identifier) will be returned for tracking purposes. Most email inquiries will be resolved 

in the form of a returned telephone call to the sender to ensure thorough resolution and to 

minimize multiple emails between the two parties. Email resolution is expected within 2 

business days from receipt of inquiry or complaint, subject to the inquiries and complaints 

resolution SLA. 

• All inquiries and complaints are resolved as soon as possible, with a goal to resolve 95% within 

10 business days and the remaining 5% within 15 business days. 

• The Tellus Client Success Team will provide incident reports pertaining to issues that impact 

production, including system downtime or any issue that impacts timely and accurate delivery 

of EVV services. Incident notification will be provided within one hour of detection of the 

incident. Detailed incident resolution reports to include root cause corrective action will be 

provided within five (5) business days of resolution of any incident. 

• Monthly reporting will be provided on the EVV Vendor Performance Management Key 

Components as required, include metrics on Call Center/Customer Service, Correspondence, 

Complaints, system performance metrics and other metrics as required . 
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